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1. Scope

The Transport layer protocol in the WAP architeetoonsists of the Wireless Transaction Protocol R)vdnd the Wireless
Datagram Protocol (WDP). The WDP layer operatevalioe data capable bearer services supportecebsatious network
types. As a general datagram service, WDP offemnaistent service to the upper layer protocol 88¢ Transaction and

Session) of WAP and communicate transparently omerof the available bearer services.

The protocols in the WAP family are designed fog oser narrowband bearers in wireless telecommtioicanetworks.

Since the WDP protocols provide a common interfadée upper layer protocols (Security, Transacéind Session layers)
, they are able to function independently of thdertying wireless network. This is accomplishedaoigpting the transport
layer to specific features of the underlying bearer
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3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHAL", “SHALL NOT”, “SHOULD”, “SHOULD NOT",
“RECOMMENDED”, “MAY”, and “OPTIONAL" in this documet are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope”, arenative, unless they are explicitly indicated taitfermative.

3.2 Definitions

ANSI-136 General UDP Transport Service (GUTS)
GUTS is a general-purpose application data deligeryice. GUTS utilises the Internet Standard Usagram
Protocol (UDP) to specify the intended applicatiorport.

ANSI-136 GSM Hosted SMS Teleservice (GHOST)
GHOST is an ANSI-136 teleservice used to tunnel GBW5 PDUs.

ANSI-136 Packet Data
ANSI-136 Packet Data provides a packet data raghdce in ANSI-136.

ANSI-136 R-DATA
ANSI-136 R-Data is a two-way narrowband transpaethanism that is supported on the digital contnalnnel
(DCCH) and digital traffic channel (DTC). R-Datarcbe used to carry GUTS messages or other telesgrv
messages such as the Cellular Messaging Teles€GAdE). It is by nature similar to a datagram segv

Cell Broadcast
Cell Broadcast permits a number of short messagks broadcast to all receivers within a particutgion.

Cellular Digital Packet Data (CDPD)
CDPD is an AMPS overlay packet radio service.

CSs
Cell Station is similar to Base Station. This tesnused in RCR STD-28 ( for PHS).

CsD
Circuit-Switched Data provides a point-to-point nention between the device and the network. Témngce is
typically available in cellular and PCS networks.

DECT
DECT is the Digital Enhanced Cordless Telecommuitina standard, as defined within ETSI.

Device
An entity that is capable of sending and/or recgj\ypackets of information via a wireless netword das an unique
device address. See [WAP] for further information.

Device Address
The address of a device is its unique network addagsigned by a carrier and following the forneditngd by an
international standard such as E.164 for MSISDNeskes, X.121 for X.25 addresses or RFC 791 fat IPv
addresses. An address uniquely identifies the sgratid/or receiving device.

DM
DataTAC Messaging is a protocol that enables twg-smanmunications between wireless terminals.

DPRS
The DECT Packet Radio Service profile (EN 301 6&fjnes packetized data services over the DECihtrface.

FLEX™
A one-way paging protocol developed to optimisencih efficiency, battery life, and cost per bit foansmitting
messages over a wide geographical area.

[0 2003 Open Mobile Alliance Ltd. All Rights Reserved.
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FLEX™ Suite of Application Enabling Protocols
A suite of protocols and features which enableiappbns on FLEX and ReFLEX networks. The FLEX 8uit
protocols operate at the layer above the FLEX arRRéd-LEX protocol layers.

GPRS
General Packet Radio Service as defined in GSM002x8l 03.60. GPRS provide a packet data serviatagwe
GSM networks.

GPRS-136

General Packet Radio Service as defined for usapporting the packet data requirements of ANSI4i&8vorks by
the UWCC (Universal Wireless Communications Cornsorthttp://www.uwcc.org).

iDENO
Integrated Digital Enhanced Network.

iDENO Circuit Switched Data
iDEN Circuit-Switched Data provides a point-to-po@onnection between the device and the network.

iDENO Packet Data
iDEN Packet Data provides a packet data radio serna the iDEN system. This packet data servidsesi mobile 1P
as the mechanism to enable mobile devices to rodmmiDEN.

IS-637 SMS
IS-637 SMS [TIAEIA-637] provides a short messageise in 1S-95 CDMA networks.

IS-707 Circuit Switching Data
IS-707 Circuit Data Service [TIAEIA-707] providescacuit data radio service in 1S-95 CDMA networks.

IS-707 Packet Data
IS-707 Packet Data [TIAEIA-707] provides a packatadradio service in 1S-95 CDMA networks.

IS-95 CDMA
Wireless network technology defined in [TIAEIA-95].

Maximum Packet Lifetime, MPL
MPL is fixed by the used carrier (the network sgste

Mobitex
A narrow-band wireless technology, for dedicated-tmay packet-data networks, that uses cellulaorgetihnology.

MSC
Mobile-services Switching Center provides contfolscall connection and service to support mobile
communications services for PDC.

NCL
Native Command Language is a protocol that endblesvay communications between a DTE and a wireless
modem.

Network Type
Network type refers to any network, which is clfiesiby a common set of characteristics (i.e. @eiface) and
standards. Examples of network types include GSPVI&, ANSI-136, iDEN, FLEX and Mobitex. Each network
type may contain multiple underlying bearer serviseitable for transporting WDP.

Packet
A packet is a set of bytes being transmitted olvemetwork as an undivided entity. Each packetainsta header,
which describes the context of the packet, itstjosin the packet group, its position in the trafssion, and other
pertinent information. The WDP header is positioim#d the packet according to the features of thaeulying
bearer.

Port

Ports are used as a sub-addressing mechanism @ndieléce. A port number identifies the higher tagmtity (such
as a protocol or application) directly above the fMByer.

[0 2003 Open Mobile Alliance Ltd. All Rights Reserved.
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ReFLEX™
A two-way paging protocol developed to enable tifieient delivery of messages and content overdghién both the
outbound (system to pager) and inbound (pagerdtes) directions.

SDS
Point-to-Point short data service is a harrow badtiwdata transport mechanism available in TETRAvoek.

SMS
Point-to-Point Short Message Service is a harrondiédth data transport mechanism typically ava#ahlcellular
and PCS networks.

SCR
Standard Context Routing is a protocol that enatfwesway communications between fixed host compsused
wireless terminal fleets.

TETRA
Terrestrial Trunked Radio

TETRA Packet Data

Transmission
Transmission is a collection of one or more pafia@h a source to a destination.

UAR
Uniform Addressing and Routing

Underlying Bearer
An underlying bearer is a data transport mechanised to carry the WDP protocols between two devieramples
of underlying bearers include CDPD, GSM SMS, GSMSDSGSM CSD, GSM GPRS, ANSI-136 GUTS, ANSI-
136 GHOST, CSD, and Packet Data. During a datazggehbetween two devices, more than one underbgager
may be used.

USSD

Unstructured Supplementary Service Data is narramdividth transport mechanism. USSD is a GSM supgiéany
service. It uses the signalling channels as aebeand is half-duplex (only one of the partiesatewed to send at
any one moment). It is by nature similar to cir@viitched data service.

3.3 General Concepts

This chapter describes the industry terminologgteal to the specifications.

Client and Server
The terms client and server are used in order {o tma WAP environment to well known and existingtsyns. A
client is a device (or application) which initiatexjuests for data. The server is a device whiskipealy waits for
data requests from client devices or actively pastata to client devices. The server can eithexmdbe request or
reject it. A device can simultaneously act botleléent and server for different applications, oemin the context of
one application. An application can serve a nunalbelients (as a server), but act as a client towanother server.

3.4 Abbreviations

API Application Programming Interface

BMI Base Station, MSC, Interworking Function (IWF)
BS Base Station

BSD Berkeley Software Distribution

CBC-IF Cell Broadcast Centre Interface

CBS Cell Broadcast short message service

CDMA Code Division Multiple Access

CDPD Cellular Digital Packet Data

DECT DSP DECT Data Service Profile

DM DataTAC Messaging

[0 2003 Open Mobile Alliance Ltd. All Rights Reserved.
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CS
CSD
DCS
ETSI
GHOST
GPRS
GSM
GUTS
HLR
iDEN
IE

IP

ISP
ITSI
IWF
LAPi
LSB
MAC
MAN
MAP
MDBS
MDG
MD-IS
MDLP
MIS
MPAK
MPL
MSISDN
MS
MSB
MSC
MSC
MTU
NCL
PCS
PDC
PDLP
PHS
PLMN
PPP
RAS
R-Data
RFCL
RLP
SAR
SCR
SDS
SDS-TL
SMSC
SMSCB
SMS
SNDCP

Cell Station

Circuit Switched Data

Data Coding Scheme

European Telecommunication Standardisatiotitihe
GSM Hosted SMS Teleservice
General Packet Radio Service

Global System for Mobile Communication
General UDP Transport Service

Home Location Register

Integrated Digital Enhanced Network
Information Element

Internet Protocol

Internet Service Provider

Individual TETRA Subscriber Identity
Interworking Function

Link Access Protocol iDEN

Least significant bits

Medium Access Control
Mobitex Subscription Number

Mobile Application Part

Mobile Data Base Station

Mobile Data Gateway

Mobile Data — Intermediate System
Mobile Data Link Protocol

Mobitex Interface Specification
Mobitex Network Layer Packets
Maximum Packet Lifetime (constant)
Mobile Subscriber ISDN (Telephone numbeaddress of device)
Mobile Station

Most significant bits

Mobile Switching Centre
Mobile-services Switching Center (for PDC)
Maximum Transfer Unit

Native Command Language

Personal Communication Services
Personal Digital Cellular

Packet Data Link Protocol

Personal Handy Phone System

Public Land Mobile Network
Point-to-Point Protocol

Remote Access Server

Relay Data

Radio Frequency Convergence Layer
Radio Link Protocol

Segmentation and Reassembly
Standard Context Routing

Short Data Service

Short Data Service Transport Layer
Short Message Service Centre

Short Message Service Cell Broadcast
Short Message Service

SubNetwork Dependent Convergence Protocol
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SPT
SS7
SSAR
SSF
SwMI
TCAP
TCP/IP
TDMA
TETRA
TIA/EIA
TSALP
TSAP
UDH
UDHL
uDL
UDP
UDCP
USSD
UsSsDC
VLR
VPLMN
WAE
WAP
WDP
WORM-ARQ
WSP
WTP

Server Processing Time

Signalling System 7

Simplified Segmentation and Reassembly

Space Saving Function (Mobitex)

TETRA Switching and Management Infrastructure
Transaction Capability Application Part
Transmission Control Protocol/Internet Pcoto
Time Division Multiple Access

Terrestrial Trunked Radio

Telecommunications Industry Association/El@nic Industry Association

TETRA SDS Adaptation Layer Protocol
Transport Service Access Point
User-Data Header (see GSM 03.40)
User-Data Header Length

User-Data Length

User Datagram Protocol

USSD Dialogue Control Protocol
Unstructured Supplementary Service Data
Unstructured Supplementary Service Data €ente
Visitor Location Registry
Visitor Public Land Mobile Network
Wireless Application Environment
Wireless Application Protocol

Wireless Datagram Protocol

WORM-Auto Repeat Request

Wireless Session Protocol

Wireless Transaction Protocol

[0 2003 Open Mobile Alliance Ltd. All Rights Reserved.
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4. WDP Architectural Overview

The WDP protocol operates above the data capableibservices supported by multiple network typéB.P offers a
consistent service to the upper protocols (Secufitgnsaction and Session) of WAP and communicatesparently over
one of the available bearer services.

4.1 Reference Model

The model of protocol architecture for the WirelBggagram Protocol is given in Figure 4-1.

Application - Service Access Point

1
Application Application Layer Protocol

A-Management
Entity

gé
b

Session - Service Access Point

S-Management Session Session Layer Protocol

=

Transaction - Service Access Point

i

TR-Managemer

; WTP Wireless Transaction Protocol
Entity

T

:

SEC-SAP Security - Service Access Point

{

SEC-Manageme

WTLS Wireless Transport Layer Securit
Entity P y y

!

:

T-SAP Transport - Service Access Point

{

I-Management WDP Wireless Datagram Protocol
Entity

Bearer-Mngmnt Underlying

Entity Bearer Service

Figure 4-1 WAP Reference Architecture

The services offered by WDP include applicationradsing by port numbers, optional segmentationraassembly and
optional error detection. The services allow foplagations to operate transparently over differ@vdilable bearer services.
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Gﬂsport Service Access Point (TSAP)

Wireless Datagram Protocol

Bearer A Bearer B Bearer C Bseargr D
Adaptation Adaptation Adaptation ervice
Bearer C
Service
Bearer B
Service
Bearer
Service A

Physical Layer Air Link Technologies

Figure 4-2: Wireless Datagram Protocol Architecture

The model of protocol architecture for the Wirel@sansport Protocol is given in Figure 4-2.

WDP offers a consistent service at the Transpanti&e Access Point to the upper layer protocol gkRVThis consistency
of service allows for applications to operate tprently over different available bearer servidése varying heights of
each of the bearer services shown in Figure 442tithtes the difference in functions provided l®yltearers and thus the
difference in WDP protocol necessary to operate thase bearers to maintain the same service offex the Transport
Service Access Point is accomplished by a beasmgstation.

WDP can be mapped onto different bearers, wittedfit characteristics. In order to optimise theqaal with respect to
memory usage and radio transmission efficiencyptiséocol performance over each bearer may varyever, the WDP
service and service primitives will remain the sapreviding a consistent interface to the highgeta.

4.2 General Description of the WDP Protocol

The WDP layer operates above the data capablerlsmaxéces supported by the various network typssa general
datagram service, WDP offers a consistent seraitkd upper layer protocol (Security, Transactiod Session) of WAP
and communicate transparently over one of the abvi&ilbearer services.

WDP supports several simultaneous communicatidamees from a higher layer over a single underlWigP bearer
service. The port number identifies the higher tamity above WDP. This may be another protocggtasuch as the
Wireless Transaction Protocol (WTP) or the Wirel8ession Protocol (WSP) or an application sucHesdrenic mail. By
reusing the elements of the underlying bearers, W&Pbe implemented to support multiple bearersyahthe optimised
for efficient operation within the limited resouscef a mobile device.

Figure 4-3 shows a general model of the WAP prdtaachitecture and how WDP fits into that architeet
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Mobil WAP
obre Proxy/Server
WAE WA Apps on
other servers|
WSP Wireless WSP
Data
WTP Gateway p—
WDP &
WDP & .
Adaptation Adaptation
Bearer Bearer Tunnel Tunnel
Subnetwork Subnetwork

- defined in the WDP Specification

Figure 4-3 General WDP Architecture

In Figure 4-3 the shaded areas are the layersotdqol which the WDP Specification is specificadlyplicable. At the
Mobile the WDP protocol consists of the common WédEments shown by the layer labelled WDP. The Aatapt Layer is
the layer of the WDP protocol that maps the WDRaqwal functions directly onto a specific bearereThdaptation Layer is
different for each bearer and deals with the sgec#pabilities and characteristics of that beaegvice. The Bearer Layer is
the bearer service such as GSM SMS, or USSD, orlAlS6 R-Data, or CDMA Packet Data. At the Gatewasy t
Adaptation Layer terminates and passes the WDPemok to a WAP Proxy/Server via a Tunnelling pcotpwhich is the
interface between the Gateway that supports theebearvice and the WAP Proxy/Server. For exanfpleei bearer were
GSM SMS, the Gateway would be a GSM SMSC and wsuifihort a specific protocol (the Tunnelling protipc¢o interface
the SMSC to other servers. The SubNetwork is anyncon networking technology that can be used to ecntwo
communicating devices, examples are wide-area mkswaased on TCP/IP or X.25, or LANs operating TERAVer
Ethernet. The WAP Proxy/Server may offer applicattontent or may act as a gateway between theesg&N TP protocol
suites and the wired Internet.

4.2.1 WDP Management Entity

The WDP Management Entity is used as an interfate@den the WDP layer and the environment of thécdeWhe WDP
Management Entity provides information to the WRelr about changes in the devices environment,hwhizy impact the
correct operation of WDP.

The WDP protocol is designed around an assumgitiainthe operating environment is capable of tratisrgiand receiving
data.

For example, this assumption includes the followbagic capabilities that must be provided by théileo

- the mobile is within a coverage area applicablénébearer service being invoked;

- the mobile having sufficient power and the powenpen;

- sufficient resources (processing and memory) withenmobile are available to WDP;
- the WDP protocol is correctly configured, and ;

- the user is willing to receive/transmit data.

The WDP Management Entity would monitor the stdtéhe above services/capabilities of the mobileigimnment and
would notify the WDP layer if one or more of thesasied services were not available.
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For example if the mobile roamed out of coverageafbearer service, the Bearer Management Entdyldhreport to the
WDP Management Entity that transmission/receptiger that bearer is no longer possible. In turnwHeP Management
Entity would indicate to the WDP layer to closeative connections over that bearer. Other exasrgleh as low battery
power would be handled in a similar way by the Wid&hagement Entity.

In addition to monitoring the state of the mobifevieonment the WDP Management Entity may be useati@mterface to

the user for setting various configuration paramsetsed by WDP, such as device address. It cdaddo@ used to
implement functions available to the user such ‘@@ all data connections” feature. In general YWiDP Management
Entity will deal with all issues related to initigétion, configuration, dynamic re-configurationgdaesources, as they pertain
to the WDP layer.

Since the WDP Management Entity must interact wéttious components of a device which are manufactpecific, the
design and implementation of the WDP ManagemeritygEstconsidered outside the scope of the WDP fipation and is
an implementation issue.

4.2.2  Processing Errors of WDP Datagrams

Processing errors can happen when WDP datagransemtrérom a WDP provider to another. For examgpl/ireless Data
Gateway may not be able to send the datagram t¢/tié¢ Gateway, or there is no application listertimghe destination
port, or the receiver might not have enough bugfece to receive a large message.

The Wireless Control Message Protocol (WCMP) presidn efficient error handling mechanism for WDdpiting in
improved performance for WAP protocols and appiicet. Therefore the WCMP protocol SHOULD be impésited. See
the [WCMP] specification.

WDP is expected not to pass up corrupted messHgeparticular bearer does not provide this serviben the WDP bearer
adaptation MUST provide payload protection.

4.2.3  Security Considerations

WDP has no authentication mechanisms.

4.3 WDP Conformance

There is a minimum set of WDP features that nedzbtonplemented to ensure that implementations frasttiple vendors
will be able to interoperate.

The WDP protocol operates over various bearer sesviEach bearer service for which WDP is spec#igzports a
datagram service. It is this datagram service wkiWEP uses to support the abstract service prinstdefined in this
specification. For bearer services supporting PWDP protocol MUST be UDP. For bearer servicessapporting IP the
WDP protocol defined in this specification MUST tmed. Appendix A lists the features required frofd RV
implementations.

4.3.1 WDP Adaptation Layer Segmentation & Re-assembly

When introducing a new bearer service, consideratsould be given to the potential inclusion &f Segmentation & Re-
Assembly (SAR) functionality in the adaptation lagpé that new bearer service.

The following criteria should be considered whealeating the need for the SAR functionality of avrigearer service:

- the applications (or higher communication layens tare likely to use the bearer service: to esérfahe typical
payload of those applications can be handled byéwebearer service (for example, when using Xd&fificates with
WTLS, typical session establishment message camp be 1500 bytes in size); and

- the bearer service Maximum Transfer Unit (MTU).
If the applications typical payload exceed the beMTU, support for SAR SHOULD be included in th@anbearer service

specification. When SAR is defined for a beareg, ltharer service must be able at least to recognideliscard segmented
messages, if it is not able to receive and re-askethem.
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The support for SAR in a bearer service does nataquiee the application that transport of datastr will be done in a
timely manner. Therefore, applications need tovkara that user experience may be bad if large vetuof data are sent
over certain bearer services.

4.4 WDP Bearer Dependent Profiles

The following figures illustrate the protocol pief for operating WDP between a mobile device @mdes over a specific
RF technology and a specific bearer within thahtetogy.

441 WDP over GSM
441.1 GSM SMS Profile

: WAP
Mobile
Proxy/Server
WAE WA Apps on
other servers
WsP Wireless WSP
Data
WTP Gateway p—
WDP &
WDP & :
Adaptation Adaptation
SMS SMS Tunnel Tunnel
Subnetwork Subnetwork
(e.g. TCP/IP) (e.g. TCP/IP)

- defined in the WDP Specification

Figure 4-4 WDP over GSM SMS

Figure 4-4 illustrates the protocol profile for WDP layer when operating over the SMS bearer servi
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4412 GSM USSD Profile

_ WAP
Mobile Proxy/Server
WAE WA Apps o
other servers$
wsP wsp
ussDC
WTP WTP
WDP & WDP &
Adaptation Adaptation
UDCP UDCP Tunnel Tunnel
Subnetwork Subnetwork
uUssD USSD (e.g. TCP/IP) (e.g. TCP/IP)

- defined in the WDP Specification

Figure 4-5 WDP over GSM USSD

Figure 4-5 illustrates the protocol profile for YWTP layer when operating over the USSD bearericry

The USSD Dialogue Control Protocol (UDCP) is resgible for managing the half-duplex USSD dialogud providing the
upper layer with the address to the WAP Proxy/Serve

44.1.3 GSM Circuit-Switched Data

; WAP
Mobile
IWF ISP/RAS Proxy/Server
WAE WAE— Apps o
other server
WSP WSP
WTP  |upp we |upe
P P P
PPP PPP
Subnetwork Subnetwork
CSD-RF PSTN PSTN
CSD-RF Circuit [ | Circuit

- defined in the WDP Specification

Figure 4-6 WDP over GSM Circuit Switched Data Chanel

Figure 4-6 illustrates the protocol profile for tADP layer when operating over a Circuit-Switchemtdconnection. The
IWF provides non-transparent CSD services andtipresent in transparent circuit data calls. Then&e Access Server
(RAS) or the Internet Service Provider (ISP) pregdonnectivity to the Internet network so thatrttabile and WAP proxy
server can address each other. The WAP Proxy/Seaveterminate the WAE or serve as a proxy to adpeiications on the
Internet.
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4414

GSM GPRS Profile

Mobile WAP
Proxy/Server
WAE WAE
BSS SGSN GGSN
WSP WSP
wTP |UDP wTP |UDP.
IP
IP
IP or
Sub- Sub- Other
Network [ Network Sub-Network b,
Base Station Network
GSM-RF | —|GSM-RF [Physical Physical [Physical Physical Physical

Figure 4-7 WDP over GSM GPRS

Figure 4-7 illustrates the protocol profile for WDP layer when operating over the GPRS beareicgerGPRS supports IP

to the mobile therefore UDP/IP will provide datagraervices.

4415 GSM Cell Broadcast

Mobil WAP
obile Proxy/Server
WAE WA Apps on
other servers|
Connectionless Cell Connectionless
wsp Broadcast wsp
WP Centre WTP
WDP &
WDP & .
Adaptation Adaptation
SMSCB SMSCB Tunne Tunnel
(CBC-IF) (CBC-IF)
Subnetwork Subnetwork
(e.g. TCP/IP) (e.g. TCP/IP)

- defined in the WDP Specification

Figure 4-8 WDP over GSM Cell Broadcast

Figure 4-8 illustrates the protocol profile for tAéDP layer when operating over the GSM Cell Broatibaarer service

4.4.2

WDP over ANSI-136

The WDP layer operates above the data capablertssaréces supported by ANSI-136.
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44211 ANSI-136 R-Data Profile using GUTS
Mobile
WAE Teleservice Server
WSP
WTP
UDP UDP UDP
GUTS GUTS
Tunnel
SSAR SSAR
Sub
R-DATA R-DATA Network

Network

Figure 4-9: WDP over ANSI-136 R-DATA using GUTS

Figure 4-9 illustrates the protocol profile for tAéDP layer when operating over the ANSI-136 GUTS8 RADATA bearer
service. For efficiency WDP can be supported diyemt GUTS. A GUTS protocol discriminator would beeded for this
purpose. The ANSI-136 Teleservice Server interfaotocol is SubNetwork dependent and not specifigie WAP

WAP
Proxy/Server

WAE
Apps
on other

WSP

W TP
WDP

specifications.
44212 ANSI-136 R-Data Profile using GHOST
Mobile
WAE
Teleservice Server
WSP
WTP
W DP
SME SME Tunnel
(GSM 03.40) (GSM 03.40) (SME-IF)
GHOST GHOST
Sub
TSAR TSAR Network
R-DATA R-DATA

Tunnel
(SME-IF)

Sub Network

Figure 4-10 WDP over ANSI-136 R-DATA using GHOST

Figure 4-10 illustrates the protocol profile foetiVDP layer when operating over the ANSI-136 GH@8d R-DATA
bearer service. Note that Teleservice SegmentatidrReassembly (TSAR) is optional.
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44272 ANSI-136 Circuit-Switched Data Profile

: WAP
Mobile Proxy/Server
WAE BMI Remote Access WAE _apps on
Server other servers
WSP WSP
WTP wTP
P P P
PPP PPP
1S-130/ Sub
1S-130/135 135 sub sub Network Sub Network
Network Network
1S-136 1S-136

Figure 4-11: WDP over ANSI-136 Circuit-Switched Daa

Figure 4-11 illustrates the protocol profile foetlVDP layer when operating over an ANSI-136 Cir@wtitched Data
connection. A remote access or an Internet sepriceider (ISP) provides connectivity to a WAP proerver. The WAP
Proxy/Server can terminate the WAE or serve aaypio other applications on the Internet.

4423 ANSI-136 Packet Data Profile

Mobile WAP
Proxy/Server
WAE WAE
BSS SGSN GGSN
WSP WSP
WTP [UDH WTP| UDH
P Sub- | Sub- — P P cgru(g_the
NetworkNetwork— Sub-Network Network
Base Station
GPRS-136; | GPRS+Physicg  |PhysicdlPhysicgl | Physical | | Physical
RF 136-RK

Figure 4-12: WDP over ANSI-136 Packet data

Figure 4-12 illustrates the protocol profile foetlVDP layer when operating over the ANSI-136 PaEket bearer service.
ANSI-136 uses GPRS to support its packet data reaugints. GPRS supports IP to the mobile theref@B/AP will provide
datagram services.
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Note: The term GPRS-136 RF denotes both the GPRS-13BH3@hannel spacing) and GPRS-136HS (200 kHz aflann
spacing).

4.4.3 WDP over CDPD

Mobile WAP
Proxy/Server
WAE WAE 5ps o
other
WSP MDBS MD-IS o
WTP WTP
IP P
SNDCP SNDCP
MDLP MDLP
Sub Network Sub Network
MAC/ MAC/ Sub Sub
Physical Physical Network Network
Layer Layer

- defined in the WDP Specification

Figure 4-13 WDP over CDPD

Figure 4-13 illustrates the protocol profile foetlVDP layer when operating over the CDPD bearetic=rCDPD supports
IP to the mobile therefore UDP/IP will provide ttatagram services.

4.4.4 WDP over CDMA

@ort Service AccessF’D

SMS Circuit Packet Data
Adaptation Switched Adaptation
Data
Adaptation

Packet Data Service

Circuit Switched
Data Service

SMS Service

CDMA

Figure 4-14: WDP over CDMA Bearer Services

The WDP layer operates above the data capablersEaréces supported by CDMA. Figure 4-14 idensifibe CDMA
bearer services presented in this specification.
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4441 CDMA Circuit-Switched Data Profile

Mobile WAP
Proxy/Server
WAE IWF ISP
WAE pps
WSP on other
WSP
WTP yp—
IP
IP IP
PPP PPP
Sub-
CsSD CSD St“b' ) St”b' ) network Sub Network
networ | | networ
(S-707) || (1S-707) (ie. PSTN) (ie. PSTN)

Figure 4-15 WDP over CDMA Circuit-Switched Data Chainel

Figure 4-15 illustrates the protocol profile foetiWDP layer when operating over the CDMA Circuiti®ved Bearer
Service. The Internet Service Provider (ISP) presidonnectivity to the Internet network so thatrtiabile and WAP proxy
server can address each other. The WAP proxy/seareterminate the WAE or serve as a proxy to atpefications on the
Internet. The CDMA Circuit-Switched Data protocoinsists of TCP, IP, PPP & RLP layer as definedlidEIA-707] over
IS-95 air interface.

The IS-707 Circuit Switching Data layer in Figurd 8 includes a TCP/IP/PPP stack, which is used between the mobile
station and the IWF.

The profile defined here does not preclude theafisgher non-standard data services that modify0%-Circuit Switching
Data to provide a direct connection from the IWRHe Internet. Such a service may provide a waptite IP packets
between the mobile station and the WAP gatewayhgdnternet, without using the PSTN, and it maybed at the
discretion of the mobile station manufacturer aativork operator. The WAP stack is not affectedtiy thange in the
bearer service, as WDP will still use UDP datagréasnsommunicate with its peer.
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44472 CDMA Packet Data Profile

: WAP
Mobile Proxy/Server
WAE WAE Bps an
BS/MSC \WE ot
WSP wsp
P P P
PPP PPP Sub
Network Sub Network
RLP RLP Relay Relay (e.g. LAN)
Layer Layer
1S-95 IS-95

Figure 4-16 WDP over CDMA Packet Data Channel

Figure 4-16 illustrates the protocol profile foetlVDP layer when operating over the CDMA Packe@larer service.
CDMA Packet Data supports IP to the mobile. WTPray®P and UDP/IP provide transaction-oriented aathgram
services respectively. The WAP Proxy/Server camitesite the WAE or serve as a proxy to other apptioa on the
Internet.

4.4.4.3 CDMA SMS

WAP
Mobile Proxy/Server
WAE WA Apps on
other servers
WSP WSP
MC
WTP WTP
WDP & WDP &
Adaptation Adaptation
SMS (1S-637) SMS (1S-637) MC I/F MC I/F

- defined in the WDP Specification

Figure 4-17 WDP over CDMA SMS

Figure 4-17 illustrates the protocol profile foetlVDP layer when operating over the 1S-637 SMSdresgrvice. The WAP
Proxy/Server is Terminal Equipment, as definechereference model in [TIAEIA-637], section 1.4.
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445 WDP over PDC (Japan)

@port Service Access Point (TSAP)

Wireless Datagram Protocol

Circuit Switched Data Adaptation

Circuit-Switched Data Service

PDC

Figure 4-18: WDP over PDC Bearer Services
PDC is a digital cellular network, for which aitémface is defined in [RCR STD-27] and network imede interface is
defined in [TTC JJ-70.10]. The WDP layer operatesve the data capable bearer services supportdly Figure 4-18
identifies the PDC bearer services presented ingpécification. PDC provides Circuit Switched D&tvice.

445.1 PDC Circuit-Switched Data

i WAP
Mobile Proxy/Server
WAE WAE
BS/MSC ISPIRAS ps of
WSP W,SAF; ,,,,,
WTP .
[ o -
PPP opp
Sub Sub Network
WORM-ARQ WORM-ARQ Sub Sub Network
Network Network
L1 L1

Figure 4-19 WDP over PDC Circuit-Switched Data Chanel

Figure 4-19 illustrates the protocol profile foetlVDP layer when operating over a PDC Circuit-Skett Data connection.
The MSC terminates air protocol for PDC. The In&r8ervice Provider (ISP) Provides Internet conmiggtto the Internet
network so that the mobile and the WAP Proxy/Seceer address each other. The WAP Proxy/Servereraninate the
WAE or serve as a proxy to other applications anltiternet.
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44572 PDC Packet Data Profile

Mobil WAP
obiie Proxy/Server
WAE WAE _~Apps on
other servers
wsp WSP
VPMSC GPMSC
WTP lypp WTP | uppP
IP P P
Subnetwork Subnetwork Subnet Subnetwork
Base Station work
PDC RF PDC Physical | | Physical | Physical | | Physical | | Physical
RF

- defined in the WDP Specification

Figure 4-20 WDP over PDC Packet Data Channel

Figure 4-20 illustrates the protocol profile foetiVDP layer when operating over a PDC Packet Dedadn service. PDC
Packet Data supports IP to the mobile. WTP over @bB& UDP/IP provide transaction-oriented and datagservices
respectively to WTP. The WAP Proxy/Server can teate the WAE or serve as a proxy to other appboation the
Internet.

446 WDP Profile Over IDEN

iDEN provides three data services, Short Messagéc®e Circuit Switched and iDEN Packet Data.. Btita Circuit
Switched and Packet Data services provide IP cdivitgdo the mobile device. Therefore the datagnarotocol used for
iDEN’s data bearer services is UDP. This sectimviges a high-level protocol architecture desaipbf these two bearer
services.
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446.1 iDEN Circuit-Switched Data

; WAP
Mobile
IWF ISP/RAS Proxy/Server
WAE WA Apps of
other server
WSP WSP
WTP  |pp WP | unp
P IP IP
PPP PPP
Subnetwork Subnetwork
iDEN-RF . PSTN PSTN
IDEN-RF Circuit [ | Circuit ]

- defined in the WDP Specification

Figure 4-21 WDP over iDEN Circuit-Switched Data Chanel

Figure 4-21 illustrates the protocol profile foetlatagram layer when operating over an iDEN CirBuiitched Data
connection. The IWF provides non-transparent @irSwitched Data services for all CSD calls witiEN. The iDEN
CSD service is very similar to the GSM CSD servilee Remote Access Server (RAS) or the Interneti&=Provider
(ISP) provides connectivity to the Internet netwsdkthat the mobile and WAP proxy server can addeesh other. The
WAP Proxy/Server can terminate the WAE or serva psoxy to other applications on the Internet.

446.2 iDEN Packet Data

; WAP
Mobile Proxy/Server
WAE WAE pps of

MDG/ Mobile other servers
WSP Mobile IP IP Home WSP
Foreign Agent
WTP Agent WTP
UDP UDP
IP P IP P
RFCL RFCL
LAPi LAPI Sub Sub Sub Network
Network Network
IDEN IDEN
-RF -RF

Figure 4-22: WTP over iDEN Packet Data

Figure 4-22 illustrates the protocol profile foetWTP layer when operating over the iDEN Packetlbaarer service. The
iDEN packet data network utilises the IETF defimeobile IP tunnelling protocol to route data to thebile device. A
Home Agent router on the mobile’s home network famte datagrams to an iDEN Mobile Data Gateway. NIBD& acts as
a mobile IP Foreign Agent that transfers IP betwibernwired IP network and the wireless device ki@iDEN RF protocols.
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4.4.7 WDP over FLEX™ and ReFLEX™

Subscriber WAP
Device Proxy/Server
WAE WA Apps on

other servers
WSP FLEX/ReFLEX WSP
Network
WTP WTP
WDP & WDP & _
FLEXsuite FLEXsuite Messaging Messaging

(UAR) (UAR) Network Protocol Network Protocol

FLEX/ReFLEX FLEX/ReFLEX Subnetwork Subnetwork

- defined in the WDP Specification

Figure 4-23 WDP over FLEX and ReFLEX

Figure 4-23 illustrates the protocol profile foetlVDP layer when operating with the FLEX and ReFLXjing protocols.
For the communications between the FLEX/ReFLEX nekvand the subscriber device, WDP packets MUSTrdresferred
using the FLEXsuite™ Uniform Addressing and Routi\¢;AR) protocol. (Further description of the UARofocol can be
found in Section 6.6.) The choice of network poaicused for the communications between WAP Proawyw/&'s and
FLEX/ReFLEX networks is negotiated between each WAEXy/Server and FLEX/ReFLEX network and is naafied
here. The UAR protocol MAY be used to transferWiBP packet between the FLEX/ReFLEX network andwh&P
Proxy/Server. The WAP Proxy/Server MAY terminate WAE or serve as a proxy to other applicationsheninternet or
other networks.

Note that ReFLEX supports message segmentatioso Wdte that network operators sometimes impossslion the lengths
of accepted messages. It is expected that theonetyperator will not limit the maximum messageesia less than the
minimum allowed by WTP and, therefore, no segmémaind re-assembly will be required by WDP.
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4.4.8 WDP over PHS

PHS is a digital cordless network, for which ateifiace is defined in [RCR STD-28] and CS — digitatwork interface is
defined in [TTC JT-Q931-b], [TTC JT-Q932-a] and [TDT-Q921-b].

The WDP layer operates above the data capablertsmréces supported by PHS. Figure 4-24 identtfiesPHS bearer
services presented in this specification. PHS plesiCircuit-Switched Data.

@port Service Access Point (TSAF

[
Wireless Datagram Protocol

Circuit Switched Data Adaptation

Circuit-Switched Data Service

PHS

Figure 4-24 WDP over PHS Bearer Services

448.1 PHS Circuit-Switched data

; WAP
Mobile Proxy/Server
WAE WAE pps an
other
Wep CS ISP/RAS WSP
WTP WTP
ubpP UDF
P P IP
PPP PPP
PIAFS PIAFS Sub Sub Network
Network
L1 L1 ISDN ISDN
Circuit | Circuit

Figure 4-25 WDP over PHS Circuit-Switched Data Chanel

Figure 4-25 illustrates the protocol profile foetlVDP layer when operating over the PHS CircuittSngd Data
connection. The Internet Service Provider (ISPyRies Internet connectivity to the Internet netwedkthat the mobile and
the WAP Proxy/Server can address each other. The WRildxy/Server can terminate the WAE or serve @®sy to other
applications on the Internet.
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4.4.9 WDP over DataTAC

WAP
Mobile Proxy/Server
WAE
WAE Apps on

Other Servers

WS P WS P

DataTAC Network

NCL SCR SCR

RF RF Subnetwork Subnetwork

Figure 4-26: DataTAC Profile
Figure 4-26 illustrates the protocol profile foetlVDP layer when operating over the DataTAC SCRdreservice.

4.4.10 WDP Profile Over TETRA

TETRA provides two data services: Short Data Seraicd TETRA Packet Data. The TETRA Packet Datadvesithe
Internet Protocol defined in [RFC791].

44.10.1 TETRA Short Data Service

WAP
Mobile Proxy/Server
WAE WAE Apps on
other servers
WSP WSP
SwMI
WTP WTP
WDP & WDP &
TSALP TSALP
SDS-TL SDS-TL Tunnel Tunnel
Subnetwork Subnetwork
SDS SDS (e.g. TCP/IP) (e.g. TCP/IP)

- defined in the WDP Specification

Figure 4-27 WDP over TETRA SDS; WAP Proxy/Server i€xternal to SwMI

Figure 4-27 illustrates the protocol profile foetiWDP layer when operating over the SDS beareicgerin this figure, the
WAP Proxy/Server resides outside the SwMI. Howetles, WAP Proxy/Server can be also co-located widls ode inside
the SwMI.
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4.4.10.2 TETRA Packet Data

WAP
Mobile Proxy/Server
WAE WAE ~Apps on
other servers
WSP WSP
SwMI
WTP WTP
UDP UDP
IP SDS-TL Tunnel 1P
SDS SDS Siubnetwork— Subnetwork

- defined in the WDP Specification

Figure 4-28 WDP over TETRA Packet Data
Figure 4-28 illustrates the protocol profile for \WTayer when operating over the TETRA Packet Datardr service. The

TETRA Packet Data bearer service routes IP datagfeom the mobile device to the WAP Proxy/Servet gite versa. The
TETRA-specific protocols are defined in [TET 392-2]

4.4.11 WDP over DECT
44.11.1 DECT short message service

p tDEICTP N DECT Wireless p ng
ortaple Par Fixed Part Data roxy/server
WAE Gateway
WA Apps o0
other server
WSP WSP
WTP wTP
WDP & WDP &
Adaptation Adaptation
SMs SMs Tunnel Tunnel
DECT-FP2 DECT-FP2 Sub - Sub Sub Subnetwork
Network Network Network

- defined in the WDP Specification

Figure 4-29: WDP over DECT short message service.

Figure 4-29 illustrates the protocol profile foetiVDP layer when tunneling GSM-SMS over the DECorEMessage
Service, as defined in [DECT-FP2]. The specifiaasidor the adaptation layer are equal to thos&M-SMS. Please refer
to [DECT-GSM] for specification of the DECT intervking to GSM.

[0 2003 Open Mobile Alliance Ltd. All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



WAP-259-WDP-20010614-a Page 33 (75)

44.11.2 DECT connection oriented services

p tDEICTP ¢ DECT Wireless p ng
ortaple Par Fixed Part Data roxyiserver
Gateway
WAE
WA Apps o0
other servers
WSP WSP
WTP | UDP WTP | upp
IP IP P
PPP PPP
Subnetwork [ Subnetwork
DECT DSP - DECT DSP CcO | CcO
conn oriented conn oriented Subnetwork Subnetwork

- defined in the WDP Specification

Figure 4-30 WDP over DECT Connection Oriented Serdges
Figure 4-30 illustrates the protocol profile foetlVDP layer when operating over DECT connectiorrdgd services,. The
connection oriented bearer service can be provittednatively by

- DPRS connection oriented, refer to [DPRS]
- DECT Data Service Profile D2, refer to [DECT-D2]

4.4.11.3 DECT packet switched services

DECT DECT WAP
Portable Part Fixed Part Proxy/Server
WAE WA Apps or
other serverg
wspP WSspP
WTP WTP
uDP uDP
IP IP IP P
DPRS DPRS Subnetwork Subnetwork
connectionless connectionless

- defined in the WDP specification

Figure 4-31: WDP over DECT packet switched services

Figure 4-31 illustrates the protocol profile foetiWDP layer when operating over DECT connectionsessices, refer to
[DPRS].

4.4.12 \WDP over Mobitex

A WAP server gateway can connect to a Mobitex netwsing MPAK over a tunnel to a Mobitex Area Exnbe in the
Mobitex network.
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Figure 4-32 WDP over Mobitex

Figure 4-32 illustrates the protocol profile foetiVDP layer when the WAP server gateway is condecté/lobitex.
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5. Elements for Layer-to-layer Communication

5.1 Service Primitive Notation

Communications between layers and between entifithén the transport layer are accomplished by rseafrservice
primitives. Service primitives represent, in antedost way, the logical exchange of information @odtrol between the
transport layer and adjacent layers. They do neti§por constrain implementations.

Service primitives consist of commands and theipeetive responses associated with the servicegstef of another
layer. The general syntax of a primitive is:

X - Generic name . Type (Parameters)
Where X designates the layer providing the senkee.this specification X is
“T” for the Transport Layer.
An example of a service primitive for the WDP layasuld be T-Dunitdata.Request.

Service primitives are not the same as an appbicgiirogramming interface (API) and are not meamttly any specific
method of implementing an API. Service primitives an abstract means of illustrating the servicesiged by the protocol
layer to the layer above. The mapping of these eptscto a real API and the semantics associatédani¢al APl are an
implementation issue and are beyond the scopdas$pcification.

5.2 Service Primitive Types

The primitive types used in this specification are:

Request (.Req)
The Request primitive type is used when a highgerlés requesting a service from the next loweetay

Indication (.Ind)
The Indication primitive type is used by a layeoyiding a service to notify the next higher layérotivities related
to the Request primitive type of the peer.

Response (.Res)
The Response primitive type is used by a layeckmawledge receipt, from the next lower layer, o tndication
primitive type.

Confirm (.Cnf)

The Confirm primitive type is used by the layeryiding the requested service to confirm that thieveig has been
completed (successfully or unsuccessfully).

[0 2003 Open Mobile Alliance Ltd. All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



WAP-259-WDP-20010614-a Page 36 (75)

5.3 WDP Service Primitives
53.1

The following notation is used in the descriptidrttee service primitives:

General

Abbreviation Meaning
M Presence of the parameter is mandatory
C Presence of the parameter is conditional
(0] Presence of the parameter is a user option
* Presence of the parameter is determined by twerdayer protocol
blank The parameter is absent
) The value of the parameter is identical to the ealfithe corresponding parameter of

the preceding primitive
The WDP protocol uses a single service primitivBUnitdata. WDP user may also receive a T-DErromftive, if the
WDP protocol layer cannot execute the requestetinzgssion.

5.3.2 T-DUnitdata

T-DUnitdata is the primitive used to transmit dataa datagram. T-DUnitdata does not require aniegisonnection to be
established. A T-DUnitdata.Req can be sent to tiEPWayer at any time.

Primitive | T-DUnitdata

Parameter REQ | IND | RES | CNF
Source Address M M(=)
Source Port M M(=)
Destination Address M O(=)
Destination Port M O(=)
User Data M M(=)

Destination Address
The destination address of the user data submittdte WDP layer. The destination address may bdatiSDN

number, IP address, X.25 address or other identifie

Destination Port
The application address associated with the de&timaddress for the requested communication igtan

Source Address
The source address is the unique address of theedenaking a request to the WDP layer. The soadtiFess may

be an MSISDN number, IP address, X.25 addressher adentifier.

Source Port
The application address associated with the saddeess of the requesting communication instance.

User Data
The user data carried by the WDP protocol. The efnitata submitted to or received from the WDP tagelso

referred to as the Service Data Unit. This is thiplete unit (message, packet, package) of datehithe higher
layer has submitted to the WDP layer for transmoissirhe WDP layer will transmit the Service Dataitlmd deliver
it to its destination without any manipulation tf €ontent.

5.3.3 T-DError

The T-DError primitive is used to provide infornmiito the higher layer when an error occurs whiely impact the
requested service. A T-DError Indication may beiéssby the WDP layer only after the higher layes hmade a request to
the WDP layer, such as by issuing a T-DUnitdatauRst] The T-DError primitive is used when the WR#ek is unable to
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complete the requested service due to a local @nohlt is not used to inform the upper layer ofwarking errors external to
the device/server.

An example would be if the upper layer issues antdhta Request containing an SDU which is largantthe maximum
size SDU allowed by the specific WDP implementatiorthis case a T-DError Indication would be reed to the upper

layer with an error code indicating the SDU siztois large.

Primitive | T-DError

Parameter REQ | IND | RES | CNF
Source Address o
Source Port o
Destination Address o
Destination Port 0]
Error Code M
Error Code
An error return code carried by the D-Error pringtito the higher layer. The error codes are ofllsigmificance
only.

The other parameters have the same definitiongras-DUnitdata
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6. WDP Protocol Description

6.1 Introduction

In order to implement the WDP datagram protocolftilewing fields are necessary:

- Destination Port
- Source Port

- If the underlying bearer does not provide Segmamand Reassembly the feature is implemented &yWBP
provider in a bearer dependent way.

6.2 Mapping of WDP for IP

The User Datagram Protocol (UDP) is adopted aS\B# protocol definition for any wireless bearermetk where IP is
used as a routing protocol. UDP provides port baskttessing and IP provides the segmentation asdeenbly in a
connectionless datagram service. There is no valdefining a new datagram protocol to operate dRexhen the
ubiquitous User Datagram Protocol (UDP) will prawithe same mechanisms and functions, and is alkeaghywidely
implemented. Therefore in all cases where the tfoppl is available over a bearer service the WitaBram service
offered for that bearer will be UDP. UDP is fullyesified in [RFC768] while the IP networking layerdefined in
[RFC791] and [RFC2460].

The bearers defined in this specification whichddDP as the WDP protocol definition are:

GSM Circuit-Switched Data, GSM GPRS, ANSI-136 R-@aNSI-136 Circuit-Switched Data, GPRS-136, CDERIDMA
Circuit Switched DataCDMA Packet Data, PDC Circuit-Switched Data, PDCKea Data, iDEN Circuit-Switched Data,
iDEN Packet Data, PHS Circuit-Switched Data, TETR#cket Data, DECT connnection oriented servicesDd@dT packet
switched services.

6.3 Mapping of WDP for GSM SMS, ANSI-136 GHOST and USSD

WDP bearers in the Global System for Mobile Commations (GSM) include GSM Short Message ServiceM&@3/1S)
and GSM Unstructured Supplementary Service Data{GSSD).

WDP bearers in ANSI-136 include GSM Hosted SMS 3eateice (GHOST).

WDP for GSM and ANSI-136 GHOST support mandatonaby and optional text based headers. GSM USSDePhas
supports binary headers; GSM SMS Phase 2 and ARGIGHOST support both binary and text based headet<GSM
SMS Phase 1 supports text based headers.

Each packet (segment) used in the WDP protocdieistified by a User Data Header Information Elenmdattifier defining
a port number structure located in the headerepttket. This Information Element Identifier foBR SMS, ANSI-136
GHOST, or USSD has a similar function to the Protaedentifier in an IP based network. The constrermbles the WDP
protocol to coexist with other features of the leghearer network.

6.3.1 Binary Header Format

For GSM SMS, ANSI-136 GHOST and GSM USSD the WDRdees structure is defined using the User Data &tead
(UDH) framework as defined in [GSM0340]: See Appieral for more information.

6.3.2 Segmentation and Reassembly
The WDP segmentation is implemented as specifig@8M0340].

Two segmentation formats, the short format anddhg format have been defined. The difference betwthe two formats
is only the range of the Datagram Reference Numbérmat with only 8 bits for reference numbegisod enough for
mobile originated communication, but in high voluagplications originated at a fixed server thenefiee number wraps
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around very quickly. The larger reference numbagessignificantly lessens the risk of overlappiafgrence numbers, and
thus incorrect reassembly.

Mobile stations may use the 8 bit or 16 bit refeeenumber header for sending messages, but fixédedeMUST use the
16 bit reference number, unless it is known todéeice that the receiver supports only 8 bit rafeeenumbers (this
distinction is an implementation matter for eactedl device manufacturer). Each implementation effDP MUST
support reception of both 8 and 16 bit referenamlmers, but a mobile implementation can be resttithesending capability
of only 8 bit reference numbers.

6.3.2.1 Fragmentation Information Element (short)

The Fragmentation Information-Element (short) -lifeer is defined in [GSM0340], where it is refedréo as Concatenated
short messages, 8-bit reference number. The Shforimation-Element —Identifier is an octet with thex value 00.

6.3.2.2 Fragmentation Information Element (long)

The Fragmentation Information-Element (long) —Id@etis defined in [GSM0340], where it is referremlas Concatenated
short messages, 16-bit datagram reference numberLdng Fragmentation Information-Element -ldegtifis an octet with
the hex valu®8.

The Long Information-Element-Data octets shall beed as shown in Figure 6-1.

Octet 1 - 2| Datagram reference Octet 1 contains the high part of the referencebbemand octet 2 the low
number part.

These octets shall contain a modulo OXxFFFF countiétating the reference
number for a particular datagram. This referenacalmer shall remain
constant for every segment which makes up a p#aticiatagram.

Octet 3 Maximum number | This octet shall contain a value in the range 236 indicating the total

of segments in the | number of segments within the datagram. The vaiaél semain constant for
datagram every segment which makes up the datagram. If ahgeus zero then the
receiving entity shall ignore the whole Informatiglement.

Octet 4 Sequence number pfThis octet shall contain a value in the range 236 indicating the sequence
the current segment| number of a particular segment within the datagréhe value shall start at 1
and increment by one for every segment sent witiérdatagram. If the valu
is zero or the value is greater than the valuectet® then the receiving
entity shall ignore the whole Information Element.

]

Figure 6-1: Segmentation and Reassembly Informatio&lement using 16 bit reference number

6.3.2.3 Port address Information Element

The Information-Element-ldentifier is defined in$®&10340].

6.3.3  Mapping of WDP to GSM SMS Phase 1 Text-based Headers

The text-based headers are designed as an opti@tiabd for environments that support only redudeatacter sets, and for
example not 8 bit binary headers. This is the éas&SM phase 1 SMS, but can also be used as aigemechanism in
similar environments.

No protocol indication at a higher level is neetlethdicate the presence of protocol informatiothie data part of the
message. The first characters “//SCK” identify YWW®P datagram addressing scheme to the receivingaelebhe header can
be presented in various lengths, from 2 bytes (dektination port) to 15 bytes (containing full Wibformation), in
addition to the 5 bytes of “//SCK”. The formattbk text-based headers is defined using Backus-féaur notation in
Figure 6-2.

<WDP -text-socket-header> ::=
<WDP-keyword> <WDP-port-information> [<WDP-other-header> ] <WDP delimiter>

<WDP-delimiter> ::= <space>
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<WDP-keyword> ::= “//SCK”"

<WDP-port-information> ::=
<WDP-short-destination-address> |
<WDP-short-destination-address> <WDP-short-source-address> |
<WDP-short-destination-address> <WDP-short-source-address> <WDP-SAR-information> |
“L” <WDP-long-destination-address> |
“L” <WDP-long-destination-address> <WDP-long-source-address> |
“L” <WDP-long-destination-address> <WDP-long-source-address> <WDP-SAR-information>

<WDP-other-header> ::= <header-expansions-starting-with-// >

<WDP-short-destination-address> ::= <common-hex-digit> <common-hex-digit>
; Destination WDP port in ASCII coded hexadecimal [00..FF, or 00..FFFF].
; When the truncated port presentation is used (only destination port),
; then the source port of the message is defaulted to be the same as the destination port.’

<WDP-short-source-address> ::= <common-hex-digit> <common-hex-digit>
; Source WDP port in ASCII coded hexadecimal [00..FF], i.e., decimal [0..255].’

<WDP-long-destination-address> ::=
<common-hex-digit> <common-hex-digit> <common-hex-digit> <common-hex-digit>
; Destination WDP port in ASCII coded hexadecimal [0000..FFFF] , i.e., decimal [0..65535].’

<WDP-long-source-address> ::=
<common-hex-digit> <common-hex-digit> <common-hex-digit> <common-hex-digit>
; Source WDP port in ASCII coded hexadecimal [0000..FFFF] , i.e., decimal [0..65535].

<WDP-SAR-information> ::=
<WDP-SAR-reference> <WDP-SAR-total-segments> <WDP-SAR-current-segment>

<WDP-SAR-reference> ::= <common-hex-digit> <common-hex-digit>
; Concatenated message reference number in ASCII coded hexadecimal [00..FF], i.e., decimal [0..255].

<WDP-SAR-total-segments> ::= <common-hex-digit> <common-hex-digit>
; ‘Concatenated message total segment count in ASCII coded hexadecimal [01..FF], i.e., decimal [1..255].

<WDP-SAR-current-segment> ::= <common-hex-digit> <common-hex-digit>
; ‘Concatenated message segment index in ASCII coded hexadecimal [01..FF], i.e., decimal [1..255].

Figure 6-2: Definition of WDP headers in text forma

The text based header is always terminated wiftaaes(“ “) character. This allows for future enhaments to the protocol.

Devices not supporting the concatenation shouldbnbtiummy values into the header, as they canibiaterpreted and
consume valuable bandwidth. Instead they shalcatenthe header and omit the Segmentation and &ablspart of the
header
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0 | 1 | 2 | 3 | 4 |5 | 6 | 7
o
o
“g
“c”
K
K
Destination port MSB (High hex)
Destination port MSB (Low hex)
Destination port LSB (High hex)
Destination port LSB (Low hex)
Originator Port MSB (High hex)
Originator Port MSB (Low hex)
Originator Port LSB (High hex)
Originator Port LSB (Low hex)
Reference number (High hex)
Reference number (Low hex)
Total number osegments (High hex)
Total number ofegments (Low hex)
Segment count (High hex)
Segment count (Low hex)
<space>
1 - n 7-bit characters of User Data

Figure 6-3: Example of a WDP header for compatibiliy with legacy GSM networks

6.3.4  Mapping of WDP to GSM USSD
GSM USSD adaptation layer is specified in WAP Whiplementation Companion document, see [WAPGSMUD].

6.4 Mapping of WDP for ANSI-136 GUTS/R-Data

ANSI-136 GUTS is used to support UDP datagrams Ni$A136 R-Data. GUTS adds a one octet protocarifigsnator
and message type to the UDP header. Port adarfessiation is assumed to be carried within the UizBder.
Segmentation and reassembly can be optionally geavby the ANSI-136 Simplified Segmentation and$dembly
(SSAR) layer between GUTS and R-Data. IP addneds@uting information is specified within the R4@dayer when
using GUTS.

6.5 Mapping of WDP to CDMA SMS

WDP sends datagrams in the User Data subparanfd®687 SMS point-to-point messages. A datagransists of a four-
byte header followed by the data.

Because some datagrams may be too long to fiténSMS message, a datagram can be segmented, senmtial SMS
messages, and reassembled at the destination. [A18&/] does not define segmentation and reasseprolyedures, so
they are defined in this document.

SMS messages containing WDP datagrams MUST us&#fe teleservice, which is defined in [TIAEIA-637].
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6.5.1  Datagram Structure

A WDP datagram containing N bytes of data sent 8637 SMS has the following structure:

Field Length (bits)
SOURCE_PORT 16
DESTINATION_PORT 16

DATA N*8

6.5.2 SMS User Data

The CHARI fields of the User Data subparameter WRP SMS message contain one segment of a WDPrdatad he
structure of the CHARI fields is as follows:

Field Length (bits)

MSG_TYPE 8

TOTAL_SEGMENTS 8

SEGMENT_NUMBER 8

DATAGRAM (NUM_FIELDS - 3) * 8
MSG_TYPE Message Type

This field shall be set to '00000000', to indicdut this is a WDP message. This field distingusshEDP messages
from other WAP messages such as WCMP messages.

TOTAL_SEGMENTS Total Number of Segments
The entity performing segmentation for the 1S-637SSbearer shall set this field to the total numifesegments that
make up the datagram being delivered. This fielllstot be set to ‘00000000'.

SEGMENT_NUMBER Segment Number
The entity performing segmentation for the IS-637SShearer shall set this field to the segment nurfdrethis
segment of the datagram. In the first segmentd#tagram this field shall be set to ‘00000000’e&th subsequent
segment, SEGMENT_NUMBER shall increase by 1.

DATAGRAM Datagram bytes
The entity performing segmentation for the 1S-637SSbearer shall fill this field with the datagrarytds in this
segment of the datagram. The NUM_FIELDS field & thser Data subparameter shall be set to the nuofiber
datagram bytes in the segment plus 3. If SEGMENTMBER is not ‘00000000’, the number of datagram byte
this segment of the message shall not be greaerttte number of bytes in the preceding segment.

6.5.3 Use of MESSAGE_ID Field

When sending a WDP datagram in an 1S-637 SMS mes#iag 1S-637 SMS endpoint MUST set the MESSAGHigR of
the Message Identifier subparameter as follows:

- If this SMS message contains the first segmentefitst WDP datagram sent after the 1S-637 SM$eimd has
restarted, the endpoint MUST set MESSAGE_ID eqoi@ tandom number in the range 0 through 65535.

- Otherwise, if this SMS message contains the fegtreent of a WDP datagram, the endpoint MUST incrertree
MESSAGE_ID value from the last WDP datagram semifinlo 65536, to generate the MESSAGE_ID field far t
SMS message.

- A message centre terminating the 1S-637 SMS profdédr use as MESSAGE_ID a message reference number
provided via a short message entity interface paitdA suitable reference number is, for examgie, t
‘sar_msg_ref_num’ in [WDPWCMPAdapt]. However, if neference number is provided, the message centtf®Tvset
the value of MESSAGE_ID according to the rules désd in this section.
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- If the SMS message does not contain the first sagofea WDP datagram, the endpoint MUST set the BIESE_ID
field equal to the MESSAGE_ID field from the SMS seage containing the first segment of the WDP datag

6.5.4 Segmentation and Reassembly

Segmentation and reassembly of a datagram usedizameters in a WAP SMS message: the Originatindyéss parameter
from the SMS Transport Layer, MESSAGE_ID from tid¢SMessage Identifier subparameter, MSG_TYPE,
TOTAL_SEGMENTS, and SEGMENT_NUMBER.

MSG_TYPE identifies WAP messages containing WDRglams. The Originating Address and MESSAGE_ID tiogre
identify a datagram. TOTAL_SEGMENTS and SEGMENT_NBER are used to verify that a complete datagranrbeas
received and is ready to be passed to a higher.laye

6.5.5 Segmentation Example
Figure 6-4 shows an example of a WDP Datagramistegnt in two 1S-637 SMS Point-to-Point messages. datagram has

been broken into two segments, which are contaiméiie CHAR:I fields in the User Data subparametéithe messages
(only the second SMS message is shown).

WDP Datagram

Source Destination Data
First Segment Second Segment
& i
0 2 0 Data 0 2 1 Data
T T User Data
(Second SMS Message)
MSG_TYPE DATAGRAM Subparameter
ubp: MSG_ENCODING | NUM_FIELDS CHARI
Header
SEGMENT_NUMBER
1S-637 Teleservice Layer Fields
TOTAL_SEGMENTS (Second SMS Messsage)
Msg Identifier ‘ User Data
1S-637 Transport Layer Fields
(Second SMS Message) /

’ Bearer /
SMS Msg Type Teleservice ID Address Data

Figure 6-4 Example of Segmentation

6.6 Mapping of WDP to FLEX™ and ReFLEX™

In FLEX and ReFLEX systems, the WDP packet MUSéeied over the air in a FLEXsulté Uniform Addressing and
Routing (UAR) protocol message. In this applicatithe UAR protocol is used to make the WDP patileisparent to the
FLEX/ReFLEX protocol stacks (see Section4.4.7)e $implest and most likely implementation is a UgifRtocol message
composed of a UAR header, a content type, and a Y42Ret.

Field WDP Usage
UAR Header M
TO Address (@)
FROM Address O
Content Type [application/x-wap.wdp]
Cyclic Redundancy Check 0]
Data WDP packet

Figure 6-5 Fields for FLEXsuite UAR protocol.
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The length of th&JAR Header is one byte. It is used to identify the FLEXsuitessage as a UAR message.

TheTO AddressandFROM Address fields MAY be used in systems with more than on&RAProxy/Server. The content
of the TO and FROM address fields is specific ]letwork protocol used between the WAP Proxy/Seand the
FLEX/ReFLEX network.In UAR protocol messages that are being sent fleantireless device, thEO Addressfield

MAY be specified to allow for more than one WAP yyfgateway to be unambiguously identified. Conedrsin UAR
protocol messages that are being sent to a wirdiegse, th&FROM Addressfield MAY be specified to allow for more
than one WAP proxy/gateway to be unambiguouslytifled.

The Content Typefield identifies that the UAR Data field contain§\(DP packet.

The Cyclic Redundancy Checkis optional and helps to detect errors inth&R Header, TO Address, FROM Address,
andContent Type fields.

6.7 Mapping of WDP to DataTAC

The generic WDP header format for DataTAC usefiddds within octets. The bit fields are numbefiam left to right
with zero as the high order bit. The generic W2Rder format for DataTAC is shown both graphicaty in the table
below:

Format
Dependen
Content
Bearer
Header(s) |_ Data
l—. Yy
Octet

Format

V ersion
Octet(s)  Field name Field description Comments
Bearer Header(s) Any headers required by the In a DataTAC system these
Bearer Protocols include: Application, Native
Command Language, DataTAC
Messaging, RF and Standard
Context Routing
1 Format and Version Identifies the adaptationdaye A single octet binary field
protocol format and version containing two bit fields The

first field uses bits 0 through 3
to define the format. The second
field uses bits 4 through 7 to
define the version.

Format Dependent Content An optional content¢haties A variable length field
WDP information that is not dependent on the Format and
available in the standard bearer Version octet.
protocol headers.

Data Contains the User Data User specified tekimary
information

[0 2003 Open Mobile Alliance Ltd. All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



WAP-259-WDP-20010614-a Page 45 (75)

The WDP header with the Format bits set to bin&§and the Version bits set to binary 0000 is shbeth graphically
and in the table below:

Bearer

Header(s) _l l_ Data

Format and

\ersion
Octet(s) Field name Field description Comments
Bearer Header(s) Any headers required by the In a DataTAC system these
Bearer Protocols include: RF, Application,
Standard Context Routing,
DataTAC Messaging
1 Format and Version Identifies the adaptationdaye Set bits to 0000 0000 (0x00)
protocol format and version
2-~ Data Contains the User Data User specifirddaebinary

information. The adaptation
layer will log the received data.

NOTES:
1. Format: 0000, Version: 0000 is reserved. The adipt layer should log any received data and thecadd the packet.

2. There is no Format Dependent Content.
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The WDP header with the Format bits set to bin&@10and the Version bits set to binary 0000 is shbeth graphically

and in the table below:

Source
Address

Source
Format

Optional
Source
Port

Bearer

Header(s)
Format and

r Data

Version Optional
I Optional Destination
Destination Destinatio Port
Format Address

Octet(s) Field name Field description

Comments

Bearer Header(s) Any headers required by the

Bearer Protocols

In a DataTAC system these
include: RF, Application,
Standard Context Routing,
DataTAC Messaging

1 Format and Version
protocol format and version

Identifies the adaptationdaye Set bits to 0001 0000 (0x10)

2 Source Format
port

Identifies the source address aAdingle-octet binary field

containing two bit fields.

The Source Address Format field
uses bits 0 through 3 as follows:
0000 = Extended

0001 = IPv4

0010 = IPv6

0011 =X.121

0100 = DataTAC LLI-4

0101 = DataTAC LLI-7

1111 = From Bearer Header(s)

The Source Port Format field
uses the remaining four bits as
follows:

0000 = Extended-1

0001 = Extended-2

0010-1100 = Table Lookup
1111=From Bearer Header(s)

Identifies the destinationradd
and port

3 Destination Format

The bit field definitions for
Destination Address Format and
Destination Port Format match
those in the Source Format field
(Octet 2)

Optional Source Address Identifies, if requiren, a

optional source address

An optional, variable-length field
dependent on the Source Address
Format (Octet 2) field values:

0000=An Address Type octet
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Octet(s)

Field name Field description

Comments

followed by the address.

0001 = An IPv4 address

0010 = An IPv6 address

0011 = An X.121 address
0100 = A 4-octet DataTAC LLI
0101 = A 7-octet DataTAC LLI
0110-1111 = Field not included

Optional Destination Address Identifies, if requr an

optional destination address

Refer to Optional Source
Address; dependent on the
Destination Address Format
(Octet 3) field values

Optional Source Port Identifies, if required, an

optional source port

An optional variable-length field
dependent on the Source Port
Format (Octet 2) field values:
0000 = A one octet binary port
0001 = A two octet binary port
0010-1111 = Field not included

Optional Destination Port Identifies, if requireh

optional destination port

Refer to Optional Source Port;
dependent on the Destination
Port Format (Octet 3) values

Data Contains the User Data

User-specified tekiimmary
information

NOTES:

1. Format: 0001 Version: 0000 does not provide paskgmentation (i.e. this is a single-segment paakdar as WDP is
concerned).

2. If atable lookup port is specified the adaptateyer will access a local table to determine thteaqort. This
mechanism can be used, for example, to store th® YWkt numbers
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The WDP header bit fields, with the Format bitstedbinary 0001 and the Version bits set to bir@090, are shown
graphically below:

7 6

Source .
dress Format -
|

Destination
-Port Format -

Source
Address

N

[

: phime=—
-~ Destination _ . -~
Addre :

7 8\ 7 6 5 4 3 2 1
] .y
\\7 SoUrge/— ‘ \\
8 : - Pot . - ”3\\ -
\\/ -

Destination

Port
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The WDP header with the Format bits set to bin&30and the Version bits set to binary 0000 is shbeth graphically
and in the table below:

Optiona
Segmen Sourc
Format Addres
Sourc
Formal Optiona
Bearer Sourc
Header(s) Port —| |_ Data
v v
Format J J
Versio- Optiona
N Destinatio
Destinatio Port
Format Optiona
; Destinatio
Optiona
Sggmen— Addres
Number
Octet(s) Field name Field description Comments
Bearer Header(s) Any headers required byln a DataTAC system these include: RF, Application,
the Bearer Protocols Standard Context Routing, DataTAC Messaging
1 Format and Version Identifies the adaptation Set bits to 0010 0000 (0x20)
layer protocol format and
version
2 Source Format Identifies the source Refer to Format:0001, Version: 0000, Octet 2
address and port
3 Destination Format  Identifies the destination Refer to Format:0001, Version: 0000, Octet 3
address and port
4 Segment Format Identifies the format used single-octet binary field containing three bitlfis.

for packet segmentation
The More Bit field uses bit 0 as follows:

0 = no more segments to come
1 = more segments to come

The Packet Segment Number field uses bits 1
through 3 as follows:

000 = Extended

001-111 = Segment numbers 1 through 7

The Packet Number field uses the remaining four
bits as follows:

0000 = Reserved

0001-1111 = Packet numbers 1 through 15

Optional Segment  Identifies, if required, an An optional two-octet field dependent on the Packet
Number optional packet segment Segment Number field values of the Segment Format
number (Octet 4):

000 = A two-octet binary packet segment number
001-111 = Field not included

Optional Source Identifies, if required, an Refer to Format:0001 Version: 0000
Address optional source address
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Octet(s)  Field name Field description Comments
Optional Identifies, if required, an Refer to Format:0001 Version: 0000
Destination Address optional destination
address
Optional Source Identifies, if required, an Refer to Format:0001 Version: 0000
Port optional source port
Optional Identifies, if required, an Refer to Format:0001 Version: 0000
Destination Port optional destination port
Data Contains the User Data User specified tekimary information
NOTES:

If a table lookup port is specified the adaptateyer will access a local table to determine theagort. This mechanism
can be used, for example, to store the WAP portharm
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The WDP header fields with the Format bits setit@ty 0010 and the Version bits set to binary 0aBfshown graphically
below:

Soprce
Address Format -
]

EENENE
-Destination -
Port Format

* Destination °

, S\ 7 6 5 4 3 2 1
:w - ‘/ ,\,
N \ Source . \\
8 Port e .
] B [~

Destination
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An example of the WDP header with Format bits gddihary 0010 and the Version bits set to 000a&s below. This
example is provided simply to demonstrate how sofithe extensible fields may be used and is nenidéd to represent
any specific implementation of WAP over DataTAC.

In this example, an extended source address typeei$ with a two-byte source port. The destinatiddress is a 4-byte
DataTAC LLI and the destination port is obtaineahfra table-lookup algorithm to be defined withie sWDP adaptation
layer. An extended segment numbering scheme twih a two-byte segment number.
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8 7 6

5 4

Source
_Address

3

Source Address Type

-Port

Source, |

The WDP header with the Format bits set to bindi§0and the Version bits set to binary 0000 is shbeth graphically

and in the table below:
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Bearer

Header(s) _l l_ Data

Oct

Format and

\kersion

Octet(s) Field name Field description Comments
Bearer Header(s) Any headers required by the In a DataTAC system these
Bearer Protocols include: RF, Application,

Standard Context Routing,
DataTAC Messaging

1 Format and Version Identifies the adaptationdaye Set bits to 0100 0000 (0x40)
protocol format and version
2-~ Data Contains the User Data User specifiedaebinary
information
NOTES:

1. Thereis no Format Dependent Content

2. This format may be used to intercept DataTAC ‘@infrastructure signals. Applications that use‘®@&n’ format are
also supported provided a minimal adaptation layésts and the port and address mappings are.static
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The WDP header with the Format bits set to biddryl and the Version bits set to binary 0000 issshboth graphically
and in the table below:

Extende
Format
Dependen
Conten
Bearer :

Header(s) l— Data
i = i —
Format Extende

\ersion Format
\ersion
Octet(s)  Field name Field description Comments
Bearer Header(s) Any headers required by the In a DataTAC system these
Bearer Protocols include: Application, Native

Command Language, DataTAC
Messaging, RF and Standard
Context Routing

1 Format and Version Identifies the adaptationdaye Set bits to 1111 0000 (0xFO0).
protocol format and version This format indicates that an
Extended Format and Version
field is present.

2 Extended Format and Version Identifies the adeptdayer A single-octet binary field
protocol extended format and  containing two bit fields.
version

The Extended Format field uses
bits 0 through 3

The Extended Version field uses
the remaining four bits

Extended Format Dependent An optional content that carries A variable-length field

Content WDP information that is not dependent on the Extended
available in the standard bearer Format and Version octet.
protocol headers.

Data Contains the User Data User specified tekimary
information

6.8 Mapping of WDP to GSM Cell Broadcast

6.8.1  Binary Header Format

WDP over GSM Cell Broadcast uses the binary Us¢a Pieader (UDH) framework as defined in [GSM0340ptovide
port level addressing. A WDP entity receiving aSCBessage in which the data encoding is set to @aba must assume
the existence of a User Data Header in the message.

6.8.2  Source and Destination Port Addressing

WDP over GSM Cell Broadcast uses the 8 or 16 litess application port addressing scheme as defin&SM0340] to
provide port level addressing.

[0 2003 Open Mobile Alliance Ltd. All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



WAP-259-WDP-20010614-a Page 56 (75)

6.8.3 Segmentation and Reassembly

The GSM CBS message comprises of 82 octets ofdatar Concatentation of up to 15 CBS messages evaugported in
the GSM network, is handled via the GSM macro-mgsse described in [GSM0341].

The Concatenated short messages (0x00) and (dyrpeaposed) Enhanced Concatenated short messa@s) (
Information Element Identifiers should not be ug@dWAP formatted messages over GSM Cell BroadcAstVDP entity
should ignore any CBS message received which guntdther of these Information Element Identifierkating to
concatenation.

6.9 Mapping of WDP to TETRA SDS

The TETRA SDS Adaptation Layer Protocol (TSALPHesigned for transmitting WDP datagrams over th& Rk SDS
bearer [TET SDSTL]. The basic function of the TSARo map the WDP protocol onto the underlying Si2&rer making
the Short Data Service transparent for the WAPgmaltstack. The TSALP is limited in scope; it does provide end-to-
end data reliability, flow control, or sequencihgwever, it optionally provides a segmentation naeitm.

Figure 6-6shows the TSALP header format

Bit/Octet 0 | 1] 2 | 3 | 4 5 6 7
1 Length of Header a b sar
2 Destination Port (High)
3 Destination Port (Low)
4 Source Port (High)
5 Source Port (Low)
6 Datagram Reference Number
7 Number of Segments | Segment Count
8 User Data (up to 249 octets)

Figure 6-6 Format of the TSALP header

ThelLength of Headerfield specifies the length of the TSALP header startiognfthe following octet; the Length of
Header field itself is excluded from the count. Téwegth of header is measured in octets.

The bitsa andb are reserved for future use.

Thesar bit field indicates whether the SAR is used or. Mdhen a datagram is sent in segments, the TSAtssae bit to

one and appends the header fields controlling &R ®atagram Reference Number, Number of SegmerdsSagment

Count). If the original datagram fits into a singlacket, the sar field must be set zero, and caresgly, the header fields
used for SAR should not be included in the header.

TheDestination andSource Portfields contain port numbers received from the igeruser in the request primitive.

The following three fields are optional elementstaf TSALP header. When the size of a datagrameebscéhe maximum
size of the user data that can be sent in a sighLP message, the sender sets the sar bit tormhagpends the SAR-
controlling fields to the header to communicate SAfRrmation to the destination.

TheDatagram Reference Numbeffield resolves the problem with duplicate, droppeatd out of order packet delivery
when SAR is used. The Datagram Reference Numtzemiedulo OxFFFF counter that the TSALP incrememt®éch
outgoing datagram. When the TSALP segments a datagrcopies the Datagram Reference Number figldl @ach
segment. When segment arrives, the destinationthiseeld along with the source address to idgritie datagram.

TheNumber of Segmentdield indicates the total number of segments withie datagram. This octet shall contain a value
in the range 2 to 15. When the TSALP segmentsagdatn it copies the number of segments field imithesegment. The
destination uses this field along with the segnoenint field for reassembling the original datagram.

The Segment Countffield specifies the position of the segment indkquence starting at one. This octet shall comtain
value in the range 1 to 15. To reassemble the dataghe TSALP must receive all segments startiitly 8egment that has
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segment count one through the segment with the segoount that equals the value indicated in thenbler of Segments
field.

TheUser Datafield contains user data received from the WDMRe Tength of this field varies depending on theduse
TETRA link and the presence of the header fieldgrling SAR. The maximum size, 249 octets, cambleieved over the
TETRA advanced link with no SAR used. Howeverhig datagram is segmented and sent over the TETRiA liak, the
maximum size is limited to 120 octets.

6.10 Mapping of WDP for Mobitex

The following sections show the mapping of WDP Ntwbitex, designed for transmitting WDP datagramsrdhie Mobitex
bearer [Mobitex]. This protocol provides a segmgateand reassembly mechanism. It does not howengstide
retransmission capabilities for lost frames.

If user data that arrives from an upper layerifite one MPAK, Short Datagram Format MUST be used.

If user data that arrives from an upper layer derdit into one MPAK it MUST be segmented, andrtlieassembled at the
destination. A Long Datagram consists of two or enBegments. Each MPAK, by this definition thus eod one Segment.

6.10.1 Short Datagram Format

If user data that arrives from an upper layerifite one MPAK, Short Datagram Format MUST be u$AIR bit MUST be
setto 0.

Note! Bit 0 is MSB and bit 7 is LSB.

Short Datagram Format
Octet MSB 0 1 2 3 4 | 5 | 6 | LsB7
1 SAR (0) C B A Version (0x0)
2 Destination Port (High)
3 Destination Port (Low)
4 Source Port (High)
5 Source Port (Low)
6 User Data (Up to 507 octets, i.e. 512-5)

Figure 6-7 Short Datagram Format

TheVersion field specifies the version of the Mobitex AdajiatLayer Protocol. The first version of the pratbases
version number 0xO0. If the version number separfates 0x0, a WCMP message (Parameter problem) SHDhk
generated to the sender.

Bit set (A, B, C)— see section 6.10.4.
The Destination andSource Portfields contain the port numbers received fromgbevice user in the request primitive.

The SAR bit in this case indicates that segmentation tsweeded (SAR=0) and consequently, the user ditavio
immediately after the Destination and Source Held$.

6.10.2 Long Datagram Format

Note! Bit 0 is MSB and bit 7 LSB.

| Long Datagram Format
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Octet MSB 0 1 2 3 4 | 5 | 6 | LsB7
1 SAR (1) C B A Version (0x0)
2 Destination Port (High)

3 Destination Port (Low)

4 Source Port (High)

5 Source Port (Low)

6 Datagram Reference Number (High)
7 Datagram Reference Number (Low)
8 Number of Segments

9 Segment Count

10 User Data (Up to 503 octets, i.e. 512-9)

Figure 6-8 Long Datagram Format

The SAR bit in this case, Long Datagram Format, indicéiteé Segmentation and Reassembly MUST be used.

Note! If the datagram to be segmented is more than 4ekByg, the separate segments to the addressdtémebd to be
paced to account for the difference in data rateeben the radio link and the gateway connectiathéonetwork.

Bit set (A, B, C) —see section 6.10.4.

The Datagram Reference Numbeffield contains the value of a modulo OXxFFFF couthat is incremented each time a
new datagram is sent using SAR to a specific dastin. The counter is incremented individually éach destination.

TheNumber of Segmentsdield contains the total number of segments inetuth the datagram, 2 - 255 (or 0x02 - OxFF).
This information is copied into each segment s€his field is used when reassembling the segmettaitahram.

The Segment Countfield specifies which segment of the datagranoistained in the MPAK, 1 - 255 (or 0x01 - OxFF). The
segment count starts at 1 for a new datagram aindrismented for each new segment.

6.10.3 Long Datagram Format with Space Saving Function (SSF)

When using SSF the first segment follows the ongih@ng Datagram Format. The 2nd to Nth segmentdé&esaare
specified in Figure 6-9.

Long Datagram Format with SSF— 2nd to nth segment
Octet MSB 0 1 2 3 4 | 5 | 6 | LsB7
1 SAR (1) C (1) B (1) A (0) Version (0x0)
2 Datagram Reference Number (High)
3 Datagram Reference Number (Low)
4 Segment Count
5 User Data (Up to 508 octets, i.e. 512-4)

Figure 6-9 Long Datagram Format with SSF — ' to N" segment

6.10.4 Bit Set for Datagram

Sending a Short or a Long Datagram without SSF imgmented
The A, B and C bits are not used, but should béosetro when being sent and ignored at reception.

Sending a Short or a Long Datagram with SSF implem#ed
Unknown if the Destination supports SSF:
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As long as it is unknown whether the destinatioppsuts SSFC MUST be set to 0, an®8 MUST be set to 1, in every
segment (both Long and Short Datagram). The SS&hility is exposed by setting the B bit. For a Lddatagram the 2nd
to the nth segment MUST be sent in the format desdrin Figure 6-8.

A is a reserved bit, it is not used in this casesbiould be set to zero when being sent and igratreeception.

Both the Destination and the Source supports aabGEF-:
C MUST be set to 0, a8 MUST be set to 1, if it is the first segment iDatagram.

If it is a Long Datagram and it is the 2nd to ntlgmentC MUST be set to 1, anfl MUST be set to 1.

A is a reserved bit, it is not used in this casesbiould be set to zero when being sent and igratreeception.

6.10.5 Encapsulation of WDP Mapping for Mobitex into MPAKs

When WDP datagrams, or segments of WDP datagramp #e sent over a Mobitex bearer, they MUST Utdmio
Mobitex Packets (MPAKSs). The MPAK MUST be initiadid as described below. For further informationfemMPAK
format, see [Mobitex]Note! Bit 0 is MSB and bit 7 is LSB

MPAK Encapsulation format
Octet MSBO | 1 [ 2 [ 3 | 4 [ 5 [ 6 | LsB7
1
2 SENDER (Mobitex MAN)
3
4
5 ADDRESSEE (Mobitex MAN)
6
7 0 0 0 0 0 0 0 0
8 0 0 0 0 0 1 0 0
9
10 Mobitex Time (not used)
11
12 WAP/WDP-Specific Protocol Identification (OxOB)
13 Payload (Datagram)

Figure 6-10 MPAK Encapsulation Format

The SENDER field shall contain the Mobitex MAN of the sender.
The ADDRESSEE field shall contain the Mobitex MAN of the address

Octets 7 and 8n the MPAK above use one possible set of MPAK$laOther combinations can be used without causing
compatibility restriction. Further information alidbe flags can be found in [Mobitex].

The WDP layer should ignore tihdobitex Time field.

The Protocol Identification field shall be set to the identification valueidefi for WAP/WDP over Mobitex (0x0B),
according to the Mobitex Interface Specificationditex].
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Appendix A. Static Conformance Requirements

The notation used in this appendix is specified@PProc].

A.1l. Protocol Functions

(Normative)

Item Function Reference | Status | Requirement
WDP-C-001 WDP client functions AppendixA M WDP-ANG-000 OR
WDP-CDMA-C-000 OR
WDP-CT-C-002 OR
WDP-CT-C-006 OR
WDP-CT-C-008 OR
WDP-DECT-C-000 OR
WDP-FLEX-C-001 OR
WDP-FLEX-C-002 OR
WDP-GSM-C-000 OR
WDP-PDC-C-000 OR
WDP-MOBITEX-C-000 OR
WDP-TETRA-C-000
WDP-C-00z Wireless Control Message Protc [WCMP] (0] WCMP:MCF
WDP-S-001 WDP server functions Appendix A M WDP-ANS000 OR
WDP-CDMA-S-000 OR
WDP-CT-S-002 OR
WDP-CT-S-006 OR
WDP-CT-S-008 OR
WDP-DECT-S-000 OR
WDP-FLEX-S-001 OR
WDP-FLEX-S-002 OR
WDP-GSM-S-000 OR
WDP-PDC-S-000 OR
WDP-MOBITEX-S-000 OR
WDP-TETRA-S-000
WDP-S-002 Wireless Control Message Protocol [WCMP|] O WCMP:MSF
WDP-CORE-C-001 Basic WDP functions Appendix A M WAPP-C-001 AND
WDP-PF-C-002 AND
WDP-NA-C-006 AND
WDP-NA-C-007
WDP-CORE-S-001 Basic WDP functions Appendix A M WBP-S-001 AND
WDP-PF-S-002 AND
WDP-NA-S-006 AND
WDP-NA-S-007
WDP-PF-C-001 Abstract service primitive functioos { 5.3.2 M
T-Dunitdata.Req.
WDP-PF-C-002 Support the abstract service primitiy 5.3.2 M
functions for T-DUnitdata.Ind
WDP-PF-C-003 Support the abstract service primitiv 5.3.3 (0]
functions for T-DError.Inc
WDP-PF-S-001 Abstract service primitive functions 5.3.2 M
T-Dunitdata.Rec
WDP-PF-S-002 Support the abstract service primitiy 5.3.2 M
functions for T-DUnitdata.Inc
WDP-PF-S-003 Support the abstract service primitiy 5.3.3 (0]

functions fa T-DError.Inc
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A.2. Cellular Technology / Network Type

Iltem Function Reference Status | Requirement
WDP-CT-C-001 CDMA technology [TIAEIA-95] 0]
WDP-CT-C-002 CDPD technology [TIAEIA-732] (@)
WDP-CT-C-003 FLEXM technology [FLEX] 0
WDP-CT-C-004 GSM technology [ETSI GSM] (@)
WDP-CT-C-005 ANSI-136 (TDMA) technology [ANSI-136] | O
WDP-CT-C-00€ iDEN technolog [IDEN] (@)
WDP-CT-C-007 PDC technolog [RCR STL-27] @)
WDP-CT-C-008 PHS technology [RCR STD-28] (0]
WDP-CT-C-009 TETRA technology [TET 392-2] O
WDP-CT-C-01( DECT technolog [DECT] @)
WDP-CT-C-011 ReFLEX technology [ReFLEX] (@)
WDP-CT-C-012 Mobitex technology [Mobitex] (@)
WDP-CT-S-001 CDMA technology [TIAEIA-95] )
WDP-CT-S-002 CDPD technology [TIAEIA-732] 0
WDP-CT-S-007 FLEX™ technolog [FLEX] 0
WDP-CT-S-004 GSM technology [ETSI GSM] 0
WDP-CT-S-005 ANSI-136 (TDMA) technology [ANSI-136] | O
WDP-CT-S-00€ iDEN technolog [IDEN] (0]
WDP-CT-S-007 PDC technology [RCR STD-27] (@)
WDP-CT-S-008 PHS technology [RCR STD-28] (@)
WDP-CT-S-009 TETRA technology [TET 392-2] (0]
WDP-CT-S-010 DECT technology [DECT] (0]
WDP-CT-S-011 ReFLEX technology [ReFLEX] (0]
WDP-CT-S-012 Mobitex technology [Mobitex] (0]
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A.3. Network and Application Addressing

Iltem Function Reference Status | Requirement
WDP-NA-C-000 At least one network addressing M WDP-NA-C-001 OR
scheme must be supported WDP-NA-C-002 OR
WDP-NA-C-003 OR
WDP-NA-C-004 OR
WDP-NA-C-005 OR
WDP-NA-C-008 OR
WDP-NA-C-00¢
WDP-NA-C-001 E.164 addresses support [ITU E.164] 0]
WDP-NA-C-002 X.25 addresses support [ITU X.25] (@)
WDP-NA-C-00z Ipv4 addresses supp [RFC791 (0]
WDP-NA-C-004 IPv6 addresses support [RFC 2373] 0]
WDP-NA-C-005 Proprietary addressing scheme| Not Applicable 0]
support
WDP-NA-C-006 Destination Port application 42,6.1 M
addressing support
WDP-NA-C-007 Source Port application 42,6.1 M
addressing suppt
WDP-NA-C-008 TETRA addresses support [TET 392-1] (@)
WDP-NA-C-009 Mobitex address support [Mobitex] (®)
WDP-NA-S-000 At least one network addressing M WDP-NA-S-001 OR
scheme must be supported WDP-NA-S-002 OR
WDP-NA-S-003 OR
WDP-NA-S-004 OR
WDP-NA-S-005 OR
WDP-NA-S-008 OR
WDP-NA-S-00¢
WDP-NA-S-001 E.164 addresses support [ITU E.164] 0]
WDP-NA-S-00z X.25 addresses supp [ITU X.25] (@)
WDP-NA-S-003 Ipv4 addresses support [RFC791] (@)
WDP-NA-S-004 IPv6 addresses support [RFC 2373] 0]
WDP-NA-S-005 Proprietary addressing scheme| Not Applicable 0]
support
WDP-NA-S-006 Destination Port application 4.2,6.1 M
addressing support
WDP-NA-S-007 Source Port application 4.2,6.1 M
addressing support
WDP-NA-S-00¢ TETRA addresses supp [TET 392-1] (@)
WDP-NA-S-009 Mobitex address support [Mobitex] (®)
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A.4. Registered Ports

Item Function Reference Status | Requirement
WDP-RP-C-001 Port 2948 for Push Appendix B (0]
Connectionless Session Service
WDP-RP-C-002 Port 2949 for Push Secure Appendix B (@)
Connectionless Session Service
WDP-RP-C-003 Port 9204 for vCard Datagram Appendix B (@)
Service
WDP-RP-C-004 Port 9205 for vCal Datagram Appendix B (@)
Service
WDP-RP-C-005 Port 9206 for vCard Secure Appendix B (@)
Datagram Servic
WDP-RP-C-006 Port 9207 for vCal Secure Appendix B (@)
Datagram Servic
WDP-RP-S-001 Port 2805 for WTA Secure Appendix B (@)
Connectionless Session Sen
WDP-RP-S-002 Port 2923 for WTA Secure Appendix B (@)
Session ervice
WDP-RP-S-003 Port 9200 for WAP Appendix B (@)
Connectionless Session Sen
WDP-RP-S-004 Port 9201 for WAP Session Appendix B (@)
Service
WDP-RP-S-005 Port 9202 for WAP Secure Appendix B (0]
Connectionless Session Service
WDP-RP-S-006 Port 9203 for WAP Secure Appendix B (0]
Session Service
WDP-RP-S-007 Port 9204 for vCard Datagram Appendix B (0]
Service
WDP-RP-S-008 Port 9205 for vCal Datagram Appendix B (0]
Service
WDP-RP-S-009 Port 9206 for vCard Secure Appendix B (0]
Datagram Service
WDP-RP-S-010 Port 9207 for vCal Secure Appendix B (@)
Datagram Service
A.5. CDMA Cellular Technology
Item Function Reference Status | Requirement
WDP-CDMA-C-000 Some CDMA bearer Appendix A (0] WDBHZA-C-001 OR
WDP-CDMA-C-002 OR
WDP-CDMA-C-003
WDP-CDMA-C-001 SMS bearer service [TIAEIA-637] o] \WECT-C-001
WDP-CDMA-C-002 Packet bearer service [TIAEIA-708]2 | O WDP-CT-C-001
WDP-CDMA-C-003 Circuit-Switched bearer service [BW-707],6.2 | O WDP-CT-C-001
WDP-CDMA-S-000 Some CDMA bearer Appendix A (0] WDEBI@A-S-001 OR
WDP-CDMA-S-002 OR
WDP-CDMA-S-003
WDP-CDMA-S-001 SMS bearer service [TIAEIA-637] o] WELCT-S-001
WDP-CDMA-S-002 Packet bearer service [TIAEIA-707] (@) WDP-CT-S-001
WDP-CDMA-S-003 Circuit-Switched bearer service [BA-707] O WDP-CT-S-001

[0 2003 Open Mobile Alliance Ltd. All Rights Reserved.

Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.

Page 63 (75)




WAP-259-WDP-20010614-a

Page 64 (75)

A.6. GSM Cellular Technology

Item Function Reference Status | Requirement
WDP-GSM-C-000 Some GSM bearer Appendix A (0] WDP-GT62 AND (
WDP-GSM-C-001 OR
WDP-GSM-C-005 OR
WDP-GSM-C-007 OR
WDP-GSM-C-008 OR
WDP-GSM-C-009 )
WDP-GSM-C-001 SMS bearer service [GSMO0340] (@) WDRVSS-010 AND
WDP-GSM-C-011
WDP-GSM-C-002 SMS Phase 1 text headers 6.3.3 0]
WDP-GSM-C-003 Long fragmentation information [GSM0340] (0]
element sending [WAPGSMUD]
WDP-GSM-C-004 Short fragmentation information [GSM0340] (0]
element sending [WAPGSMUD]
WDP-GSM-C-005 USSD bearer service [GSM0390] (0] WDEM=C-006 AND
WDP-GSM-C-010 AND
WDP-GSM-C-011 AND
WAPoverGSMUSSD:MC
WDP-GSM-C-006 USSD bearer service informatign [WAPGSMUD] (0]
elements
WDP-GSM-C-007 GPRS bearer service [GSM0360] (@)
WDP-GSM-C-008 Circuit Switched bearer service [EGSM] (@)
WDP-GSM-C-009 Cell Broadcast bearer service [GSM)34 | O
WDP-GSM-C-010 Long fragmentation information [GSM0340] (@)
element receiving [WAPGSMUD]
WDP-GSM-C-011 Short fragmentation information [GSMO0340] (0]
element receiving [WAPGSMUD]
WDP-GSM-S-000 Some GSM bearer Appendix A (0] WDP-C0B88 AND (
WDP-GSM-S-001 OR
WDP-GSM-S-005 OR
WDP-GSM-S-007 OR
WDP-GSM-S-008 OR
WDP-GSM-S-009 )
WDP-GSM-S-001 SMS bearer service [WDP] (0] WDP-GSMES-AND
WDP-GSM-S-010 AND
WDP-GSM-S-011
WDP-GSM-S-002 SMS Phase 1 text headers 6.3.3 0]
WDP-GSM-S-003 Long fragmentation information [GSMO0340] (0]
element sending [WAPGSMUD]
WDP-GSM-S-004 Short fragmentation informatiori [GSMO0340] (0]
element sending [WAPGSMUD]
WDP-GSM-S-005 USSD bearer service [GSMO0390] (0] WDEMSS-006 AND
WDP-GSM-S-003 AND
WDP-GSM-S-010 AND
WDP-GSM-S-011 AND
WAPoverGSMUSSD:MSF
WDP-GSM-S-006 USSD bearer service informatign [WAPGSMUD] (0]
elements
WDP-GSM-S-007 GPRS bearer service [GSM0360] (@)
WDP-GSM-S-00¢ Circuit Switched bearer serv [ETSI GSM] (@)
WDP-GSM-S-009 Cell Broadcast bearer service [GSMD34 | O
WDP-GSM-S-010 Long fragmentation information [GSM0340] (0]
element receiving [WAPGSMUD]
WDP-GSM-S-011 Short fragmentation informatior; [GSM0340] (0]
element receiving [WAPGSMUD]

[0 2003 Open Mobile Alliance Ltd. All Rights Reserved.

Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.




WAP-259-WDP-20010614-a

Page 65 (75)

A.7. ANSI-136 Cellular Technology

Iltem Function Reference Status | Requirement
WDP-ANSI-C-000 Some ANSI bearer Appendix A (0] WDP-@NC-001 OR
WDP-ANSI-C-002 OR
WDP-ANSI-C-003 OR
WDP-ANSI-C-004
WDP-ANSI-C-001 ANSI-136 R-Data service [TIAEIA-13880] | O WDP-CT-C-005
WDP-ANSI-C-002 ANSI-136 Packet Data service  [TIAE186-370]| O WDP-CT-C-005
WDP-ANSI-C-003 ANSI-136 Circuit-Switched [TIAEIA-136-350] | O WDP-CT-C-005
Data servic
WDP-ANSI-C-004 ANSI-136 R-Data GHOST [TIAEIA-136-711] | O WDP-CT-C-005 AND
Service WDP-ANSIBEAR-C-003 AND
WDP-ANSIBEAR-C-004
WDP-ANSIBEAR-C-001 | Long fragmentation [TIAEIA-136-711] | O
information element sending
WDP-ANSIBEAR-C-002 | Short fragmentation [TIAEIA-136-711] | O
information element sending
WDP-ANSIBEAR-C-003 | Long fragmentation [TIAEIA-136-711] | O
information element receivil
WDP-ANSIBEAR-C-004 | Short fragmentation [TIAEIA-136-711] | O
information element iceiving
WDP-ANSI-S-000 Some ANSI bearer Appendix A (0] WDP-3IFs-001 OR
WDP-ANSI-S-002 OR
WDP-ANSI-S-003 OR
WDP-ANSI-S-004
WDP-ANSI-S-001 ANSI-136 R-Data service [TIAEIA-13%0] | O WDP-CT-S-005
WDP-ANSI-S-002 ANSI-136 Packet Data service  [TIAELB6-370]| O WDP-CT-S-005
WDP-ANSI-S-003 ANSI-136 Circuit-Switched [TIAEIA-136-350] | O WDP-CT-S-005
Data servic
WDP-ANSI-S-004 ANSI-136 R-Data service [TIAEIA-136-711] | O WDP-CT-S-005 AND
GHOST Service WDP-ANSIBEAR-S-002 AND
WDP-ANSIBEAR-S-003 AND
WDP-ANSIBEAR-S-004
WDP-ANSIBEAR-S-001 Long fragmentation [TIAEIA-136-711] | O
information element sending
WDP-ANSIBEAR-S-002 | Short fragmentation [TIAEIA-136-711] | O
information element sending
WDP-ANSIBEAR-S-003 Long fragmentation [TIAEIA-136-711] | O
information elerent receivin
WDP-ANSIBEAR-S-004 | Short fragmentation [TIAEIA-136-711] | O

information element receivil
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A.8. PDC Cellular Technology

Item Function Reference Status | Requirement
WDP-PDC-C-000 Some PDC bearer Appendix A (0] WDP-RD(O01 OR
WDP-PDC-C-002
WDP-PDC-C-001 PDC Packet Data service 4452,6.2 O WDP-CT-C-007
WDP-PDC-C-002 PDC Circuit-Switched Data 4.45.1,6.2 (e} WDP-CT-C-007
service
WDP-PDC-S-000 Some PDC bearer Appendix A (@) WDP-FB@1 OR
WDP-PDC-S-002
WDP-PDC-S-001 PDC Packet Data service 4452,6.2 O WDP-CT-S-007
WDP-PDC-S-002 PDC Circuit-Switched Data 4451,6.2 0] WDP-CT-S-007
service

A.9. TETRA Cellular Technology

Iltem Function Reference Status | Requirement
WDP-TETRA-C-000 Some TETRA bearer Appendix A (0] WDETRA-C-001 OR
WDP-TETRA-C-002
WDP-TETRA-C-001 TETRA SDS bearer service 4.4.16.9, (0] WDP-CT-C-009
WDP-TETRA-C-002 TETRA Packet Data service 4.4.16.2, (0] WDP-CT-C-009
WDP-TETRA-S-000 Some TETRA bearer Appendix A (0] WDFTRA-S-001 OR
WDP-TETRA-S-002
WDP-TETRA-S-001 TETRA SDS bearer service 4.4.169, (e} WDP-CT-S-009
WDP-TETRA-S-002 TETRA Packet Data service 4.4.16.2, (0] WDP-CT-S-009
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A.10. DECT Cellular Technology

Item Function Reference Status | Requirement

WDP-DECT-C-000 Some DECT bearer Appendix A (0] WDPEOEC-001 OR
WDP-DECT-C-002 OR
WDP-DECT-C-003

WDP-DECT-C-001 DECT short message service 4411.1,| O WDP-CT-C-010

6.3.1,6.3.2
WDP-DECT-C-002 DECT connection oriented 4.411.2,6.2 (e} WDP-CT-C-010
services

WDP-DECT-C-003 DECT packet switched serviceg 4.814.2 O WDP-CT-C-010

WDP-DECT-S-000 Some DECT bearer Appendix A (0] WDPEDES-001 OR
WDP-DECT-S-002 OR
WDP-DECT-S-003

WDP-DECT-S-001 DECT short message service 44.11.1,| O WDP-CT-S-010

6.3.1,6.3.2
WDP-DECT-S-002 DECT connection oriented 4.411.2,6.2 (e} WDP-CT-S-010
services

WDP-DECT-S-003 DECT packet switched services 4.314.2 O WDP-CT-S-010

A.11. Mobitex Cellular Technology

Item Function Reference Status | Requirement

WDP-MOBITEX-C-000 Mobitex MPAK bearer service 42,6.10 (@] WDP-CT-C-012

WDP-MOBITEX-S-000 Mobitex MPAK bearer service 42.5.10 O WDP-CT-S-012

A.12. FLEX/ReFLEX Technology

Item Function Reference Status | Requirement

WDP-FLEX-C-001 FLEX™ technology 447,6.6 0 WDP-CT-C-003

WDP-FLEX-C-002 ReFLEXM technology 4.4.7,6.6 (e} WDP-CT-C-011

WDP-FLEX-S-001 FLEX™ technology 4.4.7,6.6 (0] WDP-CT-S-003

WDP-FLEX-S-002 ReFLEX™ technoogy 447, 6.6 (0] WDP-CT-S-011
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Appendix B. Port Number Definitions

WAP has registered the following ports with IANAgrnet Assigned Numbers Authority).

Port Application/Protocol

Number

2805 WAP WTA secure connection-less session service
Protocol: WSP/WTLS/Datagram

2923 WAP WTA secure session service
Protocol: WSP/WTP/WTLS/Datagram

2948 WAP Push connectionless session service (client side)
Protocol: WSP/Datagram

2949 WAP Push secure connectionless session service (client side)
Protocol: WSP/WTLS/Datagram

9200 WAP connectionless session service
Protocol: WSP/Datagram

9202 WAP secure connectionless session service
Protocol: WSP/WTLS/Datagram

9201 WAP session service
Protocol: WSP/WTP/Datagram

9203 WAP secure session service
Protocol: WSP/WTP/WTLS/Datagram

9204 WAP vCard
Protocol: vCard/Datagram

9206 WAP vCard Secure
Protocol: vCard/WTLS/Datagram

9205 WAP vCal
Protocol: vCalendar/Datagram

9207 WAP vCal Secure

Protocol: vCalendar/WTLS/Datagram

The WAP protocols defined in the initial specificais are:

The security protocol for the above secure port¥1d.S.

(Normative)

Wireless Session Protocol (WSP/B) with and witherdurity. The Wireless Session Protocol has twoesod
connection oriented mode and a connectionless naodkthus 4 ports are reserved. The connectiontedemode uses
[WTP] for transaction support.

vCard for use for push of “phone book items” (waifld without security) to an application in eithanabile client or a
fixed server. The vCard structure is placed asiderdata of the UDP/WDP datagram.

vCalendar for push of calendar events (with andhevit security) to a calendar application in eithenobile client or a
fixed server. The vCalendar structure is placethasiserdata of the UDP/WDP datagram.

[0 2003 Open Mobile Alliance Ltd. All Rights Reserved.

Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.

[OMA-Template-SpecWAP-20030912]



WAP-259-WDP-20010614-a Page 69 (75)

Appendix C. Bearer Type Assignments

Network Bearer Table

(Normative)

The Network bearer table defines a numbering sfraaeetwork, bearer and address type combinatitasises are expected
to include higher level protocols such as WSP.

Note: network or bearer type can be "any”, in ttase the bearer adaptor is free to choose anyahlaihetwork/bearer that

supports the address format.

Network Bearer type Address type Assigned number
Any Any IPv4 0x00
Any Any IPv6 0x01
GSM USSD Anyhoe2) 0x02
GSM SMS GSM_MSISDN et 0x03
ANSI-136 GUTS/R-Data ANSI_136_MSISDN 0x04
IS-95 CDMA SMS IS_637_MSISDN 0x05
IS-95 CDMA CsD IPv4 0x06
IS-95 CDMA Packet data IPv4 0x07
ANSI-136 CsD IPv4 0x08
ANSI-136 Packet Data IPv4 0x09
GSM CsD IPv4 Ox0A
GSM GPRS IPv4 0x0B
GSM USSD IPv4 0x0C
AMPS CDPD IPv4 0x0D
PDC CsD IPv4 Ox0E
PDC Packet Data IPv4 OxOF
IDEN SMS iDEN_MSISDN 0x10
IDEN CSD IPv4 0x11
IDEN Packet Data IPv4 0x12
Paging network FLEX FLEX_MSISDN 0x13
PHS SMS PHS_MSISDN 0x14
PHS CSD IPv4 0x15
GSM USSD GSM_Service_Code 0x16
TETRA SDS TETRA_ITSI 0x17
TETRA SDS TETRA_MSISDN 0x18
TETRA Packet Data IPv4 0x19
Paging Network ReFLEX! ReFLEX_MSISDN Ox1A
GSM USSD GSM_MSISDN 0x1B
Mobitex MPAK MAN 0x1C
ANSI-136 GHOST/R_DATA GSM_MSISDN"* ! 0x1D
Reserved Reserved Reserved Ox1E to OXFF

Note 1: If the Address Type is GSM_MSISDN, the Aeklr MUST be coded as defined in [GSM03.40]. The-setet
representation defined in [GSM03.40] must be used.

Note 2: This assignment is used only for backwammability reasons. It can be used with all addtgses supported in

[WAPGSMUD].
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Network Bearer Address Types

Address type Specification Short description

IPv4 [RFC791] IPv4 header format

IPv6 [RFC2373] IPv6 header format
IS_637_MSISDN [TIAEIA-637] IS-637 address format
ANSI_136_MSISDN [ANSI-136] ANSI-136 address format
GSM_MSISDN [GSM0340] GSM SMS address format
CDMA_MSISDN [TIAEIA-637] CDMA SMS address format
iDEN_MSISDN [IDEN] iDEN SMS address format
FLEX_MSISDN [FLEX] FLEX address format
GSM_Service_Code [GSM0290] GSM USSD service codizess format
PHS_MSISDN PHS SMS address format
ReFLEX_MSISDN [ReFLEX] ReFLEX address format
TETRA_ITSI [TET 392-1] TETRA SDS address format
TETRA_MSISDN [TET 392-1] TETRA SDS address format
MAN [Mobitex] Mobitex MAN address format
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Appendix D. Mapping WDP into UDH Format (Informative)

This appendix describes additional information capping WDP over GSM SMS, ANSI-136 GHOST and GSM DSS

D.1 Binary Header Format

For GSM SMS and GSM USSD the WDP headers strugdudefined using the User Data Header (UDH) framéves
defined in GSM 03.40:

FIELD LENGTH

Length of User Data Header 1 octet
Information Element Identifier ‘A’ 1 octet
Length of Information-Element 'A’ 1 octet
Information-Element 'A' Data 1to ‘n’ octets
Information-Element-ldentifier 'B' 1 octet
Length of Information-Element 'B' 1 octet
Information-Element 'B' Data 1to ‘n’ octets
Information-Element-ldentifier 'n' 1 octet
Length of Information-Element 'n’ 1 octet
Information-Element 'n’ Data 1to ‘n’ octets

Figure D- 1 The Generic User Data Header Structurén GSM SMS and USSD

The ‘Length-of-Information-Element’ fields shall ltiee integer representation of the number of octétsin its associated
‘Information-Element-Data’ field, which follows arsghall not include itself in its count value.

The ‘Length-of-User-Data-Header’ field shall be theeger representation of the number of octethiwithe ‘User-Data-
Header’ information fields which follow and shabtrinclude itself in its count.

Byte order of integers is most significant bytetfirIn case the information word of the payloathds different from an
octet then the binary header is padded with bithécstart position of an information word (GSM sise7-bit alphabet) in
most cases. Thus the header is compatible wittcledavices not supporting the WDP Datagram protocol

D.2 Segmentation and Reassembly

Ref Number
[ Datagram 220 ﬁ

MaxFragments
Seun

(220(3[1] Data 1)(220[3]2] Data 1)(220[3[3]Data]) (221]2[1] Data |) [221[2[2[Datal)

[ Datagram 221 ﬁ

Figure D-2 Segmentation

Figure D-2 shows how a typical datagram will bersegted to be transported. It only shows the segatientlogic, i.e. the
adaptation layer. A reference number is used tindigish between different datagrams. The segmientand reassembly
mechanism uses a sequence number and a maxsizemntnuefine the order and the completeness afibgsage.

The header of a packet contains the following segation information:
1. reference number for WDP packet (0-255, or 0-65535)

2. total number of segments in datagram (max 255)
3. segment number. (1-255)
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The maximum length of a segmented datagram usiagtiheme is dependent on the packet size. In GB® the
maximum network packet size is 140 bytes and in GESD the maximum network packet size is 160 bytes

The sequence (reference and segment) number masebleto resolve problems with duplicate, dropped,@ut of order
packet delivery. The sequence number can be redasl a counter that is incremented for each packet

Reassembly is performed using a list of receivarkgis. As packets arrive, they are inserted deointo the list, and then
the list is checked for a complete datagram (atkpts received, matching sequence numbers ancharigiaddress). If an
entire datagram exists it can be delivered to fhpeulayer.
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D.3 Combined Use of Headers

The figures below illustrate the use of the UsetaDdeader framework and the various Informatiomiglets defined for
WDP. A datagram always contains the port numbarsplication level routing, and optionally (if segntation and

reassembly is needed) contains also the adaptatien

o|1 2|3|456

Length of total User Data Header (all Informatider&ents)

UDH IE identifier: Port numbers (5)

UDH port number IE length (4)

Destination Port (High)

Destination Port (Low)

Originator Port (High)

Originator Port (Low)

UDH IE identifier: SAR (0)

UDH SAR IE length (3)

Datagram Reference number

Total number of segments in Datagram

Segment count

Padding Bits if User Data uses 7 bit alphabet

1 - n bytes of User Data

Figure D-3 A complete datagram header with 8-bit réerence and 16-bit addressing scheme

Figure D-3 shows the complete datagram header @&81g phase 2 backward compatible headers.

o | 1 | 2 | 3 | 4 | 5 | 6

Length of total User Data Header (all Informatidergents)

UDH IE identifier: Port numbers (5)

UDH port number IE length (4)

Destination Port (High)

Destination Port (Low)

Originator Port (High)

Originator Port (Low)

Padding Bits if User Data uses 7 bit alphabet

1 - n bytes of User Data

Figure D-4 A datagram header without SAR

Figure D-4 shows a datagram which content fits orie bearer network package. In this case no Segtimmand

Reassembly header is present. This is possible sirecUDH framework is modular.
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Appendix E. Implementation Notes (Informative)

Port Number usage
This section of the appendix clarifies some ofdbestions that are often asked about use of ponbets in WAP.

The UDP ports registered with IANA are server pdrts an entity able to receive requests. The VPAGXy/Gateway is
supposed to listen to the port defined for theqarok it supports. For example, a Proxy supportingRMVTP/WTLS/WDP
(a secure session service based on transactiomsddisten to port 9203.

The client can bind his stack (which really is @plecation in the UDP environment) to any port nianbrhe Proxy (i.e.
server) must execute the transaction on the sandee&sg-port pair as where it has been initiated.clieat knows the port
number in the proxy (Gateway, Server) a prioriit p&r definition is well known.

In fact, both the WSP session as well as the sgawonnection is tied to a particular Address aod guadruplet.

If a device runs two browser instances they shbalthound to separate ports. But both can (shoalkld the same port in
proxy.

A device with server functionality (i.e. a proxy)auld ALWAYS listen to the well-known port that deés the protocol it
supports! When a user sends a request for a sessiore of the listen ports, the proxy should atiegnd isolate it as a
logical entity. From here on the port will be udwdh to listen for new session requests, as we &sndle communication
with this logical entity.

The port numbers used by WAP have been registeitadANA. At the moment WAP only defines protocdiased on
datagrams, i.e. WDP and UDP. However, IANA hasmeskalso the TCP ports for use by WAP. As WAP iatsdefined
the protocol stacks to be used over a future WeeTeCP the TCP ports should be regarded as “raesienviuture use”. They
should not be used for any purpose to avoid futotigsions of functionality.
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Appendix F. Change History (Informative)
F.1 Approved Version History

Reference Date Description

WAP-200-WDP-20000219-a. 19-Feb-2000 | The used baseline specification.
Class 3 16-Apr-2000 | All Converted to use the new specification template.
WAP-200_001-WDP-20001212-a 17-Apr-2000 | 2, 6.2, 4.2.2 Fix normative/informative referenokdd reference to IPv6

RFC.

Make explicit that payload protection is required.
WAP-200_002-WDP-20001213-a 17-Apr-2000 | App A New SCR table format.
WAP-200_003-WDP-20010319-a 19-Apr-2001 2,4,3.2,

44.4,6.5,

App C,

App A, 5.5

Fix CDMA references. Add SCR entries for registeredgpdiitx
handling of 1S-637 SMS MESSAGE_ID

Class 0 19-Apr-2001 | 6.11 Add Mobitex Space Saving Function (SSF)

Class 3 22-Apr-2001 | 2 Reclassify references as normative and inforraathdd missing
references. 4, 6,App A,

Class 3 22-Apr-2001 | AppC

Use proper reference format.Update format of references.
Class 2 22-Apr-2001 | App A Use more accurate references.
Class 3 22-Apr-2001 | 3.4 Removed unused abbreviations. Added missing aialions.
Class 3 22-Apr-2001 | 4.3 Removed redundant conformace table - supercgdégdpgendix A.
Class 3 26-Apr-2001 | 4.4.6, 6 Removed sections for IDEN SMS, since it mat be defined.
WAP-259_001-WDP-20010518-p 18-May-2001 | 2.1, App A Restructuring of SCR tables
WAP-259_002-WDP-20010614-p 14-Jun-2001 i‘.l, %10.5.

pp

Clarify document reference. Fix Mobitex bit orderprgblem.
Label anonymous table for easier reference

OMA-WAP WDP-20010614-a 16 Dec 2003 | Updated for new OMA Template

WAP-259-WDP-20010614-a 10-Jan-2005| Revert document numbering to WAP Forum format. Fefdrences for
WCMPWDPAdapt, WAPGSMUD. WCMP, WTP & WSP
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