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1. Scope

The objective of this white paper is to ensure hgemeous user experience across different IMPSaghigins based on the
CSP 1.3 protocol. It will provide informative bgstctice recommendations for the CSP 1.3 prot@wuring consistent
and compatible end-user experience for an IM usgleveommunicating on a device from one manufactuith end-users
on devices from other manufacturers, or when anused uses multiple clients from various manufaatur

The Implementation Guidelines are written with euf® on applications written on top of CSP 1.3. Gierations for end-
user experience when upgrading from older 1.1/kRehts to 1.3 clients(s) are also discussed. {denations for SSP 1.3
are out of scope for this document.
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3. Terminology and Conventions

3.1 Conventions
This is an informative document, which is not irted to provide testable requirements to implememst

The key words "SHOULD", "SHOULD NOT", "RECOMMENDED"MAY" and "OPTIONAL" in this document are to be
interpreted as described in [RFC2119].

Each section of this document is organized intcanmhapter, whose name is intended to describisshie, a sub-section
entitled "Rationale” justifying the inclusion ofehopic in this document, a second optional sulieeavith use cases
describing the intended end user experience relégdhe section including examples of requestsrasgonses (only
transaction content will be shown in examples) atioird sub-section entitled "Recommendation" whidekcribes the
recommendations in terms of implementations fantlior server vendors.

3.2 Definitions

Definitions already defined in IMPS 1.3 will not bepeated here.

3.3 Abbreviations

Abbreviations already defined in IMPS 1.3 will rist repeated here.

GSMA GSM Association

GSM Global System for Mobile communication

[0 2009 Open Mobile Alliance Ltd. All Rights Reserved.
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4. Introduction

The goal of this white paper is to ensure homogeseser experience across different IMPS Applicatio

Although the current IMPS 1.3 enabler package plewia complete architecture, reference pointsratedaces, and
protocol specifications, there have been some im@igation issues at an application level whereasaommore applications
that implement similar services using the same IMBXechnology do not behave in the same manrteisame
situations. Additionally, due to the high levelagtional information elements in the primitivestioé IMPS protocol, it is
not known what is the best and widely implementeg wf executing a number of use cases that ardesatribed in detail in
the IMPS specifications - how transactions andoytishall be combined and used to implement sueltases. This
document is intended to be such guideline by deisyi

- Rationale —in general this is described as a ase that is perceived by the end user
- Problem Statement describing what an issue(syeqairement(s) is when implementing the use case
- Recommendation that fulfills the use case ande¢heirement when using IMPS 1.3

Note that this document will not change or bendekisting IMPS 1.3 standard. The goal of this doentis to support the
use cases that are found as urgent in the markebutibreaking a compatibility with the implemeirtas that do not
necessarily follow this guideline but still use thMPS 1.3 as base technology.

Also note this document is solely informative ahdsthere is NO conformance requirement or inteaipkty test
consideration against this document.

[0 2009 Open Mobile Alliance Ltd. All Rights Reserved.
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5. Auto registration

5.1 Rationale

“Alice wants to auto-register to the service.”

The auto-registration feature allows a server éaiE a new user account comprising a User-1D grassword, as described
in [CSP], section 6.5. This is a new feature inl@S 1.3 specifications. The feature is intendethtrease user take-up by
facilitating first-time usage and registration bétservice.

5.2 Use cases and examples

This section describes the use cases related tutberegistration feature. Two main use casesleseribed that are
distinguished based on where the User-ID is chassigned. One, where the User-ID is chosen/assionéte server

[5.2.1] and a second, where the end-user is alldwetioose his/her own User-ID [5.2.2]. Sectio2[3] elaborates on how

to provide for the user to start using an alreagystered user account.

5.2.1  Server assigns User-ID and password

Actors

End user, Client, Server

Success Guarantees

End user is registered as aseewm the IM system

Preconditions

Client, Server

Trigger

Step 1

Main Success
Scenario

1. End user attempts to log in without specifying arusame
2. Client sends a login request to the Server witerapty User-ID field

3. Server provisions the user choosing a User-ID ratutns a login response indicating succes
with a Session-ID, User-ID and an auto-generataedyard

2

Extension Scenarios|

Server assigns User-1D based on M SI SDN of the client

3b Server discovers the MSISDN of the client, autovfgions the user and returns a login respo
indicating success with a Session-ID, User-ID base#ISISDN and an auto-generated
password

nse

Variations

Design Notes

Table 1: Auto-registration - Server assigns User-1D and password

1. Client sends a login request to the Server witkrapty User-ID field

<Login-Request>

<User-ID/>

<ClientID>client_id</ClientID>
<SessionCookie>session_cookie</SessionCookie>
</Login-Request>

2. Server provisions the user choosing a User-ID atutms a login response indicating success witassisn-1D,
User-ID and an auto-generated password

<Login-Response>
<User-ID>wv:newuser@imps.com</User-ID>
<Password>password</Password>
<ClientID>client_id</ClientID>

<Result>

[0 2009 Open Mobile Alliance Ltd. All Rights Reserved.
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<Code>200</Code>
</Result>
<SessionID>session_id</SessionID>
<KeepAliveTime>3600</KeepAliveTime>
<CapabilityRequest>T</CapabilityRequest>
</Login-Response>

52.2 User selects own User-ID

See figure [1] on the next page for an overviewhefmessage flow in this use case. Note that &teipsTable 2 uses the
word reserved which in this context mean eithet the User-ID is currently in use, it does not pdigsrequirements for
user-1Ds as defined by the service (e.g., resemads, bad language) or the User-ID has not peasade re-use period yet.

[0 2009 Open Mobile Alliance Ltd. All Rights Reserved.
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Client

Server

[1] LoginRequest (no User ID provided)

[2] LoginResponse = 921 registration confirmation

A

System message text for selecting a User ID.
Please select a user ID
[ 1 jane@mmobile.com
[ 1 janedoe@mobile.com
[ 1 Select my own User ID

[3] The client displays the system message
and wait for the user’s response (the user
selects the last choice).

[4] SystemMessageUser = Option ID of user’s choice

[5] SystemMessageRequest with Intext

Enter your UserID:

[6] The client displays the system message
and wait for the user to type his UserID

7 temM r_with Verification k
contains the User ID

[8] LoginResponse = 200 Successful

Figure 1. Autoregistration - User selects own User-1D

Actors

End user, Client, Server

Success Guarantees

End user is provisioned iMisgdtem

Preconditions

The user has not registered befatelaas not have a User ID.

Trigger

The user launches his IMPS client to actesservice.

[0 2009 Open Mobile Alliance Ltd. All Rights Reserved.
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Main success
scenario Steps

End user attempts to log in without specifying arusame
Client sends a login request to the Server witkrapty User-ID field

The server authenticates the user with networkegtittation information and returns a Login
response primitive with the result code 921 “regisbn confirmation” and a system message
with the following:

a. Information about User-ID selection
b. The RequiresResponse = TRUE

c. The various User-ID options available to the usdrere the last option allows the us
to choose a custom User-ID.

The client returns the user’s selection in the @n@ptionID element of the
SystemMessageUser primitive.

The client returns the user’s selection Chosen@{ifion a SystemMessageUser,

The server sends a SystemMessageRequest withTiagt liteld asking the user to enter a Usg¢
ID.

The client displays the system message and waithéauser to enter a User-ID.

The client sends the User-ID in the Verificationkegment of the SystemMessageUser
primitive.

The server verifies that the chosen User-ID isdvatid not reserved and the server returns a
Login response with the User-ID selected by the,uspassword selected by the server and
result code 200 “Successful”. Note: Future autlvatiton will be done according to either CS}

Br-

the

User-ID and password authentication or network entibation procedures.

Table 2: Auto-registration - User selects own User-ID

5.2.3 User is already registered and want to log in with a new device

To support scenarios where the user logs in wignmthot used before and where the user is alrezgigtered with the
service, then servers SHOULD provide an “alreadystered” option for the end user to choose. Wiher‘already
registered” option is chosen by the user the stepsough 7 in section [5.2.1] must be applied nfake sure that the user
actually owns the account that he/she claims, téyessn the 3 through 6 in section [9.2.1] musapplied.

If network authentication is in use on the sertleen the steps of the use case will be the sarme[a2.1].

5.3 Recommendation

In order to facilitate an easy first-time setuperts and server SHOULD implement the trigger aagponse mechanisms
described in 5.2.1 and 5.2.2 and take advantageeaf as they see fit. Servers that allow a usehtose their own User-IDs
should facilitate the User-ID choice by taking adtese of the special use of the System Messageréeas it is described in
5.2.2. Whenever a client receives a User-ID arsdward from the server in a LoginResponse primitivEHOULD store
these newly received credentials on safe storagdéocurrent network (domain).

[0 2009 Open Mobile Alliance Ltd. All Rights Reserved.
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6. Terms of use

6.1 Rationale

"Alice's operator wants to inform her of the terafsising the service.”

Before using the IM service, operators or legiskaften requires that the user agrees with threnteof use” of the service.

6.2 Use cases and examples

This section describes how the terms of use areadel to the end-user and how to get the usesjsomse prior to taking
the service into use. Refer to figure 2 for a Vimasion of the message flow in this use case.

Due to parser size limitations in the client therte of use text might be too large to processhik¢ase the server can
choose to present the entire terms of use textHBLlapointing to a location where the terms of tesé can be presented.

Client Server

[1] LoginRequest

\ 4

[2] LoginResponse = 921 with system message

Text for Terms of use or an informative text with a
URL pointing to the terms of use.

[ ] Accept
[ 1 Reject
[3] The client displays the system message
ait for the user’s response

[4] SystemMessageUser = Option ID of Accept

[5] Status = 200 Successful

Figure 2: Terms of use message flows

[0 2009 Open Mobile Alliance Ltd. All Rights Reserved.
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Actors

End user, Client, Server

Success Guarantees

The terms of use are delivetkeed tiser and the user’s response is returndeteerver.

Preconditions The service provider deems it necgs$saleliver the terms of use to the user andlyeuser’s
response.
Trigger The server, issues a System Message whnm@pate - based on service provider’s policies -

during login phase.

Main success
scenario Steps

1. The client sends a Login request primitive

2. The server responds with a Login response primitiie the result code 921 “registration
confirmation” and a system message containingetrad of use text, the RequiresResponse
TRUE and the options available to the user.

3. The client displays the system message and waitbdouser’s selection. The user selects the
'Agree’ option.

4. The client returns the user’s selection in the @h@ptionID element of the
SystemMessageUser primitive,

5. The server returns a Login response with the resuale 200 “Successful”.

Extension scenarios

Client chooses regject choice

3b. The client displays the system message and waitbdouser’s selection. The user selects the
‘reject’ option.

4b. Same as for the successful flow.

5b. The server returns a Login response with the resuale 921 “registration confirmation” and a
system message with a text indicating that the lhiggito agree to the terms of use in order tg
use the IM service. The RequiresResponse = TRUEtii@ on step 2.

Table 3: Terms-of-use - main success use case description

[0 2009 Open Mobile Alliance Ltd. All Rights Reserved.
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6.3 Additional considerations

In addition to terms of use a service provider @ksp use other system message features like \&rifitmechanisms, age

verification and more.

Client Server

[1] LoginRequest

v

P [2] LoginResponse = 921 with system message

Text for Terms of use or an informative text with a
*  URL pointing to the terms of use.

[ ] Accept
[ 1 Reject

[3] The client displays the system message

ﬁaits for the user's response

[4] SystemMessageUser = Option ID of Accept

v

[5] Status = 200 Successful

Figure 3: Terms of use message flows
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7. Internationalization Support before Client Capability
Negotiation

7.1 Rationale

“Alice wants to view terms and conditions duringitoin a language of her own preference.”

In IMPS a client can negotiate preferred languagénternationalized text by setting the Defaultbaage in the
ClientCapability-Request. Unfortunately this onppéies to messages received from the seafter client capability
negotiation.

On auto registration, terms and conditions andlam3ystem Messages, a user will be presentedtaithmessages (e.g.,
“Choose your own User-ID”, “By using this service).where it would be important to present informatising the native
language.

7.2 Recommendation

The preferred way of indicating language preferaéade provide the DefaultLanguage element in thpdbilityList element
in the Login-Request (login with embedded clientatalities).

In some cases it is not desirable to embed cli@palilities in the Login-Request due to limitatiamshe client or due to
network bandwidth usage (the client capabilitieshin some cases be presented multiple times omugtg registration with
system messages).To allow for a client to inditatie server which language the user prefers wisarg HTTP as a
bearer, clients can optionally utilize the Accepiiguage HTTP header tag to indicate its prefeaeguage on all requests
HTTP requests until client capabilities has beegotiated.

The Accept-Language HTTP tags format is defineskiction 3.10 of [RFC2616] (and RFC[1766]) and féedent from the
format defined on the DefaultLanguage element életter language code as defined in section 5[¢8P DataType]).

da, en-gh;q=0.8, en;q=0.7
which means: “I prefer Danish, but will accept B&ifit English and other types of English”.

Servers SHOULD ignore the Accept-Language HTTP &etaly once client capabilities have been negatiate

[0 2009 Open Mobile Alliance Ltd. All Rights Reserved.
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8. Finding out the MSISDN in use

8.1 Rationale

There are several use cases where the servereedgiuig MSISDN of the client Examples of such usesa
« if the user has several mobiles with different M3,
« if the server needs to send an WAP Push CIR messabe client,
e to verify the authenticity of a user,

e or to retrieve the credentials of a user.

8.2 Recommendation

Clients SHOULD support and use Standalone SMS Bm{B1.4 of [CSP Trans]) — this allows the sereefind out the
correct MSISDN that the client is using. The sestaould use the received “HELO” message (and tissi®@e-ID within) to
find out the MSISDN used by the client — and stbeecurrent MSISDN for any further correspondera tight be

necessary.

[0 2009 Open Mobile Alliance Ltd. All Rights Reserved.
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9. Logging in with username and not knowing the
password

9.1 Rationale

"Alice wants to retrieve log in to the service whkeowing only the username of her account."

The use-cases described in this chapter allowhéuser to log onto the service without havintype in his password.
This is considered crucial for end-user take uprasusers increasingly do not want to relate tértgganother set of
passwords and usernames and to remember theseram/ae from one client to another or changes taamin

9.2 Use cases and examples

9.2.1 User attempts to log in knowing his User-ID but not his password

Actors

End user, Client, Server

Success Guarantees

End user is logged onto tieeser

Preconditions Client, Server, end user's accownvigioned in the server. Network authenticationas used in thig
use case, so the password on the network canreshpty for a normal login flow to work. If the
server stores the password encrypted, then thisasewill not work.

Trigger Step 1

Main Success
Scenario

End user launches IM client

Client does a login request to the Server withraptg password

Server returns a system message, asking the wllere he wants his password to be sent, includ
a list of known MSISDN, e-mail addresses and otrgine IM clients of that user.

Client chooses to get password on MSISDN numbenwil address

Server sends out password on the desired channel

Client manually makes another login request witbspaord retrieved from the channel

ing

Extension Scenarios|

Password retrieval through another logged in client
4b. Client chooses to retrieve password through anathkéme IM session

5b. Server sends a system message to the other didngehim to verify that another client is
trying to log onto the service, with answer optidakow" and "deny"

6b. End user presses "allow"

7b. The server allows the user to log in by returniogjrh response with the password of the user
storage in the client

Continuation of the" b" use case:
6¢c. End user presses "deny"

7c. The server disallows the user to log in

for

Variations

Design Notes

Note that this implies that the secagmot accept empty passwords for users.

Table4: Credential Retrieval
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9.2.1.1 Examples

1 client sends login request with an empty password

<Login-Request>
<User-ID>user_id<User-ID/>
<Password/>
<ClientID>client_id</ClientID>
<SessionCookie>session_cookie</SessionCookie>
</Login-Request>

2 Server returns a system message, asking the alf@re he wants his password to be sent, includiigg af known
MSISDN, e-mail addresses and other online IM cfieftthat user

<Login-Response>
<ClientID>client_id</ClientID>
<Result>
<Code>436</Code>
<SystemMessageList>
<SystemMessage>
<SystemMessagelD>id#0</SystemMessagelD>
<RequiresResponse>T</RequiresResponse>
<SystemMessageText Where would you like to send your password?</SystemMessageText>
<AnswerOptions>
<AnswerOption>
<AnswerOptionID>1</AnswerOptionID>
<AnswerOptionText>Telephone number 900 00000</AnswerOptionText>
</AnswerOption>
<AnswerOption>
<AnswerOptionID>2</AnswerOptionID>
<AnswerOptionText>Telephone humber 909 09090</AnswerOptionText>
</AnswerOption>
<AnswerOption>
<AnswerOptionID>3</AnswerOptionID>
<AnswerOptionText>Email address me@mai l.com</AnswerOptionText>
</AnswerOption>
<AnswerOption>
<AnswerOptionID>4</AnswerOptionID>
<AnswerOptionText> Email address minim e@mail.com</AnswerOptionText>
</AnswerOption>
<AnswerOption>
<AnswerOptionID>5</AnswerOptionID>
<AnswerOptionText>Send it to all my on line clients</AnswerOptionText>
</AnswerOption>
</AnswerOptions>
</SystemMessage>
</SystemMessageList>
</Result>
</Login-Response>

3 Client chooses to get password on MSISDN numbenuil address

<SystemMessageResponseList>
<SystemMessageResponse>
<SystemMessagelD>id#0</SystemMessagelD>
<ChosenOptionID >2</ChosenOptionID>
</SystemMessageResponse>
</SystemMessageResponseList>

4 Server sends out password on the desired channel

5 Client manually makes another normal login requést password retrieved from the channel

9.2.1.2 Password retrieval through another logged in client

3. Client chooses to retrieve password through anathiéme IM session

<SystemMessageResponseList>
<SystemMessageResponse>
<SystemMessagelD>id#0</SystemMessagelD>
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<ChosenOptionID>5</ChosenOptionID>
</SystemMessageResponse>
</SystemMessageResponseList>

4. Server sends a system message to the other didngahim to verify that another client is tryinglog onto the
service, with answer options "allow" and "deny"

<SystemMessageList>
<SystemMessage>
<SystemMessagelD>id#0</SystemMessagelD>
<RequiresResponse>T</RequiresResponse>
<SystemMessageText>
Another client is trying to log onto the se rvice with your username.
Allow the client to log on?
</SystemMessageText>
<AnswerOptions>
<AnswerOption>
<AnswerOptionID>1</AnswerOptionID>
<AnswerOptionText>Allow</AnswerOptionText >
</AnswerOption>
<AnswerOption>
<AnswerOptionID>2</AnswerOptionID>
<AnswerOptionText>Deny</AnswerOptionText>
</AnswerOption>
</AnswerOptions>
</SystemMessage>
</SystemMessageList>

5. End user chooses to allow the log on

<SystemMessageResponseList>
<SystemMessageResponse>
<SystemMessagelD>id#0</SystemMessagelD>
<ChosenOptionID>1</ChosenOptionID>
</SystemMessageResponse>
</SystemMessageResponseList>

6. The client logs in with an empty password agairml succeeds this time. The password will be retuorethe
Login-Response for safe storage in the client.

<Login-Response>

<User-ID>wv:newuser@imps.com</User-ID>

<Password>password</Password>

<ClientID>client_id</ClientID>

<Result>

<Code>200</Code>

</Result>

<SessionID>session_id</SessionID>

<KeepAliveTime>3600</KeepAliveTime>

<CapabilityRequest>T</CapabilityRequest>
</Login-Response>

9.3 Recommendation

Clients and servers SHOULD support the use cagbsismof system messages as described in thisrsecti
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10. Multi-sessions

10.1 Rationale

"Alice wants to have her PC and mobile client rumgnat the same time."

The multi-session support is a feature to enaldaier to be logged on with several clients attione. The end user can
then be logged on at e.g. his home computer, wamkpiter and mobile phone(s) at the same time. Alté® ensures that if
a user updates presence on one client, then teergre attributes are updated on all logged intslien

Several lists and structures such as contact éisthorization lists, block/grant list, groups gnublic profile are attached to
the User-ID and no particular client. Since thésts land structures can be altered by any oneeatulrently logged on
clients on a User-ID, the clients need to subsdobehanges for these structures.

10.2 Keeping Presence attributes up-to-date

10.2.1 Use cases and examples

10.2.1.1 End user updates presence attributes on one of his active clients and the
change is reflected in other active clients

Actors End user A, Client Al, Client A2, Server.

Success Guarantees End user presence updatedadfon all active clients

Preconditions End user A is logged onto the semittr client A1 and A2.

Trigger Step 1

Main Success 1. Client Al and client A2 subscribes to all preseattgbutes of end user A
Scenario

2. End user changes presence attribute on client Al

3. Server receives presence updates and generatisatios with the appropriate updates to al|
active clients

4. Presence update is reflected on client A2

Client A2 applies the notified presence changeallpcso that its local set reflects the latest
changes.

Extension Scenarios|

Variations

Table 5: Presence attributes synchronization

10.3 Recommendation

Clients SHOULD subscribe to the presence inforrmatibthe own User-ID and at least all the uselustaresence attributes
supported by the client. Note that a user can balye one instance of each user status preseniteit&tfas defined in 8.3 in
[PA]) and multiple instances of each client pregeattribute (one per client). Clients are RECOMMHERDto only update
user status presence attributes when notified atf@mriges on the logged in user.

10.4 Keeping various user-managed things up-to-date

Since presence authorization, block/grant listataxct lists, groups and public profile can be altieoy any one of the
currently online clients of a particular User-IDetclients need to subscribe for such change oatifins.
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10.4.1 Use cases and examples

10.4.1.1 End user adds a contact to one of his active clients and the change is
reflected in other active clients
Actors End user A, Client A1, Client A2, Server.

Success Guarantees End user update is reflectaiti axtive clients

Preconditions

End user A is logged onto the semitir client A1 and A2.

Trigger

Step 1

Main Success
Scenario

1. Client A2 subscribes to Contact-List-Changed nerifion
2. End user adds a contact on client Al

3. Server receives a contact list update request endrgtes notifications with the appropriate
change to all active clients

Contact list update is reflected on client A2

The client applies the notified changes locallyttsat its local set reflects the latest changes.

Extension Scenarios

Variations

Table 6: Contact list synchronization

10.4.2 Recommendation

All clients SHOULD subscribe to any of the followiiGeneral Notification types which match the sextiee of the client:

1.

© © N o g > w N

e e o e =
o M W N B O

17.

Authorization-Changed,
Block-List-Changed,
Block-List-UsageChange,
Contact-List-Created,
Contact-List-Changed,
Contact-List-Deleted,
Grant-List-Changed,
Grant-List-UsageChange,
Group-Created,

. Group-Deleted,

. Invitation-Accepted,

. Invitation-Cancelled,

. Invitation-Rejected,

. OnlineETEMHandling-Updated,

. PublicProfile-Updated,

. Session-Priority-Adjusted

Upon receipt of a notification the client SHOULDOdR the updated list/structure on the server.
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11. Client-ID
11.1 Rationale

According to IMPS 1.3 CSP [CSP], the Client-ID iardque identifier of the IMPS client within theape of a particular
user and it must be a URI as defined in [RFC 23Md6king a consistent way of representing uniquer@iDs simplifies the
development of servers and clients. Client andesémaplementations should support the Client-Iictuire defined in this
section.

11.2 Recommendation
Clients should generate Client-Ids according toftflewing ABNF syntax:

Client-ID = "wv:" SW_NAME ":" SW_VERSION ":" OPERADR_KEY ":" PHONE_VENDOR ":" PHONE_MODEL *”
UNIQUE_ID

SW_NAME = ALPHA *(ALPHA / DIGIT / "-")
SW_VERSION = DIGIT *(*.” DIGIT))
OPERATOR_KEY = ALPHA *(ALPHA / DIGIT / "-")
PHONE_VENDOR = ALPHA *(ALPHA / DIGIT / "-")
PHONE_MODEL = ALPHA *(ALPHA / DIGIT / "-")
UNIQUE_ID = ALPHA *(ALPHA / DIGIT / *-")

If a SW_NAME, SW_VERSION, OPERATOR_KEY or PHONE_M@D of the Client-ID is not available (not set) thite
component will be empty resulting in two conseaitiv signs.

The meaning of each Client-ID component is desdribehe following table:

Field Role Data type
Wv IMPS URI scheme Constant string
SWName Short name of the client software Alphanicrsgring
SWVersion Client software base version Alphanumeric string
OperatorKey Operator identifier Alphanumeric string
PhoneVendor Phone vendor identifier Alphanumeric string
PhoneModel Phone model identifier Alphanumeric string
UniquelD An identifier to uniquely identify a pagtilar client for a particular | Alphanumeric string
user

Table 7: Client-1D components

As an example, for the following Client-@v:ZOM12.0.1$NoWire@FL Y .X95.384759, the components are shown in the
following Table:

wv: | SWName | SWVersion | $ | Operatorkey | @ | PhoneVendor | . | PhoneModel | . | UniquelD

wv: | ZOMI 201 $ | NoWire @| FLY | X95 384759
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Table8: Client-1D example

The generated Client-ID for a particular clienthiita particular user SHOULD be stored safely andiient device so that
it can be re-used across sessions for the user.

In case a server detects that a client is tryinggan with an already registered Client-ID on #@res session, then servers are
RECCOMENDED to “ping” the client owning the alreaglyisting session. In case the server detectgHbatlient is not

there any more then the attempted login can betieplamith the Client-ID and the current session nimgsterminated. If the
client owning the already existing session respaadke “ping” then the attempted login with thewneient must be denied
with a status indicating that the Client-ID is motique. “Ping” here means to attempt notify themdiwith a CIR message.
Care must be taken on clients to not accept anymi@Bsage before CIR methods has been negotiatesdsTh avoid a
situation where the “pinged” client is actually ttleent logging in.
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12. Contact lists usage
12.1 Rationale

"Alice wants to see the same contact list on diffeclients.”

IMPS CSP [CSP] has opened for clients specifyimiy thwn contact lists names, authorization listd smbscriptions. The
challenge with this is that when an end user swidhom one client to another, his contact listhhigot appear in the same
way if at all on the new client. In addition, sorlent manufacturers use contact lists as placednsifor blocked users,
whereas others do not and can interpret the blolikeals a separate friends list to be representéte client.

12.2 Use cases and examples

12.2.1 User logs on with client manufactured by A and then with client
manufactured by B

Actors End user Alice, Client A, Client B, Server.

Success Guarantees End user sees no differencedpetiae two clients

Preconditions

Trigger Step 1

Main Success 1 Alice logs on to her brand new "A" terminal andrieves her contact list
Scenario

2 Alice loves new phones, buys terminal "B" and log$o the service again, retrieving her contact
list

Extension Scenarios| 2MAlice logs on to terminal A and B at the same tisexing the same contact lists.

Variations

Table 9: Contact list usage

12.3 Recommendation

Clients SHOULD use a contact list nameduserid/oma_allcontacts@domain to store all non-blocked friends.
Friends blocked for presence SHOULD be storeddardact list namedv:userid/oma_blockedcontacts@domain

Both presence authorization and presence subscripiil be done on thema_allcontacts contact list. Presence
blocking will be done by moving the friend from tbea_allcontacts contact list to thema_blockedcontacts and by
assigning the empty authorization on the blockashét.

12.4 Contact list names

All clients must keep all non-blocked friends ifish namedwv:userid/oma_allcontacts@domain . Itis up to the client
if this list should be visible in the user interfaar not. If the client supports multiple contastd (e.g., friends, co-workers)
then upon adding a friend to any other list muso aésult in adding the friend to thma_allcontacts contact list.
Blocking a friend for presence will result in mogithe friend from thema_allcontacts contact list to the blocked list.
Servers can provision the contact lists upon proriag of the user. Clients who choose to displegylist in the user
interface must choose a human readable name faotitact list. The contact lists DisplayName proypéer not to be used.

Presence blocked users must be kept in a list nawederid/oma_blockedcontacts@domain . Blocking a friend for
presence will result in moving the friend from thmea_allcontacts contact list to thema_blockedcontacts , and by
assigning the empty user authorization to the éridsmblocking a friend from presence blocking wékult in removing the
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empty user authorization on the friend and by mgvire contact from thema_blockedcontacts  to the
oma_allcontacts contact list.

12.5 Subscription

Presence subscription will be done ondhe_allcontacts contact list. Clients SHOULD subscribe to at ldhst
following set of presence attributes:

1. UserAvailability
2. StatusText
3. CommCap
4. OnlineStatus
5. ClientType
6. Clientinfo

Clients SHOULD not subscribe for presence on otioatact lists or on users directly.

12.5.1 Authorization

Clients SHOULD authorize for presence on ¢he_allcontacts contact list. Blocked contacts will be moved frime
oma_allcontacts contact list to thema_blockedcontacts and clients SHOULD assign the empty presence
authorization on users in tlvena_blockedcontacts . Since presence authorizations are shared antiemgscon the same
user, clients SHOULD fetch the current authorizatim theoma_allcontacts contact list and only increase the
authorization set if to include the required atités by the client if needed. Clients SHOULD aut®at least the following
the of presence attributes:

1. UserAvailability
2. StatusText
3. CommCap
4. OnlineStatus
5. Clientinfo

Clients SHOULD have the possibility to authorize ioesence on other lists that thea_allcontacts lists.
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13. Presence attribute interpretation

13.1 Rationale

"Alice wants to log on as invisible to everyonestls

Having concise and consistent presence attributgsres end users the possibility to portray thdlimgness to
communicate to friends on his contact list. Sligldifferent presence attributes have been usedidytenanufacturers to
signify an available IM client, and few manufactgrbave defined an invisible attribute.

13.2 Background

From the Presence Enhanced Phone book ApplicatmfiilellPEP] and the Instant Message Applicatioafife [IM] the
following are defined:

 AVAILABLE: (as defined in section 8.3.1 of [PA]) Blisher is available with the means available sitiér device

» DISCREET: (as defined in section 8.3.1 of [PA]) Rsher has selective availability to communicatioeans or to
contacting parties. By setting this value, the falidr is asking for consideration before a commatioa is initiated
to him/her or when he/she doesn’t respond to conieation. The exact nature of the users communinatiatus
can be clarified using the status message. Somme@eaise cases are:

The publisher prefers to receive text messagesrrétian voice call because he's in a meeting.
The publisher is busy and wishes to receive orggntr communication.
The publisher is selective about the communicatiaries to whose communication he responds.

« NOT_AVAILABLE: (as defined in section 8.3.1 of [PAPublisher is not immediately available with the
communication means in his/her device. The comtggiarty should not expect an immediate resporesgion by
the publisher. (as defined in section 8.3.1 of [PA]

* UNKNOWN: This value shows the publisher might netlbgged onto the presence service and thus Pid® &ble
to provide any presence information about the ghbli. When publisher does not have an active OMgsim
session the UserAvailability is replaced with tHEBNKNOWN” indicator.

In addition, being connected to the IM server assible implies that the user appears as off-limergone's contact list, but
that the user himself receives presence updatesansgend and receive IMs normally.

UserAvailability is a User attribute and is themefghared across multiple clients on the same atc8ince UserAvailabilty
is the “steering” attribute the user can only bSOREET or NOT_AVAILABLE on all clients.

13.3 Recommendation

Clients wishing to signalize their user availagiBHOULD set the following presence attributes:

Availability Status OnlineStatus CommcCap/IM UserAvailability

Value Qualifier Value Qualifier Value Qualifier
NOT_AVAILABLE T T OPEN T NOT_AVAILABLE T
DISCREET T T OPEN T DISCREET T
AVAILABLE T T OPEN T AVAILABLE T
INVISIBLE Ignored F CLOSED T NOT_AVAILABLE F
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Table 10: Presence attributesinterpretation

Note that all other combination of the OnlineStatbemmCap/IM and UserAvailability attributes SHOUIbe interpreted
as offline.

Clients who want to appear as invisible SHOULDtketQualifier of OnlineStatus to “F”. To supporgéey devices
adhering to older recommendations, servers SHOUIt&rpret a client setting CommCap/IM to “CLOSED"aso setting
the Qualifier of OnlineStatus to “F”. Invisible meahere that presence watchers will not be abtietect that the client is
online.

In order to support invisibility directly when loogy in, servers are RECOMMENDED to set the valutghefQualifier of
OnlineStatus as “F” and set OnlineStatus to “F” wheclient logs in, and change the qualifier andl @nlineStatus presence
value to “T” once the client sends the first presepublishing primitive. If there was no presenggport negotiated during
service negotiation, then the server must set @8liatus to ‘T’

Servers SHOULD not send presence notificationsdtchers of a user that is currently set to invesibl/hen the user
becomes visible again, then servers should sersgpce notifications to all watchers about the chdragtributes. Servers
can either remember the set of changed attribug®oaly send the delta of the updated attributeend the entire set of
presence attributes.

[0 2009 Open Mobile Alliance Ltd. All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-WP-IMPS V1 3 IMPL-20090505-C Page 30 (54)

14. Extension Presence Attributes

14.1 Idle state

Idle state is about a clients attempt to indicateatching users about the users activity on tiemclOn fixed line IM

system it is very common for desktop clients tagate idle state when the user has not used thet@ind/or the computer
(desktop) for a period of time. This is to giveiatho the watchers that the user might not be raddo receive messages. On
mobile clients this can easily be translated tomte IM client is minimized or when the user lothke keypad of the

mobile device (black screen). Idle state is impurteot only to watchers but also to servers siheg tan make routing
decisions on IMs based on (among other thingsidieestate of the clients.

If a client wants to indicate whether the usedls,ii.e. have not used the computer or devica fwertain amount of time,
then the client SHOULD use an extension to thedPresSubList using the namespace

http://www.openmobilealliance.org/DTD/IMPS1.3-1G1.0 . The DTD for this namespace is as follows:
<?xml version="1.0" encoding="UTF-8"?>

<IELEMENT IdleState (Qualifier?, PresenceValue?, Cl ientlD?)>

<IELEMENT IdleSince (Qualifier?, PresenceValue?, CI ientID?)>

Defined information elements are:

Information element IdleState
Data type Boolean
Format Following values:

T — The user of the client is idle.
F — The user of the client is not idle.

Description The idle state of the user of the ¢lien

Range

Table 11: I dleState infor mation element

Information element IdleSince

Data type Date and Time, see 4.5 [CSP DataType]
Format Defined in 4.5 [CSP DataType]

Description The date and time from when the cligent idle
Range

Table 12: IdleSinceinformation element

Clients SHOULD publish the IdleState presence valle actual idle time from that the user is idlevhen the IdleState is
set to “T” is implementation specific. The serveAMalso publish the IdleSince element, indicatinighva time when the
user went idle.

Clients that want to retrieve the idle state ofeothsers SHOULD subscribe to the IdleState andSldke presence
attributes. Absence of the Presence-Attribute-lhist SubscribePresence-Request or a GetPresencedkéaka blank
get/subscribe request) will not include these esitenattributes. The extension attributes mustubsaribed to/fetch
explicitly.

The value of IdleSince SHALL be considered invaliden the IdleState Qualifier is set to “F”.
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14.2 Examples

The client publishes the idle state of the useultieg in a notification sent out to watchers:

<PresenceSubList
xmlins="http://www.openmobilealliance.org/DTD/ IMPS-PAL1.3"
xmins:ig="http://www.openmobilealliance.org/D TD/IMPS1.3-1G1.0">

<ig:ldleState>
<Qualifier>T</Qualifier>
<PresenceValue>T</PresenceValue>
<ClientID>foo</ClientID>

</ig:ldleState>

<ig:ldleSince>
<Qualifier>T</Qualifier>
<PresenceValue>2008-05-13T14:45:03Z</Presence Value>
<ClientID>foo</ClientID>

</ig:IdleSince>

</PresenceSubList>
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15. Discovery of other clients capabilities
15.1 Rationale

"Alice wants to know whether Bob can receive tlotupé she wants to send him."

End to end messaging enriches the messaging emperds it enables a client to be aware of the dépgbof the recipient
client. Typically, if Alice is chatting with Bobhe clients would signalize the capabilities of tieer client to the end user
via icons, for instance greying out the "send pigtiicon to indicate that the other client doesswgiport pictures.

Clients SHOULD authorize and subscribe to the Gliga presence attribute in which servers will psbiclient capabilities
(see chapter 8.1.1 in [PA]). Note this providesdhiity for a user to online with clients with téfent capabilities.

15.2 Use cases and examples

Alice’s client supports pictures and text and chvath Bob who is logged on with 2 clients havindfelient capabilities.

Actors End user Alice, end user Bob, client A, iB1, client B2, Server.

Success Guarantees Messages Alice send are delteeitee device supporting the content of the IM

Preconditions Alice is logged on to the servicehdlient A.

Bob is logged on to the service with clients Bl&&drespectively
Client A supports text and pictures

Client B1 supports text

Client B2 supports text and pictures

Trigger Step 1
Main Success 1. Alice starts a chat dialogue with Bob
SR 2. Alice sees in her client that Bob can receive gext pictures
3. Alice send a text message to Bob
4. Client A sets Bob as the recipient (no specifierd
5. The server uses Bobs OnlineETEMHandling settingtte the message to both client B1 and

B2
Bob receives the text message on client B1 and B2
Alice sends a picture message to Bob

Client A sets Bob on client B2 as the recipient

© ©® N o

Bob receives the picture message on client B2

Extension Scenarios

Variations

Table 13: End-to-end messaging (text and multimedia)
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15.3 Recommendations
Servers SHOULD publish clients supported capaéditincluding content types) in the Clientinfo->ZiiContentLimit-
presence attribute field.

Clients SHOULD enable and disable functions (esgnd picture) in the user interface according tatwdommunication
parties support.
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16. Rich content IM
16.1 Rationale

"Alice wants to nudge Bob."

A complete messaging experience allows the usketotontent from client to client. This implies bgiable to send typing
alerts and formatted text from client to cliengaedless of who the manufacturer of the clienthergerver is.

Nudges are “intrusions” on a conversation partystant message user interface (message dialoguhdes of nudges are
shake, bump, moo, fart and honk.

16.2 Formatted Plain Text Messages

To allow for in-text formatting of plain text ingstamessages as bold, italic and underline, cliSft®ULD adhere to the
following set of rendering rules for visual formag of instant messages,

» Formatting rules only applies to instant messagesas plain text (i.e., the MIME type text/plain),
» Text surrounded by the asterix character (*) SHOUWeXdisplayed alkold,

» Text surrounded by the fore slash character (/) 8HDbe displayed asalic,

e Text surrounded by the underscore character (_)@HDbe displayed as underlined

e Text surrounded by any combination of the formatttharacters should be displayed with the combioedatting
(e.g., */bold-italic/* would be rendered abdld-italic’)

» Any character except white space and line breakbegplaced within the formatting characters,
» Formatting characters SHOULD not be visible intiser interface on clients supporting formatting

» Two consecutive formatting characters SHOULD belesad as the character itself in the clients ugerface.
This allows for effectively escaping the formattimgerpretation of the character.

16.2.1 Formatting Plain Text Message Example

The following message will appear as “Do yaally want to come tonight?” in Bobs client.

<SendMessage-Request>
<DeliveryReport>F</DeliveryReport>
<Messagelnfo>
<ContentType>text/plain</ContentType>
<ContentSize>37</ContentSize>
<Recipient>
<User>
<UserID>wv:bob@imps.com</UserID>
</User>
</Recipient>
<Sender>
<User>
<UserID>alice@imps.com</UserID>
</User>
</Sender>
</Messagelnfo>
<ContentData>Do you *really* want to come tonig ht?</ContentData>
</SendMessage-Request>
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16.3 Typing alerts

Typing alerts are informational instant messages Isetween clients involved in a conversation ttidate to the recipient
party about if the sending party is typing or riggpecially in a mobile context typing alerts arkugle to the recipient user
since it can be expected that typing a messagdakil somewhat longer time than if done on a cosrput

Typing alert messages are transported in CSP @nitnsessages with a content type of
application/vnd.oma.imps.typing-alert and with no content.

A recipient client SHOULD indicate that a sendetyjsing upon receiving a typing alert. If no newtant message of any
content type is received from the sending clierthini20 seconds, the recipient client SHOULD chatigetyping indication
to indicate that the sending party has typed @texd to type) a message. Furthermore, if no netaim message (of any
content) has been received after 60 seconds froemwie last message was received, then the clt@tED remove the
typing indication.

Upon receipt of an instant message (of any confemt) the sending client, the recipient client SHO@UJemove the typing
alert (regardless of state), if any such indicaggists.

The sending client must send a typing alert whengheend user starts to compose a new instantagess a recipient. If
the user is still typing after 10 seconds, the sendlient SHOULD send a new typing alert to theipeent party.
Furthermore, if the end user chooses to eraséd tikeawvritten content or close the composer windien the recipient
client will by the above rules first set the stat¢he sender as “has typed on a message” anddhentyping alert state.
Note that simply erasing portions of the typed ragess still considered as typing.

Clients SHOULD avoid sending a typing alert asftret message in a message dialog. In some caisemitht be difficult
(e.g., when responding to a message received somaeo), and clients who receive the very firgirig alert from a sender
(i.e., there exist no indication in the Ul that Sender and the recipient has an ongoing dialo@ 3D ignore the typing
alert.

Typing alerts SHOULD only be sent to clients whdigate support for the typing alert content typd aere the recipient
is online and available as indicated by the Onliag8 and UserAvailability presence attributes.

Clients must follow the messaging context ruledefined in [CSP] when sending typing alerts. Irtipatar clients can send
typing alerts into a group or when whispering withi group.

16.3.1 Typing Alert Example

Bob starts typing a message in his message com@ugkn typing alert is sent to the recipient Alice

<SendMessage-Request>
<DeliveryReport>F</DeliveryReport>
<Messagelnfo>
<ContentType>application/vnd.oma.imps.typin g-alert</ContentType>
<ContentSize>0</ContentSize>
<Recipient>
<User>
<UserlD>alice@imps.com</UserID>
</User>
</Recipient>
<Sender>
<User>
<UserID>bob@imps.com</UserID>
</User>
</Sender>
</Messagelnfo>
<ContentData> </ContentData>
</SendMessage-Request>

The terminal that Alice uses indicates that Botyjisng a message to Alice. Bob stops to type immauety after the first
couple of words. This makes Alice’s terminal shdw thas typed text” indicator. Bob continues togym his message to
Alice and chooses to send the IM to Alice. Thid wdon receipt in Alice’s terminal erase the typindicator on Bob.
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16.4 Nudges

A nudge is a message triggering visual, auditod/ibipossible tactile effects, designed to grabatiention of the receiving
user.

Nudging allows a user to get the attention of aaotiser with whom s/he is having a conversationudge is an IMPS
instant message with a specific MIME type. A nudge be a vibration, a sound, an animation, andaviswwdifications of
the Ul or any combination of these. To get theritb® of a contact, the client sending the nudge#ies the nudge MIME
type with an optional contents body. The contemtybmontains an optional nudge 1D identifying a jgatar sound or action.
When an IMPS client receives a nudge, it causeslitiet to do an action according to the nudgetifien

The client sending a nudge SHOULD limit the numbfenudges it sends per period of time to avoid gmwpthe recipient.
The nudging frequency is an implementation chofcelient SHOULD allow a user to turn-off the nudgifacility to avoid
receiving nudges. When nudging is turned off, arsgant message carrying a nudge SHOULD be ignored.
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1 Vibrate | Device vibrates or emits a vibrating sthun Chat window vibrates
2 Bark Resembling the sound made by a dog Piemiraation of a dog barking
3 Boom Sound of an explosion Picture or animatiba lbomb going off or

chat window exploding

4 Moo Noise as uttered by a cow Picture/animatiosm @ow mooing, or
possibly walking across the chat window
5 Moan A low, sustained, mournful cry of pleasure icti?e/animation of something pleasurely
6 Vroom | Similar sound to that of a racing car pagdiy Picture or animation of a racing car
7 Buzz Low, continuous, humming or sibilant souiias that | Picture/animation of a bee flying in
made by bees with their wings (as in a annoying
fashion)
8 Fart Device emits a crackling or trumpeting so(salind Picture/animation of an embarrassed chatter

like the auditory pitch of a flatulence outburst)

9 Ring Device sound the default ringing tone (just aféf t
Phone | user had a phone call).

10 Ring Sound of the default SMS tone (just as if the beer
SMS an SMS).

11 Ring Sound of the default IM tone (just as if the usad lan
IM IM).

12 Ring Sound of the default email tone (just as if ther tnsel
Malil an email).

13 Beep Sound of a beep.

14 Type Sound as if the user was typing on the &eypy a

typewriter.
15 Whistle| Sound as a whistle.

Table 14: OM A-IM PS nudge types

A client SHOULD send a nudge in a SendMessageRequestive; the content type SHOULD be
“application/vnd.oma.imps.nudge; vendor=oma-imps ”. Thevendor=oma-imps defines 15 well defined nudges.
The content of the nudge is defined by the numhkérdugh 15 as defined in the table below

The default nudge is thefplication/vnd.oma.imps.nudge; vendor=oma-imps ” with message content = 1.

Different values for the vendor CAN be supporteak. iRstance the MIME typeapplication/vnd.oma.imps.nudge;
vendor=operator-a " defines the set of hudges that are defined byfierator a.

Clients indicate what types of nudges they supgaring the content negotiations at login. If theipent client does not
support a certain type of nudges, then the serd€ 8 D emit the default nudge if the client suppdhis. For instance, for
a client made by vendor Rec, the following nudggspsrted could be negotiated at login:
“application/vnd.oma.imps.nudge; vendor=oma-imps , application/vnd.oma.imps.nudge; vendor=rec
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This indicates the client supports both the OMAdtad defined nudges as defined in this documentilze nudges that
vendor Rec has defined.

If the nudge mime type is specified without anydenparameter it is to be considered as with thneloe parameter oma-
imps.
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17. Group usage
17.1 Rationale

"Alice wants to create chat rooms in the same maBoé does."
"Alice wants to chat with Bob and Clare at the same."

Previous client implementations of groups have begied, with the result that groups do not alwagsk when chatting
with users having clients from different manufaetst

In addition, ad-hoc groups have not been implentebyeall client manufacturers.

17.2 Recommendation

By default, new groups created by clients, SHOUIldphivate, open and searchable, with private masgagt to ‘T’ (true).
Clients can offer end-users the option of creatiog-searchable groups or groups which does nowv gltovate messaging.

The clients SHOULD support whisper, the server SHOWupport whispers.
Clients SHOULD support invitations to groups.

Client SHOULD support group change notifications.
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18. SMS only users
18.1 Rationale

SMS only users are subscribers who have been atitatharegistered with the IM service. The regigton occurs when an
IM user adds or searches for a friend by MSISDN tedVISISDN has not been provisioned in the IMaiysyet. They can
only receive and send/reply messages on SMS.

IM users can view SMS only users as any other IMise registered users. They can add SMS only usersntact lists,
initiate IM dialogs with SMS only users, see SM3$yarsers presence and block/unblock SMS only users.

Messages sent from an IM user to an SMS only ugebeforwarded to the SMS only user on SMS. Repfrom the SMS
only user sent on SMS will be delivered as instaessages to the IM user.The SMSes are processedaaided by the IM
users as SMSes and IMs can be sent back to SMSusety that receive them as SMSes.

18.2 Recommendation

Servers SHOULD provide presence state of SMS os#ysiin accordance with GSMA Phase 2 Service diefini
[GSMAPH2], also, since the Client-ID element isuiegd for client presence attributes in OMA IMPS, 4t is
RECOMMENDED that all client presence attributesIMS only users must use a Client-ID containingMt& SDN
(international format) of the SMS only users.

¢ OnlineStatus: Qualifier=T, PresenceValue=T, CliBatVSISDN,

¢ ClientInfo: Qualifier=T, ClientType=CLlI, ClientID=I8ISDN,

¢ UserAvailability: Qualifier=T, PresenceValue=AVAILBLE,

e StatusText: Qualifier=T, PresenceValue=SMS-only,

e CommCap: Qualifier=T, Cap=SMS, Status=Open
Clients SHOULD visually display SMS only users with indication that they are on SMS.
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19. Extending clients with custom menu items

19.1 Rationale

"An Operator wants the end user to be able to perfself administration from the IMPS client."

In several operators' network operators wish tio tive use of the service with service provider djgeservices. This could
be for instance self-administration of the end 'ssmibscription, or self-administration of the gserivate profile containing
more data about the user than what is containdtkifiM client.

Self administration is here suggested solved myafbr the operator to provide a customized menthénclient where each
item in the menu is a link to a WAP/WEB page.

19.2 Recommendation

IM clients SHOULD negotiate support for the OMA Ii8Rextended service content type. The content tyje thegotiated
is

application/vnd.oma.imps.extendedservice

Servers who understand this content type and wh@habled extended services SHOULD as soon aspwssend an IM to
the client with the extended service content. Gfievho receive such content SHOULD be preparecialle the IM
differently than any other IM destined for the udéote that the content type can only be negotidtdek device the client
runs on a device that supports a WAP/WEB browser.

The IM sent to the client containing the extendexyise must be addressed to the particular usercdhtent type SHOULD
be application/vnd.oma.imps.extendedservice , and the content SHOULD follow the following ABNérmat:

EXTENDED_SERVICE_MESSAGE = “MENUITEM:” MENU_TEXT “: (URL
MENU_TEXT = *(ALPHA / DIGIT/ SP)
URL = see ABNF for URL in [RFC 3986]

MENU_TEXT is the actual text to display on the nti&J| and the URL is a link to a WAP/WEB page wh#re user can
perform the extended service.

Clients SHOULD present the extended service IM ageau item. The menu item should be rendered Wwilserver
proposed menu text. Clients SHOULD open the WAP/WEBvser with the menu items URL when the userctelthe
menu item.

Clients who do not have menu support SHOULD NOTotie¢ge support for the content type.

Example of a customized URL IM:

<NewMessage>
<Messagelnfo>
<MessagelD>0x0000f132</MessagelD>
<ContentType>application/vnd.oma.imps.exten dedservice</ContentType>
<ContentEncoding>None</ContentEncoding>
<ContentSize>41</ContentSize>
<Recipient>
<User>
<UserID>wv:someuser@domain</UserID>
</User>
</Recipient>
<Sender>
<User>
<UserID>wv:system@domain</UserID>
</User>
</Sender>
<DateTime>20010925T1340Z</DateTime>
<Validity>600</Validity>
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</Messagelnfo>
<ContentData>

MENUITEM:Manage My Subscriptions:URL:http:// wap.someserver.com/subscription
</ContentData>

</NewMessage>
Clients SHOULD store the menu item between sesdmasoid resending of the menu item upon eacmldgihen a client
receives a new menu item while already having ¢oied, then the previous menu item should be repléy the newly
received menu item. Servers SHOULD register thadréicular client defined by the clients Client2s received a menu
message and servers SHOULD not re-send the mersagesanless there are any changes to the menu.

Clients SHOULD in no circumstances make the IMbissito the end user.
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20. Service provider network indication
20.1 Rationale

"Alice wants to know whether Bob is on her pricanpdr not."

Service providers increasingly have advantageadas ptans for end users that all belong to the sseneice provider. In
some cases, these involve free calls to all thelpdwmaving this price plan. However, it is not efmythe end user to know
who belongs to what price plan. This can be solwedsing a separate presence field to indicats¢héce provider the user
belongs to.

20.2 Recommendation

If the server makes use of the PLMN field, clieBtdOULD use it to represent these contacts wittffaréint icon than the
others.
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21. Optimized network usage

21.1 Rationale

"Alice wants to send a picture 33% faster than dldrclient does."

Most clients use BASE64 encoding for multi-mediatemt on CSP requests. This leads to a 33% oweidrethe network
transmission of multi-media e.g. pictures, filesl@aound content. For plain XML there is no othewywf transporting
binary content, however, the WBXML specificatiofoals for use of inline opaque data. This meanschents and servers
can embed binary content “as is” without applying &ansfer encoding.

The WBXML specification has no notion on requirgcbptional features and the OMA IMPS specificatitmes not mention
this in particular. Also, existing clients on IMRSL/1.2.1 have not used this feature. This impghes a server cannot use
inline opaque data towards clients since a seenat be sure that the client understands inlirzgjoe data.

21.2 Recommendation

To indicate support for inline opaque data transfients and servers SHOULD negotiate the IDENTkfahsfer encoding
during client capability negotiation.
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22. Efficient network usage when idle
22.1 Rationale

"Alice wants to use her phone for days and dayBowitre-charging the battery."

The optimal usage of the CIR mechanisms leadsatalility of the client to be "always on" withouwirsuming battery
resources on the terminal when the client is naictive use.

22.2 Recommendation

Clients SHOULD use at least one IP based CIR meftwoititensive periods of usage of the client, aliehts SHOULD in
addition use at least one SMS based CIR methogeiaods between intensive periods of usage oflthetcAlso, clients
SHOULD actively takes down the IP based CIR medmanvhen it deems that the client is not in inteagsise, in which
case the server reverts to a SMS based CIR meahanis

Provided the client supports more than one CIR @eisim at a time, then the client SHOULD prioritbeween the
different CIR mechanisms in the following order:

» STCP

« SUDP

«  WAPUDP
«  WAPSMS
+ SSMS

« SHTTP

As given in the specification a server is to usR @iethods in the order and with availability asstad by the client.
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23. Standalone SMS CIR compatibility
23.1 Rationale

"Alice wants to use a third-party IM applicationhigh conflicts with the native IM application."

The registered port for the standalone SMS CIR ebkis 3716. For a third party application it magyimpossible to listen
to incoming SMSs to this port, since a native aggtion (or another third party application) is abig using it. There is a
need for specifying an alternative port to be uUsedtandalone SMS CIR.

23.2 Recommendation

Clients SHOULD try to use the reserved port (37b6standalone SMS CIR. However, if it's impossitberegister to that
port, then clients SHOULD negotiate another poim@sn extension block to the ClientCapability-Resfu

The server SHOULD respond with the same port nurimben extension block to the ClientCapability-Resge, and send
any standalone SMS CIR messages to the indicated po

If the server does not support these implementafiodelines, the extension block will be ignored &me server will
respond without the SMS port in the response. &i&HOULD then renegotiate to other appropriate @Ehods.

The following is the DTD for the extension block:

<?xml version="1.0" encoding="UTF-8"?>
<I[ELEMENT SMSPort (#PCDATA)>

Defined information elements are:

Information element SMSPort

Data type Integer

Format An integer expressed in decimal format.
Description The client may indicate that it supports other than

the default port for the standalone SMS CIR

method.

Range 49152 — 65535 (see [IANAPorts]

Table 15: SM SPort information element

23.3 Examples

Client sends the ClientCapability-Request indiaatimat it will listen to SSMS messages on port 2000

<Transaction>
<TransactionDescriptor>

</TransactionDescriptor>
<TransactionContent>
<ClientCapability-Request>
<CapabilityList>

<SupportedCIRMethod>STCP</SupportedCIRMetho d>
<SupportedCIRMethod>SSMS</SupportedCIRMetho d>
</CapabilityList>
</ClientCapability-Request>
</TransactionContent>
<ExtBlock xmIns="http://www.openmobilealliance.or g/DTD/IMPS1.3-1G1.0">
<SMSPort>50000</SMSPort>
</ExtBlock>
</Transaction>
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Server responds with the Client-Capability-Response

<Transaction>
<TransactionDescriptor>

</TransactionDescriptor>
<TransactionContent>
<ClientCapability-Response>
<AgreedCapabilityList>

<SupportedCIRMethod>SSMS</SupportedCIRMetho
</AgreedCapabilityList>

</ClientCapability-Response>

</TransactionContent>

<ExtBlock xmIns="http://www.openmobilealliance.or
<SMSPort>50000</SMSPort>

</ExtBlock>

</Transaction>

d>

g/DTD/IMPS1.3-1G1.0">
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24. Advice of charge
24.1 Rationale

Alice wants to send a large file to Bob, which mrenexpensive than a text IM, and the operatorfigstiher of the cost.

System Messages can be displayed to the user éir@aguring the session. One of the usages caultd bdvice the user of
the cost of a certain action. For example wheruder sends a file as an IM the operator could advie user of the cost of
this action.

This section intends to clarify how advice of clet@an be used using System Messages.

The System Message can optionally include optiortaltvays allow extra charge for this content typ&lways allow extra
charge when sending a message to this user”, “alatgw costs that are equal or less to this ameanter amount
below>", “do not notify me until | reach this amduwf additional cost <enter amount below>" , etcatoid spamming the
user with advice of charge messages.

24.2 Use cases and examples

24.2.1 End user is advised of the cost of the action

Actors: End user, Client, Server

Success Guarantees: End user is advised of thefcib&t action

Preconditions: Client, Server

Trigger: Step 1

Main Success 1. End user sends afile as an IM

Scenario: 2. Client sends a SendMessageRequest to the server

3. Server responds with a Status 100 and includest@®yMessage asking the user to accepteq
the cost additional cost(s) associated with delingthe content

4. The client presents the System Message to the user

5. The user accepts the additional cost indicatederSystem Message

The client responds to the server with a Systemitgsdser transaction conveying the user’s
choice

7. The server responds with a SendMessageResponsatindisuccess

Extension Scenarios; User regectsthe cost
5b. The user rejects the additional cost indicatethénSystem Message

6b. The client responds to the server witha SystemMgeddser transaction, conveying the user’s
choice

7b. The server responds with a SendMessageResponsatindifailure

Variations:

Design Notes:

Table 16: Advice of charge

24.2.2 User accepts cost example

Client sends a SendMessageRequest to the server

<SendMessage-Request>
<DeliveryReport>T</DeliveryReport>
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<Messagelnfo>
<ContentType>image/jpeg</ContentType>
<ContentEncoding>BASE64</ContentEncoding>
<ContentSize>1048576</ContentSize>
<Recipient><User><UserID>wv:bob@imps.com</Userl D></User></Recipient>
<Sender><User><UserID>wv:alice@imps.com</User|D ></User></Sender>
<Validity>600</Validity>

</Messagelnfo>

<ContentData>...</ContentData>

</SendMessage-Request>

Server responds with a Status 100 and includest@®@yMessage asking the user to accepted the fdbst message

<Status>
<Result>
<Code>100</Code>
<SystemMessageList>
<SystemMessage>
<SystemMessagelD>0x1234</SystemMessagelD>
<SystemMessageText>Sending this message wil | cost you $1.</SystemMessageText>
<AnswerOptions>
<AnswerOption>
<AnswerOptionID>0</AnswerOption|D>
<AnswerOptionText>Accept<AnswerOptionTe xt>
</AnswerOption>
<AnswerOption>
<AnswerOptionID>1</AnswerOption|D>
<AnswerOptionText>Decline<AnswerOptionT ext>
</AnswerOption>
</AnswerOptions>
</SystemMessage>
</SystemMessageList>
</Result>
</Status>

4. User accepts the System Message and the séads a SystemMessageUser to the server

<SystemMessage-User>
<SystemMessageResponseList>
<SystemMessageResponse>
<SystemMessagelD>0x1234</SystemMessagelD>
<ChosenOptionID>0</ChosenOptionID>
</SystemMessageResponse>
</SystemMessageResponseList>
</SystemMessage-User>

5. Server responds with a SendMessageResponsatingisuccess

<SendMessage-Response>
<Result>
<Code>200</Code>
<Description>Successfully completed.</Descripti on>
</Result>
<MessagelD>0x0000f132</MessagelD>
</SendMessage-Response>

24.2.3 User rejects cost example

4b. User rejects the System Message and the skals a SystemMessageUser to the server

<SystemMessage-User>
<SystemMessageResponseList>
<SystemMessageResponse>
<SystemMessagelD>0x1234</SystemMessagelD>
<ChosenOptionID>1</ChosenOptionID>
</SystemMessageResponse>
</SystemMessageResponseList>
</SystemMessage-User>

5b. Server responds with a SendMessageResponsatindifailure

<SendMessage-Response>
<Result>
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<Code>540</Code>
<Description>Cost not accepted</Description>
</Result>
<MessagelD>0x0000f132</MessagelD>
</SendMessage-Response>
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25. Large Contact Lists
25.1 Rationale

"Alice wants to see the same contacts on her phsrmn her PC client.”

Limited memory on mobile handsets can introduckallenge in having long contact lists displayethia client. The client
needs to store presence state and possibly ditdteggan each contact.

25.2 Recommendation

The client SHOULD inform the server of the maximammber of contacts it can handle. This SHOULD beedehen the
client does the ClientCapability request duringndgy using the MaxContacts element in the ExtBlelgknent.

<?xml version="1.0" encoding="UTF-8"?>
<IELEMENT MaxContacts (#PCDATA)>

Defined information elements are:

Information element MaxContacts

Data type Integer

Format An integer expressed in decimal format.

Description The client may indicate the maximum number of cotstét can handle
Range Defined in section 4.2 in [DataTypes]

Table 17: MaxContactsinformation e ement

The server SHOULD not store the the MaxContactaesbketween sessions. Also, the setting only apfdidise client who
set the value. The value must not be disclosedymther client of the user.

If a the user has more contacts in any contadtiast allowed in the client, the server SHOULD fitipe the contacts in an
optimal manner, and only deliver up to the maximmumber of contacts to the client on a contacigéttrequest
(ListMange-Request). When a server finds it necgssaupdate the the set of contact enlisted irctiemt, then the server
SHOULD inform the client about changes in the conligt by issuing a ContactList-Changed generéification to the
client.

The MaxContacts property must be considered avaralbnumber of friends which the client can handind hence it is the
limiting factor in a client and not the number géfds on a particular list.

The rules for generating the selection of contacthe server side can be based on actions tak#drelglient and events
happening on any of the friends in the contactskst Events which may affect the selection of actstto present to the
client can be any one of:

¢ Addition, removal of friends,

«  Blocking/unblocking of friends,

* IM received from or sent to friends,

* Presence updates on friends (e.g, online/offliatustchanges)

Server implementation of the selection algorithnO&H.D use some kind of heuristic to choose the belgction of friends
to present to the client (e.g, choose friends whieruser has often exchanged instant messages with)

25.2.1 Example

The user logs in with a client on that only sup@frtcontacts. The follow example shows how thentiieforms the server
about this limit by setting the MaxContacts propem the ClientCapability-Request:
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Example of a ClientCapability-Request with the I@axtacts element present:

<Transaction>
<TransactionDescriptor>

</TransactionDescriptor>
<TransactionContent>
<ClientCapability-Request>
<CapabilityList>

</CapabilityList>
</ClientCapability-Request>
</TransactionContent>
<ExtBlock xmins="http://www.openmobilealliance.or g/DTD/IMPS1.3-1G1.0">
<MaxContacts>30</MaxContacts>
</ExtBlock>
</Transaction>

25.3 Content-types defined

application/vnd.oma.imps.typing-alert Typing alivis Section 16.3
application/vnd.oma.imps.nudge; vendor=oma-imps  déuid1s Section 16.4
application/vnd.oma.imps.extendedservice Extendedee menu IMs Section 19.1
25.4 DTDs

Extension to the PresenceSubList defined withimidmaespace
http://www.openmobilealliance.org/DTD/IMPS1.3-1G1.0 is as follows:

<?xml version="1.0" encoding="UTF-8"?>

<IELEMENT IdleState (Qualifier?, PresenceValue?, Cl ientlD?)>

<IELEMENT IdleSince (Qualifier?, PresenceValue?, Cl ientID?)>

Extension to to the ExtBlock defined within the respace
http://www.openmobilealliance.org/DTD/IMPS1.3-1G1.0 is as follows:
<?xml version="1.0" encoding="UTF-8"?>

<IELEMENT SMSPort (#PCDATA)>
<IELEMENT MaxContacts (#PCDATA)>
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