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1. Scope

This document defines the Control Plane signalimggdures of the PoC Client and PoC Server for Ruslalk over
Cellular (PoC) service. Example detailed signafiows for the reference points POC-1, POC-2 and Hre also included in

this specification.

This Control Plane specification is based on tlee@dures specified in [OMA-PoC-ADHigh level procedures”.
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3. Terminology and Conventions

3.1

Conventions

The key words “MUST", “MUST NOT", “REQUIRED", “SHAL", “SHALL NOT", “SHOULD", “SHOULD NOT",
“RECOMMENDED", “MAY", and “OPTIONAL" in this documat are to be interpreted as specified in [RFC2119].

All subclauses and appendixes, except clauskchpé and clause 4lthtroductiort, are normative, unless they are explicitly
indicated to be informative.

3.2

1-1 PoC Session

Access Control

Ad-hoc PoC Group
Session

Answer Mode
Answer Mode Indication

Application Server

Authenticated
Originator's PoC
Address

Automatic Answer
Mode

Chat PoC Group

Chat PoC Group
Session
Conference-factory-URI

Confirmed Indication

Control Plane

Controlling PoC
Function

Exploder URI

Filter Criteria

Group

Definitions

A feature enabling a PoC User to establish a PaSi@ewith another PoC User

PoC User specified rules that restrict the settoéioPoC Users that may establish PoC Sessiohgto t
PoC User.

An Ad-hoc PoC Group Session is a PoC Session fdtipleiPoC Users that does not involve the use or
definition of a Pre-arranged or Chat PoC Group.

The current Answer Mode setting preference of th€ Bser..
The Answer Mode Indication is the current Answerddd@oC Service Setting of the PoC Client.

In 3GPP/3GPP2 IMS, is a functional entity that iempénts the service logic for SIP sessions. When the
SIP/IP Core used for the PoC service is accorairR2PP/3GPP2 IMS specifications, the PoC Server
implements the Application Server functionality.

The Authenticated Originator's PoC Address is th€ Rddress of the PoC User at the originating or
terminating PoC Client that has been validatechieySIP/IP Core or the PoC Group Identity used by th
PoC Server performing the Controlling PoC Functidren inviting PoC Users to a PoC Group Session.

Automatic Answer Mode is a PoC Client mode of opiersin which the PoC Client accepts a PoC
Session establishment request without manual ieteion from the PoC User; Media is immediately
played when received.

A Chat PoC Group is a persistent PoC Group wherithivite-members> element is set to “false” as
specified in the [OMA-POC-XDM] PoC Groug and in which a PoC User individually joins to leaa

PoC Session with other joined PoC Users, i.e.etftablishment of a PoC Session to a Chat PoC Group
does not result in other members of the Chat PafliBbeing invited.

A Chat PoC Group Session is a PoC Session estadllista Chat PoC Group.

A Conference-Factory-URI for PoC service is a psmried SIP URI that identifies the PoC service in
the Home PoC Network.

A Confirmed Indication is a signalling message me¢d by the PoC Server to confirm that the PoC
Server, all other network elements intermediarth®oPoC Server and a terminating PoC Client ale ab
and willing to receive Media.

The Control Plane is the specification of the sligiia between the PoC Client and PoC Server, and
between PoC Servers for the Push to talk over 2el{RoC) service.

The Controlling PoC Function is implemented in £RRerver and provides centralized PoC Session
handling, which includes RTP Media distributionJKrBurst Control, policy enforcement for
participation in Group Sessions, and the Partidipgormation.

An Exploder URI is an address of a SIP URI-listvgss. A URI-list service is a specialized applicati
service that receives a SIP request with a lié#Rfs and generates a similar SIP request to eattfeof
URIs on the list. The SIP URI-list service includesopy of the body of the original SIP requeghim
generated SIP requests.

Filter Criteria is routing logic used in the 3GPBRP2 IMS SIP/IP Core to route SIP requests to the
correct Application Server.

A Group is a predefined set of PoC Users thatestified by a SIP URI. A PoC Client uses the Graup
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Group Advertisement

Group List

Home PoC Network

Home PoC Server

Incoming Instant
Personal Alert Barring

Incoming PoC Session
Barring

Instant Personal Alert

Invited PoC Client
Invited PoC User
Inviting PoC Client

Manual Answer Mode

Media Parameters

Nick Name

On-demand Session

Originating PoC Service
Point Trigger

Participant

Participating PoC
Function

PoC Address

PoC Client

PoC Group

PoC Group Identity
PoC Group Name
PoC Group Session

PoC Server

establish PoC Sessions and to define PoC Sessiessapolicy.

A Group Advertisement is a feature that providesdhpability to inform other PoC Users of the
existence of a PoC Group.

A list of members in a Pre-arranged or Restricthdt®oC Group. Each member is identified by a SIP
URI or a TEL URI.

The Home PoC Network is a network comprising a IBIfore and PoC Server, both operated by the
user's PoC service provider. The Home PoC Netvgdithe same as the Home Network defined in
3GPP/3GPP2 IMS specifications.

The Home PoC Server is the PoC Server owned byceguvovider that provides PoC service to the user.

Incoming Instant Personal Alert Barring is a Po@v&e Setting for the PoC Client that conveys tb€P
User's desire for the PoC service to block all mirg Instant Personal Alerts.

Incoming PoC Session Barring is a PoC Servicerggftir the PoC Client that conveys the PoC User's
desire for the PoC service to block all incomin@PRession requests.

Instant Personal Alert is a feature in which a Riser sends a SIP based instant message to a PoC Use
requesting a 1-1 PoC Session.

An Invited PoC Client is a PoC Client that is imdtto a PoC Session.
The PoC User who has been invited to a PoC Session.
An Inviting PoC Client is a PoC Client that invitether PoC User(s) to a PoC Session.

Manual Answer Mode is a mode of operation in whtehPoC Client requires the PoC User to manually
accept the PoC Session invitation before the PaSi@eis established.

Media Parameters are SIP/SDP based informatioreexgelt between the PoC Server and the PoC Client
that specify the characteristics of the media fBIo&€ Session being established or that alreadysexis

A user-friendly display name that might be asseciab a PoC User or a PoC Group. The Nick Name
can either be provided as a "display-name" in at@ider or in the <display-name> child elemenhef t
<entry> element for the PoC User or for the PoCu@ras specified in [OMA-POC-XDMS].

An On-demand Session is a PoC Session set-up msohamwhich all Media Parameters are negotiated
at PoC Session establishment.

An Originating PoC Service Point Trigger is a filtgiterion for a dialog initiating SIP request finca
(PoC) SIP User Agent. For a definition and addifieformation on "Service Point Triggers" when the
SIP/IP Core is 3GPP/3GPP2 IMS, see [3GPP TS 29@78|GPP2 X.S0013.005] for more information.

A Participant is a PoC User in a PoC Session.

The Participating PoC Function is implemented Po& Server, and provides PoC Session handling,
which includes policy enforcement for incoming P8€ssions and relays Talk Burst Control messages
between the PoC Client and the PoC Server perfarthia Controlling PoC Function. The Participating
PoC Function may also relay RTP Media between 4 @lient and the PoC Server performing the
Controlling PoC Function.

A PoC Address identifies a PoC User. The PoC Addeas be used by one PoC User to request
communication with other PoC Users. If SIP/IP Carthe IMS the PoC Address is a public user
identity.

A PoC Client is a PoC functional entity that resid@ the PoC User Equipment that supports the PoC
service.

A PoC Group is a predefined set of PoC Users tegetith its attributes. A PoC Group is identifieg d
SIP URL.

The PoC Group Identity is a SIP URI of the Pre+aged PoC Group or Chat PoC Group.
Indicates the name of the PoC Group that can keepted to the PoC User.
A PoC Group Session is a Pre-arranged PoC Growo&d?oC Group or Chat PoC Group Session.

The PoC Server implements the 3GPP/3GPP2 IMS apinliclevel network functionality for the PoC
service. A PoC Server may perform the role of tbetlling PoC Function or Participating PoC
Function, or both at the same time.
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PoC Service Setting

PoC Session

PoC Session Identity

PoC User

Pre-arranged PoC
Group

Pre-established Session

Primary PoC Session

Restricted Group

RTP Media
RTP Session

Secondary PoC Session

Served PoC User

Session Type

SigComp

Simultaneous PoC
Session

Simultanoeus PoC
Sessions Support

SIP Session

SIP URI

SIP User Agent
Talk Burst
Talk Burst Control

The PoC Service Settings are Answer Mode Indicatimoming PoC Session Barring, Incoming Instant
Personal Alert Barring and Simultaneous PoC SesSigport.

A PoC Session is a SIP Session established byrtioegures of this specification. This specificatio
supports the following types of PoC Sessions: Pe€C, Ad-hoc PoC Group, Pre-arranged PoC Group, or
Chat PoC Group Session.

SIP URI, which identifies the PoC Session and wisish be used for routing initial SIP requestss It
received by the PoC Client during the PoC Sessitabishment in the Contact header and/or in the
TBCP Connect message in case of using Pre-estedlBéssion.

A PoC User is a user of the PoC service.
NOTE: In [PoC RD V1.0] the term “PoC Subscribers@metimes used to mean the same as
term “PoC User" in [OMA PoC AD], [OMA PoC CP] an®@MA PoC UP].

A Pre-arranged PoC Group is a persistent PoC Grelagre the <invite-members> element is set to
“true” as specified in the [OMA-POC-XDM]PoC Groug. The establishment of a PoC Session to a
Pre-arranged PoC Group results in all members bpinigd.

The Pre-established Session is a SIP Sessionisk&bbetween the PoC Client and the Home PoC
Server. The PoC Client establishes the Pre-ésitahl Session prior to making requests for PoC
Sessions to other PoC Users. To establish a Ps§idBebased on a SIP request from the user, the PoC
Server conferences other PoC Servers/Users tarthedfablished Session so as to create an endito-en
connection.

The Primary PoC Session is a PoC Session thata@id Rer selects in preference to other PoC Sessions
When the user has Simultaneous PoC Sessions,itharPiPoC Session has a priority over Secondary
PoC Sessions.

A Group that can be joined only by a PoC User ihatmember of the Group. A Restricted Group has a
Group List.

RTP Media is the media carried in an RTP payload.

A RTP Session is considered as an associatioralioats exchange of RTP Media streams and RTCP
messages among a set of PoC functional entities.

A Secondary PoC Session is a PoC Session for whé&RoC User receives media when there is no
media present on the Primary PoC Session.

A PoC User that obtains a PoC service from a Pa@eB#cated in the Home PoC Network.

A Session Type is a SIP URI-parameter used to gotiheetype of SIP URI, and may take on one of the
following values: adhoc, prearranged, chat or 1-1.

SIGCOMP is a signaling compression mechanism spddifi [RFC3320]; SIGCOMP in PoC provides
for the compression of SIP requests and responses.

When a PoC User is a Participant in more than @ $ession simultaneously using the same PoC
Client.

Simultaneous PoC Sessions Support is a PoC Sé&ettiag for the PoC Client that conveys the PoC
Client is able and PoC User is willing to use Sitanéous PoC Sessions.

A SIP Session is a SIP dialog. From RFC 3261 Pad#log is defined as follows: A dialog is a p&er-
peer SIP relationship between two UAs that peréistsome time. A dialog is established by SIP
messages, such as a 2xx response to an INVITEsedudialog is identified by a call identifier,dal
tag, and a remote tag. A dialog was formerly knasra call leg in RFC 2543.

From RFC 3261: "A SIP or SIPS URI identifies a cammigations resource" and "follows the guidelines
in RFC 2396 [5]". PoC uses SIP URIs to identifyCR@lients, PoC Servers, and PoC Sessions, resource
lists that point to URI lists, etc.

A SIP User Agent is any SIP peer that performss&dRaling [RFC3261].
A Talk Burst is the flow of media from a PoC Cliemhile that has the permission to send media.

Talk Burst Control is a control mechanism that iabés requests from the PoC Clients, for the tight
send media.
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Talk Burst Control
Protocol

Talker Identification

Terminating PoC
Service Point Trigger

Unconfirmed Indication

Unrestricted Group
User
User Equipment

User Plane

NOTE: In [PoC RD V1.0] the term “Floor Control” issed to mean the same as term “Talk Burst
Control“ in [OMA PoC AD], [OMA PoC CP] and [OMA PoOP].

Talk Burst Control Protocol (TBCP) is a protocot feerforming Talk Burst Control, and is defined in
these specifications.

Talker Identification is the procedure by which therent talker's identity is determined and made
known to listeners on the PoC Session.

A Terminating PoC Service Point Trigger is a filteiterion for a dialog initiating SIP request t¢RoC)
SIP User Agent. For a definition and addition&rmation on "Service Point Triggers" when the 8P/
Core is 3GPP/3GPP2 IMS, see [3GPP TS 29.228] dP5X.S0013.005] for more information.

The Unconfirmed Indication is an indication retudriyy the PoC Server to confirm that it is able to
receive media and believes the PoC Client is abéetept media; the PoC Server sends the Uncorfirme
Indication prior to determining that all egressnedmts are ready or even able to receive media.

An Unrestricted Group is a PoC Group that any Pe€runay join.
A User is any entity that uses the described featthrough the User Equipment.
User Equipment is a hardware device that suppd?&Client e.g., a wireless phone.

The User Plane includes the media and media caigoaling (e.g., Talk Burst Control Protocol)
between the PoC Client and PoC Server as welltaseba PoC Servers.

3.3 Abbreviations

3GPP 3rd Generation Partnership Project
3GPP2 3rd Generation Partnership Project 2
AD Architecture Document

APP Application-defined RTCP packet
B2BUA Back to Back User Agent

DM Device Management

IAB Incoming Personal Alert Barring
IANA Internet Assigned Numbers Authority
IETF Internet Engineering Task Force

IMS IP Multimedia Subsystem

IP Internet Protocol

ISB Incoming Session Barring

MIME Multipurpose Internet Mail Extensions
MO Management Object

OMA Open Mobile Alliance

PDA Personal Digital Assistant

PoC Push to talk over Cellular

RFC Request For Comments (IETF specifications)
RTCP RTP Control Protocol

RTP Real-time Transport Protocol

SCR Static Conformance Requirements
SDP Session Description Protocol
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SIP
SSS
TBCP
TS
UAC
UAS
ucs
uUbDP
UE
UP
URI
URL
uUsD
UTF-8
XDM
XML

Session Initiation Protocol

Simultaneous PoC Sessions Support

Talk Burst Control Protocol

Technical Specification (3GPP specifications)

User Agent Client

User Agent Server

Universal Character Set
User Datagram Protocol
User Equipment

User Plane

Uniform Resource Identifier
Uniform Resource Locator
User Specific Dictionary

UCS Transformation Format 8
XML Document Management

Extensible Mark-up Language
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4. Introduction

This specification contains the Control Plane pduees for the Push-To-Talk over Cellular (PoC) geron the POC-1,
POC-2 and IP-1 reference points as specified in feRdC-AD].

The document is structured in the following way:

Clause 5: Common procedurésiefines the common procedures and general ptesigvhich are not described in the
3GPP/3GPP2 specifications.

Clause 6: Procedures at the PoC Cli¢rdefines the originating and terminating proceduatthe PoC Client required to
realize these respective features of the PoC servic

Clause 7: Procedures at the PoC Serlelefines the originating and terminating proceduaethe PoC Server, when it
performs Controlling and Participating PoC Functiamd the determination of the PoC Server role.

Appendix A: 'Static conformance requirements (SCR)an informative annex containing tables of mamgeand optional
features.

Appendix B: "The parameters to be provisioned for PoC sef\ig@a normative annex for PoC provisioning parareet

Appendix C: Presence Information Elements and Proceduigs normative appendix that defines the PoCifipec
Presence Information Elements and the Presenceduoes, which the PoC functional entities followonder to perform
Presence related actions.

Appendix D: 'Initial Filter Criteria" is an informative annex to describe with logi@eples the originating and terminating
filter criteria for the IMS to support the PoC ftionality.

Appendix E: Documentation of SIP, SDP and XML extensiesisin informative annex to describe the needéersions in
SIP, SDP and XML.

Appendix F: 'Examples of Signalling Flowss an informative annex to describe some of thealing flows.

Appendix G: 'Change Historydescribes the document version history.
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5. Common procedures

5.1 General

The procedures in this specification are preseintéide form of procedural description. The ordettef procedural steps can
be significant and deviating from the presentecpdn result in interoperability problems.

All Control Plane signalling requests and respotstaeen PoC Client and PoC Server, as well asdeetWwoC Servers,
SHALL route via the SIP/IP Core as specified in [@#0C-AD]. When the SIP/IP Core corresponds to 3GBPP2 IMS,
then the SIP routing procedures are specified 82f.229] /[3GPP2 X.S0013.4].

5.2 Authenticated Originator's PoC Address

The Authenticated Originator's PoC Address is th€ Rddress of the PoC User at the originating omieating PoC Client
that has been validated by the SIP/IP Core or & Group Identity used by the PoC Server perforntiiregControlling PoC
Function when inviting PoC Users to a PoC GrousiBes

When the SIP/IP Core corresponds to 3GPP/3GPP2thé8,the Authenticated Originator's PoC Addresoigained in the
P-Asserted-ldentity header according to rules andqulures of [TS24.229] /[3GPP2 X.S0013.4]. ThE Rtient MAY
insert a P-Preferred-Identity header, which comstaiffoC Client preferred identity, for the SIP/I®¥€to use inside the P-
Asserted-identity header. If privacy is requirdts From header SHALL contain an anonymous URI.

The From header MAY be used to carry the Authetgit®riginator's PoC Address, and MAY be suppobigthe PoC
Server. The PoC Server MAY be able to support atihéuticated Originator's PoC Address in the Froadee if the PoC
Server has transitive trust with the SIP/IP Conel iithe SIP/IP Core is able to perform proxy amtication of the PoC
Client.

If the PoC Server cannot obtain an Authenticatadi@ator's PoC Address for an initial request it/&H reject the request
with a SIP 403 "Forbidden" response.
5.3 Signaling compression

If the SIP/IP Core supports SIP signaling compaegshe SIP/IP Core SHALL support SIGCOMP, as djetin [RFC
3320], [RFC 3485] and [RFC 3486].

The PoC Client SHOULD compress the SIP signalirgpeting to rules and procedures of [RFC 3320], [R¥85] and
[RFC 3486] to reduce the transmission delays.

If the PoC Client initiates the signaling compressaccording to rules and procedures of [RFC 33RHC 3485] and [RFC
3486], then the SIP/IP Core SHALL compress thestgiRaling according to rules and procedures of [BB20], [RFC
3485] and [RFC 3486].

The PoC Client and the SIP/IP Core MAY supporteftdtcompression like dynamic compression, UsercBipe
Dictionaries (USD) or other SigComp extended openatto improve the compression efficiency andutthfer reduce
transmission delays (a definition of dynamic comspien, USD and a description of other SigComp eld¢droperations is
specified in [RFC 3321]).

NOTE: Dynamic compression and USD can be impleetenithout using the extended operations mechanigms
[RFC 3321], which is referenced here in the inteogéshoroughness.

5.4 Nick Name

The PoC Server and the PoC Client MAY send Nick Bsim SIP requests and SIP responses.

If a PoC Server supports sending Nick Names inr&tfaests and SIP responses the use of Nick Nam&ELSbe
controlled by an service provider option which makepossible to enable or disable the sendingiok Names.
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The following text describes the procedures inRb€ Client and the PoC Server when the PoC Cliethtlze PoC Server
support sending of Nick Names:

A PoC Client MAY provide the inviting PoC User’sditi Name in the "display-name" part of the Authesttiéd Originator’s
PoC Address, i.e. in the P-Preferred-ldentity headee.g. when the P-Preferred-Identity headeotsncluded, in the From
header of the initial SIP INVITE request or SIP BEFrequest sent towards the PoC Server perforrhm@articipating
PoC Function.

NOTE 1: A Nick Name included in the P-Preferredritiy header is moved to the P-Asserted-Identitydee by the
underlying SIP / IP Core if validation of the Po@dkess is successful as described in [RFC 3325]. If
validation of the PoC Address fails the SIP /IP &€uoses a default PoC Address in the P-Asserteditglen
header and the Nick Name, if included in the P-&trefl-ldentity header, is lost. A Nick Name in Brem
header is never lost.

The PoC Server performing the Participating PoCckan SHALL provide the inviting PoC User’s Nick Ne, if a
configured Nick Name is available, in the "displegme" part of the Authenticated Originator's PoQfass in the initial
SIP INVITE request before sending the initial SN¥ITE request to the PoC Server performing the @sling PoC
Function. If the Authenticated Originator's PoC Aesss already includes a Nick Name it SHALL be replby the
configured Nick Name.

The terminating PoC Client MAY provide the invitBdC User’s Nick Name in the "display-name" parth&f To header of
the SIP 200 “OK” response to an initial INVITE rexgt sent to SIP/IP Core the PoC Server perforniadParticipating PoC
Function.

The PoC Server performing the Participating PoCckan SHALL provide the invited PoC User’s Nick Nanif a
configured Nick Name is available, in the "displagme” part of the Authenticated Originator's PoQifess in SIP 200
“OK” responses to initial SIP INVITE requests bef@ending the SIP 200 “OK” response to the PoCe3grerforming the
Controlling PoC Function. If the Authenticated OGmigtor's PoC Address already includes a Nick Nan8HALL be
replace by the configured Nick Name.

The PoC Server performing the Controlling PoC FiamcSHALL collect Nick Names, if Nick Names for Baipants in a
PoC Session are provided, according to the follgvanority order:

- 1. The string e.g. “Anonymous” or no Nick Name ase privacy is requested; or,

- 2. The <display-name> child element of the <en&lement for PoC Users in PoC Group definitionspeciied in
[PoC-XDM Specification] if <display-name> is defifieor,

- 3. The Nick Names received in the “display-nameat pathe Authenticated Originator's PoC Addressnitial SIP
requests and SIP 200 “OK” responses to the iriBl requests from Participants; or,

- 4. The Nick Names received in the “display-name't pdthe From header of initial SIP requests athi@ “display-
name” part of the To header of the SIP 200 “OK’b@sses to the initial SIP requests from Participant

The PoC Server performing the Controlling PoC FamcEHALL use the <display-name> element definefPioC-XDM
Specification] PoC Group as the Nick Name for the PoC Group in case ofeeAranged PoC Group Session or a Chat
PoC Group Session if the <display-name> elemen¢fisied.

The PoC Server performing the Controlling PoC FiemcSHALL include a Nick Name, if a Nick Name isaiable, in the
Authenticated Originator’s address of the initi SNVITE request before inviting a PoC User to@PSession.

NOTE 2: The PoC Server performing Controlling Pa@étion use the Nick Name as part of the Talkentifieation as
specified in [OMA-POC-UP] Talker Identificatiofi, as part of Participant Information as described
subclause 7.2.1.1P6C Session Participant requést

The PoC Client MAY, override Nick Names receiveanfrthe PoC Server if a locally stored display nésrevailable in the
User Equipment.
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5.5 Error handling

This specification describes PoC specific errocprures but the handling of errors that cannoebarded as PoC specific
SHALL follow the rules and procedures of the relgvspecification in subclause 2.Mldrmative Referencés

5.6 Warning header

The PoC Server sometime includes a free text sinirrgSIP response to SIP INVITE request. PoC $ipdeixt strings are
indicated in the clause PYocedure at the PoC Server

When the PoC Server includes a text string in paese to a SIP INVITE request the text string SHAld included in a
Warning header as specified in [RFC3261]. The Pewe3 SHALL include the Warning code set to 399 Bl include
the host name set to the host name of the PoCServe

5.7 PoC Session ldentity
The PoC Session Identity is a SIP URI, which SHAtlentify the PoC Session.

PoC Server performing Controlling PoC Function SHAdllocate a unique PoC Session Identity for th€ Bession when
established.

PoC Server performing the Participating PoC FunchtAY modify the PoC Session Identity as descrilvethe subclause
7.3.2.1 ‘General.

PoC Session Identity identifies the PoC Sessiominethat e.g.:

- PoC User is able to leave a PoC Session;
- PoC User is able to add PoC Users to an on-goigyJassion;
- PoC User is able to subscribe the Participant imétion of the on-going PoC Session;

- PoC User is able to re-join the PoC Session asdsrtge PoC Session is on-going in the PoC Server
performing the Controlling PoC Function also in tiase that his Home PoC Server is not anymore
participating the PoC Session; and,

- SIP/IP Cores are able to route an initial SIP ratiteethe PoC Server performing the Controlling Fa@ction

NOTE: The exact format of the PoC Session Idemtigcated by PoC Server depends on the functignaflithe
SIP/IP Core in this PoC Network.

PoC Server performing Controlling PoC Function SHAdend the PoC Session Identity towards the Poén€Cduring the
PoC Session establishment in the Contact header.

PoC Server performing Participating PoC FunctioAEHsend the PoC Session Identity to the PoC Clietthe TBCP
Connect message if Pre-established Session is used.

5.7a PoC Session association

When PoC Client and Home PoC Network supports timeilEaneous PoC Session control procedures, the@ieGt
SHOULD use the same Contact URI in all sent SIPIN&/requests, SIP re-INVITE requests, SIP UPDATguests and
all sent SIP 2xx responses to the SIP INVITE retpye&dlP re-INVITE requests and SIP UPDATE requests.

When the PoC Server performing the ParticipatinG Fanction does not support PoC Clients registemngiple PoC
Addresses, the PoC Server SHOULD select the PoSlddes

- with the same Authenticated Originator's PoC Adslreseived in the SIP INVITE request or in the 3R
response to the SIP INVITE request received froensigrved PoC Client for the Simultaneous PoC Sessio
handling; or,
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- with the same Contact URI in the SIP INVITE requasin the SIP 2xx response to the SIP INVITE rexsjue
received from the served PoC Client for the Sirmdtaus PoC Session handling.

If the PoC Server performing the Participating Fa@ction supports the PoC Clients registering mlgtPoC Addresses,
the PoC Server SHOULD select the PoC Sessionsthétsame Contact URI in the SIP INVITE requesinahie SIP 2xx
response to the SIP INVITE request received froensitrved PoC Client for the Simultaneous PoC Ses$siadling.

NOTE 1: Other methods reaching the same resultshmaiysed as well

NOTE 2: Itis recommended that the PoC ServersupoC Clients registering multiple PoC Addresses

5.8 Void
5.9 Anonymous PoC Address

When a PoC User requests privacy, the PoC Servirpeng the Controlling PoC Function creates aorggimous PoC
Address for the PoC User. In addition to anonynthg, PoC Addresses are also unique in a PoC Se3sierPoC Server
SHALL support anonymous PoC Addresses. When rewg&iSIP request or a SIP response with privaayestqd, the PoC
Server performing the Controlling PoC Function SHAdreate an anonymous PoC Address of the form
<sip:anonymous@anonymous.invalid>. In additionrtorgymity, the anonymous PoC Addresses SHALL beumigithin
PoC Session. In case of more than one anonymou#\Bdfesses are used in the same PoC Sessionefeetiond
Anonymous PoC Session and thereafter, the PoC ISBH@ULD use the form <sip:anonymous-n@anonymovualid>
where n is an integer number.

NOTE: The user part of the anonymous PoC Addresdeayenerated in other ways.

[0 2009 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-PoC_ControlPlane-V1_0_3-20090922-A Page 23 (276)

6. Procedures at the PoC Client

6.1 PoC Client originating procedures

6.1.1 PoC service registration

6.1.1.1 PoC service registration and re-registratio n

The PoC Client registration and re-registratioth® SIP/IP Core SHALL be made according to rules @ocedures of
[RFC3261] with the clarifications in the following.

When registering or re-registering, the PoC Client

- 1. SHALL generate a SIP REGISTER request;
- 2. SHALL include the PoC feature tag '+g.poc.talisiin the Contact header of the SIP REGISTER esfju

- 3. SHALL include the PoC feature tag '+g.poc.graliimthe Contact header of the SIP REGISTER retgfiesceiving
of Group Advertisement messages is supported;

- 4. SHALL include a Require header with the optiag tpref” according to rules and procedures of [RB@)]; and,

- 5. MAY include the User-Agent header in the SIP REIER request to indicate the PoC release verg@pecified in
subclause E.4.1Release version in User-agent and Server hedders

- 6. SHALL insert in the SIP REGISTER request anyassary security parameters (e.g. Digest responsejding to
rules and procedures of the SIP/IP Core; and,

- 7. SHALL send the SIP REGISTER request towardssti®é|P Core according to rules and procedureke&iP/IP
Core.

Each time the PoC Client has successfully perforaremhitial registration the PoC Client SHALL sbetPoC Service
Setting as specified in subclause 6.PBC Service Settings procedurtf the PoC Client supports registering multifleC
Addresses and multiple PoC Addresses are registgrad?oC Client, the PoC Client SHOULD publish BeC Service
Setting for each registered PoC Address.

NOTE 1: The SIP/IP Core may challenge and autbatgtithe SIP REGISTER request requiring the resgnafithe SIP
REGISTER request with authentication credentials.

NOTE 2: Periodic application level re-registratisnnitiated by the PoC Client to refresh an ergtiegistration based
on the re-registration requirements of the SIP/tiPeC

When the SIP/IP Core corresponds to 3GPP/3GPP2hEI®oC Client SHALL use 3GPP/3GPP2 IMS registratio
mechanisms according to rules and procedures 8241229] / [3GPP2 X.S0013.4] with the clarificasiagiven in this
subclause.

6.1.1.2 PoC service de-registration

When de-registering the PoC Client SHALL de-registethe SIP/IP Core according to rules and procesiaf [RFC3261]
with the clarifications in the following.

The PoC Client:

- 1. SHALL generate a SIP REGISTER request;
- 2. SHALL include the PoC feature tag '+g.poc.graliimthe Contact header of the SIP REGISTER rdqgtide PoC
Client needs to continue to receive Group Advemtiset messages;

- 3. SHALL include a Require header with the optiag tpref” according to rules and procedures of [R8D], if the
PoC Client needs to continue to receive Group Atis@nent messages and MAY include a Require hegitlethe
option tag “pref’ according to rules and procedwEfRFC3840] in all other cases;

- 4. MAY include the User-Agent header in the SIP REIER request to indicate the PoC release vers@peacified in
subclause E.4.1Release version in User-agent and Server hedders
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- 5. SHALL include the expiration value set to 0 adiog to rules and procedures of [RFC3261], iftheer Equipment
also needs to de-register from the SIP/IP Core; and

- 6. SHALL send the SIP REGISTER request towardsSti®é|P Core according to rules and procedureseosiie/IP
Core.

When the SIP/IP Core corresponds to 3GPP/3GPP2eI®oC Client SHALL use 3GPP/3GPP2 IMS registratio
mechanisms according to rules and procedures 8241229] / [3GPP2 X.S0013.4] with the clarificasiagiven in this
subclause.

6.1.2 PoC Service Settings procedure

To set, update, remove or refresh the PoC Senégttn§s, the PoC Client:

- 1. SHALL generate a SIP PUBLISH request accordingutes and procedures of [RFC3903] and [RFC4354];
- 2. SHALL set the Request-URI of the SIP PUBLISHuest to the PoC Address of the PoC User;

- 3. SHALL include the PoC Address of the PoC UsedhasAuthenticated Originator's PoC Address asiipedn
subclause 5.2Authenticated Originator's PoC Addréss

- 4. SHALL include an Accept-Contact header with BeeC feature tag '+g.poc.talkburst' along with ‘riegjuand
‘explicit’ parameters according to rules and prages of [RFC 3841];

- 5. SHALL include User-Agent header to indicate BoC release version as specified in subclause ERélease
version in User-agent and Server headgrs

- 6. SHALL set the Event header to the value 'potiregt’;

- 7. MAY set PoC Service Settings expiration timeExpires header, if set, SHALL set according t@suhnd procedures
of [RFC 3903], in the same range as the registrdtiner recommended by SIP/IP Core;

- 8. SHALL include the PoC Service Settings as folpifisetting or updating the PoC Service Setting:

a) Answer mode setting (auto-answer or manual-answe
b) Incoming PoC Session Barring setting (ISB activéSB not active);
¢) Incoming Instant Personal Alert Barring sett{iB active or IAB not active); and,

d) Simultaneous PoC Sessions Support setting (88& @r SSS not active).

NOTE 1: Expiration timer value 0 means removal.

- 9. SHALL send the SIP PUBLISH request accordingutes and procedures of SIP/IP Core.

On receiving the SIP 200 "OK" response to the SUBEHSH request the PoC Client MAY indicate to the@User the
successful communication of the PoC Service Settioghe PoC Server.

NOTE 2: It needs to be studied whether a singlé Rddress can be used with more than one PoC Client

When the SIP/IP Core corresponds to 3GPP/3GPP2 ¢S 0C Client SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [TS 24.2290GPP2 X.S0013.4] with the clarifications givertis subclause.

6.1.3 PoC Session initiation
6.1.3.1 General

NOTE 1: This subclause provides common proceduresther subclauses and is not meant to be appfikxds
referenced.
The PoC Client SHALL generate an initial SIP requesording to rules and procedures of [RFC32@%te PoC Client:

- 1. SHALL include an Accept-Contact header with BoeC feature tag '+g.poc.talkburst' along with ‘liegjuand
‘explicit’ parameters according to rules and praged of [RFC3841] in all initial SIP requests;
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2. SHALL include a User-Agent header to indicate BoC release version as specified in subclausg ERélease
version in User-agent and Server headgers

- 3. SHALL include the PoC feature tag '+g.poc.taliéiin the Contact header;

- 4. SHOULD include an Allow header with the SIP noeth supported in this SIP dialog according to raled
procedures of [RFC3261];

- 5. SHALL include the PoC Address of the PoC UsedhasAuthenticated Originator's PoC Address asiipédn
subclause 5.2Authenticated Originator's PoC Addréss

- 6. MAY include a Nick Name in the Authenticated ghiator’'s PoC Address as specified in subclauséMiek Namé.

The PoC Client SHALL generate an initial SIP INVITé&quest according to rules and procedures of gRBC]. The PoC
Client:

- 1. SHALL include the option tag 'timer' in the Sopied header; and,

- 2. SHOULD include the Session-Expires header vhithrefresher parameter set to "uac" accordinglés and
procedures of [RFC4028].

NOTE 2: The use of the option tag 'preconditios'specified in [RFC3312], and the option tag '100specified in
[RFC3262], is not defined for POC-1 reference point
On receipt of a SIP final response or SIP provigioasponse to the SIP request, the PoC Client:

- 1. SHALL store the list of SIP methods that the FR¥2ver supports if received in the Allow headed,a
- 2. SHALL store the contact if received in the Canfzeader.

On receipt of the SIP 200 "OK" response to thedh&IP INVITE request the PoC Client:

- 1. SHALL start the SIP Session timer using the @akceived in the Session-Expires header accotdinges and
procedures of [RFC4028].

When the SIP/IP Core corresponds to 3GPP/3GPP2té¢S0C Client SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armefdwwes of [TS24.229]/ [3GPP2 X.S0013.4] with¢legifications
given in this subclause.

6.1.3.2 Using Pre-established Session

6.1.3.2.1 PoC Client initiates a Pre-established Se ssion

When the PoC Client initiates a Pre-establishediBethe PoC Client:

- 1. SHALL generate an initial SIP INVITE requestspecified in subclause 6.1.3General";

- 2. SHALL set the Request-URI of the SIP INVITE uegt to the Conference-factory-URI for the PoCiserin the
Home PoC Network of the PoC User;

- 3. SHALL include a MIME SDP body as a SDP offec@tling to rules and procedures of [RFC3264] arfeJR327]
as follows;

a) set the IP address and the port number for THe &ession;
b) include the codec(s) and Media Parameters hidfieged by the PoC Client for the PoC Service:

c) if other than the default IP address or port benspecified by [RFC3550] is to be used, setEhaddress and port
number to be used for RTCP at the PoC Client agugtd rules and procedures of [RFC3605];

d) the offered Talk Burst Control Protocol, TalkrBuparameter(s) and the port number for the TalisBControl
Protocol; and,

e) if the PoC Client is not able/willing to receinedia streams immediately, set the media to ivelas specified in
[RFC3108].

- 4. SHALL include value "id" in the Privacy headecarding to rules and procedures of [RFC3325jriifacy is
requested to be used in the automatically answeretdnated PoC Sessions;
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NOTE: The included “id” value is not valid for antgoing SIP REFER request when initiating a PoGides
- 5. SHALL send the SIP INVITE request towards th€Rerver according to rules and procedures of tRAESCore.
Upon receiving a SIP 200 "OK" response to the SIRPITE request the PoC Client:

- 1. SHALL store the conference URI that identifiebthe Pre-established Session received in théaCbheader; and,
- 2. SHALL interact with the User Plane as specifiefOMA-PoC-UP] 'PoC Client procedure at Pre-established
Session initializatioh

When the SIP/IP Core corresponds to 3GPP/3GPP2té¢S0C Client SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules arzeduwes of [TS24.229]/ [3GPP2 X.S0013.4] with ¢heifications
given in this subclause.

6.1.3.2.2 PoC Client initiates an Ad-hoc PoC Group  Session and 1-1 PoC Session

Upon receiving a request from a PoC User to estalaln Ad-hoc PoC Group Session or a 1-1 PoC Segdioin a Pre-
established Session the PoC Client:
- 1. SHALL generate a SIP REFER request accordimglés and procedures of [RFC3515];

- 2. SHALL set the Request-URI of the SIP REFER rstjteethe conference URI that identifies of the-Bstablished
Session;

- 3. SHALL in case of a 1-1 PoC Session either seRéfer-To header of the SIP REFER request to dlieAdress of
the Invited PoC User according to rules and proeesiaf [RFC3515]; or continue in the step 4;

- 4. SHALL in case of Ad-hoc PoC Group Session mottiyy SIP REFER request according to rules and gures of
[RFC5368] with the following clarifications:

a) include in the Refer-To header of the SIP REF&RIest a URL identifying the body part containing MIME
resource-list body with the Invited PoC Users;

b) include a MIME resource-lists body accordingutes and procedures of [RFC5368] with the listhaf Invited

PoC Users. The PoC Client SHALL check that the nemalf Invited PoC Users on the URI-list does natezd the
maximum number of Participants allowed in an Ad-Ro€ Group Session as indicated in “MAX-ADHOC-GRQUP
SIZE” parameter provisioned for PoC Client. If eeded, the PoC Client SHOULD notify the PoC User;

¢) include 'multiple-refer' option tag to the Reguneader. Otherwise, continue with the rest oftlees.

- 5. SHALL when more than one PoC User is invitedlude the following according to rules and procedusf
[RFC4488]:

a) the option tag "norefersub” in the Require heaaled,

b) the value “false” in the Refer-Sub header.
- 6. MAY when only one PoC User is invited, includie following according to rules and proceduresRFC4488]:

a) the option tag “norefersub” in the Require headed,

b) the value “false” in the Refer-Sub header.

- 7. SHALL include value "id" in the Privacy headecarding to rules and procedures of [RFC3325hnifinymity is
requested;

- 8. SHALL, in case the PoC User has requested Maknslver Override, include in the Refer-To URI avPAinswer-
Mode header with the value "Auto" according to sud@d procedures of [ RFC5373];

- 9. SHALL, in case the PoC User has requested tlzeiuell Answer Mode be required at the Invited Poi@rt]include
in the Refer-To URI an Answer-Mode header with\ihkie "Manual;require” according to rules and pchaes of
[RFC5373];

- 10. SHALL send the SIP REFER request towards tl@ $erver within the SIP dialog of the Pre-estaklisBession
according to rules and procedures of the SIP/IReCor

Upon receiving a SIP 2xx final response to the BHFER request the PoC Client SHALL interact witretJBlane as
specified in [OMA-PoC-UP]PoC Client procedures at PoC Session initializdtion
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NOTE 1: If PoC User wants to cancel the PoC Sesdsitiation, the PoC Client can send SIP BYE reqaesl release
the Pre-established Session as specified in sugkud.3.2.4PoC Client releases a Pre-established Ses$sion
and re-establish the Pre-established Session aeisgén 6.1.3.2.1 PoC Client initiates a Pre-established
Sessioh

Upon receiving an incoming SIP NOTIFY request flgitart of the same dialog as the previously sAtREFER request
the PoC Client:

- 1. SHALL handle the request according to rules pnodtedures of [RFC3515] and [RFC3265]; and,
- 2. MAY display information to the PoC User basedlmminformation in the SIP NOTIFY body.

NOTE 2: The PoC Server does not send any SIP NOT&g¥est in case the value “false” was includetthnRefer-
Sub header of the SIP REFER request.

In addition to this, the PoC Client MAY subscriloethe Conference State Event Package as specifmdbiclause 6.1.10
"PoC Client subscription to the Conference StatenEffackagé

When the SIP/IP Core corresponds to 3GPP/3GPP2 ¢S 0C Client SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [TS24.223{FHP2 X.S0013.4] with the clarifications given liistsubclause.

6.1.3.2.3 PoC Client initiates a Pre-arranged PoC G roup Session or joins a Chat PoC Group
Session

Upon receiving a request from a PoC User to estalaliPre-arranged or Chat PoC Group Session viiteiRre-established
Session the PoC Client:

- 1. SHALL generate a SIP REFER request accordimglés and procedures of [RFC3515];
- 2. SHALL set the Request URI of the SIP REFER regjteethe conference URI that identifies of the-8stablished
Session;

- 3. SHALL set the Refer-To header of the SIP REF&giest to the URI of the Pre-arranged PoC Grouphat PoC
Group according to rules and procedures of [RFCB&f@8 include Session Type uri-parameter " sesgmerranged”
or “session=chat", respectively as specified in E'Session Type uri-parameter”;

- 4. MAY include the following according to rules aptbcedures of [RFC4488]:

a) the option tag “norefersub” in the Require headed,

b) the value “false” in the Refer-Sub header.

- 5. SHALL, in case the PoC User has requested Maknslver Override, include in the Refer-To URI avPAinswer-
Mode header with the value "Auto" according to suded procedures of [RFC5373];

- 6. SHALL, in case the PoC User has requested tlzeiuell Answer Mode be required at the Invited Poi@érE]include
in the Refer-To URI an Answer-Mode header with\thkie "Manual;require" according to rules and pdages of
[RFC5373];

- 7. SHALL include value "id" in the Privacy headecarding to rules and procedures of [RFC3325hnidnymity is
requested; and,

- 8. SHALL send the SIP REFER request towards the $&@er within the SIP dialog of the Pre-establisBession
according to rules and procedures of the SIP/IReCor

Upon receiving a SIP 2xx final response to the BHFER request the PoC Client SHALL interact witretJBlane as
specified in [OMA-PoC-UP]PoC Client procedures at PoC Session initializdtion

NOTE: If PoC User wants to cancel the PoC Sessitiation, the PoC Client can send SIP BYE reqaest release
the Pre-established Session as specified in sudkd.3.2.4PoC Client releases a Pre-established Session
and re-establish the Pre-established Session aisgén 6.1.3.2.1 PoC Client initiates a Pre-established
Sessioh

Upon receiving an incoming SIP NOTIFY request ikgiart of the same dialog as the previously s€AtREFER request
the PoC Client:

[0 2009 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-PoC_ControlPlane-V1_0_3-20090922-A Page 28 (276)

- 1. SHALL handle the request according to rules pnodtedures of [RFC3515] and [RFC3265]; and,
- 2. MAY display information to the PoC User basedimminformation in the SIP NOTIFY body.

In addition to this, the PoC Client MAY subscriloethe Conference State Event Package as specifadbiclause 6.1.10
"PoC Client subscription to the Conference StatenEackagé

When the SIP/IP Core corresponds to 3GPP/3GPP2 ¢S 0C Client SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [TS 24.229(GPP2 X.PS0013.4] with the clarifications giverthis subclause.

6.1.3.2.4 PoC Client releases a Pre-established Ses sion

When a PoC Client needs to release a Pre-estathIssion as created in subclause 6.1.32Q'Client initiates a Pre-
established Sessitrthe PoC Client:
- 1. SHALL generate a SIP BYE request according kesrand procedures of [RFC3261];

- 2. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"PoC Client procedures at Pre-established
Session releasg"

- 3. SHALL set the Request-URI of the SIP BYE requeghe conference URI that identifies of the Ps&ablished
Session;

- 4. SHALL include value "id" in the Privacy headecarding to rules and procedures of [RFC3325hnidnymity is
requested; and,

- 5. SHALL send the SIP BYE request towards the Pewe$ within the SIP dialog of the Pre-establisBedsion
according to rules and procedures of the SIP/IReCor

When the SIP/IP Core corresponds to 3GPP/3GPP2tiF0C Client SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [TS24.223{zHP2 X.S0013.4] with the clarifications givenliistsubclause.

6.1.3.3 Establishment of an On-demand Session

6.1.3.3.1 PoC Client initiates an Ad-hoc PoC Group  Session and 1-1 PoC Session

Upon receiving a request from a PoC User to estalaln Ad-hoc PoC Group Session or a 1-1 PoC SetgsdPoC Client:

- 1. SHALL generate an initial SIP INVITE requestspecified in subclause 6.1.3General’;

- 2. SHALL set the Request-URI of the SIP INVITE reguto the Conference-factory-URI for the PoC seri the
Home PoC Network of the PoC User;

- 3. SHALL insert in the SIP INVITE request a Contdiype header with multipart/mixed as specifiedR{2046];

- 4. SHALL include in the SIP INVITE request a MIMED8 body as a SDP offer according to rules and phares of
[RFC3264] and [RFC2327] as follows:

a) set the IP address and port number for the REEBiI@;
b) include the codec(s) and Media Parameters lfeged by the PoC Client for the PoC service;

c) if other than the default IP address or port benspecified by the [RFC3550] is to be used,ls=iP address and
port number to be used for RTCP at the PoC Cliecomling to rules and procedures of [RFC3605]; and

d) the offered Talk Burst Control Protocol, TalkrBuparameter(s) and the port number for the TalkisBControl
Protocol.

- 5. SHALL insert in the SIP INVITE request a MIMEsurce-lists body with the PoC Address(es) of thitéd PoC
User(s) according to rules and procedures of [RB6b3'he PoC Client SHALL check that the numbehwfted PoC
Users on the URI-list does not exceed the maximumlbrer of Participants allowed in an Ad-hoc PoC @r8ession as
indicated in “MAX-ADHOC-GROUP-SIZE” parameter prewwned for PoC Client. If exceeded, the PoC Client
SHOULD notify the PoC User. Otherwise, continuehwitie rest of the steps;

- 6. SHALL, in case the PoC User has requested Klafuswer Override, include in the SIP INVITE reqta Priv-
Answer-Mode header with the value "Auto" accordiogules and procedures of [RFC5373];
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- 7. SHALL, in case the PoC User has requestedMihaual Answer Mode be required at the Invited Pdi€nt, include
in the SIP INVITE request an Answer-Mode headehlie value "Manual;require" according to rules prmtedures
of [RFC5373];

- 8. SHALL include value "id" in the Privacy headecarding to rules and procedures of [RFC3325]ndraymity is
requested; and,

- 9. SHALL send the SIP INVITE request towards th€Berver according to rules and procedures of lRARSCore.
On receiving a SIP 180 "Ringing" response to tHe IBIVITE request the PoC Client:

- 1. SHALL store the list of supported SIP method®deived in the Allow header;
- 2. SHALL store the PoC Session Identity if receiirethe Contact header; and,
- 3. MAY indicate the progress of the PoC Sessioabtishment to the Inviting PoC User.

On receiving a SIP 200 "OK" response to the SIPIMNB/request the PoC Client:

- 1. SHALL store the list of supported SIP method®deived in the Allow header;

- 2. SHALL store the PoC Session Identity if receirethe Contact header;

- 3. SHALL interact with the User Plane as specifiefOMA-PoC-UP] "PoC Client procedures at PoC Sassi
initialization"; and,

- 4. MAY notify the answer state to the PoC User. (iumconfirmed” or “confirmed”) if received in the-Answer-State
header in the response.

NOTE: According to [RFC5366] the received 200 “Oideans that the conference was created successfiaty
the client that generated the SIP INVITE request ihe conference, and that the server understumd
URI-list. If the client wishes to obtain informati about the status of other users in the conferénc
SHOULD use general conference mechanisms, sudteaonhference package.

In addition to this, the PoC Client MAY subscrileethe Conference State Event Package as specifatbiclause 6.1.10
"PoC Client subscription to the Conference StatenERPackagé

When the SIP/IP Core corresponds to 3GPP/3GPP2té¢S0C Client SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules arzeduwes of [TS24.229]/ [3GPP2 X.S0013.4] with ¢heifications
given in this subclause.

6.1.3.3.2 PoC Client initiates a Pre-arranged PoC G roup Session or joins a Chat PoC Group
Session

Upon receiving a request from a PoC User to estalaliPoC Group Session using a PoC Group |deitégtifying a Pre-
arranged PoC Group or a Chat PoC Group the Po@tClie

- 1. SHALL generate an initial SIP INVITE requestspecified in subclause 6.1.3General’;

- 2. SHALL set the Request-URI of the SIP INVITE regtito the PoC Group Identity identifying the Pofo;

- 3. MAY include in the Request-URI Session Typeparameter "session=prearranged” or "session=clegt&nding on
the PoC Group Identity as specified in E.5.1 "S@s3iype uri-parameter”;

NOTE 1: The inclusion of the Session Type uri-pagtamin the Request-URI in case of the On-demasdi®es is not
mandatory, as it is not needed by the PoC Servdufther processing by the Controlling PoC Funtctilm
case the Session Type uri-parameter is includedCtmtrolling PoC Function checks whether it is set
correctly.

4. SHALL include in the SIP INVITE request a MIMID8 body as a SDP offer according to rules and phaes of
[RFC3264] and [RFC2327] as follows:

a) set the IP address and port number for the REEBI@h;
b) include the codec(s) and Media Parameters lfeged by the PoC Client for the PoC service;

c) if other than the default IP address or port benspecified by the [RFC3550] is to be used,ls=tifP address and
port number to be used for RTCP at the PoC Cliecomling to rules and procedures of [RFC3605]; and
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d) the offered Talk Burst Control Protocol, TalkrBuparameter(s) and the port number for the TalkisBControl
Protocol.

5. SHALL, in case the PoC User has requested Makusler Override, include in the SIP INVITE requad®riv-
Answer-Mode header with the value "Auto" accordingules and procedures of [RFC5373];

NOTE 2: The PoC Server performing the ControllB@C Function will ignore the Manual Answer Overriddication
in case the PoC Group Identity identifies a Chat Byoup.

6. SHALL, in case the PoC User has requested tlzetudll Answer Mode be required at the Invited Poi@éntinclude
in the SIP INVITE request an Answer-Mode headehilie value "Manual;require” according to rules protedures
of [RFC5373];

- 7. SHALL include value "id" in the Privacy headecarding to rules and procedures of [RFC3325]ndraymity is
requested; and,

NOTE 3: If anonymity is not allowed for the PoC @poindicated with the Request-URI of the SIP INVIb&sed on
rules specified in the [PoC-XDM Specification] theC Session will not be allowed by the PoC Serestihg
the PoC Group.

- 8. SHALL send the SIP INVITE request towards tl€F5erver according to rules and procedures oBtRAP Core.
On receiving a SIP 180 "Ringing" response to tHe IBIVITE request the PoC Client:

- 1. SHALL store the list of supported SIP method®deived in the Allow header;
- 2. SHALL store the PoC Session Identity if receiirethe Contact header; and,
- 3. MAY indicate the progress of the PoC Sessioabdishment to the Inviting PoC User.

On receiving a SIP 200 “OK” response to the SIP IN%/request, the PoC Client:

- 1. SHALL store the list of supported SIP method®deived in the Allow header;

- 2. SHALL store the PoC Session Identity receivethanContact header;

- 3. SHALL interact with the User Plane as specifiefOMA-PoC-UP] 'PoC Client procedures at PoC Session
initialization"; and,

- 4. MAY notify the answer state to the PoC User. (umconfirmed” or “confirmed”) if received in the-Answer-State
header in the response.

In addition to this, the PoC Client MAY subscrileethe Conference State Event Package as speciftbiclause 6.1.10
"PoC Client Subscription to the Conference StatenERackage

When the SIP/IP Core corresponds to 3GPP/3GPP2té¢S0C Client SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armedwwes of [TS24.229]/ [3GPP2 X.S0013.4] with¢tegifications
given in this subclause.

6.1.4 PoC Client PoC Session modification
6.1.4.1 General

NOTE 1: This subclause provides common procedunesther subclauses and is not meant to be appfikxds
referenced.

The PoC Client SHALL generate either a SIP UPDA&guest according to rules and procedures of [RFCJ3®1a SIP re-
INVITE request according to rules and procedure$RiFC3261]. A SIP UPDATE request MAY be used aifiithe PoC
Server has indicated support for the SIP UPDAT Ehoet

NOTE 2: The use of the option tag 'preconditios'specified in [RFC3312], and the option tag '100as specified in
[RFC3262], is not defined for the POC-1 referencimp
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When the SIP/IP Core corresponds to 3GPP/3GPP2tiS0C Client SHALL use 3GPP/3GPP2 IMS Session
mechanisms according to rules and procedures 8241229] / [3GPP2 X.S0013.4] with the clarificaagiven in this
subclause.

6.1.4.2 PoC Client placing media on hold
This subclause describes the optional proceduedghib PoC Client SHALL use when placing a mediapgonent on hold.

When the PoC Client sets a media component onthel&®oC Client:
- 1. SHALL generate a new Media Parameter SDP offergua SIP UPDATE request or a SIP re-INVITE reqass
specified in subclause 6.1.4General’;

2. SHALL include in the SIP request a MIME SDP bedya SDP offer according to rules and procedUrfRRC3264]
and [RFC2327] with the modified capabilities;

- 3. SHALL include an "a=sendonly" attribute for adieecomponent which is placed on hold; and,
- 4. SHALL send the SIP request towards the PoC $acedrding to rules and procedures of the SIPARC

On receipt of the SIP 200 "OK" response the Po@rEli

- 1. SHALL interact with the User Plane as specifiefOMA-PoC-UP] 'Media on and off holg and,
- 2. SHALL start to use the Media Parameters receivede MIME SDP body.

If a SIP 200 "OK" response is not received the Bdi€nt SHALL continue to use the previously agrééelia Parameters.

When the SIP/IP Core corresponds to 3GPP/3GPP2thé¢S0C Client SHALL use 3GPP/3GPP2 IMS sessiochar@sms
according to rules and procedures of [TS24.223{zHP2 X.S0013.4] with the clarifications givenliistsubclause.

6.1.4.3 PoC Client placing media off hold

This subclause describes the procedures that tBe0Hent SHALL use when re-activating a media comgot that had been
on hold.

When the PoC Client activates a media componeat?tfC Client:
- 1. SHALL generate a new Media Parameter SDP offergua SIP UPDATE request or a SIP re-INVITE reqass
specified in subclause 6.1.4General”,

2. SHALL include in the SIP request a MIME SDP badyan SDP offer according to rules and procedafres
[RFC3264] and [RFC2327] with the modified capalst

- 3. SHALL include an "a=sendrecv" attribute for adi@ecomponent which is activated again; and,
- 4. SHALL send the SIP request towards the PoC $acedrding to rules and procedures of the SIPARC
On receipt of the SIP 200 "OK" response the Po@rEli

- 1. SHALL interact with the User Plane as specifrefOMA-PoC-UP] 'Media on and off holtl and,
- 2. SHALL start to use the Media Parameters receiiveéde MIME SDP body.

If a SIP 200 "OK" response is not received the di€nt SHALL continue to use the previously agrééellia Parameters.

When the SIP/IP Core corresponds to 3GPP/3GPP21iMI0C Client SHALL use 3GPP/3GPP2 IMS sessiochiar@sms
according to rules and procedures of [TS24.223{zHP2 X.S0013.4] with the clarifications givenliistsubclause.

6.1.4.4 User Plane adaptation

This subclause describes the optional proceduetghib PoC Client SHALL use when initiating Useari®d adaptation
during an ongoing PoC Session.

When initiating User Plane adaptation the PoC @lien

- 1. SHALL generate a new Media Parameter SDP offergua SIP UPDATE request or a SIP re-INVITE reqass
specified in subclause 6.1.4.Gé&neral;
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- 2. SHALL include in the SIP request a MIME SDP badya SDP offer according to rules and procedurgR3RC3264]
and [RFC2327] with the modified Media Parametenst, a

- 3. SHALL send the SIP request towards the PoC $acedrding to rules and procedures of the SIPARC

On receipt of the SIP 200 "OK" response the Po@rli

- 1. SHALL interact with the User Plane as specifieflOMA-PoC-UP] 'User Plane adaptatidin and,

- 2. SHALL start to use the Media Parameters receiiveéde MIME SDP body.

If a SIP 200 "OK" response is not received the di€nt SHALL continue to use the previously agrééellia Parameters.
When the SIP/IP Core corresponds to 3GPP/3GPP2i¢F0C Client SHALL use 3GPP/3GPP2 IMS Session

mechanisms according to rules and proceduresi®@?24.229] / [3GPP2 X.S0013.4] with the clarificasogiven in this
subclause.

6.1.4.5 SIP Session refresh

Prior to the expiry of the SIP Session timer th€ Rient:

- 1. SHALL generate either a SIP UPDATE request 8tRire-INVITE request as specified in subclaused611
"General®

- 2. SHOULD include the Session-Expires header withrefresher parameter set to 'uac' accordingés and
procedures of [RFC4028];

- 3. SHALL include option tag timer in the Supportezhder; and,
- 4. SHALL send the SIP request towards the PoC $acedrding to rules and procedures of the SIPARC

When the SIP/IP Core corresponds to 3GPP/3GPP2tiF0C Client SHALL use 3GPP/3GPP2 IMS Sessifrasie
mechanisms according to rules and procedures &4P29] / [3GPP2 X.S0013.4] with the clarificatiagisen in this
subclause.

6.1.5 PoC Client rejoining a PoC Session

6.1.5.1 On-demand Session establishment

Upon receiving a request from a PoC User to re4gofoC Session the PoC Client:

- 1. SHALL generate an initial SIP INVITE requestspecified in subclause 6.1.3.Génera;
- 2. SHALL set the Request-URI to the PoC Sessiontite

NOTE 1: The PoCSession Identity includes the SasBipe uri-parameter indicating the PoC Sessior &/p.
"session=prearranged", "session=chat" or "sessithe@ as defined in E.5."Bession Type uri-parameter”

- 3. SHALL include a MIME SDP body as a SDP offer@dling to rules and procedures of [RFC3264] andJ&$27]
as follows:

a) Set the IP address and port number for the REEBI&n;
b) Include the codec(s) and Media Parameters lidfeged by the PoC Client for the PoC service;

c) If other than the default IP address or port benspecified in [RFC3550] is to be used, set thaddress and port
number to be used for RTCP at the PoC Client acegto rules and procedures of [RFC3605]; and,

d) The offered Talk Burst Control Protocol, TalkrBuparameter(s) and the port number for the TailksBControl
Protocol.

- 4. SHALL include value "id" in the Privacy headecarding to rules and procedures of [RFC3325]ndraymity is
requested; and,

NOTE 2: If anonymity is not allowed for the PoC @poindicated with the Request-URI of the SIP INVIb&sed on
rules specified in the [PoC-XDM Specification] theC Session will not be allowed by the PoC Serestihg
the PoC Group.
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- 5. SHALL send the SIP INVITE request towards th€Rerver according to rules and procedures of tRAESCore.
On receiving a SIP 200 "OK" response to the SIPIMNB/request the PoC Client:

- 1. SHALL store the list of supported SIP method®deived in the Allow header;

- 2. SHALL store the PoC Session Identity receivethanContact header; and,

- 3. SHALL interact with the User Plane as specifiefOMA-PoC-UP] 'PoC Client procedures at PoC Session
initialization".

In addition to this, the PoC Client MAY subscriloethe Conference State Event Package as specifadbiclause 6.1.10

"PoC Client subscription to the Conference StatenERPackagé

When the SIP/IP Core corresponds to 3GPP/3GPP2tiF0C Client SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules arzeduwes of [TS24.229] / [3GPP2 X.S0013.4] with ¢keifications
given in this subclause.

6.1.5.2 Pre-established Session

Upon receiving a request from a PoC User to regofoC Session within a Pre-established Sessibhalsebeen established
as specified in subclause 6.1.3.2PbC Client initiates a Pre-established SesSioime PoC Client:

- 1. SHALL generate a SIP REFER request accordimglés and procedures of [RFC3515];

- 2. SHALL set the Request-URI of the SIP REFER rstjteethe conference URI that identifies of the-Bstablished
Session;

3. SHALL set the Refer-To header of the SIP REFEgest to the PoC Session Identity of the PoC &essibe re-
joined with the Session Type uri-parameter indigathe PoC Session type, e.g. "session=prearrantgadsion=chat"
or "session=adhoc" as defined in E.BSkssion Type uri-parameter”

NOTE: The PoC Session Identity of the PoC Sessidretre-joined may have been received in the TBGRECt
message.

- 4. MAY include the following according to rules aptbcedures of [RFC4488]:

a) the option tag “norefersub” in the Require headed,

b) the value “false” in the Refer-Sub header.
- 5. SHALL include value "id" in the Privacy headecarding to rules and procedures of [RFC3325hnidnymity is
requested; and,
- 6. SHALL send the SIP REFER request towards the $&@er via SIP/IP Core within the SIP dialog of fre-
established Session according to rules and proesddithe SIP/IP Core.

Upon receiving a SIP 2xx response to the SIP REFgRest the PoC Client SHALL interact with Userri@las specified in
the [OMA-PoC-UP] PoC Client procedures at PoC Session initializdtion

Upon receiving a SIP NOTIFY request that is parthef same dialog as the previously sent SIP REEgRest the PoC
Client:

- 1. SHALL handle the request according to rules pnodtedures of [RFC3515] and [RFC3265]; and,

- 2. MAY display information to the PoC User basedlmminformation in the SIP NOTIFY body.

In addition to this, the PoC Client MAY subscriloethe Conference State Event Package as specifadbiclause 6.1.10
"PoC Client subscription to the Conference StaterEackage"

When the SIP/IP Core corresponds to 3GPP/3GPP2tiF0C Client SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [TS24.223{zHP2 X.S0013.4] with the clarifications givenliistsubclause.
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6.1.6 PoC Client leaving a PoC Session

6.1.6.1 Leaving a PoC Session - On-demand Session ¢ ase

When the Participant wants to leave the PoC Sesisairhas been established using On-demand sigresiispecified in
subclause 6.1.3"Establishment of an On-demand Sessimnas specified in subclause 6.1.52bC Client rejoining a PoC
Session,"'the PoC Client:

- 1. SHOULD release the granted permission to takkamicel the queued Talk Burst Requests and intesitttthe User
Plane as specified in [OMA-PoC-UPP8C Client procedures at PoC Session reléase

2. SHALL interact with the User Plane as specifiefOMA-PoC-UP] 'PoC Client procedures at PoC Session reléase
3. SHALL generate a SIP BYE request according kesrand procedures of [RFC3261];
4. SHALL set the Request-URI to the PoC Sessiontityeof the PoC Session to leave;

5. SHALL include value "id" in the Privacy headecarding to rules and procedures of [RFC3325hnidnymity is
requested; and,

- 6. SHALL send a SIP BYE request towards PoC Seaageording to rules and procedures of SIP/IP Core.

Upon receiving a SIP 200 "OK" response to the SYEBequest, the PoC Client SHALL interact with thser Plane as
specified in [OMA-PoC-UP]PoC Client procedures at PoC Session reléase

When the SIP/IP Core corresponds to 3GPP/3GPP2 ¢S 0C Client SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [ TS24.229PP2 X.S0013.4] with the clarifications givertliis subclause.

6.1.6.2 Leaving a PoC Session — Pre-established Ses sion case

Upon receiving a request from a PoC User to leaWke@ Session, the PoC Client:

- 1. SHOULD release the granted permission to takkamicel the queued Talk Burst Requests and intesitttthe User
Plane as specified in [OMA-PoC-UPPS8C Client procedures at PoC Session rel&ase

2. SHALL generate a SIP REFER request accordimglés and procedures of [RFC3515];

3. SHALL set the Request-URI of the SIP REFER rstjtethe conference URI that identifies of the-Bstablished
Session;

4. SHALL set the Refer-To header of the SIP REF&duest to the PoC Session ldentity to leave;

NOTE: The PoC Session Identity of the PoC Sessidaave may have been received in the TBCP Commessage
or in the SIP NOTIFY request associated with tHe BEFER request.

- 5. MAY include the following according to rules aptbcedures of [RFC4488]:

a) the option tag “norefersub” in the Require headed,

b) the value “false” in the Refer-Sub header.

- 6. SHALL include the "method" parameter with théuea'BYE" in the Refer-To header;

- 7. SHALL include value "id" in the Privacy headecarding to rules and procedures of [RFC3325hnibnymity is
requested; and,

- 8. SHALL send the SIP REFER request towards the $&@er via SIP/IP Core within the SIP dialog «f fre-
established Session according to rules and proesddithe SIP/IP Core.

Upon receiving a SIP 2xx response to the SIP REFgRest, the PoC Client :

1. SHALL handle it according to rules and procedurgRé-C3515] and [RFC3265]

2. SHALL interact with the User Plane as specifielMA-PoC-UP] 'PoC Client procedures at PoC Session
releasé.

Upon receiving an incoming SIP NOTIFY request flgiart of the same dialog as the previously sAtREFER request
the PoC Client:

1. SHALL handle the request according to rules andguares of [RFC3515] and [RFC3265]; and,
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2. MAY display information to the PoC User based o itiformation in the SIP NOTIFY body.

When the SIP/IP Core corresponds to 3GPP/3GPP2tiF0C Client SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [TS24.229GPP2 X.S0013.4] with the clarifications givertiis subclause.

6.1.7 PoC Client adding PoC User(s) to a PoC Session

Upon receiving a request from the PoC User to amdoy more PoC Users to an ongoing PoC SessioRaBeClient:

- 1. SHALL, if the SIP REFER request will be sentinew dialog, generate an initial SIP REFER regjagspecified in
subclause 6.1.3"General"and according to rules and procedures of [RFC35itbErwise generate a SIP REFER
request according to rules and procedures of [REEJ35

- 2. SHALL set the Request-URI of the SIP REFER esfjto the PoC Session Identity of an ongoing Pessisn;

NOTE 1: If the ongoing PoC Session is establishedguPre-established Session but is not contrdiethe same PoC
Function as the Pre-established Session, the Ps€igBddentity of the on-going PoC Session has been
received in the TBCP Connect message.

3. SHALL, if only one PoC User is invited, either

a) set the Refer-To header of the SIP REFER reqoaglke PoC Address of the Invited PoC User acogrth rules
and procedures of [RFC3515], and skip the next step

b) continue to the next step.

- 4. a) SHALL include a Refer-To header with a cotdEnURL pointing to an URI-list in a body part c@aming the
MIME resource-list body according to rules and dres of [RFC5368];

b) SHALL include a MIME resource-lists body withetlist of the PoC Users to be added accordinglés rand
procedures of [RFC5368]; and,

¢) SHALL include 'multiple-refer' option tag to tiRequire header according to rules and proceddEdC5368].

- 5. SHALL, if the on-going PoC Session is an Ad-RmC Group Session or 1-1 PoC Session on the HoGeServer
of the PoC User, check that the number of the éaviRoC Users on the URI-list or in the Refer-Todeealoes not
exceed the maximum number of Participants allowemhi Ad-hoc PoC Group Session as indicated in “MRDHOC-
GROUP-SIZE” parameter provisioned for PoC Cliehexceeded, the PoC Client SHOULD notify the Po@iJs
Otherwise, continue with the rest of the steps.

- 6. SHALL when more than one PoC User is addedudethe following according to rules and procedwfes
[RFC4488]:

a) the option tag "norefersub” in the Require heaaled,

b) the value “false” in the Refer-Sub header.
- 7. MAY when only one PoC User is added, includeftlewing according to rules and procedures of (RB88]:

a) the option tag “norefersub” in the Require headed,

b) the value “false” in the Refer-Sub header.

8. SHALL include value "id” in a Privacy header aoting to rules and procedures of [RFC3325], ifrgmoity is
requested;

NOTE 2: If anonymity is not allowed for the PoC @poindicated with the Request-URI of the SIP REFEfuest
based on rules specified in the [PoC-XDM Speciimgtthe PoC Session will not be allowed by the PoC
Server hosting the PoC Group.

9. SHALL include in the Refer-To URI a Priv-Answitede header with the value "Auto" according to sudad
procedures of [RFC5373] if the PoC User has regdestanual Answer Override;
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NOTE 3: The Refer-To URI can be a PoC Addresscomdent-ID URL.

- 10. SHALL include in the Refer-To URI an Answer-Modeader with the value "Manual;require" accordmgules
and procedures of [RFC5373] if the PoC User hgsasted that Manual Answer Mode be required alrthieed PoC
Client; and,

- 11. SHALL send the SIP REFER request towards th $erver within the existing dialog from which theC Session
Identity of the ongoing PoC Session was receivatdénContact header of the SIP final responsecifi sudialog exists,
otherwise send the SIP REFER request towards tGeSeover using a new SIP dialogue according tcsratel
procedures of the SIP/IP Core.

Upon receiving an incoming SIP NOTIFY request ikgiart of the same dialog as the previously s€AtREFER request
the PoC Client:

- 1. SHALL handle the request according to rules mattedures of [RFC3515] and [RFC3265]; and,

- 2. MAY display information to the PoC User basedlmminformation in the SIP NOTIFY body.

NOTE 4: The PoC Server does not send any SIP NOT#gYest if the PoC Client inserted the Refer-Seddler with
value “false” in the SIP REFER request.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechasis
according to rules and procedures of [TS24.223{zHP2 X.S0013.4] with the clarifications givenlistsubclause.

6.1.8  PoC Client sending an Instant Personal Alert

Upon a request from a PoC User to send an InsesbRal Alert with a PoC Address identifying theaiging PoC Client,
the PoC Client:

- 1. SHALL generate a SIP MESSAGE request accoraingles and procedures of [RFC3428];

- 2. SHALL include Request-URI with the PoC Addre$she PoC User to be alerted,;

- 3. SHALL include the PoC Address of the PoC UseahaAuthenticated Originator's PoC Address asifipddn
subclause 5.2Authenticated Originator's PoC Addréss

4. SHALL include an Accept-Contact header with BweC feature tag, '+g.poc.talkburst' along with tiegl and
‘explicit’ parameters according to rules and praged of [RFC3841];

5. SHALL include the User-Agent header to indidéie PoC release version as specified in subclast Release
version in User-agent and Server headeasd,

NOTE 1: The value of the content-type is outstiiedcope of this specification.

6. SHALL send the SIP MESSAGE request towards the Berver according to rules and procedures oStREP
Core.

NOTE 2: Privacy cannot be applied with the InsRatsonal Alert. If anonymity is required by thedieag PoC User
then the Instant Personal Alert should not be dmdause the PoC Server will reject the request.

When the SIP/IP Core corresponds with 3GPP/3GPR, the PoC Client SHALL use 3GPP/3GPP2 IMS mechasis
according to rules and procedures of [TS24.229(GPP2 X.S0013.4] with the clarifications givertliis subclause.

6.1.9 PoC Client sending a Group Advertisement

Upon a request from a PoC User to send a Groupriisement and if PoC Client supports Group Advertisnt, the PoC
Client:
- 1. SHALL generate a SIP MESSAGE request accordingles and procedures of [RFC3428];

- 2. SHALL include an Accept-Contact header with BeC feature tag '+g.poc.groupad’ along with ‘regjtand
‘explicit’ parameters according to rules and praged of [RFC 3841];

- 3. SHALL include PoC specific content in the forffdME vnd.poc.group-advertisement+xml body. ThedPClient:
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a) SHALL include one <group> element with the “t}jpétribute set to

i “dialed-in” in the case of a Chat PoC Group; or

ii. “dialed-out” in case of a Pre-arranged PoC Group.
b) MAY include the <display name> element with ttadue set to PoC Group Name of the PoC Group;
¢) SHALL include the <uri> element with the valwt 0 the PoC Group Identity of the PoC Group; and,

d) MAY include free text in the <note> element.

NOTE 1: The vnd.poc.group-advertisement+xml is ggetin the subclause E.1.GYoup Advertisemeht

4. SHALL set the Request-URI according to the Paend selection to a PoC Address of a PoC Us¢o, @PoC

Group Identity identifying a Chat PoC Group or afarranged PoC Group, or to an Exploder-URI idgimtif a SIP

MESSAGE URI-list serviceaccording to rules and pahares of [RFC5365], if the Exploder-URI is prowiséd for PoC

Client;

- 5. SHALL include the PoC Address of the PoC UseghaAuthenticated Originator's PoC Address asifipddn
subclause 5.2Authenticated Originator's PoC Addréss

- 6. SHALL include the User-Agent header to indidée PoC release version as specified in subclast Release

version in User-agent and Server headgand,

7. SHALL send the SIP MESSAGE request towards the Berver according to the procedures of the Sidre.

NOTE 2: Privacy cannot be applied with Group Adigernent. If anonymity is required by the sendin@R{ser, the
Group Advertisement should not be sent, becausBdieServer will reject the request.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, thk PoC Client SHALL use 3GPP/3GPP2 IMS mechasis
according to rules and procedures of [TS24.223{zHP2 X.S0013.4] with the clarifications givenlistsubclause.

6.1.10 PoC Client subscription to the conference state event package

A PoC Client MAY subscribe to the Conference Skatent Package by sending a SIP SUBSCRIBE requeditéon
information of the status of a PoC Session.

The PoC Client:

- 1. SHALL generate a SIP SUBSCRIBE request and umaSIP-dialog, as specified in subclause 6.1'Gdneral”
and according to rules and procedures of [RFC3368][RFC4575];

- 2. SHALL set the Request-URI of the SIP SUBSCRIBguest to PoC Session Identity or the PoC Grouptitgeand,

- 3. SHALL send the SIP SUBSCRIBE request toward$th€ Server using a new SIP dialog, accordinglesrand
procedures of the SIP/IP Core.

The responses to the SIP SUBSCRIBE request SHALhalnelled according to rules and procedures of [RB6Band
[RFC4575], and rules and procedures of the SIPAre @ith the clarifications given in this subclause

Upon receiving a SIP 200 "OK" or a SIP 202 “Acceptesponse to the SIP SUBSCRIBE request the PoEhCl
- 1. SHALL store the address of the PoC Server reckin the Contact header.

Upon receiving an incoming SIP NOTIFY request ikgiart of the same SIP dialog as the previousty S&¢ SUBSCRIBE
request the PoC Client:

- 1. SHALL handle the request according to rules mattedures of [RFC3265] and [RFC4575]; and,

- 2. MAY display the current state information of theC Session or PoC Group to the PoC User bastteon
information in the SIP NOTIFY request body.

When needed the PoC Client SHALL terminate the aijtson and indicate it terminated according tlesuand procedures
of [RFC3265].
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The contents of the SIP NOTIFY request body is gigelcin subclause 7.2.1.11.8%5¢nerating a SIP NOTIFY requést

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechasis
according to rules and procedures of [TS24.229GPP2 X.S0013.4] with the clarifications givertis subclause.

6.1.11 PoC Client canceling a PoC Session

6.1.11.1  Canceling a PoC Session - On-demand Sessio n case

When the Participant wants to cancel the PoC Sessitiation, when On-demand Session signalingsisduas specified in
subclause 6.1.3./3Establishment of an On-demand Sessiantl when the PoC Client has not yet receivedad 8P
response for the SIP INVITE request, the PoC CIBALL cancel the SIP INVITE request acting as UA€ording to
rules and procedures of [RFC3261].

When the SIP/IP Core corresponds with 3GPP/3GPR, the PoC Client SHALL use 3GPP/3GPP2 IMS mechais
according to rules and procedures of [TS24.229GPP2 X.S0013.4] with the clarifications givertiis subclause.

6.1.12 Simultaneous PoC Session control procedures

The PoC Client MAY use Simultaneous PoC Sessiotralprocedures if Simultaneous PoC Sessions grposted by the
Home PoC Network.

6.1.12.1 PoC Client setting PoC Session priority

The PoC Client MAY set a PoC Session priority wiriléiating a PoC Session with a SIP INVITE requessat any time
later when a valid PoC Session exists with a SIPAFE or SIP re-INVITE request.

When the PoC User wants to change PoC Sessioitytiue PoC Client:

- 1. SHALL generate a SDP offer according to rules procedures of [RFC2327] and [RFC3264] using alSNATE or
SIP re-INVITE or SIP UPDATE request as specifiediclause 6.1.4.T5eneral",

- 2. SHALL include a MIME SDP body with the PoC Sessparameter "poc_sess_priority" according to suss E.3.1
"Talk Burst Control Protocol MIME registratidnand,

- 3. SHALL send the SIP request towards the PoC $acedrding to rules and procedures of the SIPARC
On receipt of the SIP 200 "OK" response the Po@rtli

- 1. SHALL take account the parameter “poc_sess iprian the SDP answer; and,
- 2. SHALL interact with the User Plane as specifiefOMA-PoC-UP] 'Simultaneous PoC Sessibns

If a SIP 200 "OK" response is not received the ¢i€nt SHALL continue to use the previously agreetting.

The PoC Client MAY indicate the PoC Session pryoaitd PoC Session locking setting in the same &jBest.

6.1.12.2 PoC Client handling of PoC Session locking

The PoC Client MAY request to lock itself in a pewtar PoC Session while initiating a PoC Sessidh & SIP INVITE
request or at any time later when a valid PoC $assxists with a SIP UPDATE or SIP re-INVITE reques

When the PoC User wants to change PoC Sessiomtpskate the PoC Client:
- 1. SHALL generate a SDP offer according to rules procedures of [RFC2327] and [RFC3264] using alSNATE or
SIP re-INVITE or SIP UPDATE request as specifiedubclause 6.1.4.1General",

- 2. SHALL include a MIME SDP body with the PoC SessLocking parameter “poc_lock” according to subsE.3.1
"Talk Burst Control Protocol MIME registratidnand,

- 3. SHALL send the request towards the PoC Senaarding to rules and procedures of the SIP/IP Core.
On receipt of the SIP 200 "OK" response the Po@rli

- 1. SHALL take account the parameter “poc_lock’lie SDP answer; and,
- 2. SHALL interact with the User Plane as specifiefOMA-PoC-UP] 'Simultaneous PoC Sessibns
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If a SIP 200 "OK" response is not received the B¢i€nt SHALL continue to use the previously agreetting.

NOTE 1: The PoC Session locking is automaticallgased when the PoC Session is ended.

NOTE 2: Sending a TBCP Talk Burst Request message the PoC Client in a PoC Session will causddblking
value to change to "unlocked" in any other PoC iass

The PoC Client MAY indicate PoC Session priorityld?oC Session locking setting in the same SIP stque

6.2 PoC Client termination procedures

6.2.1 PoC Client invited to a PoC Session
6.2.1.1 General

NOTE 1: This subclause provides common procedunesther subclauses and is not meant to be appfikxds
referenced.

On receipt of the initial SIP INVITE request the@®@€lient:
- 1. MAY reject the SIP INVITE request with an appriage reject code as specified in [RFC3261] e.g.

a) when the PoC Client is occupied in another Pesi®n and can not handle Simultaneous PoC Sessons
specified in 6.2.7 Simultaneous PoC Sessions control procedues

b) when the PoC Client is occupied in a CS call; or
¢) when the PoC Client determines that there isnotigh resources to handle the PoC Session; or,

d) any other reason outside the scope of this Spetdn.

NOTE 2: The decision to reject a SIP INVITE requesa PoC Session can e.g. be based on procedcivesdn the PoC
Client and the PoC User outside the scope of gesification.

2. SHALL reject the SIP INVITE request with a SIB34‘Forbidden” response if either of the followingnditions are
true:

a) the incoming SIP INVITE request contained a fAmswer-Mode header with the value “Auto” as spedifin
[RFC5373] and the PoC Client does not support MbAnawer Override;

b) the incoming SIP INVITE request contained anwasMode header with the value “Manual;require’spscified
in [RFC5373] and the PoC Client does not suppombh Answer Mode;

- 3. SHALL store the list of supported SIP method®deived in the Allow header;

- 4. SHALL store as the PoC Session Identity the exainof the Contact header;

- 5. MAY display to the PoC User the PoC Addressheflhiviting PoC User but SHALL NOT display it ifiracy header
includes value 'id"; and,

- 6. MAY display Session Type information to the Pd§er based on the information received in the $asBype uri-
parameter in the Contact header.

When generating SIP provisional responses othertti&a SIP 100 "Trying" or SIP 2xx final responseshie received initial
SIP request the PoC Client:

- 1. SHALL generate SIP responses according to andsprocedures of [RFC3261];

NOTE 3: The use of the option tag ‘preconditiors,specified in [RFC3312], and the option tag ‘100ees specified in
[RFC3262], is not defined for the POC-1 referencimp
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2. SHALL include Server header to indicate the Pel€ase version as specified in subclause ERelgase version in

User-agent and Server headgrs

- 3. SHALL include the option tag 'timer' in a Reguireader;

- 4. SHOULD include an Allow header with the SIP noeth supported in this SIP dialog according to raled
procedures of [RFC3261];

- 5. SHALL include value 'id' in a Privacy header@utng to rules and procedures specified in [RFG332 anonymity
is requested by the Invited PoC User;

- 6. SHALL include the Session-Expires header inSHe 200 "OK" response to the initial SIP INVITE vexgt with the
refresher parameter set to 'uas' and start th&&dBion timer according to rules and proceduresfigakin [RFC4028];

- 7. SHALL include the PoC Address of the PoC UsedhasAuthenticated Originator's PoC Address asiipedn
subclause 5.2Authenticated Originator's PoC Addrési not provided automatically by SIP/IP Core;dan

- 8. SHALL include the PoC feature tag '+g.poc.taligun the Contact header; and,

- 9. MAY include a Nick Name as specified in subclaGA'Nick Namé in the SIP 200 “OK” response to the initial SIP
INVITE request.

When the SIP/IP Core corresponds with 3GPP/3GPR, the PoC Client SHALL use 3GPP/3GPP2 IMS mechais
according to rules and procedures of [ TS24.229GPP2 X.S0013.4] with the clarifications givertfiis subclause.

6.2.1.2 Auto-answer case

On receipt of an initial SIP INVITE request, the@PGlient SHALL perform the auto-answer proceduresatibed in this
subclause if any of the following conditions angetr

- the incoming SIP INVITE request contained an Ansiede header with the value "Auto" as specifiefRFC5373]
and the PoC Client is set to Auto Answer Mode; or

- the incoming SIP INVITE request contained a Privser-Mode header with the value “Auto” as specified
[RFC5373], and the PoC Client does not have amadjrestablished PoC Session;

otherwise, do not continue with the rest of thesta this subclause.

The PoC Client:

- 1. SHALL validate that the Media Parameters andadt one codec offered in the SIP INVITE requestazceptable to
the PoC Client and if not, reject the request w&itBIP 488 "Not Acceptable Here" response. Otherwisetinue with
the rest of the steps;

- 2. SHALL accept the request and generate a SIPQRO response as specified in the subclause 6.2Geherat
towards the PoC Server;

- 3. SHALL include in a SIP 200 "OK" response a MIBPP body as a SDP answer according to rules argguoes
of [RFC3264] and [RFC2327] as follows:

a) The IP address and port number at the PoC Gbetite RTP Session;

b) The codec(s) and Media Parameters acceptaltteeliyoC Client for the PoC Service selected fromsehin the
SDP offer contained in the incoming SIP INVITE requ

c) if another IP address or port is used insteatiefiefault IP address and port number specifigdRBC3550], set
the IP address and port number to be used for Rit@ie PoC Client according to rules and procedofes
[RFC3605];

d) The selected Talk Burst Control Protocol and<Ralrst parameters selected from those in the S contained
in the SIP INVITE request; and,

e) the port number to be used for the Talk Bursitf@ Protocol.

- 4. SHALL send the SIP 200 "OK" response towardsRtb€ Server according to rules and procedureseoBtR/IP
Core; and,

- 5. SHALL interact with the User Plane as specifiefOMA-PoC-UP] “PoC Client procedures at PoC Session
initialization”.
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When the SIP/IP Core corresponds with 3GPP/3GPRZ, thke PoC Client SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armedwwes of [TS24.229] / [3GPP2 X.S0013.4] with ¢hegifications
given in this subclause.

6.2.1.3 Manual-answer case

On receipt of an initial SIP INVITE request, the@®@lient SHALL perform the manual-answer procedutescribed in this
subclause if any of the following conditions angetr

- the incoming SIP INVITE request contained an Ansiede header with the value "Manual;require" ascHjzal in
[RFC5373];

- the PoC Client is set to Manual Answer Mode andrkhkeming SIP INVITE request did not contain a PAinswer-
Mode header with the value “Auto” as specifiedRrC5373];

- the incoming SIP INVITE request contained a Privser-Mode header with the value “Auto” as specified
[RFC5373] and the PoC Client has an already estaddi PoC Session;

otherwise, do not continue with the rest of thesta this subclause.

The PoC Client:

- 1. SHALL validate that the Media Parameters andadt one codec offered in the SIP INVITE requestazceptable to
the PoC Client and if not, reject the request &itBIP 488 "Not Acceptable Here" response. Otherwisetinue with
the rest of the steps;

- 2. SHOULD indicate to the PoC User if maximum amafrSimultaneous PoC Sessions are exceeded VigtiRdC
Session in case Simultaneous PoC Sessions arerteghpt/hen accepting another PoC Session a PoO@B&dALL
be released as described in the subclause b6 Client leaving a PoC Sessipn

NOTE: How the PoC Client interacts with the PoC tisadetermine which PoC Session to release is an
implementation issue.

3. SHALL generate and send a SIP 180 'Ringing'aesp towards the PoC Server as specified in thelaude 6.2.1.1
"General. If the user accepts the PoC Session invitap@nform steps3,4 and 6. If the user declines the $ession
invitation, perform step 5;

- 4. SHALL generate a SIP 200 "OK" response to tHeISIVITE request as specified in the subclausel6l2General
if the PoC User accepts the PoC Session invitation;

- 5. SHALL include a MIME SDP body as a SDP answehaSIP 200 "OK" response according to rules andgdures
of [RFC3264] and [RFC2327] as follows:

a) the IP address and port number at the PoC Gbetthe RTP Session;

b) the codec(s) and Media Parameters acceptaliteeloC Client for the PoC service selected froos¢hin the SDP
offer contained in the incoming SIP INVITE request;

c) if another IP address or port is used insteagtimfiefault IP address and port number as spedfigRFC3550],
set the IP address and port number to be usedlf@PRat the PoC Client according to rules and procedof
[RFC3605];

d) the selected Talk Burst Control Protocol anckBalrst parameters selected from those in the St contained
in the SIP INVITE request; and,

e) the port number to be used for the Talk Bursitf@d Protocol.

- 6. SHALL send a SIP 480 "Temporarily UnavailableSponse towards the PoC Server if the PoC Usendethe PoC
Session invitation or a SIP 408 "Request Timeoesponse if the invitation times out.

- 7.SHALL, if the PoC User accepts the PoC Sessiuitation.
a) send the SIP 200 "OK" response to the PoC Seamer

b) interact with the User Plane as specified in fOMoC-UP] ‘PoC Client procedures at PoC Session initializdtion
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When the SIP/IP Core corresponds with 3GPP/3GPRZ, thke PoC Client SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armedwwes of [TS24.229] / [3GPP2 X.S0013.4] with ¢hegifications
given in this subclause.

6.2.2 PoC Client receiving a PoC Session modification request

Upon receiving a SIP UPDATE request, or a SIP rédiNE request with a MIME SDP body including a ne®RSoffer as
specified by [RFC3264] and [RFC2327], the PoC Glien
- 1. SHALL validate that the Media Parameters andadt one codec are acceptable to the PoC Clienf aot,

a) select a subset of the received Media Parameters

b) reject the request with a SIP 488 "Not Accepadliére" response towards the PoC Server accorditigtrules
and procedures of SIP/IP Core. Otherwise, continitiethe rest of the steps.

- 2. SHALL activate new Media Parameters as specifig®@MA-PoC-UP] 'User Plane adaptatidh
- 3. SHALL generate a SIP 200 "OK" according to rides procedures of [RFC3261];

- 4. SHALL include the Session-Expires header inSHe 200 "OK" response to the SIP UPDATE or SIPN®ATE
request and re-start the SIP Session timer acaptdirules and procedures specified in [RFC402&8]AS Behavior”.
The ‘refresher’ parameter in the Session-Expireslbe SHALL be set to 'uas'.

- 5. SHALL include the option tag 'timer' in the Réguheader;

- 6. SHALL include the accepted Media ParametersMiME SDP body as the SDP answer according to rahebs
procedures of [RFC3264] and [RFC2327]; and,

- 7. SHALL send the SIP 200 "OK" response towardstb€ Server according to rules and proceduresRARCore.

When the SIP/IP Core corresponds with 3GPP/3GPR, the PoC Client SHALL use 3GPP/3GPP2 IMS mechasis
according to rules and procedures of [TS24.223{zHP2 X.S0013.4] with the clarifications givenliistsubclause.

6.2.3 PoC Client receiving a PoC Session release request

6.2.3.1 PoC Session release request — On-demand Ses sion case

Upon reception of a SIP BYE request, the PoC Client

- 1. SHALL send SIP 200 "OK" response towards Po@e&eaccording to rules and procedures of the SIE4re; and,
- 2. SHALL interact with the User Plane as specifrefOMA-PoC-UP] “PoC Client procedures at PoC Session reltase

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechasis
according to rules and procedures of [TS24.223{zHP2 X.S0013.4] with the clarifications givenliistsubclause.

6.2.3.2 PoC Session release request — Pre-establish  ed Session case

Upon receiving a release request on the User Rlaspecified in [OMA-PoC-UPJPoC Session control state diagram —
Pre-established Sessigithe PoC Client SHALL regard the PoC Session iwithe Pre-established Session as released and
interact with the User Plane as specified in [OM@GPUP]"PoC Client procedures at PoC Session release"

6.2.4  PoC Client receiving an Instant Personal Alert

Upon receiving a SIP MESSAGE request containing?b€ feature tag '+g.poc.talkburst' in the Accepii@ct header
field, and a non-anonymous Authenticated OriginatBoC Address, the PoC Client:

NOTE 1: The value of the content-type is outsliegcope of this specification.

- 1. MAY reject the SIP MESSAGE request with an appiaied reject code specified in [RFC3428] and [REEL] e.g.
a) when the PoC Client determines that there inotigh resources to handle the SIP MESSAGE recurest

b) any other reason outside the scope of this Bpaibdn.
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NOTE 2: The decision to reject the SIP MESSAGE esfjean e.g. be based on procedures between th€lRmtand
the PoC User outside the scope of this specifioatio

- 2. SHALL generate a SIP 200 "OK" response accortbngles and procedures of [RFC3428];

- 3. SHALL include Server header to indicate the Pel€ase version as specified in subclause ERelease version in
User-agent and Server headgrand,

- 4. SHALL send the SIP 200 "OK" response towardsRtb€ Server according to rules and procedureseoBtR/IP
Core.

NOTE 3: The PoC Client can indicate to the PoC Ulsatr an Instant Personal Alert was received.

The PoC Client MAY use the procedures specifieslinclause 6.1.3.2.P6C Client initiates an Ad-hoc PoC Group
Session and 1-1 PoC Sessionin subclause 6.1.3.3.P8C Client initiates an Ad-hoc PoC Group Sessiot &1 PoC
Sessiohto initiate a 1-1 PoC Session with the PoC Udentified in the Authenticated Originator's PoC Aelsbs.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechais
according to rules and procedures of [TS24.2239GPP2 X.S0013.4] with the clarifications givertliis subclause.

6.2.5 PoC Client receiving a Group Advertisement

Upon receipt of a SIP MESSAGE request containingecept-Contact header including the PoC featuyé+tg.poc.
groupad' the PoC Client:

- 1. MAY reject the SIP MESSAGE request with an appiaied reject code specified in [RFC3428] and [REEL] e.g;
a) when the PoC Client determines that there ignotigh resources to handle the SIP MESSAGE recurest

b) any other reason outside the scope of this Bpaibon.

Otherwise, continue with the rest of the steps.

NOTE 1: The decision to reject the SIP MESSAGE esfjean e.g. be based on procedures between th€llRmtand
the PoC User outside the scope of this specifioatio

NOTE 2: The case PoC Client does not support theGAdvertisement is not needed to cover, becautes case the
PoC Client has not registered the PoC featureragoc. groupad' to the SIP/IP Core and will noeiee a
Group Advertisement message.

- 2. SHALL generate a 200 "OK" response accordingikes and procedures of [RFC3428];

- 3. SHALL include Server header to indicate the Pel€ase version as specified in subclause ERelgase version in
User-agent and Server headgrand,

- 4. SHALL send the SIP 200 "OK" response towardsRtb€ Server according to rules and procedureseoBtR/IP
Core.

NOTE 3: The PoC Client can act based on the redégBreup Advertisement e.g. by showing the adverss to the
PoC User.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechasis
according to rules and procedures of [TS24.229GPP2 X.S0013.4] with the clarifications givertfis subclause.

6.2.6  PoC Client receiving a PoC Session SIP CANCEL request
6.2.6.1 PoC Session SIP CANCEL request - On-demand  Session case

Upon reception of a SIP CANCEL request, the Po@rEIBHALL behave as UAS according to rules andguiaces of
[RFC3261].
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When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechasis
according to rules and procedures of [TS24.229GPP2 X.S0013.4] with the clarifications givertliis subclause.

6.2.7  Simultaneous PoC Session control procedures

PoC Client MAY use Simultaneous PoC Session coptatedures if the PoC Server of the Home PoC Nétswpports
Simultaneous PoC Sessions. The Invited PoC CliekY ldhange the PoC Session priority and/or PoC 8adsicking
during a PoC Session as specified in subclauses2611PoC Client Setting PoC Session Priorigfid 6.1.12.2PoC Client
handling of PoC Session locking"

NOTE: The PoC Session locking is automaticallyasésl when the PoC Session is ended.
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7. Procedures at the PoC Server

7.1 Determination of PoC Server role

This subclause describes how a PoC Server detesritinele when receiving an initial or a standra®IP request.

The behaviour in the PoC Server when receivingr&tfpests within an existing SIP dialog is describeder the respective
PoC Server role.

Once the role is decided the role SHALL be keptl tive SIP dialog is released, or until the stafahe transaction is done.

7.1.1  Reception of an initial SIP INVITE request

Upon receiving an initial SIP INVITE request the@P8erver:
- 1. SHALL if it is the Originating PoC Service Poihtigger and

a) if the SIP URI in the Request-URI of the SIP INTEZ request corresponds to the Conference-factdy-&f the
PoC service in the network served by the PoC Sdnvethe SIP INVITE request does not include a URlef the
PoC Users to be invited the PoC Server SHALL penftre role of Participating PoC Function and camntias
specified in subclause 7.3.1.Rré-established Sessiror,

b) otherwise the PoC Server SHALL perform the afléhe Participating PoC Function as specified.; 1774 ‘PoC
Session establishment or rejoin using On-demansi@és

- 2. SHALL if it is the Terminating PoC Service Poifrigger and

a) if the Session Type uri-parameter is “sessioeapanged” and,

i. if the SIP URI in the Request-URI of the SIP IN¥E request corresponds to a Pre-arranged PoC
Group owned by the PoC Server, the PoC Server SHgdrform the role of Controlling PoC Function
and continue as specified in subclause 7.2 Rr8-arranged PoC Group Session setup reduest

or,

ii. if the SIP URI in the Request-URI of the SIPMNE request corresponds to a Chat PoC Group owned

by the PoC Server, the PoC Server SHALL returnRad®l4 “Not Found” response and include a
Warning header as specified in [RFC3261] with tle@ning code 399 and the warning text set to ‘100
Correct Session Type of <Request-URI> is “sessibatttand not continue with the rest of the steps.

or,

b) if the Session type uri-parameter is “sessioat’cand,

i. if the SIP URI in the Request-URI of the SIP IN¥ request corresponds to a Chat PoC Group owned
by the PoC Server, the PoC Server SHALL perfornrtihe of Controlling PoC Function and continue as

specified in subclause 7.2.1.%oining Chat PoC Group Session reqliest
or,

ii. if the SIP URI in the Request-URI of the SIPMNE request corresponds to a Pre-arranged PoC
Group owned by the PoC Server, the PoC Server SH#&turn a SIP 404 “Not Found” response and
include a Warning header as specified in [RFC326t] the warning code 399 and the warning text set

to ‘101 Correct Session Type of <Request-URI> es&on=prearranged™ and not continue with the rest

of the steps.
or,

c) if a Session Type uri parameter is not included
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i. if the SIP URI in the Request-URI of the SIP IN¥ request corresponds to a Pre-arranged PoC
Group owned by the PoC Server, the PoC Server SHgdrform the role of Controlling PoC Function
and continue as specified in subclause 7.2.1.38Reged PoC Group Session setup request”;

or,

ii. if the SIP URI in the Request-URI of the SIPMNE request corresponds to a Chat PoC Group owned
by the PoC Server, the PoC Server SHALL perfornrtihe of Controlling PoC Function and continue as
specified in subclause 7.2.1.%0ining Chat PoC Group Session reqliest

d) if the SIP-URI in the Request-URI of the SIP IN¥ request corresponds to a PoC Session Idergitgrted by
the PoC Server, the PoC Server SHALL perform the @b Controlling PoC Function and continue as djtin
subclause 7.2.1.4Rgjoining PoC Session requksir,

e) if the SIP-URI in the Request-URI of the SIP INZ request corresponds to a PoC User served bydleServer
the PoC Server SHALL perform the role of PartidipgtPoC Function and continue as specified in sulsg 7.3.2.2
"PoC Session invitation requ&sor,

f) if the SIP URI in the Request-URI of the SIP INE request is unknown to the PoC Server the PateBe
SHALL perform the actions specified in subclauseZ":Conference URI does not exist"

7.1.2  Reception of a SIP REFER request

Upon receiving a SIP REFER request outside of &tieg SIP dialog the PoC Server
- 1. SHALL if it is the Originating PoC Service Poifitigger continue as specified in subclause 7.3.318 REFER
request receivedor,

- 2. SHALL if it is the Terminating PoC Service Poifrigger continue as specified in subclause 7.2.Adling
Participants to PoC Session request

7.1.3  Reception of a SIP MESSAGE request

Upon receiving a SIP MESSAGE request containing?b€ feature tag '+g.poc.talkburst' in the Accepti@ct header the
PoC Server:

- 1. SHALL if it is the Originating PoC Service Poiftigger continue as specified in subclause 7.4'[hdtant Personal
Alert procedure at originating PoC Servéror,

- 2. SHALL if it is the Terminating PoC Service Poirigger continue as specified in subclause 7.4 Inatant
Personal Alert procedure at terminating PoC Serter

Upon receiving a SIP MESSAGE request containingXb€ feature tag '+g.poc.groupad' in the Acceptt&@zrheader the
PoC Server:

- 1. SHALL if it is the Originating PoC Service Poifitigger continue as specified in subclause 7.2.1Group
Advertisement requetor,

- 2. SHALL if the Terminating PoC Service Point Traggand the Request-URI contains a SIP URI corredipgrio a
PoC Group known by the PoC Server, continue asfg@gubmn the subclause 7.2.1.1Z5toup Advertisement requést
or,

- 3. SHALL if it is the Terminating PoC Service Poirigger and the Request-URI contains a SIP-URlesponding to
a PoC User served by the PoC Server continue affisgen subclause 7.3.2.7Group Advertisement requé'st

7.1.4  Reception of a SIP SUBSCRIBE request

Upon receiving a SIP SUBSCRIBE request outsidenadxasting SIP dialog the PoC Server:

- 1. SHALL if it is the Originating PoC Service Poifitigger continue as specified in 7.3.151P SUBSCRIBE requést
or,

- 2. SHALL if itis the Terminating PoC Service Poiigger continue as specified in subclause 7.2.1PbC Session
Participant information Requést
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7.2 Controlling PoC Function procedures

7.2.1 Request terminating at the Controlling PoC Function
7.21.1 General

NOTE: This subclause provides common procedurestf@r subclauses and is not meant to be appliedsin
referenced.

On receipt of an initial SIP INVITE request the P8€rver

- 1. SHALL store the supported SIP methods if reativethe Allow header; and,
- 2. SHALL use the Nick Name, if a Nick Name is imbhal, according to the priority specified in subskad.4 “Nick
Name”.

When sending SIP provisional responses with thegia@n of the SIP 100 "Trying" response to the BIFITE request the
PoC Server
- 1. SHALL generate the SIP provisional response raiag to rules and procedures of [RFC3261];

- 2. SHALL include the Server header with the Po@asé version as specified in subclause ERelease version in
User-agent and Server headeérs

- 3. SHOULD include an Allow header with the SIP noeth supported in this SIP dialog according to raled
procedures of [RFC3261];

- 4. SHALL include Authenticated Originator's PoC Adds as specified in subclause 5AZthenticated Originator's
PoC Address

a) set to the Conference-factory-URI in case ofReC Session or Ad-hoc PoC Group Session or

b) set to the PoC Group Identity with the Sessigpeluri-parameter "session=prearranged” or "sessloat” as
specified in E.5.1Session Type uri-parameten case of Pre-arranged or Chat PoC Group resdgt and,

- 5. SHALL include in a Contact header the PoC Sesklentity with the feature tag 'isfocus' and tleCHeature tag
‘+g.poc.talkburst' and the Session Type uri-paranisession=1-1", or “session=adhoc”, or “sessiaeapranged”, or
“session=chat” as appropriate for the type of th€ Bession as specified in E.53e%sion Type uri-parameter

When sending a SIP 200 "OK" response to the infBI& INVITE request the PoC Server:

- 1. SHALL generate the SIP 200 "OK" response acogrth rules and procedures of [RFC3261];

- 2. SHOULD include an Allow header with the SIP noeth supported in this SIP dialog according to raled
procedures of [RFC3261];

- 3. SHALL include the Session-Expires header withrisfresher parameter set to ‘uac' and start sgpaythe SIP
Session according to rules and procedures of [RE840

- 4. SHALL include the option tag 'timer' in a Reguireader;
- 5. SHALL include Authenticated Originator's PoC Adds as specified in subclause 5Athenticated Originator's
PoC Address

a) set to the Conference-factory-URI in case ofAeC Session or Ad-hoc PoC Group Session or,

b) set to the PoC Group Identity with the Sessigpeluri-parameter “session=prearranged"” or "sesslmat" as
specified in E.5.1Session Type uri-parameten case of the Pre-arranged or Chat PoC Groupecively.

- 6. SHALL include in a Contact header the PoC Sesklentity with the feature tag 'isfocus' and tlCHeature tag
‘+g.poc.talkburst' and the Session Type uri-paranisession=1-1", or “session=adhoc”, or “sessiaeapranged”, or
“session=chat” as appropriate for the type of th€ Bession as specified in E.53e%sion Type uri-parametgand,

7. SHALL include the Server header with the Po@asé version as specified in subclause ERelease version in
User-agent and Server headeifnot already included in a SIP provisional respe.
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When the SIP/IP Core corresponds with 3GPP/3GPRZ, thk PoC Server SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armedwwes of [TS24.229] / [3GPP2 X.S0013.4] with ¢hegifications
given in this subclause.

7.2.1.2 Ad-hoc PoC Group and 1-1 PoC Session setup  request

Upon receiving of an initial SIP INVITE request tReC Server:

- 1. SHALL check whether the Conference-factory-UBhtained in the Request URI is allocated and perfihre actions
specified in subclause 7.5.C8nference-factory URI does not eXisit is not allocated. Otherwise, continue witfe
rest of the steps;

- 2. SHALL check whether the Accept-Contact headeluintes the PoC feature tag '+g.poc.talkburst' aitdloes not the
PoC Server SHALL return a SIP 403 "Forbidden" resgo Otherwise, continue with the rest of the steps

- 3. SHALL perform actions to verify the Authenticdt®riginator's PoC Address of the Inviting PoC Ussed authorize
the request according to local policy, and if iha authorized the PoC Server SHALL return a SIB ‘4orbidden”
response. Otherwise, continue with the rest obtaps;

- 4. SHALL validate that the Media Parameters andagt one codec offered in the SIP INVITE requestagceptable
by the PoC Server and if not reject the request &iSIP 488 "Not Acceptable Here" response. Otlservdgontinue with
the rest of the steps;

- 5. SHALL check from the MIME resource-lists bodwathhe maximum number of Participants allowed irAdrhoc
PoC Group Session is not exceeded. If exceeded Jeoer SHALL return SIP 486 “Busy Here” responsé eclude
a Warning header as specified in [RFC3261] withvtlaening code 399 and the warning text set to ‘tt@2many
participants”. Otherwise, continue with the resthaf steps;

- 6. SHALL allocate a PoC Session Identity for th&CFession; and,

- 7. SHALL invite the PoC Users listed in the MIMEsaairce-lists body as specified in subclause 7.2R0Z Session
invitation request

NOTE 1: How the multiple invited members are corackin the SIP INVITE request is specified in [RF66B

Upon receiving a SIP 183 "Session Progress" regpfamghe SIP INVITE request containing a P-Ans\Béaite header with
the value "Unconfirmed" as specified in [RFC496ddl as specified in subclause 7.2 22C Session invitation requést
the PoC Server:

- 1. SHALL generate 200 "OK" response as specifietthénsubclause 7.2.1.Géneral and continue with the rest of the
steps if unconfirmed mode is supported by the Pe®e® and the final response is not yet sent torthiging PoC
Client, otherwise do not proceed with the resthef $teps;

- 2. SHALL include a MIME SDP body in the SIP 200 “Okesponse as a SDP answer according to rules raggures
of [RFC3264] and [RFC2327] as follows:

a) The IP address and port number at the PoC Sknvéire RTP Session;

b) The codec(s) and Media Parameters selectedelydl Server from those contained in the origifd Sffer
received from the originating network;

c) if another IP address or port is used insteati@fiefault IP address and port number as spedififRFC3550], set
the IP address and port number to be used for Rat@ie PoC Server according to rules and procediires
[RFC3605];

d) The Talk Burst Control Protocol and Talk Buratgmeters selected by the PoC Server from thogaioed in the
original SDP offer received from the originatingwerk;

e) The PoC Server’s port number to be used fof tilke Burst Control Protocol; and

f) Optionally "tb-granted" indication as specifigdE.3 "SDP Extensioris

- 3. SHALL include a P-Answer-State header with thkig "Unconfirmed";

- 4. SHALL send the SIP 200 "OK" response towarddtiéing PoC Client according to rules and proaesuof SIP/IP
Core;
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NOTE 2: If PoC Server supports Unconfirmed Indigatand generates and sends SIP 200 “OK” responsede
Inviting PoC Client based on received SIP 183 “BesBrogress”, then PoC Server needs either toapeeipr
transcoding or PoC Session modification. This isdegl in the case if the SDP answer contained ir2G0P
“OK” sent towards Inviting PoC Client is in mismhtwith the SDP answer contained in SIP 200 “OK”
received from terminating network.

- 5. SHALL interact with User Plane as specified@MA-PoC-UP]"Controlling PoC Function procedures at PoC
Session initialization"and,

- 6. SHALL generate a notification to the PoC Cliemtkich have subscribed to the conference statet@arkage that
an Inviting PoC User has joined in the PoC Grougs®a, as specified in subclause 7.2.1.1G@rerating a SIP
NOTIFY request

- 7. SHALL send the SIP NOTIFY request to the Po@@k according to rules and procedure of the SIedre.

Upon receiving a SIP 180 "Ringing" response asifipddn subclause 7.2.2"2P0oC Session Invitation Requéand the SIP
final response or a SIP 180 “Ringing” responsertws/et been sent to the Inviting PoC Client, tb€Berver:

- 1. SHALL generate a SIP 180 "Ringing" responsé&SIP INVITE request as specified in the subclaugel.1
"General"; and,

- 2. SHALL send the SIP 180 "Ringing" response towahe Inviting PoC Client according to rules andgedures of
SIP/IP Core.

Upon receiving a SIP 200 "OK" response for the IBIRITE request as specified in subclause 7.2!P@C Session
invitation requestthe PoC Server:

- 1. SHALL generate a SIP 200 "OK" response to tHeISIVITE request as specified in the subclausel712General
and continue with the rest of the steps if the fBi&d response is not yet sent to the Inviting Ral@nt. Otherwise do
not proceed with the rest of the steps;

- 2. SHALL include in the SIP 200 “OK” response a MENBDP body as a SDP answer according to rules i qures
of [RFC3264] and [RFC2327] as follows:

a) The IP address and port number at the PoC Skenvidre RTP Session;

b) The codec(s) and Media Parameters which SHALfrdre the list contained in the original SDP ofiiethe
received SIP INVITE request from the originatingwerk and MAY be reduced based on the SDP ansveeived
in SIP 200 “OK” response from the Invited PoC Cli{eh

NOTE 3: If transcoding is supported and codec(dl) Miedia Parameters other than those containeciS8DP offer in
the received SIP INVITE request from originatingvwnerk have been offered in the SDP of the SIP INW/IT
request sent to Invited PoC Client(s), the SDP answthe SIP 200 “OK” response towards originating
network may be different from the SDP answer reztiv SIP 200 “OK” response from the Invited PoC
Client(s).

c) If another IP address or port is used insteatieflefault IP address and port number as spédififRFC3550],
set the IP address and port number to be used RT @R PoC Server according to rules and procedires
[RFC3605];

d) The Talk Burst Control Protocol and Talk Buratgmeters selected by the PoC Server from botle tbmstained
in the original SDP offer from the originating netk and those contained in the received SDP answbae SIP 200
“OK” response from the terminating network;

e) The PoC Server’s port number to be used fof tike Burst Control Protocol; and

f) Optionally “tb-granted” indication as specifigdE.3 “SDP Extensioris

- 3. SHALL send a SIP 200 "OK" response towards tivitihg PoC Client; and

- 4. SHALL interact with User Plane as specified@MA-PoC-UP] 'Controlling PoC Function procedures at PoC
Session initializatioh
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- 5. SHALL generate a notification to the PoC Cliemtkich have subscribed to the conference statet@arkage that
an Inviting PoC User has joined in the PoC Grougs®, as specified in subclause 7.2.1.1Ge@rerating a SIP
NOTIFY request

- 6. SHALL send the SIP NOTIFY request to the Po@@k according to rules and procedure of the SIEdre.

Upon receiving a SIP final response other thandX3xx, that is one of the SIP 4xx, 5xx or 6xx finesponses the PoC
Server:

- 1. SHALL send the SIP final response towards théiirg PoC Client, if a SIP final response was reeée from all the
Invited PoC Clients and the SIP 200 "OK" resposseot yet sent. The SIP final response SHALL idelthe Status-
Code defined by the PoC Server according to logitye.g. the lowest value received from the lagiPoC User(s);
or,

- 2. SHALL remove Inviting PoC Client from the PoCsSion as specified in subclause 7.2.Rérhove of Participant
from PoC Sessidnif a SIP final response other than 2xx or 3xxsweceived from all the Invited PoC Clients and the
SIP 200 "OK" response is already sent.

When the SIP/IP Core corresponds with 3GPP/3GPR, tive PoC Server SHALL use 3GPP/3GPP2 IMS meadimanis
according to rules and procedures of [TS24.229GPP2 X.S0013.4] with the clarifications givertliis subclause.

7.2.1.3 Pre-arranged PoC Group Session setup reques t

Upon receiving an initial SIP INVITE request the@8erver:

- 1. SHALL check whether the Accept-Contact headeluites the PoC feature tag '+g.poc.talkburst' itdsi not
included the PoC Server SHALL return a SIP 403 bkdten” response. Otherwise, continue with the geite steps;

- 2. SHALL check the presence of the "isfocus" featp@rameter in the URI of the Contact header aidsiforesent then
the PoC Server performing the Controlling PoC FiemcSHALL reject the request with a SIP 403 "Fodgd" response
and include a Warning header as specified in [RIBZB®ith the warning code 399 and the warning &ettto "105
isfocus already assigned” . Otherwise, continué thié rest of the steps;

- 3. SHALL perform actions to verify the Authenticdt®riginator's PoC Address of the Inviting PoC Ussed authorize
the request as specified in subclause 7.2.1PbL"Session initiation poli€yand if it is not authorized the PoC Server
SHALL return a SIP 403 “Forbidden” response. Othigewcontinue with the rest of the steps;

- 4. SHALL check whether privacy is allowed for thatAenticated originator's PoC Address, when anotyisi
requested with the Privacy header containing theitf. If not allowed, the PoC Server SHALL resgowith a SIP
403 "Forbidden" response to the originating netwédlowing privacy for a specific Authenticated Qimator's PoC
Address is defined using <allow-anonymity> elemafrthe PoC Group’s authorization rules as specifiéPoC-XDM
Specification]. If privacy is allowed, the PoC SenSHALL create and cache an anonymous PoC Addsespecified
in subclause 5.98nhonymous PoC Addrés®therwise, continue with the rest of the steps;

- 5. SHALL validate that the Media Parameters anidagt one codec offered in the SIP INVITE requestagceptable
for the PoC Server and if not reject the requeti wiSIP 488 "Not Acceptable Here" response. Otlserveontinue
with the rest of the steps;

- 6. if the PoC Group does not have already an onggBoC Session then the PoC Server:

a) SHALL invite members of the Pre-arranged PoCuBras specified in subclauses 7.2.1.R4C Session initiation
policy' and 7.2.2.2 PoC Session invitation requésts

b) SHALL perform Talk Burst Control procedures asdafied in [OMA-PoC-UP] Controlling PoC Function
procedures at PoC Session initializatiand do not continue the rest of the steps.

- 7.if the PoC Group has already an active PoC &es¢ken PoC Server:

a) SHALL check whether the Authenticated Origingt&oC Address of the joining PoC User is allowejbin by
performing the actions specified in subclause B2'RoC Session joining policy”. If it is not alled to join the PoC
Server performing the Controlling PoC Function SHAkspond with a SIP 403 "Forbidden” response ¢o th
originating network. Otherwise, continue with tlestrof the steps;

b) SHALL check if “<max-participant-count>" as syifted in [PoC XDM Specification] is already reachéd
reached, PoC Server SHALL return a SIP 486 “BusseHeesponse and include a Warning header as s aif
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[RFC3261] with the warning code 399 and the warrnéxg set to “102 Too many participants” to thegorating
network. Otherwise, continue with the rest of theps;

c) SHALL generate a SIP 200 "OK" response as sigecifi the 7.2.1.1Generat;

d) SHALL include a MIME SDP body in the SIP 200 "Oksponse as the SDP answer according to rules and
procedures of [RFC3264] and [RFC2327] as follows:

i. The IP address and port number at the PoC Séowéne RTP Session;

ii. The codec(s) and Media Parameters which SHA&lfrbm the list contained in the SDP offer in the
incoming SIP INVITE request from the originatingtwerk; The PoC Server MAY reduce the list of

codec(s) and Media Parameters based on the fodpwodec(s) and Media Parameters contained in SDP

answers received or sent in SIP 200 “OK” respofrees or to other PoC Session Participants(s);
codec(s) and Media Parameters that are currergly unsthis PoC Session;

iii. If another IP address or port number is usedéad of the default IP address and port number as
specified in [RFC3550], set the IP address andmariber to be used for RTCP at the PoC Server
according to rules and procedures of [RFC3605];

iv. The Talk Burst Control Protocol and Talk Bupsirameters selected by the PoC Server from those
contained in the SDP offer in the incoming SIP INElrequest from the originating network. and

v. The PoC Server’s port number to be used foiftik Burst Control Protocol.

e) SHALL send the SIP 200 "OK" response towarddrkiging PoC Client according to rules and proaeduof the
SIP/IP Core;

f) SHALL perform Talk Burst Control procedures g&sified in [OMA-PoC-UP]'Controlling PoC Function
procedures at PoC Session initializatipn"

g) SHALL generate a notification to the PoC Clienthich have subscribed to the conference statet package
that the Inviting PoC User has joined in the Po@uprSession, as specified in subclause 7.2.1.1Géhérating a
SIP NOTIFY requestand,

h) SHALL send the SIP NOTIFY request to the PoGtk according to rules and procedure of the SI€dre.

Upon receiving a SIP 183 "Session Progress" regpfumghe SIP INVITE request containing a P-Ans\Béate header with
the value "Unconfirmed" as specified in [RFC496dd as specified in subclause 7.2 2BC Session Invitation Requésts
the PoC Server:

1. SHALL generate a SIP 200 "OK" response to SIPITNE request as specified in the subclause 7.2Gedneral and
continue with the rest of the steps if unconfirnmeade is supported by the PoC Server and the S#Prissponse is not
yet sent to the Inviting PoC Client, otherwise @ proceed with the rest of the steps;

2. SHALL include a Warning header as specifiedRRC3261] with the warning code 399 and the wartéxg set to
“103 Too many group members” in the SIP 200 “OKSpense, if the Pre-arranged PoC Group has more<tinamn-
participant-count> members as specified in [PoC XBpécification].

3. SHALL include a MIME SDP body in the SIP 200 "Oik¢sponse as a SDP answer according to rulesracddgures
of [RFC3264] and [RFC2327] as follows:

a) The IP address and port number at the PoC Skenvidre RTP Session;

b) The codec(s) and Media Parameters selectedetydll Server from those contained in the SDP offtdre
incoming SIP INVITE request;

c) If another IP address or port is used insteatieflefault IP address and port number as spédififRFC3550],
set the IP address and port number to be usedTf@PRat the PoC Server according to rules and prresdf
[RFC3605];

d) The Talk Burst Control Protocol and Talk Buratgmeters selected by the PoC Server from thogaioed in the
SDP offer in the incoming SIP INVITE request;

[0 2009 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-PoC_ControlPlane-V1_0_3-20090922-A Page 52 (276)

e) The PoC Server’s port number to be used fof gile Burst Control Protocol; and,

g) Optionally "tb-granted" indication as specifiede.3 "SDP Extension's

- 4. SHALL include a P-Answer-State header with thkig "Unconfirmed";

- 5. SHALL send the SIP 200 "OK" response towarddtiéing PoC Client according to rules and proaeguof the
SIP/IP Core;

- 6. SHALL interact with User Plane as specified@MA-PoC-UP]"Controlling PoC Function procedures at PoC
Session initialization”;
- 7. SHALL generate a notification to the PoC Cliemtkich have subscribed to the conference statet@arkage that

the Inviting PoC User has joined in the PoC Groaps®n, as specified in subclause 7.2.1.1Génerating a SIP
NOTIFY reque$t and

- 8. SHALL send the SIP NOTIFY request to the Po@@k according to rules and procedure of the SIedre.

Upon receiving a SIP 180 "Ringing" response asifipddn subclause 7.2.2"2P0oC Session invitation requesend the SIP
final response or a SIP 180 “Ringing” responsertws/et been sent to the Inviting PoC Client, tb€Berver:

- 1. SHALL generate a SIP 180 "Ringing" to the SIF/INE request response as specified in the subclazsi.1
"General; and,

- 2. SHALL send the SIP 180 "Ringing" response towdhe Inviting PoC Client according to rules andagadures of the
SIP/IP Core.

Upon receiving a SIP 200 "OK" response for the IBIRITE request as specified in subclause 7.2!P@C Session
invitation requeststhe PoC Server:

- 1. SHALL generate SIP 200 "OK" response to the ISINVITE request as specified in the subclause 712'General
and continue with the rest of the steps if the f81® response is not yet sent to the Inviting Rel@nt. Otherwise do
not proceed with the rest of the steps;

- 2. SHALL include a Warning header as specifiedRRC3261] with the warning code 399 and the warméxtset to
“103 Too many group members” in the SIP 200 “OK3pense, if the Pre-arranged PoC Group has more<iinan-
participant-count> members as specified in [PoC XBpécification].

- 3. SHALL include a MIME SDP body in the SIP 200 "Oi¢sponse as a SDP answer according to rulesracddgures
of [RFC3264] and [RFC2327] as follows:

a) The IP address and port number at the PoC Skenvitre RTP Session;

b) The codec(s) and Media Parameters which SHALfrdre the list contained in the SDP offer in theaming SIP
INVITE request from the originating network; The®8erver MAY reduce the list of codec(s) and Media
Parameters based on the following: codec(s) anddvearameters contained in SDP answers receiveenbin SIP
200 “OK” responses from or to other PoC Sessiotid¢igants(s); codec(s) and Media Parameters tieat@rently
used in this PoC Session

c) If another IP address or port is used insteatieflefault IP address and port number as spédififRFC3550],
set the IP address and port number to be usedTf@PRat the PoC Server according to rules and proesdf
[RFC3605];

d) The Talk Burst Control Protocol and Talk Buratgmeters selected by the PoC Server from thogaioed in the
SDP offer in the incoming SIP INVITE request frohetoriginating network. e) The PoC Server’s pornbar to be
used for the Talk Burst Control Protocol; and,

f) Optionally "tb-granted" indication as specifigdE.3 "SDP Extensioris

- 4. SHALL send a SIP 200 "OK" response to the IngtPoC Client according to rules and procedurébeSIP/IP
Core;

- 5. SHALL interact with User Plane as specified@MA-PoC-UP] 'Controlling PoC Function procedures at PoC
Session initializatioh,
- 6. SHALL generate a notification to the PoC Cliemtkich have subscribed to the conference statet@arkage that

the Inviting PoC User has joined in the PoC Groapsin, as specified in subclause 7.2.1.1G&nerating a SIP
NOTIFY request and,.
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- 7. SHALL send the SIP NOTIFY request to the Po@@k according to rules and procedure of the SIEdre.

Upon receiving a SIP final response other thand@xx that is one of the SIP 4xx, 5xx or 6xx finesponses the PoC
Server:

- 1. SHALL perform either of the following:

a) send the SIP final response towards the InvRio@ Client, according to rules and procedureb®fIP/IP Core, if
a SIP final response was received from all thetéavPoC Clients and the SIP 200 "OK" responsetiy@iosent. The
SIP final response SHALL include the Status-Cod@ndd by the PoC Server according to local poligy éhe lowest
value received from the Invited PoC User(s); or,

b) remove the Inviting PoC Client from the PoC S&sss specified in subclause 7.2.2.4 "Removalasfiélpant
from PoC Session", if a SIP final response othantPixx or 3xx was received from all the Invited Rolients and the
SIP 200 "OK" response is already sent.

- 2. MAY invite an additional member of the Pre-agad PoC Group as specified in subclause 7.2RoZ"Session
invitation requestthat has not already been invited, if the Prewaged PoC Group has more than <max-participant-
count> members as specified in [PoC XDM Specifadtiand all members have not yet been invited.

When the SIP/IP Core corresponds with 3GPP/3GPR2, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [TS24.229(GPP2 X.S0013.4] with the clarifications givertliis subclause.

7214 Rejoining PoC Session request

Upon receipt of a SIP INVITE request that includeBoC Session Identity in the Request-URI the Pei@es:

- 1. SHALL check whether the Accept-Contact headeluites the PoC feature tag '+g.poc.talkburst' itdsi not
included the PoC Server SHALL return a SIP 403 bkditen” response. Otherwise, continue with the géte steps;

2. SHALL check the presence of the Session Typpamrameter in the Request-URI and if it is preséeck whether it
matches with the correct Session Type of the Re¢guies and if it doesn’t then the PoC Server perfignthe
Controlling PoC Function SHALL reject the requedtva SIP 404 “Not Found” response and include anivig header
as specified in [RFC3261] with the warning code 388 the warning text ‘100 Correct Session TypeRéquest-URI>
is "session=chat™ or ‘101 Correct Session TypeBequest-URI> is "session=prearranged™. Otherwisaitinue with
the rest of the steps;

- 3. SHALL check whether the Authenticated Origina®&oC Address of the joining PoC User is allowepbin by
performing the actions specified in subclause B2RoC Session joining policylf it is not allowed to join the PoC
Server performing the Controlling PoC Function SHAtespond with a SIP 403 "Forbidden” response & th
originating network. Otherwise, continue with tlestrof the steps;

- 4. SHALL in the case a Chat or Pre-arranged PoQ@&8ession check if “<max-participant-count>" pedfied in
[PoC-XDM Specification] is already reached. Ifehad, PoC Server SHALL return a SIP 486 “Busy Heesponse
and include a Warning header as specified in [RBLZB®ith the warning code 399 and the warning tegt to “102
Too many participants” to the originating netwatkherwise, continue with the rest of the steps;

- 5. SHALL check whether privacy is allowed for thatAenticated Originator's PoC Address, when anotyisi
requested with the Privacy header containing theitf. If not allowed, the PoC Server SHALL resgowith a SIP
403 "Forbidden" response to the originating netwéilowing privacy for a specific Authenticated @Qmator’'s PoC
Address is defined using <allow-anonymity> elemafithe PoC Group’s authorization rules as specifidPoC-XDM
Specification]. If privacy is allowed, the PoC SenSHALL create and cache an anonymous PoC Addrespecified
in subclause 5.98honymous PoC Addrés®therwise, continue with the rest of the steps;

- 6. SHALL validate that the Media Parameters aridadt one codec offered in the SIP INVITE requestazceptable
for the PoC Server and if not reject the requeti &iSIP 488 "Not Acceptable Here" response. Otlserveontinue
with the rest of the steps;

- 7. SHALL accept the SIP request and generate 8P OK" response to the SIP request as specifi¢he subclause
7.2.1.1 ‘General,;

- 8. SHALL include a MIME SDP body as a SDP answehaSIP 200 "OK" response according to rules andguures
of [RFC3264] and [RFC2327] as follows:

a) The IP address and port number at the PoC Skenvidre RTP Session;
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b) The codec(s) and Media Parameters which SHALfrdra the list contained in the SDP offer in theaming SIP
INVITE request from the originating network. The@®8erver MAY reduce the list of codec(s) and MdRaameters
based on the following: codec(s) and Media Parametmntained in SDP answers received or sent ire80P'OK”
responses from or to other PoC Session Particintodec(s) and Media Parameters that are clyngsed in this
PoC Session;

c) If another IP address or port is used insteati@flefault IP address and port number as spédififRFC3550],
set the IP address and port number to be usedTf@PRat PoC Server according to rules and proceafres
[RFC3605];

d) The Talk Burst Control Protocol and Talk Buratgmeters selected by the PoC Server from thogaioed in the
SDP offer in the incoming SIP INVITE request frohetoriginating network; and

e) The PoC Server’s port number to be used fof tile Burst Control Protocol.

9. SHALL send the SIP 200 "OK" response towardsftb€ Client according to rules and procedures BfIBICore;
10. SHALL interact with the User Plane as specifirefOMA-PoC- UP] 'Controlling PoC Functiorprocedures at PoC
Session initializatioh

11. SHALL generate a natification to the PoC Clgnthich have subscribed to the conference staet@ackage that
a PoC User has joined in the PoC Group Sessi@peasfied in subclause 7.2.1.11@énerating a SIP NOTIFY
request; and,

12. SHALL send the SIP NOTIFY request to the Pofer@@$ according to rules and procedure of the BIRfre.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules arzedues of [TS24.229] / [3GPP2 X.S0013.4] with ¢keifications
given in this subclause.

7.2.1.5 Joining Chat PoC Group Session request

Upon receipt of a SIP INVITE request that includeBoC Group Identity, which identifies the Chat Re©up in the
request URI that is owned by the PoC Server, the erver:

1. SHALL check whether the Accept-Contact headeluihes the PoC feature tag '+g.poc.talkburst' fitdsi not
included the PoC Server SHALL reject the requeth &iSIP 403 "Forbidden" response. Otherwise, naatiwvith the
rest of the steps;

2. SHALL check the presence of the "isfocus" feaparameter in the URI of the Contact header aitdsiforesent then
the PoC Server SHALL reject the request with a4&B "Forbidden" response and include a Warning éeasl
specified in [RFC3261] with the warning code 3949 #me warning text set to"105 already assignedie@tise,
continue with the rest of the steps;

3. SHALL check whether the Authenticated Origin&®oC Address of the joining PoC User is allowepbin by
performing the actions specified in subclause B2RoC Session joining policylf it is not allowed to join the PoC
Server SHALL reject the request with a SIP 403 Hidden" response to the originating network. Otheewcontinue
with the rest of the steps;

4. SHALL check if “<max-participant-count>" as fjiftied in [PoC-XDM Specification] is already reachelf reached,
PoC Server SHALL return SIP 486 “Busy Here” resgoasd include a Warning header as specified in 6] with
the warning code 399 and the warning text set €2Too many participants” to the originating netluddtherwise,
continue with the rest of the steps;

5. SHALL check whether privacy is allowed for thatAenticated Originator's PoC Address, when anotyisi
requested with the Privacy header containing theitf. If not allowed, the PoC Server SHALL resgowith a SIP
403 "Forbidden" response to the originating netwédlowing privacy for a specific Authenticated Qmator's PoC
Address is defined using <allow-anonymity> elemafithe PoC Group’s authorization rules as specifidPoC-XDM
Specification]. If privacy is allowed, the PoC SenSHALL create and cache an anonymous PoC Addsespecified
in subclause 5.984nonymous PoC Addré's®©therwise, continue with the rest of the steps;

6. SHALL validate that the Media Parameters anidadt one codec offered in the SIP INVITE requestazceptable
for the PoC Server and if not reject the requetit wiSIP 488 "Not Acceptable Here" response. Otlserveontinue
with the rest of the steps;
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- 7. SHALL check whether the Chat PoC Group Sesdi@ady exists. If it doesn't exist, the PoC Seoreates a Chat
PoC Group Session;

- 8. SHALL accept the SIP request and generate 8P OK" response to the SIP INVITE request as igelcin the
subclause 7.2.1.XGeneral. The PoC Server:

a) SHALL include a MIME SDP body in the SIP 200 "Ot¢sponse as a SDP answer according to rules and
procedures of [RFC3264] and [RFC2327] as follows:

i. The IP address and port number at the PoC Séwéne RTP Session;

ii. The codec(s) and Media Parameters which SHAkLfrom the list contained in the SDP offer in the
incoming SIP INVITE request from the originatingwerk; The PoC Server MAY reduce the list of
codec(s) and Media Parameters based on the folpwodec(s) and Media Parameters contained in SDP
answers received or sent in SIP 200 “OK” respofrees or to other PoC Session Participants(s);
codec(s) and Media Parameters that are currergly unsthis PoC Session;

iii. if another IP address or port is used instefithe default IP address and port number as spddif
[RFC3550], set the IP address and port number tesbd for RTCP at the PoC Server according to rules
and procedures of [RFC3605];

iv. The Talk Burst Control Protocol and Talk Bupsirameters selected by the PoC Server from those
contained in the SDP offer in the incoming SIP INElrequest from the originating network; and

v. The PoC Server’s port number to be used foiftik Burst Control Protocol.

9. SHALL send the SIP 200 "OK" response towardstb€ Client according to rules and procedures BfIBICore;

- 10. SHALL interact with the User Plane as specifiefODMA-PoC-UP] '‘Controlling PoC Functiomprocedures at PoC
Session initializatioh

- 11. SHALL send a natification to the PoC Clientsieh have subscribed to the conference state @aakiage that a

PoC User has joined in the PoC Group Session,exsfigal in subclause 7.2.1.11.2 "Generating a SIFIWY
request"; and,

- 12. SHALL send the SIP NOTIFY request to the Poieri$ according to rules and procedure of the BIBikre.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armkdwwes of [TS24.229] / [3GPP2 X.S0013.4] with ¢hegifications
given in this subclause.

7.2.1.6 PoC Session joining policy

The PoC Server performing the Controlling PoC FiancEHALL allow only those PoC Users to join in tAd-hoc and 1-1
PoC Session that it hosts who

- have been invited in the original invitation; and,
- have been invited during the PoC Session by theeownby another Participant of the PoC Session
The PoC Server performing the Controlling PoC FiamcSHALL allow only those PoC Users to join in tRee-arranged or

Chat PoC Session that it hosts whose Authenticateginator’'s PoC Address is allowed by the <joimtng> action of the
PoC Group’s authorization rules, as specified mGPXDM Specification].

7.2.1.7 PoC Session modification

Upon receiving a SIP UPDATE request or a SIP redMNB/request within an existing PoC Session inclgdimew SDP
offer as specified by [RFC3264] and [RFC2327] tb€FServer:

- 1. SHALL validate that the new Media Parametersardast one codec offered in the SIP UPDATE refjoeSIP re-
INVITE request are acceptable by the PoC Serveiifamut reject the request with a SIP 488 "Not Aatedle Here"
response. Otherwise, continue with the rest okthps;

- 2. SHALL update the User Plane with the new MedisaReters as specified in [OMA-PoC-U®Jser Plane
adaptation?
- 3. SHALL generate a SIP 200 "OK" response as fatow
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a) include a MIME SDP body as a SDP answer accgrgimules and procedures of [RFC3264] and [RFCRB&R
the new Media Parameters and the selected coded(s) SHALL be from the list contained in the Sbfer
contained in the SIP UPDATE request or SIP re-IN&FEquest; and,

b) send the SIP 200 "OK” response to the SIP/IRR@twng the signalling path.

- 4. SHOULD generate a notification as specifiedubctause 7.2.1.11.2 "Generati@gnerating a SIP NOTIFY requést
to the PoC Clients, which have subscribed to thiderence state event package, if a PoC User hat@itoC Session
on hold or off hold; and,

- 5. SHOULD send the SIP NOTIFY request to the Poler@$ according to rules and procedure of the BIRkre.

NOTE: The PoC Server may determine to update thdidParameters and codec(s) of the other Pamisipa
according to the local policy. The modificatiorsigecified in subclause 7.2.2"P0oC Session modification".

When the SIP/IP Core corresponds with 3GPP/3GPR2, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [TS24.229GPP2 X.S0013.4] with the clarifications givertliis subclause.

7.2.1.8 Adding Participants to PoC Session request

Upon receiving a SIP REFER request that is witlzootethod parameter in the Refer-To header or wieemtthod
parameter is set to "INVITE" in the Refer-To headlee PoC Server:

- 1. SHALL perform actions to verify the Authenticdt®riginator's PoC Address of the Inviting PoC Used authorize
the request as specified in subclauses 7.2. P&€'Session initiation poli¢yand 7.2.1.15PoC Session adding polity
and if it is not authorized the PoC Server SHALtura a SIP 403 "Forbidden" response. Otherwisetiimoa with the
rest of the steps;

- 2. SHALL, for the case of a request to add Paricip to a Pre-arranged PoC Group or Chat PoC GBession, check
whether privacy is allowed for the AuthenticatedgBrator's PoC Address, if anonymity is requesteda/Privacy
header containing the tag "id" in the SIP REFERuest. If not allowed, the PoC Server SHALL respuiitth a SIP 403
"Forbidden" response to the originating networklowing privacy for a specific Authenticated Origior's PoC
Address is defined using <allow-anonymity> elemafrthe PoC Group’s authorization rules as specifid®oC-XDM
Specification]. If privacy is allowed, the PoC SenSHALL create and cache an anonymous PoC Addsespecified
in subclause 5.984nonymous PoC Addré's©therwise, continue with the rest of the steps;

- 3. SHALL extract the PoC Address(es) of the PoCr(33érom the SIP REFER request to be invited eithe
a) from the Refer-To header according to rules@odedures of [RFC3515]; or,

b) from the MIME resource-list body according téesiand procedures of [RFC5368];

- 4. SHALL, for the addition of PoC User(s) to an Ade PoC Group Session, check whether the PoC Jseije
added, in addition to those already participatd@not exceed the maximum number of Participatdsvad in an Ad-
hoc PoC Group Session. If exceeded, accordingettottal policy, the PoC Server SHALL return a S8 4Busy
Here” response and include a Warning header agfigoeio [RFC3261] with the warning code 399 and tharning text
set to “102 Too many participants” to the origingtnetwork. Otherwise, continue with the resthaf steps;

- 5. SHALL, for the addition of users to a Chat oefrranged PoC Group Session, check whether thaJ8ef{s) to be
added, in addition to those already participatdmnot exceed the maximum number of Participamdsvald in the PoC
Group Session according to the <max-participantateparameter, which is specified in [PoC XDM Sfieation]. If
exceeded, the PoC Server SHALL return a SIP 486&yBiere” response and include a Warning headgrexsfed in
[RFC3261] with the warning code 399 and the warrég to “102 Too many participants” to the oridging network.
Otherwise, continue with the rest of the steps.

- 6. SHALL generate a SIP 2xx final response to tfieFEFER request according to rules and procedrggFC3515];
- 7.SHALL if the SIP REFER request was an initidP $€quest received outside of an existing dialogn the PoC

Server SHALL include in the response to the SIP BEFequest a Supported header with the optionriagefersub”
according to rules and procedures of [RFC4488];

- 8. SHALL check the presence of the Refer-Sub heafitre SIP REFER request and if it is presentitihds the value
“false” then the PoC Server SHALL include in thepense to the SIP REFER request a Refer-Sub hsetter “false”
according to rules and procedures of [RFC4488];
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- 9. SHALL send the SIP 2xx final response to the BEFER request towards the PoC Client accordingles and
procedures of the SIP/IP Core;

- 10. SHALL perform for the PoC Addresses allowedoagding to 7.2.1.15PoC Session adding politthe actions
described in subclause 7.2.2R0C Session invitation requésor each PoC User; and,

- 11. SHALL if the Refer-Sub header is not presersa@et to “true” in the SIP REFER request, gereeaaid send to the
PoC Client SIP NOTIFY request(s) as specified mgbbclause 7.2.1.1%¢€nerating a SIP NOTIFY request to the SIP
REFER requedthased on the progress of each SIP INVITE regsest to PoC User(s) in accordance with sub-clause
7.2.2.2 'PoC Session invitation requést

NOTE: A SIP REFER request according to rules anggutures of [RFC3515] or [RFC5368] is an implicit
subscription to event “refer” if the Refer-Sub heaid not present or is set to “true”.

Upon receiving a SIP 403 "Forbidden" response thithwarning code 399 and the warning text "105cis$oalready
assigned", the PoC Server SHALL if the Refer-Sudidee is not present or is set to “true” in the BEHFER request,
generate and send to the PoC Client a SIP NOTIgMe#t as specified in the subclause7.2.1@g&nkrating a SIP NOTIFY
request to the SIP REFER request

Upon receiving SIP provisional responses or SIRBI fiasponses for the SIP INVITE request(s) contgjrei P-Answer-State
header with the value "Unconfirmed" as specifiefRRC4964] and as specified in subclause 7.2RdC Session invitation
request the PoC Server:

- 1. SHALL discard the received SIP responses witfautarding them.

When the SIP/IP Core corresponds with 3GPP/3GPR2, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [TS24.229GPP2 X.S0013.4] with the clarifications givertfiis subclause.

7.2.1.9 Leaving PoC Session request

7.2.1.9.1 SIP BYE request received in a PoC Session

Upon receiving a SIP BYE request the PoC Server:

- 1. SHALL send a SIP 200 "OK" response towards € Elient according to rules and procedures of3tIP Core;

- 2. SHALL release User Plane resource associatduthét SIP Session towards the Participating Po@tamby
interacting with the User Plane as specified in [®RoC-UP] 'Controlling PoC Function Procedures at PoC Session
release”;

- 3. SHALL check PoC Session release policy as sieddifi the subclause 7.2.1.1BdC Session release policghd
according to the applied release policy performefach Participant of the PoC Session the procedsrepecified in the
subclause 7.2.2Remove of Participant from the PoC Sessjdifieeded;

- 4. SHALL generate a notification to the PoC Cliemthich have subscribed to the conference statet@ackage that a
PoC User has left the PoC Group Session, as speaifisubclause 7.2.1.11'Generating a SIP NOTIFY request”;
and.

- 5. SHALL send the SIP NOTIFY request to the Po@®@k according to rules and procedure of the SIBdrR.

When the SIP/IP Core corresponds with 3GPP/3GPR2, tive PoC Server SHALL use 3GPP/3GPP2 IMS medaimanis
according to rules and procedures of [TS24.229GPP2 X.S0013.4] with the clarifications givertis subclause.

7.2.1.9.2 SIP REFER BYE request received when using a Pre-established Session

Upon receiving from the PoC Client a SIP REFER esjwwhen using a Pre-established Session with #tkead parameter
set to value "BYE" in the Refer-To header the Pe®/&r:

- 1. SHALL perform actions to verify the Authenticdt®riginator's PoC Address of the PoC Client antharize the
request according to local policy and if it is mothorized the PoC Server SHALL return a SIP 408Bkden”
response. Otherwise, continue with the rest oktaps;

- 2. SHALL examine the URI in the Refer-To headethaf SIP REFER request and

a) if the URI is an identity of an existing PoC Slea and Participant referred by the Authenticaeigiinator's PoC
Address of the SIP REFER request is participatingpé PoC Session then the PoC Server:
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i. SHALL generate a SIP 2xx final response to the BEFER request according to rules and procedures
of [RFC3515];

ii. SHALL if the SIP REFER request was an initidPSequest received outside of an existing dialog,
then the PoC Server SHALL include in the respongaé SIP REFER request a Supported header with
the option tag “norefersub” according to rules anocedures of [RFC4488];

iii. SHALL check the presence of the Refer-Sub teeaud the SIP REFER request and if it is presedt an
it has the value “false” then the PoC Server SHAhdlude in the response to the SIP REFER request a
Refer-Sub header set to “false” according to rales procedures of [RFC4488];

iv. SHALL send the SIP response to the SIP REFEfRest towards the PoC Client according to rules
and procedures of the SIP/IP Core;

v. SHALL remove the Participant referred by the Wanticated Originator's PoC Address from the PoC
Session by performing the procedures as specifiedliclause 7.3.2.6"Beaving a PoC Session within a
Pre-established Sessign"

vi. SHALL check the PoC Session release policypesified in subclause 7.2.1.1BJC Session release
policy' and according to the applied release policy penffor each Participant of the PoC Session
(except for the owner of the Pre-established Sey#i® procedures specified in subclause 7.2.2.4
"Removal of Participant from the PoC Sessjahheeded;

vii. SHALL generate a notification of the curretate of the PoC Session to the PoC Client(s), which
have subscribed to the conference state event gacla specified in subclause 7.2.1.IG2nerating a
SIP NOTIFY request";

viii. SHALL check the subscription termination polias specified in subclause 7.2.1.1T.8rmination
of subscription"and for each PoC Clients (except the owner oPtfeeestablished Session) terminate the
existing subscription to the conference state epankage, if needed; and,

ix. SHALL send the SIP NOTIFY request to the Po@fX(s) according to rules and procedure of the
SIP/IP Core.

b) if the URI is not an identity of an existing P&&ssion or the Participant referred by the Auibated Originator’s
PoC Address of the SIP REFER request is not ppaticig in the PoC Session then the PoC Server:

i. SHALL return a SIP 403 "Forbidden" response.

- 3. SHALL if the Refer-Sub header is not preseris@et to “true” in the SIP REFER request, geneaatksend to the
PoC Client SIP NOTIFY request(s) as specified inckause 7.2.1.17Generating a SIP NOTIFY request to the SIP
REFER requestased on the progress of the BYE request.

NOTE: A SIP REFER request according to rules andgaures of [RFC3515] or [RFC5368] is an implicit
subscription to event “refer” in case the Refer-8ehder is not present in or is set to “true”.

When the SIP/IP Core corresponds with 3GPP/3GPR, tive PoC Server SHALL use 3GPP/3GPP2 IMS medaimanis
according to rules and procedures of [TS24.2239GPP2 X.S0013.4] with the clarifications givertliis subclause.

7.2.1.9.3 SIP BYE request received within a Pre-est  ablished Session

Upon receiving a SIP BYE request to a Pre-estatiisbession the PoC Server:

- 1. SHALL check the PoC Session release policy asied in subclause 7.2.1.1B3C Session release polignd
perform according to the applied PoC Session relpalicy for every Participant of the PoC Sessmxcépt for the
owner of the Pre-established Session) the procedsrepecified in subclause 7.2. R&move of Participant from the
PoC Session"

- 2. SHALL remove the owner from the PoC Sessiondrygsming the procedures as specified in subclduze.6.3'
Leaving a PoC Session within Pre-established Se§sio

[0 2009 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-PoC_ControlPlane-V1_0_3-20090922-A Page 59 (276)

- 3. SHALL generate a notification of the currentstaf the PoC Session to the PoC Client(s), whaketsubscribed to
the conference state event package, as speciftbitiause 7.2.1.11"%Benerating a SIP NOTIFY request"”

- 4. SHALL check the subscription termination polay specified in subclause 7.2.1.11T8rmination of subscriptidn
and for all PoC Clients terminate the existing suipsion to the conference state event packagegefled; and,

- 5. SHALL send the SIP NOTIFY request to the Po@®&liaccording to rules and procedure of the SIEHR.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS medmanis
according to rules and procedures of [TS24.229GPP2 X.S0013.4] with the clarifications givertliis subclause.

7.2.1.10 Cancel of PoC Session setup request

Upon reception of a SIP CANCEL request, the Po@&er

- 1. SHALL act as UAS according to rules and proceduf [RFC3261]; and,

- 2. SHALL cancel the PoC Session invitations todtteer PoC Clients as specified in subclause 7.2Q@aBcel of PoC
Session invitation request” or subclause 7.2'Removal of Participant from PoC Sessia®pending whether the SIP
session has not yet or has already been establisltade of Ad-hoc and 1-1 PoC Session establisharehPre-
arranged PoC Group Session establishment.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechasis
according to rules and procedures of [TS24.223{FHP2 X.S0013.4] with the clarifications given liistsubclause.

7.2.1.11 PoC Session Participant information reques  t

7.2.1.11.1 Subscribing to Participant information

Upon receiving a SIP SUBSCRIBE request with therEveeader set to “conference” according to rulebsmocedures of
[RFC4575] the PoC Server:

- 1. SHALL, if the Request-URI contains a PoC Sessil@mtity, check whether the PoC Session identifigdhe PoC
Session Identity in the Request-URI is owned byRb€ Server and perform the actions specified liclswse 7.5.2
"Conference URI does not eXiftit is not owned by the PoC Server; Otherwésatinue with the rest of the steps;

- 2. SHALL, if the request-URI contains a PoC Grodpritity, check whether the PoC Group identifiechwiite PoC
Group Identity in the Request-URI is owned by tliCFServer and perform the actions specified in lsuise 7.5.2
"Conference URI does not eXiftit is not owned by the PoC Server. Otherwisatinue with the rest of the steps;

- 3. MAY check whether the Accept-Contact headenidek the PoC feature tag '+g.poc.talkburst' aitdsifnot
included, return a SIP 403 "Forbidden" responskefdtise, continue with the rest of the steps;

- 4. SHALL perform the actions to verify the Autheratied Originator's PoC Address and authorize theast as
specified in subclause 7.2.1.1BdC Session Participant information polignd if it is not authorized the PoC Server
SHALL return a SIP 403 "Forbidden" response. Otlisgywcontinue with the rest of the steps;

NOTE: A local policy, e.g. number of simultaneaubscriptions exceeded, may cause the PoC Servaet the
subscription request.

5. SHALL create a subscription to the conferenagesdf the PoC Session according to rules and guwes of
[RFC3265] and [RFC4575];

- 6. SHALL generate a SIP 200 "OK" or a SIP 202 "Axted" response to the SIP SUBSCRIBE request acuptdi
rules and procedures of [RFC3265] [RFC4575];

- 7. SHALL set the Contact header of the SIP resptm$iee address of the PoC Server;
- 8. SHALL include the Authenticated Originator's PA@dress as specified in subclause RRthenticated Originator's
PoC Address

a) set to the Conference-factory-URI in case ofAeC Session or Ad-hoc PoC Group Session; or

b) set to the PoC Group Identity of the PoC Groith the Session Type uri-parameter "session=prege@’ or
"session=chat" as specified in E.53¢ession Type uri-parameten case of a Pre-arranged or Chat PoC Group
respectively.

- 9. SHALL include the option tag "norefersub" in @pPorted header in the SIP response;
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- 10. SHALL send the SIP response towards the PoghtCdiccording to rules and procedures of the Siede;

- 11. SHALL generate an initial SIP NOTIFY requesspecified in subclause 7.2.1.11@enerating a SIP NOTIFY
request; and,
- 12. SHALL send the SIP NOTIFY request to the Poi@rlaccording to rules and procedure of the SIEbRe.

When a change in the subscribed state occurs,aieServer SHOULD generate and send a SIP NOTIF¥estcas
specified in subclause 7.2.1.11@énerating a SIP NOTIFY requésind according to rules and procedures of SIPARC
respectively.

When needed the PoC Server SHALL terminate thecsigi®n and indicate it to the PoC Client as dixt in the
subclause 7.2.1.11.3&rminating the subscriptidn

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS medimanis
according to rules and procedures of [TS24.223{zHP2 X.S0013.4] with the clarifications givenliistsubclause.

7.2.1.11.2 Generating a SIP NOTIFY request

The PoC Server SHALL generate a SIP NOTIFY reqaesbrding to rules and procedures of [RFC3265] thith
clarifications in this subclause.

The PoC Server SHOULD limit the rate of SIP NOTIFquests sent toward a PoC Client.

NOTE: How a PoC Server limits the rate of SIP NBEY requests towards the PoC Client is out of sadhis
specification.

The PoC Server SHOULD avoid sending a SIP NOTIFyuest towards a PoC Client at the same time askaBlast is
sent towards the PoC Client or a Talk Burst is ikexkfrom the PoC Client.

When reporting changes in the Participant inforarathe PoC Server SHALL use partial output accaydinrules and
procedures of [RFC4575].

The PoC Server SHALL include a MIME conference-#¥ml| body according to rules and procedures of [R&I5] with
the following limitations:

- 1. The PoC Server SHALL include the PoC Group litheotf the PoC Group in the “entity” attribute dfe “conference-
info” element.

- 2. for each Participant in the PoC Session the &@er SHALL include a "user" element. The "uséeheent:
a) SHALL include the "entity" attribute. The "entitattribute:

i. SHALL for the originating PoC Client include tiaithenticated originator's PoC Address of theiahit
SIP INVITE request, if the Participant has not resfed privacy; or,

ii. SHALL for the originating PoC Client includegranonymous PoC Address as specified in subclause
5.9 "Anonymous PoC Addre'ss# the Participant has requested privacy; and,

iii. SHALL for an Invited PoC Client include theaddtity used in the URI-list for the Invited PoC &it
to an Ad-hoc PoC Group Session or the identity uiselde PoC Group definition in case of a Pre-
arranged or Restricted Chat PoC Group Sessiome iParticipant has not requested privacy; or,

iv. SHALL for an Invited PoC Client include an aryomous identity as specified in [RFC4575], if the
Participant has requested privacy.

b) MAY include the <display-text> element. If indled, the <display-text> element SHALL include thed\Name
of the identity which was used in the “entity” #itrte as defined in a).

¢) SHALL include a single "endpoint" element. Tleatpoint" element

i. SHALL include the "entity" attribute;
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ii. SHALL include the “status” element. The “statielement SHOULD have one of the following
values:

A. "connected", when the Participant is added &RbC Session; or,

B. "disconnected", when the Participant has leftRloC Session or when the Invited PoC Client
is disconnected from the PoC Session before theethi?oC Client has accepted the invitation
and the "alerting” notification has been sent; or,

C. "on-hold", when the Participant has put the B&Ssion on hold; or,

D. “alerting”, when the Invited PoC Client has resgded by SIP 180 “Ringing”, but not yet
accepted the invitation.

NOTE 1: The usage of other values of the “statpg‘tylement is not defined for PoC.

NOTE 2: The usage of other elements specified FJ&575] is not defined for PoC.

When the SIP/IP Core corresponds with 3GPP/3GPR, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [TS24.229GPP2 X.S0013.4] with the clarifications givertfiis subclause.

7.2.1.11.3 Terminating the subscription

The PoC Server

- 1. SHALL terminate all subscriptions for PoC SesdRarticipant information for the PoC Session wtienPoC
Session is released and not accept any re-sulisngpt

- 2. MAY terminate the subscription for a PoC Clierten it leaves the PoC Session;

- 3. for each subscription that shall be terminatedRoC Server:

a) SHALL generate a SIP NOTIFY request accordingutes and procedures specified in [RFC3265];

b) SHALL include a Subscription-State header wiith value of "terminated" and a reason paramet&rayksource”;
and,

¢) SHALL send the SIP NOTIFY request to the Po@ftliaccording to rules and procedure of SIP/IP Core

When the SIP/IP Core corresponds with 3GPP/3GPR2, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [3GPP TS22}/23GPP2 X.S0013.4] with the clarifications givin this subclause.

7.2.1.12 Group Advertisement request

Upon receipt of a SIP MESSAGE request containimgRhC feature tag '+g.poc.groupad' in the Acceptt& header the
PoC Server:

- 1. SHALL reject the SIP MESSAGE request with a 0B "Forbidden" response if Group Advertisememids
supported by the PoC Server. Otherwise continule méit step.

- 2. SHALL check whether Request-URI contains the BoQup Identity owned by the PoC Server or the &det-URI
identifying a SIP MESSAGE URI-list service accomglito rules and procedures of [RFC5365] known byRb€
Server. Otherwise perform the actions specifieslinclause 7.5.2Zonference URI does not exist'lt is not owned.
Otherwise, continue with the rest of the steps;

- 3. SHALL perform actions to verify the Authenticdt®riginator's PoC Address and authorize the reécaeEprding to
local policy and if it is not authorized the PoQn& SHALL return a SIP 403 "Forbidden" respon&gherwise,
continue with the rest of the steps;

- 4. SHALL return a SIP 403 “Forbidden” responsenbnymity is requested. Otherwise, continue withrést of the

steps;

5. SHALL obtain the PoC Addresses of the membelanigeng to the PoC Group;
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- 6. SHALL send the SIP MESSAGE request towards @ash Address as specified in the subclause 7.2&éup
Advertisement requestand,

- 7. SHALL send a SIP 202 "Accepted" response albegignalling path towards the initiating PoC Clien

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechasis
according to rules and procedures of [TS24.229GPP2 X.S0013.4] with the clarifications givertfiis subclause.

7.2.1.13  SIP Session refresh procedure

On receipt of a SIP re-INVITE request or a SIP URARAequest including a Session-Expires value the Berver:

- 1. SHALL include the Session-Expires header inR Z)0 "OK" response to the SIP request with thesbier
parameter set to 'uac' and restart the SIP Seisienaccording to rules and procedures of [RFC4028

On expiry of the SIP Session timer the PoC Sert&IS. initiated disconnection of the SIP Sessiorspscified in
subclause 7.2.2./Removal of Participant from PoC Session

When the SIP/IP Core corresponds with 3GPP/3GPRZ, thke PoC Client SHALL use 3GPP/3GPP2 IMS sessfrash
mechanisms according to rules and procedures &4P29] / [3GPP2 X.S0013.4] with the clarificatiagisen in this
subclause.

7.2.1.14 PoC Session initiation policy

In the case of a Pre-arranged PoC Group the Po&Seerforming the Controlling PoC Function SHALditiate the PoC
Session if the Authenticated Originator's PoC Addris allowed the action <allow-initiate-conferenee specified in
[PoC-XDM Specification].

In the case of a Pre-arranged PoC Group, the Po@iSgerforming the Controlling PoC Function SHALlvite PoC
Group Members contained in the <list> element efPloC Group document as specified in [PoC-XDM Sjmation).

NOTE 1: The PoC Server does not invite the InvifRggC Client.

If the number of PoC Group Members exceeds <matiejjzant-count>, the PoC Server performing the @allihg PoC
Function SHALL invite only <max-participant-countkembers from the list.

NOTE 2: How the PoC Server performing the ConitiglPoC Function selects the <max-participant-ceumémbers to
invite is outside the scope of this specification.

7.2.1.15 PoC Session adding policy

When adding PoC Users to a PoC Session, the Pa@rSerrforming the Controlling PoC Function SHALvite PoC
Users only if the Authenticated Originator's PoQdAass is a Participant of the PoC Session.

In the case of a Pre-arranged PoC Group, the Po@iSgerforming the Controlling PoC Function SHALvite PoC Users
if the Authenticated Originator's PoC Address iswkd by the <allow-invite-users-dynamically> actias specified in
[PoC-XDM Specification] When a request to add one or more PoC Users tataidked PoC Group is made by an
authorized Participant of an ongoing PoC Sessi@PoC Server performing the Controlling PoC Fumc8HALL only
invite PoC Users if the Invited PoC Users are distethe <list> element of the PoC Group documergpecified in [PoC-
XDM Specification].

In the case of a Chat PoC Group, the PoC Servésrpgng the Controlling PoC Function SHALL invit@E Users if the
Authenticated Originator's PoC Address is allowgdhe <allow-invite-users-dynamically> action aggified in [PoC-

XDM Specification] When a request to add one or more PoC Users t@aRe€ Group Session is made by an authorized
Participant of an ongoing PoC Session, the PoCesg@errforming the Controlling PoC Function SHALLIpimvite PoC
Users if the Invited PoC Users are allowed to fmirthe <join-handling> action of the PoC Group’stewization rules as
specified in [PoC-XDM Specification].
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In the case of a 1-1 or Ad-hoc PoC Group the Pa@eB@erforming the Controlling PoC Function SHAIrvite the PoC
Clients if the Authenticated Originator's PoC Adslses allowed according to the PoC Server locatpolhe PoC Server
local policy may be e.g. that either only the Pa&Ss$on initiator or any of the Participants isakal to add PoC Users.

7.2.1.16 PoC Session release policy

To enable the PoC Server to remove Participants &d°0C Session, the PoC Session release policy.SHépport the
following operator configurable variables togethéth the possible values shown in parenthesis:

» auto-release (true/false)

o if true the PoC Server SHALL remove rest of thetiegrants from Pre-arranged PoC Group Session and
release the PoC Session when the originator ldhee80C Session

o if false the PoC Server SHALL NOT remove rest & Brarticipants from Pre-arranged PoC Group Session
nor release the PoC Session when the originateesethe PoC Session
NOTE 1: 1-1 and Ad-Hoc PoC Group Sessions are alwelgased when the PoC Session initiator leaveBolC
Session regardless of the value of "auto-rele&3edt PoC Group Sessions are unaffected by autasele
» session max length (seconds)

o if the PoC Session has lasted the specified anafiggconds the PoC Server SHALL release the PoC
Session

* number-of-remaining-participants (0/1)

o if a Pre-arranged or Ad-hoc PoC Group Session fiasaay as or less than specified ParticipantgHeft
PoC Server SHALL release the PoC Session. Thelgessilues should be 0 or 1. This does not agply t
Chat PoC Group Sessions.

NOTE 2: 1-1 PoC Sessions are always released whetteare is only one or no members left in the Be€sion
regardless of the value of "number-of-remainingtipgrants".

The release policy SHALL include the following:

NOTE 3: Local policies may be defined by the opmrand these local policies may impact the relpatieies defined
here.

- 1. The PoC Server performing the Controlling Po@dtion SHALL remove the rest of the Participantsrirthe PoC
Session it hosts and release the PoC Session:

a) if the PoC Session is an Ad-hoc or 1-1 PoC 8essid the originator of the PoC Session leavePdt& Session;

b) if the PoC Session is a Pre-arranged PoC Seasibthe originator of the PoC Session leaves tite $ession and
the auto-release has the value "true”;

c) if the PoC Session is a 1-1 PoC Session and th@mly one or no Participants in the PoC Session

d) if the PoC Session is a Pre-arranged or Ad-lude Broup Session and there are as many as ohlsSrtumber-
of-remaining-participants" Participants in the P8€Xsion;

e) if the PoC Session has lasted longer than t@@emax length variable specifies; and,

f) if the PoC Session is Pre-arranged or Chat PofiisSession and the PoC Group is deleted.
- 2. The PoC Server performing the Controlling Po@dtion SHALL remove a Participant from the PoC 8ass
a) if the PoC Session is Pre-arranged PoC Grougiddeand the Participant is removed from the PoQu@r
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b) if the PoC Session is Chat PoC Group SessiorhenBarticipant is no longer allowed to join bg #join-
handling> action of the PoC Group’s authorizatioles, as specified in [PoC-XDM Specification].

7.2.1.17 Generating a SIP NOTIFY request to the SIP REFER request

When generating a SIP NOTIFY request the PoC Server

- 1. SHALL generate a SIP NOTIFY request accordingites and procedures of [RFC3265], [RFC3515], rahes and
procedures of the SIP/IP Core;

- 2. SHALL, if generating a NOTIFY request as thautesf sending a SIP INVITE request, include in 8i® NOTIFY
request a MIME sipfrag body as specified in the (RE20] with:

a) the Status-Line received in the SIP responsg, &P 180 “Ringing” or SIP 200 “OK"), as specffien [RFC3261].
In case no SIP response is received the SIP 18 rSHALL be used when no SIP response is reckixs;

b) the To header as received in the SIP response;

c) the Authenticated Originators PoC Address asdéived in the SIP response;

d) the Warning header if it is received in the 8&Bponse;

e) the P-Answer-State header if it is receivedhan $IP response from the Invited PoC User; and,

f) the Contact header if it is received in the 8Bponse.

- 3. SHALL, if generating a NOTIFY request as theutesf sending a SIP BYE request, include in the BOTIFY
request a MIME sipfrag body as specified in the (RE20] with the Status-Line received in the SIpoese, (e.g. SIP
200 “OK"), as specified in [RFC3261]. In case n® $ésponse is received the SIP 100 “Trying” SHAleLUsed when
no SIP response is received yet; and,

- 4. SHALL send the SIP NOTIFY request to PoC Cliettording to rules and procedures of the SIP/IRRCor

The responses to the SIP NOTIFY request SHALL bwlteal in according to rules and procedures of [REG53,
[RFC3515], and rules and procedures of the SIP4rRC

The PoC Server MAY terminate the implicit subsddptcreated by the SIP REFER request and indiba&tésrmination to
the PoC Client according to rules and procedur¢RB€3265] and [RFC3515].

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS medmanis
according to rules and procedures of [TS24.229GPP2 X.S0013.4] with the clarifications givertliis subclause.

7.2.1.18 PoC Session Participant information policy

The PoC Server performing the Controlling PoC FiancEHALL only allow the subscription to the Paipiant information
of the PoC Session hosted by the PoC Server, setBoC Users which satisfy any of the followingditians:

- 1. if the PoC Session is Ad-hoc PoC Group SessidaloPoC Session, the Authenticated Originatas€ Rddress is
a) a PoC Address of a PoC Session ParticipantedPtC Session; or
b) a PoC Address of an Invited PoC User of the Be€sion

- 2.ifthe PoC Session is Pre-arranged PoC Grougid@esr Chat PoC Group Session, the Authenticatggir@tor’s
PoC Address is allowed to subscribe to Participsiotmation according to the <allow-conference-&taaction as
specified in [PoC-XDM Specification].

7.2.2 Request initiated by the Controlling PoC Function
7.2.2.1 General

NOTE 1: This subclause provides common procedunesther subclauses and is not meant to be appfikxs
referenced.
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The PoC Server SHALL generate an initial SIP INVIfEguest according to rules and procedures of [RBCB The PoC
Server

- 1. SHALL include an Accept-Contact header with BeeC feature tag '+g.poc.talkburst' with "requiret &explicit”
parameters according to rules and procedures cCgBE1] in all initial INVITE requests;
- 2. SHALL set the Request-URI to the PoC AddreshefPoC User to be invited;

3. SHALL include User-Agent header to indicate Bt release version as specified in subclause ERglkase
version in User-agent and Server headgers

NOTE 2: The use of the option tag ‘preconditiors,specified in [RFC3312], is not defined for the@®@reference
point.

4. SHALL include an option tag '100rel' in a Sugpdrheader according to rules and procedures d€gRB2];

5. SHALL include an option tag 'norefersub' in gerted header according to rules and procedurgRr4488];
6. SHALL include Authenticated Originator's PoC Adds as specified in subclause 5Athenticated Originator's
PoC Address

a) with the URI set to the PoC Address of the ingittoC Client and the Nick Name to the one defiimedhis PoC
User in the incoming SIP request in case of 1-1 Be€§sion and Ad-hoc PoC Group Session; or,

b) with the URI set to the PoC Group Identity ahe Nick Name to the one defined for this PoC Grioughe PoC
Group definitions with the Session Type uri-paraanésession=prearranged" or "session=chat" asfsgean E.5.1
“Session Type uri-parametan case of the Pre-arranged or Chat PoC Groypeas/ely;

- 7. SHALL include a Referred-By header with the Aerticated Originator's PoC Address of the InvitiPgC Client;

- 8. SHALL include in the Contact header as PoC $edsientity the contact address of the confereritie the PoC
feature tag '+g.poc.talkburst' and the feature'ifgcus” and a Session Type uri-parameter “sesdielf, or

“session=adhoc”, or “session=prearranged”, or ‘iseshat” as appropriate for the type of the Po€s&m as specified

in E.5.1 ‘Session Type uri-parameter

- 9. SHOULD include the Session-Expires header vhighrefresher parameter set to 'uas' accordingee and
procedures of [RFC4028];

- 10. SHALL include the Supported header set to "time

- 11. SHALL include value 'id' in a Privacy headec@aing to rules and procedures of [RFC3325], draymity is
requested with the "Privacy: id" header by thetingi PoC Client;

- 12. SHOULD include an Allow header the SIP methagsported in this SIP dialog according to rules pirutedures
of [RFC3261]; and,

- 13. SHALL include unmodified Answer-Mode headeipifesent in the incoming SIP INVITE request orlia Refer-To
URI of the incoming SIP REFER request that caukedutgoing SIP INVITE request to be generated.

- 14. SHALL include unmodified Priv-Answer-Mode headepresent in the incoming SIP INVITE requestiothe
Refer-To URI of the incoming SIP REFER request tizatsed the outgoing SIP INVITE request to be geedr if
manual answer override is supported.

On receipt of the SIP 200 "OK" response to thedhdutgoing SIP INVITE request the PoC Server:
1. SHALL start the SIP Session timer accordingites and procedures of [RFC4028]; and,

2. SHALL use the Nick name, if a Nick Name is uméd, according to the priority specified in subsk&5.4 Nick
Namé.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules arzeduwes of [TS24.229] / [3GPP2 X.S0013.4] with ¢keifications
given in this subclause.

7.2.2.2 PoC Session invitation requests

This subclause describes the procedures for imvéiRPoC User to a PoC Session. The procedurdiatén by the PoC
Server as the result of an action specified in Bulse 7.2.7Requests terminated at the Controlling PoC Funttio
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The PoC Server:

- 1. SHALL generate a SIP INVITE request as spetifiesubclause 7.2.2.Géneral;
- 2. SHALL include a MIME SDP body as a SDP offec@cling to rules and procedures of [RFC3264] arfeJR327]
as follows:

a) set the IP address and port number for the REEBI@h;

b) include the codec(s) and Media Parameters wBiitALL be either from the list contained in the anigl SDP
offer from the inviting PoC Client and/or other eags), if any, that PoC Server is capable of tradsg;

NOTE 1: The PoC Server may narrow the selectiodedia Parameters and codec(s) according to thé potay,
which may be a function of one or more of the follog: Inter-operator service level agreement; diono@
the invited PoC Client; other factors.

c) if another IP address or port number is useausof the default IP address and port numbepedsfied in
[RFC3550], the IP address and port number to be fegeRTCP at the PoC Server according to rulespandedures
of [RFC3605];

d) The offered Talk Burst Control Protocol and TBlkrst parameters selected by the PoC Server fnoset
contained in the original SDP offer; and,

e) The PoC Server’s port number for the Talk B@wsitrol Protocol.
- 3. SHALL send the SIP INVITE request towards thie/B? Core according to rules and procedures oftiféIP Core.

Upon receiving a SIP 183 "Session Progress" regponistaining a Require header with the option1@grel' and
containing a P-Answer-State header with the vallreconfirmed" in response to the SIP INVITE requestPoC Server
SHALL according to rules and procedures of [RFC32&hd a SIP PRACK request to the other PoC Seweording to
rules and procedures of the SIP/IP Core.

Upon receiving a SIP 180 "Ringing" response for$te INVITE request the PoC Server:

- 1. MAY generate a notification to the PoC Clientjch have subscribed to the conference state @amkage that an
Invited PoC User is alerted to join to the PoC Qr&ession, as specified in subclause 7.2.1.1Gererating a SIP
NOTIFY request and,

- 2. MAY send the SIP NOTIFY request to the PoC Clextording to rules and procedure of the SIP/IRRCo
Upon receiving SIP provisional responses for thHe IBIVITE request(s) the PoC Server:

- 1. SHALL store the list of supported SIP method®deived in the Allow header; and
- 2. SHALL store the contact received in the Conkeszder;

Upon receiving SIP 200 "OK" response for the SIR'IINE request the PoC Server

- 1. SHALL store the list of supported SIP method®deived in the Allow header;
- 2. SHALL store the contact received in the Conkesader;

- 3. SHALL in the case of an invitation to a Preaaiged PoC Group Session or to a Chat PoC Group8gsbeck
whether the privacy is allowed for this PoC Growpgen anonymity is requested with the Privacy headataining the
tag "id". If not allowed, the PoC Server SHALL acding to local policy either accept the SIP regmoignoring the
privacy request or release the PoC Client fromPRb€ Session immediately as specified in 7.2.Rdmoval of PoC
Participant from the PoC SessionAllowing privacy in the Group is defined usirg@llow-anonymity> element as
specified in [PoC-XDM Specification]. If acceptamhntinue with the rest of the steps;

- 4. SHALL create and cache an anonymous PoC Addsespecified in subclause 52ronymous PoC Addréser the
Invited PoC User, if anonymity is requested viaiadty header containing the tag 'id' in the Sl$pomse and
anonymous PoC Address has not been created yitefdnvited PoC User;

- 5. SHALL interact with the User Plane as specifrefOMA-PoC-UP] 'Controlling PoC Function procedures at PoC
Session initializatioh
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- 6. SHALL generate a notification to the PoC Cliemtkich have subscribed to the conference statet@arkage that
an Invited PoC User has joined in the PoC GrougiBesas specified in subclause 7.2.1.IG&nerating a SIP
NOTIFY request"and,

- 7. SHALL send the SIP NOTIFY request to the Po@®&liaccording to rules and procedure of the SIBAFe.

NOTE 2: Procedures towards Inviting PoC Clientsew SIP 183 "Session Progress", SIP 180 "Ringitg"280 "OK",
or other SIP final response (4xx, 5xx, 6xx) is reed, are specified subclause 7.2Requests Terminated at
the Controlling PoC Function”

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS medaimanis
according to rules and procedures of [TS24.229GPP2 X.S0013.4] with the clarifications givertfiis subclause.

7.2.2.3 Cancel of PoC Session invitation requests

When the PoC Server needs to cancel the PoC Sessitation request and when it has not receiv&iRafinal response,
the PoC Server SHALL cancel the SIP INVITE requesing as UAC according to rules and procedurdRBEC3261];

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechasis
according to rules and procedures of [TS24.229(GPP2 X.S0013.4] with the clarifications givertliis subclause.

7.2.2.4 Removal of Participant from PoC Session

When a Participant needs to be removed from the $&xSion the PoC Server:

- 1. SHALL interact with User Plane as specified@MA-PoC-UP] 'Controlling PoC Function procedures at PoC
Session releasg

- 2. SHALL generate a SIP BYE request according kesrand procedures of [RFC3261]; and,

- 3. SHALL send the SIP BYE request towards the Pde€n€of the Participant according to rules andgedures of the
SIP/IP Core;

Upon receiving a SIP 200 "OK" for the SIP BYE resi¢he PoC Server:

- 1. SHALL release User Plane resources towards dhicipating PoC Function (or towards the PoC Gliéthere is no
Participating PoC Function on the User Plane pagtigteracting with the User Plane as specifiefOMA-PoC-UP]
"Controlling PoC Function procedures at PoC Sessalaasé,;

- 2. SHALL generate a notification to the PoC Cliemtkich have subscribed to the conference statet@arkage that a
PoC User has left the PoC Group Session, as spebdifisubclause 7.2.1.11.&é&nerating a SIP NOTIFY requésand,

- 3. SHALL send the SIP NOTIFY request to the Po@®@k according to rules and procedures of the BiCdre.
When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS medamanis
according to rules and procedures of [TS24.229GPP2 X.S0013.4] with the clarifications givertfis subclause.

7.2.2.5 PoC Session modification

This subclause describes the optional proceduranddifying Media Parameters for one SIP Sessiamniongoing PoC
Session. The procedure MAY be initiated by the Be®ver as the result of an action specified in kulse 7.2.1Requests
terminated at the Controlling PoC Function”.

The PoC Server

- 1. SHALL generate either a SIP UPDATE request StRare-INVITE request. A SIP UPDATE request MAY teed
only if the PoC Server performing the ParticipatfgC Function has indicated support for the SIP APB method,;

- 2. SHALL include a MIME SDP body as a SDP offer@ding to rules and procedures of [RFC3264] andJ&$27]
with the modified Media Parameters; and,

- 3. SHALL send the SIP request towards PoC Cliecbiating to rules and procedures of SIP/IP Core.
Upon receipt of a SIP 200 "OK" response the Po@eer
- 1. SHALL activate the new Media Parameters as fipddn [OMA-PoC-UP]"User Plane adaptation".
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The PoC Server SHALL continue to use the currendisl®arameters until it has received a SIP 200 "@i<ponse.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS meadmanis
according to rules and procedures of [TS24.229GPP2 X.S0013.4] with the clarifications givertfiis subclause.

7.2.2.6 Group Advertisement request

Upon receipt of a SIP MESSAGE request containiegRbC feature tag '+g.poc.groupad’ in the Acceptt&h header the
PoC Server:

- 1. SHALL reject the SIP MESSAGE request with a 0B "Forbidden" response if Group Advertisememids
supported by the PoC Server. Otherwise continule regit of the steps;
- 2. SHALL generate a SIP MESSAGE request accordingles and procedures of [RFC3428];

- 3. SHALL include an Accept-Contact header with B feature tag '+g.poc.groupad’ along with ‘rezjiand
‘explicit’ parameters according to rules and praged of [RFC3841];

- 4. SHALL include PoC specific content in form ofpdipation/vnd.poc.group-advertisement+xml indicgti@Group
Advertisement'. If this procedure has been initldig a request received from a SIP/IP Core themdinéent SHALL be
the same as in the request received from the SEUIE,;

- 5. SHALL set the Request-URI to the PoC Addressd; an
- 6. SHALL forward the SIP MESSAGE request towards $iP/IP Core according to rules and proceduréiseoSIP/IP
Core.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS medaimanis
according to rules and procedures of [TS24.2239GPP2 X.S0013.4] with the clarifications givertiis subclause.

7.3 Participating PoC Function procedures

7.3.1 Requests initiated by the served PoC User
7.3.1.1 General

NOTE 1: This subclause provides common procedunesther subclauses and is not meant to be appfikxs
referenced.

Upon receiving from the served PoC Client an ih&iEP INVITE request or SIP REFER request that negpuan initial SIP
INVITE request to be sent, the PoC Server:

- 1. SHALL generate an initial SIP INVITE request ating to rules and procedures of [RFC3261];

- 2. SHALL, if the incoming SIP INVITE or SIP REFERquest contained a Privacy header, include in lRd$VITE
request the Privacy header unmodified accordingles and procedures of [RFC3325];

- 3. SHALL set the Nick Name in the AuthenticateddgDrator’'s PoC Address to the one defined for th€ Bser in the
PoC Server, if configured; otherwise set the Niaai¢ in the Authenticated Originator's PoC Addresthe one in the
incoming SIP request;

- 4. SHALL include an Accept-Contact header with BeeC feature tag '+g.poc.talkburst' with "requiret dexplicit"
parameters according to rules and procedures cCBBE1];

- 5. SHALL include User-Agent header to indicate BwC release version as specified in subclause ERélease
version in User-agent and Server headgers

NOTE 2: The use of the option tag ‘preconditias,specified in [RFC3312], is not defined for t@d1 or POC-2
reference points.
NOTE 3: The use of the option tag ‘100rel’, as et in [RFC3262] is not defined for the POC-1eawfnce point.

- 6. SHOULD include the Session-Expires header withrefresher parameter set to ‘uac' accordingé¢s and
procedures of [RFC4028];
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7. SHALL include the option tag ‘timer' in a Supjeorheader ',
8. SHALL store the allowed SIP methods if receiuethe Allow header;

- 9. SHOULD include an Allow header with the SIP noeth supported in this SIP dialog according to raled
procedures of [RFC3261];

- 10. SHALL include the Authenticated Originator'sdPAddress received in the incoming SIP INVITE resjue the
outgoing SIP INVITE request;

- 11. SHALL, if the incoming SIP INVITE request coimted an Answer-Mode header, or the incoming SIP BHEF
request contained a Refer-To URI with an Answer-Bbdader:

a) include an Answer-Mode header unmodified ifréneeived value is set to “Manual;require”;
b) discard the Answer-Mode header if the receiv@de/is set to "Auto” or “Manual”; or

c) return a SIP 403 "Forbidden" response and natirmee with the rest of the steps if the receivatlig is set to
“Auto;require”;
- 12. SHALL, if the incoming SIP INVITE request comead a Priv-Answer-Mode header, or the incoming BHFER
request contained a Refer-To URI with a Priv-AnsMerde header and manual answer override is supgporte

a) include a Priv-Answer-Mode header unmodifietthé received value is set to “Auto”;

b) return a SIP 403 "Forbidden" response and natirnee with the rest of the steps if the receivallig is set to
anything other than “Auto”;

- 13. SHALL include in the Contact header the PoQuiesatag ‘+g.poc.talkburst'.

When sending SIP provisional responses, othertti@®IP 100 "Trying" response, to the SIP INVITHuest and if the
PoC Server is acting as a B2BUA, the PoC Server:
- 1. SHALL generate the SIP provisional response raiag to rules and procedures of [RFC3261];

- 2. SHALL include a Server header with the PoC ezersion as specified in subclause E.Rdléase version in User-
agent and Server headgéiig has not already been sent in a provisiongboese for this dialog;

- 3. SHALL include the Authenticated Originator's PA@dress if received in the incoming SIP respongéé outgoing
SIP provisional respond; and,

- 4. SHALL if not already sent in a provisional reape for this dialog, include a SIP URI for the Gattheader as
follows:

a) constructed such that the PoC Server can adstveeit back to the original SIP URI provided letContact header
of the provisional response by the Controlling Fra@ction;

b) include the PoC feature tag ‘+g.poc.talkburst’;
¢) include the feature tag ‘isfocus’;

d) include the Session Type uri-parameter providete Contact header of the provisional respoaseived from
the Controlling PoC Function.

- 5. SHALL include value 'id' in the Privacy headecarding to rules and procedures of [RFC3325hdf privacy is
requested.

When sending a SIP 200 "OK" response to the SIPITIRVequest and if the PoC Server is acting asBlBR2the PoC
Server
- 1. SHALL generate a SIP 200 "OK" response accortbngles and procedures of [RFC3261];

- 2. SHALL include a Server header to indicate th€ IRelease version as specified in subclause ERelease version in
User-agent and Server headeifshas not already been sent in a provisionapoese for this dialog;

3. SHALL include the option tag 'timer' in a Reguireader;
4. SHALL include the Session-Expires header in \thiga refresher parameter set to 'uac’;
5. SHALL start the SIP Session timer accordingules and procedures of [RFC4028];
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- 6. SHOULD include an Allow header with the SIP noeth supported in this SIP dialog according to raled
procedures of [RFC3261];

- 7. SHALL include a SIP URI for the Contact headefalows:

a) constructed such that the PoC Server can asstveeit back to the original SIP URI provided letContact header
of the SIP 200 "OK" response by the Controlling Fa@ction;

b) include the PoC feature tag ‘+g.poc.talkburst’;
¢) include the feature tag ‘isfocus’; and,

d) include the Session Type uri-parameter providegte Contact header of the SIP 200 "OK" respaaseived from
the Controlling PoC Function.

8. SHALL include the Authenticated Originator’'s P&@dress if received in the incoming SIP 200 “Ol¢sponse in
outgoing SIP 200 “OK” response.

- 9. SHALL include value 'id" in the Privacy headecarding to rules and procedures of [RFC3325hf privacy is
requested;

- 10. SHALL include the option tag "norefersub" isapported header according to rules and proceddfijgd-C4488];
When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS Session

mechanisms according to rules and procedures &4P29] / [3GPP2 X.S0013.4] with the clarificatiagisen in this
subclause.

7.3.1.2 Pre-established Session

Upon receipt of an initial SIP INVITE request tlatludes a Conference-factory-URI in the Request-biR no invited
member(s), the PoC Server performing the Participd&oC Function:

- 1. MAY check whether the Accept-Contact headenidet the PoC feature tag '+g.poc.talkburst' aitdsfnot
included, return a SIP 403 "Forbidden" responskefdtise, continue with the rest of the steps;

- 2. SHALL, if the PoC Server cannot accept the retjueturn a SIP 403 "Forbidden" response accorimgles and
procedures of [RFC3261]. Otherwise, continue wiid test of the steps;

NOTE: Pre-established Session is an optionaltiobmchence, the above condition is for the caserathe PoC Server
does not support this optional function.

- 3. SHALL check whether the Conference-factory-URbilocated and perform the actions specified btkwse 7.5.1
"Conference-factory URI does not existlt is not allocated. Otherwise, continue wikte rest of the steps;

- 4. SHALL perform actions to verify the Authenticdt®riginator's PoC Address of the PoC Client artti@ire the
request according to local policy and if not authedl, the PoC Server SHALL return a SIP 403 “Fadeid’ response.
Otherwise continue with the rest of the steps;

- 5. SHALL validate that the Media Parameters aridadt one codec offered in the SIP INVITE requestazceptable
by the PoC Server and if not reject the request &iSIP 488 "Not Acceptable Here" response. Otlservdgontinue with
the rest of the steps;

- 6. SHALL allocate a URI to be used as a conferasiRéthat identifies to identify the Pre-establistgekssion;
- 7. SHALL store the Nick Name contained in the Auttieated Originator's PoC Address;
- 8. SHALL generate a SIP 200 "OK" response to tieISIVITE request as follows:

a) a Contact header containing the conference biRlitlentifies to identify the Pre-established &#salong with the
PoC feature tag '+g.poc.talkburst’ and the featageisfocus';

b) an Allow header with the SIP methods suppontetthis SIP dialog according to rules and procedafes
[RFC3261];

c) a Server header to indicate the PoC releas@ueas specified in subclause E.4Refease version in User-agent
and Server headéts

d) include the option tag 'timer' in a Require hezad
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e) a Session-Expires header with the refreshenpetea set to "uac” according to rules and proesdof [RFC4028];

f) include the Conference-factory-URI in the Autlieated Originator’'s PoC Address as specified sghbclause 5.2
“Authenticated Originator’'s PoC Addréssind,

g) a MIME SDP body as a SDP answer according ®srahd procedures of [RFC3264] and [RFC2327] asbel
i. The IP address and port number at the PoC Séwéne RTP Session;

ii. The codec(s) and Media Parameters selectedebf?oC Server from those contained in the original
SDP offer from the PoC Client;

iii. Optionally if another IP address or port isedsnstead of the default IP address and port nuatbe
specified in [RFC3550], set the IP address andmariber to be used for RTCP at the PoC Server
according to rules and procedures of [RFC3605];

iv. The Talk Burst Control Protocol and Talk Bupstrameters selected by the PoC Server from those
contained in the original SDP offer in the incomBig® INVITE request from the PoC Client; and

v. The PoC Server’s port number to be used foiTtik Burst Control Protocol.

- 9. SHALL send the SIP 200 "OK" response towards?tb€ Client according to the rules and proceduféiseoSIP/IP
Core;

- 10. SHALL start the SIP Session timer using thei@akceived in the Session-Expires header accotdinges and
procedures of [RFC4028]; and,

- 11. SHALL interact with the User Plane as specifiefOMA-PoC-UP] "Pre-established Session state diagrams —
basic".

When the SIP/IP Core corresponds with 3GPP/3GPFR, the PoC Server SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armedwwes of [TS24.229]/ [3GPP2 X.S0013.4] with ¢tegifications
given in this subclause.

7.3.1.3 Pre-established Session modification

This subclause describes the procedures that ttieipating PoC Server upon receiving a SIP UPDA&&uest or a SIP re-
INVITE request that modifies the Pre-establishesisim.

The PoC Server:

- 1. SHALL validate that the new Media Parametersifiactive" or "a=sendrecv") and at least one caxffared in the
SIP UPDATE request or SIP re-INVITE request aresptable by the PoC Server and if not reject theesgwith a SIP
488 "Not Acceptable Here" response. Otherwiseticoa with the rest of the steps;

- 2. SHALL update the User Plane with the new MedieaPeters as specified in [OMA-PoC-URJser Plane
adaptation’} and,

- 3. SHALL generate a SIP 200 "OK" response as fatow

a) include a MIME SDP body as a SDP offer accordingules and procedures of [RFC3264] and [RFC23&H
the new Media Parameters and the selected codan(s);

b) send a SIP 200 "OK" response to the SIP/IP @lmeg the signalling path.

NOTE 1: In case the Pre-established Session imtththe PoC Server performing the Participatin@ Fainction shall
forward the PoC Session modification messages leettvee PoC Client and the PoC Server performing the
Controlling PoC Function.

NOTE 2: In case the media parameters have bepegatiated during the PoC Session, they are valide Pre-
established Session also after the PoC Sessiete&sed.
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7.3.1.4 PoC Session establishment or rejoin using O  n-demand Session

Upon receiving an initial SIP INVITE request comtag a Request-URI with a Conference-Factory-URhew/by this PoC
Server, the PoC Server:

NOTE 1: The procedure as follows applies when @ Bbent initiates an Ad-hoc PoC Group Session-arFoC
Session. The PoC Session will be owned by this $2oaeServer.

- 1. SHALL, if a Priv-Answer-Mode header with the wal"Auto” is present in the incoming SIP INVITE tesst,
authorize according to local policy whether thev8drPoC User indicated by the Authenticated Origirne.PoC
Address is entitled to request manual answer aleand if not authorized or if manual answer oderfunctionality is
not supported the PoC Server SHALL return a SIP"#a8bidden" response and not continue with theaotthe steps;

- 2. SHALL, if the PoC Service Settings for the Sitaneous PoC Sessions Support is set to "SSS aativeck if the
number of maximum Simultaneous PoC Sessions foPtiie Client as specified in subclause 5FaC Session
associatiofi has exceeded. If exceeded, the PoC Server SHA&hond with a SIP 486 "Busy Here" response and
include a Warning header as specified in [RFC32@t] the warning code 399 and the warning text@&t04 Too
many Simultaneous PoC Sessions'. Otherwise, cantiitl the rest of the steps; and,

- 3. SHALL also adapt the role of a Controlling Po@hEtion and continue as specified in the subclauad.2 ‘Ad-hoc
PoC Group and 1-1 PoC Session setup re¢uest

NOTE 2: The handling of SIP requests and SIP msgowithin the SIP dialogue created by this SI?ITH request is
described in the 7.2.1.248-hoc PoC Group and 1-1 PoC Session setup request

Upon receiving an initial SIP INVITE request thantains a Request-URI not owned by this PoC SetherPoC Server:

NOTE 3: The following procedure of this subclaupplees when a PoC Client initiates or joins a Prevaged PoC
Group Session, or when a PoC Client rejoins a Pex3i8n, or when a PoC Client joins a Chat PoC Group
Session and in all these cases the PoC Sessiameddoy another PoC Server.

either

- 1. MAY check whether the Accept-Contact headenides the PoC feature tag '+g.poc.talkburst' aitdides not,
return a SIP 403 “Forbidden” response. Otherwisafinue with the rest of the steps;

- 2. SHALL perform actions to verify the Authenticdt®riginator's PoC Address of the Inviting PoC Uaad authorize
the request according to local policy and if in@ authorized the PoC Server SHALL return a SI® “Forbidden”
response. Otherwise, continue with the rest okthps;

- 3. SHALL validate that the new Media Parametersatridast one codec offered in the SIP INVITE rexjaee
acceptable by the PoC Server when staying on tlitanpath and Talk Burst Control path and if noectjthe request
with a SIP 488 “Not Acceptable Here” response. @tiwe, continue with the rest of the steps;

- 4. SHALL behave as a B2BUA according to rules armt@dures of [RFC3261] for the duration of the FB#3sion,
when staying on the media path and Talk Burst cbpth;

- 5. SHALL, if a Priv-Answer-Mode header with the wal"Auto” is present in the incoming SIP INVITE texst,
authorize according to local policy whether thev8drPoC User indicated by the Authenticated Origirne.PoC
Address is entitled to request manual answer aewot if manual answer override functionality i sopported and if
not authorized the PoC Server SHALL return a SIB '#brbidden” response and not continue with tisé géthe steps;

- 6. SHALL, if the PoC Service Settings for the Sitankeous PoC Sessions Support is set to "SSS aativetk if the

number of maximum Simultaneous PoC Sessions foPtt& Client as specified in subclause 5FaC Session

associatiofi has exceeded. If exceeded, the PoC Server SHA&hond with a SIP 486 “Busy Here” response and
include a Warning header as specified in [RFC32@t] the warning code 399 and the warning texta#t04 too
many Simultaneous PoC Sessions”. Otherwise, camtivith the rest of the steps;

7. SHALL generate a SIP INVITE request as speciifiesubclause 7.3.1.General;

8. SHALL include as the contents of the Request:URI

a) copy the received Request-URI including the iBasBype uri-parameter; or,
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b) resolve back the received Request-URI to thel8¥Preceived in the Contact header from the Po@e&e
performing the Controlling PoC Function within t8& 200 “OK” response to the initial SIP INVITE resgt in the
case of rejoin.

- 9. SHALL include a MIME SDP body as a SDP offetlie SIP INVITE request according to rules and pdoices of
[RFC3264] and [RFC2327] as follows:

a) The IP address and port number at the PoC Skenvidre RTP Session;

b) Set the codec(s) and Media Parameters which $HxlLeither from the list contained in the origisddP offer
from the inviting PoC Client, and/or other codecisany, that PoC Server is able to transcode;

NOTE 4: The PoC Server may narrow the selectiodedia Parameters and codec(s) according to thé potay,
which may be a function of one or more of the follog: Inter-operator service level agreement; diono@
the invited PoC Client; other factors.

c) if another IP address or port is used insteatdefiefault IP address and port number as spedififRFC3550], set
the IP address and port number to be used for Ra@e PoC Server according to rules and procediires
[RFC3605];

d) The offered Talk Burst Control Protocol and TBlkrst parameters selected by the PoC Server fnoset
contained in the original SDP offer in the incomBid® INVITE request from the PoC Client; and

e) The PoC Server’s port number for the Talk B@wsitrol Protocol.

- 10. SHALL send the SIP INVITE request towards tl€FServer performing the Controlling PoC Functionading to
rules and procedures of the SIP/IP Core.

or

- 1. SHALL act as a SIP proxy according to rules pratedures of [RFC3261] for the duration of the FB#Ssion, when
not staying in media and Talk Burst control mesgzagé;

- 2. SHALL include a Record-Route header containitdfd identifying its own address; and,

- 3. SHALL forward the SIP INVITE request towards #eC Server performing the Controlling PoC Function

Upon receiving a SIP 180 "Ringing" response andnithe PoC Server is acting as a B2BUA, the PoCe®erv

- 1. SHALL store the list of supported SIP method®deived in the Allow header;
- 2. SHALL store the contact if received in the Cahtaeader;

- 3. SHALL generate a SIP 180 "Ringing" responsé&SIP INVITE request as specified in the subclaulel.1
"General; and,

- 4. SHALL forward the SIP 180 "Ringing" responsehe PoC Client according to rules and procedureseo5IP/IP
Core.

Upon receiving a SIP 180 "Ringing" response andnithe PoC Server is acting as a SIP proxy the Ro@8 SHALL
forward the SIP response towards the initiating Rdi€nt according to rules and procedures of [RF&132

Upon receiving a SIP 200 "OK" response, the Po@e3as acting as a B2BUA, the PoC Server:

- 1. SHALL store the list of supported SIP method®deived in the Allow header;

- 2. SHALL store the contact received in the Conteszader;

- 3. SHALL generate a SIP 200 "OK" response as sigeldifi the subclause 7.3.1.Géneral,;

- 4. SHALL include a MIME SDP body as a SDP answeoading to rules and procedures of [RFC3264] arfd((R327]
as follows:

a) The IP address and port number at the PoC Skenvidre RTP Session;

b) The codec(s) and Media Parameters selectedelydlE Server from those contained in the origifd $ffer from
the PoC Client and those contained in the SDP arism&P 200 “OK” response from the Controlling PBGnction;
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c) If another IP address or port is used insteatiefiefault IP address and port number as spedififRFC3550],
set the IP address and port number to be usedTfGPRat the PoC Server according to rules and droes of
[RFC3605];

d) The Talk Burst Control Protocol and Talk Buratgmeters selected by PoC Server from those cectairthe
original SDP offer from the PoC Client.

e) The PoC Server’s port number to be used fof tilke Burst Control Protocol; and

f) Optionally "tb-granted" indication as specifiedE.3 " SDP Extensions
- 5. SHALL include unmodified a P-Answer-State hedtlarP-Answer-State header was present in theniiog SIP 200
"OK" response;
- 6. SHALL send the SIP 200 "OK" response to the Bti€ént according to rules and procedures of SIEbPe; and
- 7. SHALL interact with User Plane as specified@MA-PoC-UP] 'Participating PoC Function procedures at PoC
Session initializatioh
Upon receiving a SIP 200 "OK" response, when th@ Berver is acting as a SIP proxy

- 1. SHALL forward the SIP 200 "OK" response towdrd initiating PoC Client according to rules andgaedures of
[RFC3261] and SIP/IP Core;

- 2. SHALL continue to act as a SIP proxy for theadian of the PoC Session.

Upon receiving a SIP final response other thanPa2Bl0 "OK", the PoC Server SHALL forward the SIRafiresponse along
the signalling path towards the initiating PoC 6lie

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechasis
according to rules and procedures of [TS24.229GPP2 X.S0013.4] with the clarifications givertliis subclause.

7.3.1.5 PoC Session initiation using Pre-establishe  d Session

NOTE 1: The procedure in this subclause appli@mupceiving a SIP REFER request containing irReguest-URI a
SIP URI of a Pre-established Session owned by Server if the “method” parameter in the Refer-t
header is set as “INVITE” or is not present.

The PoC Server:

- 1. SHALL check if the number of maximum Simultane®oC Sessions for the PoC Client as specifiedbolause
5.7a 'PoC Session associatibhas exceeded. If exceeded, the PoC Server SHA&pond with a SIP 486 “Busy Here”
response and include a Warning header as speif[®FC3261] with the warning code 399 and the wegriext set to
“104 too many Simultaneous PoC Sessions”. Otherwimainue with the rest of the steps;

- 2. SHALL if a Priv-Answer-Mode header with the valtAuto” is present in the incoming SIP REFER rexjue
authorize according to local policy whether thev8drPoC User indicated by the Authenticated Origirns.PoC
Address is entitled to request manual answer aleand if not authorized or if manual answer oderfunctionality is
not supported the PoC Server SHALL return a SIP“#a8bidden” response and not continue with thé oéshe steps.

- 3. SHALL check the SIP URI in the Refer-To headiethe SIP URI in the Refer-To header does notudelthe Session

Type uri-parameter "session=adhoc", "session=paged" or "session=chat" the PoC Server:

a) SHALL perform the procedures as specified inIZ&"Adding Participants to PoC Session Requastl do not do
anything else in this subclause.

- 4. SHALL behave as a B2BUA according to rules armt@dures of [RFC3261] for the duration of the FB#3sion;

- 5. SHALL generate a final SIP response 2xx accagrttinrules and procedures of [RFC3515];

- 6. SHALL check the presence of the Refer-Sub heafftre SIP REFER request and if it is presentifihés the value
“false” then the PoC Server SHALL include in thepense to the SIP REFER request a Refer-Sub hsegter “false”
according to rules and procedures of [RFC4488];

- 7. SHALL send the SIP response to the SIP REFERestdowards the PoC Client according to rulesmndedures of
the SIP/IP Core;

- 8. SHALL generate a SIP INVITE request as speciiiesubclause 7.3.1.1General;
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- 9. SHALL insert a Request-URI using the URI outhe# Refer-To in the SIP REFER request:
- 10. SHALL include in the SIP INVITE request a MIMEDP body as a SDP offer according to rules andeghares of
[RFC3264] and [RFC2327] as follows:

a) The IP address and port number at the PoC Skenvidre RTP Session;

b) The codec(s) and Media Parameters as negotiatéth the Pre-established Session establishmesgessfied in
the subclause 7.3.1.Pfe-established Sessipmand if the PoC Server supports transcoding b€ Server MAY
also include the codecs and Media Parameters vehicloe transcoded by the PoC Server to a codeainedtin the
SDP offer in the incoming SIP INVITE request whae-@stablished Session was established;

c) If another IP address or port is used insteatieflefault IP address and port number as spédififRFC3550],
set the IP address and port number to be usedTiGPRat the PoC Server according to rules and proes of
[RFC3605];

d) The offered Talk Burst Control Protocol and TBlkrst Parameters as negotiated during the Prélissted
Session establishment as specified in the subcla@sk 2 Pre-established Sessiprand,

e) The PoC Server’s port number for the Talk B@wsitrol Protocol.

NOTE 2: If the media is "Inactive" on the Pre-étished Session when the SIP REFER request isvetéen the
media in the SDP offer is also set to "Inactive".

- 11. SHALL send the SIP INVITE request towards tl€FServer performing the Controlling PoC Functionading to
rules and procedures of the SIP/IP Core; and,

NOTE 3: B2BUA do not forward any SIP provisionarfimal responses.

- 12. SHALL if the Refer-Sub header is not preseris@et to “true” in the SIP REFER request genesatésend to the
PoC Client SIP NOTIFY request(s) as specified mgbbclause 7.2.1.1%G¢€nerating a SIP NOTIFY request to the SIP
REFER requestbased on the progress of the invitation. Do rattimue to the rest of the steps.

Upon receiving SIP provisional responses for thHe IBIVITE request(s) the PoC Server:
- 1. SHALL store the list of supported SIP method®deived in the Allow header;

- 2. SHALL store the contact if received in the Canteeader; and,
- 3. SHALL discard the received SIP responses witfautarding them.

Upon receiving a SIP 200 "OK" response for the IBIRPITE request the PoC Server:

- 1. SHALL store the list of supported SIP method®deived in the Allow header;

- 2. SHALL store the contact received in the Conteader; and,

- 3. SHALL interact with User Plane as specified@MA-PoC-UP] 'Participating PoC Function procedures at PoC
Session initializatioh when a PoC Session is initiated;

Upon receiving a SIP 403 "Forbidden" response thithwarning code 399 and the warning text "105cis$oalready
assigned", the PoC Server SHALL if the Refer-Suaidee is not present or is set to “true”in the SEHFER request,
generate and send to the PoC Client a SIP NOTIgMest as specified in the subclause 7.2.1@éherating a SIP NOTIFY
request to the SIP REFER request

Upon receiving a SIP final response other thand@xx or 403, that is one of the SIP 4xx, 5xx gx éesponses the PoC
Server:

- 1. SHALL discard the received SIP responses witfautarding them.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechasis
according to rules and procedures of [TS24.229GPP2 X.S0013.4] with the clarifications givertfis subclause.
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7.3.1.6 PoC Session modifications

Upon receiving a SIP UPDATE request or a SIP redMN&/request from the PoC Client during an on-gdtogC Session
including a new SDP offer as specified by [RFC32&64d [RFC2327] a PoC Server acting as a B2BUA:

- 1. SHALL validate that the Media Parameters arepiable to the PoC Server and if not reject thaesgwith a SIP
488 "Not Acceptable Here" response. Otherwise oaetiwith the rest of the steps;

2. SHALL generate a SIP UPDATE request accordingites and procedures of [RFC3311] or a SIP re-N¥/tequest
according to rules and procedures of [RFC3261]IRASPDATE request MAY be used only if the PoC Serve
performing the Controlling PoC Function has indéchsupport for the SIP UPDATE method;

3. SHALL include a MIME SDP body as a SDP offethie SIP UPDATE request and SIP re-INVITE requesbeding
to rules and procedures of [RFC3264] and [RFC282tH the new Media Parameters; and,

4. SHALL send the SIP request towards the PoC $@edorming the Controlling PoC Function withiretbxisting SIP
dialog according to rules and procedures of thélBI€ore.

On receipt of a SIP 200 "OK" response the PoC $erve
- 1. SHALL generate a SIP 200 "OK" response to tie 3PDATE request and SIP re-INVITE according t@suhnd
procedures of [RFC3261];

- 2. SHALL, if the PoC Server is in the media patbdate the User Plane with the new Media Paramegeesved in the
MIME SDP body as specified in [OMA-PoC-URJ$er Plane adaptatidh and,

- 3. SHALL send a SIP 200 "OK" response towards € Elient according to rules and procedures ofIBIEbre.

Upon receiving a SIP UPDATE request or a SIP redM&/request from the PoC Client during an on-gdfogC Session a
PoC Server acting as a SIP proxy SHALL act accgrttinrules and procedures of [RFC3261].

Upon receiving SIP final response other than SIP“ZK” the PoC Server SHALL forward the SIP respeths the PoC
Client according to rules and procedures of SIEitre.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, thk PoC Server SHALL use 3GPP/3GPP2 IMS Session
mechanisms according to rules and procedures &4P29] / [3GPP2 X.S50013.4] with the clarificatiagisen in this
subclause.

7.3.1.7 SIP SUBSCRIBE request

Upon receiving a SIP SUBSCRIBE request that costai8IP URI corresponding to a PoC Session ownédi®yoC
Server the PoC Server:

- 1. SHALL perform the Controlling PoC Function a®sified in subclause 7.2.1.11.$ubscribing to Participant
informatiort.

If the PoC Server receives a SIP SUBSCRIBE reghestcontains a PoC Session Identity or PoC Grdeptlty not owned
by this PoC Server then the PoC Server:

NOTE: The case when the PoC Session or the Po@pGsmwned by the PoC Server is described in swisel
7.2.1.11 PoC Session PoC Participant information reqliest

- 1. SHALL, if the PoC Server wants to stay on tlgnalling path insert a Record-Route header comtgiaiURI
identifying its own address;

- 2. SHALL, if the PoC Server is acting as a B2BUA tloe PoC Session insert a Request-URI by resolvauds the
received Request-URI to the SIP URI received inGbatact header from the PoC Server performingirolling
PoC Function within the SIP 200 “OK” response te ithitial SIP INVITE request; and,

- 3. SHALL forward the SIP SUBSCRIBE request towdtus SIP/IP Core.

Upon receiving a SIP final response PoC Server SHidkward the SIP final response along the sigrapath towards the
initiating PoC Client according to rules and praoed of [RFC3261].

When the SIP/IP Core corresponds with 3GPP/3GPR2, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [TS24.229GPP2 X.S0013.4] with the clarifications givertliis subclause.
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7.3.1.8 SIP REFER request received

Upon receiving a SIP REFER request containing @Rbquest-URI a conference URI that identifiesexd&tablished
Session owned by this PoC Server, the PoC Server:

- 1. SHALL perform the procedures specified in subs&a7.3.1.5P0oC Session Initiation using Pre-established Sessio
if the “method” parameter in the Refer-to headeseisas “INVITE” or is not present; or

- 2. SHALL perform the procedures specified in subs&a7.3.1.10.2 SIP REFER BYE request from the PoC Client -
Pre-established Session cséthe “method” parameter in the Refer-to headeset as "BYE".

Upon receiving a SIP REFER request containingé&Request-URI a SIP URI of a PoC Session not ovegedis PoC
Server, the PoC Server:

- 1. SHALL, if the PoC Server wants to remain ongfgnalling path insert a Record-Route header cointgiits own
address; and,

- 2. SHALL forward the SIP REFER request towardsGleatrolling PoC Function according to rules andcpaures of
the SIP/IP Core.

Upon receiving a SIP final response to a SIP REFEERest the PoC Server forwarded, the PoC ServALElbrward the
SIP final response along the signaling path towsdrdsnitiating PoC Client according to rules amdgedures of
[RFC3261].

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechais
according to rules and procedures of [TS24.229GPP2 X.S0013.4] with the clarifications givertlis subclause.

7.3.1.9 SIP CANCEL request

Upon receiving a SIP CANCEL request from the Pofer@) a PoC Server acting as a B2BUA:

- 1. SHALL act as UAS according to rules and proceduf [RFC3261]; and,

- 2. SHALL cancel the SIP INVITE request towards BwC Server performing the Controlling PoC Functeting as
UAC according to rules and procedures of [RFC3261].

When acting as a SIP proxy rules and procedurspefied in [RFC3261] SHALL be applied.

When the SIP/IP Core corresponds with 3GPP/3GPR, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [TS24.229GPP2 X.S0013.4] with the clarifications givertlis subclause.

7.3.1.10 SIP BYE request from PoC Client
7.3.1.10.1 SIP BYE request from PoC Client — On-dem and Session case

Upon receiving a SIP BYE request from the PoC GléeRoC Server acting as a B2BUA:
- 1. SHALL generate a SIP 200 "OK" response and ganavards PoC Client according to rules and proces of the
SIP/IP Core;

- 2. SHALL release User Plane resources associatbdivg SIP Session with the PoC Client as specifig®@MA-PoC-
UP] "Participating PoC Function procedures at PoC Sessileasg; and,

- 3. SHALL send a SIP BYE request towards the Po®@egrerforming the Controlling PoC Function accoggio rules
and procedures of the SIP/IP Core;

Upon receiving a SIP 200 "OK" response to the SYEBequest the PoC Server SHALL release User Ries@urces
associated with the SIP Session with the PoC Sgemrforming the Controlling PoC Function as spedifin [OMA-PoC-
UP] "Participating PoC Function procedures at PoC Sessileaseé.

When acting as a SIP proxy rules and procedurspesfied in [RFC3261] SHALL be applied.

When the SIP/IP Core corresponds with 3GPP/3GPR2, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [TS24.229GPP2 X.S0013.4] with the clarifications givertiis subclause.
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7.3.1.10.2 SIP REFER BYE request from PoC Client — Pre-established Session case

Upon receiving from the PoC Client a SIP REFER esgwith the method parameter set to value "BYBh&Refer-To
header the PoC Server:

- 1.in case of a PoC Session is established witRireeestablished Session as specified in subcttis22.2'PoC Client
initiates an Ad-hoc PoC Group Session and 1-1 Pes€3i6n’ the PoC Server

a) SHALL perform the procedures as specified inckause 7.2.1.9.2SIP REFER BYE request received within a Pre-

established SessionDo not continue the rest of the steps.

- 2.in case of a PoC Session is established wittéreBtablished Session, as specified in subcladsg 8.3 PoC Client
initiates a Pre-arranged PoC Group Session or janShat PoC Group Sessigror by sending a TBCP message to the
PoC Client as specified in [OMA-PoC-URpdrticipating PoC Function procedures at PoC Sessiutialization', the
PoC Server

a) SHALL extract from the Refer-To header the P@&Sstn Identity that the PoC Client wants to leave;

b) SHALL generate a final SIP 2xx response to tieBEFER request according to rules and procechfres
[RFC3515];

c) SHALL if the SIP REFER request was an initiaP $équest received outside of an existing dialogn the PoC
Server SHALL include in the response to the SIP BEFequest a Supported header with the optionriagefersub”
according to rules and procedures of [RFC4488];

d) SHALL check the presence of the Refer-Sub heafidre SIP REFER request and if it is presentighds the
value “false” then the PoC Server SHALL includehe response to the SIP REFER request a Refer&adehset to
“false” according to rules and procedures of [RF&8]4

e) SHALL send the SIP response to the SIP REFERestqowards the PoC Client according to rulesmndedures
of the SIP/IP Core;

f) SHALL generate a SIP BYE request and set theuBsgURI to the PoC Session Identity;

g) SHALL send the SIP BYE request towards the Qg PoC Function according to rules and proceduwf the
SIP/IP Core;

h) SHALL upon receiving a SIP 200 “OK” response tioe SIP BYE request release User Plane resoweesds the
Controlling PoC Function as specified in [OMA-Po@®J Participating PoC Function procedures at Possibe
release”; and,

i) SHALL if the Refer-Sub header is not presenit @s set to “true” in the SIP REFER request, gateand send the
PoC Client SIP NOTIFY request(s) as specified mghbclause 7.2.1.1%¢€nerating a SIP NOTIFY request to the
SIP REFER requésbased on the progress of the BYE request.

NOTE: A SIP REFER request according to rules andgaures of [RFC3515] or [RFC5368] is an implicit
subscription to event “refer” in case the Refer-8ehder is not present or is set to “true”.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechasis
according to rules and procedures of [TS24.223{zHP2 X.S0013.4] with the clarifications givenliistsubclause.

7.3.1.10.3 Pre-established Session release request  from PoC Client
Upon receiving a SIP BYE request from the PoC Cleithin a Pre-established Session the PoC Server:

- 1. SHALL check whether there is a PoC Session usied’re-established Session. If there is not, thefPoC Server

a) SHALL disconnect the User Plane resources tosviiirel PoC Client by interacting with the User Plase
specified in [OMA-PoC-UPTParticipating PoC Function procedures at PoC Sesgielease;'and,

b) SHALL generate and send a SIP 200 “OK” respdogbe SIP BYE request according to rules and o of
the SIP/IP Core.
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2. SHALL check whether there is a PoC Session usiad’re-established Session and the PoC Sessiontislled by
this PoC Server. If there is then the PoC Server

a) SHALL remove the owner from the PoC Sessiondajgoming the procedures as specified in subclauad.9.3
"SIP BYE request received within a Pre-establistessisri; and,

b) SHALL generate and send a SIP 200 “OK” respaagbe SIP BYE request according to rules and mhoes of
the SIP/IP Core;

3. SHALL check whether there is a PoC Session kslebent on-going using the Pre-established Sessidrthe PoC
Session is controlled by this PoC Server. If theréhe PoC Server:

a) SHALL cancel the request performing the proceduas specified in subclause 7.2.1.Caricel of PoC Session
setup requebtand,

b) SHALL generate and send a SIP 200 “OK” respaagbe SIP BYE request according to rules and mhoes of
the SIP/IP Core;

c) SHALL release the PoC Session as specifieddrstibclause 7.2.2.R€&moval of Participant from PoC Session
if a SIP 2xx response for the SIP INVITE requeseiszived from an Invited PoC Client;

4. SHALL check whether there is a PoC Session kslehent on-going using the Pre-established Sessidrthe PoC
Session is controlled by another PoC Server. Ietlie the PoC Server:

a) SHALL cancel the request performing the procedsas specified in subclause 7.3.139P CANCEL request
and,

b) SHALL generate and send a SIP 200 “OK” respdogbe SIP BYE request according to rules and o of
the SIP/IP Core;

c) SHALL release the PoC Session as specifieddrstibclause 7.3.1.10.8IP BYE request from PoC Client — On-
demand Session cdsd a SIP 2xx response for the SIP INVITE requssteceived from PoC Server performing
the Controlling PoC Function;

5. SHALL check whether there is a PoC Session usiadrre-established Session, but is not contrdletthis PoC
Server. If here is, then the PoC Server

a) SHALL generate a SIP BYE request and set theigsegJRI to the PoC Session Identity; and,

b) SHALL send the SIP BYE request towards the Gulitig PoC Function according to the procedurethefSIP/IP
Core;

Upon receiving a SIP 200 "OK" response from theté&dling PoC Function as a response to the SIP Batfuest, the PoC
Server

1. SHALL release User Plane resources towards timer@ling PoC Function as specified in [OMA-PoCJUP
"Participating PoC Function procedures at PoC Sessileasg;

2. SHALL release User Plane resources towards ekie@®ient as specified in [OMA-PoC-UPRarticipating PoC
Function procedures at PoC Session release”

3. SHALL send a SIP 200 "OK" response to the Po€ntl

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS medimanis
according to rules and procedures of [TS24.229GPP2 X.S0013.4] with the clarifications givertliis subclause.

7.3.1.11  Group Advertisement request

Upon receiving of a SIP MESSAGE request contaitiregPoC feature tag '+g.poc.groupad' in the AcGapitact header
field and an identity in the Request-URI not owtgdhis PoC Server the PoC Server:

1. SHALL reject the SIP MESSAGE request with a 8B "Forbidden" response if Group Advertisememids
supported by the PoC Server. Otherwise continule thi¢ rest of the steps

2. SHALL return a SIP 403 “Forbidden” responsenbnymity is requested. Otherwise, continue withrést of the
steps;
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- 3. SHALL perform actions to verify the Authenticdt®riginator's PoC Address of the PoC User andaaizih the
request according to local policy, and if not auithed the PoC Server SHALL return a SIP 403 "Faibid' response.
Otherwise, continue with the rest of the steps;

- 4. SHALL if the Request-URI contains a SIP URI esponding to the Exploder URI known by the PoC &erv
continue as specified in subclause 7.2.1GeUp Advertisement requésOtherwise, continue with the following step;
and,

- 5. SHALL forward the SIP MESSAGE request to the/BF-Core.

Upon receiving SIP final response the PoC Servekl3Horward the SIP final response according tecesund procedures
of [RFC3261].

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechais
according to rules and procedures of [TS24.223{FHP2 X.S0013.4] with the clarifications given liistsubclause.

7.3.1.12 Simultaneous PoC Session control procedure s

7.3.1.12.1 General

The support of Simultaneous PoC Sessions is optfonthe PoC Server. The following procedureshiis subclause are
only applicable when the PoC Server supports Sanethus PoC Sessions.

7.3.1.12.2 PoC Session priority request

Upon receiving a SIP INVITE or SIP UPDATE or SIRINVITE request containing the PoC Session prigpigdyameter as
specified in E.3.1Talk Burst Control Protocol MIME registratidrnn the SDP offer the PoC Server:

- 1. SHALL validate that the PoC Session prioritytie SDP offer is acceptable to PoC Server andtifeject the request
with a SIP 488 "Not Acceptable Here" response. ®tts®, continue with the rest of the steps;

2. SHALL check the PoC Session priority parameténcluded in the SDP offer;

a) if the PoC Session priority parameter ‘poc_gassrity’ is 0 or no ‘poc_sess_priority’ is includexind the local
policy allows then the PoC Server SHALL set the FB@ESsion priority to secondary, perform procedapesified in
[OMA-PoC-UP]"Simultaneous PoC Session state diagram — per User"

b) if the PoC Session priority value ‘poc_sess rjsiois 1 and the local policy allows then the P8&rver SHALL
set the PoC Session priority to primary and enthatall other PoC Sessions have the secondarsitpriand
perform procedures specified in [OMA-PoC-UBjmultaneous PoC Session state diagram — per User"

- 3. SHALL remove the PoC Session priority paramigtéhe SDP payload when the request is forwardegiotatrolling
PoC Function and the PoC Server support PoC Segsimity;

- 4. SHALL generate a SIP 200 "OK" response contgiim SDP answer that indicates the selected pripaitameter
according to rules and procedures of [RFC2337][&kL3264]; and,

5. SHALL send the SIP 200 "OK" response to the IBIore along the signalling path.

NOTE 1: The PoC Server performing Participatin@Faunction if not recognizing a parameter will igad and pass it
towards PoC Server performing the Controlling Pa@dtion. The PoC Server SHALL set the PoC Session
priority by default to Secondary if the PoC Cligioies not indicate the priority in the request.

NOTE 2: Only one PoC Session can be set a Prif@@/Session at the given time.

7.3.1.12.3 PoC Session locking request

Upon receiving a SIP INVITE or SIP UPDATE or SIRINVITE request containing the PoC Session lockpagameter in
the SDP offer as specified in E.3.Tdlk Burst Control Protocol MIME registrationthe PoC Server:

- 1. SHALL validate that the PoC Session lockinghie SDP offer are acceptable to the PoC Serverfarad reject the
request with a SIP 488 "Not Acceptable Here" respotherwise, continue with the rest of the steps;

- 2. SHALL check the PoC Session locking parametercifided in the SDP offer;
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a) if the PoC Session locking parameter ‘poc_ laek then the PoC Server SHALL set the PoC Sedsiked and
perform procedures as specified in [OMA-PoC-UBmultaneous PoC Session state diagram — per Uset”

b) if the PoC Session locking parameter ‘poc_lasl0 or no ‘poc_lock’ parameter is included thee BoC Server
SHALL set the PoC Session unlocked and performgaores as specified in [OMA-PoC-URimultaneous PoC
Session state diagram — per User":

- 3. SHALL remove the PoC Session locking paramet¢né SDP payload when the request is forwardéaet@oC
Server performing the Controlling PoC Function #melPoC Server supports PoC Session locking.

- 4. SHALL generate a SIP 200 "OK" response contgitlire SDP answer that indicates the selected Iggkémameter
according to rules and procedures of [RFC2337][&kL3264]; and,

- 5. SHALL send the SIP 200 "OK" response to the IBIRore along the signaling path.

NOTE 1: The PoC Server performing the Participafog Function if not recognizing a parameter vgfiare it and
pass it towards the PoC Server performing the ©bimg PoC Function.

NOTE 2: Only one PoC Session can be set lock#teagiven time.

NOTE 3: Receipt of a TBCP Talk Burst Request mess$amn the PoC Client for a PoC Session will cahgdocking
value to change to unlocked in any other PoC Sessio

7.3.1.13 SIP Session timer expiry

On expiry of the SIP Session timer and if the Pe@®/&r acts as a B2BUA the PoC Server:
- 1. SHALL send a SIP BYE request to the PoC Cliexbeding to rules and procedures of [RFC3261] awb@aling to
rules and procedures of the SIP/IP Core; and,

- 2. SHALL send a SIP BYE request to the PoC Sereefiopming the Controlling PoC Function accordingutes and
procedures of [RFC3261] and according to rules@ndedures of the SIP/IP Core.

On receipt of a SIP 200 "OK" response to the SIEEB&quest from the PoC Client the PoC Server SHAdlkase User
Plane resources as specified in [OMA-PoC-URgrticipating PoC Function procedures at PoC Sesgielease'ln the
direction towards the PoC Client.

On receipt of a SIP 200 "OK" response to the SIEEB&quest from the PoC Server performing ContrglPoC Function
the PoC Server SHALL release User Plane resouscspexified in [OMA-PoC-UPJParticipating PoC Function
procedures at PoC Session releasethe direction towards the PoC Server perforntivegControlling PoC Function.

On expiry of the SIP Session timer and if the PeB/&r acts as a B2BUA the PoC Server:

- 1. SHALL release User Plane resources as spedfigdMA-PoC-UP]"Participating PoC Function procedures at PoC
Session releasah the direction towards the PoC Server perforntirggControlling PoC Function; and,

- 2. SHALL release User Plane resources as sped@ifigdMA-PoC-UP]"Participating PoC Function procedures at PoC
Session releaset the direction towards the PoC Client.

When the SIP/IP Core corresponds with 3GPP/3GPR, the PoC Server SHALL use 3GPP/3GPP2 IMS Session
mechanisms according to rules and procedures &4:P29]/ [3GPP2 X.S0013.4] with the clarificatiagigen in this
subclause.

7.3.1.14 PoC Service Setting procedure

Upon receiving a SIP PUBLISH request the PoC Server
- 1. MAY check whether the Accept-Contact headenides the PoC feature tag '+g.poc.talkburst' andtifncluded,
return a SIP 403 "Forbidden" response. Otherwisetiicue with the rest of the steps;

- 2. SHALL check whether the Event header includdgesgpoc-settings' and if not included the PoC 8eSHALL
return a SIP 489 "Bad event" response. Otherwimjrtue with the rest of the steps;
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3. SHALL perform actions to verify the Authenticdt®riginator's PoC Address of the PoC Client anthatize the
request according to local policy, and if not auithed the PoC Server SHALL return a SIP 403 "Faitbid' response.
Otherwise, continue with the rest of the steps;

- 4. SHALL process the SIP PUBLISH request accordingiles and procedures of [RFC3903] and if praogssf the
SIP request was successful continue with next step;

5. SHALL store the PoC Service Settings until P&tcie Settings expiration timer is expired;

NOTE: The PoC Service Settings are “Answer Modécktibn”, “Incoming PoC Session Barring”, “Incomitgstant
Personal Alert Barring” and “Simultaneous PoC SessiSupport”.

6. SHALL generate a SIP 200 "OK" response accortbngles and procedures of [RFC3261];

7. SHALL include a Server header to indicate th€ Irelease version as specified in subclause ERelease version in
User-agent and Server headgrand,

- 8. SHALL send SIP 200 "OK" response to the SIP PL8BLrequest.

When the SIP/IP Core corresponds with 3GPP/3GPR, the PoC Server SHALL use 3GPP/3GPP2 IMS session
mechanisms according to rules and procedures d?F3TS 24.229] / [3GPP2 X.PS0013.4] with the cleaiions given in
this subclause.

7.3.1.15 PoC Session release from User Plane

Upon receiving a PoC Session release request fierdser Plane as specified in [OMA-PoC-UREteive TBCP Talk
Burst Acknowledgement message (R: TB_"Ank)T15 (Connect message re-transmit) timer fired Nefror “Receive PoC
Session release indication from PoC Client (R: FRESsion release from PoC Cliénthe PoC Server:

1. SHALL remove the Participant referred by Useriel from the PoC Session by performing the proesdas
specified in subclause 7.3.2.613aving a PoC Session within a Pre-establishediSa$

- 2. SHALL check the PoC Session release policy asiBed in subclause 7.2.1.1BdC Session release policgnd
according to the applied release policy performefach Participant of the PoC Session (exceptfoptvner of the Pre-
established Session) the procedures specifiedbiciause 7.2.2.4Removal of Participant from the PoC Sessjah"
needed,;

- 3. SHALL generate a notification of the currentstaf the PoC Session to the PoC Client(s), whaketsubscribed to
the conference state event package, as specifmbiciause 7.2.1.11'%Benerating a SIP NOTIFY request";

- 4. SHALL check the subscription termination polay specified in subclause 7.2.1.1'TT8rmination of subscription™
and for each PoC Clients (except the owner of tieeeBtablished Session) terminate the existingcsiygh®n to the
conference state event package, if needed; and,

- 5. SHALL send the SIP NOTIFY request to the Po@®&ljs) according to rules and procedure of thelBICbre.
When the SIP/IP Core corresponds with 3GPP/3GPR2, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadhmanis
according to rules and procedures of [TS24.229GPP2 X.S0013.4] with the clarifications givertliis subclause.

7.3.2  Requests terminated by the served PoC User
7321 General

NOTE 1: This subclause provides common proceduresther subclauses and is not meant to be appfiksds
referenced.

The PoC Server SHALL generate an initial SIP INVIfEguest according to rules and procedures of [RBCBwith the
clarifications in this subclause.

The PoC Server

- 1. SHALL include value 'id" in a Privacy headeracling to rules and procedures of [RFC3325] if amoity is
requested with the Privacy header containing theitt;

- 2. SHALL set the Request-URI to the PoC AddresthefPoC User to be invited;
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3. SHALL include an Accept-Contact header with B@C feature tag '+g.poc.talkburst' with "requireti 4explicit”
parameters according to rules and procedures cTEREL];

4. SHALL include User-Agent header to indicate Bt release version as specified in subclause ERglease
version in User-agent and Server headgrs

5. SHOULD include the Session-Expires header inNNATE with the refresher parameter set to ‘uasoading to
rules and procedures of [RFC4028];

6. SHALL include the option tag "timer" in the Supted header;
7. SHALL include the option tag "norefersub” in apPorted header;

8. SHOULD include the Allow header with the SIP huts supported in this SIP dialog according tosraled
procedures of [RFC3261];

9. SHALL include a Contact header as follows:

a) a SIP URI constructed such that the PoC Searentso resolve it back to the original SIP URIvided in the SIP
INVITE request by the Controlling PoC Function;

b) include the PoC feature tag ‘+g.poc.talkburst’;
¢) include the feature tag ‘isfocus’; and,

d) include the Session Type uri-parameter providate SIP INVITE request by the Controlling PoOnEtion.

10. SHALL include the Authenticated Originator'sdPAddress if received in the incoming SIP INVITEvest in the
outgoing SIP INVITE request; and,

11. SHALL include the Nick Name received in incogi8IP INVITE request in the outgoing SIP INVITE tesgt.

NOTE 2: The use of the option tag ‘preconditiors ,specified in [RFC3312] and the option tag ‘100 specified in

[RFC3262] is not defined in the POC-1 referencepoi

When sending a SIP provisional responses otherttieaB8IP 100 "Trying" response to the SIP INVITHuest, the PoC
Server:

1. SHALL generate the SIP provisional response r@ieg to rules and procedures of [RFC3261];

2. SHALL include a Server header with the PoC ezersion as specified in subclause E.Rdldase version in User-
agent and Server headérs

3. SHOULD include the Allow header with the SIP hwats supported in this SIP dialog according tosraled
procedures of [RFC3261], if not previously senaiprovisional response for this dialog;

4. SHALL include a Contact header with a SIP URdrtifying this PoC Server and the PoC feature tag
'+g.poc.talkburst' if not previously sent in a pgedonal response for this dialog; and,

5. SHALL include as the URI in the AuthenticateddDrator's PoC Address in the outgoing SIP provisiresponse
either

a) the URI contained in the Authenticated Originat®oC Address received in the incoming SIP piiowial
response in the case of an On-Demand Sessionisktabht; or

b) the URI stored from the Request-URI receivethsincoming SIP INVITE request in the case ofe P
established Session establishment;

6. SHALL set the Nick Name in the Authenticatedddrator’'s PoC Address to either

a) the one defined for the PoC User in the PoCeeifvconfigured; otherwise the one in the incogn8iP
provisional response if received, in the case dDarDemand Session establishment; or

b) the one defined for the PoC User in the PoCe&eificonfigured; otherwise the one stored from #uthenticated
Originator’s PoC Address contained in the SIP INKIfBquest if received during the Pre-establishessiSe
establishment for the PoC User in the case of @&Btablished Session; received in the incomingpBdRisional
response in the outgoing SIP provisional response.

7. SHALL include value 'id' in the Privacy headecarding to rules and procedures of [RFC3325%h4f privacy is
requested either through a Privacy header witlvéihee 'id' in the incoming SIP provisional respoimsthe case of an
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On-Demand Session establishment, or in the SIP TEWkquest received during the Pre-established®@ess
establishment for the PoC User in the case of @&ftablished Session.

When sending a SIP 200 "OK" response to the SIPITE\fequest the PoC Server

- 1. SHALL generate the SIP 200 "OK" response acogrth rules and procedures of [RFC3261] and [RFQB26

- 2. SHALL include as the URI in the Authenticateddgdrator's PoC Address in the outgoing SIP 200 “OKSponse
either

a) the URI contained in the Authenticated Originat®oC Address received in the incoming SIP 208™@sponse
in the case of an On-Demand session establishment;

b) the URI stored from the Request-URI receivethsincoming SIP INVITE request in the case ofeP
established Session establishment;

- 3. SHALL set the Nick Name in the Authenticatedddrator’'s PoC Address to either

a) the one defined for the PoC User in the PoCeBeifvconfigured; otherwise the one in the incogn®iP 200 "OK"
response if received, in the case of an On-Demasdi@ establishment; or

b) the one defined for the PoC User in the PoC@&eifrconfigured; otherwise the one stored from Authenticated
Originator’s PoC Address contained in the SIP INKIfBquest if received during the Pre-establishessiSe
establishment for the PoC User in the case of @&Btablished Session;

- 4. SHALL include value 'id' in the Privacy headecarding to rules and procedures of [RFC3325h4f privacy is
requested either through a Privacy header witlvéihee 'id' in the incoming SIP provisional respoimsthe case of an
on-demand session establishment, or in the SIPTHVEquest received during the Pre-established®ess
establishment for the PoC User in the case of a&Btablished Session;

- 5. SHALL include the option tag 'timer' in the Réguheader;

- 6. SHALL include the Session-Expires header in3He 200 "OK" before sending the response towarel$tC Server
performing the Controlling PoC Function with théresher parameter set to 'uas’;

- 7. SHALL start the SIP Session timer accordingules and procedures of [RFC4028];

- 8. SHOULD include the Allow header with the SIP heats supported in this dialog according to rules grocedures
of [RFC3261], if not previously sent in a provis& response for this dialog;

- 9. SHALL include the Server header with the Po@asé version as specified in subclause ERelease version in
User-agent and Server headeifsnot previously sent in a provisional respofaethis dialog; and,

- 10. SHALL include a Contact header with a SIP Untifying this PoC Server and the PoC feature tag
'+g.poc.talkburst'.

When the SIP/IP Core corresponds with 3GPP/3GPFR, the PoC Server SHALL use 3GPP/3GPP2 IMS Session
mechanisms according to rules and procedures &4P29] / [3GPP2 X.S0013.4] with the clarificatiagisen in this
subclause.

7.3.2.2 PoC Session invitation request

Upon receipt of an initial SIP INVITE request thatludes a PoC Address in the Request-URI the Raes

- 1. MAY check whether the Accept-Contact headeniditig the PoC feature tag '+g.poc.talkburst' ituished and if it is
not, return a SIP 403 "Forbidden" response witloauttinuing the rest of the steps;

- 2. SHALL check the presence of the "isfocus" featparameter in the URI of the Contact header aidsifnot present
then the PoC Server SHALL reject the request wiiR1403 "Forbidden" response and include a Warheagler as
specified in [RFC3261] with the warning code 3949 #me warning text set to "106 isfocus not assigméthout
continuing the rest of the steps;

- 3. SHALL check the Invited PoC User's PoC Serviettiggs associated to the PoC Address receivdteiiRequest-
URI. If the PoC Service Settings have not beenivedefrom the PoC Client yet or if PoC Service Bef$ expiration
timer has expired, the PoC Server SHALL respont wiSIP 480 "Temporarily Unavailable" response dmaot
continue the rest of the steps;

- 4. SHALL check if the Authenticated Originator's@®Address and the URI of Referred-By header inrhil SIP
INVITE request is not “reject” in the <allow-inviteaction associated to the Invited PoC User inditdity the Request-
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URI stored in the PoC XDMS as described in [PoC-XBpkcification]. If at least one of them is “rdjettien the PoC
Server SHALL send SIP 403 “Forbidden” response taw#he originating PoC Client according to ruled procedures
of SIP/IP Core and do not continue the rest ofstees;

- 5. SHALL check the Invited PoC User's Incoming Peé3sion Barring setting associated to the PoC Addexeived
in the Request-URI. If the Incoming PoC SessiorriBgris activated the PoC Server SHALL respond witBIP 480
"Temporarily Unavailable" response and do not cargithe rest of the steps;

- 6. SHALL check if either:

a) the received SIP INVITE request contained a-Rrigwer-Mode header with the value set to “Autofase manual
answer override functionality is supported; or

b) the Authenticated Originator's PoC Address @ittitial SIP INVITE request is "accept" by the loal-invite>
action associated to the Invited PoC User, whictdsed in the PoC XDMS as described in [PoC-XDM
Specification], and the Answer Mode setting in H®C Service Settings of the Invited PoC User idsétutomatic
Answer, and the received SIP INVITE request didawottain an Answer-Mode header with the valueset t
“Manual;require”;

and if the PoC Server does not have already a fs€i@ with the PoC Client then perform the actgpecified in
subclause 7.3.2.2.AUtomatic answer using the Pre-established Sesion.3.2.2.1 Automatic answer Using On-
demand Sessidnlepending on whether the Invited PoC User hdssmot, respectively, an ongoing Pre-established
Session. Otherwise the PoC Server SHALL perfortinas specified in subclause 7.3.2.2\Mdhual answet.

When the SIP/IP Core corresponds with 3GPP/3GPR, the PoC Server SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules arzeduwes of [TS24.229] / [3GPP2 X.S0013.4] with ¢keifications
given in this subclause.

7.3.2.2.1 Automatic-answer using On-demand Session

The PoC Server SHALL act as B2BUA.

NOTE 1: In this version the PoC Server acts as BRBU

The PoC Server:

- 1. SHALL generate a SIP 183 "Session Progressbrespto the SIP INVITE request as specified in Buse 7.3.2.1
"General and according to rules and procedures of [RFCBa6d [RFC3262] and act as a B2BUA,

- 2. MAY include a Require header set to ‘100rel’@ading to rules and procedures of [RFC3262];

3. SHALL include the P-Answer-State header setiocbnfirmed";

4. SHALL send the SIP 183 “Session Progress” respoowards the PoC Server performing the ContgpMoC

Function according to rules and procedures of 8IEibre.

The PoC Server:

1. SHALL generate a SIP INVITE request as specifiesubclause 7.3.2.15enerat;

2. SHALL, if the received SIP INVITE request comtiad a Priv-Answer-Mode header with the value séatdo",

authorize according to local policy the AuthentezhOriginator's PoC Address to override the InvRed User’'s

Answer Mode setting, and if authorized include @4Answer-Mode header with the value "Auto", anadt authorized

or if manual answer override functionality is napported reject the request with a 403 “Forbiddesponse;

- 3. SHALL, if the received SIP INVITE request didtromntain a Priv-Answer-Mode header, include anwarsMode
header with the value set to "Auto";

- 4. SHALL include an MIME SDP body as a SDP offec@ding to rules and procedures of [RFC3264] arldGR327]

with the following information:

a) The IP address and port number at the PoC Skenvidre RTP Session;

b) The codec(s) and Media Parameters selectedellydle Server from those contained in the SDP offtre
incoming SIP INVITE request and if transcodinguggorted by the PoC Server MAY also include theeogsl) and
Media Parameters, which can be transcoded by tBeJeover to a codec contained in the SDP offenénncoming
SIP INVITE request;
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c) If another IP address or port is used insteati®fiefault IP address and port number accoradimglés and
procedures of [RFC3550], set the IP address artchpanber for RTCP at the PoC Server accordingltesrand
procedures of [RFC3605];

d) The Talk Burst Control Protocol and Talk Burstd&mneters selected by the PoC Server from thodained in the
SDP offer in the incoming SIP INVITE request; and,

e) The PoC Server’s port number to be used fof tilke Burst Control Protocol.
- 5. SHALL include the Referred-By header from theoming SIP request if anonymity is not requestethieywalue "id"
in the Privacy header; and,
- 6. SHALL send the SIP INVITE request towards th€Rtient according to rules and procedures of tite/l® Core.

Upon receiving a SIP 200 "OK" response to the SIPITE request the actions in the PoC Server depeatrding to
rules and procedures of [RFC3261] and [RFC3262]f tire SIP 183 "Session Progress” was sent reliabhot as follow:

- 1. SHALL, if the SIP 183 "Session Progress" wag sereliable, send the SIP 200 "OK" response imatety (since
the PoC Server does not have to wait for a SIP ARAgGuest); and,

- 2. SHALL, if the SIP 183 "Session Progress" wag seliable, send the SIP 200 "OK" according to sudad procedures
of [RFC3262] and [RFC3261].

Upon receiving a SIP PRACK request the PoC Server

- 1. SHALL generate a SIP 200 “OK” response to tHe BRACK request according to rules and procedures o
[RFC3262] and [RFC3261]; and,

- 2. SHALL send the SIP 200 “OK” response towardsRb€ Server performing the Controlling PoC Functenording
to the rules and procedures of SIP/IP Core.
Whenever the PoC Server sends the SIP 200 "OKbnsspthe PoC Server:

- 1. SHALL generate a 200 "OK" response as desciib#ite sub-clause 7.3.2.Géneral;

- 2. SHALL include a MIME SDP body with a SDP answecording to rules and procedures of [RFC3264] and
[RFC2327] with the following information:

a) The IP address and port number at the PoC Sknvéire RTP Session;

b) The codec(s) and Media Parameters which SHALfrdra the list contained in the original SDP offerd MAY
be reduced based on the SDP answer received i20BIPOK” response from the Invited PoC Client(s);

NOTE 2: If transcoding is supported and codec(d) Media Parameters other than those containeciSEP offer in
the received SIP INVITE request from originatingwerk have been offered in the SDP of the SIP INVIT
request sent to Invited PoC Client(s), the SDP answthe SIP 200 “OK” response towards originating
network may be different from the SDP answer reztiv SIP 200 “OK” response from the Invited PoC
Client(s).

c) If another IP address or port is used insteati®fiefault IP address and port number accoradimglés and
procedures of [RFC3550], set the IP address artchpanber to be used for RTCP at the PoC Serverdicgpto
rules and procedures of [RFC3605].

d) The Talk Burst Control Protocol and Talk Buratgmeters contained in the SDP answer from theddwoC
Client(s); and,

e) The PoC Server’s port number to be used fof tle Burst Control Protocol.
- 3. SHALL send the SIP 200 "OK" response towardsRtb€ Server performing the Controlling PoC Functgoording
to rules and procedures of SIP/IP Core;
- 4. SHALL interact with the User Plane as specifirefOMA-PoC-UP] 'Participating PoC Function procedure at
initialization"; and,
- 5. SHALL act as a B2BUA for the duration of the P8€ssion according to rules and procedures of [RBC]3

The PoC Server SHALL forward any other SIP respahatdoes not contain SDP along the signalling pathe
originating network according to rules and proceduf SIP/IP Core.
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When the SIP/IP Core corresponds with 3GPP/3GPR, the PoC Server SHALL use 3GPP/3GPP2 IMS session
establishment mechanisms according to rules armedwwes of [TS24.229] / [3GPP2 X.S0013.4] with ¢hegifications
given in this subclause.

7.3.2.2.2 Automatic-answer using Pre-established Se  ssion
The PoC Server SHALL act as B2BUA.

The PoC Server:

- 1. SHALL validate that the Media Parameters arepiable for the PoC Server and if not reject tiygiest with a SIP
488 "Not Acceptable Here" response. Otherwise,isoatwith the rest of the steps;

- 2. SHALL generate a SIP 200 "OK" response to tHeISIVITE request as described in the subclaus®.1.3General
and

a) Include a MIME SDP body as a SDP answer in {Re2B0 "OK" response according to rules and promsiof
[RFC3264] and [RFC2327] as follows:

i. The IP address and port number at the PoC Séowéne RTP Session;

ii. The codec(s) and Media Parameters negotiatedgithe Pre-established Session is established as
specified in the subclause 7.3.1.2 “Pre-establiSession” in case they are a subset of those ceutan
the original SDP offer or the subset of those daethin the original SDP offer selected by the PoC
Server, in case transcoding is supported by theSRa@er, MAY also include the codec(s) and Media
Parameters, which can be transcoded by the Po@1Sera codec contained in the SDP offer in the
incoming SIP INVITE request;

iii. If another IP address or port is used instefthe default IP address and port number as spddify
[RFC3550], set the IP address and port number T@HR at the PoC Server according to rules and
procedures of [RFC3605];

iv. The Talk Burst Control Protocol and Talk Bupsirameters negotiated during the Pre-established
Session is established as specified in the subeladsl.2 Pre-established Sessiprand,

v. The PoC Server’s port number to be used foitik Burst Control Protocol.

3. SHALL include the P-Answer-State header setinconfirmed”;

4. SHALL include value “id” in the Privacy headearcarding to rules and procedures of [RFC3328héfinvited PoC

Client has requested privacy, when the Pre-estaaiSession was established;

- 5. SHALL send the SIP 200 "OK" Response to thelSINATE request according to rules and procedureSI&fIP
Core; and,

- 6. SHALL interact with the User Plane as descriimgf©@ MA-PoC-UP] "Participating PoC Function procedure at
initialization".

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS Session

establishment mechanisms according to rules armedwwes of [TS24.229] / [3GPP2 X.S0013.4] with ¢hegifications
given in this subclause.

7.3.2.2.3 Manual-answer

NOTE 1: The procedure of manual answer using aeBtablished Session is not supported in this versiche PoC
Enabler.
The PoC Server:

- 1. SHALL determine if the PoC Server stays in thedlira path and Talk Burst Control message path prasspecified
in [OMA-PoC-UP] 'User Plane routing

- 2. SHALL, if the PoC Server stays on the media péit PoC Server
a) SHALL generate a SIP INVITE request as specifieslibclause 7.3.2.General.
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b) SHALL include a MIME SDP body as a SDP offer@tting to rules and procedures of [RFC3264] and
[RFC2327] with the following information:

i. The IP address and port number at the PoC Séwéne RTP Session;

ii. The codec(s) and Media Parameters selectetidoPbC Server from those contained in the SDP offer

in the incoming SIP INVITE request and if transauglis supported by the PoC Server, MAY also
include the codec(s) and Media Parameters, whictbearanscoded by the PoC Server to a codec
contained in the SDP offer in the incoming SIP INEIrequest;

iii. If another IP address or port number is usedéad of the default IP address and port number as
specified by [RFC3550], set the IP address andmartber to be used for RTCP at the PoC Server
according to rules and procedures of [RFC3605];

iv. The Talk Burst Control Protocol and Talk Bupstrameters selected by the PoC Server from those
contained in the SDP offer in the incoming SIP INEIrequest; and,

v. The PoC Server’s port number for the Talk B@shtrol Protocol.

¢) SHALL continue, for the duration of the SIP Sessacting as a B2BUAaccording to rules and procesl of
[RFC3261].

3. SHALL, if the PoC Server does not stay in theliagath,

a) for the duration of the SIP Session and as &mitihe PoC Client is a Participant in the PoC 8assict as a SIP
proxy according to rules and procedures of [RFC3261

b) use the content of the received SIP INVITE toagate the SIP INVITE request according to rules grocedures
of [RFC3261]; and,

¢) include a Record-Route header containing a d&tifying its own address.

4. SHALL include the Anser-Mode header set to "Mamequire";

5. SHALL include the Referred-By header from theoiming SIP request if anonymity is not requestethieyvalue "id"
in the Privacy header; and,

6. SHALL send the SIP INVITE request towards th€Rlient according to rules and procedures of B Core.

Upon receiving a SIP 180 "Ringing" response toSHe INVITE request the PoC Server:

1. SHALL store the list of supported SIP method®deived in the Allow header;
2. SHALL store the contact if received in the Canfzeader;
3. SHALL generate a SIP 180 "Ringing" responsepasified in subclause 7.3.2.G&neral if acting as a B2BUA, and,

4. SHALL generate a SIP 180 "Ringing" response wing to rules and procedures of [RFC3261] if egtis a SIP
proxy.

5. SHALL send the SIP 180 "Ringing" response towdhe PoC Server performing the Controlling PoCdion
according to rules and procedures of SIP/IP Core;

Upon receiving a SIP 200 "OK" response to the SIRPITE request the PoC Server:

1. SHALL, if the PoC Server acts as B2ZBUA
a) SHALL store the list of supported SIP method®deived in the Allow header;

b) SHALL store the contact received in the Conteszder;

¢) SHALL, if the PoC Service Settings for the Sitankeous PoC Sessions Support is set to "SSS aathveck if the
number of maximum Simultaneous PoC Sessions foPtl& Client as specified in subclause 5FaC Session
associatiofi has exceeded. If exceeded, the PoC Server

i. SHALL respond with a SIP 486 “Busy Here” respength the warning header “104 Too many
Simultaneous PoC Sessions” towards the inviting Ebént;.
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ii. SHALL interact with User Plane as specified@MA-PoC-UP] "Participating PoC Function
procedures at PoC Session reledse

iii. SHALL generate a SIP BYE request accordinguies and procedures of [RFC3261]; and,

iv. SHALL send the SIP BYE request towards thetewiPoC Client according to rules and procedures of
the SIP/IP Core;

Otherwise, continue with the rest of the steps;
d) generate a SIP 200 "OK" response as specifidttisubclause 7.3.2.Géneral; and,

e) include a MIME SDP body as the SDP answer aduogio rules and procedures of [RFC3264] and [RFZZ23
with the following information:

i. The IP address and port number at the PoC Séowéne RTP Session;

ii. The codec and Media Parameters which SHALLrbenfthe list contained in the original SDP offer
and MAY be reduced based on the SDP answer receiv@dP 200 “OK” response from the Invited PoC
Client(s);

NOTE 2: If transcoding is supported and codec(s) Media Parameters other than those containeckiSEP offer in
the received SIP INVITE request from originatingwerk have been offered in the SDP of the SIP INVIT
request sent to Invited PoC Client(s), the SDP angwthe SIP 200 “OK” response towards originating
network may be different from the SDP answer reztiv SIP 200 “OK” response from the Invited PoC
Client(s).

iii. if another IP address or port number is usedéad of the default IP address and port number as
specified in [RFC3550], set the IP address andmariber to be used for RTCP at the PoC Server
according to rules and procedures of [RFC3605];

iv. The Talk Burst Control Protocol and Talk Bupsirameters contained in the SDP answer from the
Invited PoC Client(s) ; and,

v. The PoC Server’s port number to be used foitik Burst Control Protocol.

f) interact with the User Plane as specified in [®MoC-UP] 'Participating PoC Function procedure at
initialization”.

- 2. SHALL, if the PoC Server acts as a SIP proxy
a) generate a SIP 200 "OK" response accordinglés and procedures of [RFC3261]; and,

b) include the same MIME SDP body as the SDP anssegtived in the SIP 200 "OK" response.

- 3. SHALL send the SIP 200 "OK" response to the Be@ser performing the Controlling PoC Function adetg to
rules and procedures of SIP/IP Core.

The PoC Server SHALL forward any other SIP respahatdoes not contain SDP along the signalling pathe
originating network according to rules and procegwf SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, tive PoC Server SHALL use 3GPP/3GPP2 IMS session
establishment mechanisms according to rules armkdwes of [3GPP TS 24.229] / [3GPP2 X.S0013.4) thie
clarifications given in this subclause.

7.3.2.3 PoC Session modifications

Upon receiving a SIP UPDATE request or a SIP redMB&/request and when the PoC Server acts as a BaBlfiAg an on-
going PoC Session the PoC Server:
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1. SHALL generate a SIP UPDATE request accordingles and procedures of [RFC3311] or a SIP re-N&/fequest
according to rules and procedures of [RFC3261]IRASPDATE request MAY be used only if the PoC Clibas
indicated support for the SIP UPDATE method;

- 2. SHALL validate that the Media Parameters arepiable to the PoC Client and if not reject theuesq with a SIP
488 "Not Acceptable Here" response. Otherwise oaetiwith the rest of the steps;

- 3. SHALL include a MIME SDP body of a SIP UPDATHjtest or a SIP re-INVITE request with a SDP offer
according to rules and procedures of [RFC3264][&k{2327] with the new Media Parameters; and,

- 4. SHALL send the SIP request towards the PoC €lidgthin the existing SIP dialog according to rubesd procedures
of the SIP / IP Core.

Upon receiving a SIP UPDATE request or a SIP redN&/request during an on-going PoC Session and wheRoC
Server acts as a SIP proxy the PoC Server SHALkdod the SIP request according to rules and proesdf [RFC3261].
A SIP UPDATE request MAY be used only if the Po@e6l has indicated support for the SIP UPDATE mdtho

Upon receiving of a SIP 200 "OK" response and wtherPoC Server acts as a B2BUA the PoC Server:
- 1. SHALL generate a SIP 200 "OK" to the SIP UPDAEguest or the SIP re-INVITE request accordingites and
procedures of the [RFC3261];

- 2. SHALL include a MIME SDP body in the SIP 200 "Okesponse as the SDP answer according to rules and
procedures of [RFC3264] and [RFC2327] with the Media Parameters;

- 3. SHALL send a SIP 200 "OK" response towards € Berver performing the Controlling PoC Functionading to
rules and procedures of SIP/IP Core; and,

- 4. SHALL if the PoC Server is in the media pathjate the Media Parameters received in the MIMBPSiody as
SDP answer as specified in [OMA-PoC-URJser Plane adaptatidn

Upon receiving of a SIP 200 "OK" response and wtherPoC Server acts as a SIP proxy the PoC SeH#&t ISforward
the SIP 200 "OK" response according to rules andgatures of [RFC3261].

Upon receiving of a SIP final response (with theeption of the SIP 200 “OK” response) to the SHIN¥ITE request or
the SIP UPDATE request the PoC Server SHALL forwtaed SIP final response according to rules andguores of
[RFC3261].

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS Session
mechanisms according to rules and procedures &4P29] / [3GPP2 X.S0013.4] with the clarificatiagisen in this
subclause.

7.3.2.4 SIP NOTIFY request

If the PoC Server performing the Participating Fra@ction receives an incoming SIP NOTIFY requeat b part of the

same dialog as the previously sent SIP SUBSCRIBEest the PoC Server:

- 1. SHALL send the SIP NOTIFY request towards th€ Bdient along the signalling path; and,

- 2. SHALL forward the response along the signalldagh to the originating network when the InvitedCRolient
responds and a response is received from the thRio€ Address.

When the SIP/IP Core corresponds with 3GPP/3GPFR, thk PoC Server SHALL use 3GPP/3GPP2 IMS mecinarisd
procedures according to rules and procedures 8241229] / [3GPP2 X.S0013.4] with the clarificasagiven in this
subclause.

7.3.2.5 SIP CANCEL request

Upon receiving a SIP CANCEL request from the Po@&eperforming the Controlling PoC Function, a P8&ver acting
as a B2BUA:

- 1. SHALL act as UAS according to rules and proceduf [RFC3261]; and,

- 2. SHALL cancel the SIP INVITE request towards B@C Client acting as UAC according to rules anctedares of
[RFC 3261].

When acting as a SIP proxy rules and procedurspexfied in [RFC3261] SHALL be applied.
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When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS medimanis
according to rules and procedures of [TS24.229GPP2 X.S0013.4] with the clarifications givertliis subclause.

7.3.2.6 SIP BYE request

7.3.2.6.1 SIP BYE request from the Controlling PoC  Function — On-demand Session case

Upon receiving a SIP BYE request from the PoC Sgpeeforming the Controlling PoC Function a PoCvgeiacting as a
B2BUA:

- 1. SHALL generate a SIP 200 "OK" response and #aodards the PoC Server performing the ContrglifoC
Function according to rules and procedures of iRélS Core;

- 2. SHALL release User Plane resource associatddtigt SIP Session with the PoC Server performiegbntrolling
PoC Function as specified in [OMA-PoC-UMdrticipating PoC Function procedures at PoC Sessileasg; and,

- 3. SHALL send a SIP BYE request towards the Po@ntlaccording to rules and procedures of the SIEdre.

Upon receiving a SIP 200 "OK" response to the SYEBequest the PoC Server SHALL release User Riesaurces
associated with the SIP Session with the PoC Céisrgpecified in [OMA-PoC-UPParticipating PoC Function procedures
at PoC Session reledsaVhen acting as a SIP proxy rules and procedasespecified in [RFC3261] SHALL be applied.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS medaimanis
according to rules and procedures of [TS24.229GPP2 X.S0013.4] with the clarifications givertliis subclause.

7.3.2.6.2 SIP BYE request from the Controlling PoC  Function — Pre-established Session
case

NOTE: The procedure in this subclause applies wherPoC Session is established by sending a TBGRBage to the
PoC Client as specified in [OMA-PoC-URpdrticipating PoC function procedures at PoC Sessio
initialization".

Upon receiving a SIP BYE request from the ContngllPoC Function the PoC Server:

- 1. SHALL disconnect the User Plane resources tosviirel PoOC Server performing Controlling PoC Fumchyg
interacting with the User Plane as specified in [®RoC-UP]"Participating PoC Function procedures at PoC Sessi
releasey

- 2. SHALL send a SIP 200 "OK" response to the CdimigpPoC Function;

- 3. SHALL disconnect the User Plane resources tosvemel PoC Client from the User Plane resourcesrtisithe
Controlling PoC Function by interacting with thedd®lane as specified in [OMA-PoC-UMarticipating PoC
Function procedures at PoC Session releaaat,

- 4. SHALL maintain the Pre-established Session tda/étne PoC Client.

When the SIP/IP Core corresponds with 3GPP/3GPR2, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [TS24.229GPP2 X.S0013.4] with the clarifications givertiis subclause.

7.3.2.6.3 Leaving a PoC Session when using Pre-esta  blished Session

NOTE: The procedure in this subclause applies wwherPoC Session is established within a Pre-estaddi Session
as specified in subclause 6.1.3.2P2C Client initiates an Ad-hoc PoC Group Sessiod &-1 PoC Sessidn
or when the PoC Client releases the proper Préledtad Session as specified in subclause 6.1.3P2C
Client initiates a Pre-established Session

The PoC Server:

- 1. SHALL maintain the Pre-established Session tde/éine PoC Client; and,

- 2. SHALL disconnect the User Plane resources tosviirel PoC Client from the User Plane resourcesrtisithe
Controlling PoC Function by interacting with thedd®lane as specified in [OMA-PoC-UMarticipating PoC
Function procedures at PoC Session release"
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When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS medimanis
according to rules and procedures of [TS24.229GPP2 X.S0013.4] with the clarifications givertliis subclause.

7.3.2.7 Group Advertisement request

Upon receiving of a SIP MESSAGE request contaitiregPoC feature tag '+g.poc.groupad' in the AcGapitact header
and a PoC Address in the Request -URI served bpdiServer performing the Participating PoC Famcthe PoC Server:

- 1. SHALL reject the SIP MESSAGE request with a 8B "Forbidden" response if Group Advertisememtds
supported by the PoC Server. Otherwise continule thi¢ rest of the steps;

- 2. SHALL check if the Authenticated Originator's®address in the initial SIP MESSAGE request is‘inefect” in
the <allow-invite> action associated to the InviR@C User indicated by the Request-URI storederC XDMS as
described in [PoC-XDM Specification]. If it is jext” the PoC Server SHALL respond with a SIP 468rbidden”
response to the originating network. Otherwise tiooie with the rest of the steps;

- 3. SHALL forward the SIP MESSAGE request towards BoC Client according to rules and procedureke®&iP/IP
Core; and,

- 4. SHALL forward the SIP response along the sigmglpath to the originating network when the IngifeoC Client
responds and a SIP response is received from titediPoC Address.

Upon receiving SIP final response the PoC Servekl3Horward the SIP final response according teesuand procedures
of [RFC3261].

When the SIP/IP Core corresponds with 3GPP/3GPR2, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [TS24.229GPP2 X.S0013.4] with the clarifications givertliis subclause.

7.4 Handling of requests unrelated to PoC Sessions

7.4.1 Instant Personal Alert

74.1.1 Instant Personal Alert procedure at Origina  ting PoC Server

Upon receipt of a SIP MESSAGE request containimgRbC feature tag '+g.poc.talkburst' in the Accemttact header, the
PoC Server:

- 1. SHALL return a SIP 403 “Forbidden” responsernibnymity is requested. Otherwise, continue withrést of the
steps;

- 2. SHALL perform actions to verify the Authenticdt®riginator's PoC Address of the PoC User andaaizth the
request according to local policy, and if not auithed the PoC Server SHALL respond with a SIP 48&bidden”
response to the PoC Client. Otherwise, continub thi¢ rest of the steps; and,

- 3. SHALL forward the SIP MESSAGE request to the/BF-Core.

Upon receiving a SIP final response PoC Server SHidkward the SIP final response along the signglipath towards the
originating PoC Client according to rules and prhoes of [RFC3261].

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechas)is
according to rules and procedures of [TS24.223{FHP2 X.S0013.4] with the clarifications given liistsubclause.

7.4.1.2 Instant Personal Alert procedure at termina  ting PoC Server

Upon receipt of a SIP MESSAGE request containirgRbC feature tag '+g.poc.talkburst' in the Accamitact header and
the request includes a PoC Address in the RequiRktHat is served by the PoC Server then, the Rer@es

- 1. SHALL check if the Authenticated Originator's@®Address in the initial SIP MESSAGE request is fiaject” in
the <allow-invite> action associated to the InviemC User indicated by the Request-URI storedéndC XDMS as
described in [PoC-XDM Specification]. If it is “reft” the PoC Server SHALL respond with a SIP 408rtfdden”
response to the originating network. Otherwisetiooie with the rest of the steps;

- 2. SHALL check the terminating PoC User's Incomimgtant Personal Alert Barring setting associateith¢ PoC
Address received in the Request-URI. If the Incapiimstant Personal Alert Barring is activated tl€Fserver
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performing the Participating PoC Function SHALLperd with a SIP 480 "Temporarily Unavailable" respeto the
originating network. The response is sent alongstgealling path. Otherwise, continue with the @sthe steps; and,

- 3. SHALL forward the SIP MESSAGE request towardsBoC Client of the terminating PoC User accordingiles
and procedures of the SIP/IP Core.

Upon receiving a SIP final response PoC Server SHfdkward the SIP final response along the signglipath towards the
originating PoC Client according to rules and pohoes of [RFC3261].

When the SIP/IP Core corresponds with 3GPP/3GPRZ, thke PoC Server SHALL use 3GPP/3GPP2 IMS medmahis
according to rules and procedures of [TS24.229GPP2 X.S0013.4] with the clarifications givertlis subclause.

7.5 Error Handling

7.5.1 Conference-factory URI does not exist

Upon receipt of a request that includes as the BstguR| a Conference-factory-URI that is not alteckin the PoC Server,
the PoC Server SHALL return a SIP 404 "Not fouresponse.

7.5.2 Conference URI does not exist

Upon receipt of a SIP INVITE request that includesghe Request-URI a Conference URI that is notated in the PoC
Server performing the Controlling PoC Function, BwC Server SHALL return a SIP 404 "Not found" masge.
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Appendix A. Static Conformance Requirements (SCR) (Normative)

Annex F defines the MANDATORY (M) and OPTIONAL (®pC Control Plane (CP) functionality static confarme
requirements (SCR). Mandatory Group Managementi@Bnabler (GMSE) and optional Presence Serviablen
(PRSE) functions, as required for the PoC enahbleralso referenced in these tables.

The SCRs defined in the following tables includeRY0r:
- PoC Client;
- PoC Server performing the Participating PoC Fumgtiond,
- PoC Server performing the Controlling PoC Function.

Each SCR table identifies a list of supported fezas:
Item: Identifier for a feature.
Function: Short description of the feature.
Reference Subclause(s) of this specification with more dgtan the feature.

Status Whether support for the feature is mandatorymiromal. MUST use “M” for mandatory support and “€t
optional support in this column.

Requirement This column identifies other features requirediiyg feature. If no other features are requirbis, t
column is left empty.

This section describes the dependency grammariowtat be used in the Requirement column of the 8G@RSCR tables
using ABNF [RFC4234].

TerminalExpression = ScrReference / NOT TerminatEgpion / TerminalExpression LogicalOperator
TerminalExpression / “(* TerminalExpression “)”

ScrReference = Scritem / ScrGroup

Scritem = SpecScrName “—* GroupType “—* DeviceType&Numericld / SpecScrName “—* DeviceType
Numericld

ScrGroup = SpecScrName “.” FeatureType / SpecSceNam GroupType “—* DeviceType “—" FeatureType
SpecScrName = 1*Character;

GroupType = 1*Character;

DeviceType = “C"/ “S”"; C — client, S — server

Numericld = Number Number Number

LogicalOperator = “AND” / “OR”; AND has higher predence than OR and OR is inclusive

FeatureType = “MCF” / “OCF” / “MSF" | “OSF”; See ston A.1.6 in [[OPPROC]

Character = %x41-5A ; A-Z

Number = %x30-39 ; 0-9

A.1 PoC Client functions

A.1.1 High level external dependencies

Item Function Reference Status Requirement
PoCCPSpec-CHL-C-001 ERELD [OMA P0G M ERELD:MCF
ERELD]
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A.1.2 PoC Client originating procedures
Item Function Reference Status Requirement
PoCCPSpec-COP-C-001 General registration to SIP/1€.1.1.1 M PoCCPSpec-COP-C-002 ¢
Core PoCCPSpec-COP-C-003
PoCCPSpec-COP-C-002 Registration per 3GPP IM$ 2.1.1 0]
PoCCPSpec-COP-C-003 Registration per 3GPP2 IMS 1.8.1. (0]
PoCCPSpec-COP-C-004 Deregister with options 6.1.1.2 M
A.1.3 PoC Service Settings procedure
Item Function Reference Status Requirement
PoCCPSpec-CSP-C-001 PoC Service Setting Procediuk2 M
— initiation of SIP PUBLISH
request
PoCCPSpec-CSP-C-002 Indication of setting results 6.1.2 0]
after receiving SIP 2000K
response
A.1.4 PoC Session initiation
Item Function Reference Status Requirement
PoCCPSpec-CSI-C-001 General Initiation — SIP 6.1.3.1 M
INVITE request
PoCCPSpec-CSI-C-002 SIP Session Timer 6.1.3.1
PoCCPSpec-CSI-C-018 Includes a Nick Name in the6.1.3.1, 5.4 0]
Authenticated Originator’'s
PoC Address.
PoCCPSpec-CSI-C-003 Pre-established Session | 6.1.3.2 (0] PoCCPSpec-CSI-C-004
establishment AND
PoCCPSpec-CSI-C-005
AND
PoCCPSpec-CSI-C-006
PoCCPSpec-CSI-C-004 PoC Client Pre-established 6.1.3.2.1 (0] PoCCPSpec-CSI-C-003
Session initiation
PoCCPSpec-CSI-C-005 PoC Client Pre-established 6.1.3.2.1 (0] PoCCPSpec-CSI-C-004
Session initiation with
example for Unconfirmed
Indication for originating flow
PoCCPSpec-CSI-C-006 PoC Client Ad-hoc PoC 6.1.3.2.2 (0] PoCCPSpec-CSI-C-003
Group Session and 1-1 PoC AND
Session initiation (receiving PoCCPSpec-CSI-C-004
SIP REFER request)
PoCCPSpec-CSI-C-007 Display of indication to PoC 6.1.3.2.2 O PoCCPSpec-CSI-C-003
User of acceptance/rejection| §.1.3.2.3 AND
of PoC Session PoCCPSpec-CSI-C-004
PoCCPSpec-CSI-C-008 PoC Client Pre-arranged oy 6.1.3.2.3 (0] PoCCPSpec-CSI-C-003
Chat PoC Group Session
(receiving SIP REFER
request)
PoCCPSpec-CSI-C-009 PoC Client releases a Pre-{ 6.1.3.2.4 (0] PoCCPSpec-CSI-C-003
established Session
PoCCPSpec-CSI-C-010 Establishment of an On- | 6.1.3.3 M

Demand Session
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demand case: SIP BYE

PoCCPSpec-CSI-C-011 Ad-hoc PoC Group Session6.1.3.3.1 M
and 1-1 PoC Session setup
(receiving request)
PoCCPSpec-CSI-C-012 Ad-hoc PoC Group Session6.1.3.3.1 (0]
and 1-1 PoC Session setup
(receiving SIP 180 Ringing
response)
PoCCPSpec-CSI-C-013 Ad-hoc PoC Group Session6.1.3.3.1 M
and 1-1 PoC Session setup
(receiving SIP 2000K
response)
PoCCPSpec-CSI-C-014 Ad-hoc PoC Group Session6.1.3.3.1 O
and 1-1 PoC Session setup for
Unconfirmed Indication
PoCCPSpec-CSI-C-015 Ad-hoc PoC Group Session6.1.3.3.1 (0]
and 1-1 PoC Session setup for
Confirmed Indication and
Manual Answer Mode
PoCCPSpec-CSI-C-016 Pre-arranged PoC Group | 6.1.3.3.2 M
Session setup
PoCCPSpec-CSI-C-017 Chat PoC Group Session setup3.352 M
A.1.5 PoC Session Modification
Item Function Reference Status Requirement
PoCCPSpec-CSM-C-001 General Procedures 6.1.4.1 M
PoCCPSpec-CSM-C-002 General Procedures — SIP| 6.1.4.1 M
INVITE request
PoCCPSpec-CSM-C-003 General Procedures — SIP| 6.1.4.1 (0]
UPDATE request
PoCCPSpec-CSM-C-004 PoC Client placing media 9r6.1.4.2 (0] PoCCPSpec-CSM-C-005
hold
PoCCPSpec-CSM-C-005 PoC Client placing media 0f6.1.4.3 (0] PoCCPSpec-CSM-C-004
hold
PoCCPSpec-CSM-C-006 User Plane adaptation: 6.1.4.4 (0]
Modifying media capabilities
during an ongoing PoC
Session
PoCCPSpec-CSM-C-007 SIP Session refresh 6.1.4.5 M
PoCCPSpec-CSM-C-008 SIP Session Expiration 6.1.45 | O
A.1.6 PoC Client re-joining a PoC Session
Item Function Reference Status Requirement
PoCCPSpec-CRS-C-001 On-demand Session 6.1.5.1 M
PoCCPSpec-CRS-C-002 Pre-established Session 6.1.5.2 (@] PoCCPSpec-CSI-C-003
A.1.7 PoC Client leaving a PoC Session
Item Function Reference Status Requirement
PoCCPSpec-CLS-C-001 Leaving a PoC Session - 0n6.1.6.1 0]
demand case: Release the
floor
PoCCPSpec-CLS-C-002 Leaving a PoC Session - 0n6.1.6.1 M
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PoCCPSpec-CLS-C-003

Leaving a PoC Session — |
established case: Generate S
REFER

ré-1.6.2
IP

PoCCPSpec-CSI-C-003

PoCCPSpec-CLS-C-004

Leaving a PoC Session — |
established case: receive SIH
NOTIFY

ré-1.6.2

PoCCPSpec-CSI-C-003

PoCCPSpec-CLS-C-005

Leaving a PoC Session —
display information contained
in SIP NOTIFY

6.1.6.2

PoCCPSpec-CLS-C-004

A.1.8
Procedures

PoC Session unrelated operations for PoC Clie

nt Initiating

Item

Function

Reference

Status

Requirement

PoCCPSpec-CUO-C-001

PoC Client Adding a User {
PoC Session (SIP REFER)

ooal.7

M

PoCCPSpec-CUO-C-002

PoC Client Sending an Ins
Personal Alert (sending SIP
MESSAGE)

abitl.8

O

PoCCPSpec-CUO-C-003

PoC Client Sending a Groy
Advertisement (sending SIP
MESSAGE)

5.1.9

PoCCPSpec-CUO-C-004

PoC Client Subscription to
Conference State Event
Package ( sending SIP
SUBSCRIBE request) for Pre
established Session

tieel.10

PoCCPSpec-CSI-C-006 O
PoCCPSpec-CSI-C-008

PoCCPSpec-CUO-C-005

PoC Client Subscription to
Conference State Event
Package ( sending SIP
SUBSCRIBE request) for On
Demand Session

tidel.10

PoCCPSpec-CUO-C-006

Canceling a PoC Session
initiation - on-demand case

6.1.11.1

PoCCPSpec-CUO-C-007

Simultaneous Session Cor
Procedures

téll.12

PoCCPSpec-CUO-C-008

Simultaneous Session con
PoC Client Setting Session
Priority indicating with SDP
attribute

[rél1.12.1

PoCCPSpec-CUO-C-009

Simultaneous Session con
PoC Client handling for PoC
Session locking in a particulal

[rél1.12.2

r

PoC Session

Al1l9

PoC Client terminating procedures

Item

Function

Reference

Status

Requirement

PoCCPSpec-CTP-C-001

PoC Client invited to a Po(
Session: General INVITE
procedure

£6.2.1.1

PoCCPSpec-CTP-C-016

Includes a Nick Name in th
SIP 200 “OK” response to the
initial SIP INVITE request.

€6.2.1.1,54

PoCCPSpec-CTP-C-002

PoC Client invited to a Po(

L 12

PoCCPSpec-CTP-C-003
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Session: Automatic Answer
Mode OR Manual Answer
Mode

6.2.1.3

OR
PoCCPSpec-CTP-C-004

PoCCPSpec-CTP-C-003

PoC Client invited to a Po(
Session: Automatic Answer
Mode set

£6.2.1.2

PoCCPSpec-CTP-C-004

PoC Client invited to a Po(
Session: Manual answer

£6.2.1.3

PoCCPSpec-CTP-C-005

PoC Client invited to a Po(
Session: Manual Answer
Override

£6.2.1.2

PoCCPSpec-CTP-C-006

PoC Client receiving a Po(
Session Modification Reques
(send 2000K after receiving
UPDATE or re-INVITE)

£6.2.2
t

PoCCPSpec-CSM-C-003

PoCCPSpec-CTP-C-007

PoC Client receiving a Po(
Session Release Request: O
demand case

PoCCPSpec-CTP-C-008

PoC Client receiving a Po(
Session Release Request: P
established case

PoCCPSpec-CSI-C-003

PoCCPSpec-CTP-C-009

PoC Client receiving an
Instant Personal Alert:
receiving SIP MESSAGE

6.2.4

PoCCPSpec-CTP-C-010

PoC Client receiving an
Instant Personal Alert:
initiating 1-1 PoC Session

6.2.4

PoCCPSpec-CSI-C-005 O
PoCCPSpec-CSI-C-010

PoCCPSpec-CTP-C-011

PoC Client Receiving a Gr
Advertisement

DBR?2.5

PoCCPSpec-CTP-C-012

PoC Session Cancel reque
On-demand case (receiving
SIP CANCEL)

%6.2.6.1

PoCCPSpec-CTP-C-013

Simultaneous Session Cor
Procedures

t@R.7

PoCCPSpec-CTP-C-014

PoC Client setting the Po(
Session priority in SDP
payload

£6.2.7

PoCCPSpec-CUO-C-008

PoCCPSpec-CTP-C-015

PoC Client handling for Po
Session locking in a particulal
PoC Session

(6.2.7

PoCCPSpec-CUO-C-009

.1.10 Presence procedures

Item

Function

Reference

Status

Requirement

PoCCPSpec-CPR-C-001

Presence procedures

C3

0] BpeCEPR-C-002
AND
PoCCPSpec-CPR-C-003

PoCCPSpec-CPR-C-002

The PoC Client collaborate
with the presence source ang
watcher entities when residin
in the same UE.

L.3

PoCCPSpec-CPR-C-001

PoCCPSpec-CPR-C-003

Only when the PoC Server
not enabled to publish

i€.3

presence information on

PoCCPSpec-CPR-C-001
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behalf of the PoC User, then
the Presence Source residing
in the same UE as the PoC
Client publishes the presence
information for the elements
specified in subclause C.1
"Availability for PoC-Session
Service".

A.2 PoC Server functions

A.2.1 General
Void.

A.2.2 High level dependencies

Item Function Reference Status Requirement
PoCCPSpec-CHL-S-001 ERELD [OMA PG M ERELD:MSF
ERELD]
A.2.3 Common Basic Functions
Item Function | Reference Status Requirement
PoCCPSpec-CBF-S-001 PoC Session Establishment M oCCPSpec-CBF-S-002 OF
PoCCPSpec-CBF-S-005
PoCCPSpec-CBF-S-002 PoC Session Establishment M PoCCPSpec-CBF-S-003 O
On Demand PoCCPSpec-CBF-S-004
PoCCPSpec-CBF-S-003 PoC Session Establishment M PoCCPSpec-PTR-S-007
On Demand — Confirmed AND
Indication, Manual Answer PoCCPSpec-CTR-S-004
Mode AND
PoCCPSpec-CTR-S-007
AND
PoCCPSpec-CIR- S-003
PoCCPSpec-CBF-S-004 PoC Session Establishment M PoCCPSpec-PTR-S-003
On Demand — Automatic AND
Answer Mode, Confirmed PoCCPSpec-CTR-S-005
Indication AND
PoCCPSpec-CTR-S-008
AND
PoCCPSpec-CIR- S-004
PoCCPSpec-CBF-S-005 PoC Session Establishment (0] PoCCPSpec-PTR-S-003
On Demand, Automatic AND
Answer Mode, Unconfirmed PoCCPSpec-CTR-S-005
Indication (support for media AND
buffering) PoCCPSpec-CTR-S-008
AND
PoCCPSpec-CIR- S-004
PoCCPSpec-CBF-S-006 PoC Session Establishment (0] PoCCPSpec-CBF-S-007 O
Pre-established PoCCPSpec-CBF-S-008
PoCCPSpec-CBF-S-007 PoC Session Establishment (@] PoCCPSpec-PTR-S-006
Pre-established — Confirmed
Indication, Manual Answer
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R

A

Mode |
PoCCPSpec-CBF-S-008 PoC Session Establishment (@] PoCCPSpec-PTR-S-006
Pre-established —
Unconfirmed Indication,
Automatic Answer Mode
PoCCPSpec-CBF-S-009 Instant Personal Alert M P&EpEr-CUO-S-001
AND
PoCCPSpec-CUO-S-002
PoCCPSpec-CBF-S-010 Group Advertisement M PoCCRER-S-026
AND
PoCCPSpec-PTR-S-012
PoCCPSpec-CBF-S-011 Allows the PoC User to 7.3.1.1, (0]
configure Nick Name inthe | 7.3.2.1
PoC User's Home PoC
Network
2.4  Role establishment
Item Function Reference Status Requirement
PoCCPSpec-CRE-S-001 Determination of PoC Servyer.1 M
role as a Patrticipating and/or
Controlling PoC Function
PoCCPSpec-CRE-S-002 Reception of initial SIP 7.1.1 M PoCCPSpec-CRE-S-003 Q
INVITE request — mobile PoCCPSpec-CRE-S-004
initiating trigger detection
point
PoCCPSpec-CRE-S-003 Reception of initial SIP 7.1.1 @)
INVITE request — 7.3.1.2
Participating PoC Function for
Pre-established Case
PoCCPSpec-CRE-S-004 Reception of initial SIP 7.1.1 M
INVITE request — 7314
Participating PoC Function for
On-demand Session Case
PoCCPSpec-CRE-S-005 Reception of initial SIP 7.1.1 M PoCCPSpec-CRE-S-006 O
INVITE request — mobile PoCCPSpec-CRE-S-007 O
terminating trigger detection POoCCPSpec-CRE-S-008
point
PoCCPSpec-CRE-S-006 Reception of initial SIP 7.1.1 M
INVITE request — Controlling| 7.2.1.3
PoC Function 7214
7.2.1.5
PoCCPSpec-CRE-S-007 Reception of initial SIP 7.1.1 M
INVITE request — 7.3.2.2
Participating PoC Function
PoCCPSpec-CRE-S-008 Reception of initial SIP 7.1.1 M
INVITE request — SIP URI
unknown, send SIP 404
PoCCPSpec-CRE-S-009 Reception of SIP REFER | 7.1.2 M
request
PoCCPSpec-CRE-S-010 Reception of SIP MESSAGE.1.3 M
request with 74.1.1
PoC feature tag 7.4.1.2
'+g.poc.talkburst' (Instant
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Personal Alert)
PoCCPSpec-CRE-S-011 Reception of SIP MESSAGKH.1.3 M
request with 7.3.1.11
PoC feature tag 7.2.1.12
'+g.poc.groupad' (Group 7327
Advertisement)
PoCCPSpec-CRE-S-012 Reception of SIP 7.1.4 M
SUBSCRIBE request 7.31.7
A.2.5 PoC Session Policy
Item Function Reference Status Requirement
PoCCPSpec-CPO-S-001 PoC Session joining policy 1B2. M
PoCCPSpec-CPO-S-002 PoC Session initiation policy .2.1714 M
PoCCPSpec-CPO-S-003 PoC Session adding policy 2.1 M
PoCCPSpec-CPO-S-004 PoC Session release policy 1.162. M
A.2.6 PoC Session unrelated operations
Item Function Reference Status Requirement
PoCCPSpec-CUO-S-001 Instant Personal Alert 7411 M
procedure at originating PoC
Server
PoCCPSpec-CUO-S-002 Instant Personal Alert 7.4.1.2 M
procedure at terminating PoC
Server
A.2.7  Error Handling
Item Function Reference Status Requirement
PoCCPSpec-CEH-S-001 Handling of a request URI [o¥7&.1 M
Conference-Factory-URI that
is not allocated on server
PoCCPSpec-CEH-S-002 Handling of a SIP INVITE | 7.5.2 M
with a request URI of a
Conference URI that is not
allocated on server performing
the Controlling PoC Function
A.2.8 PoC Server performing the Participating PoC F  unction
A.2.8.1 Processing requests initiated by Served Use r
Item Function Reference Status Requirement
PoCCPSpec-PIR-S-001 General process for SIP | 7.3.1.1 M
INVITE requests and SIP 20(
OK responses
PoCCPSpec-PIR-S-002 Respond to Pre-established7.3.1.2 M PoCCPSpec-PIR-S-003
Session initiation requests OR
PoCCPSpec-PIR-S-004
PoCCPSpec-PIR-S-003 Respond to Pre-established7.3.1.2 0]
Session requests with SIP
"403" Forbidden response if
feature is not supported
PoCCPSpec-PIR-S-004 Respond to Pre-established7.3.1.2 (0] PoCCPSpec-PIR-S-005
Session requests for case AND
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where feature is supported

PoCCPSpec-PIR-S-007
AND
PoCCPSpec-PIR-S-012
AND

PoCCPSpec-PIR-S-014
AND

PoCCPSpec-PIR-S-015
AND

PoCCPSpec-PTR-S-008
AND

PoCCPSpec-PTR-S-013

PoCCPSpec-PIR-S-005

Pre-established Session

modification request to change

media capabilities while not in
a PoC Session

7.3.1.3

PoCCPSpec-PIR-S-004

PoCCPSpec-PIR-S-006

PoC Session Initiation using7.3.1.4

On-demand Session

PoCCPSpec-PIR-S-007

PoC Session Initiation Usin
Pre-established Session

§.3.15

PoCCPSpec-PIR-S-004

PoCCPSpec-PIR-S-008

PoC Session Modification
request during an ongoing
PoC Session

7.3.1.6

PoCCPSpec-PIR-S-009 O
PoCCPSpec-PIR-S-010

PoCCPSpec-PIR-S-009

PoC Session Modification

request during an ongoing Pac

Session if feature is not
supported

7.3.1.6

PoCCPSpec-PIR-S-010

PoC Session Modification

request during an ongoing Pac

Session if feature is supporte

o

7.3.1.6

PoCCPSpec-PIR-S-011 SIP SUBSCRIBE requests| 7.3.1.7
containing URIs not owned by
this Poc Server
PoCCPSpec-PIR-S-012 SIP REFER request 7.3.1.8 PoCCPSpec-PIR-S-014
containing URIs not owned by
this PoC Server
PoCCPSpec-PIR-S-013 Void
PoCCPSpec-PIR-S-014 Responding to SIP 7.3.1.8 PoCCPSpec-PIR-S-004
REFERrequests when Pre-
established Session is
supported
PoCCPSpec-PIR-S-015 SIP CANCEL Request 7.3.1.9 v
PoCCPSpec-PIR-S-016 SIP BYE request (On- demang.1.10.1

Session)

PoCCPSpec-PIR-S-017

SIP REFER with method sg®7.3.1.10.2

to BYE (Pre-established
Session)

PoCCPSpec-PIR-S-004

PoCCPSpec-PIR-S-018

SIP REFER BYE request
(Pre-established Session)

7.3.1.10.3

PoCCPSpec-PIR-S-004

PoCCPSpec-PIR-S-019

Group Advertisement request3.1.71

PoCCPSpec-PIR-S-020 Simultaneous Sessions 7.3.1.12.1
Control Procedures
PoCCPSpec-PIR-S-021 Session Priority Requests J2321 PoCCPSpec-PIR-S-020
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PoCCPSpec-PIR-S-022 Processing Session locking 7.3.1.12.3 0] PoCCPSpec-PIR-5-020
requests
PoCCPSpec-PIR-S-023 Processing of SIP Session| 7.3.1.13 M
timer expiry
PoCCPSpec-PIR-S-024 PoC Service Setting Procedurg.1.14 M
(processing SIP PUBLISH
requests)
PoCCPSpec-PIR-S-025 Includes the Nick Name in|the3.1.1, (0]
Authenticated Originator’s 7.3.2.1
PoC Address
.2.8.2 Processing requests terminated by Served Us  er
Item Function Reference Status Requirement
PoCCPSpec-PTR-S-001 Receiving initiating request M
(Generate SIP INVITE) 7.3.2.1
PoCCPSpec-PTR-S-002 PoC Session Invitation requést.2.2 M
PoCCPSpec-PTR-S-003 Automatic answer (On- 7.3.2.2.1 (0] PoCCPSpec-PTR-S-004
demand Session)
PoCCPSpec-PTR-S-004 Automatic answer (Pre- 7.3.22.2 (@) PoCCPSpec-PTR-S-006
established Session)
PoCCPSpec-PTR-S-005 Automatic answer (Pre- 7.3.2.2.2 (0]
established Session)
PoCCPSpec-PTR-S-006 Manual answer 7.3.2.2.3 v
PoCCPSpec-PTR-S-007 PoC Session Modification B3.2. M
PoCCPSpec-PTR-S-008 SIP NOTIFY request 7.3.24 Vi
PoCCPSpec-PTR-S-009 SIP CANCEL request 7.3.25 v

PoCCPSpec-PTR-S-010 SIP BYE request (On- demahd.2.6.1 M
Session)
PoCCPSpec-PTR-S-011 SIP BYE Request (Pre- 7.3.2.6.2 O PoCCPSpec-PIR-S-004
established Session)
PoCCPSpec-PTR-S-012 Group Advertisement 7.3.2.7 M PoCCPSpec-PTR-S-013
Requests (receive SIP OR
MESSAGE) PoCCPSpec-PTR-S-014
PoCCPSpec-PTR-S-013 Group Advertisement requegt3.2.7 (0]
reject when not supported by
the server
PoCCPSpec-PTR-S-014 Group Advertisement requegt3.2.7 (0]
procedure when feature is
supported
.2.8.3 Acting as a Presences source
Item Function Reference Status Requirement
PoCCPSpec-PPS-S-001 Acting as a presence source .1 C.2 0] PoCCPSpec-PPS-S-002
AND PoCCPSpec-PPS-S-
004 AND PoCCPSpec-PPS
S-005
PoCCPSpec-PPS-S-002 Acting as a presence sourc€.2.1.1 0] PoCCPSpec-PPS-S-001
for PoC Registration and de-
registration
PoCCPSpec-PPS-S-003 Sets the “PoC-Session c.211 ®oCCPSpec-PPS-S-002
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participation” presence
information element to the
value of “closed” (as defined
in subclause C.1.5 “PoC
Session participation”) at
registration and de-
registration.

PoCCPSpec-PPS-S-004 Acting as a presence sourc€.2.1.2 0] PoCCPSpec-PPS-S-001
for Incoming Session Barring
(ISB)
PoCCPSpec-PPS-S-005 Acting as a presence sourc€.2.1.3 0] PoCCPSpec-PPS-S-001
for Incoming Instant Persona
Alert Barring (I1AB)
A.2.9 PoC Server performing the Controling PoC Func  tion
A.2.9.1 Requests terminated by the Controlling PoC Function
Item Function Reference Status Requirement
PoCCPSpec-CTR-S-001 General - Server behavior pid.2.1.1 M
receipt of SIP INVITE
PoCCPSpec-CTR-S-002 General - Inclusion of 7211 (0]
supported SIP methods in the
200 OK response
PoCCPSpec-CTR-S-003 Ad-hoc PoC Group and 1-17.2.1.2 M PoCCPSpec-CTR-S-004 G
PoC Session setup request PoCCPSpec-CTR-S-005
PoCCPSpec-CTR-S-004 Ad-hoc PoC Group and 1-17.2.1.2 M
PoC Session setup request
with Confirmed Indication
PoCCPSpec-CTR-S-005 Ad-hoc PoC Group and 1-17.2.1.2 O
PoC Session setup request
with Unconfirmed Indication
PoCCPSpec-CTR-S-006 Pre-arranged PoC Group | 7.2.1.3 M PoCCPSpec-CTR-S-007 G
Session setup request PoCCPSpec-CTR-S-008
PoCCPSpec-CTR-S-007 Pre-arranged PoC Group | 7.2.1.3 M
Session setup request with
Confirmed Indication
PoCCPSpec-CTR-S-008 Pre-arranged PoC Group | 7.2.1.3 O
Session setup request with
Unconfirmed Indication
PoCCPSpec-CTR-S-009 Rejoining PoC Session reque& 1.4 M
PoCCPSpec-CTR-S-010 Alternative IP address or poit.2.1.4 (0]
number indication
PoCCPSpec-CTR-S-011 Joining chat PoC Group | 7.2.1.5 M
Session request
PoCCPSpec-CTR-S-012 Alternative IP address or poit.2.1.5 O
number indication
PoCCPSpec-CTR-S-013 PoC Session joining policy] 7.2.1.6 M
enforcement
PoCCPSpec-CTR-S-014 PoC Session modification | 7.2.1.7 M
(changes to media
capabilities)
PoCCPSpec-CTR-S-015 Updating of media capabilitigs2.1.7 O
according to local policy
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PoCCPSpec-CTR-S-016 Adding Participants to PoC 7.2.1.8 M
Session request
PoCCPSpec-CTR-S-017 Termination of the implicit | 7.2.1.8 M
subscription and indication to
PoC Client
PoCCPSpec-CTR-S-018 Leaving PoC Session request2.1.9.1 M
for On-demand Session case
PoCCPSpec-CTR-S-019 Processing requests for 7.2.1.9.2 (0] PoCCPSpec-PTR-S-014
leaving a PoC Session (for
Pre-established Session case)
PoCCPSpec-CTR-S-020 Cancel PoC Session setug 7.2.1.10 M
request
PoCCPSpec-CTR-S-021 PoC Session Participant | 7.2.1.11 M
information requests 721111
7.2.1.11.2
PoCCPSpec-CTR-S-022 Terminate subscriptions fof 7.2.1.11.3 M
terminated PoC Sessions
PoCCPSpec-CTR-S-023 Sending of SIP NOTIFY whén2.1.11.1 @]
subscribed state changes
PoCCPSpec-CTR-S-024 Limiting rate of SIP NOTIF)Y7.2.1.11.2 0]
requests
PoCCPSpec-CTR-S-025 PoC Server should avoid | 7.2.1.11.2 0]
sending SIP Notify to a PoC
Client at the same time as a
Talk Burst is sent or received
from same PoC Client
PoCCPSpec-CTR-S-026 Group Advertisement requpest2.1.12 M PoCCPSpec-CTR-S-027
(SIP MESSAGE request) OR
PoCCPSpec-CTR-S-028
PoCCPSpec-CTR-S-027 Group Advertisement request2.1.12 (0]
reject when not supported by
the server
PoCCPSpec-CTR-S-028 Group Advertisement request2.1.12 O
procedure when feature is
supported
PoCCPSpec-CTR-S-029 SIP Session refresh procegur2.1.13 M PoCCPSpec-CIR- S-006
.2.9.2 Regquests initiated by the Controlling PoC F  unction
Item Function Reference Status Requirement
PoCCPSpec-CIR-S-001 General - Server behavior | 7.2.2.1 M
when generating a SIP request
PoCCPSpec-CIR- S-002 PoC Session invitation requé&se.2.2 M PoCCPSpec-CIR- S-003 Q
PoCCPSpec-CIR- S-004
PoCCPSpec-CIR- S-003 PoC Session invitation requés2.2.2 M
with Confirmed Indication
PoCCPSpec-CIR- S-004 PoC Session invitation requés2.2.2 (0]
with Unconfirmed Indication
PoCCPSpec-CIR- S-005 Alternative IP address or ppit.2.2.2 )
number indication
PoCCPSpec-CIR- S-006 Cancel of PoC Session 7.2.2.3 M
invitation request
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PoCCPSpec-CIR- S-007

Removal of Participant fronv.2.2.4
PoC Session

PoCCPSpec-CIR- S-008

PoC Session modification 07.2.2.5
media capabilities for one SIRP
Session in an ongoing PoC
Session

PoCCPSpec-CIR- S-009

Group Advertisement requedt2.2.6
sending
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Appendix B. The parameters to be provisioned for PoC service(Normative)

B.1 OMA PoC Device Management general

This Appendix describes the parameters that ardagkfr initiation of PoC service, as well as contius provisioning by
service provider. These parameters are specifi€liémt Provisioning Application Characteristicscdonent (AC file) and
Device Management Management Object (DM MOEe bootstrap function specified in [Provisioningdstrap] and
[OMA DM] SHALL be used to enforce the security abpisioning. Existing parameters in [Provisioni@gntent] and
[OMA DM] are re-used; those without correspondirgggmeters are defined in present specificationaibe registered in
OMNA through OMA official registration procedures.

1. APPID (Application ID): The application charagstics name for this application, to be used by DNent to
uniquely identify the application.

- 2. NAME: Application name. To be displayed in equgnt, it's specific for each service provider.

- 3. PROVIDER-ID: provides an identifier for the ajgpltion service access point described by an APRILION
characteristic.

- 4. TO-NAPID: This parameter allows an applicatioméfer to a network access point with a matchid’ND
parameter. It is only possible to refer to netwackess points defined within the same provisiodiogument.

- 5. TO-APPREF: The TO-APPREF parameter links the IABRTION characteristics to another secondary
APPLICATION characteristic with a matching APPREkr@ameter.

- 6. Pre-established Session support: A flag to infathether the PoC Server supports the Pre-estellliSkssion
functionality

- 7. Support for Simultaneous PoC Sessions: Maximumhber of Simultaneous PoC Sessions supportethitoPbC
Client. The value 0 is used to indicate that Siamdtbus PoC Sessions are not supported.

- 8. Max Ad-hoc Group size: Maximum number of Papigits allowed for an Ad-hoc PoC Group PoC Session.
- 9. Conference-Factory-URI: A SIP URI used for sgttip an Ad-hoc PoC Group or 1-1 PoC Session.
- 10. Exploder-URI: A SIP URI used for sending SIP $8AGE e.g. Group Advertisement to an URI-list.

- 11. Conference-URI Template: A template used bydb#& Client to propose a Conference URI when creat PoC
Group document.

- 12.T10 (Talk Burst Release) timer: This paramigtéicates the value of the T10 (Talk Burst Reledisegr in
milliseconds

- 13. T11 (Talk Burst Request) timer: This param@tdicates the value of the T11 (Talk Burst Requieser in
milliseconds

- 14.T13 (End of RTP Media) timer: This parameteli¢ates the value of the T13 (End of RTP Mediaktiin
milliseconds

- 15. PoC Server Presence support: This parametieated the Presence publish capability of the Pei®e3, the PoC
status on behalf of a PoC Client.

NOTE: The parameters 12 - 14 are parameters nded@MA PoC UP procedures.

The parameters from 6 - 15 are defined in the pteggecification for PoC service. They are to kigstered in OMNA.

The PoC Client SHALL have provisioned parameterg, 4, 5, 6, 7, 8, 9, 11, 12, 13 and 15 and the @ix&ht SHOULD
have the parameters 3, 10 and 14 provisioned. Teseneters SHALL be obtained via the DM-1 refeegpaint, from the
data which is provisioned to the DM Client as sfiediin [Provisioning Content] and [OMA DM].

B.2 OMA PoC Application Characteristics file

OMA PoC has defined a client provisioning file edllApplication characteristics (AC) file based @MA
ClientProvisioning]. It MAY be used for initial pvisioning of PoC service configuration to the UEguipment.

The file is specified in [OMA-PoC-AC].
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B.3 OMA PoC Device Management Management Object (MO ) file

This subclause defines the mobile device Manage@bjgct (MO) for OMA PoC. The MO MAY be used fottiiral
provisioning of parameters when the DM Profiledse used (as specified on [OMA-DM-v1-2]), and @ SHOULD be
used for later provisioning of parameters accordi®MA-DM-v1-1-2] or [OMA-DM-v1-2], if required by the service
provider to update service configurations.

The OMA PoC Management Object consists of releparameters required by theOMA PoC Enabler]. Ibimpatible with
OMA Device Management protocol specifications[OMMBr1-1-2], and is defined using the OMA DM Device
Description Framework as described in [OMA-SyncMMDND-V1-1-2] and [OMA-SyncML-DMStdObj-V1-1-2].

The Management Object Identifier is: org.openmatlii@nce/1.0/PoC.
Protocol compatibility: This MO is compatible wi@MA DM 1.1.2.

Management object name: OMA_PoC.

B.3.1 OMA PoC Management Object tree
The Figure 1: The OMA PoC Management Object shonesior nodes and leaf objects defined under theAORbC node:
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<X>

APPID ?

NAME ?

PROVIDER-ID ?

ToConRef ? Mﬁ

— PRE-EST-SESN

SIMU-SESNS

MAX_AD-HOC_
GROUP_SIZE

CONF-FCTY-URI

EXPLODER-URI

TALK-BRST-REL-TMR

TALK-BRST-REQ-TMR

CONF-URI-TMPLT

END-RTP-MEDIA-TMR ?

PRES-SRV-CAP

Figure 1: The OMA PoC Management Object

Ext ?

B.3.2 Management Object parameters

This clause describes the parameters for the OM2 Fanagement Object.

1. Node: /<X>

ConRef +

This interior node acts as a placeholder for onmare accounts for a fixed node. The interior nisd@andatory if the UE

supports OMA PoC.

e Occurrence: OneOrMore

¢« Format: Node
e Access Types: Get

¢ Values: xx
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2. [<X>IAPPID/

The APPID is the identity of the application seevevailable at the described application servicess point. The value is
expected to be globally unique.

e Occurrence: ZeroOrOne
e Format: chr
¢ Access Types: Get
¢ Values: <Globally unique value>
3. [<X>INAME/
The Name leaf is the application name, which isealisplayed in user's equipment, it's specificefmch service provider.
e Occurrence: ZeroOrOne
e Format: chr

¢ Access Types: Get

¢ Values: <User displayable name>

4. /<X>/PROVIDER-ID/

This parameter provides an identifier for the aggilon service access point described by an APPILIOA characteristic.

¢ Occurrence: ZeroOrOne
* Format: chr
¢ Access Types: Get

* Values: <Provider identifier>
5. /<X>/ToConRef

The ToConRef interior node is used to allow appiarato refer to a collection of connectivity defions. Several
connectivity parameters may be listed for a giveliaption under this interior node.

* Occurrence: ZeroOrOne
* Format: node
* Access Types: Get
* Values: N/A
6. /<X>/ToConRef/<X>
This run-time node acts as a placeholder for omaare connectivity parameters.
*  Occurrence: OneOrMore
* Format: Node
* Access Type: Get
* Value: N/A
7. [<X>[ToConRef/<X>/ConRef
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The ConRef indicates the linkage to connectivityapgeters. This parameter points to the right cotivigcidentity, NAP
ID and the SIP/IP Core.

*  Occurrence: OneOrMore
* Format: chr

* Access Types: Get

* Values: N/A

8. /[<X>/PRE-EST-SESN/
This is a flag to inform whether the PoC Servermpsufs the Pre-established Session functionality.

e Occurrence: One

* Format: chr

¢ Access Types: Get
¢ Values: 0,1

0 — Indicates that the home operator's networlN@support for Pre-established Session.
1 — Indicates that the home operator's networksbhpport for Pre-established Session.

9. /<X>/SIMU-SESNS/

This parameter defines the maximum number of Samebus PoC Sessions allowed for the PoC Cliert.vatue is
defined by each service provider.

¢ Occurrence: One
* Format: chr
¢ Access Types: Get

« Values: <Integer>

0 — Indicates that the home operator's networlN@support for Simultaneous PoC Sessions.
> 0 — Indicates the maximum number of Simultand®S Sessions supported for the PoC Client.

10./<X>/MAX_AD-HOC_ GROUP_SIZE/

This parameter defines the Maximum number of grogmbers allowed for an Ad-hoc PoC Group Sessioa.VEfue is
defined by each service provider.

* Occurrence: One
e Format: chr
¢ Access Types: Get
« Values: <Integer>
11./<X>/CONF-FCTY-URI/
A SIP URI used for setting up an Ad-hoc PoC Groufi-& PoC Session.

¢ Occurrence: One

e Format: chr

¢ Access Types: Get

* Values: <A SIP URI>
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12./<X>/EXPLODER-URI/
A SIP Exploder-URI used for PoC Client to send BIPSSAGE, e.g. for Group Advertisement.

e Occurrence: ZeroOrOne
 Format: chr
* Access Types: Get

* Values: <A SIP URI>
13./<X>/TALK-BRST-REL-TMR/

This parameter indicates the value of the T10 (Balkst Release) timer in milliseconds

*  Occurrence: One

e Format: chr

¢ Access Types: Get

e Values: <A time length in millisecond>
14./<X>/TALK-BRST-REQ-TMR/

This parameter indicates the value of the T11 (Balkst Request) timer in milliseconds
¢ Occurrence: One
e Format: chr
¢ Access Types: Get
e Values: <A time length in millisecond>
15./<X>/END-RTP-MEDIA-TMR/
This parameter indicates the value of the T13 (&RTP Media) timer in milliseconds
¢ Occurrence: ZeroOrOne
e Format: chr
¢ Access Types: Get

¢ Values: <A time length in millisecond>

16./<X>/CONF-URI-TMPLT/

The Conference URI Template specifies the syntak@tonference URI. The Conference URI Templ&tals. be a
URI Template as specified in [XDM Specificationjslause C.1.

* Occurrence: One

* Format: chr

e Access Types: Get

* Values: <A SIP URI>

17./<X>/PRES-SRV-CAFR
A binary flag used for PoC Server to indicate thesence publish capability of the PoC Server, th€ $tatus on behalf
of a PoC Client. The flag must be given in sequender according to the list of parameters below:
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bitl: “Application-specific (PoC) Availability fosessions
bit2: “Application-specific (PoC) Availability foalerts”
bit3: “Session Participation”

bit 4-8 for future extension.

* Occurrence: One
* Format: bin
e Access Types: Get
* Values: <A binary, b1b2b3xxxxx>
bit 1-3 have 2 values:
0 means no support by the PoC Server and

1 means the support is available.

18./<X>/Ext/

The Ext is an interior node for where the vendacdfc information about the OMA_PoC MO is beinggéd (vendor
meaning application vendor, device vendor etc.udllg the vendor extension is identified by vendpecific name under
the ext node. The tree structure under the vert#otified is not defined and can therefore includestandardized sub-tree.

e Occurrence: ZeroOrOne
* Format: node

¢ Access Types: Get

e Values: N/A

[0 2009 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-PoC_ControlPlane-V1_0_3-20090922-A Page 114 (276)

Appendix C. Presence information elements and procedures (Normative)

This Appendix defines the PoC specific presencerinfition elements and the presence procedureshwied?oC
functional entities follow in order to perform pegge related actions.

C.1 PoC specific presence information elements over  view

OMA PoC RD specifies a set of presence elemertsvadly to express the PoC User’'s Presence statisslihclause
describes these PoC specific presence informal@nents and how they fit into the overall presetaia model as
described in [OMA-Pres-Spec].

Table 1 contains the presence element mappingtepective presence information elements.

Presence element Presence information elements as specified in Description
[OMA-Pres-Spec]
Willingness for PoC Session  “Application-specific Willingness for Indicates whether the PoC
Service (see C.1.3) PoC-session” User is currently willing to

accept new incoming PoC
Sessions (Yes/No)

Willingness for PoC Alert “Application-specific Willingness for Indicates whether the PoC

Service (see C.1.4) PoC-alert” User is currently willing to
accept incoming Instant
Personal Alerts (Yes/No)

Availability for PoC Session  «appjication-specific Availability for Poc-  Indicates whether the PoC

Service (see C.1.1) (Ableto  gession” User is able to accept a new
accept new incoming PoC incoming PoC Session
Session) (True/False)
Availability for PoC Alert “Application-specific Availability for Poc-  Indicates whether the PoC
Service (see C.1.2) (Ableto  glert” User is able to accept
accept incoming Instant incoming Instant Personal
Personal Alerts) Alerts (True/False)
PoC Session Participation “Session Participation” Indicates whether the PoC
(see C.1.5) (Currently in at User is currently engaged in
least one PoC Session) one or more PoC Sessions
(True/False)

Table 1: PoC specific Presence states

C.1.1  Availability for PoC Session Service

The “Availability for PoC Session Service” SHALL beapped to the “Application-specific Availabilitgresence
information element as specified in [OMA-Pres-Spasitaining to the “PoC-session” service:

<tuple> - <status>. <basic>- open/closed
- <service-description> <service-id>- org.openmobilealliance:PoC-session
—<version> 1.0

- <registration-state> active/terminated
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- <barring-state>, active/terminated

The “Availability for PoC Session Service” presef®rmation element SHALL be mapped to:
* amandatory <status> element with <basic> subelemi¢ém the value “open”; and
e an optional <registration-state> element with thkig “active”; and
» an optional <barring-state> element with the vateeminated”

if the presentity is available for incoming PoC 8ess. This happens when
» the PoC User is registered or the valid PoC Ser8ettings are published or both; and,
* |ISB is not activated; and,;
* the maximum number of Simultaneous PoC Sessiomstiseached.

The “Availability for POC Session Service” presemt®rmation element SHALL be mapped to a mandatstatus>
element with a <basic> subelement with the valles&d” and

* an optional <registration-state> element with thkig “terminated”; or
e an optional <barring-state> element with the vadhative”; or

* anoptional <registration-state> element withuhkie “active” and an optional <barring-state> etatwith the
value “terminated”.

if the presentity is unavailable for incoming Po€sSons. This happens when:
» the PoC User is not registered or the valid Po@i&eiSettings are not published or both; or;
» ISBis activated; or;

¢ the maximum number of Simultaneous PoC Sessiomsaiched.

C.1.2 Availability for PoC Alert Service

The “Availability for PoC Alert Service” SHALL be apped to the “Application-specific Availability” psence information
element as specified in [OMA-Pres-Spec] pertairitng “PoC-alert” service:

<tuple> - <status>. <basic>- open/closed
- <service-description> - <service-id> org.openmobilealliance:PoC-alert
- <version> 1.0
- <registration-state>active/terminated

- <barring-state>, active/terminated

The “Availability for PoC Alert Service” presencafdormation element element SHALL be mapped to:
» amandatory <status> element with a <basic> sulsiewmith the value “open”; and
» an optional <registration-state> element with thkig “active”; and
» an optional <barring-state> element with the vateeminated”

if the presentity is available for incoming PoCthrg Personal Alerts. This happens
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» when the PoC User is registered or the valid Po@i&eSettings are published or both; and;
* Instant Personal Alerts Barring (IAB) is not acti.

The “Availability for PoC Alert Service” presencefdormation element SHALL be mapped to a mandatetatas> element
with a <basic> subelement with the value “closeati a

* an optional <registration-state> element with thkig “terminated”; or
e an optional <barring-state> element with the vaaaive”
if the presentity is unavailable for incoming PaGthnt Personal Alerts. This happens
» when the PoC User is not registered or the valid Bervice Settings are not published or both; or;

» Instant Personal Alerts Barring (IAB) is activated.

C.1.3  Willingness for PoC Session Service

The “Willingness for PoC Session Service” SHALLapped to the “Application-specific Willingness’egence
information element as specified in [OMA-Pres-Speartaining to a “PoC-session” service:

<tuple> - <willingness>- <basic>- open/closed
- <service-description> <service-id>- org.openmobilealliance:PoC-session

- <version> 1.0

The “Willingness for PoC Session Service” presanf@mation element SHALL be mapped to a <willingee element
with a <basic> subelement with the value “operthé presentity is willing to accept incoming PoG$8en requests. This
presence information element MAY be expressed byPitesence Source residing in the same UE as & hkent
publishing the willingness (see C.3).

The “Willingness for PoC Session Service” presanf@mation element SHALL be mapped to a <willingee element
with a <basic> subelement with the value “closddhé presentity is not willing to accept incomiRgC Session requests.
This presence information element MAY be expredsethe Presence Source residing in the same UlkeaRdC Client
publishing the unwillingness (see C.3).

C.1.4 Willingness for PoC Alerts Service

The “Willingness for PoC Alert Service” SHALL be ped to the “Application-specific Willingness” pesge information
element as specified in [OMA-Pres-Spec] pertairiing “PoC Alerts” service:

<tuple> - <willingness>- <basic>- open/closed
- <service-description> <service-id>- org.openmobilealliance:PoC-alert

- <version> 1.0

The “Willingness for PoC Alert Service” presencéoimmation element SHALL be mapped to a <willingrresement with
a <basic> sub-element with the value “open” if phhesentity is willing to accept incoming Instant&mal Alerts requests.
This presence information element MAY be expredsethe Presence Source residing in the same Uliead®dC Client
publishing the willingness (see C.3).

The “Willingness for PoC Alert Service” presencéoimation element SHALL be mapped to a <willingrrestement with
a <basic> subelement with the value “closed” if phesentity is not willing to accept incoming Ingt&ersonal Alerts. This
presence information element MAY be expressed byPttesence Source residing in the same UE as the&kent
publishing the unwillingness (see C.3).

[0 2009 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-PoC_ControlPlane-V1_0_3-20090922-A Page 117 (276)

C.1.5 PoC Session Participation
The “PoC Session Participation” SHALL be mappeth®“Session Participation” presence informatiamant as specified
in [OMA-Pres-Spec] pertaining to a “PoC SessionVge:
<tuple > - <session-participation=<basic>- open/closed
- <service-description> <service-id> org.openmobilealliance:PoC-session

- <version> 1.0

The “PoC Session Participation” presence infornmagiement SHALL be mapped to a <session-parti@patielement with
a <basic> sub-element with the value “open” if phesentity is participating in at least one PoCsies

The “PoC Session Participation” presence infornmadlement including a <session-participation> eleiméth a <basic>
sub-element with the value “closed” indicates thatpresentity is not participating in any PoC ##ss

C.2 PoC Server Procedures

This subclause outlines the mapping between Po€efwoes and the presence information elements/es @i subclause
C.1.

If the PoC Server performing the Participating Fra@ction in the PoC User's Home PoC Network supgppublishing
Presence Information on behalf of the PoC Clidr&,RoC Server SHALL publish the presence infornmagi@ments
indicated in the 'PRES-SRV-CAP' provisioning partansent to the PoC Client (see Appendix B).

Table 2 defines the changes of the presence intmmealements, as specified in [OMA-Pres-Spec],ohtthe PoC Server
may publish as a result of the PoC procedures.

PoC procedure Presence information elements as specified in [OMA-  Presence information
Pres-Spec] element value

General Procedures

Registration “Application-specific Availability for PoC- - basic: open
session” (mandatory)
- registration-state:
active (optional)
- barring-state:
terminated (optional)

“Application-specific Availability for PoC-alert” - basic: open
(mandatory)
- registration-state:
active (optional)
- barring-state:
terminated (optional)

De-registration or the “Application-specific Availability for PoC- - basic: closed

PoC Service Setting session” (mandatory)
expiration or removal - registration-state:
procedures terminated (optional)

- barring-state:
terminated (optional)
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“Application-specific Availability for PoC-alert” - basic: closed
(mandatory)
- registration-state:
terminated (optional)
- barring-state:
terminated (optional)

IAB activated “Application-specific Availability for PoC-alert” - basic: closed
(mandatory)
- registration-state:
active (optional)
- barring-state: active
(optional)

IAB de-activated “Application-specific Availability for PoC-alert” - basic: open
(mandatory)
- registration-state:
active (optional)
- barring-state:
terminated (optional)

ISB de-activated “Application-specific Availability for PoC- - basic: open
session” (mandatory)
- barring-state:
terminated (optional)

ISB activated “Application-specific Availability for PoC- - basic: closed
session” (mandatory)
- barring-state: active
(optional)

Table 2: Definition of changes of presence attrib@ts depending on PoC procedure

C.2.1 Acting as a Presence Source

The PoC Server MAY act as a Presence Source asisgéc [PoC-AD] and [OMA-Pres-Spec] and publisériain sets of
presence information on behalf of the PoC Client.

The PoC Server MAY refresh the published presemicgmation as defined in [OMA-Pres-Spec] until #aC Server
becomes aware of PoC client de-registration statmtil the PoC Service Setting expiration or rerdov

NOTE: Itis beyond the scope of the present spmatifin to determine how the PoC Server becomeseagfar
registration/ de-registration state.

All the following procedures SHALL apply when the® Server acts as a Presence Source and suppopshlication of
presence information elements as specified in Table

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use the procedures of “éthg as
originating User Agent” defined in [TS24.229] / [BB2 X.S0013.4] section 5.7.3, when acting as aeRoesSource.

C.2.1.1 PoC registration and de-registration
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Upon accepting a registration request from a Po€) Es specified in subclause 6.1.1P»C service registration and re-
registratiori the PoC Server MAY either:

- act as a Presence Source and perform the publtiaattioresence information as defined in [OMA-Preed
“Publication of presence informatigror

- ignore the event and wait for the PoC User to ghitihe PoC Service Settings before acting as &RresSource.
When acting as a Presence Source upon the re¢ei tegistration request the PoC Server:

* SHALL set the value of “Availability for POC Sesgi&ervice” presence information element to avadldbb
defined in subclause C.1.Availability for PoC Session Servigeand Table 2;

e SHALL set the value of “Availability for PoC AleB&ervice” presence information element to availdate
defined in subclause C.1.2vailability for PoC Alert Serviceand Table 2);

e SHALL set the <entity> element of the presencerimi@ion document as defined in [OMA-Pres-Spec] to
the value of the authenticated identity of the Rig@r that has registered to the PoC service @thetvalue
of the P-Asserted-Identity header field of the RETER request); and,

* MAY set the “PoC Session participation” presenderimation element to closed (as defined in subdaus
C.1.5 ‘PoC Session participatidrand Table 2).

NOTE 1: Other Presence information elements niighpublished with the appropriate values at theestme.

Upon accepting a de-registration request from a Bs€r as specified in subclause 6.1.PBC service de-registratién
MAY act as a Presence Source. In that case, theJeoéer SHALL perform the publication of Presendeimation as
defined in [OMA-Pres-SpecPublication of presence informatiarrhe PoC Server:

» SHALL set the value of the “Availability for PoC Sson Service” presence information element to
unavailable (as defined in subclause C.Atdilability for POC Session Servicand Table 2)

* SHALL set the “Availability for PoC Alert Servicgiresence information element to unavailable (ameef
in subclause C.1.2AVvailability for POC Alert Serviceand Table 2);

» SHALL set the <entity> element of Presence infoioratlocument as defined in [OMA-Pres-Spec] to the
value of the authenticated identity of the PoC Ubkat has de-registered from the PoC service (@ iipe
value of the P-Asserted-ldentity header field & REGISTER request) ); and,

* MAY set the “PoC Session participation” presenderimation element to closed (as defined in subdaus
C.1.5"PoC Session Participatidrand Table 2)

NOTE 2: Other Presence information elements niighpublished with the appropriate values at theestame.

NOTE 3: Itis beyond the scope of the present $igation to determine how the PoC Server becomezawof
registration/ de-registration state.

C.2.1.2 Incoming Session Barring (ISB)

Upon accepting a request from a PoC User to aetivettoming Session Barring (ISB) as specified inctause 6.1.2PoC
Service Settings procedurdne PoC Server MAY act as a Presence Sourcéaindase, the PoC Server SHALL perform the
publication of presence information as specifieMA-Pres-Spec] Publication of presence informatitrnrhe PoC

Server:

e SHALL set the value of “Availability for POC Sesgi&ervice” presence information element to unakla
(as specified in C.1.1Availability for PoC Session Servicand Table 2);

» SHALL set the <entity> element of the presencerimf@tion document as specified in [OMA-Pres-Spec] to
the value of the authenticated identity of the Rix@r publishing the ISB (e.g. to the value of thaderted-
Identity header field of the PUBLISH request);
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Upon accepting a request from a PoC User to deadetincoming Session Barring (ISB) as specifiedubclause 6.1.2
“PoC service registration and re-registratioMAY act as a Presence Source. In that case, tiz $erver SHALL perform
the publication of presence information as spetiiie] OMA-Pres-Spec]Publication of presence informatianrhe PoC
Server:

» SHALL set the value of “Availability for PoC Seesi Service” presence information element to avilab
(as specified in C.1.1Availability for PoC Session Servicand Table 2);

» SHALL set the <entity> element of the presencerimf@ion document as specified in [OMA-Pres-Spec] to
the value of the authenticated identity of the Ri&g@r publishing the ISB (e.qg. to the value offhe
Asserted-ldentity header field of the PUBLISH resflie

C.2.1.3 Incoming Instant Personal Alert Barring (IA  B)

Upon accepting a request from a PoC User to aetivetoming Instant Personal Alert Barring (IAB) theC Server MAY
act as a Presence Source. In that case, the Pg& S&tALL perform the publication of presence imfation as defined in
[OMA-Pres-Spec] Publication of presence informatitrirhe PoC Server:

» SHALL set the value of “Availability for PoC Ale&ervice” presence information element to unavaddht
specified in C.1.2 Availability for POC Alert Serviceand Table 2);

» SHALL set the <entity> element of presence infoioratlocument as defined in [OMA-Pres-Spec] to the
value of the authenticated identity of the PoC Usélishing the IAB (e.g. to the value of the P-Aisd-
Identity header field of the PUBLISH request);

Upon accepting a request from a PoC User to deaetincoming Personal Alerts Barring (IAB) andirgtas a Presence
Source, the PoC Server SHALL perform the publicatib Presence information as defined in [OMA-Pres section
5.1.1. The PoC Server:

e SHALL set the value of “Availability for PoC AleB&ervice” presence information element to availdate
specified in C.1.2 Availability for POC Alert Serviceand Table 2); and,

» SHALL set the <entity> element of presence infoioratlocument as defined in [OMA-Pres-Spec] to the
value of the authenticated identity of the PoC Usélishing the IAB (e.g. to the value of the P-Aisd-
Identity header field of the PUBLISH request).

C.2.1.4 Void

C.2.1.5 PoC Service Settings expiration or removal  procedure

Upon receiving the PoC Service Settings of a Po€r lds specified in the subclause 7.3.1RdC Service Setting
proceduré with the expiration value equal to 0 or when Pe&vice Settings expires, the PoC Server MAY aet Bsesence
Source for the PoC User identified in the Autheatéd Originator's PoC Address.

If the PoC Server acts as the Presence Sourceegd?dC User, the PoC Server:

» SHALL set the value of the "Availability for PoC &gon Service" presence information element to
unavailable (as defined in subclause C.Atdllability for PoC Session Servicand Table 3)

» SHALL set the "Availability for PoC Alert Servicgdresence information element to unavailable (ameef
in subclause C.1.2AVvailability for PoC Alert Serviceand Table 3);

» SHALL set the <entity> element of Presence infoioratocument as defined in [OMA-Pres-Spec] to the
value of the authenticated identity of the PoC Wedqy. to the value of the P-Asserted-ldentity leedild of
the SIP PUBLISH request) ); and,
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* MAY set the "PoC Session patrticipation" presenéerimation element to closed (as defined in sub&aus
C.1.5"PoC Session Participatidrand Table 3)

NOTE: Other Presence information elements mightui#ished with the appropriate values at the same. t

C.2.2 Acting as watcher
The PoC Server MAY act as a watcher as specifigBacC-AD] and [OMA-Pres-Spec].

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use the procedureA& acting as
originating User Ageritspecified in [TS24.229] / [3GPP2 X.S0013.4] sentb.7.3.

The exact procedures determining the behaviour@PoC Server acting as watcher is beyond the sifdbe present
specification.

C.3 PoC Client

The PoC Client SHOULD collaborate with the PreseBoerce and watcher entities when residing in #meesUE.

The Presence Source residing in the same UE watRPaC Client, MAY publish the presence informationthe elements
specified in subclauses C.1W/Iillingness for PoC Session Serviemd C.1.4 Willingness for PoC Alert Serviteand
additionally any other presence information elentscribed in [OMA-Pres-Spec].

The Presence Source residing in the same UE a@oi@eClient SHOULD publish the presence informatteaments
according to setting of the provisioning param®&ES-SRV-CAP' as specified in subclause B.Blartagement Object
parameters.

The exact procedures determining the collabordi&iween the PoC Client, the watcher and the Pres@ouarce in the UE
are beyond the scope of the present specification.

C.4 PoC specific presence values

The OMNA SHALL register the following new values fine <service-description> presence informati@meint defined in
[OMA-Pres-Spec] related to PoC:

<service-id>: org.openmobilealliance:PoC-sessiog.,openmobilealliance:PoC-alert

<version>: 1.0
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Appendix D. Initial Filter Criteria (Informative)
D.1 General

The 3GPP/3GPP2 IMS SIP/IP Core uses initial F{lteteria to determine the routing of initial SIRjteests between the
home network SIP/IP Core and Application Servechsas the PoC Server. The initial Filter Critedgart of the PoC User
subscription information and represent the prowvistbsubscription of a PoC User to an applicatiofi{lsis clause is only
informative because it is likely that the PoC seeviieeds to be integrated with other SIP basedtesrgotentially hosted on
different platforms from the PoC Server. In thiseghe initial Filter Criteria for the PoC servioeeds to be integrated with
initial Filter Criteria for the other applications.

If some other SIP/IP Core than 3GPP/3GPP2 IMSdbes not use initial Filter Criteria is used toldgghe PoC service
then the logic identified here needs to be impletextiby the SIP/IP Core to route the PoC relatedr&jRests to the PoC
Server.

Further details on initial Filter Criteria are sl in [TS23.218] and [TS29.228].

D.2 Originating Filter Criteria
NOTE: Originating Filter Criteria is indexed oretP-Asserted-ldentity header.

CASE method="INVITE" AND header="Accept-Contact"+g.poc.talkburst"

THEN: ROUTE request to the specified PoC Servégi@ating Port Address
CASE method="MESSAGE" AND header="Accept-Contact*tg.poc.talkburst"

THEN: ROUTE request to the specified PoC Servégi@ating Port Address
CASE method="MESSAGE" AND header="Accept-Contact"tg.poc.groupad"

THEN: ROUTE request to the specified PoC Servégi@eting Port Address
CASE method="SUBSCRIBE" AND header="Accept-Contaet*+g.poc.talkburst"

THEN: ROUTE request to the specified PoC Servégi@ating Port Address

CASE method="PUBLISH" AND header="Accept-Contact"+g.poc.talkburst"

THEN: ROUTE request to the specified PoC Servégi@ating Port Address.

CASE method="REFER" AND header="Accept-Contact™g.poc.talkburst"
THEN: ROUTE request to the specified PoC Servégi@ating Port Address.

D.3 Terminating Filter Criteria
NOTE: Terminating Filter Criteria is indexed basedthe Request-URI.

CASE method="INVITE" AND header="Accept-Contact"+g.poc.talkburst"
THEN: ROUTE request to the specified PoC Serveniligating Port Address
CASE method="MESSAGE" AND header="Accept-Contact*g.poc.talkburst"

THEN: ROUTE request to the specified PoC Serveniligating Port Address
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CASE method="MESSAGE" AND header="Accept-Contact*+g.poc.groupad"
THEN: ROUTE request to the specified PoC Serveniligating Port Address

CASE method="SUBSCRIBE" AND header="Accept-Contaet"+g.poc.talkburst"
THEN: ROUTE request to the specified PoC Serveniligating Port Address
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Appendix E. Documentation of SIP, SDP and XML extensions
(Informative)

E.1 PoC content types

This subclause describes the PoC specific congpast

E.1.1 Group Advertisement

E.1.1.1 Structure of the Group Advertisement Docume  nt

A Group Advertisement is an XML document that mustwell-formed and has to be valid. Group Advenisat document
is based on XML 1.0 and uses UTF-8 encoding. Tisification makes use of XML namespaces for idgntjy Group
Advertisement documents and document fragmentsnahespace URI for elements defined by this smetifin is a URN,
using the namespace identifier ‘'oma’. This URN is:

urn:oma:xml:poc:group-advertisement

A Group Advertisement document begins with the raggrbup-advertisement> element. It consists of @iooal <note>
element that indicates some information to be resdito the PoC User, and a number of <group> el&snBach group
element contains an optional 'type' attribute iatlig the type of the PoC Group. The current listefined values includes
"dialed-in", "dialed-out", and "other". The valuether" is left for future expandability when nevpég are created that
cannot be framed as either dialed-in or dialed-out.

NOTE 1: In PoC service only one <group> elemestist in a Group Advertisement.

NOTE 2: In PoC service dialed-in type correspah@sChat PoC Group and dialed-out corresponds rihr@iffanged
PoC Group.

Each <group> element contains a <display-namex @ément that contains the name of the PoC Grblug.<uri> child
element contains the URI of the PoC Group.

A Group Advertisement document shall be identifieth the MIME content type "application/vnd.poc.gm
advertisement+xml".

E.1.1.2 Example of a Group Advertisement document
<?xm version="1.0" encodi ng="UTF-8"?>

<gr oup- adverti sement
xm ns="urn: oma: xnl : poc: group- adverti serment "
xm ns: xsi ="http://ww. w3. org/ 2001/ XM_Schena- i nst ance"

Xsi : schemalLocati on="urn: oma: xm : poc: group- adverti senent">

<not e>This group will meet next week</note>
<group type="dial ed-in">
<di spl ay- name>Tel ewor ker s</ di spl ay- nane>
<uri >si p: groupl@xanpl e. conx/ uri >
</ group>

</ group-adverti senment >
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E.1.1.3 XML schema for Group Advertisement
The Group Advertisement directory document SHALDbfoom to the XML schema described in [POC_GROUPAD].

Definitions:

note advertisement text.

display-name PoC Group Name.

uri URI of the PoC Group.

dialed-in corresponds the chat PoC Group.
dialed-out  corresponds the Pre-arranged PoC Group.

other place holder for future extensions.

E.2 PoC feature tags

This subclause describes the PoC feature tags.

E.2.1 Talk Burst

Media feature tag name: +g.poc.talkburst.
ASN.1 Identifier: New assignment by IANA.

Summary of the media feature indicated by this Tdjs feature tag indicates that the device suggONA Push To Talk
over Cellular (PoC) Talk Burst Control.

Values appropriate for use with this feature tagolBan.

The feature tag is intended primarily for use ia tbllowing applications, protocols, services, egatiation mechanisms:

» This feature tag is most useful in a communicatimglication, for describing the capabilities alevice, such as a
phone or PDA.

Examples of typical use: Routing a call to a moph@ne that can support push to talk service.
Related standards or documents: OMA-CP-PoC-V1_0.

Security Considerations: Security considerationgHis media feature tag are discussed in Sectloh df [RFC3840].

E.2.2 Group Advertisement

Media feature tag name: +g.poc.groupad.
ASN.1 Identifier: New assignment by IANA.

Summary of the media feature indicated by this talyis feature tag indicates that the device sugg@MA Push To Talk
over Cellular (PoC) Group Advertisements.

Values appropriate for use with this feature tagolBan.

The feature tag is intended primarily for use ia tbllowing applications, protocols, services, egatiation mechanisms:

» This feature tag is most useful in a communicatimglication, for describing the capabilities alevice, such as a
phone or PDA.
Examples of typical use: Routing a Group Advertisatrmessage to a mobile phone that can support3?o@p
Advertisements.
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Related standards or documents: OMA-CP-PoC-V1_0.

Security Considerations: Security consideratiomgHis media feature tag are discussed in Sectlohof [RFC3840].

E.3 SDP extensions

E.3.1  Talk Burst Control Protocol MIME registration

This MIME registration covers transport over UDP.

Type name: Application
Subtype name: TBCP
Required parameters: None

Optional parameters:

gueuing:

tb_priority:

timestamp:

This parameter is used to negotiate phiermal Talk Burst Request queuing
feature. Permissible values are 0 and 1. If sedleg 1, Talk Burst Request
queuing operation is supported. If set equal ¢o i not present, no Talk Burst
Request queuing operation is employed. If queuiniggtesent in a SDP offer
then the offerer is indicating that it supports @ illing to support Talk Burst
Request queuing operation. The answerer can inthelqueuing parameter in a
SDP answer if it was present in the SDP offethdf answerer wishes to indicate
that it supports and is willing to perform Talk BuRequest queuing operation
it includes queuing=1 in the SDP answer. If quealhgr no queuing parameter
is present in the SDP answer then Talk Burst Requesiing operations are not
to be performed.

This parameter is used to negotiht priority levels can be used in Talk Burst
Request messages and defines the maximum pribatyatPoC Client is
allowed to specify. The allowed values for tb_ptioare:

"0" — listen only — the PoC Client is not authodge request to talk.

"1" — normal priority — the normal priority for TleBurst Requests from PoC
Clients and that is granted to PoC Clients thattdsupport priority queuing.

"2" — high priority — the PoC Client Talk Burst Rezpts are handled with a
higher priority than those of the normal priorigvél.

"3" — preemptive priority — the PoC Client Talk BuRequests pre-empt those
in the queue of all other priority levels and anyrent speaker of a lower
priority level Right to Speak is revoked and theCRalient is granted the Right
to Speak immediately.

The offerer can request priority based queuingatper by including the
tb_priority parameter in a SDP offer. The answeeger include the tb_priority
parameter in the SDP answer if it was presentér&BP offer. The answerer
may change the value of the tb_priority parametex bower value but does not
increase the value. The only exception to this iutbat priority levels and the
tb_priority parameter are not supported and thpribrity parameter is not
present, Talk Burst Request messages from the Heft @re handled using the
normal priority and then the priority level candféectively promoted from
listen only to normal priority.

This parameter is used to negotiateiskeof the optional timestamp feature in
Talk Burst Request messages. Permissible valugsamd 1. If set equal to 1,
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then timestamp based queuing is supported andtames can be included in
the Talk Burst Request messages. If set equabtdfthot present, timestamp
based queuing is not supported. If timestamp=1dsent in a SDP offer then
the offerer is indicating that it supports and i8img to support timestamp
based queuing operation. The answerer can inchelérhestamp parameter in a
SDP answer if it was present in the SDP offehdf answerer wishes to indicate
that it supports and is willing to perform timesfatrased queuing operation it
includes timestamp=1 in the SDP answer. If timegta®nor no queuing
parameter is present in the SDP answer then timgsi@sed queuing
operations are not to be performed and timestamgsat included in Talk

Burst Request messages. When the timestamp paramiteluded in SDP the
gueuing parameter queuing=1 also has to be included

tb_granted: This optional parameter is useatktgotiate and indicate using SDP that
permission to send a Talk Burst is being grantatiéd?oC Client. Permissible
values are 0 and 1. If tb_granted=1 is preseat$DP offer from the PoC
Client the PoC Client is indicating support fore®ing an indication of Talk
Burst granted in the SDP answer. If tb_granted=®ttie tb_granted parameter
is not present in a SDP offer from the PoC ClieetPoC Client is indicating
that it does not support receiving an indicatiod alfk Burst granted in the SDP
answer. The PoC Server performing the Controllin@ FFunction can include a
tb_granted = 1 in the SDP answer if tb_granted=4 weluded in the SDP
offer. If the SDP answer contains tb_granted=1 b€ Client, behaves as if a
TBCP Talk Burst Granted message had been recdivibd granted=0 or if no
tb_granted parameter is present in the SDP angiieeRoC Client behaves as if
no TBCP Talk Burst Granted message has been recdithe PoC Server does
not include the tb_granted parameter in a SDP affierthe PoC Client does not
include the tb_granted parameter in a SDP answereter the PoC Server
does forward the th_granted parameter in forwardgdests and responses.

poc_sess_priority: This parameter is used to natgoand indicate that the optional PoC Session
priority is used, as it applies to handling of RiEP Media stream. Permissible
values are 0 and 1. If poc_sess_priority=1, PynfParC Session priority to this
PoC Session. If poc_sess_priority=0 or if the pess_priority parameter is not
present in a SDP offer from the PoC Client the R4i€nt is indicating that it
wishes to assign the Secondary PoC Session prtorttyis PoC Session. The
PoC Server can include a poc_sess_priority pararimetee SDP answer if it
was present in the SDP offer from the PoC Clidmiot_sess_priority =1 was
present in the SDP offer the PoC Server indicétatit has set the priority of
this PoC Session to Primary PoC Session prioritinblding
poc_sess_priority=1 in the answer. If poc_sessriprid was present in the
SDP offer the PoC Server indicates that it hasheepriority of this PoC
Session to Secondary PoC Session priority by imetudoc_sess_priority=0 in
the SDP answer. If no poc_sess_priority paramstirciuded in the SDP
answer then Secondary PoC Session priority is meagifpr this PoC Session.
The PoC Server does not include the poc_sess tpnzaiameter in a SDP offer
and the PoC Client does not include the poc_seissitpiparameter in a SDP
answer, however the PoC Server does forward thesess_priority parameter
in forwarded requests and responses.

poc_ lock: This parameter is used to negotiateiagidate the PoC Session locking priority

as it applies to the handling of the RTP Mediaastreluring Simultaneous PoC
Sessions. Permissible values are 0 and 1. Iflpok=1 is present in a SDP
offer from the PoC Client the PoC Client is indingtsupport for PoC Session
locking priority and that it wishes to lock this@&ession. If poc_lock= 0 or if
the poc_lock parameter is not present in a SDR &fien the PoC Client the
PoC Client is indicating that it wishes to unlobkstPoC Session. The PoC
Server can include a poc_lock parameter in the &B#wer if it was present in
the SDP offer from the PoC Client. If poc_lock=1syaesent in the SDP offer
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the PoC Server indicates that it has locked th{S Bession by including
poc_lock=1 in the answer. If poc_lock=0 was presiernthe SDP offer the PoC
Server indicates that it has unlocked this PoCiSeds/ including poc_lock=0

in the SDP answer. If no poc_lock parameter isuighet] in the SDP answer then
this PoC Session is unlocked. The PoC Server datgsiclude the poc_lock
parameter in a SDP offer and the PoC Client doesplude the poc_lock
parameter in a SDP answer, however the PoC Seoearfdrward the poc_lock
parameter in forwarded requests and responses.

Encoding considerations: This type is defined fansfer over UDP and uses the same encoding as RTCP
(RFC3550).

Restrictions on usage: None

Security considerations: See Section 14 in RFC3550

Interoperability considerations: None

Published specification: OMA-CP-PoC-V1 0

Applications which use this media type: OMA Puskralk over Cellular applications
Additional information: None

Intended usage: COMMON

E.3.1.1 Mapping TBCP MIME parameters into SDP

The information carried in the MIME application g/pas a specific mapping to fields in SDP and aeglin a SDP offer
and a SDP answer to negotiate the chosen talk bamstol protocol and the talk burst control pratboptions.

A TBCP connection SHALL be described by using aPSbline. According to [RFC2327] the m-line fornmthe
following:

m=<media> <port> <transport> <fmt list>
For TBCP:
* The media type field (MIME type) SHALL have a valok"application”.
* The port field SHALL include the transport port thie TBCP.

e The transport field SHALL have the value of "udp"
* The format list field (MIME type) SHALL have the ke of "TBCP".

NOTE: TBCP is the only talk burst control protosplecified in this release. Future releases magifgpadditional
talk burst control protocols that could be addetheformat list.

The following is an example of an m line for a TBE&#hnection
m=application 20000 udp TBCP

TBCP options go in the SDP "a=fmtp" attribute bpygiag them directly from the MIME media type string a semicolon
separated list of parameter=value pairs.

The following is an example of an attribute line TBCP options.

a=fmtp:TBCP queuing=1; tb_priority=2; timestamp#i; granted=1; poc_sess_priority=0; poc_lock=1
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E.4 General

E.4.1 Release version in User-agent and Server head ers

User agent and Server headers are used to indi@atelease version and product information ofRb€ Clients and PoC
Servers.

The PoC Client and the PoC Server shall implententiser-Agent and Server headers, according te and procedures of
[RFC3261] with the clarifications in this subclawscific for PoC.

The User-Agent and Server headers ABNF are spdgififRFC3261] and extended as follows:
Server = "Server" HCOLON server-val *(LWS servet)va
User-Agent = "User-Agent" HCOLON server-val *(LVé8rver-val)
server-val = product / comment
product = poc-product / token [SLASH product-ven$
product-version = token

This specification allows having several serverteglk. The first of those server-val tags shakheoding according to the
following ABNF:

poc-product = "PoC-" poc-device-token (SLASH poosrct-version)
poc-device-token = "client" | "serv" | token
poc-product-version = "OMA1.0"

Where

client = PoC Client

serv = PoC Server
poc-product-version = OMA PoC release version

Example 1:

In this example PoC Client acting as UAC and th€ Berver acting as UAS are OMA PoC release versiomproducts.
The PoC Client has inserted its own company andymoname and version "Acme-Talk5000/v1.01".

User-Agent: PoC-client/OMAL.0 Acme-Talk5000/v1.01
Server: PoC-serv/OMA1.0
Example 2:

In this example both the PoC Server acting as UACthe PoC Client acting as UAS are OMA PoC releassion 1.0
products.

User-Agent: PoC-serv/OMA1.0
Server: PoC-client/ OMA1.0

E.5 URI parameters

E.5.1 Session Type uri-parameter
Session Type uri-parameter is used to indicatéyiie of the PoC Session. The Session Type uri-petertakes the form:
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session"="sessiontype

sessiontype="adhoc" | "prearranged" | "chat" |"'1-1
Example 1:

In this example the Controlling PoC Server is iimgta PoC User to a Pre-arranged PoC Group.

session=prearranged
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Appendix F. Examples of signalling flows (Informative)

This Appendix contains informative example flows tiee Control Plane Signaling for the PoC enaldlbese flows are
informative examples only and the normative pathefspecification is what is required to be impdemed in order to be
compliant with this specification. In the eventaofy discrepancy between these examples and theatieenpart of the
specification it is the normative part of the sfieation that is to be implemented. The SIP messag¢ents described in
these flows are only those headers, parameterslantents that are part of the PoC enabler. Additibeaders, parameters
and elements will be required by [RFC3261], [RFCZ3nd also by the SIP/IP core and these are motrshere. In these
flows 3GPP IMS is assumed for the SIP/IP core ArdP-Asserted-ldentity header is shown for the Anticated
Originator's PoC Address. It is also assumed th&aC Servers are part of the IMS trust domain.

F.1 SIP registration and publication of PoC Service Settings
event

PoC Client A registers with SIP/IP Core A. PoC @lié publishes it's current PoC Service SettingBd€ Server A. This
flow is as shown in Figure '2PoC Client A SIP registers with the SIP/IP CoreAgd&0oC Client A publishes PoC Service
Settings".
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PoC Client A Home Network

PoC Client A SIP/IP Core A PoC Server A
(participating)

1. REGISTER—»

4—2. 401 Unauthorised

3. REGISTER—»

¢—4. 200 OK——

5. PUBLISH—»

—6. PUBLISH——

¢—7. 200 OK——

¢—8. 200 OK——

9. Storage PoC Service
Settings for PoC User A

Figure 2: PoC Client A SIP registers with the SIP/P Core A and PoC Client A publishes PoC Service 3itgs
The steps of the flows are as follows:
1. SIP REGISTER request (from PoC Client A to SIP/P Core A)

The PoC Client A sends a SIP REGISTER requestatng the PoC feature tag '+g.poc.talkburst' em¢bntact
header to the SIP/IP Core A.

SIP HEADERS

From: <sip:PoC-UserA@networkA.net>;tag=4fa3
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To: <sip:PoC-UserA@networkA.net>
User-Agent: PoC-client/OMA1.0 Acme-Talk5000/v1.01
Authorization: Digest username="PoC-UserA-private @networkA.net",

realm="registrar.networkA.net", nonce="",
uri="sip:registrar.networkA.net"

Contact: <sip:PoC-ClientA@networkA.net>; +g.poc.talkburst;
+g.poc.groupad

2. SIP 401 "Unauthorized" response (from SIP/IP Cee A to PoC Client A)

The SIP/IP Core A requires authentication of #gistration of PoC Client A and responds with a SIP
401"Unauthorized" response containing an autheigitahallenge in the WWW-Authenticate header.

3. SIP REGISTER request (from PoC Client A to SIP/P Core A)

The PoC Client A sends another SIP REGISTER reaqaoggaining the PoC feature tag '+g.poc.talkbimst'
the contact header and the authentication resporibe Authorization header to the SIP/IP Core A.

SIP HEADERS

From: <sip:PoC-UserA@networkA.net>;tag=4fa3

To: <sip:PoC-UserA@networkA.net>

User-Agent: PoC-client/OMA1.0 Acme-Talk5000/v1.01

Authorization: Digest username="PoC-UserA-private@networkA.net",
realm="registrar.networkA.net", nonce=base64(RANBUTN
+ server specific data), algorithm=AKAv1-MD5,
uri="sip:registrar.networkA.net",
response="6629fae49393a05397450978507c4efl"

Contact: <sip:PoC-ClientA@networkA.net>; +g.poc.talkburst;

+g.poc.groupad

4. SIP 200 "OK" response (from SIP/IP Core A to PoCClient A)
The SIP/IP Core A acknowledges the SIP REGISTEfRast with a SIP 200 "OK" response to the PoC Chen
5. SIP PUBLISH request (from PoC Client A to SIP/IPCore A)

The PoC Client A publishes the current PoC Ser8etings of PoC Client A by sending a SIP PUBLIgHuest
for the event package "poc-settings" to SIP/IP Garé&his is the normal scenario as the PoC Serasmwo PoC
Service Settings until published by the PoC Cliantyever in the case that more than one PoC QGBewrgistered
for the same PoC User the PoC Client may (postilbbugh interaction with the PoC User) determinetao
override the current PoC Service Settings.

Request-URI sip:PoC-ClientA@networkA.net

SIP HEADERS
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P-Preferred-ldentity: "PoC User A" <sip:PoC-UserA@networkA.net>
Accept-Contact: *.+g.poc.talkburst; require;explicit

User-Agent: PoC-client/OMA1.0 Acme-Talk5000/v1.01
Expires: 360000

Event: poc-settings

Content-Type: application/poc-settings+xml

XML MIME BODY
<?xml version="1.0" encoding="UTF-8"?>
<poc-settings xmIns="urn:oma:params:xml:ns:poc:pettings"
xmins:xsi="http://www.w3.0rg/2001/XMLSchenirastance"
xsi:schemalocation="urn:oma:params:xml:os:poc-settings">
<entity id="do39s8zksn2d98x">
<isb-settings>
<incoming-session-barring active="false" />
</isb-settings>
<am-settings>
<answer-mode>automatic</answer-mode>
</am-settings>
<ipab-settings>
<incoming-personal-alert-barring active=&ll/>
</ipab-settings>
<sss-settings>
<simultaneous-sessions-support active="true"/>
</sss-settings>
</entity>

</poc-settings™

6. SIP PUBLISH request (from SIP/IP Core A to PoCServer A)
The SIP/IP Core A forwards the SIP PUBLISH reqteshe PoC Server A.
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Request-URI sip:PoC-ClientA@networkA.net

SIP HEADERS

P-Asserted-ldentity: "PoC User A" <sip:PoC-UserA@networkA.net>
Accept-Contact: *+g.poc.talkburst; require;explicit

User-Agent: PoC-client/OMA1.0 Acme-Talk5000/v1.01
Expires: 360000

Event: poc-settings

Content-Type: application/poc-settings+xml

XML MIME BODY
<?xml version="1.0" encoding="UTF-8"?>
<poc-settings xmlns="urn:oma:params:xml:ns:poc:pettings"
xmins:xsi="http://www.w3.0rg/2001/XMLSchenirastance"
xsi:schemalocation="urn:oma:params:xml:os:poc-settings">
<entity id="do39s8zksn2d98x">
<isb-settings>
<incoming-session-barring active="false" />
</ish-settings>
<am-settings>
<answer-mode>automatic</answer-mode>
</am-settings>
<ipab-settings>
<incoming-personal-alert-barring active=5tll/>
</ipab-settings>
<sss-settings>
<simultaneous-sessions-support active="true"/>
</sss-settings>
</entity>

</poc-settings™
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7. SIP 200 "OK" response (from PoC Server A to SIRP Core A)
The PoC Client A acknowledges the SIP PUBLISH esgjwith a SIP 200 "OK" response to the SIP/IP Gare

SIP HEADERS

Server: PoC-serv/IOMA1.0

8. SIP 200 "OK" response (from SIP/IP Core A to P& Client A)
The SIP/IP Core A forwards the SIP 200 "OK" resgmto the PoC Client A.

SIP HEADERS

Server: PoC-serv/OMA1.0

9. PoC Server A stores the PoC Service Settings 8oC User A

PoC Server A stores the PoC Service Settingsda@r Bser A from the body of the SIP PUBLISH requUestn
step 6.

F.2 PoC Client initiates a Pre-established Session

PoC Client A initiates a Pre-established Sessiosdmyling a SIP INVITE request to a PoC Server peiifty the
Participating PoC Function via SIP/IP Core A. Tihdsv is shown as in Figure '30C Client A initiates a Pre-established
Session".

Error! Objects cannot be created from editing fieldcodes.
Figure 3: PoC Client A initiates a Pre-establishe&ession
The steps of the flows are as follows:
1. SIP INVITE request (from PoC Client A to SIP/IP Core A)

The PoC Client A sends a SIP INVITE request whiln Conference-factory-URI for the PoC service as th
Request-URI to the SIP/IP Core A. The SIP INVITHuest contains an SDP offer including necessaryianed
parameters (e.g. PoC Client IP address, port nusihsupported codecs) and the Talk Burst Contraiceol.

If the PoC Client is not able or willing to receineedia streams immediately then the PoC Clientté thee media
to "inactive" when generating the SDP offer.

Request-URI sip:PoCConferenceFactoryURI.networkA.net
SIP HEADERS

P-Preferred-ldentity: "PoC User A" <sip:PoC-UserA@networkA.net>
Accept-Contact: *'+g.poc.talkburst; require;explicit

User-Agent: PoC-client/OMA1.0 Acme-Talk5000/v1.01
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Contact:
Supported:
Session-Expires:

Allow:

SDP PARAMETERS

<sip:PoC-ClientA.networkA.net>;+g.poc.talkburst
Timer
1800;refresher=uac

INVITE,ACK,CANCEL,BYE,REFER,
SUBSCRIBE,NOTIFY,

IN IP6 5555::aaa:bbb:ccc:ddd

m= audio 3456 RTP/AVP 97

a= rt(pmap:97 AMR

a= rtcp:5560

m= application 2000 udp TBCP

a= fmtp: TBCP queuing=1; tb_priority=2;

timestamp=1

2. SIP 100 "Trying" response (from SIP/IP Core A toPoC Client A)

The SIP/IP Core A indicates that it has receivedSIP INVITE request by sending a 100 "Trying"yismnal
response.

3. SIP INVITE request (from SIP/IP Core A to PoC ®rver A)

The SIP/IP Core A forwards the SIP INVITE requesthe PoC Server A performing the Participatin@€Po
Function for PoC Client A according to the SIP/IBr€A routing principles.

Request-URI sip:PoCConferenceFactoryURI.networkA.net
SIP HEADERS
P-Asserted-ldentity: "PoC User A" <sip:PoC-UserA@networkA.net>

Accept-Contact: *:+g.poc.talkburst; require;explicit

User-Agent: PoC-client/OMA1.0 Acme-Talk5000/v1.01
Contact: <sip:PoC-ClientA.networkA.net>;+g.poc.talkburst
Supported: Timer

Session-Expires: 1800;refresher=uac

Allow: INVITE,ACK,CANCEL,BYE,REFER,
SUBSCRIBE,NOTIFY,
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SDP PARAMETERS

IN IP6 5555::aaa:bbb:ccc:ddd
audio 3456 RTP/AVP 97
rt(pmap:97 AMR

rtcp:5560

application 2000 udp TBCP

fmtp: TBCP queuing=1; tb_priority=2;
timestamp=1

4. SIP 100 "Trying" response (from PoC Server A tcSIP/IP Core A)

The PoC Server A indicates that it has received3® INVITE request by sending a SIP 100" Tryingdyisional

response.

5. SIP 200 "OK" response (from PoC Server A to SIRP Core A)

The PoC Server A sends a SIP 200 "OK" as the fesgdonse to the SIP INVITE request via the SIEitire A
towards the PoC Client A to answer to the SDP offae SIP 200 "OK" response contains an SDP answer
including the accepted media parameters (e.g. Go@exC Server IP address, port number(s), Suppooiaecs)

and the accepted Talk Burst Control Protocol.

SIP HEADERS
P-Asserted-Identity:
Server:

Contact

Require:
Session-Expires:

Allow:

Supported:

SDP PARAMETERS

<sip:PoCConferenceFactoryURI networkA.net>
PoC-serv/OMA1.0

<sip:Pre-establishedSessionldentityA@PoC-
ServerA.networkA.net>;+g.poc.talkburst;isfocus

Timer
1800;refresher=uac

INVITE,ACK,CANCEL,BYE,PRACK,REFER,
SUBSCRIBE, NOTIFY,

norefersub

IN IP6 57777:.eee:fff:aaa:bbb
audio 57787 RTP/AVP 97
rtpmap:97 AMR

rtcp:57000

application 57790 udp TBCP
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fmtp:TBCP queuing=1; tb_priority=2; timestamp=1

6. SIP 200 (OK) response (from SIP/IP Core A to PoClient A)

The SIP/IP Core A forwards the SIP 200 "OK" to BaC Client A. The PoC Client A stores the contdrihe
Contact header as the PoC Session Identity.

SIP HEADERS
P-Asserted-ldentity:
Server:

Contact

Require:
Session-Expires:
Allow:

Supported:

SDP PARAMETERS

<sip:PoCConferenceFactoryURI networkA.net>
PoC-serv/OMA1.0

<sip:Pre-establishedSessionldentityA@PoC-
ServerA.networkA.net>;+g.poc.talkburst;isfocus

Timer
1800;refresher=uac
INVITE,ACK,CANCEL,BYE,PRACK,REFER,

norefersub

IN IP6 57777::eee:fff:aaa:bbb
audio 57787 RTP/AVP 97
rtpmap:97 AMR

rtcp:57000

application 57790 udp TBCP

fmtp:TBCP queuing=1; tb_priority=2; timestamp=1

7. SIP ACK request (from PoC Client A to SIP/IP Coe A)

The PoC Client A acknowledges the SIP 200 "OKpoese with a SIP ACK request sent to the SIP/IRR@or

8. SIP ACK request (from SIP/IP Core A to PoC ServeA)

The SIP/IP Core A forwards the SIP ACK requeghoPoC Server A.

F.3 Pre-established Session

F.3.1 Originating flow — Confirmed Indication

PoC Client A invites PoC Client B to a PoC Sesdigisending a SIP REFER request to the PoC Serg€r (fient A has
created a Pre-established Session by using theamisais as shown in Figuré’'BoC Client A initiates a Pre-established
Session,'and the PoC Client A has learned the URI thattifles this Session. This flow is as shown in Fegl'PoC Client
A invites another user to a Pre-established Sedsyosending a SIP REFER request to PoC Server frowd case”
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PoC Client A Home Network

PoC Client A SIP/IP

Core A PoC Server A

(partici

ating)

1. Pre-established session

———2. REFER—»|

—5. 202 Accepted—

«——8. NOTIFY—

——9. 200 OK——»

«——13. NOTIFY—

——14. 200 OK—»

«——18. NOTIFY—

——19. 200 OK—»

———3. REFER—»|

«—4. 202 Accepted—

6. Invite a user to the
pre-established PoC
session

7. NOTIFY—

——10. 200 OK—»

11. Ringing Response
Received

«——12. NOTIFY—

——15. 200 OK—»

16. The invitation has
been accepted

A, Connect
I
B. Talk Burst Acknowledgement——|

«——17. NOTIFY—

——20. 200 OK—»

Figure 4: PoC Client A invites another user to a Pe-established Session by sending a SIP REFER requasPoC
Server A confirmed case

The steps of the flows are as follows:

1. PoC Client A creates a Pre-established Session

PoC Client A creates a Pre-established Sessiofeandks its URI as shown in Figuré¢ BoC Client A initates a Pre-

established Session

2. SIP REFER request (from PoC Client A to SIP/IP ©re A)

The PoC Client A invites the PoC Client B to thred@stablished Session.
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Request-URI sip:Pre-establishedSessionldentityA@PoC-

NOTE: ServerA.networkA.net The For a
1- 1 PoC Session
the SIP REFER

SIP HEADERS request does not
contain a body.
Refer-To: <sip:PoC-UserB@networkB.net>
Privacy Id
3. SIP REFER request

(from SIP/IP Core A to PoC Server A)

The SIP/IP Core A forwards the SIP REFER requetté PoC Server A performing the Participating PoC
Function of the PoC Client A according to the SFPore A routing principles.

Request-URI sip:Pre-establishedSessionldentityA@PoC-
ServerA.networkA.net

SIP HEADERS
Refer-To: <sip:PoC-UserB@networkB.net>
Privacy Id

4. SIP 202 "Accepted” response (from PoC Server AotSIP/IP Core A)

The PoC Server A indicates that it has received3t? REFER request by sending a SIP 202 "Accepted"”
response. This means that the PoC Server A haptaddahe SIP REFER request and has started togw tice
request. This does not mean, however, that the@i&@t B (the referred-to resource) has been coadac

5. SIP 202 "Accepted" response (from SIP/IP Core Ao PoC Client A)
The SIP/IP Core A forwards the response to the @it A.

6. SIP INVITE request (from PoC Server A towards P& Client B)
The PoC Server A invites the PoC User, who iscatdid in the Refer-To header of the received SIPERE

request.
Request-URI sip:PoC-UserB@networkB.net
SIP HEADERS
P-Asserted-Identity: "PoC User A" <sip:PoC-UserA@networkA.net>
Privacy Id
Accept-Contact: *'+g.poc.talkburst; require;explicit
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User-Agent:
Referred-By:

Contact:

Supported:
Session-Expires:

Allow:

SDP PARAMETERS

PoC-serv/OMAL1.0
"PoC User A" <sip:PoC-UserA@networkA.net>

<sip: SessionABCDEF@ PoC-ServerA .networkA.netjseds
1>;+g.poc.talkburst;isfocus

100rel,timer
1800;refresher=uas

INVITE,ACK,CANCEL,BYE,PRACK,UPDATE,REFER,MESSAGE,
SUBSCRIBE, NOTIFY, PUBLISH

IN IP6 50555::ccc:ddd:aaa:bbb

Page 142 (276)

m= audio 53456 RTP/AVP 97 98

a= rt(pmap:97 AMR

a= rtpmap:98 EVRC/8000

a= rtcp:53080

m= Application 50000 udp TBCP

a= fmtp:TBCP queuing=1; tb_priority=2; timestamp=1

7. SIP NOTIFY request (from PoC Server A to SIP/IPCore A)

The PoC Server A sends a SIP NOTIFY request @&liR/IP Core A towards the PoC Client A to infabout
the progress of the SIP REFER request processheggbddy of the SIP NOTIFY request contains a fragroé
the response as received by the notifying PoC &érvfer the request that was initiated due to thie BEFER
request.

Request-URI sip:PoC-ClientA.networkA.net
SIP HEADERS
Event: refer

Subscription-State: active;expires=60

Content-Type: message/sipfrag

MIME BODY
SIP/2.0 100 TRYING

To: <sip:PoC-UserB@networkB.net>

[0 2009 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-PoC_ControlPlane-V1_0_3-20090922-A Page 143 (276)

8. SIP NOTIFY request (from SIP/IP Core A to PoC Cient A)
The SIP/IP Core A forwards the SIP NOTIFY requeghe PoC Client A.

Request-URI sip:PoC-ClientA.networkA.net
SIP HEADERS

Event: refer

Subscription-State: active;expires=60
Content-Type: message/sipfrag

MIME BODY

SIP/2.0 100 Trying

To: <sip:PoC-UserB@networkB.net>

9. SIP 200 "OK" response (from PoC Client A to SIPIP Core A)
The PoC Client A acknowledges the SIP NOTIFY retjuéth a SIP 200 "OK" response to the SIP/IP Gare

10. SIP 200 "OK" response (from SIP/IP Core A to BC Server A)
The SIP/IP Core A forwards the SIP 200 "OK" resgmoto PoC Server A.

11. PoC Server A Receives Ringing Indication
PoC Server A receives a SIP 180 "Ringing" response
12. SIP NOTIFY request (from PoC Server A to SIP# Core A)
The PoC Server A sends a SIP NOTIFY request taitates that the PoC Client B is being alerted.

Request-URI sip:PoC-ClientA.networkA.net
SIP HEADERS

Event: refer

Subscription-State: active;expires=60
Content-Type: message/sipfrag
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MIME BODY

SIP/2.0 180 Ringing

To: <sip:PoC-UserB@networkB.net>
P-Asserted-Identity: "PoC User B" <sip:PoC-UserB@uekB.net>
Contact: <sip:PoC-ServerB.networkB.net>;+g.poctiatkt

13. SIP NOTIFY request (from SIP/IP Core A to PoCClient A)
The SIP/IP Core A forwards the SIP NOTIFY requeghe PoC Client A.

Request-URI sip:PoC-ClientA.networkA.net
SIP HEADERS

Event: refer

Subscription-State: active;expires=60
Content-Type: message/sipfrag

MIME BODY

SIP/2.0 180 Ringing

To: <sip:PoC-UserB@networkB.net>
P-Asserted-ldentity: "PoC User B" <sip:PoC-UserB®ekB.net>
Contact: <sip:PoC-ServerB.networkB.net>;+g.poclialkt

14. SIP 200 "OK" response (from PoC Client A to SP/IP Core A)
The PoC Client A acknowledges the SIP NOTIFY retjwéth a SIP 200 "OK" response to the SIP/IP Gare

15. SIP 200 "OK" response (from SIP/IP Core A to BC Server A)
The SIP/IP Core A forwards the SIP 200 "OK" resgmto the PoC Server A.

16. Referred PoC User accepts the invitation to 8hPoC Session

The invitation sent towards the referred PoC Wserbeen accepted and the PoC Client B has jdireeBdC
Session.

A. TBCP Connect message (PoC Server A to PoC ClieA)
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In order to inform e.g PoC Session Identity of éiseablished PoC Session the PoC Server A sendBthE Connect
message to the PoC Client A.

B TBCP Talk Burst Acknowledgement ( PoC Client A toPoC Server A)

The PoC Client A acknowledges the reception offBEP Connect message.
17. SIP NOTIFY request (from PoC Server A to SIP#P Core A)

The PoC Server A sends a SIP NOTIFY request titates that the PoC Client B is available andibbgpof
receiving media.

Request-URI sip:PoC-ClientA.networkA.net
SIP HEADERS

Event: refer

Subscription-State: terminated

Content-Type: message/sipfrag

MIME BODY

SIP/2.0 200 OK

To: <sip:PoC-UserB@networkB.net>
P-Asserted-Identity: "PoC User B" <sip:PoC-UserB@uekB.net>
Contact: <sip:PoC-ServerB.networkB.net>;+g.poctiatkt

18. SIP NOTIFY request (from SIP/IP Core A to PoCClient A)
The SIP/IP Core A forwards the SIP NOTIFY requeghe PoC Client A.

Request-URI sip:PoC-ClientA.networkA.net
SIP HEADERS

Event: refer

Subscription-State: terminated

Content-Type: message/sipfrag

MIME BODY

[0 2009 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-PoC_ControlPlane-V1_0_3-20090922-A Page 146 (276)

SIP/2.0 200 OK

To: <sip:PoC-UserB@networkB.net>
P-Asserted-Identity: "PoC User B" <sip:PoC-UserB@uekB.net>
Contact: <sip:PoC-ServerB.networkB.net>;+g.poctiatkt

19. SIP 200 "OK" response (from PoC Client A to SP/IP Core A)
The PoC Client A acknowledges the SIP NOTIFY retjwéth a SIP 200 "OK" response to the SIP/IP Gare

20. SIP 200 "OK" response (from SIP/IP Core A to BC Server A)
The SIP/IP Core A forwards the SIP 200 "OK" resgmoto the PoC Server A.

F.3.2 Terminating flow

NOTE: Manual answer using a Pre-established Sessioot supported in this version of the PoC EnabManual
answer using an On-demand Session is describée isubclause F.5.Terminating flow — Manual Answer

F.3.3 Originating flow - Unconfirmed Indication

PoC Client A invites PoC Client B to a PoC Sesdigisending a SIP REFER request to the PoC Seru€r (bient A has
created a Pre-established Session as shown ireR3JBoC Client initates a Pre-established Sessj@md the PoC Client
A has learned the URI that identifies this Sessidnis flow is as shown in Figure"®oC Client A invites another user to a
Pre-established Session by sending a SIP REFERsétm PoC Server A unconfirmed case"
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PoC Client A Home Network

PoC Client A SIP/IP Core A PoC Server A
(participating)

‘ 1. Pre-established session ‘

2. REFER——»

3. REFER—»;
l—4. 202 Accepted—

l—5. 202 Accepted— )
6. Invite a user to the

pre-established PoC
session

j¢«——A. Connect——

B. Talk Burst Acknowledgement———»

a——7. NOTIFY——
——8. NOTIFY——

9. 200 OK——»
———10. 200 OK——»

11. The invitation has
been accepted

——12. NOTIFY—
——13. NOTIFY—

——14. 200 OK——»
——15. 200 OK—»;

l¢—C. Talk Burst Granted message——

[———————D. RTP Media————>

Figure 5: PoC Client A invites another PoC User t@ Pre-established Session by sending a SIP REFERjtest to PoC
Server A unconfirmed case

The steps of the flows are as follows:
1. PoC Client A creates a Pre-established Session

PoC Client A creates a Pre-established Sessiofteandks its URI as shown in FiguréBoC Client initates a Pre-
established Session"

2. SIP REFER request (from PoC Client A to SIP/IP ©re A)

The PoC Client A invites the PoC Client B to the{stablished Session.

Request-URI sip:Pre-establishedSessionldentityA@PoC-
ServerA.networkA.net

SIP HEADERS

Refer-To: <sip:PoC-UserB@networkB.net>
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Privacy: id

P-Alerting-Mode: MAO

NOTE: For a 1-1 PoC Session the SIP REFER request dot contain a body.

3. SIP REFER request (from SIP/IP Core A to PoC Seer A)

The SIP/IP Core A forwards the SIP REFER requetteé PoC Server A performing the Participating PoC
Function of the PoC Client A according to the SFPore A routing principles.

Request-URI sip:Pre-establishedSessionldentityA@PoC-
ServerA.networkA.net

SIP HEADERS

Refer-To: <sip:PoC-UserB@networkB.net >
Privacy: id

P-Alerting-Mode: MAO

4. SIP 202 "Accepted" response (from PoC Server AotSIP/IP Core A)

The PoC Server A indicates that it has received3t? REFER request by sending a SIP 202 "Accepted"”
response. This means that the PoC Server A haptadahe SIP REFER request and has started togw tive
request. This does not mean, however, that the@i&@t B (the referred-to resource) has been coadac

5. SIP 202 "Accepted" response (from SIP/IP Core Ao PoC Client A)
The SIP/IP Core A forwards the response to the @it A.
6. SIP INVITE request (from PoC Server A towards P& Client B)

The PoC Server A invites the PoC User, who iscaidid in the Refer-To header of the received SIPEHRE
request.

Request-URI sip:PoC-UserB@networkB.net

SIP HEADERS

P-Asserted-ldentity: "PoC User A" <sip:PoC-UserA@networkA.net>
Accept-Contact: *:+g.poc.talkburst; require;explicit

User-Agent: PoC-serv/IOMAL.0

Privacy: id

Referred-By: "PoC User A" <sip:PoC-UserA@networkA.net>
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Contact:

Supported:
Session-Expires:
Allow:

P-Alerting-Mode:

SDP PARAMETERS

<sip: PoC-SessionABCDEF@PoC-
ServerA.networkA.net;session=1-
1>;+g.poc.talkburst;isfocus

100rel.timer

1800;refresher=uas
INVITE,ACK,CANCEL,BYE,PRACK,UPDATE,REFER,
MAO

IN IP6 50555::ccc:ddd:aaa:bbb
audio 53456 RTP/AVP 97 98
rt(pmap:97 AMR

rtpmap:98 EVRC/8000
rtcp:53080

Application 50000 udp TBCP

fmtp:TBCP queuing=1; tb_priority=2; timestamp=1

A. TBCP Connect message (PoC Server A to PoC ClieA)

In order to inform e.g PoC Session Identity of éistablished PoC Session the PoC Server A sendBtBE Connect

message to the PoC Client A.

B TBCP Talk Burst Acknowledgement ( PoC Client A toPoC Server A)

The PoC Client A acknowledges the reception offBBEP Connect message.

7. SIP NOTIFY request (from PoC Server A to SIP/IPCore A)

The PoC Server A sends a SIP NOTIFY request @@esliR/IP Core A towards the PoC Client A to infabout
the progress of the SIP REFER request processhgbddy of the SIP NOTIFY request contains a fragnoé
the response as received by the notifying PoC &érvfer the request that was initiated due to thié BEFER

request.

Request-URI

SIP HEADERS
Event:
Subscription-State:

Content-Type:

sip:PoC-ClientA.networkA.net

refer
active;expires=60

message/sipfrag
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MIME BODY
SIP/2.0 100 TRYING

To: <sip:PoC-UserB@networkB.net>

8. SIP NOTIFY request (from SIP/IP Core A to PoC Cient A)
The SIP/IP Core A forwards the SIP NOTIFY requeghe PoC Client A.

Request-URI sip:PoC-ClientA.networkA.net
SIP HEADERS

Event: refer

Subscription-State: active;expires=60
Content-Type: message/sipfrag

MIME BODY

SIP/2.0 100 OK

To: <sip:PoC-UserB@networkB.net>

9. SIP 200 "OK" response (from PoC Client A to SIPIP Core A)

The PoC Client A acknowledges the SIP NOTIFY rejuéth a SIP 200 "OK" response to the SIP/IP Gare
10. SIP 200 "OK" response (from SIP/IP Core A to BC Server A)

The SIP/IP Core A forwards the SIP 200 "OK" resgmto PoC Server A.
11. Referred PoC User accepts the invitation to ghPoC Session

The invitation sent towards the referred PoC Wserbeen accepted and the PoC Client B has jdireeBdaC
Session.

12. SIP NOTIFY request (from PoC Server A to SIP# Core A)

The PoC Server A sends a SIP NOTIFY request taitates that the PoC Client B is available andibbgpof
receiving media.

Request-URI sip:PoC-ClientA.networkA.net
SIP HEADERS

Event: refer

Subscription-State: terminated

Content-Type: message/sipfrag
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MIME BODY
SIP/2.0 200 OK
To:
P-Asserted-Identity
Contact:

P-Answer-State:

<sip:PoC-UserB@networkB.net>
"PoC User B" <sip:PoC-UserB@uuekB.net>
<sip:PoC-ServerB.networkB.net>;+g.poctatkt

Unconfirmed

13. SIP NOTIFY request (from SIP/IP Core A to PoCClient A)

The SIP/IP Core A forwards the SIP NOTIFY requeghe PoC Client A.

Request-URI

SIP HEADERS
Event:
Subscription-State:

Content-Type:

MIME BODY
SIP/2.0 200 OK
To:
P-Asserted-ldentity
Contact:

P-Answer-State:

sip:PoC-ClientA.networkA.net

refer
terminated

message/sipfrag

<sip:PoC-UserB@networkB.net>
"PoC User B" <sip:PoC-UserB@ekB.net>
<sip:PoC-ServerB.networkB.net>;+g.poctatkt

Unconfirmed

14. SIP 200 "OK" response (from PoC Client A to SP/IP Core A)

The PoC Client A acknowledges the SIP NOTIFY rejuéth a SIP 200 "OK" response to the SIP/IP Gare

15. SIP 200 "OK" response (from SIP/IP Core A to BC Server A)

The SIP/IP Core A forwards the SIP 200 "OK" resgmoto the PoC Server A.

C. TBCP Talk Burst Granted message

(from PoC Serveh to PoC Client A)

The PoC Server X sends a TBCP Talk Burst Grantesbage to the PoC Server A.

D. RTP Mediafrom PoC Client A to PoC Server A
The PoC Client A sends the RTP Media to the Po@eBék.
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F.3.4

Terminating flow — Unconfirmed Indication
PoC Server X invites the PoC Client B to a PoC iBadsy sending a SIP INVITE request to the terminaSIP/IP Core.

The PoC Client B has created a Pre-establishedoBess shown in Figure'BoC Client A initates a Pre-established

Session.”

PoC Client A Home Network

PoC Client B Home Network

———10. 200 OK—b;

11. The invitation
towards the PoC Client
B has been accepted

9. 200 OK:

———7. 100 Trying—

8. 200 OK——»

««—B. Talk Burst Acknowledgement

«—12. ACK

A. Connect——p

13. ACK

—C. Talk Burst taken—»

«—14. ACK

D. Talk Burst taken———— b

i «—E. Talk Burst Acknowledgement

SIP/IP Core X PoC Server X ‘ ‘ PoC Server B SIP/IP PoC Client B
(controlling) (participating) Core B

|

1. Session invitation has

been received to invite

PoC Client B Pre-established session
[ —2. INVITE——
——-3. 100 Trying—>»
4. INVITE
5. 100 Trying
l«—6. INVITE

Figure 6: PoC Session invitation with automatic anser — Pre-established Session case.

This flow shows a PoC Server X inviting a PoC Usea PoC Session. The flow is as shown in Figuré&6C Session
invitation with automatic answer — Pre-establisi®eksion caseThe invitation may be as a result of another Rs€r
sending a SIP REFER request to the PoC Serverski@sn in Figure 5'PoC Client A invites another user to a Pre-

established Session by sending a SIP REFER retpuBsiC Server A unconfirmed casBlote that the PoC Server A as
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shown in Figure 5'PoC Client A invites another user to a Pre-estsiidid Session by sending a SIP REFER request to PoC
Server A unconfirmed caséhas changed its role and acts as the PoC Serivethis flow.

The steps of the flows are as follows:

1. Session Invitation has been received to inviteol Client B
2. SIP INVITE request (PoC Server X to SIP/IP Core X)

The PoC Server X invites the PoC Client B to & B@ssion. This may happen as a result of anotieier
referring the PoC Client B to the PoC Server X. Po€ Server X sends a SIP INVITE request via ti¥18lI
Core X to the PoC Client B home network. The SIFIMNE request contains an SDP offer with the media
information (e.g IP address and port number(sjhefPoC Server X) and the Talk Burst Control Prokoa this
example PoC Server X supports and offers both & Aand EVRC codecs.

Request-URI sip:PoC-UserB@networkB.net

SIP HEADERS

P-Asserted-ldentity: "PoC User A" <sip:PoC-UserA@networkA.net>

Accept-Contact: *:+g.poc.talkburst; require;explicit

User-Agent: PoC-serv/IOMAL.0

Privacy: id

Referred-By: "PoC User A" <sip:PoC-UserA@networkA.net>

Contact: <sip: PoC-SessionABCDEF@PoC-ServerX.networkX.net;
session=1-1>;+g.poc.talkburst;isfocus

Supported: 100rel,norefersub,timer

Session-Expires: 1800;refresher=uas

Allow: INVITE,ACK,CANCEL,BYE,PRACK,REFER,

P-Alerting-Mode: MAO

SDP PARAMETERS

c= IN IP6 50555::ccc:ddd:aaa:bbb

m= audio 53456 RTP/AVP 97 98

a= rtpmap:97 AMR

a= rtpmap:98 EVRC/8000

a= rtcp:53080

m= Application 50000 udp TBCP

a= fmtp:TBCP queuing=1; tb_priority=2; timestamp=1

3. SIP 100 "Trying" response (SIP/IP Core X to PoCServer X)
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The SIP/IP Core X responds to the SIP INVITE requéth a SIP 100 "Trying" provisional response.
4. SIP INVITE request (SIP/IP Core X to SIP/IP Cor B)

The SIP/IP Core X resolves the SIP/IP Core B esklpf the PoC Client B and forwards the SIP INVITE
request to the SIP/IP Core B.

Request-URI

SIP HEADERS
P-Asserted-Identity:
Accept-Contact:
User-Agent:
Privacy:
Referred-By:

Contact:

Supported:

Session-Expires:

sip:PoC-UserB@networkB.net

"PoC User A" <sip:PoC-UserA@networkA.net>
*:+g.poc.talkburst; require;explicit
PoC-serv/OMAL1.0

id

"PoC User A" <sip:PoC-UserA@networkA.net>

<sip: PoC-SessionABCDEF@PoC-ServerX.networkX.net;
session=1-1>;+g.poc.talkburst;isfocus

100rel,norefersub,timer

1800;refresher=uas

Allow: INVITE,ACK,CANCEL,BYE,PRACK,REFER,

P-Alerting-Mode: MAO

SDP PARAMETERS

c= IN IP6 50555::ccc:ddd:aaa:bbb

m= audio 53456 RTP/AVP 97 98

a= rt(pmap:97 AMR

a= rtpmap:98 EVRC/8000

a= rtcp:53080

m= application 50000 udp TBCP

a= fmtp: TBCP queuing=1; th_priority=2; timestamp=1

5. SIP 100 "Trying" response (SIP/IP Core B to SIAP Core X)

The SIP/IP Core B responds to the SIP INVITE retweth a SIP 100 "Trying" provisional response.
6. SIP INVITE request (SIP/IP Core B to PoC ServeB)

The SIP/IP Core B forwards the SIP INVITE requedhe PoC Server B.
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Request-URI

SIP HEADERS
P-Asserted-ldentity:
Accept-Contact:
User-Agent:
Privacy:
Referred-By:

Contact:

Supported:
Session-Expires:
Allow:

P-Alerting-Mode:

SDP PARAMETERS

sip:PoC-UserB@networkB.net

"PoC User A" <sip:PoC-UserA@networkA.net>
*:+g.poc.talkburst; require;explicit
PoC-serv/OMAL1.0

id

"PoC User A" <sip:PoC-UserA@networkA.net>

<sip: PoC-SessionABCDEF@PoC-ServerX.networkX.net;
session=1-1>;+g.poc.talkburst; isfocus

100rel,norefersub,timer

1800;refresher=uas
INVITE,ACK,CANCEL,BYE,PRACK,REFER,
MAO

IN IP6 50555::ccc:ddd:aaa:bbb
audio 53456 RTP/AVP 97 98
rtpmap:97 AMR

rtpmap:98 EVRC/8000
rtcp:53080

application 50000 udp TBCP

fmtp: TBCP queuing=1; th_priority=2; timestamp=1

7. SIP 100 "Trying" response (PoC Server B to SIPP Core B)

The PoC Server B responds to the SIP INVITE relgwéh a SIP 100 "Trying" provisional response.

8. SIP 200 "OK" response (PoC Server B to SIP/IP Gre B)

The PoC Server B receives the SIP INVITE requdsttifies that auto answer is defined for the Riiént B and
that the PoC Client B has already a Pre-establiSesdion established. Therefore the PoC Serven@sse SIP
200 "OK" final response to the SIP INVITE requesthe SIP/IP Core B. The SIP 200 "OK" responseig s
along the signalling path. The SIP 200 "OK" resmoosntains the SDP answer including the acceptetiame
information (e.g. Codecs, IP address and port nufgpef the PoC Server B) and accepted Talk Bugsttcol
Protocol. In this example PoC Server B knows B@E Client B only supports the EVRC codec and dp on
returns EVRC in the SDP answer and PoC Server Btheesame port for RTCP and the Talk Burst Control

Protocol.
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SIP HEADERS
P-Asserted-ldentity:
Require:

Server:

Contact:
Session-Expires:
P-Answer-State:

Allow:

"PoC User B" <sip:PoC-UserB.networkB.net>

timer

PoC-serv/OMA1.0
<sip:PoC-ServerB@networkB.net>;+g.poc.talkburst
1800;refresher=uas

Unconfirmed

INVITE,ACK,CANCEL,BYE,PRACK,REFER,
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SDP PARAMETERS

c= IN IP6 99055::fff.aaa:eee:bbb

m= audio 99006 RTP/AVP 98

a= rtpmap:98 EVRC/8000

a= rtcp:90000

m= application 90000 udp TBCP

a= fmtp:TBCP queuing=1; tb_priority=2; timestamp=1

A. TBCP Connect message (PoC Server B to PoC ClieB}

In order to inform about the invitation to a PoGS8en the PoC Server B sends the TBCP ConnecetBalC
Client B. The message includes the PoC Sessionitigen

B TBCP Talk Burst Acknowledgement ( PoC Client B toPoC Server)
The PoC Client B acknowledges the reception offBEP Connect message.
9. SIP 200 "OK" response (SIP/IP Core B to SIP/IRCore X)
The SIP/IP Core B forwards the SIP 200 "OK" firedponse to the SIP/IP Core X.
SIP HEADERS

P-Asserted-Identity: "PoC User B" <sip:PoC-UserB@networkB.net>

Require: timer
Server: PoC-serv/OMAL.0
Contact: <sip:PoC-ServerB.networkB.net>;+g.poc.talkburst

Session-Expires: 1800;refresher=uas

P-Answer-State: Unconfirmed

Allow: INVITE,ACK,CANCEL,BYE,PRACK,REFER,
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SDP PARAMETERS

c= IN IP6 99055::fff.aaa:eee:bbb

m= audio 99006 RTP/AVP 98

a= rtpmap:98 EVRC/8000

a= rtcp:90000

m= application 90000 udp TBCP

a= fmtp: TBCP queuing=1; tb_priority=2;

timestamp=1

10. SIP 200 "OK" response (SIP/IP Core X to PoC Seer X)
The SIP/IP Core X forwards the SIP 200 "OK" resgmto the PoC Server X.

SIP HEADERS

P-Asserted-ldentity: "PoC User B"<sip:PoC-UserB@networkB.net>
Require: timer

Server: PoC-serv/OMAL1.0

Contact: <sip:PoC-ServerB.networkB.net>;+g.poc.talkburst
Session-Expires: 1800;refresher=uas

P-Answer-State: Unconfirmed

Allow: INVITE,ACK,CANCEL,BYE,PRACK,REFER,

SDP PARAMETERS

c= IN IP6 99055::fff.aaa:eee:bbb

m= audio 99006 RTP/AVP 97

a= rtpmap:97 AMR

a= rtcp:90000

m= application 90000 udp TBCP

a= fmtp: TBCP queuing=1; tb_priority=2;

timestamp=1

11. The invitation towards the PoC Client B has ben accepted

The PoC Server X sends a notification towardPth€ Client A that the Invited PoC User is avagedhd
capable of receiving the media.

12. SIP ACK request (PoC Server X to SIP/IP Core X
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The PoC Server X acknowledges the SIP 200 "OKjarse with a SIP ACK request sent to the SIP/IReGor
13. SIP ACK request (SIP/IP Core X to SIP/IP CoreB)

The SIP/IP Core X forwards the SIP ACK requesh®SIP/IP Core B.
14. SIP ACK request (SIP/IP Core B to PoC Server B

The SIP/IP Core B forwards the SIP ACK requeshtoPoC Server B.
C. TBCP Talk Burst Taken (PoC Server X to PoC Sersr B)

The PoC Server X sends the TBCP Talk Burst Taggha PoC Server B. Unless privacy is requireditBEP
Talk Burst Taken message includes the Talker Identi

D. TBCP Talk Burst Taken (PoC Server B to PoC Cliat B)

The PoC Server B sends the TBCP Talk Burst Tai¢he PoC Client B. Unless privacy is required TBEP
Talk Burst Taken message includes the Talker Idemtie PoC Server B includes a request to acknayaldke
message.

E. TBCP Talk Burst Acknowledgement message (PoC ieht B to PoC Server B)

The PoC Client B acknowledges the reception offBEP Talk Burst Taken message.

F.4 Ad-hoc and 1-1 PoC Session establishment On-dem and
Session

F.4.1  Originating flow — Unconfirmed Indication

The signaling sequences in this subclause showdtiadlishment of the Ad-hoc PoC Session using omade signaling in
the originating side. As a prerequisite for thedemand signaling, PoC Client needs to be registered

This flow shows the signaling sequence for the nfiomed case. In this case a SIP 183 “Session Bssfjresponse is
received from the terminating side before a SIP ‘ZK” response is sent, PoC Server performing tbat@lling PoC
Function, sends a SIP 200 "OK" response to the G@dt. In this flow the media buffering is supfea and the TBCP
Talk Burst Granted is sent after the SIP 183 “SesBirogress” is received. If buffering is not soted the TBCP Talk
Burst Granted is sent after the SIP 200 “OK” iseieed. The flow is as shown in FiguréAd-hoc PoC Session
establishment on the originating side using on-deasignaling, unconfirmed case".
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Figure 7: Ad-hoc PoC Session establishment on theiginating side using on-demand signaling, unconfimed case

The steps of the flow are as follows:

1. SIP INVITE request (from PoC Client A to SIP/IP Core A)

The PoC Client A sends a SIP INVITE request toSH&/IPCore A.

Request-URI

SIP HEADERS

P-Preferred-ldentity:

Accept-Contact:
User-Agent:

Privacy:

sip:PoCConferenceFactoryURI.networkA.net

"PoC User A" <sip:PoC-UserA@networkA.net>

*.+g.poc.talkburst; require;explicit

PoC-client/OMA1.0 Acme-Talk5000/v1.01

id
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Contact: <sip: PoC-ClientA.networkA.net>;+g.poc.talkburst
Supported: timer

Session-Expires: 1800;refresher=uac

Allow: INVITE,ACK,CANCEL,BYE,REFER,

Content-Type: multipart/mixed

Require: recipient-list-invite

P-Alerting-Mode: MAO

SDP PARAMETERS

Content-Type: application/sdp

c= IN IP6 5555::aaa:bbb:ccc:ddd

m= audio 3456 RTP/AVP 97

a= rtpmap:97 AMR

a= rtcp:5560

m= application 2000 udp TBCP

a= fmtp: TBCP queuing=1; tb_priority=2; timestamp=1

XML MIME BODY

Content-Type: application/resource-lists+xml

Content-Disposition: recipient-list

<?xml version="1.0" encoding="UTF-8"?>

<resource-lists xmlns="urn:ietf:params:xml:ns:resedists"
xmlins:xsi="http://www.w3.0rg/2001/XMLSchema-insta'ie

<list>
<entry uri="sip:PoC-UserB@networkB.com" />

<entry uri="sip:PoC-UserC@networkC.com" />
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<entry uri="sip:PoC-UserD@networkD.com" />
</list>

</resource-lists>

2. SIP 100 "Trying" response (from SIP/IP Core A b PoC Client A)
The SIP/IP Core A returns a SIP 100 "Trying" resgmn
3. SIP INVITE request (from SIP/IP Core A to PoC Srver A)
The SIP/IPCore A forwards the SIP INVITE request to the PoC SeAe

Request-URI sip:PoCConferenceFactoryURI.networkA.net
SIP HEADERS

P-Asserted-ldentity: "PoC User A" <sip:PoC-UserA@networkA.net>
Accept-Contact: *.+g.poc.talkburst; require;explicit

User-Agent: PoC-client/OMA1.0 Acme-Talk5000/v1.01
Privacy: id

Contact: <sip:PoC-ClientA.networkA.net>;+g.poc.talkburst
Supported: timer

Session-Expires: 1800;refresher=uac

Allow: INVITE,ACK,CANCEL,BYE,REFER,
Content-Type: multipart/mixed

Require: recipient-list-invite

P-Alerting-Mode: MAO

SDP PARAMETERS

Content-Type: application/sdp

c= IN IP6 5555::aaa:bbb:ccc:ddd
m= audio 3456 RTP/AVP 97

a= rtpmap:97 AMR

a= rtcp:5560

m= application 2000 udp TBCP

[0 2009 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-PoC_ControlPlane-V1_0_3-20090922-A Page 162 (276)

XML MIME BODY

Content-Type:

Content-Disposition:

fmtp:TBCP queuing=1; tb_priority=2; timestamp=1

application/resource-lists+xml

recipient-list

<?xml version="1.0" encoding="UTF-8"?>

<resource-lists xmlns="urn:ietf:params:xml:ns:resedists"
xmlins:xsi="http://www.w3.0rg/2001/XMLSchema-instaie

<list>
<entry uri="sip:PoC-UserB@networkB.com" />
<entry uri="sip:PoC-UserC@networkC.com" />
<entry uri="sip:PoC-UserD@networkD.com" />
</list>

</resource-lists>

4. SIP 100 "Trying" response (from PoC Server Ad SIP/IP Core A)

The PoC Server A sends a SIP 100 "Trying" resptmsiee SIP/IR-Core A.

5. PoC Server A sends SIP INVITE requests towardthe Invited PoC Clients

The PoC Server A sends SIP INVITE requests tdrthiged PoC Clients as shown in FiguréRoC Session
invitation with automatic answer ".

Request-URI

SIP HEADERS
P-Asserted-Identity:
Accept-Contact:
User-Agent:
Referred-By:
Privacy:

Contact:

sip:PoC-UserB@networkB.net

"PoC User A" <sip:PoC-UserA@networkA.net>
*'+g.poc.talkburst; require;explicit
PoC-serv/OMA1.0

"PoC User A" <sip:PoC-UserA@networkA.net>
id

<sip:PoC-SessionABCDEF@PoC-
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ServerA.networkA.net;session=adhoc>;+g.poc.talktisfecus

Supported: 100rel,timer

Session-Expires: 1800;refresher=uas

Allow: INVITE,ACK,CANCEL,BYE,PRACK,UPDATE,REFER,
P-Alerting-Mode: MAO

SDP PARAMETERS

c= IN IP6 50555::ccc:ddd:aaa:bbb

m= audio 53456 RTP/AVP 97 98

a= rtpmap:97 AMR

a= rtpmap:98 EVRC/8000

a= rtcp:53080

m= Application 50000 udp TBCP

a= fmtp:TBCP queuing=1; tb_priority=2; timestamp=1

6. PoC Server A receives SIP 183 "Session Progsesesponse

The PoC Server A receives the first SIP 183 "SesBimgress" response as shown in FiguliedC Session
invitation with automatic answer ".

SIP HEADERS

P-Asserted-Identity: "PoC User B" <sip:PoC-UserB@networkB.net>

Server: PoC-serv/OMA1.0

Contact: <sip:PoC-ServerB@networkBPoC-SessionABCDEF@PoC-
ServerB.networkB.net>

P-Answer-State: Unconfirmed

Allow: INVITE,ACK,CANCEL,BYE, PRACK, UPDATE, REFER,

A. TBCP Talk Burst Granted (PoC Server A to PoC Cient A)

The PoC Server A sends TBCP Talk Burst Granted agesto PoC Client A. This step may occur before ATK
request or SIP 200 OK,”, because the SIP 200 “Gisponse travels through the SIP IP/Core, and tHePTgacket is
sent directly from the PoC Server to the PoC Client

7. SIP 200 "OK" response (from PoC Server A to S¥/IP Core A)

The PoC Server A sends a SIP 200 "OK" to SIP/IRe@or(Optionally PoC Server A inserts Talk Bursaged
indication into the SIP 200 "OK" response).
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SIP HEADERS
P-Asserted-Identity:
Server:

Contact

Require:
Session-Expires:
P-Answer-State:
Allow:

Supported:

SDP PARAMETERS

SIP HEADERS
P-Asserted-Identity:
Server:

Contact

Require:
Session-Expires:
P-Answer-State:
Allow:

Supported:

SDP PARAMETERS

<sip:PoCConferenceFactoryURI.networkA.net>
PoC-serv/OMA1.0

<sip:PoC-SessionABCDEF@PoC-
ServerA.networkA.net;session=adhoc>;+g.poc.talkbisfocus

timer

1800;refresher=uac

Unconfirmed

INVITE,ACK,CANCEL,BYE, PRACK, UPDATE, REFER,

norefersub

IN IP6 57777::eee:fff.:aaa:bbb
audio 57787 RTP/AVP 97
rtpmap:97 AMR

rtcp:57000

application 57790 udp TBCP

fmtp: TBCP queuing=1; tb_priority=2; timestamp=1

8. SIP 200 "OK" response (from SIP/IP Core A to P& Client A)
The SIP/IP Core A forwards the 200 "OK" responsBa@ Client A

<sip:PoCConferenceFactoryURI.networkA.net >
PoC-serv/OMA1.0

<sip:PoC-SessionABCDEF@PoC-
ServerA.networkA.net;session=adhoc>;+g.poc.talkbisfocus

timer

1800;refresher=uac

Unconfirmed

INVITE,ACK,CANCEL,BYE, PRACK, UPDATE, REFER,

norefersub
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c= IN IP6 57777:.eee:fff.aaa:bbb

m= audio 57787 RTP/AVP 97

a= rt(pmap:97 AMR

a= rtcp:57000

m= application 57790 udp TBCP

a= fmtp: TBCP queuing=1; tb_priority=2; timestamp=1

9. SIP ACK request (from PoC Client A to SIP/IP Coe A)

The PoC Client A sends a SIP ACK request to SIEbRe A
10. SIP ACK request (from SIP/IP Core A to PoC Sarer A)

The SIP/IP Core A forwards the SIP ACK requestda€Server A
B. PoC Client sends RTP Media to PoC Server A

The PoC Client A sends RTP Media packets to Po@eBéy

F.4.2  Originating flow — Confirmed Indication with manual answer

The signaling sequences in this subclause showdtadlishment of the 1-1 PoC Session using on-dérmsignaling in the
originating side. As a prerequisite for the on-dathsignaling, PoC Client needs to be registered.

This flow shows the signaling sequence for the €omd indication case when the terminating sidevans manually and
SIP 200 “OK” is not sent before the SIP 200 “OKdrn the terminating side is received. The flow islaswn in Figure 8
"Ad-hoc PoC Session establishment on the origigagide using on-demand signaling, confirmed caseualaanswer "
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PoC Client A Home Network

PoC Client A SIP/IP Core A
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1. INVITE—¥
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€ 11. 200 OK (INVITE)—

12. ACK—»
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13. ACK—|

Figure 8: Ad-hoc PoC Session establishment on theiginating side using on-demand signaling, confirme case

The steps of the flow are as follows:

manual answer

1. SIP INVITE request (from PoC Client A toSIP/IP Core A)

The PoC Client A sends a SIP INVITE request to IBI&ore A.

Request-URI sip:PoCConferenceFactoryURI@.networkA.net
SIP HEADERS

P-Preferred-ldentity: "PoC User A" <sip:PoC-UserA@networkA.net>
Accept-Contact: *+g.poc.talkburst; require;explicit

User-Agent: PoC-client/OMA1.0 Acme-Talk5000/v1.01
Privacy: id
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Contact: <sip:PoC-ClientA.networkA.net>;+g.poc.talkburst
Supported: Timer

Session-Expires: 1800;refresher=uac

Allow: INVITE,ACK,CANCEL,BYE,REFER,

Require: recipient-list-invite

Content-Type: multipart/mixed

SDP PARAMETERS

Content-Type: application/sdp

c= IN IP6 5555::aaa:bbb:ccc:ddd

m= audio 3456 RTP/AVP 97

a= rtpmap:97 AMR

a= rtcp:5560

m= application 2000 udp TBCP

a= fmtp: TBCP queuing=1; tb_priority=2; timestamp=1

XML MIME BODY

Content-Type: application/resource-lists+xml

Content-Disposition: recipient-list

<?xml version="1.0" encoding="UTF-8"?>

<resource-lists xmlns="urn:ietf:params:xml:ns:resedists"
xmlins:xsi="http://www.w3.0rg/2001/XMLSchema-insta'ie

<list>
<entry uri="sip:PoC-UserB@networkB.com" />

</list>
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</resource-lists>

2. SIP 100 "Trying" response (from SIP/IP Core A b PoC Client A)
The SIP/IP Core A sends a SIP 100 "Trying" resptogoC Client A.
3. SIP INVITE request (from SIP/IP Core A to PoC ®rver A)
The SIP/IP Core A forwards the SIP INVITE requestite PoC Server A.

Request-URI sip:PoCConferenceFactoryURI.networkA.net
SIP HEADERS

P-Asserted-Identity: "PoC User A" <sip:PoC-UserA@networkA.net>
Accept-Contact: *+g.poc.talkburst; require;explicit

User-Agent: PoC-client/OMA1.0 Acme-Talk5000/v1.01
Privacy: id

Contact: <sip:PoC-ClientA.networkA.net>;+g.poc.talkburst
Supported: timer

Session-Expires: 1800;refresher=uac

Allow: INVITE,ACK,CANCEL,BYE,REFER,

Require: recipient-list-invite

Content-Type: multipart/mixed

SDP PARAMETERS

Content-Type: application/sdp

c= IN IP6 5555::aaa:bbb:ccc:ddd

m= audio 3456 RTP/AVP 97

a= rtpmap:97 AMR

a= rtcp:5560

m= application 2000 udp TBCP

a= fmtp:TBCP queuing=1; tb_priority=2; timestamp=1

XML MIME BODY
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Content-Type: application/resource-lists+xmi

Content-Disposition: recipient-list

<?xml version="1.0" encoding="UTF-8"?>

<resource-lists xmIns="urn:ietf:params:xml:ns:resedists"
xmlins:xsi="http://www.w3.0rg/2001/XMLSchema-instaie

<list>
<entry uri="sip:PoC-UserB@networkB.com" />
</list>

</resource-lists>

4. SIP 100 "Trying" response (from PoC Server Ad SIP/IP Core A)
The PoC Server A sends a SIP 100 "Trying" resptmsiee SIP/IP Core A.
5. PoC Server A sends SIP INVITE requests towardse Invited PoC Clients
The PoC Server A sends SIP INVITE requests torkigdd PoC Client

Request-URI sip:PoC-UserB@networkB.net

SIP HEADERS

P-Asserted-ldentity: "PoC User A" <sip:PoC-UserA@networkA.net>

Accept-Contact: *:+g.poc.talkburst; require;explicit

User-Agent: PoC-serv/IOMAL.0

Referred-By: "PoC User A" <sip:PoC-UserA@networkA.net>

Privacy: id

Contact: <sip:PoC-SessionABCDEF@PoC-ServerA.networkA.netjsas1-
1>;+g.poc.talkburst;isfocus

Supported: 100rel,timer

Session-Expires: 1800;refresher=uas

Allow: INVITE,ACK,CANCEL,BYE,PRACK,UPDATE,REFER,

SDP PARAMETERS
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c= IN IP6 50555::ccc:ddd:aaa:bbb

m= audio 53456 RTP/AVP 97 98

a= rt(pmap:97 AMR

a= rtpmap:98 EVRC/8000

a= rtcp:53080

m= Application 50000 udp TBCP

a= fmtp: TBCP queuing=1; tb_priority=2; timestamp=1

6. PoC Server A receives SIP 180 "Ringing" respae
The PoC Server A receives the SIP 180 "Ringingdoase.

SIP HEADERS

P-Asserted-ldentity: "PoC User B" <sip:PoC-UserB@networkB.net>

Privacy: id

Server: PoC-serv/OMAL1.0

Contact: <sip:PoC-SessionABCDEF@PoC-
ServerB.networkB.net>;+g.poc.talkburst

Allow: INVITE,ACK,CANCEL,BYE,PRACK,UPDATE,REFER,

7. SIP 180 "Ringing" response (from PoC Server Ao SIP/IP Core A)

The PoC Server A sends the SIP 180 "Ringing" respom the SIP/IP Core A.

SIP HEADERS

P-Asserted-ldentity: <sip:PoCConferenceFactoryURI.networkA.net>

Privacy: id

Server: PoC-serv/OMAL1.0

Contact: <sip:PoC-SessionABCDEF@PoC-
ServerA.networkA.net;session=1-1>;+g.poc.talkbigficus

Allow: INVITE,ACK,CANCEL,BYE,PRACK,UPDATE, REFER,

8. SIP 180 "Ringing" response (from SIP/IP Core Ao PoC Client A)

The SIP/IP Core A forwards the SIP 180 "Ringingspense to PoC Client A.

SIP HEADERS
Server: PoC-serv/OMAL.0
Contact: <sip:PoC-SessionABCDEF@PoC-ServerA.networkA.netjsaes 1-

[0 2009 Open Mobile Alliance Ltd. All Rights Reserve  d.

Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-PoC_ControlPlane-V1_0_3-20090922-A Page 171 (276)

1>;+g.poc.talkburst;isfocus

Allow: INVITE,ACK,CANCEL,BYE,PRACK,UPDATE,REFER,

9. PoC Server A receives SIP 200 "OK" response

The first SIP 200 "OK" response is received from tirminating PoC network

SIP HEADERS

P-Asserted-Identity:

"PoC User B" <sip:PoC-UserB@networkB.net>

Privacy: id
Require: timer
Server: PoC-serv/OMAL1.0

Session-Expires:

Contact:

SDP PARAMETERS

1800;refresher=uac

<sip:PoC-SessionABCDEF@PoC-
ServerB.networkB.net>;+g.poc.talkburst

c= IN IP6 99055::fff.aaa:eee:bbb

m= audio 99006 RTP/AVP 97

a= rtpmap:97 AMR

a= Rtcp:90000

m= application 90000 udp TBCP

a= fmtp: TBCP queuing=1; tb_priority=2;timestamp=1

10. SIP 200 "OK" response (from PoC Server A to IR/IP Core A)
The PoC Server A sends a SIP 200 "OK" responséPhPSCore A. (Optionally PoC Server A inserts TBGRinted

indication into the SIP 200 "OK" response).

SIP HEADERS

P-Asserted-ldentity:

<sip:PoCConferenceFactoryURI.networkA.net>

Privacy: id
Require: timer
Server: PoC-serv/OMAL1.0

Session-Expires:

Contact:

1800;refresher=uac

<sip:PoC-SessionABCDEF@PoC-ServerA.networkA.netjsas 1-
1>;+g.poc.talkburst;isfocus
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Allow: INVITE,ACK,CANCEL,BYE,PRACK,UPDATE, REFER,

Supported: norefersub

SDP PARAMETERS

c= IN IP6 57777::eee:fff.aaa:bbb

m= audio 57787 RTP/AVP 97

a= rtpmap:97 AMR

a= Rtcp:57000

m= application 57790 udp TBCP

a= fmtp: TBCP queuing=1; tb_priority=2; timestamp=1

11. SIP 200 "OK" response (from SIP/IP Core A to BC Client A)
The SIP/IP Core A forwards the SIP 200 "OK" resgotassPoC Client A.

SIP HEADERS

Require: timer

Server: PoC-serv/IOMAL1.0

Session-Expires: 1800;refresher=uac

Contact: <sip:PoC-SessionABCDEF@PoC-ServerA.networkA.nedjeas1-
1>;+g.poc.talkburst;isfocus

Allow: INVITE,ACK,CANCEL,BYE,PRACK,UPDATE, REFER,

Supported: norefersub

SDP PARAMETERS

c= IN IP6 57777:.eee:fff.aaa:bbb

m= audio 57787 RTP/AVP 97

a= rtpmap:97 AMR

a= Rtcp:57000

m= application 57790 udp TBCP

a= fmtp: TBCP queuing=1; th_priority=2; timestamp=1

12. SIP ACK request (from PoC Client A to SIP/IP @re A)
The PoC Client A sends a SIP ACK request to SIBbRe A.

13. SIP ACK request (from SIP/IP Core A to PoC Serer A)
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The SIP/IP Core A forwards the SIP ACK requesta@FServer A
A. TBCP Talk Burst Granted (PoC Server A to PoC Cient A)

The PoC Server A sends TBCP Talk Burst Granted agesto PoC Client A. This step do not wait SIP AeKuest.
B. PoC Client sends RTP Media to PoC Server A

The PoC Client A sends RTP Media packets to Po@eBéy

F.5 Ad-hoc and 1-1 PoC Session establishment On-dem and
Session

F.5.1 Terminating flow — Manual Answer
PoC Server X invites the PoC Client B to a PoC iBadsy sending a SIP INVITE request to the terminmaSIP/IP Core.

The signaling sequences in this subclause showdtiadblishment of the Ad-hoc or 1-1 PoC Sessiongusindemand
signaling in the terminating side. As a preregaiilr the on-demand signaling, the PoC Client n¢éed® registered.

This scenario applies for the On-demand Sessian cas

This flow shows the signaling sequence for the rmhanswer case. The flow is as shown in Figue®C Session
invitation with manual answer".

[0 2009 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-PoC_ControlPlane-V1_0_3-20090922-A

Page 174 (276)

&
)

——211. 180 Ringing—»

A

16. 200 OK—p|

[€—17. ACK

10. 180 Ringing

15. 200 OK:

—A. Talk Burst Taken»

18. ACK:

[ €—38. 180 Ringing—
——29. 180 Ringing—

[€——13. 200 OK:
14. 200 OK—p|

—B Talk Burst Taken—»|

[ 19. ACK

SIP/IP Core X PoC Server X ‘ ‘ PoC Server B SIP/IP Core B PoC Client B
(controlling) (participating)
1. Session invitation has
been received to invite the
PoC Client B
[ €——2. INVITE——
3. INVITE »
—4. INVITE
5. INVITE—/
6. INVITE—

[€—7. 180 Ringing—

[€——12. 200 OK:

—B. Talk Burst Taken—»

20. ACK—p|

21. ACK—p

Figure 9: PoC Session invitation with manual answer

The steps of the flow are as follows:

1. Session invitation has been received to invikoC Client

2. SIP INVITE request (from the PoC Server X to SP/IP Core X)

PoC Server X sends the SIP INVITE request to SIE6Re X.

Request-URI

sip:PoC-UserB@networkB.net
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SIP HEADERS
P-Asserted-ldentity:
Accept-Contact:
User-Agent:
Referred-By:
Privacy:

Contact:

Supported:
Session-Expires:

Allow:

SDP PARAMETERS

"PoC User A" <sip:PoC-UserA@networkA.net>
*:+g.poc.talkburst; require;explicit
PoC-serv/OMA1.0

"PoC User A" <sip:PoC-UserA@networkA.net>
id

sip:PoC-SessionABCDEF@PoC-ServerX.networkX.netises4-
1>;+g.poc.talkbust; isfocus

100rel,norefersub,timer
1800;refresher=uas

INVITE,ACK,CANCEL,BYE,PRACK,UPDATE,REFER,

IN IP6 50555::ccc:ddd:aaa:bbb
audio 53456 RTP/AVP 97 98
rtpmap:97 AMR

rtpmap:98 EVRC/8000
rtcp:53080

Application 50000 udp TBCP

fmtp: TBCP queuing=1; tb_priority=2; timestamp=1

3. SIP INVITE request (from SIP/IP Core X to SIP/IP Core B)

SIP/IP Core X forwards the SIP INVITE request t®/8P Core B.

Request-URI

SIP HEADERS
P-Asserted-ldentity:
Accept-Contact:
User-Agent:
Referred-By:

Privacy:

sip:PoC-UserB@networkB.net

"PoC User A" <sip:PoC-UserA@networkA.net>
*:+g.poc.talkburst; require;explicit
PoC-serv/IOMA1.0

"PoC User A" <sip:PoC-UserA@networkA.net>
id
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Contact:

Supported:
Session-Expires:

Allow:

SDP PARAMETERS

<sip:PoC-SessionABCDEF@PoC-ServerX.networkX.netjeas1-
1>;+g.poc.talkburst;isfocus

100rel,norefersub,timer
1800;refresher=uas

INVITE,ACK,CANCEL,BYE,PRACK,UPDATE,REFER,

IN IP6 50555::ccc:ddd:aaa:bbb
audio 53456 RTP/AVP 97 98
rt(pmap:97 AMR

rtpmap:98 EVRC/8000
rtcp:53080

Application 50000 udp TBCP

fmtp: TBCP queuing=1; tb_priority=2; timestamp=1

4. SIP INVITE request (from SIP/IP Core B to PoC ®rver B)

SIP/IP Core B forwards the SIP INVITE request t&CRRerver B.

Request-URI

SIP HEADERS
P-Asserted-ldentity:
Accept-Contact:
User-Agent:
Referred-By:
Privacy:

Contact:

Supported:
Session-Expires:

Allow:

SDP PARAMETERS

c=

sip:PoC-UserB@networkB.net

"PoC User A" <sip:PoC-UserA@networkA.net>
*:+g.poc.talkburst; require;explicit
PoC-serv/IOMA1.0

"PoC User A" <sip:PoC-UserA@networkA.net>
id

<sip:PoC-SessionABCDEF@PoC-ServerX.networkX.netjeas1-
1>;+g.poc.talkburst;isfocus

100rel,norefersub,timer
1800;refresher=uas

INVITE,ACK,CANCEL,BYE,PRACK,UPDATE,REFER,

IN IP6 50555::ccc:ddd:aaa:bbb
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audio 53456 RTP/AVP 97 98
rt(pmap:97 AMR

rtpmap:98 EVRC/8000
rtcp:53080

Application 50000 udp TBCP

fmtp:TBCP queuing=1; tb_priority=2; timestamp=1

5. SIP INVITE request (from PoC Server B to SIP/IPCore B)

PoC Server B sends a SIP INVITE request to SIP4RB.

Request-URI

SIP HEADERS
P-Asserted-Identity:
Accept-Contact:
User-Agent:
Privacy:

Contact:

Supported:
Session-Expires:
P-Alerting-Mode:

Allow:

SDP PARAMETERS

sip:PoC-UserB@networkB.net

"PoC User A" <sip:PoC-UserA@networkA.net>
*'+g.poc.talkburst; require;explicit
PoC-serv/OMA1.0

id

<sip:PoC-SessionABCDEF@PoC_ServerB.networkB.nestimes1-
1>;+g.poc.talkburst

norefersub,timer
1800;refresher=uas
Manual

INVITE,ACK,CANCEL,BYE,PRACK,UPDATE,REFER,

IN IP6 60333::ddd: ccc:aaa:bbb
audio 63776 RTP/AVP 98
rtpmap:98 EVRC/8000
rtcp:63090

Application 60000 udp TBCP

fmtp: TBCP queuing=1; tb_priority=2; timestamp=1

6. SIP INVITE request (from SIP/IP Core B to PoC Jient B)

SIP/IP Core B forwards the SIP INVITE request tcCRolient B.
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Request-URI sip:PoC-UserB@networkB.net

SIP HEADERS

Accept-Contact: *:+g.poc.talkburst; require;explicit

User-Agent: PoC-serv/IOMAL.0

Contact: <sip:PoC-SessionABCDEF@PoC_ServerB.networkB.neli@es1-
1>; +g.poc.talkburst

Supported: norefersub,timer

Session-Expires: 1800;refresher=uas

P-Alerting-Mode: Manual

Allow: INVITE,ACK,CANCEL,BYE,PRACK,UPDATE,REFER,

SDP PARAMETERS

c= IN IP6 60333::ddd: ccc:aaa:bbb

m= audio 63776 RTP/AVP 98

a= rtpmap:98 EVRC/8000

a= rtcp:63090

m= Application 60000 udp TBCP

a= fmtp:TBCP queuing=1; tb_priority=2; timestamp=1

7. SIP 180 "Ringing" response (from PoC Client Bo SIP/IP Core B)
PoC Client B sends a SIP 180 "Ringing" respons&lfgIP Core B.

SIP HEADERS

P-Preferred-ldentity: "PoC User B" <sip:PoC-UserB@networkB.net>
Privacy: id

Require: timer

Server: PoC-client/OMA1.0 Acme-Talk5000/v1.01
Contact: <sip:PoC-ClientB.networkB.net>;+g.poc.talkburst
Allow: INVITE,ACK,CANCEL,BYE,REFER,

8. SIP 180 "Ringing" response (from SIP/IP Core Bo PoC Server B)
SIP/IP Core B forwards the SIP 180 "Ringing" regmto PoC Server B.
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SIP HEADERS
P-Asserted-Identity:
Privacy:

Require:

Server:

Contact:

Allow:

"PoC User B" <sip:PoC-UserB@networkB.net>

id

timer

PoC-client/ OMA1.0 Acme-Talk5000/v1.01
<sip:PoC-ClientB.@networkB..net>; +g.poc.talkburst

INVITE,ACK,CANCEL,BYE,REFER,

9. SIP 180 "Ringing" response (from PoC Server Bo SIP/IP Core B)

PoC Server B sends a SIP 180 "Ringing" responS¢RAP Core B.

SIP HEADERS
P-Asserted-Identity:
Privacy:

Server:

Contact:

Allow:

"PoC User B" <sip:PoC-UserB@networkB.net>
id
PoC-serv/OMA1.0

<sip:PoC-SessionABCDEF@PoC-
ServerB.networkB.net>;+g.poc.talkburst

INVITE,ACK,CANCEL,BYE,REFER,PRACK, UPDATE,

10. SIP 180 "Ringing" response (from SIP/IP CoreB to SIP/IP Core X)

SIP/IP Core B forwards the SIP 180 "Ringing" regmto SIP/IP Core X.

SIP HEADERS
P-Asserted-Identity:
Privacy:

Server:

Contact:

Allow:

"PoC User B" <sip:PoC-UserB@networkB.net>
id
PoC-serv/OMA1.0

<sip:PoC-SessionABCDEF@PoC-
ServerB.networkB.net>;+g.poc.talkburst

INVITE,ACK,CANCEL,BYE, PRACK, UPDATE, REFER,

11. SIP 180 "Ringing" response (from SIP/IP CoreX to PoC Server X)

SIP/IP Core X forwards the SIP 180 "Ringing" resgmto PoC Server X.

SIP HEADERS
P-Asserted-ldentity:

Privacy:

"PoC User B" <sip:PoC-UserB@networkB.net>
id
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Server: PoC-serv/ OMA1.0

Contact: <sip:PoC-SessionABCDEF@PoC-
ServerB.networkB.net>;+g.poc.talkburst

Allow: INVITE,ACK,CANCEL,BYE, PRACK, UPDATE, REFER,

12. SIP 200 "OK" response (from PoC Client B to 8/IP Core B)
PoC Client B sends a SIP 200 "OK" response to BIE6re B.

SIP HEADERS

P-Preferred-ldentity: "PoC User B" <sip:PoC-UserB@networkB.net>
Privacy: id

Require: timer

Server: PoC-client/OMA1.0 Acme-Talk5000/v1.01
Session-Expires: 1800;refresher=uas

Contact: <sip:PoC-ClientB.networkB.net>;+g.poc.talkburst
Allow: INVITE,ACK,CANCEL,BYE,REFER,

SDP PARAMETERS

c= IN IP6 75555::eee:aaa:fff:bbb

m= audio 75575 RTP/AVP 98

a= rtpmap:98 EVRC/8000

a= rtcp: 75000

m= application 75590 udp TBCP

a= fmtp: TBCP queuing=1; tb_priority=2;timestamp=1

13. SIP 200 "OK" response (from SIP/IP Core B tdPoC Server B)
SIP/IP Core B forwards the SIP 200 "OK" responsed@ Server B.

SIP HEADERS

P-Asserted-Identity: "PoC User B" <sip:PoC-UserB@networkB.net>
Privacy: id

Require: timer

Server: PoC-client/OMA1.0 Acme-Talk5000/v1.01
Session-Expires: 1800;refresher=uas
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Contact:

Allow:

SDP PARAMETERS

<sip:PoC-ClientB.networkB.net>;+g.poc.talkburst

INVITE,ACK,CANCEL,BYE,REFER,

IN IP6 75555::eee:aaa:fff:bbb
audio 75575 RTP/AVP 98
rtpmap:98 EVRC/8000
rtcp:75000

application 75590 udp TBCP

fmtp: TBCP queuing=1; tb_priority=2;timestamp=1

14. SIP 200 "OK" response (from PoC Server B to I®/IP Core B)

PoC Server B sends a SIP 200 "OK" response toF5Bdre B.

SIP HEADERS
P-Asserted-ldentity:
Privacy:

Require:

Server:
Session-Expires:

Contact:

SDP PARAMETERS

"PoC User B" <sip:PoC-UserB@networkB.net>
id

timer

PoC-serv/OMAL.0

1800;refresher=uas

<sip:PoC-SessionABCDEF@PoC-
ServerB.networkB.net>;+g.poc.talkburst

IN IP6 99055::fff.aaa:eee:bbb
audio 99006 RTP/AVP 98
rtpmap:98 EVRC/8000
rtcp:90000

application 90000 udp TBCP

fmtp: TBCP queuing=1; tb_priority=2;timestamp=1

15. SIP 200 "OK" response (from SIP/IP Core B t&SIP/IP Core X)

SIP/IP Core B forwards the SIP 200 "OK" respons8I®/IP Core X.

SIP HEADERS
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P-Asserted-Identity:
Privacy:

Require:

Server:
Session-Expires:

Contact:

SDP PARAMETERS

SIP HEADERS
P-Asserted-Identity:
Privacy:

Require:

Server:
Session-Expires:

Contact:

SDP PARAMETERS

"PoC User B" <sip:PoC-UserB@networkB.net>
id

timer

PoC-serv/OMA1.0

1800;refresher=uas

<sip:PoC-SessionABCDEF@PoC-
ServerB.networkB.net>;+g.poc.talkburst

IN IP6 99055::fff.aaa:eee:bbb
audio 99006 RTP/AVP 98
rtpmap:98 EVRC/8000
rtcp:90000

application 90000 udp TBCP

fmtp: TBCP queuing=1; tb_priority=2;timestamp=1

16. SIP 200 "OK" response (from SIP/IP Core X tdPoC Server X)
SIP/IP Core X forwards the SIP 200 "OK" responsBa€ Server X.

"PoC User B" <sip:PoC-UserB@networkB.net>
id

timer

PoC-serv/OMA1.0

1800;refresher=uas

<sip:PoC-SessionABCDEF@PoC-
ServerB.networkB.net>;+g.poc.talkburst

IN IP6 99055::fff.aaa:eee:bbb
audio 99006 RTP/AVP 98
rtpmap:98 EVRC/8000
rtcp:90000

application 90000 udp TBCP

[0 2009 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-PoC_ControlPlane-V1_0_3-20090922-A Page 183 (276)

a= fmtp: TBCP queuing=1; tb_priority=2;timestamp=1

A. TBCP Talk Burst Taken message (from PoC Server X t€oC Server B).
The TBCP Talk Burst Taken message is sent to intherPoC Client B that another PoC Client has lgganted to
send a Talk Burst. The message contains the igaitthe PoC User that has been granted to seradkaBUrst.

B. TBCP Talk Burst Taken message (from PoC Server B tBoC Client B).
The TBCP Talk Burst Taken message is sent to intberPoC Client B that another PoC Client has lgganted to
send a Talk Burst. The message contains the igaritthe PoC User that has been granted to seradkaBUrst.

17. SIP ACK request (from PoC Server X to SIP/IP Gre X)
PoC Server X sends a SIP ACK request to SIP/IP Rore
18. SIP ACK request (from SIP/IP Core X to SIP/IPCore B)
SIP/IP Core X forwards the SIP ACK request to S?RZlore B.
19. SIP ACK request (from SIP/IP Core B to PoC Sefer B)
SIP/IP Core B forwards the SIP ACK request to Ba@ver B.
20. SIP ACK request (from PoC Server B to SIP/IP Gre B)
PoC Server B sends a SIP ACK request to SIP/IP Bore
21. SIP ACK request (from SIP/IP Core B to PoC Cknt B)
SIP/IP Core B forwards the SIP ACK request to Riént B.

F.5.2 Terminating flow — Automatic Answer

This flow shows the automatic answer case for thedl@mand Session case. The flows in FigurtPHC Session invitation
with automatic answershows the message flow for the scenario
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PoC Client A Home PoC Client B Home
Network Network
SIP/IP Core X PoC Server X ‘ ‘ PoC Server B SIP/IP Core B PoC Client B
(controlling) (participating)
I

1. Session invitation has
been received to invite the

PoC Client B
[ €—2. INVITE
3. INVITE >
[ —4. INVITE
5. INVITE—/—
6. INVITE—/
I-7. 183 Session Progressy
< 8. 183 Session Progress

-9. 183 Session Progressy
[ €——10. PRACK:

11. PRACK: »
[ €——12. PRACK:
—13. 200 "OK" (PRACK)»

< 14. 200 "OK" (PRACK}
[-15. 200 "OK" (PRACK)|

l€=16. 200 OK (INVITE)}—
€=17. 200 OK (INVITE)}—
—18. 200 OK (INVITE)->|

< 19. 200 OK (INVITE)
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25. ACK——p|

Figure 10: PoC Session invitation with automatic aswer

The steps of the flow are as follows:

1. Session invitation has been received to inviteoR Client

2. SIP INVITE request (from PoC Server X to SIP/IPCore X)
PoC Server X sends the SIP INVITE request to SIEBbR X

Request-URI sip:PoC-UserB@networkB.net
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SIP HEADERS
P-Asserted-ldentity:
Accept-Contact:
User-Agent:
Referred-By:
Privacy:

Contact:

Supported:
Session-Expires:

Allow:

SDP PARAMETERS

"PoC User A" <sip:PoC-UserA@networkA.net>
*:+g.poc.talkburst; require;explicit
PoC-serv/IOMA1.0

"PoC User A" <sip:PoC-UserA@networkA.net>
id

<sip:PoC-SessionABCDEF@PoC-
ServerX.networkX.net;session=adhoc>; +g.poc.talghisfocus

100rel,norefersub,timer
1800;refresher=uas

INVITE,ACK,CANCEL,BYE,PRACK,UPDATE,REFER,

IN IP6 50555::ccc:ddd:aaa:bbb
audio 53456 RTP/AVP 97 98
rt(pmap:97 AMR

rtpmap:98 EVRC/8000
rtcp:53080

Application 50000 udp TBCP

fmtp: TBCP queuing=1; tb_priority=2; timestamp=1

3. SIP INVITE request (from SIP/IP Core X to SIP/IP Core B)
SIP/IP Core X forwards the SIP INVITE request t&®/8P Core B

Request-URI

SIP HEADERS
P-Asserted-ldentity:
Accept-Contact:
User-Agent:
Referred-By:
Privacy:

Contact:

sip:PoC-UserB@networkB.net

"PoC User A" <sip:PoC-UserA@networkA.net>
*:+g.poc.talkburst; require;explicit
PoC-serv/OMA1.0

"PoC User A" <sip:PoC-UserA@networkA.net>
id

<sip:PoC-SessionABCDEF@PoC-
ServerX.networkX.net;session=adhoc>; +g.poc.talghisfocus
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Supported:
Session-Expires:

Allow:

SDP PARAMETERS

Request-URI

SIP HEADERS
P-Asserted-Identity:
Accept-Contact:
User-Agent:
Referred-By:
Privacy:

Contact:

Supported:
Session-Expires:

Allow:

SDP PARAMETERS

100rel,norefersub,timer
1800;refresher=uas

INVITE,ACK,CANCEL,BYE,PRACK,UPDATE,REFER,

IN IP6 50555::ccc:ddd:aaa:bbb
audio 53456 RTP/AVP 97 98
rtpmap:97 AMR

rtpmap:98 EVRC/8000
rtcp:53080

Application 50000 udp TBCP

fmtp: TBCP queuing=1; tb_priority=2; timestamp=1

4. SIP INVITE request (from SIP/IP Core B to PoC Serve B)
SIP/IP Core B forwards the SIP INVITE request t@CRRerver B.

sip:PoC-UserB@networkB.net

"PoC User A" <sip:PoC-UserA@networkA.net>
*'+g.poc.talkburst; require;explicit
PoC-serv/OMA1.0

"PoC User A" <sip:PoC-UserA@networkA.net>
id

<sip:PoC-SessionABCDEF@PoC-
ServerX.networkX.net;session=adhoc>; +g.poc.talghisfocus

100rel,norefersub,timer
1800;refresher=uas

INVITE,ACK,CANCEL,BYE,PRACK,UPDATE,REFER,

IN IP6 50555::ccc:ddd:aaa:bbb
audio 53456 RTP/AVP 97 98
rt(pmap:97 AMR

rtpmap:98 EVRC/8000
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rtcp:53080
Application 50000 udp TBCP

fmtp: TBCP queuing=1; tb_priority=2; timestamp=1

5. SIP INVITE request (from PoC Server B to SIP/IP Coe B)

PoC Server B sends a SIP INVITE request to SIPAR®.

Request-URI

SIP HEADERS
P-Asserted-Identity:
Accept-Contact:
User-Agent:
Privacy:

Contact:

Supported:
Session-Expires:
P-Alerting-Mode:

Allow:

SDP PARAMETERS

sip:PoC-UserB@networkB.net

"PoC User A" <sip:PoC-UserA@networkA.net>
*'+g.poc.talkburst; require;explicit
PoC-serv/OMA1.0

id

<sip:PoC-

SessionABCDEF@PoC_ServerB.networkB.net;sessionxagho
+g.poc.talkburst

norefersub,timer

1800;refresher=uas

MAO
INVITE,ACK,CANCEL,BYE,PRACK,UPDATE,REFER,

IN IP6 60333::ddd: ccc:aaa:bbb
audio 63776 RTP/AVP 98
rtpmap:98 EVRC/8000
rtcp:63090

Application 60000 udp TBCP

fmtp: TBCP queuing=1; tb_priority=2; timestamp=1

6. SIP INVITE request (from SIP/IP Core B to PoC dient B)
SIP/IP Core B forwards the SIP INVITE request t&CR@lient B.
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Request-URI

SIP HEADERS
Accept-Contact:
User-Agent:
Privacy:

Contact:

Supported:
Session-Expires:
P-Alerting-Mode:

Allow:

SDP PARAMETERS

SIP HEADERS
P-Asserted-Identity:
Privacy:

Require:

Server:

Contact:

P-Answer-State:

sip:PoC-UserB@networkB.net

*:+g.poc.talkburst; require;explicit

PoC-serv/OMA1.0

id

<sip:PoC-
SessionABCDEF@PoC_ServerB.networkB.net;sessionxagho
+g.poc.talkburst

norefersub,timer

1800;refresher=uas

MAO

INVITE,ACK,CANCEL,BYE,PRACK,UPDATE,REFER,

IN IP6 60333::ddd: ccc:aaa:bbb
audio 63776 RTP/AVP 98
rtpmap:98 EVRC/8000
rtcp:63090

Application 60000 udp TBCP

fmtp:TBCP queuing=1; tb_priority=2; timestamp=1

7. SIP 183 "Session Progress" response (from P&erver B to SIP/IP Core B)
PoC Server B sends a SIP 183 "Session Progregginas to SIP/IP Core B.

"PoC User B" <sip:PoC-UserB@networkB.net>
id

100rel

PoC-Serv/OMA1.0

<sip:PoC-SessionABCDEF@PoC-
ServerB.networkB.net>;+g.poc.talkburst

Unconfirmed
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Allow: INVITE,ACK,CANCEL,BYE, PRACK, UPDATE, REFER,

8. SIP 183 "Session Progress" response (from SIP/Core B to SIP/IP Core X)
SIP/IP Core B forwards the SIP 180 "Session Prajmesponse to SIP/IP Core X.

SIP HEADERS

P-Asserted-Identity: "PoC User B" <sip:PoC-tUserB@networkB.net>

Privacy: id

Require: 100rel

Server: PoC-Serv/OMAL1.0

Contact: <sip:PoC-SessionABCDEF@PoC-ServerB.networkB.net>;
+g.poc.talkburst

P-Answer-State: Unconfirmed

Allow: INVITE,ACK,CANCEL,BYE, PRACK, UPDATE,

REFER,MESSAGE,SUBSCRIBE, NOTIFY,PUBLISH

9. SIP 183 "Session Progress" response (from SIP/Core X to PoC Server X)
SIP/IP Core X forwards the SIP 183 "Session Prajnesponse to PoC Server X.

SIP HEADERS

P-Asserted-ldentity: "PoC User B" <sip:PoC-UserB@networkB.net>

Privacy: id

Require: 100rel

Server: PoC-Serv/OMAL1.0

Contact: <sip:PoC-SessionABCDEF@PoC-ServerB.networkB.net>;
+g.poc.talkburst

P-Answer-State: Unconfirmed

Allow: INVITE,ACK,CANCEL,BYE, PRACK, UPDATE,

REFER,MESSAGE,SUBSCRIBE, NOTIFY,PUBLISH

10. SIP PRACK request (from PoC Server X to SIP/IRCore X)
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If PoC Server B requested SIP 183 "Session progresponse to be sent reliably, PoC Server X sarfsl$® PRACK
request to the SIP/IP Core X.

Request-URI sip:PoC-SessionABCDEF@PoC-ServerB.networkB.net

11. SIP PRACK request (from SIP/IP Core X to SIP/IPCore B)
SIP/IP Core X forwards the SIP PRACK request tdIBIEore B.

Request-URI sip:PoC-SessionABCDEF@PoC-ServerB.networkB.net

12. SIP PRACK request (from SIP/IP Core B to PoC &ver B)
SIP/IP Core B forwards SIP PRACK request to Poé&eB.

Request-URI sip:PoC-SessionABCDEF@PoC-ServerB.networkB.net

13. SIP 200 "OK" response to the SIP PRACK requdgfrom PoC Server B to SIP/IP Core B)
PoC Server B sends a SIP 200 "OK" response toFSBdre B.

14. SIP 200 "OK" response to the SIP PRACK requagfrom SIP/IP Core B to SIP/IP Core X)
SIP/IP Core B forwards the SIP 200 "OK" respons8I®/IP core X.

15. SIP 200 "OK" response to the SIP PRACK requagqfrom SIP/IP Core X to PoC Server X)
SIP/IP Core X forwards the SIP 200 "OK" responsBa€ Server X.

16. SIP 200 "OK" response to the SIP INVITE requst (from PoC Client B to SIP/IP Core B)
PoC Client B sends a SIP 200 "OK" response to BIBbre B.

SIP HEADERS

To: “PoC User B"<sip:PoC-ClientB.networkB.net>
Privacy: id

Server: PoC-client/OMA1.0 Acme-Talk5000/v1.01
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Contact:
Require:
Session-Expires:

Allow:

SDP PARAMETERS

SIP HEADERS
P-Asserted-Identity:
To:

Privacy:

Server:

Contact:

Require:
Session-Expires:

Allow:

SDP PARAMETERS

<sip:PoC-ClientB.networkB.net >;+g.poc.talkburst
timer
1800;refresher=uas

INVITE,ACK,CANCEL,BYE,REFER,MESSAGE,
SUBSCRIBE, NOTIFY, PUBLISH

IN IP6 75555::eee:aaa:fff:bbb
audio 75575 RTP/AVP 98
rtpmap:98 EVRC/8000
rtcp:75000

application 75590 udp TBCP

fmtp: TBCP queuing=1; tb_priority=2;timestamp=1

17. SIP 200 "OK" response to the SIP INVITE requst (from SIP/IP Core B to PoC Server B)
SIP/IP Core B forwards the SIP 200 "OK" responsed€ Server B.

<sip:PoC-UserB@networkB.net>

“PoC User B"<sip:PoC-ClientB.networkB.net>

id

PoC-client/OMA1.0 Acme-Talk5000/v1.01
<sip:PoC-ClientB.networkB.net >;+g.poc.talkburst
timer

1800;refresher=uas

INVITE,ACK,CANCEL,BYE,REFER,MESSAGE,
SUBSCRIBE, NOTIFY, PUBLISH

IN IP6 75555::eee:aaa:fff:bbb
audio 75575 RTP/AVP 98
rtpmap:98 EVRC/8000

rtcp: 75000

application 75590 udp TBCP
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a= fmtp: TBCP queuing=1; tb_priority=2;timestamp=1

18. SIP 200 "OK" response to the SIP INVITE requst (from PoC Server B to SIP/IP Core B)
PoC Server B sends a SIP 200 "OK" response toFSBdre B.

SIP HEADERS

P-Asserted-ldentity: "PoC User B" <sip:PoC-UserB@networkB.net>

Privacy: id

Require: timer

Session-Expires: 1800;refresher=uas

Server: PoC-Serv/OMA1.0

Contact: <sip:PoC-SessionABCDEF@PoC-
ServerB.networkB.net>;+g.poc.talkburst

P-Answer-State: Confirmed

SDP PARAMETERS

c= IN IP6 99055::fff.aaa:eee:bbb

m= audio 99006 RTP/AVP 98

a= rtpmap:98 EVRC/8000

a= rtcp:90000

m= application 90000 udp TBCP

a= fmtp: TBCP queuing=1; tb_priority=2;timestamp=1

19. SIP 200 "OK" response to the SIP INVITE requst (from SIP/IP Core B to SIP/IP Core X)
SIP/IP Core B forwards the SIP 200 "OK" respons8I®/IP Core X.

SIP HEADERS

P-Asserted-ldentity: "PoC User B" <sip:PoC-UserB@networkB.net>
To: “PoC User B"<sip:PoC-ClientB.networkB.net>
Privacy: id

Require: timer

Session-Expires: 1800;refresher=uas

Server: PoC-Serv/OMA1.0
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Contact:

P-Answer-State:

SDP PARAMETERS

SIP HEADERS
P-Asserted-ldentity:
Privacy:

Require:
Session-Expires:
Server:

Contact:

P-Answer-State:

SDP PARAMETERS

<sip:PoC-SessionABCDEF@PoC-
ServerB.networkB.net>;+g.poc.talkburst

Confirmed

IN IP6 99055::fff.aaa:eee:bbb
audio 99006 RTP/AVP 98
rtpmap:98 EVRC/8000
rtcp:90000

application 90000 udp TBCP

fmtp: TBCP queuing=1; tb_priority=2;timestamp=1

20. SIP 200 "OK" response to the SIP INVITE requst (from SIP/IP Core X to PoC Server X)
SIP/IP Core X forwards the SIP 200 "OK" responsBae€ Server X.

"PoC User B" <sip:PoC-UserB@networkB.net>
id

timer

1800;refresher=uas

PoC-Serv/OMAL1.0

<sip:PoC-SessionABCDEF@PoC-
ServerB.networkB.net>;+g.poc.talkburst

Confirmed

IN IP6 99055::fff.aaa:eee:bbb
audio 99006 RTP/AVP 98
rtpmap:98 EVRC/8000
rtcp:90000

application 90000 udp TBCP

fmtp: TBCP queuing=1; tb_priority=2;timestamp=1

A. TBCP Talk Burst Taken message (from the PoC ServeX to the PoC Server B).
The TBCP Talk Burst Taken message is sent to intherPoC Client B that another PoC Client has lgganted to
send a Talk Burst. The message contains the igaftRoC User at the granted PoC Client.
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B. TBCP Talk Burst Taken message (from the PoC ServeB to the PoC Client B).
The TBCP Talk Burst Taken message is sent to intberPoC Client B that another PoC Client has lgganted to
send a Talk Burst. The message contains the igaftRoC User at the granted PoC Client.

21. SIP ACK request (from PoC Server X to SIP/IP ©re X)
PoC Server X sends a SIP ACK request to SIP/IP Rore

22. SIP ACK request (from SIP/IP Core X to SIP/IPCore B)
SIP/IP Core X forwards the SIP ACK request to S?RZlore B.

23. SIP ACK request (from SIP/IP Core B to PoC Sefer B)
SIP/IP Core B forwards the SIP ACK request to Ba@ver B.

24. SIP ACK request (from PoC Server B to SIP/IP Gre B)
PoC Server B sends a SIP ACK request to SIP/IP Bore

25. SIP ACK request (from SIP/IP Core B to PoC Cknt B)
SIP/IP Core B forwards the SIP ACK request to Rént B.

F.6 Rejoin a Pre-arranged PoC Group Session

F.6.1 Using on-demand signaling

The signaling flow is valid for rejoining a Pre-amnged PoC Group Session.

Prerequisites for the signaling flow are that tl€RClient has previously been a Participant inRherarranged PoC Group
Session and that the Pre-arranged PoC Group Sessitithongoing.
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PoC Client A Home Network PoC Server X Network

PoC Client A PoC Server A

SIP/IP Core A SIP/IP Core X PoC Server X
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1. INVITE—¥
l&——2. 100 Trying

3. INVITE—>»

[¢——4. 100 Trying———
Active PoC Group Session

[ —5. INVITE

[——6. 100 Trying—»
7. INYITE—————>
j&—8. 100 Jrying———
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l&——11. 200 OK—
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l«——15. 200 OK—
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Figure 11: Rejoin a Pre-arranged PoC Group Session

The steps of the flows are as follows:
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1. SIP INVITE request (from PoC Client A to SIP/IP Core A)
The PoC Client receives a request from a PoC Wsajoin a Pre-arranged PoC Group Session and se8ti
INVITE request to the SIP/IP Core A. The SIP INVITé&fuest includes the PoC Session Identity in thguRst-

URI.

Request-URI

SIP HEADERS
P-Preferred-ldentity:
Accept-Contact:
User-Agent:
Privacy:

Contact:

Supported:
Session-Expires:

Allow:

SDP PARAMETERS

sip:PoC-SessionABCDEF@PoC-
ServerA.networkA.net;session=prearranged

"PoC User A" <sip:PoC-UserA@networkA.net>
*.+g.poc.talkburst; require;explicit
PoC-client/OMA1.0 Acme-Talk5000/v1.01

id
<sip:PoC-ClientA@networkA.net>;+g.poc.talkburst
timer

1800;refresher=uac

INVITE,ACK,CANCEL,BYE,REFER,MESSAGE,SUBSCRIBE,
NOTIFY,PUBLISH

IN IP6 5555::aaa:bbb:ccc:ddd
audio 3456 RTP/AVP 97
Rtpmap:97 AMR

rtcp:5560

application 2000 udp TBCP

fmtp: TBCP queuing=1; tb_priority=2; timestamp=1

2. SIP 100 "Trying" response (from SIP/IP Core A to PdC Client A)
The SIP/IP Core A sends a SIP 100 "Trying" respdéoske PoC Client A.

3. SIP INVITE request (from SIP/IP Core A to PoC Serve A)
The SIP/IP Core A sends the SIP INVITE requesh&PoC Server A.

Request-URI

sip:PoC-SessionABCDEF@PoC-
ServerA.networkA.net;session=prearranged
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SIP HEADERS
P-Asserted-Identity:
Accept-Contact:
User-Agent:
Privacy:

Contact:
Supported:
Session-Expires:

Allow:

SDP PARAMETERS

"PoC User A" <sip:PoC-UserA@networkA.net>
*.+g.poc.talkburst; require;explicit

PoC-client/ OMA1.0 Acme-Talk5000/v1.01

id
<sip:PoC-ClientA@networkA.net>;+g.poc.talkburst
timer

1800;refresher=uac

INVITE,ACK,CANCEL,BYE,REFER,MESSAGE,SUBSCRIBE,
NOTIFY,PUBLISH

IN IP6 5555::aaa:bbb:ccc:ddd
audio 3456 RTP/AVP 97
Rtpmap:97 AMR

rtcp:5560

application 2000 udp TBCP

fmtp:TBCP queuing=1; tb_priority=2; timestamp=1

4. SIP 100 "Trying" response (from PoC Server A to SIPIP Core A)
The PoC Server A sends a SIP 100 "Trying" resptmsiee SIP/IP Core A.

5. SIP INVITE request (from PoC Server A to SIP/IP Cor A)
Using the PoC Session Identity the PoC Server Ardghes that the Pre-arranged PoC Group Sessawried by
another PoC Server and sends the SIP INVITE reqodke SIP/IP Core A. The SIP INVITE request inlda the
PoC Session Identity in the Request-URI.

Request-URI

SIP HEADERS
P-Asserted-Identity:
Accept-Contact:
User-Agent:

Privacy:

sip: PoC-SessionABCDEF@PoC-
ServerX.networkX.net;session=prearranged

"PoC User A" <sip:PoC-UserA@networkA.net>
*.+g.poc.talkburst; require;explicit
PoC-serv/OMA1.0

id
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Contact:

Supported:
Session-Expires:

Allow:

SDP PARAMETERS

<sip:PoC-SessionABCDEF@PoC-
ServerA.networkA.net>;+g.poc.talkburst

timer
1800;refresher=uac

INVITE,ACK,CANCEL,BYE,REFER,MESSAGE,SUBSCRIBE,
NOTIFY,PUBLISH

IN IP6 50555::ccc:ddd:aaa:bbb
audio 53456 RTP/AVP 97 98
Rtpmap:97 AMR

Rtpmap:98 EVRC/8000
rtcp:53080

Application 50000 udp TBCP

fmtp: TBCP queuing=1; tb_priority=2; timestamp=1

6. SIP 100 "Trying" response (from SIP/IP Core A to PdC Server A)
The SIP/IP Core A sends a SIP 100 "Trying" resptodbe PoC Server A.

7. SIP INVITE request (from SIP/IP Core A to SIP/IP Core X)
Based on the PoC Session Identity in the RequesttiéRSIP/IP Core A sends the SIP INVITE requeshto

SIP/IP Core X.

Request-URI

SIP HEADERS
P-Asserted-Identity:
Accept-Contact:
User-Agent:
Privacy:

Contact:

Supported:
Session-Expires:

Allow:

sip: PoC-SessionABCDEF@PoC-
ServerX.networkX.net;session=prearranged

"PoC User A" <sip:PoC-UserA@networkA.net>
*.+g.poc.talkburst; require;explicit
PoC-serv/OMA1.0

id

<sip: PoC-SessionABCDEF@PoC-
ServerA.networkA.net>;+g.poc.talkburst

timer
1800;refresher=uac

INVITE,ACK,CANCEL,BYE,REFER,MESSAGE,SUBSCRIBE,
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NOTIFY,PUBLISH

SDP PARAMETERS

c= IN IP6 50555::ccc:ddd:aaa:bbb

m= audio 53456 RTP/AVP 97 98

a= Rtpmap:97 AMR

a= Rtpmap:98 EVRC/8000

a= rtcp:53080

m= Application 50000 udp TBCP

a= fmtp:TBCP queuing=1; tb_priority=2; timestamp=1

8. SIP 100 "Trying" response (from SIP/IP Core X to SP/IP Core A)
The SIP/IP Core X sends a SIP 100 "Trying" resptodbe SIP/IP Core A.

9. SIP INVITE request (from SIP/IP Core X to PoC Serve X)
The SIP/IP Core X sends the SIP INVITE requesh®oRoC Server X.

Request-URI sip:PoC-SessionABCDEF@PoC-
ServerX.networkX.net;session=prearranged

SIP HEADERS

P-Asserted-ldentity: "PoC User A" <sip:PoC-UserA@networkA.net>

Accept-Contact: *.+g.poc.talkburst; require;explicit

User-Agent: PoC-serv/OMAL1.0

Privacy: id

Contact: <sip: PoC-SessionABCDEF@PoC-
ServerA.networkA.net>;+g.poc.talkburst

Supported: timer

Session-Expires: 1800;refresher=uac

Allow: INVITE,ACK,CANCEL,BYE,REFER,MESSAGE,SUBSCRIBE,

NOTIFY,PUBLISH

SDP PARAMETERS
c= IN IP6 50555::ccc:ddd:aaa:bbb
m= audio 53456 RTP/AVP 97 98
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a= Rtpmap:97 AMR

a= Rtpmap:98 EVRC/8000

a= rtcp:53080

m= Application 50000 udp TBCP

a= fmtp: TBCP queuing=1; tb_priority=2; timestamp=1

10. SIP 100 "Trying" response (from PoC Server X to SIPIP Core X)
The PoC Server X sends the SIP 100 "Trying" respemshe SIP/IP Core X.

11. SIP 200 "OK" response (from PoC Server X to SIP/IPCore X)
The PoC Server X authorizes the PoC Client A toingjo the Pre-arranged PoC Group Session and sea®& P
200 "OK" response to the SIP/IP Core X.

SIP HEADERS

P-Asserted-ldentity: "OMA Golf Buddies" <sip:OMA-Golf-buddies
@networkX.net;session=prearranged>

Contact: <sip:PoC-SessionABCDEF%PoC-SessionABCDEF@PoC-
ServerX.net%@networkX.net;session=prearranged>pegaikburst;isfocus

Server: PoC-serv/OMAL1.0

Require: timer

Session-Expires: 1800;refresher=uac

Allow: INVITE,ACK,CANCEL,BYE,PRACK, UPDATE,
REFER,MESSAGE,SUBSCRIBE, NOTIFY,PUBLISH

Supported: norefersub

SDP PARAMETERS

c= IN IP6 96666::eee: aaa:bbb:fff

m= audio 96525 RTP/AVP 98

a= Rtpmap:98 EVRC/8000

a= rtcp:96000

m= application 96000 udp TBCP

a= fmtp: TBCP queuing=1; tb_priority=2; timestamp=1

12. SIP 200 "OK" response (from SIP/IP Core X to SP/IP Core A)
The SIP/IP Core X sends the SIP 200 "OK" responske SIP/IP Core A.

SIP HEADERS
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P-Asserted-Identity:

Contact

Server:
Require:
Session-Expires:

Allow:

Supported:

SDP PARAMETERS

"OMA Golf Buddies" <sip:OMA-Golf-buddies
@networkX.net;session=prearranged>

<sip: PoC-SessionABCDEF@PoC-
ServerX.networkX.net;session=prearranged>;+g.p&buiest;isfocus

PoC-serv/OMA1.0
timer
1800;refresher=uac

INVITE,ACK,CANCEL,BYE,PRACK, UPDATE,
REFER,MESSAGE,SUBSCRIBE, NOTIFY,PUBLISH

norefersub

IN IP6 96666::eee: aaa:bbb:fff
audio 96525 RTP/AVP 98
Rtpmap:98 EVRC/8000
rtcp:96000

application 96000 udp TBCP

fmtp: TBCP queuing=1; tb_priority=2; timestamp=1

13. SIP 200 "OK" response (from SIP/IP Core A to PG Server A)
The SIP/IP Core A sends the SIP 200 "OK" responiskee PoC Server A.

SIP HEADERS

P-Asserted-Identity:

Contact

Server:
Require:
Session-Expires:

Allow:

Supported:

SDP PARAMETERS

"OMA Golf Buddies" <sip:OMA-Golf-buddies
@networkX.net;session=prearranged>

<sip: PoC-SessionABCDEF@PoC-
ServerX.networkX.net;session=prearranged>;+g.pébuast;isfocus

PoC-serv/OMA1.0
timer
1800;refresher=uac

INVITE,ACK,CANCEL,BYE,PRACK, UPDATE,
REFER,MESSAGE,SUBSCRIBE, NOTIFY,PUBLISH

norefersub

[0 2009 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



Page 202 (276)

c= IN IP6 96666::eee: aaa:bbb:fff

m= audio 96525 RTP/AVP 98

a= Rtpmap:98 EVRC/8000

a= rtcp:96000

m= application 96000 udp TBCP

a= fmtp: TBCP queuing=1; tb_priority=2; timestamp=1

14. SIP 200 "OK" response (from PoC Server A to SIRP Core A)
The PoC Server A sends the SIP 200 "OK" responS¢RAP Core A.

SIP HEADERS

P-Asserted-Identity:

Contact

Server:
Require:
Session-Expires:

Allow:

Supported:

SDP PARAMETERS

SIP HEADERS

P-Asserted-ldentity:

"OMA Golf Buddies" <sip:OMA-Golf-buddies
@networkX.net;session=prearranged>

<sip:PoC-SessionABCDEF@PoC-
ServerA.networkA.net;session=prearranged>;+g.pébtiast

PoC-serv/ OMA1.0
timer
1800;refresher=uac

INVITE,ACK,CANCEL,BYE,PRACK, UPDATE,
REFER,MESSAGE,SUBSCRIBE, NOTIFY,PUBLISH

norefersub

IN IP6 57777:.eee:fff.aaa:bbb
audio 57787 RTP/AVP 98
Rtpmap:98 EVRC/8000
rtcp:57000

application 57790 udp TBCP

fmtp: TBCP queuing=1; tb_priority=2; timestamp=1

15. SIP 200 "OK" response (from SIP/IP Core A to P€ Client A)
The SIP/IP Core A sends the SIP 200 "OK" responskee PoC Client A.

"OMA Golf Buddies" <sip:OMA-Golf-buddies
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@networkX.net;session=prearranged>

Contact <sip:PoC-SessionABCDEF@PoC-
ServerA.networkA.net;session=prearranged>;+g.p@biast

Server: PoC-serv/OMAL1.0

Require: timer

Session-Expires: 1800;refresher=uac

Allow: INVITE,ACK,CANCEL,BYE,PRACK, UPDATE,

REFER,MESSAGE,SUBSCRIBE, NOTIFY,PUBLISH

Supported: norefersub

SDP PARAMETERS

c= IN IP6 57777::eee:fff.:aaa:bbb

m= audio 57787 RTP/AVP 98

a= Rtpmap:98 EVRC/8000

a= rtcp:57000

m= application 57790 udp TBCP

a= fmtp: TBCP queuing=1; tb_priority=2; timestamp=1
A. TBCP Talk Burst Taken message (from PoC Server X t®oC Server A)

The PoC Server X sends a TBCP Talk Burst Taken agest®o the PoC Server A. TB Taken is sent onthén
case that another PoC Client has permission tkspea

B. TBCP Talk Burst Taken message (from PoC Server A t®oC Client A)

The PoC Server A sends the TBCP Talk Burst Takessage to the PoC Client A.
C. RTP Media from PoC Server X to PoC Server A

The PoC Server A sends the RTP Media to the Po@:6Ar
D. RTP Media from PoC Server A to PoC Client A

The PoC Server A sends the RTP Media to the PoghCX.

16. SIP ACK request (PoC Client A to SIP/IP Core A)
The PoC Client A acknowledges the SIP 200 "OKpoese with a SIP ACK request sent to the SIP/IRe@or

17. SIP ACK request (SIP/IP Core A to PoC Server A)
The SIP/IP Core A forwards the SIP ACK requeghmPoC Server A.

18. SIP ACK request (PoC Server A to SIP/IP Core A)
The PoC Server A forwards the SIP ACK requesh&SIP/IP Core A.

19. SIP ACK request (SIP/IP Core A to SIP/IP Core X)
The SIP/IP Core A forwards the SIP ACK requegh®SIP/IP Core X.
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20. SIP ACK request (SIP/IP Core X to PoC Server X)
The SIP/IP Core X forwards the SIP ACK requegh®oPoC Server X.

F.7 Joining a Chat PoC Group Session

F.7.1  Using on-demand signaling

This subclause describes the successful joiniragntongoing Chat PoC Group PoC Session using Onatksignaling.

NOTE: The signaling flow is valid for joining a GhRoC Group Session. Figure 'Ibining a Chat PoC Group
Session’shows the signaling flow for the scenario:
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Figure 12: Joining a Chat PoC Group Session.

The steps of the flows are as follows:
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1. SIP INVITE request (from PoC Client A to SIP/IP Core A)
The PoC Client receives a request from the PoC tdgein a Chat Group PoC Session and sends aNSIFTE
request to the SIP/IP Core A. The SIP INVITE reqursludes the Chat PoC Group Identity in the RetiuRI.

Request-URI sip:OMA-Golf-buddies@networkX.net;session=chat

SIP HEADERS

P-Preferred-ldentity: "PoC User A" <sip:PoC-UserA@networkA.net>
Accept-Contact: *.+g.poc.talkburst; require;explicit

User-Agent: PoC-client/OMA1.0 Acme-Talk5000/v1.01

Privacy: id

Contact: <sip:PoC-ClientA.networkA.net>;+g.poc.talkburst

Supported: timer

Session-Expires: 1800;refresher=uac

Allow: INVITE,ACK,CANCEL,BYE,REFER,MESSAGE,SUBSCRIBE,

NOTIFY,PUBLISH

SDP PARAMETERS

c= IN IP6 5555::aaa:bbb:ccc:ddd

m= audio 3456 RTP/AVP 97

a= rtpmap:97 AMR

a= rtcp:5560

m= application 2000 udp TBCP

a= fmtp: TBCP queuing=1; tb_priority=2; timestamp=1

2. SIP 100 "Trying" response (from SIP/IP Core A to P& Client A)
The SIP/IP Core A sends a SIP 100 "Trying" respdoske PoC Client A.

3. SIP INVITE request (from SIP/IP Core A to PoC Serve A)
The SIP/IP Core A sends the SIP INVITE requesh®oRoC Server A.

Request-URI sip:OMA-Golf-buddies@networkX.net;session=chat

SIP HEADERS
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P-Asserted-Identity:
Accept-Contact:
User-Agent:
Privacy:

Contact:
Supported:
Session-Expires:

Allow:

SDP PARAMETERS

"PoC User A" <sip:PoC-UserA@networkA.net>
*.+g.poc.talkburst; require;explicit
PoC-client/OMA1.0 Acme-Talk5000/v1.01

id

<sip:PoC-ClientA networkA.net>;+g.poc.talkburst
timer

1800;refresher=uac

INVITE,ACK,CANCEL,BYE,REFER,MESSAGE,SUBSCRIBE,
NOTIFY,PUBLISH

IN IP6 5555::aaa:bbb:ccc:ddd
audio 3456 RTP/AVP 97
rtpmap:97 AMR

rtcp:5560

application 2000 udp TBCP

fmtp:TBCP queuing=1; tb_priority=2; timestamp=1

4. SIP 100 "Trying" response (from PoC Server A to SIPIP Core A)
The PoC Server A sends a SIP 100 "Trying" resptmsiee SIP/IP Core A.

5. SIP INVITE request (from PoC Server A to SIP/IP Cor A)
Using the PoC Group Identity the PoC Server A deitees that the Chat PoC Group is owned by anotb€r P
Server and sends the SIP INVITE request to thelSi@ore A. The SIP INVITE request includes the GhaC
Group ldentity in the Request-URI.

Request-URI sip:OMA-Golf-buddies@networkX.net;session=chat
SIP HEADERS
P-Asserted-ldentity: "PoC User A" <sip:PoC-UserA@networkA.net>

Accept-Contact: *+g.poc.talkburst; require;explicit

User-Agent: PoC-serv/OMAL1.0
Privacy: id
Contact: <sip:PoC-SessionABCDEF@PoC-

ServerA.networkA.net>;+g.poc.talkburst
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Supported: timer
Session-Expires: 1800;refresher=uac
Allow: INVITE,ACK,CANCEL,BYE,REFER,MESSAGE,SUBSCRIBE,

NOTIFY,PUBLISH

SDP PARAMETERS

c= IN IP6 50555::ccc:ddd:aaa:bbb

m= audio 53456 RTP/AVP 97 98

a= rtpmap:97 AMR

a= rtpmap:98 EVRC/8000

a= rtcp:53080

m= Application 50000 udp TBCP

a= fmtp: TBCP queuing=1; tb_priority=2; timestamp=1

6. SIP 100 "Trying" response (from SIP/IP Core A to PdC Server A)
The SIP/IP Core A sends a SIP 100 "Trying" resptodbe PoC Server A.

7. SIP INVITE request (from SIP/IP Core A to SIP/IP Core X)
Based on the Chat PoC Group ldentity in the RequBdtthe SIP/IP Core A sends the SIP INVITE requeshe

SIP/IP Core X.
Request-URI sip:OMA-Golf-buddies@networkX.net;session=chat
SIP HEADERS
P-Asserted-ldentity: "PoC User A" <sip:PoC-UserA@networkA.net>
Accept-Contact: *.+g.poc.talkburst; require;explicit
User-Agent: PoC-serv/iIOMA1.0
Privacy: id
Contact: <sip:PoC-SessionABCDEF@PoC-
ServerA.networkA.net>;+g.poc.talkburst
Supported: timer
Session-Expires: 1800;refresher=uac
Allow: INVITE,ACK,CANCEL,BYE,REFER,MESSAGE,SUBSCRIBE,

NOTIFY,PUBLISH

SDP PARAMETERS
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c= IN IP6 50555::ccc:ddd:aaa:bbb

m= audio 53456 RTP/AVP 97 98

a= rt(pmap:97 AMR

a= rtpmap:98 EVRC/8000

a= rtcp:53080

m= Application 50000 udp TBCP

a= fmtp:TBCP queuing=1; tb_priority=2; timestamp=1

8. SIP 100 "Trying" response (from SIP/IP Core X to SP/IP Core A)
The SIP/IP Core X sends a SIP 100 "Trying" resptagke SIP/IP Core A.

9. SIP INVITE request (from SIP/IP Core X to PoC Serve X)
The SIP/IP Core X sends the SIP INVITE requesh®RoC Server X.

Request-URI

SIP HEADERS
P-Asserted-Identity:
Accept-Contact:
User-Agent:
Privacy:

Contact:

Supported:
Session-Expires:

Allow:

SDP PARAMETERS

sip:OMA-Golf-buddies@networkX.net;session=chat

"PoC User A" <sip:PoC-UserA@networkA.net>
*.+g.poc.talkburst; require;explicit
PoC-serv/OMA1.0

id

<sip:PoC-SessionABCDEF@PoC-
ServerA.networkA.net>;+g.poc.talkburst

timer
1800;refresher=uac

INVITE,ACK,CANCEL,BYE,REFER,MESSAGE,SUBSCRIBE,
NOTIFY,PUBLISH

IN IP6 50555::ccc:ddd:aaa:bbb
audio 53456 RTP/AVP 97 98
rtpmap:97 AMR

rtpmap:98 EVRC/8000
rtcp:53080

Application 50000 udp TBCP
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a= fmtp:TBCP queuing=1; tb_priority=2; timestamp=1

10. SIP 100 "Trying" response (from PoC Server X to SIPIP Core X)
The PoC Server X sends the SIP 100 "Trying" respemshe SIP/IP Core X.

11. SIP 200 "OK" response (from PoC Server X to SIP/IPCore X)
The PoC Server X authorizes the PoC Client A toingjo the Chat PoC Group Session and sends th2IPOK"
response to the SIP/IP Core X.

SIP HEADERS

P-Asserted-Identity:

<sip:OMA-Golf-buddies@networkX.net;session=chat>

Contact <sip:PoC-SessionABCDEF@PoC-
ServerX.networkX.net;session=chat>;+g.poc.talkbisfecus

Server: PoC-serv/OMA1.0

Require: timer

Session-Expires:

1800;refresher=uac

Allow: INVITE,ACK,CANCEL,BYE,PRACK, UPDATE,
REFER,MESSAGE,SUBSCRIBE, NOTIFY,PUBLISH
Supported: norefersub

SDP PARAMETERS

c= IN IP6 96666::eee: aaa:bbb:fff

m= audio 96525 RTP/AVP 98

a= rtpmap:98 EVRC/8000

a= rtcp:96000

m= application 96000 udp TBCP

a= fmtp: TBCP queuing=1; tb_priority=2; timestamp=1

SIP HEADERS

P-Asserted-Identity:

12. SIP 200 "OK" response (from SIP/IP Core X to SIP/IPCore A)
The SIP/IP Core X sends the SIP 200 "OK" responske SIP/IP Core A.

<sip:OMA-Golf-buddies@networkX.net;session=chat>

Contact <sip:PoC-SessionABCDEF@PoC-
ServerX.networkX.net;session=chat>;+g.poc.talkbisfecus

Server: PoC-serv/OMA1.0

Require: timer
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Session-Expires:

Allow:

Supported:

SDP PARAMETERS

SIP HEADERS
P-Asserted-Identity:

Contact

Server:
Require:
Session-Expires:

Allow:

Supported:

SDP PARAMETERS

1800;refresher=uac

INVITE,ACK,CANCEL,BYE,PRACK, UPDATE,
REFER,MESSAGE,SUBSCRIBE, NOTIFY,PUBLISH

norefersub

IN IP6 96666::eee: aaa:bbb:fff
audio 96525 RTP/AVP 98
rtpmap:98 EVRC/8000
rtcp:96000

application 96000 udp TBCP

fmtp: TBCP queuing=1; tb_priority=2; timestamp=1

13. SIP 200 "OK" response (from SIP/IP Core A to PoC Sever A)
The SIP/IP Core A sends the SIP 200 "OK" responskee PoC Server A.

<sip:OMA-Golf-buddies@networkX.net;session=chat>

<sip:PoC-SessionABCDEF@PoC-
ServerX.networkX.net;session=chat>;+g.poc.talkbisfecus

PoC-serv/iIOMA1.0
timer
1800;refresher=uac

INVITE,ACK,CANCEL,BYE,PRACK, UPDATE,
REFER,MESSAGE,SUBSCRIBE, NOTIFY,PUBLISH

norefersub

IN IP6 96666::eee: aaa:bbb:fff
audio 96525 RTP/AVP 98
rtpmap:98 EVRC/8000
rtcp:96000

application 96000 udp TBCP

fmtp: TBCP queuing=1; tb_priority=2; timestamp=1
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14. SIP 200 "OK" response (from PoC Server A to SIP/IPCore A)
The PoC Server A sends the SIP 200 "OK" responS¢RAP Core A.

SIP HEADERS
P-Asserted-ldentity:

Contact

Server:
Require:
Session-Expires:

Allow:

Supported:

SDP PARAMETERS

<sip:OMA-Golf-buddies@networkX.net;session=chat>

<sip:PoC-SessionABCDEF@ PoC-ServerA.networkA.net
;session=chat>;+g.poc.talkburst

PoC-serv/ OMA1.0
timer
1800;refresher=uac

INVITE,ACK,CANCEL,BYE,PRACK, UPDATE,
REFER,MESSAGE,SUBSCRIBE, NOTIFY,PUBLISH

norefersub

IN IP6 57777:.eee:fff.aaa:bbb
audio 57787 RTP/AVP 98
rtpmap:98 EVRC/8000
rtcp:57000

application 57790 udp TBCP

fmtp: TBCP queuing=1; tb_priority=2; timestamp=1

15. SIP 200 "OK" response (from SIP/IP Core A to PoC Cient A)
The SIP/IP Core A sends the SIP 200 "OK" responiskeet PoC Client A.

SIP HEADERS
P-Asserted-Identity:

Contact

Server:
Require:
Session-Expires:

Allow:

<sip:OMA-Golf-buddies@networkX.net;session=chat>

<sip:PoC-SessionABCDEF@PoC-ServerA.networkA.net
;session=chat>;+g.poc.talkburst

PoC-serv/OMA1.0
timer
1800;refresher=uac

INVITE,ACK,CANCEL,BYE,PRACK, UPDATE,
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REFER,MESSAGE,SUBSCRIBE, NOTIFY,PUBLISH

Supported: norefersub

SDP PARAMETERS

c= IN IP6 57777::eee:fff.:aaa:bbb

m= audio 57787 RTP/AVP 98

a= rtpmap:98 EVRC/8000

a= rtcp:57000

m= application 57790 udp TBCP

a= fmtp: TBCP queuing=1; tb_priority=2; timestamp=1

A.TBCP Talk Burst Taken message (from PoC Server X t€oC Server A)
The PoC Server X sends a TBCP Talk Burst Takersagesto the PoC Server A.
B. TBCP Talk Burst Taken message (from PoC Server £o PoC Client A)
The PoC Server A sends the TBCP Talk Burst Takessage to the PoC Client A.
16. SIP ACK request (PoC Client A to SIP/IP Core A)
The PoC Client A acknowledges the SIP 200 "OKpoese with a SIP ACK request sent to the SIP/IRe@or

17. SIP ACK request (SIP/IP Core A to PoC Server A)
The SIP/IP Core A forwards the SIP ACK requeghoPoC Server A.

18. SIP ACK request (PoC Server A to SIP/IP Core A)
PoC Server A forwards the SIP ACK request to $IRIbre A.

19. SIP ACK request (SIP/IP Core A to SIP/IP Core X)
The SIP/IP Core A forwards the SIP ACK requesh®SIP/IP Core X.

20. SIP ACK request (SIP/IP Core X to PoC Server X)
The SIP/IP Core X forwards the SIP ACK requegh®mPoC Server X.

F.8 Canceling a PoC Session initialization

This subclause describes the message flow wheilCaCHent A initiates a PoC Session and before th@ Bession is
established the PoC Client cancels the PoC Sesstablishment.

F.8.1 Originating flow

This subclause shows the procedures for cancelimdoC Session establishment on the originatuheg feir the On-demand
case when the PoC Server performing the Particigd&oC Function acts as a B2BUA.

Figure 13 Cancelling a PoC Session establishment, originatiogy” shows the message flow for the scenario.
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PoC Client A Home Network

PoC Client A

SIP/IP Core A

PoC Server A

(participating)
|

1. PoC Session establishment is initiated

2. CANCEL—»
[¢——3. 200 OK:

——4. CANCEL—»
[&—5. 200 OK:
[«—6. CANCEL

7. 200 OK—»

PoC Server X Network

‘ PoC Server X SIP/IP Core X

(controlling)

8. CANCEL
9. 200 OK:

15. 487 Request Terminated

[«—10. CANCEL
11. 200 OK——— >

12. Cancel PoC
Session establishment

-—13. 487 Request Terminated—»
[ «—14. ACK

16. ACK

21. 487 Request
Terminated
22. ACK——»

17. 487 Request

[«—18. ACK

19. 487 Request

Terminated

Terminated
20. ACK—p|

Figure 13: Cancelling a PoC Session establishmewtjiginating flow.

The steps of the flows are as follows:

1.

PoC Session establishment is initiated.

The PoC Client A initiates the establishment ob&F5ession, e.g. a Pre-arranged PoC Group Sessiole@and case.

SIP CANCEL request (from the PoC Client A to SIPIP Core A).
The PoC Client A cancels the establishment of the Bession, e.g. because of a PoC User interamtidisends a SIP

CANCEL request to the SIP/IP Core A.

Request-URI

Sip:My-Golf-buddies@networkX.net

[0 2009 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



Page 215 (276)

10.

11.

12.

13.

14.

SIP 200 “OK” response (from SIP/IP Core A to tle PoC Client A)
The SIP/IP Core A sends the SIP 200 "OK" responske PoC Client A.

SIP CANCEL request (from SIP/IP Core A to the BC Server A)
The SIP/IP Core A sends the SIP CANCEL requedteédoC Server A.

Request-URI Sip:My-Golf-buddies@networkX.net

SIP 200 “OK” response (from the PoC Server A t&IP/IP Core A)
The PoC Server A sends the SIP 200 "OK" respontieet8IP/IP Core A.

SIP CANCEL request (from the PoC Server A to SIRP Core A)
The PoC Server A sends the SIP CANCEL requestRASICore A.

Request-URI Sip:My-Golf-buddies@networkX.net

SIP 200 “OK” response (from SIP/IP Core A to tle PoC Server A)
The SIP/IP Core A sends the SIP 200 "OK" responiskee PoC Server A.

SIP CANCEL request (from SIP/IP Core A to SIP/IPCore X)
The SIP/IP Core A sends the SIP CANCEL requedtedIP/IP Core X.

Request-URI Sip:My-Golf-buddies@networkX.net

SIP 200 “OK” response (from SIP/IP Core X to SP/IP Core A)
The SIP/IP Core X sends the SIP 200 “OK” respons@!P/IP Core A.

SIP CANCEL request (from SIP/IP Core X to the BC Server X)
The SIP/IP Core X sends the SIP CANCEL requedted®oC Server X.

Request-URI Sip:My-Golf-buddies@networkX.net

SIP 200 “OK” response (from the PoC Server X t&IP/IP Core X)
The PoC Server X sends the SIP 200 “OK” respon&#RdlP Core X.

Cancel PoC Session initialization
The PoC Server X cancels the invitation to the Be€sion for each Invited PoC Users as shown inr&ity
“Cancelling a PoC Session establishment, termindtow'.

SIP 487 “Request Terminated” response (from thBoC Server X to SIP/IP Core X)
The PoC Server X sends the SIP 487 “Request Tetedheesponse to the SIP/IP Core X to indicate thatSIP
session establishment is terminated.

SIP ACK request (from the SIP/IP Core X to thePoC Server X)
The SIP/IP Core X sends the SIP ACK request tdth@ Server X.
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15. SIP 487 “Request Terminated” response (from th8IP/IP Core X to the SIP/IP Core A)
The SIP/IP Core X sends the SIP 487 “Request Textiti response to the SIP/IP Core A.

16. SIP ACK request (from the SIP/IP Core A to theSIP/IP Core X)
The SIP/IP Core A sends the SIP ACK request t&iRéIP Core X.

17. SIP 487 “Request Terminated” response (fronBiiRélP Core A to the PoC Server A)
The SIP/IP Core A sends the SIP 487 “Request Textmiti response to the PoC Server A.

18.  SIP ACK request (from the PoC Sever A to the ®VIP Core A)
The PoC Sever A sends the SIP ACK request to tRAFSCore A.

19. SIP 487 “Request Terminated” response (from thBoC Server A to the SIP/IP Core A)
The PoC Server A sends the SIP 487 “Request Tetedheesponse to the SIP/IP Core A.

20.  SIP ACK request (from the SIP/IP Core A to thePoC Server A)
The SIP/IP Core A sends the SIP ACK request tdth@ Server A.

21. SIP 487 “Request Terminated” response (from th8IP/IP Core A to the PoC Client A)
The SIP/IP Core A sends the SIP 487 “Request Termifiagsponse to the PoC Client A.

22. SIP ACK request (from the PoC Client A to the 8/IP Core A)
The PoC Client A sends the SIP ACK request to tRélB Core A.

F.8.2 Terminating flow

This subclause shows the procedure for cancellinigwtation to a PoC Session for the On-demandgiSa<ase and when
the PoC Server performing the Participating PoCcEan acts as a B2BUA.

In the case more than one PoC User was invitegribeedure is repeated for each Invited PoC User.

Figure 14 Cancelling a PoC Session establishment, termindtowf’ shows the signalling flow for the scenario.
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PoC Client A Home Network PoC Client B Home Network
SIP/IP Core X PoC Server X ‘ ‘ PoC Server B SIP/IP PoC Client B
(controlling) (participating) Core B
I
1. Reception of cancel
request
«€——2. CANCEL
3. CANCEL

[«——4. CANCEL

5. 200 OK—»

6. 200 OK

7.200 OK—»

8. CANCEL—p|
——9. CANCEL—|

[€——10. 200 OK

[€——11. 200 OK

12. 487 Request
Terminated

13. ACK—p|

l«—

14. Request
Terminated

15. ACK—p

16. Request
Terminated

[€———17. ACK

A

18. Request Terminated

19. ACK

Y

[€——21. ACK

20. Request
Terminated

Figure 14: Cancelling a PoC Session establishmet¢rminating flow.

The steps of the flows are as follows:

1. Reception of a cancel request

The PoC Server X (controlling) receives a requestancel all invitations to the PoC Session. Figildé€Cancelling a
PoC Session establishment, originating fl@lvows the signalling flow for the originating mexdure.

2. SIP CANCEL request (from the PoC Server X to SIRP Core X)

3. SIP CANCEL request (from SIP/IP Core X to SIP/IPCore B)

4. SIP CANCEL request (from SIP/IP Core B to the PG Server B)
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5. SIP 200 “OK” response (from the PoC Server B t&IP/IP Core B)

6. SIP 200 “OK” response (from SIP/IP Core B to SIAP Core X)

7. SIP 200 “OK” response (from SIP/IP Core X to thePoC Server X)

8. SIP CANCEL request (from the PoC Server B to SIRP Core B)

9. SIP CANCEL request (from SIP/IP Core B to the P€ Client B)

10.

11.

12.

13.

14.

15.

16.

17.

18.

19.

20.

SIP 200 “OK” response (from PoC Client B to SIRP Core B)

SIP 200 “OK" response (from SIP/IP Core B to tk PoC Server B)

SIP 487 “Request Terminated” response (from thBoC Client B to SIP/IP Core B)

SIP ACK request (from SIP/IP Core B to the PoClient B)

SIP 487 “Request Terminated” response (from SVFP Core B to the PoC Server B)

SIP ACK request (from the PoC Server B to SIPR Core B)

SIP 487 “Request Terminated” response (from PoServer B to SIP/IP Core B)

SIP ACK request (from the SIP/IP Core B to thé?oC Server B)

SIP 487 “Request Terminated” response (from SIFP Core B to SIP/IP Core X)

SIP ACK request (from SIP/IP Core X to SIP/IP @re X)

SIP 487 “Request Terminated” response (from SIFP Core X to the PoC Server X)
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21. SIP ACK request (from the PoC Server X to SIPR Core X)

F.9 Leaving/Disconnecting from a PoC Session

This subclause describes the scenario when a Pie@t Glaves a PoC Session.

F.9.1 Originating flow — On-demand Session case

This subclause shows the procedures for leaving$&xSion establishment on the originating sidéhferOn-demand case
when the PoC Server performing the ParticipatinG Fanction acts as a B2BUA.

Figure 15 teaving a PoC Session, originating flow — On-dem&edsion caseshows the message flow for the scenario.

PoC Client A Home Network PoC Server X Network
‘ PoC Client A SIP/IP Core A PoC Server A ‘ ‘ PoC Seryer X SIP/IP Core X ‘
(participating) (contrlolhnq)

[ [ | |
1. Active PoC Session

2. BYE—»

3. BYE—

[——4. 200 OK

[&——5. 200 OK

[ «—6. BYE

7. BYE

«—8.BYE
9. 200 OK——— |

10. 200 OK

F——11. 200 OK—»;

12. Terminating the
PoC Session

Figure 15: Leaving a PoC Session establishment, gimating flow — On-demand Session case.

The steps of the flows are as follows:

1. On-going PoC Session
An on-going PoC Session exists and two or more Pa@cipants is connected. SIP BYE request (from the

PoC Client A to the SIP/IP Core A)
The PoC Client initiates release of the SIP sedsyosending the SIP BYE request to the SIP/IP @ore

Request-URI sip:TokenA%PoC-Session-ldentityl @PoC-
ServerX.networkX.net%@PoC-ServerA.networkA.net

SIP HEADERS
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Privacy: id

SIP BYE request (from the SIP/IP Core A to the BC Server A)

3.
The SIP/IP Core A sends the SIP BYE request téth@ Server A
Request-URI sip: TokenA%PoC-Session-Identityl @PoC-
ServerX.networkX.net%@PoC-ServerA.networkA.net
SIP HEADERS
Privacy: id
4. SIP 200 “OK” response (from the PoC Server A tdthe SIP/IP Core A)
The PoC Server A sends the SIP 200 “OK” responseg&IP/IP Core A
5. SIP 200 “OK” response (from the SIP/IP Core A tahe PoC Client A)

The SIP/IP Core A sends the SIP 200 “OK” respoadhe PoC Client A
6. SIP BYE request (from the PoC Server A to the $/IP Core A)
The PoC Server A sends the SIP BYE request tdaIP Core A

Request-URI sip: PoC-Session-ldentityl @PoC-ServerX.networkX.net

SIP HEADERS

Privacy: id

SIP BYE request (from the SIP/IP Core A to the B/IP Core X)
The PoC Server A sends the SIP BYE request toSiBdre A

sip: PoC-Session-ldentityl @PoC-ServerX.networkX.net

7.

Request-URI

SIP HEADERS
Privacy: id

8. SIP BYE request (from the SIP/IP Core X to the BC Server X)
The SIP/IP Core X sends the SIP BYE request tdth@ Server X

Request-URI sip: PoC-Session-ldentityl @PoC-ServerX.networkX.net

SIP HEADERS

Privacy: id

SIP 200 “OK” response (from the PoC Server X tohe SIP/IP Core X)

9.
The PoC Server X sends the SIP 200 “OK” responseg&IP/IP Core X
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10. SIP 200 “OK” response (from the SIP/IP Core Xd the SIP/IP Core A)
The SIP/IP Core X sends the SIP 200 “OK” respongbé SIP/IP Core A

11. SIP 200 “OK” response (from the SIP/IP Core Ad the PoC Server A)
The SIP/IP Core A sends the SIP 200 “OK” respoadbe PoC Server A

12. Terminating the PoC Session
Depending on the PoC Session termination policyPth@ Server X disconnects all PoC Participants fitwenPoC
Session as shown in Figure 1isconnecting a PoC Participant from a PoC Sessierminating flow — On-demand
Session caser Figure 18 Disconnecting a PoC Participant from a PoC Sessierminating flow — Pre-established

Session case

F.9.2 Originating flow — Pre-established Sessionca se

This subclause shows the procedures for leaving&&sSion establishment on the originating sidéhferPre-established

case.

Figure 16 teaving a PoC Session, originating flow — Pre-elsfiled Session casshows the message flow for the

scenario.
PoC Client A Home Network PoC Server X Network
PoC Client A SIP/IP Core A PoC Server A ‘ ‘ PoC Seryer X SIP/IP Core X
(participating) (contrlollmg)
|

1. Active PoC Session

<«—7. NOTIFY

2. REFER—»

l[¢—5. 202 Accepted—

8. 200 OK—p

<«—17. NOTIFY —

——18. 200 OK—»

3. REFER—»

l«—4. 202 Accepted—

[ «——6. NOTIFY

9. 200 OK—»

[ «——10. BYE

11. BYE

«—12. BYE

13. 200 OK———»

15. 200 OK—pf

[ ——16. NOTIFY —

——-19. 200 OK—»

14 200 OK

20. Terminating the
PoC Session

Figure 16: Leaving a PoC Session establishment, gimating flow — Pre-established Session case.

The steps of the flows are as follows:
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1. On-going PoC Session

An on-going PoC Session exists and two or more Pai@cipants is connected.

2. SIP REFER request (from the PoC Client A to SIRP Core A)
The PoC Client A sends a REFER request to the BiBdre A.

Request-URI sip:Pre-establishedSessionldentityA@PoC-
ServerA.networkA.net

SIP HEADERS

Refer-To: sip:PoC-Session-ldentityl @PoC-
ServerX.networkX.net;method=BYE

Privacy: id

Contact sip:PoC-ClientA@

3. SIP REFER request (from SIP/IP Core A to the PoGServer A)
The SIP/IP Core A sends the REFER request to tleStwver A.

Request-URI sip:Pre-establishedSessionldentityA@PoC-
ServerA.networkA.net

SIP HEADERS

Refer-To: sip:PoC-Session-Identityl @PoC-
ServerX.networkX.net;method=BYE

Privacy: id

Contact sip:PoC-ClientA@

4. SIP 202 “Accepted” response (from the PoC Servék to SIP/IP Core A)
The PoC Server A sends a SIP 202 “Accepted” regptmthe SIP/IP Core A.

5. SIP 202 “Accepted” response (from SIP/IP Core Ao the PoC Client A)
The SIP/IP Core A sends the SIP 202 “Accepted’arse to the PoC Client A.

6. SIP NOTIFY request (from the PoC Server A to SIAP Core A)The PoC Server sends a SIP NOTIFY request
towards the PoC Client A and at the same time aBYIP request (see step 10) towards the PoC Seerérming the
Controlling PoC Function.

Request-URI sip:PoCClientA@networkA.net
SIP HEADERS
Subscription-State active
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Content-Type message/sipfrag;version=2.0

MIME BODY

SIP/2.0 100 Trying

7. SIP NOTIFY request (from SIP/IP Core A to the P& Client A)
The SIP/IP Core A sends the NOTIFY request to thé Blient A.

Request-URI sip:PoCClientA@networkA.net
SIP HEADERS

Subscription-State active

Content-Type message/sipfrag;version=2.0
MIME BODY

SIP/2.0 100 Trying

8. SIP 200 “OK” response (from the PoC Client A t&SIP/IP Core A)
The PoC Client A sends the SIP 200 “OK” respongéedSIP/IP Core A.

9. SIP 200 “OK” response (from SIP/IP Core A to thePoC Server A)
The SIP/IP Core A sends the SIP 200 “OK” respoadbé PoC Server A.

10. SIP BYE request (from the PoC Server A to SIPR Core A)
The PoC Server A sends a SIP BYE request to théFSGore A.

Request-URI sip:PoC-Session-Identityl @PoC-ServerX.networkX.net

11. SIP BYE request (from SIP/IP Core A to SIP/IP ©@re X)
The SIP/IP Core A sends the SIP BYE request t&tRéP Core X.

Request-URI sip:PoC-Session-Identityl @PoC-ServerX.networkX.net

12. SIP BYE request (from SIP/IP Core X to the PoGerver X)
The SIP/IP Core X sends the SIP BYE request té’te Server X.

Request-URI sip:PoC-Session-Identityl @PoC-ServerX.networkX.net

13. SIP 200 “OK” response (from the PoC Server X t&IP/IP Core X)
The PoC Server X sends the SIP 200 “OK” respon&iRIP Core X.

14. SIP 200 “OK” response (from SIP/IP Core X to SP/IP Core A)
The SIP/IP Core X sends the SIP 200 “OK” respoadbé SIP/IP Core A.
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15. SIP 200 “OK” response (from SIP/IP Core A to tle PoC Server A)
The SIP/IP Core A sends the SIP 200 “OK” respongbe PoC Server A.

16. SIP NOTIFY request (from the PoC Server A totie SIP/IP Core A)
The PoC Server A sends a SIP NOTIFY request towtael®oC Client A.

Request-URI sip:PoCClientA@networkA.net
SIP HEADERS

Content-Type: message/sipfrag;version=2.0
Subscription-State: terminated;reason=noresource
MIME BODY

SIP/2.0 200 OK

17. SIP NOTIFY request (from the SIP/IP Core A tathe PoC Client A)
The SIP/IP Core A sends the NOTIFY request to th@ Blient A.

Request-URI sip:PoCClientA@networkA.net
SIP HEADERS

Content-Type: message/sipfrag;version=2.0
Subscription-State: terminated;reason=noresource
MIME BODY

SIP/2.0 200 OK

18. SIP 200 “OK” response (from the PoC Client Ad the SIP/IP Core A)
The PoC Client A sends the SIP 200 “OK” respongéedSIP/IP Core A.

19. SIP 200 “OK” response (from the SIP/IP Core Ao the PoC Server A)
The SIP/IP Core A sends the SIP 200 “OK” respoogbé PoC Server A.

20. Terminating the PoC Session
Depending on the PoC Session termination policyPth@ Server X disconnects all PoC Participants fitwenPoC

Session as shown in Figure 1Jisconnecting a PoC Participant from a PoC Sessierminating flow — On-demand
Session case.dr Figure 18 Disconnecting a PoC Participant from a PoC Sessierminating flow — Pre-established

Session case.”

F.9.3 Terminating flow — On-demand Session Case

This subclause shows the procedure for disconrgatinoC Participant in an on-going PoC SessiothiaOn-demand
Session case and when the PoC Server performirigattigipating PoC Function acts as a B2BUA.

NOTE: Inthe case more than one PoC Participactinsiected the procedure is repeated for each PdiCipant.

Figure 17 Disconnecting a PoC Participant from a PoC Sessierminating flow — On-demand Session ¢at®ws the
signalling flow for the scenario.
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PoC Client A Home Network PoC Client B Home Network

PoC Server B SIP/IP PoC Client B
(participating) Core B

SIP/IP Core X PoC Server X
(controlling)

1. Termination of PoC
Session initiated

[ €—2. BYE

3. BYE

l«—4.BYE

5. 200 OK—»

6. 200 OK

7.200 OK—»

8. BYE—P

9. BYE—>|

l€«——10. 200 OK

l€——11. 200 OK

Figure 17: Disconnecting a PoC Participant from a BC Session, terminating flow — On-demand Sessionsz

The steps of the flows are as follows:

1. Termination of PoC Session initiated

The PoC Server X (controlling) initiates the teration of the PoC Session, e.g. when a PoC Partitipaves the
PoC Session. Figure 1héaving a PoC Session establishment, originalimg'fFigure 16 ‘Leaving a PoC
Session establishment, originating flow — Pre-dighbd Session casshows the signalling flow for the originating
procedure.

2. SIP BYE request (from the PoC Server X to the $/IP Core X)
The PoC Server X sends the SIP BYE request toSiRdre X.

Request-URI sip:xyz@PoC-ServerB.networkB.net

3. SIP BYE request (from the SIP/IP Core X to the B/IP Core B)
The SIP/IP Core X sends the SIP BYE request toSIi@bre B

Request-URI sip:xyz@PoC-ServerB.networkB.net

4. SIP BYE request (from the SIP/IP Core B to the BC Server B)
The SIP/IP Core B sends SIP BYE request to the &a@er B.

Request-URI sip:xyz@PoC-ServerB.networkB.net
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5. SIP 200 “OK” response (from the PoC Server B tthe SIP/IP Core B)
The PoC Server B sends the 200 “OK” response tdSBore B.

6. SIP 200 “OK” response (from the SIP/IP Core B tdahe SIP/IP Core X)
The SIP/IP Core B sends the 200 “OK” response RiIBICore X.

7. SIP 200 “OK” response (from the SIP/IP Core X tahe PoC Server X)
The SIP/IP Core X sends the 200 “OK” response ¢d®bC Server X.

8. SIP BYE request (from the PoC Server B to the $VIP Core B)
The PoC Server B sends the SIP BYE request toFSIPdre B.

Request-URI sip:PoCClientB@networkB.net

9. SIP BYE request (from the SIP/IP Core B to the 8C Client B)
The SIP/IP Core B sends the SIP BYE request t&d@ Client B.

Request-URI sip:PoCClientB@networkB.net

10. SIP 200 “OK” response (from the PoC Client B tdhe SIP/IP Core B)
The PoC Client B sends the 200 “OK” response tdIBIBore B.

11. SIP 200 “OK” response (from the SIP/IP Core Bd the PoC Server B)
The SIP/IP Core B sends the 200 “OK” response tt@ Server B.

F.9.4 Terminating flow — Pre-established Session Ca se

This subclause shows the procedure for disconreatiroC Participant in an on-going PoC SessiothfaPre-established

Session case.

NOTE: Inthe case more than one PoC Participactinsiected the procedure is repeated for each PdiCipant.

Figure 18 Disconnecting a PoC Participant from a PoC Sessierminating flow — Pre-established Session tabews
the signalling flow for the scenario.
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PoC Client A Home Network PoC Client B Home Network

PoC Server B SIP/IP PoC Client B
(participating) Core B

SIP/IP Core X PoC Server X
(controlling)

1. Termination of PoC
Session initiated

[ €—2. BYE

3. BYE

l«—4. BYE

5. 200 OK——»

6. 200 OK

7. 200 OK——»

[————————A. Disconnect—————————>
I
«—B. Talk Burst Acknowledgment

Figure 18: Disconnecting a PoC Participant from a BC Session, terminating flow — Pre-established Séms case.

The steps of the flows are as follows:
1. Termination of PoC Session initiated

The PoC Server X (controlling) initiates the teration of the PoC Session, e.g. when a PoC Pantitigaaves the PoC
Session. Figure 19 taving a PoC Session establishment, originatiog ft On-demand Session caseFigure 16
“Leaving a PoC Session establishment, originatiog f Pre-established Session castgows the signalling flow
for the originating procedure.

2. SIP BYE request (from the PoC Server X to the $/IP Core X)
The PoC Server X sends the SIP BYE request to lfréRSCore X.

Request-URI sip:PoC-UserB-1@PoCServerB.networkB.net

3. SIP BYE request (from the SIP/IP Core X to the B/IP Core B)
The SIP/IP Core X sends the SIP BYE request t&tRéP Core B.

Request-URI sip:PoC-UserB-1@PoCServerB.networkB.net

4. SIP BYE request (from the SIP/IP Core B to the BC Server B)
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The SIP/IP Core B sends the SIP BYE request t®td@ Server B.

Request-URI sip:PoC-UserB-1@PoCServerB.networkB.net

5. SIP 200 “OK” response (from the PoC Server B tthe SIP/IP Core B)
The PoC Server B sends the SIP 200 “OK” respongieet&IP/IP Core B.

6. SIP 200 “OK” response (from the SIP/IP Core B tdhe SIP/IP Core X)
The SIP/IP Core B sends the SIP 200 “OK” respoadké SIP/IP Core X.

7. SIP 200 “OK” response (from the SIP/IP Core X tahe PoC Server X)
The SIP/IP Core X sends the SIP 200 “OK” respoadbe PoC Server X.  TBCP Disconnect message (from the
PoC Server B to the PoC Client B)
The PoC Server B sends the TBCP Disconnect messédlge PoC Client B.

B. TBCP Talk Burst Acknowledgment message (from th&oC Client B to the PoC Server B)
The PoC Client B sends the TBCP Talk Burst Acknalgilaent message to the PoC Server B

Reason Code Accepted

F.10 Simultaneous PoC Sessions locking and priority setting

PoC Client A changes the locking and/or sessiaoripyiparameters by sending a SIP UPDATE requeSiBrre-INVITE
request to the PoC Server.

The flow chart is valid for On-demand Session alt agefor Pre-established Session case as spetifdbclause 6.1.12
Simultaneous Session control procedures".

Figure 19'PoC Client A modifies the Simultaneous PoC Segswameters'shows how the PoC Client A is using the SIP
re-INVITE request change the setting of the lockamgl/or the priority setting.
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PoC Client A Home Network

PoC Client A SIP/IP Core A PoC Server A
(participating)

‘ 1. possible on-going PoC Session ‘

——2. (re-)INVITE—»]

l«——3. 100 Trying

4. (re-)INVITE—»

#——5. 100 Trying

l&——6. 200 OK

l&——7. 200 OK

8. ACK——»

9. ACK——»

Figure 19: PoC Client A modifies the Simultaneous &C Session parameters
The steps of the flows are as follows:
1. PoC Client A possible has a on-going PoC Session
PoC Client A possible has an on-going PoC Sessstablished either on On-demand or Pre-establichssl
2. SIP re-INVITE request (from PoC Client A to SIPAP Core)
The SIP Client sends the SIP re-INVITE requesh&SIP/IP Core A.
3. SIP re-INVITE request (from SIP/IP A Core to PcC Server A)

The SIP/IP Core forwards the SIP re-INVITE requeghe PoC Server A (participating) accordinghie SIP/IP
Core A routing principles.

4. SIP 200 “OK” response (from PoC Server A to SIRP Core A)
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The PoC Server A analyses the Simultaneous Posiddsgparameters and returns the agreed paramsters
specified in subclause 7.3.1.12Simultaneous PoC Session control procedures".

5. SIP 200 "OK" response (from SIP/IP Core A to PoCClient A)

The SIP/IP Core A forwards the response to the @léht A. PoC Client A takes the parameter intbe as
specified in subclause 6.1.15imultaneous Session control procedures".

6. SIP ACK request (from PoC Client A to SIP/IP Coe A)

7. SIP ACK request (from SIP/IP Core A to PoC ServeA)

F.11 Placing media on or off hold

The signaling flow is valid for placing media onaif hold as specified in the subclauses 6.1.2@C Client placing media
on hold” and 6.1.4.3PoC Client placing media off hdldnd 7.2.1.7 PoC Session modificatibn

Prerequisite for the signaling flow is that the Rol&nt has already an on-going PoC Session.
This flow is valid for On-demand as well as for fstablished Session case.

Figure 20'Placing media on or off holdshows the signalling flow for the scenario.

[0 2009 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



Page 231 (276)

PoC Client A Home Network

PaC Server X Network

PoC Client A SIP/IP Core A PoC Server A ‘ ‘ SIP/IP Core X PoC Server X '
(participating) (controlling)
‘ On-going PoC Session ‘
1. re-INVITE ")
) 2.100 Trying
3.re-INVITE |
¢ 4.100 Trying
5. UPDATE
—>

6. UPPATE

- JE—
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10. 200 OK

11. 200 OK

12. 200 OK

| 13. ACK

| 14. ACK

] 15. ACK

16. ACK

7. UPDATE

8. 200 OK

17. ACK

Figure 20: Placing media on or off hold.

The steps of the flows are as follows:

1. SIP re-INVITE request (from PoC Client A to SIPAP Core A)

The PoC Client receives a request from a PoC Wsgllate media on or off hold. The PoC Client sem@&P re-

INVITE request to the SIP/IP Core A.

2. SIP 100 “Trying” response (SIP/IP Core A to PoCClient A)
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The SIP/IP Core A responds to the SIP re-INVITEuex} with a SIP 100 "Trying" provisional response.

3. SIP re-INVITE request (from SIP/IP Core A to PoCServer A)
The SIP/IP Core A sends the SIP re-INVITE requeshe PoC Server A.

4. SIP 100 “Trying” response (from PoC Server A t&SIP/IP Core A)
The SIP/IP Core A responds to the SIP re-INVITEuesj with a SIP 100 "Trying" provisional response.
5. SIP UPDATE request (from PoC Server A to SIP/IRCore A)

Using the PoC Session Identity the PoC Server Ardehes that the Group PoC Session is owned byhan®oC Server
and sends the SIP UPDATE request to the SIP/IP Bore

6. SIP UPDATE request (from SIP/IP Core A to SIP/IPCore X)

Based on the PoC Session Identity in the RequesttéRSIP/IP Core A sends the SIP UPDATE requegtg¢dSIP/IP
Core X.

7. SIP UPDATE request (from SIP/IP Core X to PoC Swer X)
The SIP/IP Core X sends the SIP UPDATE requestad®oC Server X.
8. SIP 200 "OK" response (from PoC Server X to SIRP Core X)
The PoC Server X authorizes the PoC Client A tae@laedia on or off hold and sends the SIP 200 "@kponse to the

SIP/IP Core.

9. SIP 200 "OK" response (from SIP/IP Core X to SIPIP Core A)
The SIP/IP Core X sends the SIP 200 "OK" responskd SIP/IP Core A.

10. SIP 200 "OK" response (from SIP/IP Core A to PG Server A)

The SIP/IP Core A sends the SIP 200 "OK" responske SIP/IP Core A.

11. SIP 200 "OK" response (from PoC Server A to SIRP Core A)

The PoC Server A sends the SIP 200 "OK" responS¢RAP Core A.

12. SIP 200 "OK" response (from SIP/IP Core A to P€ Client A)
The SIP/IP Core A sends the SIP 200 "OK" responske PoC Client A.

13. SIP ACK request (from PoC Client A to SIP/IP Coe A)

The PoC Client A acknowledges the SIP 200 "OK" oesge with a SIP ACK request sent to the SIP/IP @ore
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14. SIP ACK request (from SIP/IP Core A to PoC Serer A)

The SIP/IP Core A forwards the SIP ACK request setihe PoC Server A.
15. SIP ACK request (from PoC Server A to SIP/IP Cre A)

The PoC Server A forwards the SIP ACK request setiie SIP/IP Core A.
16. SIP ACK request (from SIP/IP Core A to SIP/IP @re X)

The SIP/IP Core A forwards the SIP ACK request setiie SIP/IP Core X.
17. SIP ACK request (from SIP/IP Core X to PoC Sergr X)

The SIP/IP Core X forwards the SIP ACK request setiie PoC Server X.

F.12 Session modifications

PoC Server X modifies the Media Parameters of e Bession by sending a SIP re-INVITE or a SIP UPBAequest
towards the terminating PoC Client B as specifiedibclause 7.2.1:7PoC Session modificatidand6.2.2 ‘PoC Client
receiving a PoC Session modification reqliest

Figure 21'"PoC Session modificationshows the message flow for the scenario
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Figure 21: PoC Session modifications
The steps of the flow are as follows:
1. PoC Session is ongoing and PoC Server X decidesnodify the Session

2. SIP UPDATE request (from PoC Server X to SIP/IRCore X)

PoC Server X is decided to modify the PoC Sessjochlanging the Media Parameters. The PoC Servdehased
during the establishment of the PoC Session tleaPtiC Server B supports the “UPDATE” method andisenSIP
UPDATE request towards PoC Client B.
3. SIP UPDATE request (from SIP/IP Core X to SIP/IPCore B)
The SIP/IP Core X forwards the SIP UPDATE requeshé SIP/IP Core B.
4. SIP UPDATE request (from SIP/IP Core B to PoC Sger B)
The SIP/IP Core B forwards the SIP UPDATE requethé PoC Server B.

5. SIP re-INVITE request (from PoC Server B to SIPIP Core B)
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The PoC Server B sends a SIP re-INVITE requeste&iP/IP Core B.

6. SIP re-INVITE request (from SIP/IP Core B to PoCClient B)

The SIP/IP Core B forwards the SIP re-INVITE redueghe PoC Client B.

7. SIP 200 “OK” response (from PoC Client B to SIAP Core B)

The PoC Client B acknowledge the SIP re-INVITE mesfuwith a SIP 200 “OK” response to the SIP/IP (Bre
8. SIP 200 “OK” response (from SIP/IP Core B to PoCServer B)

The SIP/IP Core B forwards the SIP 200 "OK" resaiosPoC Server B.

9. SIP 200 “OK” response (from PoC Server B to SIPP Core B)

The PoC Server B forwards the SIP 200 "OK" resptostdP/IP Core B.

10. SIP 200 “OK” response (from SIP/IP Core B to S/IP Core X)

The SIP/IP Core B forwards the SIP 200 "OK" resgaiesSIP/IP Core X.

11. SIP 200 “OK” response (from SIP/IP Core X to PG Server X)

The SIP/IP Core X forwards the SIP 200 "OK" respottsPoC Server X.

12. SIP ACK request (from PoC Server B to SIP/IP C B)

The PoC Server B acknowledges the SIP 200 "OK"oresp with a SIP ACK request sent to the SIP/IP Gore
13. SIP ACK request (from SIP/IP Core B to PoC Cliat B)

The SIP/IP Core B forwards the SIP ACK requestd@ Elient B.

F.13 Instant Personal Alert

This subclause shows an example of how one PoCdasesend an Instant Personal Alert to anotherPset. The example
includes authorization and Access Control.

F.13.1 Originating flow

This subclause describes the message flow betweesender of the Instant Personal Alert, i.e. i€ Blient A and the
PoC Server A in the PoC Client A Home Network.

In this example the PoC Server A acts as a proggrding to [RFC3261] and is not allowed to chartgevalue of the
headers User-Agent and Server, as specified in fRE8].

The flow is as shown in Figure 2PoC Client A sends an Instant Personal Alert t€CR@lient B'".
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PoC Client A Home Network

PoC Client A SIP/IP Core A PoC Server A

——1. MESSAGE—

——2. MESSAGE—

3. Send Instant
personal alert to PoC
User B.

4. Instant personal
alert
acknowledgement
received by PoC Client
B

l&——5. 200 OK

[&——6. 200 OK

NOTE: Authorization of the Instant Personal Alierthe PoC Server A is optional and included inFigure for
completeness.

Figure 22: PoC Client A sends an Instant Personallart to PoC Client B
The steps of the flows are as follows:
1. SIP MESSAGE request (from PoC Client A to SIP/IP Coe A)

The PoC Client A sends a SIP MESSAGE request tdiS[Bore. The Request-URI includes the PoC Addoédise
PoC User B at a PoC Client B. The Accept-Contaatibeincludes the PoC feature tag '+g.poc.talkburst

Request-URI sip:PoC-UserB@networkB.net
SIP HEADERS
P-Preferred-ldentity: "PoC User A" <sip:PoC-UserA@networkA.net>
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Accept-Contact: *.+g.poc.talkburst; require;explicit

User-Agent: PoC-client/OMA1.0 Acme-Talk5000/v1.01

2. SIP MESSAGE request (from SIP/IP Core A to PoC Serer A)

The SIP/IP Core A sends the SIP MESSAGE requdbiet®oC Server A based on the PoC feature tagoegatkburst'
in the Accept-Contact header.

Request-URI sip:PoC-UserB@networkB.net

SIP HEADERS

P-Asserted-ldentity: "PoC User A" <sip:PoC-UserA@networkA.net>
Accept-Contact: *.+g.poc.talkburst; require;explicit

User-Agent: PoC-client/OMA1.0 Acme-Talk5000/v1.01

3. The Sending of Instant Personal Alert (from PoC Serer A to PoC Client B Network)

The PoC Server A authorizes the PoC User A at t@& @lient A to send an Instant Personal Alert ariibites the
sending of the Instant Personal Alert to the PolentB as described in subclause F.13.@riinating flow".

4. The Receival of Instant Personal Alert acknowledgesnt (from PoC Client B Network to PoC Server A)

The PoC Server A receives an acknowledgment franPthC Client B Network that the PoC Client B haieed the
Instant Personal Alert.

5. SIP 200 “OK” response (from PoC Server A to SIP/IRCore A)

A SIP 200 "OK" response is sent by the PoC Servtr 8IP/IP Core A. The PoC server A forwards theeaf the
Server header received from PoC Client B Network.

SIP HEADERS
P-Asserted-ldentity: <sip:PoC-ClientB@networkB.net>
Server: PoC-client/OMA1.0 Acme-Talk5000/v1.01

6. SIP 200 “OK” response (from SIP/IP Core A to PoC dent A)
SIP/IP Core A forwards the SIP 200 "OK" resporsBPaC Client A.

SIP HEADERS
P-Asserted-ldentity: <sip:PoC-ClientB@networkB.net>
Server: PoC-client/OMA1.0 Acme-Talk5000/v1.01
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F.13.2 Terminating flow

This subclause describes the message flow betweardteiver of the Instant Personal Alert, i.e.Rb€ Client B and the
PoC Server B in the PoC Client B Home Network.

In this example the PoC Server B acts as a prozgrding to [RFC3261] and is not allowed to chartge\alue of the
headers User-Agent and Server, as specified in 2E8].

The flow is as shown in Figure 2BoC Client B receives an Instant Personal AleoinirPoC Client A"

PoC Client A Home Network PoC Client B Home Network

SIP/IP Core A PoC Server A ‘ ‘ PoC Server B SIP/IP Core B PoC Client B

I
1. A Instant personal alert
has been received and shall
be sent to PoC User B

[&—2. MESSAGE—
3. MESSAGE
l&—4. MESSAGE
——5. MESSAGE—»
6. MESSAGE—»,
[&——7. 200 OK
l&——8. 200 OK
9. 200 OK—»|
10. 200 OK
——"211. 200 OK—

12. The reception of the
Instant personal alert has
been acknowledged by
PoC Client B

NOTE: Access Control of the Instant personal atethe PoC Server B is optional and included mfigure for
completeness.

Figure 23: PoC Client B receives an Instant Persom@lert from PoC Client A
The steps of the flows are as follows:

1. The receiving and sending of Instant Personal Aft
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The PoC Server A receives an authorized request & PoC User A to send an Instant Personal Aldte PoC
User B.

2. SIP MESSAGE request (from PoC Server A to SIP/IRCore A)

The PoC Server A sends a SIP MESSAGE request t8IfP Core A. The Request-URI includes the Po@rasis
of the PoC User B and an Accept-Contact headerthvtiPoC feature tag '+g.poc.talkburst'.

Request-URI sip:PoC-UserB@networkB.net

SIP HEADERS

P-Asserted-ldentity: "PoC User A" <sip:PoC-UserA@networkA.net>
Accept-Contact: *.+g.poc.talkburst; require;explicit

User-Agent: PoC-client/OMA1.0 Acme-Talk5000/v1.01

3. SIP MESSAGE request (from SIP/IP Core A to SIP# Core B)
The SIP/IP Core A sends the SIP MESSAGE requésiet&IP/IP Core B based on the PoC Address ofdl=Wser B.

Request-URI sip:PoC-UserB@networkB.net

SIP HEADERS

P-Asserted-Identity: "PoC User A" <sip:PoC-UserA@networkA.net>
Accept-Contact: *+g.poc.talkburst; require;explicit

User-Agent: PoC-client/OMA1.0 Acme-Talk5000/v1.01

4. SIP MESSAGE request (from SIP/IP Core B to PoC &ver B)

The SIP/IP Core B sends the SIP MESSAGE requdbet®oC Server B based on the PoC feature tag
'+g.poc.talkburst' in the Accept Contact.

Request-URI sip:PoC-UserB@networkB.net

SIP HEADERS

P-Asserted-Identity: "PoC User A" <sip:PoC-UserA@networkA.net>
Accept-Contact: *+g.poc.talkburst; require;explicit

User-Agent: PoC-client/OMA1.0 Acme-Talk5000/v1.01

5. SIP MESSAGE request (from PoC Server B to SIP/IEore B)
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The PoC Server B performs Access Control and détesithat the PoC User A at the PoC Client A i©iatized to
send an Instant Personal Alert to the PoC UsethB.HoC Server B sends the SIP MESSAGE requese tBIEYIP

Core.
Request-URI sip:PoC-UserB@networkB.net
SIP HEADERS
P-Asserted-ldentity: "PoC User A" <sip:PoC-UserA@networkA.net>
Accept-Contact: *'+g.poc.talkburst; require;explicit
User-Agent: PoC-client/OMA1.0 Acme-Talk5000/v1.01

6. SIP MESSAGE request (from SIP/IP Core B to PoC {&znt B)

The SIP IP/Core B sends the SIP MESSAGE to the ®lgit B based on information stored during regison.

Request-URI sip:PoC-UserB@networkB.net

SIP HEADERS

P-Asserted-ldentity: "PoC User A" <sip:PoC-UserA@networkA.net>
Accept-Contact: *.+g.poc.talkburst; require;explicit

User-Agent: PoC-client/OMA1.0 Acme-Talk5000/v1.01

7. SIP 200 “OK” response (from PoC Client B to SIRP Core B)

The PoC Client B sends a SIP 200 "OK" responskad&iP/IP Core B in order to acknowledge that tistant
Personal Alert was received.

SIP HEADERS
P-Asserted-ldentity: <sip:PoC-ClientB@networkA.net>
Server: PoC-client/OMA1.0 Acme-Talk5000/v1.01

8. SIP 200 “OK” response (from SIP/IP Core B to PoC Swer B)
The SIP/IP Core B forwards the SIP 200 "OK" resgatiasthe PoC Server B.

SIP HEADERS
P-Asserted-ldentity: <sip:PoC-ClientB@networkB.net>
Server: PoC-client/OMA1.0 Acme-Talk5000/v1.01

9. SIP 200 “OK” response (from PoC Server B to SIPP Core B)
The PoC Server B forwards the SIP 200 "OK" respdnske SIP/IP Core B.
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SIP HEADERS
P-Asserted-ldentity: <sip:PoC-ClientB@networkB.net>
Server: PoC-client/OMA1.0 Acme-Talk5000/v1.01

10. SIP 200 “OK” response (from SIP/IP Core B to S/IP Core A)
The SIP/IP Core B forwards the SIP 200 "OK" resgatasthe SIP/IP Core A.

SIP HEADERS
P-Asserted-ldentity: <sip:PoC-ClientB@networkB.net>
Server: PoC-client/OMA1.0 Acme-Talk5000/v1.01

11.“OK” response (from SIP/IP Core A to PoC ServerA)
The SIP/IP Core A forwards the SIP 200 "OK" resgottsthe PoC Server A.

SIP HEADERS
P-Asserted-ldentity: <sip:PoC-ClientB@networkB.net>
Server: PoC-client/OMA1.0 Acme-Talk5000/v1.01

12. The sending of the acknowledgement (from PoC iSer A to PoC Client A)

The PoC Server A sends the acknowledgment to tRe@i@nt A as shown in Figure 22 "PoC Client A sead

Instant Personal Alert to PoC Client B".

F.14 Event Subscriptions

This subclause shows an example on how one PoCslubscribes to Group event information during agoomy PoC
Group Session. The flow is as shown in FiguréR#articipant at the PoC Client A subscribes temvinformation®
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PoC Client A Home Network PoC Server X Network

PoC Client A PoC Server A

SIP/IP Core A SIP/IP Core X PoC Server X ‘

(participating) (controlling)

‘ A PoC session is established. ‘

1. SUBSCRIBE—»
——2. SUBSCRIBE—»

[¢—3. SUBSCRIBE——
4, SUBSCRIBE——— ¥
——>5. SUBSCRIBE—»

6. PoC Server X
Authorises the
Subscription

[&——7. 200 OK
&———— 8. 200 OK
9. 200 OK——»
[¢——10. 200 OK—
l«——11. 200 OK——— [&——12. NOTIFY —
[&———13. NOTIFY

F——14. NOTIFY —»

[&——15. NOTIFY ——
[ ¢——16. NOTIFY —

———-17. 200 OK——»
18. 200 OK———»;

l&«——19. 200 OK

20. 200 OK——— b
F——21. 200 OK—»

22. PoC participant
PoC Client C leaves
the PoC Session

——23. NOTIFY —
&———24 NOTIFY

——25. NOTIFY —»;

[——26. NOTIFY —

——27. NOTIFY

———28. 200 OK—»
——29. 200 OK—»;

l&——30. 200 OK

31. 200 OK—————————P>
——32. 200 OK—»

Figure 24: A Participant at the PoC Client A subscibes to event information

The steps of the flows are as follows:
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1. SIP SUBSCRIBE request (from PoC Client A to SIRP Core A)

The PoC Client A sends the SIP SUBSCRIBE requetsta&IP/IP Core. The SIP request includes the Gap
Identity of the PoC Group or the ad-hoc PoC Sesdlsientity in the Request-URI and an Accept-Conkeszider with
the PoC feature tag '+g.poc.talkburst'.

Request-URI sip:OMA-Golf-buddies@networkX.net

SIP HEADERS

P-Preferred-ldentity: "PoC User A" <sip:PoC-UserA@networkA.net>
User-Agent: PoC-client/OMA1.0 Acme-Talk5000/v1.01
Accept-Contact: *+g.poc.talkburst; require;explicit

Contact: <sip:PoC-ClientA@networkA.net>

Event: conference

Subscription-State: active;expires=3600

2. SIP SUBSCRIBE request (from SIP/IP Core A to PoGerver A)

The SIP/IP Core A sends the SIP SUBSCRIBE reqoesiet PoC Server A performing the Particpating PoC
Function based on the PoC feature tag'+g.poc.teskbin the Accept-Contact header.

Request-URI sip:OMA-Golf-buddies@networkX.net

SIP HEADERS

P-Asserted-Identity: "PoC User A" <sip:PoC-UserA@networkA.net>
User-Agent: PoC-client/OMA1.0 Acme-Talk5000/v1.01
Accept-Contact: *+g.poc.talkburst; require;explicit

Contact: <sip:PoC-ClientA@networkA.net>

Event: conference

Subscription-State: active;expires=3600

3. SIP SUBSCRIBE request (from PoC Server A to SIFP Core A)

The PoC Server A performing the Particpating Po@ckan does not recognise the PoC Group Identifjsasvn
and sends the SIP SUBSCRIBE request to the SIRJtE £.

Request-URI sip:OMA-Golf-buddies@networkX.net
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SIP HEADERS

P-Asserted-Identity:

User-Agent:
Accept-Contact:
Contact:

Event:

Subscription-State:

Request-URI

SIP HEADERS

P-Asserted-Identity:

User-Agent:
Accept-Contact:
Contact:

Event:

Subscription-State:

"PoC User A" <sip:PoC-UserA@networkA.net>
PoC-serv/OMA1.0

*:+g.poc.talkburst; require;explicit
<sip:PoC-ServerA@networkA.net>

conference

active;expires=3600

4. SIP SUBSCRIBE request (from SIP/IP Core A to SIRP Core X)
The SIP/IP Core A sends the SIP SUBSCRIBE reqogsiet SIP/IP Core X based on the Request-URI.

sip:OMA-Golf-buddies@networkX.net

"PoC User A" <sip:PoC-UserA@networkA.net>
PoC-serv/OMA1.0

*.+g.poc.talkburst; require;explicit
<sip:PoC-ServerA@networkA.net>

conference

active;expires=3600

5. SIP SUBSCRIBE request (from SIP/IP Core X to PoGerver X)

The SIP/IP Core X sends the SIP SUBSCRIBE reqoesiet PoC Server X performing the Controlling PoC
Function based on the PoC Group Identity in theuRstURI and the PoC feature tag '+g.poc.talkburstie
Accept-Contact header.

Request-URI sip:OMA-Golf-buddies@networkX.net
SIP HEADERS

P-Asserted-ldentity: "PoC User A" <sip:PoC-UserA@networkA.net>
User-Agent: PoC-serv/OMAL1.0

Accept-Contact: *.+g.poc.talkburst; require;explicit

[0 2009 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



Page 245 (276)

Contact: <sip:PoC-ServerA@networkA.net>
Event: conference
Subscription-State: active;expires=3600

6. The authorization (PoC Server X)

The PoC Server X authorizes the PoC User at the@®ie@t A to receive event information. The autkzation may,
for example, be based on membership in the PoCpgizraumber of PoC Users already subscribing to teate
information or if the PoC User is a Participanthe ongoing PoC Session.

7. SIP 200 “OK” response (from PoC Server X to SIRP Core X)

The authorization is successful and the PoC Sét\{performing the Controlling PoC Function) senks SIP 200
"OK" response to the SIP SUBSCRIBE request to 8BIRibre X.

SIP HEADERS

P-Asserted-Identity: <sip:PoC-ServerX@networkX.net>
Server: PoC-serv/OMA1.0

Supported: norefersub

8. SIP 200 “OK” response (from SIP/IP Core X to SIAP Core A)
The SIP/IP Core X forwards the SIP 200 "OK" respotwsthe SIP/IP Core A

SIP HEADERS

P-Asserted-ldentity: <sip:PoC-ServerX@networkX.net>
Server: PoC-serv/OMA1.0

Supported: norefersub

9. SIP 200 “OK” response (from SIP/IP Core A to PoCServer A)
The SIP/IP Core A forwards the SIP 200 "OK" respgottsthe PoC Server A

SIP HEADERS

P-Asserted-Identity: <sip:PoC-ServerX@networkX.net>
Server: PoC-serv/OMA1.0

Supported: norefersub

10. SIP 200 “OK” response (from PoC Server A to SIfPP Core A)
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The PoC Server A forwards the SIP 200 "OK" respdagke SIP/IP Core A

SIP HEADERS

P-Asserted-Identity:

Server:

Supported:

<sip:PoC-ServerX@networkX.net>
PoC-serv/OMA1.0

norefersub

11. SIP 200 “OK” response (from SIP/IP Core A to P€ Client A)

The SIP/IP Core A forwards the SIP 200 "OK" resgotwsthe PoC Client A

SIP HEADERS

P-Asserted-ldentity:

Server:

Supported:

<sip:PoC-ServerX@networkX.net>
PoC-serv/OMA1.0

norefersub

12 SIP NOTIFY request (from PoC Server X to SIP/IPCore X)

The PoC Server X performing the Controlling PoC d¢iam collects information about all Participamse PoC
Session and sends a complete list of all Partitgp@aferred to as a "full" output in the confererstate event
package) in a SIP NOTIFY request to the SIP/IP Core

Request-URI

SIP HEADERS
Contact
Event:

Content-Type:

Subscription-State:

XML MIME BODY

sip:PoC-ServerA@networkA.net

<sip:PoC-ServerX@networkX.net >
conference
application/conference-info+xml

active;expires=3600

<?xml version="1.0" encoding="UTF-8"?>

<conference-info xmIns="urn:ietf:params:xmlogmference-
info"

xmins:xsi="http://www.w3.0rg/2001/XMLSchema
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instance"

xsi:schemalocation="urn:ietf:params:xmlcasiference-
info"

entity=

"sip: OMA-Golf-buddies@networkX.nét state="full"
version="1">

<users>

-<user entity="sip:PoC-UserB@networkB.net" state#"$
-<display-text>PoC User B</display-text>

-<endpoint entity="sip: PoC-ClientB@networkB.net">
-<status>connected</status>

</endpoint>

</user>

-<user entity="sip:PoC-UserC@networkC.net" statelt"$
-<display-text>PoC User C</display-text>

-<endpoint entity="sip: PoC-ClientC@networkC.net">
-<status>connected</status>

</endpoint>

</user>

-<user entity="sip: anonymous3@anonymous.invalid"
state="full">

-<display-text>Anonymous User</display-text>
-<endpoint entity="sip: anonymous3@anonymous.imaV/ali
-<status>connected</status>

</endpoint>

</user>

</users>

</conference-info>
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13. SIP NOTIFY request (from SIP/IP Core X to SIP/P Core A)

The SIP/IP Core X forwards the SIP NOTIFY requesSIP/IP Core A

Request-URI

SIP HEADERS
Contact
Event:

Content-Type:

Subscription-State:

XML MIME BODY

sip:PoC-ServerA@networkA.net

<sip:PoC-ServerX@networkX.net >
conference
application/conference-info+xml

active;expires=3600

<?xml version="1.0" encoding="UTF-8"?>

<conference-info xmIns="urn:ietf:params:xmlgwference-
info"

xmlins:xsi="http://www.w3.0rg/2001/XMLSchema
instance"

xsi:schemalocation="urn:ietf:params:xmlaosiference-
info"

entity=

"sip: OMA-Golf-buddies@networkX.nét state="full"
version="1">

<users>

-<user entity="sip:PoC-UserB@networkB.net" state#"$
-<display-text>PoC User B</display-text>

-<endpoint entity="sip: PoC-ClientB@networkB.net">
-<status>connected</status>

</endpoint>

</user>

[0 2009 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



Page 249 (276)

-<user entity="sip:PoC-UserC@networkC.net" statet"f
-<display-text>PoC User C</display-text>

-<endpoint entity="sip: PoC-ClientC@networkC.net">
-<status>connected</status>

</endpoint>

</user>

-<user entity="sip: anonymous3@anonymous.invalid"
state="full">

-<display-text>Anonymous User</display-text>
-<endpoint entity="sip: anonymous3@anonymous.imaV/ali
-<status>connected</status>

</endpoint>

</user>

</users>

</conference-info>

14.SIP NOTIFY request (from SIP/IP Core A to PoC Serve A)
The SIP/IP Core A forwards the SIP NOTIFY requestie PoC Server A

Request-URI

SIP HEADERS
Contact
Event:

Content-Type:

Subscription-State:

XML MIME BODY

sip:PoC-ServerA@networkA.net

<sip:PoC-ServerX@networkX.net >
conference
application/conference-info+xml

active;expires=3600

<?xml version="1.0" encoding="UTF-8"?>

<conference-info xmIns="urn:ietf:params:xml:r@1ference-
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info"

xmins:xsi="http://www.w3.0rg/2001/XMLSchema
instance"

xsi:schemalocation="urn:ietf:params:xmlaosiference-
info"

entity=

"sip: OMA-Golf-buddies@networkX.nét state="full"
version="1">

<users>
-<user entity="sip:PoC-UserB@networkB.net" state#"$
-<display-text>PoC User B</display-text>

-<endpoint entity="sip: PoC-ClientB@networkB.net">
-<status>connected</status>

</endpoint>

</user>

-<user entity="sip:PoC-UserC@networkC.net" statelt"$
-<display-text>PoC User C</display-text>

-<endpoint entity="sip: PoC-ClientC@networkC.net">
-<status>connected</status>

</endpoint>

</user>

-<user entity="sip: anonymous3@anonymous.invalid"
state="full">

-<display-text>Anonymous User</display-text>
-<endpoint entity="sip: anonymous3@anonymous.iaV/ali
-<status>connected</status>

</endpoint>

</user>

</users>
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</conference-info>

15.SIP NOTIFY request (from PoC Server A to SIP/IP Coe A)
The PoC Server A forwards the SIP NOTIFY requesh#&SIP/IP Core A

Request-URI

SIP HEADERS
Contact
Event:

Content-Type:

Subscription-State:

XML MIME BODY

sip:PoC-ClientA@networkA.net

<sip:PoC-ServerA@networkA.net >
conference
application/conference-info+xml

active;expires=3600

<?xml version="1.0" encoding="UTF-8"?>

<conference-info xmins="urn:ietf:params:xmlocmnference-
info"

xmins:xsi="http://www.w3.0rg/2001/XMLSchema
instance"

xsi:schemalocation="urn:ietf:params:xmlaosiference-
info"

entity=

"sip: OMA-Golf-buddies@networkX.nét state="full"
version="1">

<users>
-<user entity="sip:PoC-UserB@networkB.net" state#"$
-<display-text>PoC User B</display-text>

-<endpoint entity="sip: PoC-ClientB@networkB.net">
-<status>connected</status>

</endpoint>
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</user>

-<user entity="sip:PoC-UserC@networkC.net" statelf"$
-<display-text>PoC User C</display-text>

-<endpoint entity="sip: PoC-ClientC@networkC.net">
-<status>connected</status>

</endpoint>

</user>

-<user entity="sip: anonymous3@anonymous.invalid"
state="full">

-<display-text>Anonymous User</display-text>
-<endpoint entity="sip: anonymous3@anonymous.imVali
-<status>connected</status>

</endpoint>

</user>

</users>

</conference-info>

16.SIP NOTIFY request (from SIP/IP Core A to PoC Cliert A)
The SIP/IP Core A forwards the SIP NOTIFY requeghe PoC Client A

Request-URI

SIP HEADERS
Contact
Event:

Content-Type:

Subscription-State:

XML MIME BODY

sip:PoC-ClientA@networkA.net

<sip:PoC-ServerA@networkA.net >
conference
application/conference-info+xml

active;expires=3600
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<?xml version="1.0" encoding="UTF-8"?>

<conference-info xmIns="urn:ietf:params:xmlogmnference-
info"

xmins:xsi="http://www.w3.0rg/2001/XMLSchema
instance"

xsi:schemalLocation="urn:ietf:params:xmlcasiference-
info"

entity=

"sip: OMA-Golf-buddies@networkX.nét state="full"
version="1">

<users>

-<user entity="sip:PoC-UserB@networkB.net" state#"$
-<display-text>PoC User B</display-text>

-<endpoint entity="sip: PoC-ClientB@networkB.net">
-<status>connected</status>

</endpoint>

</user>

-<user entity="sip:PoC-UserC@networkC.net" statelf"$
-<display-text>PoC User C</display-text>

-<endpoint entity="sip: PoC-ClientC@networkC.net">
-<status>connected</status>

</endpoint>

</user>

-<user entity="sip: anonymous3@anonymous.invalid"
state="full">

-<display-text>Anonymous User</display-text>
-<endpoint entity="sip: anonymous3@anonymous.imVali
-<status>connected</status>

</endpoint>
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</user>

</users>

</conference-info>

17.SIP 200 “OK” response (from PoC Client A to SIP/IPCore A)
The PoC Client A sends the SIP 200 "OK" responghd@&IP NOTIFY request to the SIP/IP Core A.

18.SIP 200 “OK” response (from SIP/IP Core A to PoC Sever A)
The SIP/IP Core A forwards the SIP 200 "OK" respotasthe PoC Server A.

19.SIP 200 “OK” response (from PoC Server A to SIP/IRCore A)
The PoC Server A forwards the SIP 200 "OK" respdagbe SIP/IP Core A.

20.SIP 200 “OK” response (from SIP/IP Core A to SIP/IPCore X)
The SIP/IP Core A forwards the SIP 200 "OK" respotasthe SIP/IP Core X.

21.SIP 200 “OK" response (from SIP/IP Core X to PoC Sever X)
The SIP/IP Core X forwards the SIP 200 "OK" respotasthe PoC Server X.

NOTE: The steps 22-32 only happen if the subsaonipi active.

22. The Participant PoC Client C leaves the PoC Sessi.

23.SIP NOTIFY request (from PoC Server X to SIP/IP Coe X)
The PoC Server X performing the Controlling PoC d¢&iam sends a SIP NOTIFY request to the SIP/IP GorEhis time
only information about the Participant leaving B@C Session is sent (referred to by the conferstate event
package as a "partial" output).

Request-URI sip:PoC-ServerA@networkA.net
SIP HEADERS

Contact <sip:PoC-ServerX@networkX.net >
Event: conference

Content-Type: application/conference-info+xml
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Subscription-State: active;expires=3600

XML MIME BODY

<?xml version="1.0" encoding="UTF-8"?>

<conference-info xmins="urn:ietf:params:xmlocmnference-
info"

xmlins:xsi="http://www.w3.0rg/2001/XMLSchema
instance"

xsi:schemalLocation="urn:ietf:params:xmlcasiference-
info"

entity=

"sip: OMA-Golf-buddies@networkX.nét state="partial"
version="1">

<users state="partial">

<user entity="sip:PoC-UserC@networkC.net" statel"fu
<display-text>PoC User C</display-text>

<endpoint entity="sip: PoC-ClientC@networkC.net">
<status>disconnected</status>

</endpoint>

</user>
</users>

</conference-info>

24.SIP NOTIFY request (from SIP/IP Core X to SIP/IP Cae A)
The SIP/IP Core X forwards the SIP NOTIFY requeghe SIP/IP Core A.

Request-URI sip:PoC-ServerA@networkA.net
SIP HEADERS
Contact <sip:PoC-ServerX@networkX.net >
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Event: conference
Content-Type: application/conference-info+xml
Subscription-State: active;expires=3600

XML MIME BODY

<?xml version="1.0" encoding="UTF-8"?>

<conference-info xmins="urn:ietf:params:xmlocmnference-
info"

xmlins:xsi="http://www.w3.0rg/2001/XMLSchema
instance"

xsi:schemalocation="urn:ietf:params:xmlaosiference-
info"

entity=

"sip: OMA-Golf-buddies@networkX.nét state="partial"
version="1">

<users state="partial">

<user entity="sip:PoC-UserC@networkC.net" statel"$u
<display-text>PoC User C</display-text>

<endpoint entity="sip: PoC-ClientC@networkC.net">
<status>disconnected</status>

</endpoint>

</user>
</users>

</conference-info>

25.SIP NOTIFY request (from SIP/IP Core A to PoC Serve A)
The SIP/IP Core A forwards the SIP NOTIFY requeghe PoC Server A.

Request-URI sip:PoC-ServerA@networkA.net
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SIP HEADERS
Contact
Event:

Content-Type:

Subscription-State:

XML MIME BODY

<sip:PoC-ServerX@networkX.net >
conference
application/conference-info+xml

active;expires=3600

<?xml version="1.0" encoding="UTF-8"?>

<conference-info xmins="urn:ietf:params:xmlocmnference-
info"

xmins:xsi="http://www.w3.0rg/2001/XMLSchema
instance"

xsi:schemalocation="urn:ietf:params:xmlcasiference-
info"

entity=

"sip: OMA-Golf-buddies@networkX.nét state="partial"
version="1">

<users state="partial">

<user entity="sip:PoC-UserC@networkC.net" statel"fu
<display-text>PoC User C</display-text>

<endpoint entity="sip: PoC-ClientC@networkC.net">
<status>disconnected</status>

</endpoint>

</user>
</users>

</conference-info>

26.SIP NOTIFY request (from PoC Server A to SIP/IP Coe A)
The PoC Server A forwards the SIP NOTIFY requesh&SIP/IP Core A.
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Request-URI

SIP HEADERS
Contact
Event:

Content-Type:

Subscription-State:

XML MIME BODY

sip:PoC-ClientA@networkA.net

<sip:PoC-ServerA@networkA.net >
conference
application/conference-info+xml

active;expires=3600

<?xml version="1.0" encoding="UTF-8"?>

<conference-info xmIns="urn:ietf:params:xmlgmference-
info"

xmlns:xsi="http://www.w3.0rg/2001/XMLSchema
instance"

xsi:schemalLocation="urn:ietf:params:xmlcasiference-
info"

entity=

"sip: OMA-Golf-buddies@networkX.nét state="partial"
version="1">

<users state="partial">

<user entity="sip:PoC-UserC@networkC.net" statel"fu
<display-text>PoC User C</display-text>

<endpoint entity="sip: PoC-ClientC@networkC.net">
<status>disconnected</status>

</endpoint>

</user>
</users>

</conference-info>
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27.SIP NOTIFY request (from SIP/IP Core A to PoC Cliert A)
The SIP/IP Core A forwards the SIP NOTIFY requestie PoC Client A.

Request-URI

SIP HEADERS
Contact
Event:

Content-Type:

Subscription-State:

XML MIME BODY

sip:PoC-ClientA@networkA.net

<sip:PoC-ServerA@networkA.net >
conference
application/conference-info+xmi

active;expires=3600

<?xml version="1.0" encoding="UTF-8"?>

<conference-info xmins="urn:ietf:params:xmlocmnference-
info"

xmins:xsi="http://www.w3.0rg/2001/XMLSchema
instance"

xsi:schemalLocation="urn:ietf:params:xmlcasiference-
info"

entity=

"sip: OMA-Golf-buddies@networkX.nét state="partial"
version="1">

<users state="partial">

<user entity="sip:PoC-UserC@networkC.net" statel"fu
<display-text>PoC User C</display-text>

<endpoint entity="sip: PoC-ClientC@networkC.net">
<status>disconnected</status>

</endpoint>

</user>
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</users>

</conference-info>

28. SIP 200 “OK” response (from PoC Client A to SIP/IPCore A)
The PoC Client A sends the SIP 200 "OK" respongbd&IP NOTIFY request to the SIP/IP Core A.

29.SIP 200 “OK" response (from SIP/IP Core A to PoC Sever A)
The SIP/IP Core A forwards the SIP 200 "OK" respotasthe PoC Server A.

30.SIP 200 “OK” response (from PoC Server A to SIP/IRCore A)
The PoC Server A forwards the SIP 200 "OK" respdagke SIP/IP Core A.

31.SIP 200 “OK” response (from SIP/IP Core A to SIP/IPCore X)
The SIP/IP Core A forwards the SIP 200 "OK" respotasthe SIP/IP Core X.

32.SIP 200 “OK” response (from SIP/IP Core X to PoC Sever X)
The SIP/IP Core X forwards the SIP 200 "OK" respotwsthe PoC Server X.

F.15 Group Advertisement

This subclause shows an example of how one PoCdasesend a Group Advertisement to PoC Group. Xample
includes authorization and Access Control.

F.15.1 Originating flow

This subclause describes the message flow betwessender of the Group Advertisement, i.e. the Eéht A and the
PoC Server A in the PoC Client A Home Network.

In this example the PoC Server A acts as proxyraoeg to [RFC3261] and is not allowed to changeualee of the headers
User-Agent and Server, as specified in [RFC3428].

The flow is as shown in Figure 2BoC Client A sends a Group Advertisement to a BoQup".
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PoC Client A Home Network PoC Server X Network

PoC Server A SIP/IP Core X PoC Server X

PoC Client A SIP/IP Core A DTV ;
(participating) (controlling)

——21. MESSAGE—»|

——2. MESSAGE—»|

3. Authorisation of
Group Advertisement

[&—4. MESSAGE—

5. MESSAGE——— b

——6.MESSAGE—»

7. Send Group
Advertisement to
recipients.

l[«—8. 202 Accepted—

[&———9. 202 Accepted

——10. 202 Accepted—»

l4—11. 202 Accepted—

l«—12. 202 Accepted—

13. Instant personal
alert received by PoC
Client B

Figure 25: PoC Client A sends a Group Advertisemerto a PoC Group

The steps of the flows are as follows:

[0 2009 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



Page 262 (276)

1. SIP MESSAGE request (from PoC Client A to SIP/IP Coe A)

The PoC Client A sends a SIP MESSAGE request tdSIPore A. The Request-URI includes the PoC Group
Address. The Accept-Contact header includes thefPai@re tag '+g.poc.groupad'.

Request-URI sip:OMA-Golf-buddies@networkX.net

SIP HEADERS

P-Preferred-ldentity: "PoC User A" <sip:PoC-UserA@networkA.net>
Accept-Contact: *:+g.poc.groupad; require;explicit

User-Agent: PoC-client/OMA1.0 Acme-Talk5000/v1.01
Content-Type: application/vnd.poc.group-advertisement+xml

XML MIME BODY

<?xml version="1.0" encoding="UTF-8"?>

<group-advertisement
xmins="urn:oma:xml:poc:group-advertisement"
xmins:xsi="http://www.w3.0rg/2001/XMLSchemastance"

xsi:schemal.ocation="urn:oma:xml:poc:group-
advertisement">

<note>| set this group up for us golfers<éxot
<group type="dialed-in">
<display-name>Golf Buddies</display-name
<uri>sip:OMA-Golf-buddies@networkX.netud>

</group>

</group-advertisement>

2. SIP MESSAGE request (from SIP/IP Core A to PoC Semr A)

The SIP/IP Core A forwards the SIP MESSAGE reqte#ite PoC Server A based on the PoC feature tag
'+g.poc.groupad' in the Accept-Contact header.
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Request-URI

SIP HEADERS

P-Asserted-Identity:

Accept-Contact:
User-Agent:

Content-Type:

XML MIME BODY

sip:OMA-Golf-buddies@networkX.net

"PoC User A" <sip:PoC-UserA@networkA.net>
*'+g.poc.groupad; require;explicit
PoC-client/OMA1.0 Acme-Talk5000/v1.01

application/vnd.poc.group-advertisement+xml

<?xml version="1.0" encoding="UTF-8"?>

<group-advertisement
xmins="urn:oma:xml:poc:group-advertisement"

xmins:xsi="http://www.w3.0rg/2001/XMLSchemasitance

xsi:schemalocation="urn:oma:xml:poc:group-
advertisement">

<note>| set this group up for us golfers<éxot
<group type="dialed-in">
<display-name>Golf Buddies</display-name
<uri>sip:OMA-Golf-buddies@networkX.netxi>
</group>

</group-advertisement>

3. The authorization (PoC Server A)

The PoC Server A authorizes the PoC User A at tii2 ®ient A to send a Group Advertisement.

4. MESSAGE request (from PoC Server A to SIP/IP Core A

The PoC Server A forwards the SIP MESSAGE requeStR/IP Core A.

Request-URI

SIP HEADERS

sip:OMA-Golf-buddies@networkX.net
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P-Asserted-ldentity: "PoC User A" <sip:PoC-UserA@networkA.net>
Accept-Contact: *.+g.poc.groupad; require;explicit

User-Agent: PoC-client/OMA1.0 Acme-Talk5000/v1.01
Content-Type: application/vnd.poc.group-advertisement+xml

XML MIME BODY

<?xml version="1.0" encoding="UTF-8"?>

<group-advertisement
xmins="urn:oma:xml:poc:group-advertisement"
xmins:xsi="http://www.w3.0rg/2001/XMLSchemastance"

xsi:schemalocation="urn:oma:xml:poc:group-
advertisement">

<note>| set this group up for us golfers<éxot
<group type="dialed-in">
<display-name>Golf Buddies</display-name
<uri>sip:OMA-Golf-buddies@networkX.netud>
</group>

</group-advertisement>

5. SIP MESSAGE request (from SIP/IP Core A to SIP/IP @re X)
The SIP/IP Core A forwards the SIP MESSAGE reqteegtte SIP/IP Core X

Request-URI sip:OMA-Golf-buddies@networkX.net

SIP HEADERS

P-Asserted-Identity: "PoC User A" <sip:PoC-UserA@networkA.net>
Accept-Contact: *.+g.poc.groupad; require;explicit

User-Agent: PoC-client/OMA1.0 Acme-Talk5000/v1.01
Content-Type: application/vnd.poc.group-advertisement+xml
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XML MIME BODY

<?xml version="1.0" encoding="UTF-8"?>

<group-advertisement
xmlns="urn:oma:xml:poc:group-advertisement"
xmins:xsi="http://www.w3.0rg/2001/XMLSchemasitance"

xsi:schemal.ocation="urn:oma:xml:poc:group-
advertisement">

<note>| set this group up for us golfers<ézot
<group type="dialed-in">
<display-name>Golf Buddies</display-name
<uri>sip:OMA-Golf-buddies@networkX.netxi>
</group>

</group-advertisement>

6. SIP MESSAGE request (from SIP/IP Core X to PoC Semr X)
The SIP/IP Core X forwards the SIP MESSAGE reqteesite PoC Server X

Request-URI sip:OMA-Golf-buddies@networkX.net

SIP HEADERS

P-Asserted-ldentity: "PoC User A" <sip:PoC-UserA@networkA.net>
Accept-Contact: *:+g.poc.groupad; require;explicit

User-Agent: PoC-client/OMA1.0 Acme-Talk5000/v1.01
Content-Type: application/vnd.poc.group-advertisement+xml

XML MIME BODY

<?xml version="1.0" encoding="UTF-8"?>

<group-advertisement

xmins="urn:oma:xml:poc:group-advertisement"
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xmins:xsi="http://www.w3.0rg/2001/XMLSchemastance"

xsi:schemalocation="urn:oma:xml:poc:group-
advertisement">

<note>| set this group up for us golfers<éxot
<group type="dialed-in">
<display-name>Golf Buddies</display-name
<uri>sip:OMA-Golf-buddies @networkX.netxd>
</group>

</group-advertisement>

7. The sending of the Group Advertisement (PoC ServeX)

The PoC Server X initiates the sending of the GrAdpertisement to the recipients including PoC @B as
described in subclause F.15T2tminating flow".

8. SIP 202 “Accepted” response (from PoC Server X tolB/IP Core X)
A SIP 202 "Accepted" response is sent by PoC SetwterSIP/IP Core X.

SIP HEADERS
P-Asserted-ldentity: <sip:PoC-ServerX@networkX.net>
Server: PoC-serv/ OMA1.0

9. SIP 202 “Accepted” response (from SIP/IP Core X t&IP/IP Core A)
SIP/IP Core X forwards the SIP 202 "Accepted" oese to SIP/IP Core A.

SIP HEADERS
P-Asserted-ldentity: <sip:PoC-ServerX@networkX.net>
Server: PoC-serv/OMA1.0

10. SIP 202 “Accepted” response (from SIP/IP Core A t¢?oC Server A)
SIP/IP Core A forwards the SIP 202 "Accepted” cese to PoC Server A.

SIP HEADERS

P-Asserted-ldentity: <sip:PoC-ServerX@networkX.net>
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Server: PoC-serv/ OMA1.0

11. SIP 202 “Accepted” response (from PoC Server A tolB/IP Core A)
PoC Server A forwards the SIP 202 "Accepted" raspdo SIP/IP Core A.

SIP HEADERS
P-Asserted-ldentity: <sip:PoC-ServerX@networkX.net>
Server: PoC-serv/ OMA1.0

12. SIP 202 “Accepted” response (from SIP/IP Core A t&oC Client A)
SIP/IP Core A forwards the SIP 202 "Accepted" oese to PoC Client A.

SIP HEADERS
P-Asserted-ldentity: <sip:PoC-ServerX@networkX.net>
Server: PoC-serv/IOMA1.0

13. The receival of an acknowledgment (from PoC ClienB Network to PoC Server X)

The PoC Server X receives an acknowledgment frePthC Client B Network that the PoC Client B haieed
the Group Advertisement.

F.15.2 Terminating flow

This subclause describes the message flow betwearteiver of the Group Advertisement, i.e. th€ Rtient B and the
PoC Server B in the PoC Client B Home Network.

In this example the PoC Server B acts as proxyrdaugto [RFC3261] and is not allowed to changevaleie of the headers
User-Agent and Server, as specified in [RFC3428].

The flow is as shown in Figure 2BoC Client B receives a Group Advertisement fraClient A"l
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PoC Client X Home Network PoC Client B Home Network

SIP/IP Core X PoC Server X ‘ ‘ PoC Server B SIP/IP Core B PoC Client B

T
1. A Group Advertisement
has been received and shall
be sent to PoC User B

[—2. MESSAGE—
3. MESSAGE
[&—4. MESSAGE——
——5. MESSAGE—
——6. MESSAGE—»
l&——7. 200 OK
l«——8. 200 OK
9. 200 OK—»
10. 200 OK
F——-11. 200 OK——

12. The reception of the
Group Advertisement has
been acknowledged by
PoC Client B

Figure 26: PoC Client B receives a Group Advertiseent from PoC Client A
The steps of the flows are as follows:

1. The receival of a Group Advertisement (PoC Server X

The PoC Server X receives an authorized request #®0C User A to send a Group Advertisement to@ Group
that includes PoC User B.

2. SIP MESSAGE request (from PoC Server X to SIP/IP Ce X)

The PoC Server X sends a SIP MESSAGE request t8If¢P Core X. The Request-URI includes the Po@rasis
of the PoC User B and an Accept-Contact headertivliPoC feature tag '+g.poc.groupad'.

Request-URI sip:PoC-UserB@networkB.net
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SIP HEADERS

P-Asserted-ldentity: "PoC User A" <sip:PoC-UserA@networkA.net>
Accept-Contact: *.+g.poc.groupad; require;explicit

User-Agent: PoC-serv/OMAL1.0

Content-Type: application/vnd.poc.group-advertisement+xml

XML MIME BODY

<?xml version="1.0" encoding="UTF-8"?>

<group-advertisement
xmlns="urn:oma:xml:poc:group-advertisement"
xmins:xsi="http://www.w3.0rg/2001/XMLSchemastance"

xsi:schemal.ocation="urn:oma:xml:poc:group-
advertisement">

<note>| set this group up for us golfers<éxot
<group type="dialed-in">
<display-name>Golf Buddies</display-name
<uri>sip:OMA-Golf-buddies@networkX.netxd>
</group>

</group-advertisement>

3. SIP MESSAGE request (from SIP/IP Core X to SIP/IP @re B)

The SIP/IP Core X sends the SIP MESSAGE requésiet&IP/IP Core B based on the PoC Address ofalieWser
B.

Request-URI sip:PoC-UserB@networkB.net

SIP HEADERS

P-Asserted-ldentity: "PoC User A" <sip:PoC-UserA@networkA.net>
Accept-Contact: *.+g.poc.groupad; require;explicit

User-Agent: PoC-serv/OMAL1.0
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Content-Type:

XML MIME BODY

application/vnd.poc.group-advertisement+xml

<?xml version="1.0" encoding="UTF-8"?>

<group-advertisement
xmins="urn:oma:xml:poc:group-advertisement"
xmins:xsi="http://www.w3.0rg/2001/XMLSchemastance"

xsi:schemalocation="urn:oma:xml:poc:group-
advertisement">

<note>| set this group up for us golfers<éxot
<group type="dialed-in">
<display-name>Golf Buddies</display-name
<uri>sip:OMA-Golf-buddies@networkX.netud>
</group>

</group-advertisement>

4. SIP MESSAGE request (from SIP/IP Core B to PoC Seer B)

The SIP/IP Core B sends the SIP MESSAGE requdbet®oC Server B based on the PoC feature tag
'+g.poc.groupad' in the Accept Contact.

Request-URI

SIP HEADERS

P-Asserted-Identity:

Accept-Contact:
User-Agent:

Content-Type:

XML MIME BODY

sip:PoC-UserB@networkB.net

"PoC User A" <sip:PoC-UserA@networkA.net>
*'+g.poc.groupad; require;explicit
PoC-serv/OMA1.0

application/vnd.poc.group-advertisement+xml

<?xml version="1.0" encoding="UTF-8"?>
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<group-advertisement
xmlns="urn:oma:xml:poc:group-advertisement"
xmins:xsi="http://www.w3.0rg/2001/XMLSchemastance"

xsi:schemalLocation="urn:oma:xml:poc:group-
advertisement">

<note>| set this group up for us golfers<ézot
<group type="dialed-in">
<display-name>Golf Buddies</display-name
<uri>sip:OMA-Golf-buddies@networkX.netxi>
</group>

</group-advertisement>

5. SIP MESSAGE request (from PoC Server B to SIP/IP G B)

The PoC Server B performs Access Control and détesithat the PoC User A at the PoC Client A idarited to
send a Group Advertisement to the PoC User B. Tt $erver B sends the SIP MESSAGE request to tharsI

Core.

Request-URI

SIP HEADERS

P-Asserted-Identity:

Accept-Contact:
User-Agent:

Content-Type:

XML MIME BODY

sip:PoC-UserB@networkB.net

"PoC User A" <sip:PoC-UserA@networkA.net>
*:+g.poc.groupad; require;explicit
PoC-serv/OMA1.0

application/vnd.poc.group-advertisement+xml

<?xml version="1.0" encoding="UTF-8"?>

<group-advertisement
xmins="urn:oma:xml:poc:group-advertisement"
xmins:xsi="http://www.w3.0rg/2001/XMLSchemastance"

xsi:schemal.ocation="urn:oma:xml:poc:group-
advertisement">
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<note>| set this group up for us golfers<ézot
<group type="dialed-in">
<display-name>Golf Buddies</display-name
<uri>sip:OMA-Golf-buddies@networkX.netxd>
</group>

</group-advertisement>

6. SIP MESSAGE request (from SIP/IP Core B to PoC Cliet B)
The SIP IP/Core B sends the SIP MESSAGE to the @@t B based on information stored during regisbn.

Request-URI sip:PoC-UserB@networkB.net

SIP HEADERS

P-Asserted-Identity: "PoC User A" <sip:PoC-UserA@networkA.net>
Accept-Contact: *:+g.poc.groupad; require;explicit

User-Agent: PoC-serv/OMAL1.0

Content-Type: application/vnd.poc.group-advertisement+xml

XML MIME BODY

<?xml version="1.0" encoding="UTF-8"?>

<group-advertisement
xmlns="urn:oma:xml:poc:group-advertisement"
xmins:xsi="http://www.w3.0rg/2001/XMLSchemastance"

xsi:schemalLocation="urn:oma:xmils:poc:group-
advertisement">

<note>| set this group up for us golfers<ézot
<group type="dialed-in">
<display-name>Golf Buddies</display-name

<uri>sip:OMA-Golf-buddies@networkX.netud>
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</group>

</group-advertisement>

7.SIP 200 “OK” response (from PoC Client B to SIP/IPCore B)

The PoC Client B sends a SIP 200 "OK" responskd®&iP/IP Core B in order to acknowledge that theu@
Advertisement was received. The SIP 200 "OK" respda sent along the signalling path to the Po@eBek.

SIP HEADERS

Server: PoC-client/OMA1.0 Acme-Talk5000/v1.01

8. SIP 200 “OK” response (from SIP/IP Core B to PoC Swer B)
The SIP/IP Core B forwards the SIP 200 "OK" resgaiasPoC Server B.

SIP HEADERS
P-Asserted-ldentity: "PoC User B" <sip:PoC-ClientB@networkB.net>
Server: PoC-client/OMA1.0 Acme-Talk5000/v1.01

9. SIP 200 “OK” response (from PoC Server B to SIP/IRCore B)
The PoC Server B forwards the SIP 200 "OK" respaosiP/IP Core B.

SIP HEADERS
P-Asserted-ldentity: "PoC User B" <sip:PoC-ClientB@networkB.net>
Server: PoC-client/OMA1.0 Acme-Talk5000/v1.01

10. .SIP 200 “OK” response (from SIP/IP Core B to SIP/IPCore X)
The SIP/IP Core B forwards the SIP 200 "OK" resgo®H°>/IP Core X.

SIP HEADERS
P-Asserted-ldentity: "PoC User B" <sip:PoC-ClientB@networkB.net>
Server: PoC-client/OMA1.0 Acme-Talk5000/v1.01

11.SIP 200 “OK” response (from SIP/IP Core to PoC Sergr X)
The SIP/IP Core X forwards the SIP 200 "OK" respgotassPoC Server X.
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SIP HEADERS
P-Asserted-ldentity: "PoC User B" <sip:PoC-ClientB@networkB.net>
Server: PoC-client/OMA1.0 Acme-Talk5000/v1.01

12.The sending of the acknowledgement (PoC Server X oC Client A)

The PoC Server X sends the acknowledgment to tRe@i@nt A as shown in Figure 2BoC Client A sends a
Group Advertisement to a PoC Grdup
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OMA-POC-POCV1-2008-0005R01
OMA-POC-POCV1-2008-0007
OMA-POC-POCV1-2008-0008R0O1
OMA-POC-POCV1-2008-0014
OMA-POC-POCV1-2008-0015
OMA-POC-POCV1-2008-0017
OMA-POC-POCV1-2009-0001

OMA-TS-PoC_ControlPlane-V1_0_3- 07 Sep 2009 Updated 20 Jul 2009 history box roer aé-classification of applied CRs:
20090907-D OMA-POC-POCV1-2008-0001R02 became OMA-POC-POCVBAMN1R03

OMA-POC-POCv1-2008-0002 became OMA-POC-POCv1-200&2&01
OMA-TS-PoC_ControlPlane-V1_0_3- 22 Sep 2009 Notified to TP: OMA-TP-2009-0396R01-IM®Cv1_0_3 for_notification
20090922-A
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