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1. Scope

This specification defines an OMA profile of existing mechanisms related to delegated authentication for web service to provide SSO experience for users during accessing web services as well as to allow users to control their public identifiers on the Web.
2. References

2.1 Normative References


2.2 Informative References

3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions

None

3.3 Abbreviations

<table>
<thead>
<tr>
<th>Abbreviation</th>
<th>Definition</th>
</tr>
</thead>
<tbody>
<tr>
<td>3GPP</td>
<td>Third Generation Partnership Project</td>
</tr>
<tr>
<td>GAA</td>
<td>Generic Authentication Architecture</td>
</tr>
<tr>
<td>GBA</td>
<td>Generic Bootstrapping Architecture</td>
</tr>
<tr>
<td>OpenID</td>
<td>Open IDentity</td>
</tr>
<tr>
<td>OMA</td>
<td>Open Mobile Alliance</td>
</tr>
<tr>
<td>SDO</td>
<td>Standards Development Organization</td>
</tr>
<tr>
<td>SSO</td>
<td>Single Sign On</td>
</tr>
</tbody>
</table>
4. Introduction

Delegated Authentication for web service is to provide SSO experience for users during accessing web services as well as to allow users to control their public identifiers on the Web.

4.1 Version 1.1

TS-Delegated_Authentication_Profile v1.1 profiles GBA interworking with OpenID to provide GBA-based delegated authentication for web services.
5. Delegated Authentication Profile

5.1 OpenID with GBA

In networks where GBA is deployed, the profile of GBA interworking with OpenID SHALL be used for delegated authentication for web services, as defined in [3GPP TR 33.924].

Note that other delegated authentication mechanisms could be profiled in future versions of this specification after they are finished in other SDOs.
Appendix A.  Change History  

A.1 Approved Version History

<table>
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<th>Reference</th>
<th>Date</th>
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</tr>
</thead>
<tbody>
<tr>
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<td>31 Jul 2012</td>
<td>Status changed to Approved by TP</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Ref TP Doc# OMA-TP-2012-0291-INP_SEC_CF_V1_1_for_Final_Approval</td>
</tr>
</tbody>
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Appendix B. Static Conformance Requirements (Normative)

The notation used in this appendix is specified in [SCRRULES].

### B.1 SCR for Delegated\_Authentication Client

<table>
<thead>
<tr>
<th>Item</th>
<th>Function</th>
<th>Reference</th>
<th>Requirement</th>
</tr>
</thead>
<tbody>
<tr>
<td>Delegated_Authentication-C-001-O</td>
<td>Delegated Authentication for web services in networks where GBA is deployed conform to [3GPP TR 33.924]</td>
<td>Section 5.1</td>
<td></td>
</tr>
</tbody>
</table>

### B.2 SCR for Delegated\_Authentication Server

<table>
<thead>
<tr>
<th>Item</th>
<th>Function</th>
<th>Reference</th>
<th>Requirement</th>
</tr>
</thead>
<tbody>
<tr>
<td>Delegated_Authentication-S-001-O</td>
<td>Delegated Authentication for web services in networks where GBA is deployed conform to [3GPP TR 33.924]</td>
<td>Section 5.1</td>
<td></td>
</tr>
</tbody>
</table>