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1 Scope

The scope of the SIP/SIMPLE Instant Messaging derns to define the specification for the IM seevenabler.
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3 Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHAL", “SHALL NOT”, “SHOULD”, “SHOULD NOT",
“RECOMMENDED”, “MAY”, and “OPTIONAL" in this documet are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” antrdbiuction”, are normative, unless they are exijiéghdicated to be

informative.

3.2 Definitions

Access control

Access Policy
Ad-hoc Group Session
Authenticated
Originator's IM Address

Availability for IM

Chat Alias

Conference

Conference-factory-URI

Conference focus

Contact

Controlling IM Function

Controlling IM Server

Conversation

Conversation History

Conversation History
Function

Procedures for controlling incoming or outgoinguests to an entity.
For IM System, the IM Server controls the accessuling to pre-defined access policy rules.

For the IM User, the User defines/modifies the Asckists to be enforced by the IM Server for
controlling other user’s access to the served Ibt.us

Rules defined for the Access Control purposes. Blger defined rules for describing who is allowed
contact him/her using the IM Service.

An IM session for multiple users that does not Iagdhe use of predefined groups. The list of usars
the Ad hoc Group Session is created dynamicallyigddsbanded after the Ad hoc Group session ends.

The Authenticated Originator's IM Address is the Nddress of the originating IM Client that has been
authenticated by the SIP/IP Core. E.g. the P-Asdddentity.

Indicates whether the IM User is able to join IMn@aounication e.g. the user is registered. See [OMA-
Pres-RD]

A name defined by a user to describe his prefadwedtity in a chat room. A Chat Alias serves as a
temporary, routable identity of an IM User who wsafat keep his real identity anonymous from other IM
participants in a chat room, and MUST be uniqua particular chat room. Chat alias consist of two
parts, Display name part and a URL part. The Displame part may be temporarily modified by the

IM Server to ensure that the Chat Alias is uniqitbiw a chat session.

A multi-party conversation with a central pointaafntrol, also called a chat session in SIMPLE IM.

A Conference-factory-URI for IM service is a praweised SIP URI that identifies the Conference Server
in the Home Network.

A central element in the ‘Controlling IM Functiotiiat maintains direct relationship with each
participant by means of a SIP dialog. Each diakglzelong to a different SIP session i.e. Maintties
SIP dialogue in the IM conference session.

An address (expressed as a SIP URI) at which acasebe reached. This is generally dynamically
associated with an address-of-record using a SIBIBEER request. Defined in [RFC3261].

The Controlling IM Function provides centralized Bdssion handling which includes MSRP Media
distribution between conference participants, pgudints information, and executes conference cbntro
policies i.e acts as a IM conference server. Fgepmode messages (e.g. SIP MESSAGEs), the
controlling IM function acts as a message exploder.

A SIP application server responsible for IM Senfigectionality in the network side. Function of the
Controlling IM Server relates to group communicatie.g., acting as a conference focus in an IM
Session.

An ordered exchange of immediate messages in titexioof a session between users.

A record of a user’s IM communication during all des of operation (Pager, Large message, and
Session modes). The Conversation History includéis the messages exchanged as well as
supplementary descriptive information (e.g., togind time of communication).

Conversation History Function provides the captieilito manage storage, retrieval and manipulation
(e.g., delete, rename) of conversation historieliding obtaining descriptive information about
conversations.
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Deferred Message

Event Package

File Transfer

Group

Group Advertisement

(Group) Member
Group Session

History

Home Network

IM Address

IM Client
IM Server

IM Service

IM Session

IM Session Identity

Instant Message (IM)

Invited IM User
Inviting IM Client
Joining IM Client

Large Message Mode

MSRP Switch

Media Parameter

Multimedia Encapsulation

Notification

If an intended recipient of an IM pager-mode ogéamode message communication is not available,
either due to the recipient’s Inbox settings orréngpient being IM offline, the message is stdrethe
IM Server for later delivery. l.e. the IM becomefetred message.

A specification for a set of events to be used sithscription and notification. The event package
defines the semantics of the notification messaghy land of subscriptions to that event. Event pgeka
are defined in [RFC3265].

A one-way transfer of data between entities in-tisa¢ fashion. The Session ends when the data has
been transferred.

A group is a nested collection of addresses ottifiers such as an address or record called asgsrou
Members, and other information related to the groigroup is identified by a single address called
Group Identity.

A message advertising a Group to Users. A Groupefttsement typically informs Users about a new
Group and contains information about how to geessc¢o the Group. The IM enabler uses the extended
group advertisement as specified in [Group-XDM-$ipeation] for group advertisment messages

An entity belonging to a Group according to theugralefinition.
A session at which two or more users participate.

Stored conversation, which may also be called c@ai®n history. There are two types of data relate
to the history: metadata and the actual conversatio

Network comprising of the SIP/IP core and the IMv@e of the local IM Client.

An IM Address identifies an IM User. The IM Addresan be used by one IM User to request
communication with other IM Users.

An IM Service endpoint.
A network entity that provides messaging service.
The instant message offering presented by a sepvinéder that utilizes the IM Enabler and potelitia

other enablers.

Exchange of near real-time messages where thersegule receivers join together for a period of time
(session). The session is established at some ntamieme, continues for a finite duration and then
dissolved. Messages exchanged are associatedeéogethe context of this sessi

SIP URI received by the IM Client during the IM Siem establishment in the Contact header. SIP URI,
which identifies the IM Session, and which can bedufor routing initial SIP requests. It is receilsy
the IM Client during the IM Session establishmenthie Contact header.

A message delivered to a user in an instant, icti@emanner. Generally short, even brief. Instant
Messages are often called IMs. IMs are often exgbarack-and-forth between users in a
conversational fashion. Defined in [RFC2778].

In other words, a type of messaging service by ttie sender expects immediate message delivery in
(near) real time fashion.

An IM User receiving invitation or has been invitiedan IM Session.
An IM Client either initiating or triggering initiéon of the IM Session.
An IM Client joining in a Group Session.

This mode is used to send a single large instassage using MSRP. Since MSRP is used, a SIP
session must be established, but it is torn dowar #ie single message is transmitted.

A media level entity that receives MSRP messagdsativers them to the other conference participant

Data provided in SDP to describe preferred or usedia settings for an IM Session and large message
mode.

Also called MIME. A formatting technique for richassages originally used for email, but now used for
HTTP and many other things. MIME allows serializmge or more message elements into a simple text
stream. The message elements may be text, picaurdsnany other types of data, or external
references using a URI to an element actually dtefgewhere such as a web page.

A message, delivered in response to a subscriptibith delivers information about an associatecheve
in the format defined by the relevant event pack@gfined in [RFC3265].
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One-to-One IM Session
Originating participating
function

Pager Mode Message
Participant

Participating IM Function

Pre-defined Group

Presence

Presence Server (PS)

(Presence) Tuple

Presentity

Proxy

Public Conference

Registrar

Service Setting

Session based messaging

SIMPLE

SIP Session

Subscription

System

System Message

Terminating participating
function

One user communicates with a single user. It iresuéleer-to-Peer, and Ad hoc Group Session with only
two participants.

The Participating IM function that performs the Béssion handling in the network of the originating
client.

A small size, one-shot message from an IM UsetherdM User(s). SIP MESSAGE is used for
carrying the message.

An entity participating in a Group Session.

The Patrticipating IM Function provides IM Sessi@ntlling and policy enforcement for incoming and
outgoining IM Sessions (i.e.offers IM access anglise policies ), and may provide the media convey
function between IM Client and the Controlling IMiiction.

A Group whose members are permanently stored in ®efore the actual group communication
starts. The IM Server creates the IM Group Sesaigording to the definition in the group, e.g., whe
the creator of the group definition joins in, ti $erver may invite other users to the IM Group
Session.

Information about the status and reachability specific individual, usually a person. See "Preagght
Defined in [RFC2778].

A node/application server (or set of nodes/appbiceservers, in a clustering environment) that asts
an intermediate for the user to provide Preserfoerimation to other users and other users to sutescri
get Presence information of a certain user, i.eséttity.

A data model element of Presence information cointgiservice specific information; e.g. status and
communications means for a given Presentity.

A distinguished entity or resource for which presemformation may be available. A presentity issino
commonly a reference for a person.

A SIP node that forwards messages according tprihvey rules defined in [RFC3261]. SIP requests
made by nodes using SIMPLE are processed by prjugetke any other SIP request would be.

A Pre-defined Group that is uniquely identifieddWRI. A Public conference is usually hosted by a
Service Provider which creates, maintains and maaips the conferencing features.

A SIP server node that receives and responds tREPISTER messages. A registrar is generally
associated with an administrative domain and magdseciated with a presence server. The purpose of
the registrar is to store the association of a taxtrwith presentity”. This association may alsacaked

a "binding". Defined in [RFC3261].

User and/or IM Client provided settings for the 8drvice execution. User and/or IM Client may e.g.
activate barring of SIP requests or activate sgpohHistory.

A type of IMS Messaging service by which the seralgrects immediate message delivery in (near) real
time fashion. In addition the sender(s) and theikex(s) have to join to a messaging session ba. ¢
room, before message exchange can take place [BGRR.340].

A methodology and set of extensions to SIP suppgitie Instant Messaging requirements defined by
IETF.

A SIP Session is a SIP dialog. From [RFC 3261]IRadalog is defined as follows: A dialog is a peer
to-peer SIP relationship between two UAs that gesgor some time. A dialog is established by SIP
messages, such as a 2xx response to an INVITEse

A persistent relation between a subscriber andrantesource (often a presence server for a prégenti

by which the subscriber requests notifications gpecific even for a set duration. Defined in
[RFC3265].

Assembly of entities comprising a whole with eanld avery element interacting or related to one
another.

A special type of message sent by the IM Servediféerent purposes (e.g. advice of charge, service
notifications, advertisements, instructions, efg)stem Messages MAY contain a list of possibleaysti
and require actions or response from the user.

The Participating IM function that performs the Béssion handling in the network of the
terminating client.
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URI-list

User

User equipment
User Profile
Visibility

Watcher
Willingness for IM

A list of URIs issued by an IM Client to IM Serviar exploding a SIP request to URIs contained & th
list. The IM Client uses a URI-list for either ctieey an Ad-hoc Group Session or exploding a oné-sho
message to multiple recipients. The IM Server talees of sending individual requests to URIs.

A human using the described features through ainefrdevice.
User equipment is a hardware device (e.g. phorté) Wi software used by users.
User related data stored in XDMS.

Service setting, indicating whether the IM User tg&o be visible (e.g. presence status shown as
“available for IM”) to other IM users. This alloves IM user to remain invisible to other IM usengere
when registered to the IM service.

A node/Application Server that requests presenieermation for a particular presentity.

Indicates whether the IM User is currently willit@gaccept new incoming IM request. See [OMA-Pres-
RD]

3.3 Abbreviations

AD Architecture Document
B2BUA Back to Back User Agent

HTTP Hyper Text Transfer Protocol
IETF Internet Engineering Task Force
IM Instant / Immediate Messaging
IMS IP Multimedia Subsystem

IP Internet Protocol

MIME Multipurpose Internet Mail Extension
MMD Multi Media Domain

MSRP Message Session Relay Protocol
OMA Open Mobile Alliance

PoC Push to talk over Cellular

PS Presence Server

RFC Request for Comments

SDP Session Description Protocol

SIMPLE SIP Instant Message and Presence Leveraging Eotens

SIP Session Initiation Protocol

UE User Equipment

URI Uniform Resource Identifier

URL Uniform Resource Locator

XCAP Extensible mark-up language (XML) Configuration &es Protocol
XDMS XML Document Management Server

XML Extensible Mark-up Language
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4 INTRODUCTION

Instant Messaging (IM) is a form of 2-way commutiimas that allows users to exchange informatiorwihers in
aninteractive nature, i.e., users exchange mesgagesr real time to engage in conversations. fidgsires low latency in
the delivery of messages. Typically, text messagesxchanged but this enabler supports conteestiypyond text.
Communication can be in one-to-one or one-to-mamfigurations, meaning that the messaging can tvedes two
individuals or within a group where everyone in gneup can see what everyone else is sending. Thareneed to
maintain any type of floor control since messagespasted to the individual (or group) in the orthexy are received, and
can be read as needed

4.1 Version 1.0

This specification supports three fundamental madés! communication: (1) Pager Mode (2) Large Megs Mode and
(3) IM Session Mode. The first is appropriate faebmessage exchanges such as announcementschkitbveledgements.
The second is for brief message exchanges in whiekize of the individual message is large (sscWizen carrying
multimedia content).The last is similar to a coefere hosted by a network where individual usersgoid leave the group
conversation over time. In addition, this speciiima supports the File transfer communication mode.

This specification allows the IM Service to rideta SIP/IP Core Network as a SIP application. &wample of such a
network is an IP Multimedia Subsystem (IMS) netwbrtit any appropriate SIP network may be used. Wh#éainderlying
SIP “infrastructure” is responsible for SIP authiestion and routing of SIP messages, all IM spedi&haviour is
documented in this specification.

Basic messaging capabilities are augmented withrazbd features such as Conversation Storage anchBeg During M
communication, a record of the users incoming arnigaing messages may be stored as part of a caticgrsThe IM user
is later able to selectively retrieve messages fithin conversations as well as manage their gmrdihe Search feature in
[XDM-Core] allows users to search through the mataaf stored IM content. Further, the Search featnables users to
explore the user profiles of others in order tafirew people with which to communicate.

Together with companion OMA enablers for Preserergi€e and XML Document Management, this speciiicasupports
IM services built upon presence and group managetagrovide a more compelling user experienceaddition, user
group lists may be created that operate acrosefgesand PoC services as well as IM service.

4.2 Pager Mode and Large Message Mode Messaging
4.2.1 General

These are the modes of IM communication that oagilout the establishment of an IM session. Furttiese messages
form a uni-directional communication at any givand. Users may respond to a message that is setnteg®onses and
subsequent messages occur independently are @orédathe initial message sent. The IM Server néedsaintain no state
and provide no conferencing capabilities with giraple approach. For Pager Mode messages, the geeissearried
directly within the body of the SIP message. UshnggSIP MESSAGE method, the message contentsagéasas a MIME
attachment within the body of the message [RFC34R28} SIP/IP Core provides the routing betweerlth&ervers and IM
Client without establishing a SIP session.

However, the SIP MESSAGE method message size pdgmgtation of the instant message that can bé 3dis limitation

is especially acute if the IM contents are multilgd nature. To allow arbitrarily large pager modessages, the contents
of the message are not inserted into the SIP medséagarried using MSRP [MSRP].Called Large Mesddgde, a SIP
session is established between the interestecpdseender and all receivers) with MSRP as the armamtnponent. The IM
contents are then transmitted using MSRP using eettion if necessary. This SIP session shoatde confused with an
IM session as no IM session is established. Thes&$Bion is only used to transmit exactly one langesage after which the
SIP session is torn down.

Detailed procedures can be found in section 6.1QrRjinating Participating Function/Pager Mode Mesggiag”, section 8
“IM Pager Modé, and section 9IM Large Message Moddor Pager Mode and Large Message Mode.
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4.2.2 Group Messages

To send a Pager Mode message to more than onghes&equest-URI field of the SIP MESSAGE may ptinan IM
Group identifier. Alternatively, a list of recipisnmay be carried as a MIME attachment in the ldfdize SIP message. An
IM Group URI may be part of the recipient list. TiM Server delivers the message to the whole gesugescribed in
Section 8.3.1.1Receiving SIP MESSAGE request for group commuoitatr Section 9.1.1.2Establishment of a Large
Message SessibrMultiple copies of the instant message are @@at the network and transmitted thereby relievirey
client from transmitting multiple copies.

4.2.3 Deferred Messages

Users may send messages to other users when thieméc not registered with the IM Service (in@ifline state) or
temporarily disconnected from the IM Service (dagss of wireless coverage). In these cases, tlssages are received by
the recipient’s IM Service and temporarily storetillthe receiver comes back online. These arerdsfenessages which in
the simple case are all pushed to the receivenaitoally when re-connected to the IM Service.

If the size of deferred messages is large or timelbeun of deferred messages high, the IM user mahawd all deferred
messages pushed automatically upon re-connectidghid case, the receiver may selectively choosehwhessages to
retrieve by looking through a message summarydtiti@n, the receiver may selectively delete somieed messages
without retrieving them (e.g., based on subjedender). All of these possibilities are detailedaation 12 Deferred
Messages

4.3 Session Mode Messaging

In contrast with Pager Mode communication or Lavtgssage Mode, Session Mode creates an IM sessiereute senders
and receivers join together for a period of timeeTM session is established at some moment in toinues for a finite
duration and then is dissolved. Sometimes suchmamication mode is callezhator joining achat room Messages
exchanged are associated together in the conteisodession.

In an IM session, the contents of the messageaaried using MSRP [MSRP]. To achieve this, a Si3®m is established
between the interested parties (sender and aiveagsg with MSRP as the media component. This lkerLarge Message

Mode communication where there is a SIP sessiotheu¢ is never an IM Session. All communicationsrdy IM sessions
are transmitted using MSRP regardless of the diredividual messages. The SIP session is maintdioethe duration of

the IM session and not torn down after messagsrmesion is complete. All messages that occur duaimIM session are
all related together in the context of the session.

4.3.1 Session Mode Messaging as an IM Conference

This specification uses IM conference to mean atairtiation of an IM session that is uniquely idgsd by a URI. An IM
conference is hosted by an IM Server which acts @anference focus to provide a central point ot for the SIP
session as well as the MSRP session. All messagexehanged over the MSRP session by using tHeremte focus as an
MSRP switch as defined in [MSRP]. Details of thefemence focus can be found in SectionM Sessioh Since IM
conferences usually involve a number of users, tMugs may be used to invite a number of usersitog@onference. The
IM group has policy information associated witlthiat controls the behaviour of the IM conferencee @olicy element, for
example, is the maximum number of users allowgditothe conference at one time.

If no predefined IM group is used to create a caarfee, it is called an Ad-hoc IM session. Thedistisers for the Ad hoc
session is created on-the-fly and disappears thteAd-hoc session ends. It should be noted thgePdode or Large
Message Mode communication do not constitute ah@asession, i.e., an IM session must be creatédhok session
creation is described in Section 7.1.118 ‘Client initiates an Ad-hoc IM Confererice

4.3.2 Peer-to-Peer IM Session

A One-to-one IM session is between exactly twoipartHowever, a special case of a one-to-one IMisess a peer-to-peer
session. The conference is established throughdiMe®s as usual but a peer-to-peer MSRP pathablested directly
between the two parties. This allows an efficieoda of communication when only two parties are in@d as the message
contents do not traverse IM Service network erstitie
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If the IM user wishes to extend a peer-to-peer dgson to more than two parties, it must be coeded a regular IM
conference first before additional users are invitejoin. See Section 7.1.1.8V Client extends 1-to-1 IM Session to a
conferencéfor details.
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5 Common Procedures

5.1 Authenticated Originator’'s IM Address

The Authenticated Originator's IM Address is the Nddress of the originating IM Client that has beethenticated by the
SIP/IP Core or the Group ldentity when the IM Semperforming the Controlling IM Function invitesars to a Group
Session.

When the SIP/IP Core corresponds to 3GPP/3GPP2hé8,the Authenticated Originator's IM Addreseastained in the
P-Asserted-ldentity header according to rules andqulures of [3GPP TS 24.229] / [3GPP2 X.S0013.a0d]as described
in [RFC3325] and [draft-update-pai]. The IM ClieMAY insert a P-Preferred-ldentity header, which teams a client
preferred identity, for the SIP/IP Core to be usmsilde the P-Asserted-identity header. If privaxyaquired, the From
header SHALL contain an anonymous URI accordingréeC 3323] and optionally an alias or "Anonymous'tiae display
name, and the Privacy header field values SHALEkdteaccording to [RFC3323] and [RFC3325].

The From header MAY be used to carry the Authetgit®riginator's IM Address, and MAY be supportgdhe M
Server. The IM Server MAY be able to support anhutticated Originator's IM Address in the From tegdtithe IM
Server has transitive trust with the SIP/IP Corel iithe SIP/IP Core is able to perform proxy auication of the IM
Client.

If the IM Server cannot obtain an Authenticatedg®rator's IM Address for an initial request, it SHAreject the request
with a SIP 403 "Forbidden” response. The IM SeBHOULD include a Warning header to explain the saaa a human
readable textual form.When the Referred-By heagleet to the Authenticated Originator’ IM Addretsg&en both the SIP
URI and TEL URI values in the P-Asserted-ldentigader [RFC3325] SHALL be included in the ReferredHgader.

5.2 IM Service Registration
5.2.1 General

The IM Client SHALL register, re-register and dejister to the SIP/IP Core according to rules amtedures of
[RFC3261] with the clarifications in the followirggections.

The IM Client:

- 1. SHALL generate a SIP REGISTER request;
- 2. SHALL include the IM feature-tag '+g.oma.sip-imthe Contact header of the SIP REGISTER request;

- 2a. SHALL include the IM feature tag '+g.oma.sipsgstem-message' in the Contact header of the BEH&RIER
request to indicate support for System Message;

- 2b. SHALL include the IM feature tag '+g.oma.sipdange-message' in the Contact header of the SIPIREER
request to indicate support for Large Messagd®ess

- 3. SHALL include a Require header with the optiag tpref” according to rules and procedures of [R84D];

- 4. SHALL include the User-Agent header in the SEGRSTER request to indicate the IM release veramspecified
in Appendix F ‘Release version in User-agent and Server hegdansl,

- 5. SHALL send the SIP REGISTER request towardsStiRélP Core according to rules and procedureseosiir/IP
Core.

5.2.2 IM service registration and re-registration

When the IM Client sends a SIP REGISTER or SIP E&SFSTER request to the SIP/IP Core the IM Client:

1. SHALL generate a SIP REGISTER request as spedifisdction 5.2.1General’,

2. SHALL insertin the SIP REGISTER request any neagssecurity parameters (e.g. Digest response)aiogpto
rules and procedures of the SIP/IP Core; and,
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Each time the IM Client has successfully perforraadnitial registration the IM Client SHALL publighe IM service
settings as specified in section 5.2M ‘Service setting client proceddre

NOTE 1: The SIP/IP Core may challenge and authatetithe SIP REGISTER request requiring the resgrafithe SIP
REGISTER request with authentication credentials.

NOTE 2: Periodical application level re-registratis initiated by the IM Client to refresh an ekigtregistration based
on the re-registration requirements of the SIP/tiPeC

NOTE 3: E.164 type of identity can be registereidgismplicit registration.

When the SIP/IP Core corresponds with 3GPP/3GPFthé IM Client SHALL use 3GPP/3GPP2 IMS registrati
mechanisms according to rules and procedures GPBTS 24.229] / [3GPP2 X.S0013.004] with the fitaiions given in
this section.

5.2.3 IM service de-registration

When the IM Client deregisters it:

- 1. SHALL generate a SIP REGISTER request as sp€(difi section 5.2.1General",

- 2. If the terminal needs to remain SIP/IP Coresteged the IM Client SHALL reregister with the SPPCore without
including the IM feature-tags '+g.oma.sip-im'g.@ma.sip-im.system-message', and '+g.oma.sipfigeimessage’;

- 3. If the terminal also needs to deregister from$lP/IP Core, the IM Client SHALL send a SIP RETHER request
with an Expires header set to 0, as defined in BGB 24.229] / [3GPP2 X.S0013.004].

When the SIP/IP Core corresponds with 3GPP/3GPFthé IM Client SHALL use 3GPP/3GPP2 IMS registrati
mechanisms according to rules and procedures GPIBTS 24.229] / [3GPP2 X.S0013.004] with the fitafions given in
this section.

5.2.4 IM Service Settings Client procedure

To set, update or refresh the IM Service Settitigs )M Client:

- 1. SHALL generate a SIP PUBLISH request accordinguites and procedures of [RFC3903] and [RFC4353];
- 2. SHALL set the Request-URI of the SIP PUBLISHuest to the IM Address of the IM User;

- 3. SHALL include the IM Address of the IM User a® tAuthenticated Originator's IM Address as spedifn
subclause 5.1Authenticated Originator's IM Address

- 4. SHALL include an Accept-Contact header with lfMefeature tag '+g.oma.sip-im’,

- 5. SHALL include a User-Agent header to indicat It release version as specified in FRelease version in
User-agent and Server headérs

- 6. SHALL set the Event header to the value 'potirgt’;

- 7. SHALL set IM Service Settings expiration timeraxpires header according to rules and procediiéd-C
3903], in the same range as the registration tremmended by SIP/IP Core;

8. SHALL include the IM Service Settings as folloarsd as described in Appendix E.2:

a) Incoming IM Session Barring setting;

b) Incoming pager mode and large mode IM barrirtjrgg

¢) IM invisibility setting;

d) Pager mode and large mode message IM offlineeadglactivation;

e) IM conversation storing activation for sessiood@& communication;

f) IM conversation storing activation for pager necghd large mode communication, and
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g) Incoming File Transfer Barring setting.

- 9. SHALL send the SIP PUBLISH request accordingutes and procedures of SIP/IP Core.
If the setting for the offline delivery notificatids set to ‘active=false”, the IM Client retrietlee user’s deferred messages
as described in section 12.1Rétrieving Deferred Message metadata

On receiving the SIP 200 "OK" response to the SUBEHSH request the IM Client MAY indicate to the IMser the
successful communication of the IM Service Settitogthe IM Server.

When the SIP/IP Core corresponds to 3GPP/3GPP2thé¢3M Client SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 24/28GPP2 X.S0013.004] with the clarificationsygm in this
subclause.

5.3 Getting Information on Client Status
The IM Server SHOULD support receiving 3rd party®ETER from the SIP/IP core according to [3GPP #229].

When a & party REGISTER request arrives containing infoioragbout the IM user's registration status, theSéfver
SHALL generate a 200 (OK) response or an apprapfélure response. For the success case, the0résponse shall
contain Expires value equal to the value receivettié 3' party REGISTER request.

5.4 IM Server sending System Message

If the IM Server intends to send system messagindesto its user, the IM Server:

- 1. SHALL generate a SIP MESSAGE message per interef#pient according to rules and procedures 60RB428];
- 2. SHALL include an Accept-Contact header fieldhithe feature-tag set to ‘+g.oma.sip-im.system-iegsso indicate
that the SIP MESSAGE is a System Message;

- 3. If the System Notification needs interactionvitn the User/Client and the IM system or the systessage
payload size is bigger than 1300 bytes, the IM &8HALL include in the Content-Type header fiefdhe SIP
MESSAGE, a Content-Type: message/external-bodyresapto rules and procedures in [RFC4483]. Themwl
document would be html document;

- 4. SHALL set the Request-URI(s) to registered IMdAabs of the intended recipient;

- 5. SHALL include the IM Server Identity in the Awthticated Originator's IM Address as specifieddotion 5.1
“Authenticated Originator's IM Address

- 6. SHALL include the Server header to indicateliaelease version as specified in sectidRelease version in User-
agent and Server headérs

- 7. MAY start the timer if the response to a systapssage is expected from the IM Client within ofmrapecified time
period; and,

- 8. SHALL send the SIP MESSAGE request towards Mh€lient along the signalling path.

When the SIP/IP Core corresponds with 3GPP/3GPR, thk IM Server SHALL use 3GPP/3GPP2 IMS mechanizn

procedures according to rules and procedures d?BEGS 24.229] / [3GPP2 X.S0013.004] with the dieatfons given in
this section.

5.5 Display name

Using a display nhame in a conversation servesrdiftgpurposes. In case anonymous access is reduéspgovides the user
with a chat alias. In case no anonymous accessgjigested, it is used to display a human readatteerior the user. Finally,
for a conversation in a predefined group, eachigipaint may be given a group specific display namtes group specific
display name is stored in the Shared Group XDMspeified in [Group-XDM-Specification].

The IM server and IM client MAY send a display namé&IP requests and SIP responses.

The IM client MAY support the use of a display name
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The IM server SHOULD support the use of a displayne.

The following text describes the procedures inlMelient and the IM Server when the IM Client athe IM Server
support the use of a display name:

A IM Client MAY provide the inviting IM User’s Alia name (this is a User_Input_Name) in the "displame" part of the
Authenticated Originator’'s IM Address, i.e. in tAePreferred-Identity header or, e.g. when the FeRedl-ldentity header is
not included, in the From header of the initial B\&WITE request or SIP REFER request sent towandd¥ Server
performing the Participating IM Function.

NOTE 1: A display-name included in the P-Preferidgirtity header is moved to the P-Asserted-ldethtigder by the
underlying SIP / IP Core if validation of the IM Aress is successful as described in [RFC 3325].

If the P-Preferred-ldentity doesn’t correspondng ®alid identity known to the proxy for that ustre proxy can add a P-
Asserted-ldentity header of its own constructiorg the display-name, if included in the P-Prefedidghtity header, is lost.
A display-name in the From header is never lost.

The terminating IM Client MAY provide the invitetl User’s nick name in the "display-name" part af ffo header of the
SIP 200 “OK” response to an initial INVITE requesint to SIP / IP Core to the IM Server performimg Participating IM
Function.

The IM Server performing the Controlling IM Functi®HALL define the display-name to use, accordmthe following
priority order:

- 1. In case anonymous access is requested, anddlp Gefinition as specified in [Group-XDM-Specéton] allows
anonymous access, the display-name as provideuebijvt client shall be used. If no display-name wefned by the
IM client, or the display-name is already in us¢hia session, the IM server chooses a display-rsantefined in 7.2.3.2
“Chat alias in IM Conference”;

- 2.In case no anonymous access is requested;
- The <display-name> child element of the <entry>redat for IM Users in IM Group definitions as spéaiffin
[Group-XDM-Specification] if <display-name> is deéd; or;
- The display-name received in the “display-name' péthe Authenticated Originator's IM Address oitial SIP
requests and SIP 200 “OK” responses to the irtiBl requests from Participants; or,

- The display-name received in the “display-name't p&the From header of initial SIP requests athie “display-
name” part of the To header of the SIP 200 “OK’b@sses to the initial SIP requests from Participant

5.6 Warning header
5.6.1 General

The IM Server MAY include a free text string in BPSesponse to SIP requests

When the IM Server includes a text string in a oese to a SIP INVITE request the text string SHAld included in a
Warning header as specified in [RFC3261]. The IM/8eSHALL include the Warning code set to 399 &Y include
the host name set to the host name of the IM Server

The IM Client MAY include the preferred languageAocept-Language header in the SIP INVITE requadt@IP 2xx
response.

The IM Server SHOULD choose language of the wartéxgjin the Warning-header depending on the prefelanguage
indicated in Accept-Language header received fitwerilM Client in the SIP INVITE request or in thePS2xx response. If
the warning text is to be translated, only explanatext of the free text string SHALL be repladedthe preferred
language.
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5.6.2 Warning texts

The text string included in a Warning header cdsgi an explanatory text preceded by a 3-digit texle, according to the
following format <xxx> + <explanatory text>, for ample '102 Too many participants'.

The warning texts and codes are defined in [OMA-RCK].

5.7 Final Delivery Report
5.7.1 General

The IM Client and the IM Server SHALL support the& Report functionality.
The Final Report is not recommended for messagsemalfl size e.g. chat with text/plain or files ofal size.

The IM Client MAY request Final Report functiongliirom the IM Server performing the Controlling IMinction when
sending messages using MSRPthe IM User wishes to know whether the mesdaggbeen delivered to recipient(s)

successfully or not, the IM Client SHALL request foe Final Report from the IM Server performing tBontrolling IM

Function.

For the Final-Report functionality this specificatidefines:

1. The namespace for the definition of new heademsdassage/cpim bodies to request Final Report. Trisespace is
identified by the URN <urn:oma:xml:poc:final-repert

2. A new header field in message/cpim body. The naitlei®header is 'Final-Report’ and belongs toaiheve
mentioned namespace. According to the procedurRrE 3862], the header field is prefixed by a préfat is
linked to the mentioned namespace. The 'Final-Repeader field can have a value of 'yes' or and,

3. A new MIME body of type "application/vnd.oma.poodi-report” to identify a Final Report XML documehat
carries the Final Report information.

5.7.2 Originating Client procedures

When the IM Client requests for the Final Repdrg M Client includes in the MSRP SEND request @asage/cpim body
according to [RFC3862].

The IM Client:

1. SHALL include an NS header in the message/cpim bty links a prefix chosen by the IM Client witie well
known URN of <urn:oma: xml:poc:final-report>;

NOTE 1: Although the IM Client is able to choose refix of its choice, it is recommended to usaeaningful prefix,
such as 'FR'.

2. SHALL include a 'Final-Report' header in the mesgggim body, prefixed with earlier defined prefbhe value of
the 'Final-Report' header SHALL be set to 'yest,an

3. MAY include in the MSRP SEND request a Success-RdpEader and a Failure-Report header set to Wadsé

Upon receiving the MSRP SEND or MSRP REPORT reqeestaining the MIME body of type
"application/vnd.oma.poc.final-report+xml", the I®ient:

1. SHOULD extract the delivery status(es) of Partiniis) from the body; and,

2. MAY provide the information about delivery statasthe IM User.
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NOTE 2: The IM Client can receive more than omalfreport depending on the IM Server aggregatidhefinal
reports. In this case, in the final report there lba the final delivery status of one or more INe@1(s), but not
the status of all receiving IM Clients.

NOTE 3: The correlation of the messages sent amfirtal reports received are performed with the $4ge-ID. It is IM
Client implementation issue how long IM Client ntains the Message-ID stored.

Upon receiving an MSRP failure response for the MSEND request requesting the Final Report, th€lidnt MAY
provide the information about delivery status te i User.

5.7.3 Controlling Server procedures

The IM Server performing the Controlling IM FunatiMAY be requested to provide the final report attbe delivery of
messages. If final report is requested, the IM &gperforming the Controlling IM Function:

1. SHALL include in MSRP SEND request a Success-Rdpeatier and Failure-Report header with value sget,
and,

2. SHALL send the MSRP SEND request to the terminafih@lient(s) according to rules and procedures of
[MSRP].

When receiving either an MSRP REPORT or an MSRBriaresponse from the terminating IM Clients, tkleServer:

1. SHALL cache the received delivery status informatiath information received from the other IM Clt€s)
receiving the message.

When composing the final report, the IM Server:

1. SHALL compose the final report XML document thahtains the delivery information of one or more Rgrants.

NOTE 1: The IM Server can either send multiple ffirggoorts containing the delivery status of onenare Participants
or it can send one final report at the end, coimgithe delivery statuses of all Participants.

When sending the final report to the originating @lent, the IM Server:
1. SHALL in case the IM Client requested MSRP REPORTS,
a. generate a MSRP REPORT request according to rotpracedures of [MSRP];
b. add an MSRP Content-Type header field set to theevapplication/vnd.oma.final-report+xml";

o

include a final report XML document as previousidicated; and,

d. sendthe MSRP REPORT request to the originatin@lint according to rules and procedures of
[MSRP].

or,
2. SHALL, in case the originating IM Client did notpgest MSRP REPORT,

a. generate an MSRP SEND request according to rukkpmcedures of [MSRP];

b. add an MSRP Content-Type header field set to theevapplication/vnd.oma.final-report+xml";

c. include a final report XML document as previousidicated; and,

d. sendthe MSRP SEND request to the originating IM@laccording to rules and procedures of [MSRP].

When the IM Server performing the Controlling IMrietion has been requested a final report, the IM&eSHALL send
one or more final report(s) in a way that the fidelivery status of each Participant is reported.
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NOTE 2: A received MSRP SEND request containinghhiE type "application/vnd.oma.poc.final-report+Knbody
is transparently distributed to other Participatsording to the normal Controlling IM Function pedures.

5.7.4 Procedures at the Participating Function

If the IM Server performing the Participating IMkation stays in the media path, the IM Server SHAldnsparently pass
the MSRP SEND requests, the MSRP SEND responsedI8RiP REPORT requests, if applicable.

5.7.5 Terminating Client Procedures

The IM Client which is receiving the MSRP message be requested to provide final delivery statuséosender. In this
case the MSRP SEND request received contains a&eSsteport header and Failure-Report header satue 'yes'.

If requested, the IM Client SHALL generate and strelMSRP REPORT requests according to rules amckedures of
[MSRP].

NOTE: The terminating IM Client can respond witlB48SRP response if the terminating IM Client wishes IM
Server performing the Controlling IM Function togtsending the particular message for any reason.

5.8 MSRP connection setup

In practice, several problems may arise with MSR¥ Nraversal, e.g. if the IM Client is behind agfival/NAT device. For
this reason, SIMPLE IM supports the following prdaees :

5.8.1 Negotiate direction of the MSRP connection setup

[MSRP] specifies that the party initiating the sessshall act as the active endpoint in establighite connection-oriented
transport session. . However, [MSRP] allows a stashdnechanism to be used instead in negotiatimnaection set up , if
available .Negotiation connection set up becomesssary when the IM Server is the Session initiatar the IM Client is
located behind a NAT or firewall or in case of &hClient that cannot accept incoming TCP connegtion

For these reasons, SIMPLE IM supports [RFC 4145twhllows to negotiate the direction of the MSRiRrection setup.

- The IM server SHALL support [RFC 4145]. When iniitgy an MSRP session, the IM server SHALL inclulde t
“setup” SDP attribute in the Session invitationthna value of “actpass” if the IM Server is notesif the IM Client is
behind NAT or not.

- The IM client MAY support [RFC 4145]. If the IM @nt supports RFC 4145 and it receives a Sessiatation with
the setup attribute with a value of “passive” octfemss” the IM Client SHALL include the setup dttrie with a value of
“active” in the response

5.8.2 Support of Application Level Gateway
The IM functional entities supporting MSRP SHALLtimeir behaviour deviate from the [MSRP] spec ia fibllowing way :

Instead of using the MSRP path attribute to esthliie TCP connection, the IM functional entitieporting MSRP
SHALL establish the TCP connection used for the RS8wards the IP address included in the SDP e&=dird the TCP
port included in the SDP m= line of the MSRP SDRiime&lescription as specified in the [RFC4566] ia 8DP body.
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6 Procedures at the IM Server

6.1 Participating IM Functions procedures
6.1.1 Originating Participating Function

The Participating Function may or may not stayhi& tnedia path depending on operator’s settingssétimgs may be
static such that the Participating function alwstgs/s or does not stay in the media path, or ttimgs may depend on
parameters such as:

- If the Conversation History function is supportad a user has his history settings active wheedgives a session
invitation or a large message.

- If the Participating function needs to do chaggin

When the patrticipating function stays in the mauith acting as a back-to-back user agent, thewoilpapplies:-

- The Participating Function acts as a user ageridtr SIP sessions it connects. The B2BUA behasesldser
Agent Server for the incoming side and as a Usanfglient for the outgoing side(s).

- The Participating function then:

Correlates both sides of the SIP session, by mgghiacorresponding IM Session Identities of the Sl
sessions, and it maintains call state for all ®$s®ns it handles, thus enabling end-to-end coriation.

Inserts the User-Agent header in the sent SIP stg@dd Server header in the sent SIP responsgsecified in Appendix
F "Release version in User-agent and Server heiaders

6.1.1.1 General

Upon receiving from the served IM Client a SIP Resjuthe IM Server:

- 1. SHALL check whether the Authenticated OriginatdM Address is of an IM User that is allowed &émd the request
and if it is not, the IM Server serving the oridging IM Client SHALL respond with a SIP 403 "Forldieh" response to
the IM Client. The IM Server SHOULD include a Wargiheader with the warning text set to '127 Serniate
authorised' as specified in subclause"Barning header” Otherwise, continue with the rest of the steps;

- 2. SHALL check

- whether the Authenticated Originator's IM Addrearm IM User has a pending response to an earlier
received System Message;

- and if the operator specified time period has epor not.

If a required response to a System Message iseneitved and the timer has expired, the IM Serveiirsg the
originating IM Client SHALL respond with a SIP 40Borbidden” response to the IM Client.

The IM Server SHOULD include an Error-Info headeekplain the reason. Otherwise, continue withrése of the
steps;

- 3. If the IM Server requires a specific User Agestsion to be supported then the IM Server SHALeadhthe “User
Agent” header field to determine if the server suppthe User Agent version as specified in sectippendix F
“Release version in User-agent and Server hedded if not, the IM Server SHALL respond with SAB3
“Forbidden” response to the IM Client. Also the Bérver SHALL include an “Error-Info” header to eal reason.
Otherwise, continue with rest of the steps;

- 4. SHALL apply operator policies on message simk@ntent as follows:

- a.Incase of Pager Mode message: SHALL checkdhtent against operator policies specified fordteice and
for the IM user. If the content does not confornttte policies, the IM Server SHALL respond with154

“Unsupported Media Type” response with the lissopported formats or media types to the originatirent.
Otherwise, continue with the rest of the steps;
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- b.In case of Large Message mode, IM session erTFansfer: SHALL check the SIP INVITE SDP attribsit
against operator policies specified for the sereicé for the IM user. If the size or content do cartform to the
policies, the IM Server SHALL respond with a SIRB48lot Acceptable Here” response to the originatifignt
containing the size and contents supported by pleeador policies. Otherwise, continue with the tdfghe steps.

When sending a SIP 200 "OK" response and if th&SBver is acting as a B2BUA the IM Server:

- 1. SHALL generate a SIP 200 "OK" response accortbrmgles and procedures of [RFC3261];

- 2. SHALL include a Server header to indicate thertléase version as specified in Appendix F “Redeassion in
User-agent and Server headers”;

- 3. SHOULD include an Allow header with all suppar®IP methods, when responding to INVITE requests.

When sending a SIP response (other than the SIPQK” response) to the SIP request, the IM Server
- 1. SHALL generate the SIP response accordinglésrand procedures of [RFC3261];

- 2. SHALL include the Server header with the IM esle version as specified in Appendixfetease version in User-
agent and Server head&iig not previously sent in a response for thisata

When the SIP/IP Core corresponds with 3GPP/3GPR, thk IM Server SHALL use 3GPP/3GPP2 IMS Session
mechanisms according to rules and procedures dPF3TS 24.229] / [3GPP2 X.S0013.004] with the dieatfons given in
this section.

6.1.1.2 IM Session

6.1.1.2.1 Determintaion of session Handling

Upon receiving from the served IM Client an init&lP INVITE request , the Participating IM Function

- 1. SHALL verify if the Feature-tag ‘+g.oma.sip-ierge-message’ is received:
- a. If the ‘“+g.oma.sip-im.large-message’ featureitagceived the Participating Function SHALL predexccording
to 6.1.1.4.1 Receiving SIP Session request for Large Messageiod

- b. Otherwise, the Participating Function SHALlbpeed according to 6.1.1.2.Réception of an initial SIP INVITE
request.

6.1.1.2.2 Reception of an initial SIP INVITE IM Session reque st

Upon receiving an initial SIP INVITE request the B&rver:

- 1. If the Participating Function stays in the mguliah, the Participating Function:
- a) SHALL copy the received Request-URI;
- b) SHALL store the list of supported SIP method®deived in the Allow header;
- ¢) SHALL behave as a B2BUA according to rules aratedures of [RFC3261] for the duration of the IBESion;
- d) SHALL generate a SIP INVITE request;
- €) SHOULD include an Allow header with all suppdr®P methods;

- ). SHALL insert a URI identifying its own addreand include the IM feature-tag '+g.oma.sip-im’lie tContact-
header of the SIP INVITE request;

- g) SHALL include a SDP body as a SDP offer in$e INVITE request according to rules and proceslofe
[RFC3264], [ RFC4566 ] and [MSRP] and informatieceived in the SDP from the originating clientdan

- h) SHALL send the SIP INVITE request accordingutes and procedures of the SIP/IP Core.
- 2. If the Participating IM Function does not staythie media path, the Participating IM Function
- a. SHALL act as a SIP proxy according to rules pmtedures of [RFC3261] for the duration of the $lssion;
- b. SHALL include a Record-Route header containitgd identifying its own address; and,
- ¢. SHALL forward the SIP INVITE according to rulead procedures of [RFC3261] and SIP/IP Core.
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Upon receiving a SIP 200 "OK" response, the Pauidng Function is acting as a B2BUA, the PartitigpFunction:

- 1. SHALL store the list of supported SIP method®deived in the Allow header;
- 2. SHALL store the contact received in the Contesader;
- 3. SHALL generate a SIP 200 "OK" response;

- 4. SHALL include the received SDP body as a SD&wan according to rules and procedures of [RFC3264]
[RFC4566] and [MSRP];

- 5. SHALL include a SIP URI for the Contact headefalows:

- a) constructed such that the IM Server can redbhvack to the original SIP URI provided in the Gaxt header of
the SIP 200 "OK" response by the Controlling IM Etion;

- 6. SHALL send the SIP 200 "OK" response to the I&1@ according to rules and procedures of SIP/tireCand,

- 7. The IM Server SHALL check if the IM user’s higgsetting “his-settings” i.e. <hist-activation>eehent is set to
active for the IM User and if set to “active”, IHBLL execute the processing described in 13.&®fage for History”

Upon receiving a SIP 200 "OK" response, and wherPrticipating IM Function is acting as a SIP grdke participating
IM Function:

- 1. SHALL forward the SIP 200 "OK" response towdrd initiating IM Client according to rules and pedares of
[RFC3261] and SIP/IP Core; and,
- 2. SHALL continue to act as a SIP proxy for theatiion of the IM Session.

Upon receiving a SIP final response other thanPa2BI0 "OK", the Participating Function SHALL forwdathe SIP final
response along the signalling path towards theatimg IM Client.

When the SIP/IP Core corresponds with 3GPP/3GPR, the IM Server SHALL use 3GPP/3GPP2 IMS mechagism
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

6.1.1.2.3 Void
6.1.1.2.4 IM Session modification

Upon receiving a SIP re-INVITE request from the @Uent during an on-going IM Session, an IM Seraeting as a
B2BUA:

- 1. SHALL validate that the new Media Parametersaaeptable to the IM Server if the SIP re-INVITEludes a new
SDP offer as specified by [RFC3264] and [RFC4588he new SDP media parameters are not acceptaigléM
Server SHALL reject the request with a SIP 488 "Noteptable Here" response. Otherwise continue thigtrest of
the steps;

2. SHALL generate a SIP re-INVITE request accordmgules and procedures of [RFC3261];

3. SHALL include a MIME SDP body as a SDP offethe SIP re-INVITE request according to rules armtpdures of
[RFC3264] and [RFC4566] with the new Media Paramset@nd,

4. SHALL send the SIP re-INVITE request to the s@s&lentity populated in the Request URI of theeieed SIP re-
INVITE request.
On receipt of a SIP 200 "OK" response the IM Server

- 1. SHALL generate a SIP 200 "OK" response to ther8HNVITE according to rules and procedures df(lR261];

- 2. SHALL, if the IM Server is in the media path dape the User Plane with the new Media Parameteesved in the
MIME SDP body as specified in [MSRP]; and,

- 3. SHALL send a SIP 200 "OK" response towards Mélient according to rules and procedures of $1RZbre.

Upon receiving a SIP re-INVITE request from the @dent during an on-going IM Session an IM Serveireg as a SIP
proxy SHALL act according to rules and procedueiiRéC3261].

Upon receiving SIP final response other than SIP“ZK” the IM Server SHALL forward the SIP resportsethe IM Client
according to rules and procedures of SIP/IP Core.
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When the SIP/IP Core corresponds with 3GPP/3GPRZ, thk IM Server SHALL use 3GPP/3GPP2 IMS Session
mechanisms according to rules and procedures d?F3TS 24.229] / [3GPP2 X.S0013.004] with the dieaitfions given in
this section.

6.1.1.2.5 SIP SUBSCRIBE request

If the IM Server receives a SIP SUBSCRIBE requleat tontains an IM Session Identity or IM Groupnitity not owned by
this IM Server, then the IM Server:

NOTE: The case when the IM Session or the IM Grisupwwned by the IM Server is described in sectigh1712
“Subscribing to Participant Information

- 1. SHALL, if the IM Server wants to stay on thergtling path insert a Record-Route header contgiaitRI
identifying its own address;

- 2. SHALL, if the IM Server is acting as a B2BUA ftire IM Session, insert a Request-URI by resoltagk the
received Request-URI to the SIP URI received inGbatact header from the Controlling IM Functiorthin the SIP
200 “OK” response to the initial SIP INVITE requeshd,

- 3. SHALL forward the SIP SUBSCRIBE request towatus SIP/IP Core.

Upon receiving a SIP final response, the IM SeBMALL forward the SIP final response along the algrg path towards
the initiating IM Client according to rules and pealures of [RFC3261].

When the SIP/IP Core corresponds with 3GPP/3GPR, the IM Server SHALL use 3GPP/3GPP2 IMS mechagism
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.004] with the clarificationy@h in this section.

6.1.1.2.6 SIP REFER request

Upon receiving a SIP REFER request, the IM Ser¥#lS. verify the destination of the REFER requeshtzined in the
Request-URI:

- 1. If the Request-URI is set to the Delete functibalete@hostname SHALL determine if the requett idelete
History files or Deferred messages:

- a)ifthe request is to delete Deferred messagedM server SHALL proceed according to 12.2.2M Server
Deleting Deferred Messagesnd,
- b) If the request is to delete History files, thderver SHALL proceed according to 13.2.5l®1 ‘Server Deleting
History Files.
- 2. Ifthe Request-URI is set to the Coversatiortdtisfunction ( History@hostname), the IM served/& L forward
the SIP REFER request towards the History as desttin section 13.2.2.Receiving SIP REFER
- 3. If the Request-URI is set to an IM Session tifgnthe IM Server:
a) SHALL, if the Method is set to INVITE or theieno method specified, send the REFER requékieto
Controlling Function as described in section 72 Adding Participants to an IM session reque#tthe IM server
acts as a B2BUA, include a dialog id that corresisaio the dialog id in the “Replaces” header ofitto@ming
REFER; and,

b) SHALL, if the method is set to BYE, send the BRrequest to the Controlling Function as describexkction
7.2.1.8 'SIP REFER BYE request received when using IM Gsegpioi

NOTE: Appendix P describes handling of the SIP RER&ethod.

Upon receiving a SIP final response to a SIP REFRERest, the IM Server SHALL forward the SIP finrsgponse along the
signaling path towards the initiating IM Client acding to rules and procedures of [RFC3261].

When the SIP/IP Core corresponds with 3GPP/3GPRZ, thk IM Server SHALL use 3GPP/3GPP2 IMS mechagism
according to rules and procedures of [3GPP TS 24 2B8GPP2 X.S0013.004] with the clarificationsygn in this section.
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6.1.1.2.7 SIP CANCEL request

Upon receiving a SIP CANCEL request from the IMe@li, an IM Server acting as a B2BUA:

- 1. SHALL act as UAS according to rules and procedwf [RFC3261]; and,
- 2. SHALL cancel the SIP INVITE request towards lkeServer performing the Controlling IM Functiontiang as
UAC according to rules and procedures of [RFC3261].

When acting as a SIP proxy rules and procedurspesfied in [RFC3261] SHALL be applied.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, thk IM Server SHALL use 3GPP/3GPP2 IMS mechagism
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.004] with the clarificationy@h in this section.

6.1.1.2.8 SIP BYE request from IM Client

Upon receiving a SIP BYE request from the IM Cljart IM Server acting as a B2BUA:
- 1. SHALL generate a SIP 200 "OK" response and #tendards the IM Client according to rules andqadures of the
SIP/IP Core;

- 2. SHALL release User Plane resources associatbdivg SIP Session with the IM Client, if it hadénted itself in the
transport path for the ongoing session; and,

- 3. SHALL send a SIP BYE request towards the IM 8eperforming the Controlling IM Function accorditzgrules
and procedures of the SIP/IP Core;

Upon receiving a SIP 200 "OK" response to the SYEBequest the IM Server SHALL release User Plaseurces
associated with the SIP Session with the IM Sepeeforming the Controlling IM Function.

The IM Server SHALL check if the IM user’s histasgtting “his-settings” i.e. <hist-activation> elemés set to active for
the IM User and if set to “active”, it SHALL procg@@ccording to 13.2.7End History Recording

When acting as a SIP proxy rules and procedurspefied in [RFC3261] SHALL be applied.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, thk IM Server SHALL use 3GPP/3GPP2 IMS mechagism
according to rules and procedures of [3GPP TS 24 28GPP2 X.S0013.004] with the clarificationsygn in this section.

6.1.1.2.9 SIP Session timer expiry

On expiry of the SIP Session timer and if the IM\V@e acts as a B2BUA the IM Server:

- 1. SHALL send a SIP BYE request to the IM Client@cling to rules and procedures of [RFC3261] amiatng to
rules and procedures of the SIP/IP Core; and,

- 2. SHALL send a SIP BYE request to the IM Servafgening the Controlling IM Function according toles and
procedures of [RFC3261] and according to rules@ndedures of the SIP/IP Core.

On receipt of a SIP 200 "OK" response to the SIFEB&quest from the IM Client the IM Server SHALLltéract with the
User Plane to release the IM Session resourcéiditection towards the IM Client.

On receipt of a SIP 200 "OK" response to the SIFEB&quest from the IM Server performing Controlliiy Function the
IM Server SHALL interact with the User Plane toei@de IM Session resources in the direction towhelsM Server
performing the Controlling IM Function.

The IM Server SHALL check if the IM user’s histasgtting “his-settings” i.e. <hist-activation> elemés set to active for
the IM User and if set to “active”, it SHALL procg@ccording to 13.2.7 End History Recordiry

When the SIP/IP Core corresponds with 3GPP/3GPFR, the IM Server SHALL use 3GPP/3GPP2 IMS Session
mechanisms according to rules and procedures d?F3TS 24.229] / [3GPP2 X.S0013.004] with the dieaitfons given in
this section.
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6.1.1.3 Pager Mode Messaging

6.1.1.3.1 Receiving SIP MESSAGE request for Pager mode
Upon receiving from the served IM Client a SIP MB&E Request, the IM Server:

1. SHALL perform the actions specified in sectioh.6.1 ‘General and continue with rest of the steps;

2. SHALL return a SIP 403 “Forbidden” responséhié 1M Server does not allow anonymity and anonyrisity
requested. The IM server SHOULD include an Wartiagder with the warning text set to '119 Anonymiby

allowed' as specified in subclause BMarning header’.. Otherwise, continue with the rest of the steps;

- 3. If the “Expires” header is included, SHALL chea€khe message is still valid,. If not valid, theessage is handled as
specified in [RFC3428], otherwise continue with thst of the steps;

- 4. SHALL forward the SIP MESSAGE request to the/BRCore.

Upon receiving SIP final response the IM Server $HAorward the SIP final response according to suded procedures of
[RFC3261].

The IM Server SHALL check if the IM user’s histasgtting “his-settings” i.e. <hist-activation> elembés set to active for
the IM User and if set to “active”, it SHALL exeeuthe processing described in 13.2S3cfage for History.

When the SIP/IP Core corresponds with 3GPP/3GPR, the IM Server SHALL use 3GPP/3GPP2 IMS mechagism
according to rules and procedures of [3GPP TS 24 /28GPP2 X.S0013.004] with the clarificationsygn in this section.

6.1.1.4 Large Message Mode
6.1.1.4.1 Receiving SIP Session request for Large Message Mod e

Upon receiving from the served IM Client an init®lP INVITE request that requires an initial SIPMINIE request to be
sent, the IM Server:
- 1 Ifthe IM Server stays in the media path, theSbtver:

a. SHALL behave as a B2BUA according to rules amatgdures of [RFC3261] for the duration of the
Session;

b. SHALL generate a SIP INVITE request;

c. SHALL insert a URI identifying its own addressthe Contact-header of the SIP INVITE request and
include the IM feature-tag '+g.oma.sip-im.large-saeg";

d. SHALL copy the received Request-URI;
e. SHALL include the MIME SDP body received in 8 INVITE from the client; and,
f. SHALL send the SIP INVITE request according utes and procedures of the SIP/IP Core.

- 2. Ifthe IM Server does not stays in the medid pa¢ IM Server:

a. SHALL act as a SIP proxy according to rules protedures of [RFC3261] for the duration of the
Session;

b. SHALL include a Record-Route header containitdfRd identifying its own address; and,
c. SHALL send a SIP INVITE request according tesudnd procedures of SIP/IP Core.

Upon receiving a SIP 200 "OK" response, if the IBh&r is acting as a B2BUA, the IM Server:

- 1. SHALL store the list of supported SIP method®deived in the Allow header;
- 2. SHALL store the information received in the Gamttheader;
- 3. SHALL include a SIP URI for the Contact headefalows:

- a) constructed such that the IM Server can redbhvack to the original SIP URI provided in the Gaxt header of
the SIP 200 "OK" response by the Controlling IM Etion;

- 4. SHALL generate a SIP 200 "OK" response;
- 5. SHALL include a MIME SDP body received in thé>’SNVITE from the client;
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6. SHALL include a Server header to indicate therléase version as specified in AppendixRelease version in
User-agent and Server headeifshas not already been sent in a provisionapoese for this dialog;

- 7 SHOULD include an Allow header with all suppor®iP methods,
- 8. SHALL send the SIP 200 "OK" response to the I&@ according to rules and procedures of SIP/tireCand,

- 9. SHALL check if the IM user’s history setting $settings” i.e. <hist-activation> element is seattive for the IM
User and if set to “active”, it SHALL execute thepessing described in 13.2.3tbrage for History’

Upon receiving a SIP 200 "OK" response, when theSiwer is acting as a SIP proxy, the IM Server:

- 1. SHALL forward the SIP 200 "OK" response towdrd initiating IM Client according to rules and pedcrres of
[RFC3261] and SIP/IP Core; and,

- 2. SHALL continue to act as a SIP proxy for theation of the Session.

Upon receiving a SIP final response other thanPa2Bl0 "OK", the IM Server SHALL forward the SIPdirresponse along
the signalling path towards the initiating IM Clten

When the SIP/IP Core corresponds with 3GPP/3GPFR, thk IM Client SHALL use 3GPP/3GPP2 IMS mechagism
according to rules and procedures of [3GPP TS 24 /28GPP2 X.S0013.004] with the clarificationsygn in this section.

6.1.1.4.2 SIP CANCEL Request

Upon receiving a SIP CANCEL request from the IMe@li an IM Server acting as a B2BUA:

- 1. SHALL act as UAS according to rules and proceduf [RFC3261]; and,

- 2. SHALL cancel the SIP INVITE request towards tkeSever performing the Controlling IM Function et as UAC
according to rules and procedures of [RFC 3261].

When acting as a SIP proxy rules and procedurspexfied in [RFC3261] SHALL be applied.

When the SIP/IP Core corresponds with 3GPP/3GPR, the IM Server SHALL use 3GPP/3GPP2 IMS mechagism
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.004] with the clarificationy@h in this section.

6.1.1.4.3 SIP BYE request

Upon receiving a SIP BYE request from the IM Cljart IM Server acting as a B2BUA:

- 1. SHALL generate a SIP 200 "OK" response accortbmgles and procedures of [RFC3261];

- 2. SHALL release User Plane resource associatéddthét SIP Session with the IM Client; and,

- 3. SHALL send a SIP BYE request towards the IM 8eperforming the Controlling IM Function accordittgrules
and procedures of the SIP/IP Core.

Upon receiving a SIP 200 "OK" response to the SYEBequest, the IM Server SHALL release User Plaseurces
associated with the SIP Session with the IM Sepeeforming the Controlling IM Server.

When acting as a SIP proxy rules and procedurspexfied in [RFC3261] SHALL be applied.

When the SIP/IP Core corresponds with 3GPP/3GPR, the IM Server SHALL use 3GPP/3GPP2 IMS mechagism
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.004] with the clarificationsy@h in this section.

6.1.1.5 IM service setting procedure

Upon receiving a SIP PUBLISH request the IM Server:

- 2. SHALL check whether the Event header includdsesgpoc-settings' and if present continue withrés of the steps;

- 3. SHALL perform the actions to verify the Autherdied Originator’s IM Address of the IM Client aifichot
authorized to publish settings, the IM Server SHAEturn a SIP 403 "Forbidden" response. The IMereBHOULD
include an Warning header with the warning texttsét27 Service not authorised' as specified btkswse 5.6
"Warning header” Otherwise, continue with the rest of the steps;
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4. SHALL process the SIP PUBLISH request accordingiles and procedures of [RFC3903] and [RFC43&ddq, if
processing of the SIP request was not successipl here; otherwise continue with next step;

5. SHALL store or refresh the service settings dejpeg on the type of publication;

NOTE: The IM settings in IM 1.0 are described inp&pdix E.2.

6. SHALL send SIP 200 "OK" response to the SIP PL#8BLrequest; and,
7. SHALL perform the procedures specified in settli@.2.2.2 Delivering of off-line messages

When the SIP/IP Core corresponds with 3GPP/3GPFR, thke IM Server SHALL use 3GPP/3GPP2 IMS session
mechanisms according to rules and procedures d?F3TS 24.229] / [3GPP2 X.PS0013.004] with the fitations given in
this section.

6.1.2 Terminating Participating Function

The Participating Function may or may not stayhi@ tedia path depending on operator’s settingssétimgs may be
static such that the Participating function alwsigs/s or does not stay in the media path, or ttimge may depend on
parameters such as:

- If the Conversation History function is supporte a user has his history settings active whenredeives a session
invitation or a large message.

- If the Participating function needs to do chaggin

When the patrticipating function stays in the mauith acting as a back-to-back user agent, thewoilpapplies:-

- The Participating Function acts as a user ageriidtr SIP sessions it connects. The B2BUA behasesldser
Agent Server for the incoming side and as a Usanfglient for the outgoing side(s).

- The Participating function then:

Correlates both sides of the SIP session, by mgppi corresponding IM Session Identities of the Sl
sessions, and it maintains call state for all ®$s®ns it handles, thus enabling end-to-end coriation.

Inserts the User-Agent header in the sent SIP stg@dd Server header in the sent SIP responsgsecified in Appendix
F "Release version in User-agent and Server hedgders

6.1.2.1 General

Upon receiving an IM request to be terminated atsttrved IM user, the IM Server:

- 1. SHALL check the incoming request barring setirige., isb-settings for IM Session, ipab-settiftgdM Pager Mode
and Large Message Mode, and file-settings for Hibnsfer as specified in Appendix E&F Specific Service Settings
XML Document” If the settings result resolves into the bardfign IM request, the IM Server SHALL respond with
SIP 403 Forbidden with the warning text set t&'82rvice not authorised' as specified in subclau&8Varning
header. Otherwise, continue with the rest of the steps;

- 2. SHALL check that the Authenticated OriginatdéksAddress of the sender in the initial IM requisshot rejected
according to the Access Policy as follows:

- a). Check for rules where the <conditions> elemevdluates to true for the IM service by evaluatimgy<service-
list> elements and <service> elements with theébatie “featuretag” the value “+g.oma-sip-im” assdebed in
[Shared-Policy-XDMS]. If such rules exist continieevaluate the rules in the next step, otherwisdicue in step
3.

- b). Check for rules where the <conditions> chileneént <media-list> evaluates to true for the defilM media
pager-mode-message, message-session and fileetrdisiich rules exist, continue to evaluate thesin the next
step, otherwise continue in step 3.

- ¢) Check for rules where the <conditions> elemeatuates to true for the sending IM User. If sudles exist
continue to evaluate the rules in the next stegeratise continue in step 3.
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- d) In case of IM Conference Session check for rtiiesevaluates to true for the IM media messagsise and
with the value “true” in the " in the <allow-rejettvite> action element defined in [Shared-PoliciMS] and
illustrated inError! Reference source not found.“Access Policy Exmaplesr,

- e)incase of IM Pager Mode or Large check forgulat evaluates to true for the IM media pagerenodssage
with the value “true” in the <allow-reject-inviteaction element defined in [ Shared-Policy-XDMHahustrated
in Error! Reference source not found.“Access Policy Exmaples

If a rule in step d) or e) has been evaluatedus, tthe incoming IM request SHALL be rejected, dra&IM Server

SHALL respond with a SIP 403 Forbidden responsgpasified in [RFC3261]. The IM server SHOULD inciud

Warning header with the warning text set to '128d&on not allowed' as specified in subclause"®/@rning header”.

Otherwise, continue with the rest of the steps;

- 3. Shall apply operator policies on message sidecantent as follows:

- a.In case of Pager Mode Message : SHALL checktbssage content against the Operator policiesfiguefor
the service and for the IM user. If the contentsdoet conform to the policies, the IM Server SHAldspond with
a SIP 415 “Unsupported Media Type” response wighligt of supported formats and/or media typeshéo
originating client. Otherwise, continue with thetref the steps;

- b.in case of Large Message Mode, IM Session erHiansfer session: SHALL check the SIP INVITE SDP
attributes against operator policies specifiedlifierservice and for the IM user. If the size orteahdo not conform
to the policies, the IM Server SHALL respond witlsi 488 “Not Acceptable Here” response to theioaiing
network containingthe size and content supportedggyator policies. Otherwise, continue with thet i the
steps;

- 4. In case of Pager Mode, if the “Expires” headencluded, it SHALL check if the IM request islistialid. If not, the
IM request is handled based on local policy;

- 5. SHALL check the availability status of the IM étdased on the IM User network registration stdfube IM User is
unable to receive IM requets (e.g., the subscithrot registered) and the IM request is for Lavigssage Mode or SIP
MESSAGE as defined in 9.2.1M Client invited to Large Message Sess$iand 8.2.1‘IM Client receives a SIP
MESSAGE"respectively, then the IM Server SHALL execute phecessing described in section 12.R2§uest
Terminated at the Served IM usefdr deferring the IM request. Otherwise, continuthwhe rest of the steps.

Upon receiving a SIP final response the IM Sertv¢ABL forward the SIP final response along the siing path towards
the originating IM Client according to rules an@gedures of [RFC3261].

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the IM Server SHALL use 3GPP/3GPP2 IMS mechasism
according to rules and procedures of [3GPP TS 24 28GPP2 X.S0013.004] with the clarificationsygn in this section.

6.1.2.2 IM Session

6.1.2.2.1 Determination of Session Handling

Upon receiving an initial SIP INVITE request to teeminated at the served IM user, the Participatihdrunction:

1. SHALL check if the Feature-tag ‘+g.oma.sip-imgermessage’ is received
- a. If the ‘+g.oma.sip-im.large-message’ featwag-s received, the Participating Function SHALbgeed according
to 6.1.2.4.1 Receiving SIP Session request for Large Message™od

- b. Otherwise, the Participating Function SHALL proceegdording t6.1.2.2.2Receiving request for IM Sessian

6.1.2.2.2 Receiving request for IM Session
- When receiving a request for an IM session, theSiver : 1. SHALL perform the procedures speciiief.1.2.1
General”;

- 2. SHALL generate an initial SIP INVITE request ating to rules and procedures of [RFC3261] with th
clarifications in this section;

- 3. SHALL include value 'id" in a Privacy header@cling to rules and procedures of [RFC3325] if gmoity is
requested with the Privacy header containing teitt;

4. SHALL set the Request-URI to the IM Addresshaf tM Client to be invited,;
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5. SHALL include an Accept-Contact header with fibature-tag '+g.oma.sip-im' if an Accept-Contazadier was
received but did not contain a '+g.oma.sip-inatdiee tag, according to rules and procedures o€F3a1];

- 5a. SHALL copy the values received in each Accemtt@ct header to a corresponding Accept-Contaatdraathe
outgoing SIP request, if any Accept Contact headere received,;

- 6. SHALL include User-Agent header to indicate lfierelease version as specified in AppendixRelease version in
User-agent and Server headérs

- 7. SHOULD include the Session-Expires headeréniVITE with the refresher parameter set to 'aasbrding to
rules and procedures of [RFC 4028];

- 8. SHALL include the option tag "timer" in the Supfed header;
- 9. SHOULD include the Allow header with the suppdrSIP methods;
- 10. SHALL include a Contact header as follows:

a) a SIP URI constructed such that the IM Serveratgo resolve it back to the original SIP URI pded in the
SIP INVITE request by the Controlling IM Function;

b) include the IM feature-tag '+g.oma.sip-im’,

¢) include the feature-tag ‘isfocus’ if receivedrr the Controlling IM Server;

11. SHALL include the Authenticated Originator's Address received in the incoming SIP INVITE redquegshe
outgoing SIP INVITE request.

When sending a SIP 200 "OK" response to the SIPITE\fequest the IM Server:

- 1. SHALL generate the SIP 200 "OK" response acogrth rules and procedures of [RFC3261];

- 2. SHALL include as the URI in the Authenticateddgdrator’s IM Address in the outgoing SIP 200 “Okésponse the
URI contained in the Authenticated Originator's Address received in the incoming SIP 200 “OK” resgey

- 3. SHOULD include value 'id" in the Privacy headecording to rules and procedures of [RFC3325hefprivacy is
requested through a Privacy header with the vauim'the incoming SIP INVITE;

- 4. SHALL include the option tag 'timer' in the Réguheader;

- 5. SHALL include the Session-Expires header in3He 200 "OK" before sending the response towarel$hthServer
performing the Controlling IM Function with the re§her parameter set to ‘uas’;

- 6. SHALL start the SIP Session timer accordingiies and procedures of [RFC 4028];

- 7. SHOULD include the Allow header with the suppdrSIP methods if not previously sent in a provialaesponse
for this dialog;

- 8. SHALL include the Server header with the IM esle version as specified in Appendixfetease version in User-
agent and Server headg&iig not previously sent in a provisional respoifisethis dialog;

- 9. SHALL include a Contact header with a SIP URdntifying this IM Server and the feature-tag '+geosip-im’; and,

- 10. SHALL check if the IM user’s history settingisksettings” i.e. <hist-activation> element is &eactive for the IM
User and if set to “active”, it SHALL execute thepessing described in 13.2.3tbrage for History’

When sending a SIP response (other than the SIPC” response) to the SIP request, the IM Server
- 1. SHALL generate the SIP response accordinglésrand procedures of [RFC3261];

- 2. SHALL include the Server header with the IM esle version as specified in AppendixRelease version in User-
agent and Server head&iig not previously sent in a response for thisata

When the SIP/IP Core corresponds with 3GPP/3GPR2, thk IM Server SHALL use 3GPP/3GPP2 IMS Session
mechanisms according to rules and procedures d?F3TS 24.229] / [3GPP2 X.S0013.004] with the dieaitfons given in
this section.

6.1.2.2.3 IM Session modification

Upon receiving a SIP re-INVITE request and whenlMé&erver acts as a B2BUA during an on-going IM$Sen the IM
Server:

1. SHALL perform the procedures specified in 6.1.Z5eneral”;
- 2. SHALL generate a SIP re-INVITE request accordmgules and procedures of [RFC3261];
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- 3. SHALL include a MIME SDP body of a SIP re-INVITEquest with a SDP offer according to rules amt@dures of
[RFC3264] and [RFC4566] with the new Media Paramsetand,

- 4. SHALL send the SIP request towards the IM Cligithin the existing SIP dialog according to ruéexl procedures
of the SIP / IP Core.

Upon receiving a SIP re-INVITE request during argaing IM Session and when the IM Server acts &Paproxy the IM
Server SHALL forward the SIP request accordingdes and procedures of [RFC3261].

Upon receiving of a SIP 200 "OK" response and wthenM Server acts as a B2BUA the IM Server:

- 1. SHALL generate a SIP 200 "OK" to the SIP re-INEIrequest according to rules and procedures RRE3261];

- 2. SHALL include a MIME SDP body in the SIP 200 "Okesponse as the SDP answer according to rules and
procedures of [RFC3264] and [RFC4566] with the Media Parameters;

- 3. SHALL send a SIP 200 "OK" response towards Mé&erver performing the Controlling IM Function acding to
rules and procedures of SIP/IP Core; and,

- 4. SHALL if the IM Server is in the media path,igate the Media Parameters received in the MIME $D&y as SDP
answer as specified in [MSRP].

Upon receiving of a SIP 200 "OK" response and wthenM Server acts as a SIP proxy the IM Server BHforward the
SIP 200 "OK" response according to rules and proeesiof [RFC3261].

Upon receiving of a SIP final response (other ttienSIP 200 “OK” response) to the SIP re-INVITEuest the IM Server
SHALL forward the SIP final response accordingutes and procedures of [RFC3261].

When the SIP/IP Core corresponds with 3GPP/3GPRZ, thk IM Server SHALL use 3GPP/3GPP2 IMS Session
mechanisms according to rules and procedures dP3TS 24.229] / [3GPP2 X.S0013.004] with the dieaitfons given in
this section.

6.1.2.2.4 SIP CANCEL request

Upon receiving a SIP CANCEL request, an IM Senating as a B2BUA:

- 1. SHALL act as UAS according to rules and proceduf [RFC3261]; and,

- 2. SHALL cancel the SIP INVITE request towards kikleClient acting as UAC according to rules and maares of
[RFC 3261].

When acting as a SIP proxy rules and procedurspexfied in [RFC3261] SHALL be applied.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, thk IM Server SHALL use 3GPP/3GPP2 IMS mechagism
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.004] with the clarificationy@h in this section.

6.1.2.2.5 SIP BYE request

Upon receiving a SIP BYE request, an IM Servemactés a B2BUA:
- 1. SHALL generate a SIP 200 "OK" response and #ieondvards the IM Server performing the Controllilg Function
according to rules and procedures of the SIP/IRRCor

- 2. SHALL release User Plane resource associatduthét SIP Session with the IM Server performingGloatrolling
IM Function; and,

- 3. SHALL send a SIP BYE request towards the IM @li@cording to rules and procedures of the SIRARe.

Upon receiving a SIP 200 "OK" response to the SYEBequest the IM Server SHALL release User Plaseurces
associated with the SIP Session with the IM Client.

The IM Server SHALL check if the IM user’s histasgtting “his-settings” i.e. <hist-activation> elemés set to active for
the IM User and if set to “active”, it SHALL procg@ccording to 13.2.7End History Recording

When acting as a SIP proxy rules and procedurspesfied in [RFC3261] SHALL be applied.

When the SIP/IP Core corresponds with 3GPP/3GPR, the IM Server SHALL use 3GPP/3GPP2 IMS mechagism
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.004] with the clarificationy@h in this section.
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6.1.2.3 Pager Mode Messaging

6.1.2.3.1 Receiving SIP MESSAGE request
Upon receiving a SIP MESSAGE Request destined¢orainating IM User the IM Server:

- 1. SHALL perform the actions specified in sectioh.B.1“General”;
- 2. SHALL forward the SIP request towards the teatiimg Client; and,

- 3. SHALL check if the IM user’s history setting $settings” i.e. <hist-activation> element is seattive for the IM
User and if set to “active”, it SHALL execute thepessing described in 13.2.3tbrage for History’

NOTE: If received outside the SIP Dialog used far IM Session the IM Server uses the Target-Diakader specified in
[RFC4538] and received in the SIP MESSAGE requeitdntify the IM Session.

6.1.2.4 Large Message Mode

6.1.24.1 Receiving Session request for Large Message Mode
Upon receiving a SIP INVITE Request destined terantnating IM User, the IM Server:

- 1. SHALL perform the actions specified in subclaGsk2.1General”;
- 2. Ifthe IM Server stays in the media path, theSbtver:

a. SHALL behave as a B2BUA according to rules amatgdures of [RFC3261] for the duration of the
Session;

b. SHALL generate a SIP INVITE request;

c. SHALL insert a URI identifying its own addressthe Contact-header of the SIP INVITE request and
SHALL copy the received ‘+g.oma.sip-im.large-messdgature-tag to the Contact header;

d. SHALL copy the received Request-URI;

e. SHALL include a User-Agent header with the INkese version as specified in Appendix F "Release
version in User-agent and Server headers";

f. SHALL include the MIME SDP body received in tB& INVITE;

g. SHALL send the SIP INVITE request accordingules and procedures of the SIP/IP Core towards the
terminating IM Client;

h. SHALL check if the IM user’s history setting $isettings” i.e. <hist-activation> element is et t
active for the IM User and if set to “active”, IHBLL execute the processing described in 13.2.3
“Storage for History”

- 3. Ifthe IM Server does not stay in the media phélM Server:

a. SHALL act as a SIP proxy according to rules prmatedures of [RFC3261] for the duration of the
Session;

b. SHALL include a Record-Route header containitdfa identifying its own address; and,

c. SHALL send a SIP INVITE request according tesuand procedures of SIP/IP Core towards the
terminating Client.

Upon receiving a SIP 200 "OK" response, if the IBh&r is acting as a B2BUA, the IM Server:

- 1. SHALL store the information received in the Canitheader;
- 2. SHALL generate a SIP 200 "OK" response;
- 3. SHALL include a MIME SDP body Received in thd®3NVITE from the terminating client;

- 4. SHALL include a Server header to indicate thertléase version as specified in Appendixefease version in
User-agent and Server headeifshas not already been sent in a provisionapoese for this dialog;

- 5 SHOULD include an Allow header with all suppor®ifP methods; and,
6. SHALL send the SIP 200 "OK" response towardsGbaetrolling Function according to procedures ¢?/8P Core.
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Upon receiving a SIP 200 "OK" response, when theSiver is acting as a SIP proxy, the IM Server:

- 1. SHALL forward the SIP 200 "OK" response towdrd initiating IM Client according to rules and pedeares of
[RFC3261] and SIP/IP Core; and,

- 2. SHALL continue to act as a SIP proxy for theation of the Session.

Upon receiving a SIP final response other thanPaZBl0 "OK", the IM Server SHALL forward the SIPdirresponse along
the signalling path towards Controlling Function.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, thk IM Client SHALL use 3GPP/3GPP2 IMS mechasism
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.004] with the clarificationy@h in this section.

6.1.2.4.2 SIP CANCEL Request

Upon receiving a SIP CANCEL, an IM Server actinqad32BUA.:

- 1. SHALL act as UAS according to rules and proceduf [RFC3261]; and,
- 2. SHALL cancel the SIP INVITE request towards kikleClient acting as UAC according to rules and maares of
[RFC 3261].

When acting as a SIP proxy rules and procedurspexsfied in [RFC3261] SHALL be applied.

When the SIP/IP Core corresponds with 3GPP/3GPR, the IM Server SHALL use 3GPP/3GPP2 IMS mechagism
according to rules and procedures of [3GPP TS 24 28GPP2 X.S0013.004] with the clarificationsygn in this section.

6.1.2.4.3 SIP BYE request

Upon receiving a SIP BYE request from the IM SereerIM Server acting as a B2BUA:
- 1. SHALL generate a SIP 200 "OK" response and #aodvards the IM Server performing the Controllilg Function
according to rules and procedures of the SIP/IRRCor

- 2. SHALL release User Plane resource associatddtigt SIP Session with the IM Server performingGoatrolling
IM Function; and,

- 3. SHALL send a SIP BYE request towards the IM @ligccording to rules and procedures of the SIRARe.

Upon receiving a SIP 200 "OK" response to the SYEBequest the IM Server SHALL release User Plaseurces
associated with the SIP Session with the IM Client.

When acting as a SIP proxy rules and procedurspexsfied in [RFC3261] SHALL be applied.

When the SIP/IP Core corresponds with 3GPP/3GPR, the IM Server SHALL use 3GPP/3GPP2 IMS mechagism
according to rules and procedures of [3GPP TS 24 /2B8GPP2 X.S0013.004] with the clarificationsygn in this section.

6.1.2.5 SIP Notify request

If the IM Server performing the Participating IMkation receives an incoming SIP NOTIFY request thatart of the same
dialog as the previously sent SIP SUBSCRIBE requiestIM Server SHALL process the NOTIFY accordtngthe rules
and procedures of [RFC 3265], and with the claatfins in this section:

- 1. The IM Server SHALL send the SIP NOTIFY requestards the IM Client along the signalling pathgdan
- 2. When the response to the NOTIFY is receivechbyiM server, it SHALL forward the response alohg signalling
path to the Controlling function.

When the SIP/IP Core corresponds with 3GPP/3GPFR, thk IM Server SHALL use 3GPP/3GPP2 IMS mechasian
procedures according to rules and procedures GHRBTS 24.229] / [3GPP2 X.S0013.004] with the fitadions given in
this section.
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6.1.2.6 Extended Group Advertisement Request

The [Shared-Group-XDMS] processing of changes$hared Group allows for sending an automatic uptdedeoup
members when modifications are made to the grdipe i<automatic-group-advertisement> element a&bkad.

Upon receiving of a SIP MESSAGE request contaimir@group Advertisement from the Shared Group XDM&fion or
from another network, the IM Server:

- 1. SHALL check that if the <allow-reject-invite>tamn for the group-advertisement <service> elemémtthe [Shared-
Policy-XDMS] is set to “true” for the originatingser in the request and if so, SHALL respond witR 803 Forbidden
response as specified in [RFC3261]. Otherwise,icoatwith the rest of the steps;

- 2. SHALL send the message to the IM Client.

Upon receiving SIP final response the IM Server §HAorward the SIP final response according to suded procedures of
[RFC3261].

When the SIP/IP Core corresponds with 3GPP/3GPFR2, tive IM Client SHALL use 3GPP/3GPP2 IMS mechagism
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.004] with the clarificationsy@h in this section.

6.1.3 User Plane

The Participating Function MAY stay in the mediaaoth for IM sessions and for Large MessagthdfParticipating
Function stays in the media path, it SHALL act &28UA for the MSRP traffic.

When an IM Session is initiated and the Particigpafrunction remains on the media path, the Paatiicig Function
- 1. SHALL maintain a mapping between the two MSRRn&xtions:

- the MSRP connection between the IM Client and tiépating Function;

- the MSRP connection between the Participating Fom&nd the Controlling Function.

- 2. SHALL forward all MSRP messages from the IM @tieo the IM Server performing the Controlling IMifiction at
the address and port as specified during IM Sesstrp. See 6.1.1.2 IM Session and 6.1.1.4 Largesdie Mode; and,

- 3. SHALL forward all MSRP messages from the IM ®emperforming the Controlling IM Function to the I®lient at
the address and port as specified during IM Sesstrp. See 6.1.1.2 IM Session and 6.1.1.4 Largesdde Mode.

6.1.4 Private Messages

6.1.4.1 Receiving Private Message

When the IM Server receives a MSRP SEND requeghaung a Private Message during an on-going arCtviference,
the IM Server:
- SHALL check and verify from the release versiotha User-agent or Server headers that the nextisather an
IM Client or a Controlling IM Server as specifiedAppendix FRelease version in User-agent and Server headers
and if not then the IM Server SHALL reject the reguwith MSRP 403 response.
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7 IM Sessions

7.1 IM Client procedures for IM Sessions

7.1.1 Originating Client procedures
7.1.1.1 General

The IM Client SHALL generate an initial SIP requastording to rules and procedures of [RFC3261]e [M Client:
- 1. SHALL include an Accept-Contact header with lfMefeature-tag ‘+g.oma.sip-im', according to rubesd procedures
of [RFC3841] in all initial SIP requests;

- 2. SHALL include a User-Agent header to indicat It release version as specified in AppendiReltase version in
User-agent and Server headérs

- 3. SHOULD include an Allow header with all suppar®IP methods;
- 4. SHALL include the IM feature-tag '+g.oma.sip-imthe Contact header;

- 5. SHALL include value "id" in a Privacy headieamonymity is requested according to rules anadgdares of
[RFC3325];

NOTE: If anonymity is not allowed for the IM Groupdicated with the Request-URI of the SIP INVITESkd on the
rules specified in the [Shared-Group-XDM ] the IMdsSion will not be allowed by the IM Server hostihg
IM Group.

6. SHALL include the option tag 'timer' in the Sopied header;

- 7. SHOULD include the Session-Expires header whithrefresher parameter set to "uac" accordinglés and
procedures of [RFC4028];

8. SHALL, in case the user wants to join the sesaimonymously, include a Privacy header as spddifisubclause
7.1.1.15 Joining in an IM Conference with a chat afiasnd,

- 9. MAY include a display name as specified in sabsk 5.5 Display Namé&

On receipt of a SIP final response or SIP provigisasponse to the SIP request, the IM Client:

- 1. SHALL store the list of SIP methods that theSdrver supports if received in the Allow headed,an

- 2. SHALL store the content received in the Conteszider.

On receipt of the SIP 200 "OK" response to thedh8IP INVITE request the IM Client:

- 1. SHALL start the SIP Session timer using the @akceived in the Session-Expires header accotdinges and
procedures of [RFC4028]; and,

- 2.Inthe case of IM group session, the IM ClieHA&L subscribe to the Conference State Event Paeleagspecified
in section 7.1.1.11M Client Subscription to the Conference Stateri\Rackage!

When the SIP/IP Core corresponds to 3GPP/3GPP21iMSM Client SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armegdwwes of [3GPP TS 24.229]/ [3GPP2 X.S0013.00¢h the
clarifications given in this section.

7.1.1.2 Establishment of an One-to-One IM session

Upon receiving a request from an IM User to essibdi One-to-One IM session with peer-to-peer MSRBia) the IM
Client:

- 1. SHALL generate an initial SIP INVITE request ating to rules and procedures of [RFC3261] andh Wit
additional clarification as specified in sectiad.Z1.1"General’
- 2. The IM Client SHALL set the Request-URI of thi® SNVITE request to the intended recipient IM User

- 3. SHALL include in the SIP INVITE request a MIMBD8 body as a SDP offer according to rules and phares of
[RFC3264] and [ RFC4566] and [MSRP]; and,
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- 4. SHALL send the SIP INVITE request towards theSgrver according to rules and procedures of tRéSICore.
On receiving a SIP 200 "OK" response to the SIPIIN&/request the IM Client:

- 1. SHALL store the IM Session Identity if receiviedhe Contact header as described in [RFC 326; a
- 2. SHALL interact with the User Plane as descrilpeskction 7.1.3User Plané.
When the SIP/IP Core corresponds to 3GPP/3GPP2thé¢SM Client SHALL use 3GPP/3GPP2 IMS Session

establishment mechanisms according to rules armbdwwes of [3GPP TS 24.229]/ [3GPP2 X.S0013.00¢h the
clarifications given in this section.

7.1.1.3 IM Client initiates an Ad-hoc IM Conference

Upon receiving a request from an IM User to essdbdin IM Conference, the IM Client:
- 1. SHALL generate an initial SIP INVITE request ating to rules and procedures of [RFC3261] anth wie
additional clarification as specified in sectiod.Z1.1"General", and the IM Client SHALL,;

- 2. set the Request-URI of the SIP INVITE requeshtoConference-factory-URI for the IM service lie tHome
Network of the IM User;

- 3. include a MIME resource-list body with the iradtIM Users as specified in [draft-URI-list];

- 4. The IM Client SHALL check that the number of ited IM Users on the URI-list does not exceed tlaximum
number of Participants allowed in an Ad-hoc IM Gudaession as indicated in “MAX-ADHOC-GROUP-SIZE”
parameter provisioned for IM Client as describedppendix | “The parameters to be provisioned for IM sertvite
exceeded, the IM Client SHOULD notify the IM Us@therwise, continue with the rest of the steps;

- 5. SHALL include in the SIP INVITE request a MIMBD8 body as a SDP offer according to rules and phares of
[RFC3264], [ RFC4566 ] and [MSRP] with the followj additional clarification. The IM Client:

- SHALL set the SDP “accept-types” attribute to aceept-types : message/cpim; and
- MAY list other formats or use *' as defined in [NRP];
- 6. SHALL send the SIP INVITE request towards theSgrver according to rules and procedures of tRéSICore.

On receiving a SIP 200 "OK" response to the SIPIIN&/request the IM Client:

- 1. SHALL store the IM Session Identity if receiviedthe Contact header as described in [RFC4579,; an
- 2. SHALL interact with the User Plane.
NOTE: According to [draft-URI-list] the received®@ “OK” means that the conference was created sstay,

that the client that generated the SIP INVITE rexjigin the conference, and that the server utatzts
the URI-list.

When the SIP/IP Core corresponds to 3GPP/3GPP21iMSM Client SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules arzeduwes of [3GPP TS 24.229]/ [3GPP2 X.S0013.00# the
clarifications given in this section.

7.1.1.4 IM Client initiates a Pre-Defined IM Confer ence

Upon receiving a request from an IM User to essdadin IM Conference, the IM Client:

- 1. SHALL generate an initial SIP INVITE request ating to rules and procedures of [RFC3261] andh Wit
additional clarification as specified in sectiod.Z1.1"General", and the IM Client SHALL.:

- a) set the Request-URI of the SIP INVITE requesh®Pre-Defined IM Conference URI for the IM servin the
Home Network of the IM User;

- b) SHALL include in the SIP INVITE request a MIMED® body as a SDP offer according to rules and phoes
of [RFC3264], [ RFC 4566 ] and [MSRP] with the falling additional clarification, the IM Client;

- ¢) SHALL set the SDP “accept-types” attributeaa= accept-types: message/cpim; and,
- d) MAY list other formats or use **" as defined [MSRP];
- 2. SHALL send the SIP INVITE request towards the3grver according to rules and procedures of tR&SICore.

On receiving a SIP 200 "OK" response to the SIPIMNB&/request the IM Client:
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- 1. SHALL store the IM Session Identity if receiviedhe Contact header as described in [RFC 4578@l; a
- 2. SHALL interact with the User Plane.
NOTE: The received 200 “OK” means that the confeeewas created successfully, that the clientgbaerated

the SIP INVITE request is in the conference, arad the server understood the Pre-Defined group
request.

When the SIP/IP Core corresponds to 3GPP/3GPP21iMSM Client SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules arzeduwes of [3GPP TS 24.229]/ [3GPP2 X.S0013.00# the
clarifications given in this section.

7.1.1.5 IM Client IM Session Modification

The IM Client SHALL generate and send a SIP re-IIN&request according to rules and procedures o€B261] and with
the additional clarification as specified in sentit1.1.1 General.

On receiving a SIP 200 "OK" response to the SIINMFTE request the IM Client:
- 1. SHALL store the IM Session Identity if receiviedthe Contact header as described in [RFC326); an
- 2. SHALL interact with the User Plane.

When the SIP/IP Core corresponds to 3GPP/3GPP2thd3M Client SHALL use 3GPP/3GPP2 IMS Sessiontmasms
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.004].

7.1.1.6 IM Client extends 1-to-1 IM Sessionto an A d-hoc IM conference

When a participant in a one to one session warggtend the session to an Ad-hoc conference sesbimiiM Client:

- 1. SHALL generate an initial SIP INVITE request ating to rules and procedures of [RFC3261] anth Wit
additional clarification as specified in sectiod.7.1"General";

- 2. SHALL set the Request-URI of the SIP INVITE reguito the Conference-factory-URI for the IM seevic the
Home Network of the IM User;

- 3. SHALL add the invited user(s) in a MIME resoutist body according to [draft-URI-list], includinglso the identity
of the original invited user;

- a) SHALL for the originally invited user identitp ithe MIME resource list, include a Replaces headtr the
original session identity according to rules anaicedures of [RFC3891] as illustrated in Appendi&xtending a
one to one session to a conferénce

- 4. The IM Client SHALL check that the number of ited IM Users on the URI-list does not exceed tlaximum
number of Participants allowed in an Ad-hoc IM Qrdgession as indicated in “MAX-ADHOC-GROUP-SIZE”
parameter provisioned for IM Client as describedppendix | “The parameters to be provisioned for IM sertite
exceeded, the IM Client SHOULD notify the IM Us@therwise, continue with the rest of the steps;

- 5. SHALL insert in the SIP INVITE request a Contdiype header with multipart/mixed as specifiedR{2046];

- 6. SHALL include in the SIP INVITE request a MIMBD8 body as a SDP offer according to rules and phares of
[RFC3264], [RFC 4566] and [MSRP] with the followiaglditional clarification, the IM Client:

- a) SHALL set the SDP “accept-types” attributeaa= accept-types : message/cpim; and
- b) MAY list other formats or use *' as defined [MSRP];

- 7. SHALL send the SIP INVITE request towards thetoalling IM Server according to rules and proceduof SIP/IP
Core.

On receiving a SIP 200 "OK" response to the SIPIMNB/request the IM Client:

- 1. SHALL store the IM Session Identity if receiviadthe Contact header as described in [draft-U&]:land,
- 2. SHALL interact with the User Plane.

NOTE: The BYE request received as a result of thpl&tes header is handled as described in 7.1M.&lient
Receiving a session release requiest
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When the SIP/IP Core corresponds with 3GPP/3GPRZ, thk IM Client SHALL use 3GPP/3GPP2 IMS mechasism
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.004] with the clarificationsy@h in this section.

7.1.1.7 IM Client adding IM User(s) to an IM Confer ence Session

Upon receiving a request from the IM User to add onmore IM Users to an ongoing IM Conference iBasshe IM
Client:

- 1. SHALL generate a SIP REFER request accordirrgles and procedures of [RFC3515] and with thditehal
clarification as specified in section 7.1.1Génerat;

- 2. SHALL set the Request-URI of the SIP REFER rstjtethe IM Session Identity;

- 3. SHALL, if only one IM User is invited:

a) setthe Refer-To header of the SIP REFER requékettM Address of the Invited IM User accordingtibes
and procedures of [RFC3515]; and,

b) ii. SHALL set the Refer-Sub header to “false” aating to rules and procedures of [RFC 4488];
- 4. SHALL, if more then one IM user is invited:

a) include a Refer-To header with a pointer to an Uflin a body part containing the MIME resourcs-lhody
according to rules and procedures of [draft -mldtigfer];

b) SHALL include a MIME resource-lists body with thstlof the IM Users to be added according to raled
procedures of [draft -multiple-refer];

c) SHALL set the Refer-Sub header to “false” accordimgules and procedures of [RFC 4488] and [draft-
multiple-refer]; and,

d) SHALL include the “multiple-refer” and “norefers” option-tag in the Require header field of tHeFER
according to rules and procedures of [RFC 4488][draft -multiple-refer].

- 5. SHOULD, if the on-going IM Session is an Ad-HbtGroup Session or 1-1 IM Session on the Home BWE8r of
the IM User, check that the number of the InvitedUsers on the URI-list or in the Refer-To headeesinot exceed the
maximum number of Participants allowed in an Ad-HddGroup Session as indicated in “MAX-ADHOC-GROUP-
SIZE” parameter provisioned for IM Client. If excksal, the IM Client SHOULD notify the IM User. Othése,
continue with the rest of the steps;

- 6. SHALL include value "id” in a Privacy header aoding to rules and procedures of [RFC3325], ifrgmoity is
requested;

NOTE 1: If anonymity is not allowed for the IM Grpindicated with the Request-URI of the SIP REFEguest based
on rules specified in the [Shared-Group-XDM] the 8dssion will not be allowed by the IM Server hugtihe
IM Group.

- 7. SHALL send the SIP REFER request towards SICAF.

When the SIP/IP Core corresponds with 3GPP/3GPFR, tik IM Client SHALL use 3GPP/3GPP2 IMS mechagism
according to rules and procedures of [3GPP TS 24 /28GPP2 X.S0013.004] with the clarificationsygn in this section.

7.1.1.8 SIP Session refresh

Prior to the expiry of the SIP Session timer theQh&nt:

- 1. SHALL generate an initial SIP INVITE requestspecified in section 7.1.1'General

- 2. SHOULD include the Session-Expires header withrefresher parameter set to 'uac' accordingés and
procedures of [RFC4028];

- 3. SHALL include option tag timer in the Supporteshder;
- 4. SHALL include an SDP body with the SDP paranseb&ing used in the session; and,
- 5. SHALL send the SIP request towards the IM Seaeeording to rules and procedures of the SIP/IRRCo
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When the SIP/IP Core corresponds to 3GPP/3GPP21iSM Client SHALL use 3GPP/3GPP2 IMS Sessiones
mechanisms according to rules and procedures d?F3TS 24.229] / [3GPP2 X.S0013.004] with the dieaitfons given in
this section.

7.1.1.9 IM Client rejoins an IM Conference Session

Upon receiving a request from an IM User to reginlM conference session, the IM Client:
- 1. SHALL check if the Session Identity is still std in the client. If it is not, then the IM ClieBHALL display an error
message to the IM user, otherwise continue wittfahewing steps;

- 2. SHALL generate an initial SIP INVITE request ating to rules and procedures of [RFC3261] andh Wit
additional clarification as specified in sectiod.1.1"General",

- 3. SHALL set the Request-URI of the SIP INVITE regquto the IM Session Identity of the IM Conferenc

- 4. SHALL include in the SIP INVITE request a MIMED8 body as a SDP offer according to rules and phares of
[RFC3264], [RFC4566], [MSRP]; and,

- 5. SHALL send the SIP INVITE request towards theSkgrver according to rules and procedures of tRéSICore.
On receiving a SIP 200 "OK" response to the SIPIIN&/request the IM Client:

- 1. SHALL store the list of supported SIP method®deived in the Allow header; and,
- 2. SHALL store the IM Session Identity receivedhie Contact header as described in [RFC 4579].
When the SIP/IP Core corresponds to 3GPP/3GPP2téSM Client SHALL use 3GPP/3GPP2 IMS Session

establishment mechanisms according to rules arzeduwes of [3GPP TS 24.229]/ [3GPP2 X.S0013.00# the
clarifications given in this section.

7.1.1.10 IM Client joins a Public Conference Sessio n

Upon receiving a request from an IM User to joiublic Conference Session with the public confezddRlI, the IM
Client:

- 1. SHALL generate an initial SIP INVITE request ating to rules and procedures of [RFC3261] anth wie
additional clarification as specified in sectiod.7.1"General",

2. SHALL set the Request-URI of the SIP INVITE reguto the intended Public Conference URI,;

3. SHALL insert in the SIP INVITE request a Contdiype header with application/sdp;

4. SHALL include in the SIP INVITE request a MIMID8 body as a SDP offer according to rules and phaes of
[RFC3264], [ RFC4566 ] and [MSRP] with the followidditional clarification, the IM Client:

- SHALL set the SDP “accept-types” attribute to aceept-types : message/cpim; and
- MAY list other formats or use *' as defined in [NRP].
- 5. SHALL send the SIP INVITE request towards theSgrver according to rules and procedures of tRéSICore.

On receiving a SIP 200 "OK" response to the SIPIINE/request the IM Client:

- 1. SHALL store the list of supported SIP method®eived in the Allow header; and,
- 2. SHALL store the IM Session Identity if receiviedthe Contact header as described in [RFC 4579].

When the SIP/IP Core corresponds to 3GPP/3GPP2thé¢SM Client SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armedwwes of [3GPP TS 24.229]/ [3GPP2 X.S0013.00¢h the
clarifications given in this section.

7.1.1.11 IM Client subscription to the conference s tate event package

When an IM Client subscribes to the ConferenceeStaent Package by sending a SIP SUBSCRIBE retuestain
information of the status of an IM Session.

The IM Client:

- 1. SHALL generate a SIP SUBSCRIBE request and umsaSIP-dialog, according to rules and procedafes
[RFC3265] and [RFC 4575];
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- 2. SHALL set the Request-URI of the SIP SUBSCRIBguest to the IM Session Identity or the IM Grodentity;
and,

- 3. SHALL send the SIP SUBSCRIBE request accordingites and procedures of the SIP/IP Core.

The responses to the SIP SUBSCRIBE request SHALhalnelled according to rules and procedures of [RB6Band
[RFC 4575], and rules and procedures of the SIB4Re with the clarifications given in this section.

Upon receiving a SIP 200 "OK" or a SIP 202 “AccePteesponse to the SIP SUBSCRIBE request the IMrEli
- 1. SHALL store the contents of the Contact heaidu.f

Upon receiving an incoming SIP NOTIFY request ikgiart of the same SIP dialog as the previousty S&¢ SUBSCRIBE
request the IM Client:

- 1. SHALL handle the request according to rules mdedures of [RFC3265] and [RFC 4575];

- 2. SHALL display the current state information (gained/left users, conference-info) of the IM Siea to the IM User;

- 3. SHALL identify the receiving IM Client’s own infmation with the “yourown” attribute of the <usezfement as
defined in Appendix M Conference Event Packdgé available. Otherwise receiving IM Client'sformation is
identified based on <user> element as defined FO#575]; and,

- 4. The client SHALL check the joined users agathstaccess policy of the IM User and display tleekéd users who
joined in the conference. The access list is storeéke [Shared-Policy-XDMS] and MAY be cached ba tlient.

NOTE: The IM Client fetches the joined/existing tssimm the IM conference from the SIP NOTIFY requasdy
according to rules of [RFC 4575] and checks whetihese users are in the block list of the IM U3dre block
list may be stored in the IM Client or fetched fréime [Shared-Policy-XDMS].

The contents of the SIP NOTIFY request body is digelcin section 7.2.2.10Generating a SIP NOTIFY requést

When needed the IM Client SHALL terminate the suipsion and indicate it terminated according toesind procedures
of [RFC3265].

When the SIP/IP Core corresponds with 3GPP/3GPRZ, thk IM Client SHALL use 3GPP/3GPP2 IMS mechasism
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.004] with the clarificationsy@h in this section.

7.1.1.12 IM Client leaving an IM Session

When the Participant wants to leave the SessiotiMhglient:

- 1. SHALL generate a SIP BYE request according kesrand procedures of [RFC3261];
- 2. SHALL set the Request-URI to the IM Session titgof the IM Session to leave;

- 3. SHALL include value "id" in the Privacy headecarding to rules and procedures of [RFC3325]ndraymity is
requested; and,

- 4. SHALL send a SIP BYE request according to raled procedures of SIP/IP Core.

NOTE: The client MAY store the Session Identity éoshort period of time to be able to re-join thesson. This time
period is implementation dependent.

Upon receiving a SIP 200 "OK" response to the SYEBequest, the IM Client SHALL interact with thesér Plane sa
described in 7.1.3User Plané to release the resources associated to the sessio

When the SIP/IP Core corresponds with 3GPP/3GPRZ, thk IM Client SHALL use 3GPP/3GPP2 IMS mechasism
according to rules and procedures of [3GPP TS 24 /2B8GPP2 X.S0013.004] with the clarificationsgn in this section.

7.1.1.13 IM Client cancelling a IM Session

When the Participant wants to cancel the IM Sessiiation, when IM Session signalling is usedsascified in section
7.1.1.3" IM Client initiates a an Ad-hoc IM conferencet 7.1.1.4'IM Client initiates a Pre-defined IM conferencednd
when the IM Client has not yet received a final 88Bponse for the SIP INVITE request, the IM CIiSRALL cancel the
SIP INVITE request by sending a SIP CANCEL accogdimrules and procedures of [RFC3261].
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When the SIP/IP Core corresponds with 3GPP/3GPRZ, thk IM Client SHALL use 3GPP/3GPP2 IMS mechasism
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.004] with the clarifications@h in this section.

7.1.1.14 IM Client removing IM User from an IM Conf erence Session

Upon receiving a request from the IM User to remardM User from an ongoing IM Conference Sessdiioa,|M Client:
- 1. SHALL generate a SIP REFER request accordimglés and procedures of [RFC3515] and with thetautdil
clarifications as specified in 7.1.1.1 General,

2. SHALL set the Request-URI of the SIP REFER rstjtthe IM Session Identity;

3. SHALL set the Refer-To header of the SIP REF&giest to the IM Address of the removed IM User setdhe
“method” parameter to “BYE" according to rules gmdcedures of [RFC3515];

- 4. SHALL set the Refer-Sub header to “false” acowydo rules and procedures of [RFC 4488]; and,
- 5. SHALL send the SIP REFER request towards th&#édsion Identity.

When the SIP/IP Core corresponds with 3GPP/3GPFR, tivk IM Client SHALL use 3GPP/3GPP2 IMS mechagism
according to rules and procedures of [3GPP TS 24 /28GPP2 X.S0013.004] with the clarificationsygn in this section.

7.1.1.15  Joining an IM Conference with a chat alias

Upon receiving a request from an IM User to essdbtir join a pre-defined IM Group session anduter has requested the
use of a Chat Alias (this is a User_Input_NameRetep his real identity anonymous, the IM Client SHAnitiate a SIP
INVITE request as defined in [RFC 3261 ] with tledldwing additional clarification:

The IM Client SHALL:

- 1. Include value "id" in a Privacy header acangdp rules and procedures of [RFC3325];

- 2. Setthe ‘From’ header field of the SIP INVITEan anonymous URI, such as <sip:anonymous@anonyimoaigd>,
according to the procedures described in [RFC 32614,

- 3. SHALL Send the SIP INVITE request towards theS$®rver according to rules and procedures of tR4SICore.

On receiving a 200 OK for the SIP INVITE, The IMi&it SHALL subscribe for the conference event pgekas defined in
7.1.1.11"IM Client subscription to the conference state miveackage’

Upon receiving an incoming SIP NOTIFY request escdbed in 7.2.2.10Generating a SIP NOTIFY requesthe
receiving IM Client SHALL use the information ofdfientity" attribute of the <user > element thattains the “yourown”
attribute extension as the user information belloggo the receiving IM Client.

7.1.1.16 Ending a One-to-One IM session

Upon receiving a request from an IM User to encha-@-One IM session, the IM Client:

- 1. SHALL generate a SIP BYE request according kesrand procedures of [RFC3261; and,
- 2. SHALL send the SIP BYE request according togaled procedures of the SIP/IP Core.

On receiving a SIP 200 "OK" response to the SIP B&dtiest the IM Client:
- 1. SHALL interact with the User Plane as descriimeskction 7.1.3User Plané.

When the SIP/IP Core corresponds to 3GPP/3GPP21iM3M Client SHALL use 3GPP/3GPP2 IMS Sessioniremnd
mechanisms according to rules and procedures GPEBTS 24.229] / [3GPP2 X.S0013.004] with the fitaiions given in
this section.

7.1.2 Terminating Client procedures

An IM Client can receive a SIP INVITE to set updardifferent types of IM features:
a. Large Message session
b. File Transfer

c. IM Session
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To differentiate between the three cases abovdéMi@ient SHALL check the feature-tag ‘+g.oma.sipdarge-message’:
- If the feature tag is received, then the client $HArocess the INVITE according to 9.2.0M Client Invited to a Large
Message sessibrelse

- The Client SHALL process the SIP INVITE for a deasset up as defined in [MSRP] with the followid@rification,

- If the File Transfer parameters, such as “File-&el& are included in the SDP of the SIP INVITEeththe client
SHALL process the INVITE according to 10.@lfent receiving File Transfer requéselse

- The client shall process the SIP INVITE accordio@11.2.1 tM Client Invited to an IM Session”.
7.1.2.1 IM Client invited to an IM Session
On receipt of the initial SIP INVITE request the Blient:
- 1. MAY reject the SIP INVITE request with an appriepe response code as specified in [RFC3261]Xample:
a) when the IM Client determines that there iseraiugh resources to handle the IM Session;
b) based on user’s input to reject the invitation;

c¢) any other reason outside the scope of this patabn.
- 2. SHALL store the list of supported SIP method®deived in the Allow header;
- 3. SHALL store as the IM Session Identity the cante#f the Contact header;

- 4. If the IM user accepts the IM Session invitatipaerform steps 5, 6 and 7. If the IM client deefirthe IM Session
invitation, perform step 8;

5. SHALL generate a SIP 200 "OK" response to tieISIVITE request;

6. SHALL include the accepted Media Parameters‘aodept-types” a-line attribute in a MIME SDP baalythe SDP
answer according to rules and procedures of [RFERPRFC4566] and [MSRP];

- 7. MAY include a display name as specified in sabsk 5.5 Display Nam&in the SIP 200 “OK” response to the initial
SIP INVITE request;

8. SHALL send the SIP 200 "OK" response to the idiv@r; and,

9. SHALL send a SIP 480 "Temporarily UnavailableSponse if the IM User or IM Client declines the 8dssion
invitation, or a SIP 408 "Request Timeout" respah#ee invitation times out.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, thk IM Client SHALL use 3GPP/3GPP2 IMS mechasism
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.004] with the clarificationy@h in this section.

7.1.2.2 IM Client receiving an IM Session modificat  ion request

Upon receiving a SIP re-INVITE request with a MINBDP body including a new SDP offer as specifiedRYC3264] and
[RFC4566], the IM Client:

- 1. SHALL check whether the session to be modifigdhe received SIP re-INVITE exists. If the sesdimes not exist
the IM Client SHALL reject the request with a SI®66'Not Acceptable" response towards the IM Seageording to
the rules and procedures of SIP/IP Core, includimearning header text indicating that the sessamsdot exist.
Otherwise, continue with the rest of the steps;

- 2. SHALL validate the Media Parameters and corttgres listed in “accept-types”. If none of the needarameters are
acceptable then reject the request with a SIP Bi@8 Acceptable Here" response towards the IM Seageording to
the rules and procedures of SIP/IP Core and eisifpfocedure. Otherwise select a subset of thepsalole received
Media Parameters and content types, to replacertimal SDP parameters, and continue with theagsteps;

a) reject the request with a SIP 488 "Not Accegtdidre” response towards the IM Server accorditheaules and
procedures of SIP/IP Core. Otherwise, continue ththrest of the steps.

- 3. SHALL change Media Parameters as specified iB8RR];
4. SHALL generate a SIP 200 "OK" according to rided procedures of [RFC3261];
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5. SHALL include the Session-Expires header inShe 200 "OK" response to SIP re-INVITE request whth refresher
parameter set to 'uas' and re-start the SIP Sessienaccording to rules and procedures specifig®FC 4028];

- 6. SHALL include the option tag 'timer' in the Sopiedheader;
- 7. SHALL include the accepted Media Parameters‘aocept-types” a-line attribute in a MIME SDP baoalythe SDP

answer according to rules and procedures of [RF@R&6d [RFC4566]; and [MSRP] with the following atilohal
clarification:

- The “accept-types” a-line attribute SHALL contaihleast message/CPIM MIME type; and
- 8. SHALL send the SIP 200 "OK" response towarddth&erver according to rules and procedures ofIBIEore.

When the SIP/IP Core corresponds with 3GPP/3GPFR, tivk IM Client SHALL use 3GPP/3GPP2 IMS mechagism
according to rules and procedures of [3GPP TS 24 /28GPP2 X.S0013.004] with the clarificationsygn in this section.

7.1.2.3 IM Client receiving an IM Session release r equest

Upon reception of a SIP BYE request, the IM Client:

- 1. SHALL send SIP 200 "OK" response towards IM 8emaccording to rules and procedures of the SIR4Fe; and,
- 2. SHALL interact with the User Plane as descrilped.1.3 ‘User Plané& and specified in [MSRP].

NOTE: The client MAY store the Session Identity éoshort period of time to be able to re-join thesson. This time
period is implementation dependent.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, thk IM Client SHALL use 3GPP/3GPP2 IMS mechasism
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.004] with the clarificationsy@h in this section.

7.1.2.4 IM Client receiving an IM Session SIP CANCE L request

Upon reception of a SIP CANCEL request, the IM @iiSHALL behave as UAS as described in [RFC326#] send a 200
(OK) response.

The client SHOULD then consider the original trastgm cancelled and SHOULD destroy the client teatisn handling
the original request according to rules and procesiof [RFC3261].

When the SIP/IP Core corresponds with 3GPP/3GPFR, tivk IM Client SHALL use 3GPP/3GPP2 IMS mechagism
according to rules and procedures of [3GPP TS 24 28GPP2 X.S0013.004] with the clarificationsygn in this section.

7.1.3 User Plane

7.1.3.1 General

- When inviting, being invited or joining a IM Sessjdhe IM Clients SHALL negotiate the Media Paraengtwith the
invited IM Client or the IM Server by using SDP kiit SIP communication.

- Allowed Media Parameters to be used in a nearti@a&-communication are recommended in [3GPP TS426.1

7.1.3.2 Generating MSRP requests in an IM Session
MSRP requests are generated by IM Client accoridirije rules and procedures defined in [MSRP] &edallowing
additional clarifications:

If the IM Client does not want the content to bedered automatically to the receiver, but only gpress action of the
receiver, then the sending IM Client:

- 1. SHALL add a Content-Disposition header fielddahment’ according to [RFC 2183] to the MSRP SEND;

- 2. MAY include into the Content-Disposition headgparameter "filename" with value containing the fiame of the
content according to rules and procedures of [RBGR1

- 3. MAY refer to content external to the media sassiThen the content type SHOULD be set to messzagezhal body
in according to rules and procedures in [RFC4483].
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If the IM Client wishes to know whether the MSRPssege is delivered to the recipient(s) successfulhot, the IM Client
SHALL set the delivery report request accordinghi® rules and procedures of [MSRP].

7.1.3.2.1 Generating MSRP requests in an IM Confere nce

When the IM Client sends a MSRP request to an I8ki®a, the IM Client SHALL generate the MSRP SENQuest
according to [MSRP], and the following procedures:

- 1. The content type of the request SHALL be sebhéssage/CPIM [RFC 3862];

- 2. when the IM User wants to send the request thalParticipants of the IM Conference, The “T@aler of the
message/CPIM wrapper SHALL be set to the IM Gralgntity in case of Pre-defined Group and IM Seskilentity in
case of Ad-hoc Group;

- 3. when the IM User wants to send a Private Mesgagae or more Participants of the IM Confererice,IM Client:

- a) SHOULD ensure that the node receiving the Reiké¢ssage is an IM Server by checking if the infation
previously received either in the initial INVITEqeest or the SIP 200 OK response contained theagsst
and server headers as specified in AppendRelease version in User-agent and Server headdterwise,
the IM Client SHOULD notify the IM User with an errmessage;

- b) SHALL set the “To” headers of the Message/CPIMpper are set to the IM Address of the particular
Participants.

- 4. The “From” header of the message/CPIM wrappeilStbe set to the value of the entity attributetioé <user>
element, which has “yourown” attribute extensiordafned in Appendix M “Conference Event Package’the SIP
NOTIFY response received from subscribing to coeriee event package. If “yourown” attribute extends not
available, the “From” header of the Message/CPHAEL be set to the value of the entity attributetioé <user>
element belonging to the User as defined in [RFGE57

- 5. The body of the message/CPIM, which is the aétgtant message payload, MAY be set to 0 any hggotiated in
the SDP “accept-types” according to [MSRP]; and,

- 6. Ifthe IM user requests to receive a Final DelwReport, the procedures described in 5.@&dinating Client
Procedure$ SHALL be executed.

7.1.3.3 Receiving MSRP requests in an IM Conference  Session

When the IM Client receives a MSRP request, therEISHALL follow the rules and procedures definedNISRP] and the
following additional procedure:

- the IM Client SHALL check the “To” header field(s) the Message/CPIM of a MSRP request. If the “Meader
field(s) contains the IM Session Identity or IM @mldentity, the IM Client SHALL consider the regti@s a
message sent to all participants of the IM ConfegeBession. If the “To” header field(s) containsAlldress of the
recipient IM User(s) , the IM Client SHALL considére request as a Private Message and SHOULD rémeler
request differently.

The IM Client SHALL check whether the message dostthe request for delivery report. If true, thé Client SHALL
send a delivery notification with MSRP REPORT asailibed in 5.7.5Terminating Client Procedurés

7.1.3.4 Sending isComposing status during IM Sessio  n

An IM Client that has any ongoing IM Session MAYdmm receiver(s) on the activity status by send#fgRP SEND
messages holding an isComposing status accorditig taules and procedures of [RFC 3994].

7.1.3.5 Receiving isComposing status during IM Sess  ion

When IM Client receives a MSRP SEND message holdmgComposing status, the IM Client SHOULD chatinge
isComposing status of the sender according toutes and procedures of [RFC 3994].

7.2 IM Controlling Functions for IM sessions

The Controlling Function always acts as a Backdokbuser agent.
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More specifically :

- the Controlling Function acts as a user agenbétih SIP sessions it connects. The B2BUA behasesldser Agent Server
for the originating side and as a User Agent clfenthe terminating side(s).

- the Controlling Function correlates both sideshef SIP session, by mapping the correspondingdbsi®n Identities of the
SIP sessions, and it maintains call state for [&@ls®ssions it handles, thus enabling end-to-endramication.

7.2.1 Requests Terminating at the IM Server
7.2.1.1 General

On receipt of an initial SIP INVITE request the Bérver:

When sending a SIP 200 "OK" response to the infBI& INVITE request the IM Server:

- 1. SHALL generate the SIP 200 "OK" response acogrth rules and procedures of [RFC3261];
- 2. SHOULD include an Allow header with all the sopied SIP methods;

- 3. SHALL include the Session-Expires header withrisfresher parameter set to 'uac' and start sgpeythe SIP
Session according to rules and procedures of [RIZB}Y

- 4. SHALL include Authenticated Originator’'s IM Adess as specified in section 5Authenticated Originator's IM
Address:

a) setto the Conference-factory-URI in case of 1-19&&sion or Ad-hoc IM Group Session; or

b) setto the IM Group Identity in the case of prehaed IM Group.
- 5. SHALL include in the Contact header the IM Sasddentity with the feature-tag 'isfocus' as digsat in [RFC 4579]
and the IM feature-tag '+g.oma.sip-im’;

- 6. SHALL include the Server header with the IM esle version as specified in Appendixfetease version in User-
agent and Server head&ii§ not already included in a SIP provisional respe; and,

- 7.In case of IM Group sessions, the IM Server SHAENd a notification to the IM Clients, which haugbscribed to
the conference state event package containinghidmeges in the conference state as specified ifauge7.2.2.10
"Generating a SIP NOTIFY request"

When the SIP/IP Core corresponds with 3GPP/3GPRZ, thke IM Server SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armefdwes of [3GPP TS 24.229] / [3GPP2 X.S0013.00d] tle
clarifications given in this section.

7.2.1.2 Ad-hoc IM Group setup request
A client can set up a 1-to-1 session as a spea$a of an ad hoc IM Conference with only one pigdiat in the Uri-list.

Upon receiving of an initial SIP INVITE request tl\ Server:
- 1. SHALL check whether the Conference-factory-UBhtained in the Request URI is allocated and perfihre actions
specified in section 11.XCbnference-factory URI does not eXisiit is not allocated;

- 2. SHALL perform actions to verify the Authenticdt®riginator's IM Address and authorize the requeesd if it is not
authorized by the IM Server SHALL return a SIP 4B8rbidden” response with the warning text setl@/" Service not
authorised' as specified in subclause"BMarning header”.Otherwise, continue with the rest of the steps;

- 3. If anonymity is not allowed by IM server and agmity is requested, it SHALL return a SIP 403 ‘Bidden”
response with the warning text set to '119 Anonymot allowed' as specified in subclause "W&arning header’
Otherwise, continue with the rest of the steps;

- 4. SHALL store the supported SIP methods if reatinethe Allow header;

- 5. SHALL use the display name, if a display namiaétuded, according to the priority specified acton 5.5 Display
Namé;

6. SHALL establish an IM Session and allocate arSidssion Identity for the IM Session as descring®FC 4579];
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- 7. SHALL check if the SDP parameters in the SDRrodff the inviting User are allowed/supported by @onference
Server according to operator policy. If the recdi®DP parameters are not allowed, the ConferenceiS8HALL
respond with SIP 488 “Not Acceptable here” wittescription of the supported SDP parameters bgpéneer,
otherwise continue with the rest of the steps;

- 8. SHALL check from the MIME resource-lists bodwatlthe maximum number of Participants allowed irAdrhoc IM
Group Session is not exceeded. If exceeded, IMEBEGMALL return SIP 486 “Busy Here” response wik tvarning
text set to “102 too many participants” as spedifiesubclause 5.8Narning header”. Otherwise, continue with the
rest of the steps; and,

- 9. SHALL invite the IM Users listed in the MIME resrce-lists body as specified in section 7.2.2\2 Session
invitation request

NOTE: How the multiple invited members are conveiethe SIP INVITE request is specified in [drafRUlist].

Upon receiving a SIP 200 "OK" response for the IBIRPITE request:

- 1. SHALL generate a SIP 200 "OK" response to tHeISIVITE request as specified in the section 712'Generatl
and continue with the rest of the steps if the fBifd response is not yet sent to the Inviting INeGt otherwise do not
proceed with the rest of the steps;

- 2. SHALL include in the SIP 200 “OK” response a Sbhiely as a SDP answer according to rules and puoesaf
[RFC3264], [ RFC4566] and [MSRP] with the followiistructions:

a) propose in the accept type media attribute ®BP from the selected MIME types by the IM Sefuam
both those contained in the original SDP offer fribwa originating network and those contained inrtdeeived
SDP answer in the SIP 200 “OK” response from theiteating network;

b) Include all the ‘a’ attributes accompanying M8RP media line selected by the IM Server from ¢hos
selected in step 4 of this procedure.

- 3. SHALL send a SIP 200 "OK" response to the IngtiM Client; and

- 4. SHALL interact with MSRP switch as specifiedrir2.3 ‘User Plané and according to the rules and procedures
defined in [MSRP].

Upon receiving a SIP final response other than@x@xx, that is one of the SIP 4xx, 5xx or 6xx finesponses the IM
Server shall perform one of the following:

- 1. SHALL send the SIP final response towards thditrg IM Client, if a SIP final response was regai from all the
Invited IM Clients and the SIP 200 "OK" responseaads yet sent to the Inviting IM Client. The SiRdl response
SHALL include the Status-Code defined by the IM@&eraccording to local policy e.g. the lowest valeeeived from
the Invited IM User(s); or,

- 2. SHALL remove Inviting IM Client from the IM Sess as specified in section 7.2.2. B&moval of Participant from
IM Sessioh if a SIP final response other than 2xx or 3xxsweceived from all the Invited IM Clients and B 200
"OK" response has already been sent to the Invitih@lient.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, thk IM Server SHALL use 3GPP/3GPP2 IMS mechagism
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.004] with the clarificationsy@h in this section.

7.2.1.3 Pre-defined IM Group Session setup request

Upon receiving an initial SIP INVITE request the Bérver:

- 1. SHALL check that the IM Group Identity in the dReest-URI, identifying a Pre-defined Group as dedim [Shared-
Group-XDM)], is specified to support the IM servigg evaluating if the <supported-services> elemedicates support
for the IM service. If the IM service is not supteal then the IM Server SHALL perform the actionedfied in section
11.2"Conference URI does not exisOtherwise, continue with the rest of the steps

- 2. SHALL check the presence of the "isfocus" feafparameter in the URI of the Contact header aidsiforesent then
the IM Server performing the Controlling IM Funati@HALL reject the request with a SIP 495 "URI-Li&indling
Refused" response according to the rules and puoesaf [draft-URI-list-handling] with the conteot URI-List. It
sahll include a warning header with the warning set to '105 isfocus already assigned' as fipédh subclause 5.6
"Warning header!. Otherwise, continue with the rest of the steps;
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3. SHALL perform actions to verify the Authenticdt®riginator's IM Address of the Inviting IM Usemcauthorize the

request as specified in section 7.2.2M Session initiation policyand if it is not authorized the IM Server SHALL

return a SIP 403 “Forbidden” response. The IM se8lOULD include an Warning response with the wagrext set

to '127 Service not authorised' as specified btkwse 5.6Warning header”.Otherwise, continue with the rest of the

steps;

- 4. SHALL store the supported SIP methods if reatinethe Allow header;

- 5. SHALL use the display name, if a display namiadtuded, according to the priority specified acgon 5.5 Display
Namé;

- 6. If privacy is requested, the procedures in 722'Ghat alias in an IM conferent&SHALL be executed;

- 7. SHALL validate that the MSRP Media Parameteesaaceptable for the IM Server and if not rejeetrdguest with a
SIP 488 "Not Acceptable Here" response. Othervagatinue with the rest of the steps;

- 8.ifthe IM Group does not have an Active IM Sesdhen the IM Server: SHALL establish a conferefooeis and

allocate IM Session Identity for the IM Sessiordascribed in [RFC 4353], and the IM Server;

- a) SHALL invite members of the Pre-defined IM Graagpspecified in sections 7.2.2I181"Session initiation
policy' and 7.2.2.2 M Session invitation requést

- b) SHALL interact with MSRP Switch as defined in §RP].

9. if the IM Group has already an active IM Sesskan IM Server:

a) SHALL process the INVITE as specified in th.Z.4'Joining Pre-defined IM Group Session requiest

Upon receiving a SIP 200 "OK" response for the IBIRITE request as specified in section 7.2.2AM Session invitation
request the IM Server:

- 1. SHALL generate SIP 200 "OK" response to the ISINVITE request as specified in the section 7.2"Gg&neral and
continue with the rest of the steps if the SIPIfiregponse is not yet sent to the Inviting IM Ctie®therwise do not
proceed with the rest of the steps;

- 2. SHALL include a MIME SDP body in the SIP 200 "Oi¢sponse as a SDP answer according to rulesracddgures
of [RFC3264], [ RFC4566] and [MSRP] as follows:

a) Include in the ‘accept types’ SDP media attelthie selected ‘mime types’ by the IM Server frévoste contained
in the SDP offer in the incoming SIP INVITE requésim the originating network, and those in the SipBwer in
SIP 200 “OK™;

- 3. SHALL send a SIP 200 "OK" response to the IngtiM Client according to rules and procedureshef$IP/IP Core;
- 4. SHALL interact with MSRP switch as specified7i2.3 ‘User Plané and [MSRP]; and,

Upon receiving a SIP final response other thand3xx that is one of the SIP 4xx, 5xx or 6xx fineasponses the IM
Server SHALL perform one of the following:

- 1. SHALL send the SIP final response towards théifrg IM Client, according to rules and proceduoéshe SIP/IP
Core, if a SIP final response was received fronthelinvited IM Clients and the SIP 200 "OK" resperis not yet sent
to the Inviting IM Client. The SIP final responselA_L include the Status-Code defined by the IM Ssraccording to
local policy e.g. the lowest value received frora thvited IM User(s); or,

- 2. SHALL remove the Inviting IM Client from the Ii8ession as specified in section 7.2.2R&hoval of Participant
from IM Sessidh if a SIP final response other than 2xx or 3x»sweceived from all the Invited IM Clients and Bk
200 "OK" response has already been sent to thérigMiM Client.

When the SIP/IP Core corresponds with 3GPP/3GPR, the IM Server SHALL use 3GPP/3GPP2 IMS mechagism
according to rules and procedures of [3GPP TS 24 /2B8GPP2 X.S0013.004] with the clarificationsgn in this section.

7.2.1.4 Joining Pre-defined IM Group Session reques t

Upon receipt of a SIP INVITE request that includesM Group Identity, which identifies the Pre-daefd IM Group in the
request URI that is owned by the IM Server, theS&tver:

- 1. SHALL check the presence of the "isfocus" feafp@rameter in the URI of the Contact header aidsiforesent then
the IM Server SHALL reject the request with a SIB 4Forbidden” response with the warning textteetl05 isfocus
already assigned' as specified in subclaus&8&ning header” Otherwise, continue with the rest of the steps;
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2. SHALL check whether the Authenticated Originatd Address of the joining IM User is allowedjain by
performing the actions specified in section 7.2"8 Session joining policy"If it is not allowed to join the IM Server
SHALL reject the request with a SIP 403 "Forbiddezsponse to the originating network with the vimgrtext set to
'127 Service not authorised' as specified in suiseld.6'Warning header”. Otherwise, continue with the rest of the
steps;

3. SHALL check if the <max-participant-count> agsified in [Shared-Group-XDM] is already reached.

NOTE: The Conversation History Function Particip@8RtALL NOT be calculated as a Participant when eatihg the

<max-participant-count>.

If reached, IM Server SHALL

- If the joining participant is a Conversation Histéanction, check if the Refer-by header fieldhat of a user
who is allowed to invoke the Conversation HistBonction, and if yes then continue with the steptherwise

- return SIP 486 “Busy Here” response with the Wagrtieader with the warning text set to “102 Too many
participants” to the originating network as spexifin subclause 5.8Varning header”. Otherwise, continue
with the rest of the steps;

4. SHALL store the supported SIP methods if reativethe Allow header;

5. SHALL use the display name, if a display namiaétuded, according to the priority specified acton 5.5 Display
Namé;

6. If privacy is requested, the procedures in 722'Ghat alias in an IM conferent&HALL be executed;

7. SHALL validate that the SDP offer includes adeone Media Type for which the Media Parameteesceptable for
the IM Server and if not reject the request withiR 488 "Not Acceptable Here" response. Otherwaisetinue with the
rest of the steps;

8. SHALL check whether the IM Group Session alreaxigts. If it doesn't exist, the IM Server creaadM Group
Session as follows:

a) SHALL follow the procedures as specified in gt 7.2.2.3 IM Session initiation policyand 7.2.2.21M
Session invitation requests

b) SHALL interact with MSRP Switch as defined iR “User Plané and in [MSRP] and SHALL not
continue the rest of the steps.

9. SHALL accept the SIP request and generate 8P OK" response to the SIP INVITE request as igelcin the
section 7.2.1.1General. The IM Server:

a) SHALL include a SDP body in the SIP 200 "OK"pesse as a SDP answer according to rules and
procedures of [RFC3264], [RFC4566] and [MSRP] wiith following additional instruction;

b) Include in the ‘accept types’ SDP media attebilte selected ‘mime types’ supported by the IM/&efrom
those contained in the SDP offer in the incoming BNVITE request;
10. SHALL send the SIP 200 "OK" response towaraslkh Client according to rules and procedures &/ Core;

11. SHALL send a natification to the IM Clients, ieh have subscribed to the conference state easkiage that a IM
User has joined in the IM Group Session, as sgtifi section 7.2.2.1@Generating a SIP NOTIFY requésand,

12 SHALL send the SIP NOTIFY request to the IM @taeaccording to rules and procedure of the SIBARe.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, thk IM Server SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armefdwes of [3GPP TS 24.229] / [3GPP2 X.S0013.00d] tle
clarifications given in this section.

7.2.1.5 Rejoining IM Group Session request

Upon receipt of a SIP INVITE request that includesiM Session Identity in the Request-URI the IMV@e

1. SHALL check whether the IM Session with this 8dssion Identity exists. If it does not exist, lfkeServer
performing the Controlling IM Function SHALL respopwith a SIP 403 "Forbidden” response to the oatjimgy
network. The IM server SHOULD include an Warningdter with the warning text set to '123 Sessiagsdmt exist'
as specified in subclause 5\Warning header” Otherwise, continue with the rest of the steps;
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2. SHALL check whether the Authenticated Originatd Address of the joining IM User is allowedjain by
performing the actions specified in section 7.2"8 Session joining policy"If it is not allowed to join the IM Server
performing the Controlling IM Function SHALL respobwith a SIP 403 "Forbidden” response to the oatjimgy
network. The IM server SHOULD include an Warningtier with the warning text set to '122 Functiobhallowed' as
specified in subclause 5"8Varning header” Otherwise, continue with the rest of the steps;

- 3. SHALL in the case a Pre-defined IM Group Sessiweck if the <max-participant-count> as specifrefShared-
Group-XDM] is already reached. If reached, IM Ser8HALL return a SIP 486 “Busy Here” response. TWeserver
SHOULD include an Warning header with the warrtieg set to “102 Too many participants” to thegorating
network as specified in subclause BMarning header”. Otherwise, continue with the rest of the steps;

- 4. SHALL store the supported SIP methods if reaivethe Allow header;

- 5. SHALL use the display name, if a display namiadtuded, according to the priority specified act8on 5.5 Display
Name;

- 6. If privacy is requested, the procedures in 72:@hat alias in an IM conference” SHALL be exesmijt

- 7. SHALL validate that the MSRP Media Parameteesaaceptable for the IM Server and if not rejeetrgguest with a
SIP 488 "Not Acceptable Here" response. Othervagatinue with the rest of the steps;

- 8. SHALL accept the SIP request and generate 8P OK" response to the SIP request as specifi¢he section
7.2.2.1 ‘Generatl;

- 9. SHALL include a MIME SDP body as a SDP answehaSIP 200 "OK" response according to rules andgdures
of [RFC3264], [RFC4566] and [MSRP] as follows:

a) Include in the ‘accept types’ SDP media attettiie selected ‘mime types’ supported by the IM/&efrom those
contained in the SDP offer in the incoming SIP INEIrequest from the originating network.

- 10. SHALL send the SIP 200 "OK" response towareaslifh Client according to rules and procedures &f/B Core;

- 11. SHALL interact with the MSRP Switch as spedifie 7.2.3 User Plané and [MSRP];

- 12. SHALL generate a notification to the IM Clientghich have subscribed to the conference statet@ackage that a
IM User has joined in the IM Group Session, as sigelcin section 7.2.2.10Generating a SIP NOTIFY requé&sand,

- 13. SHALL send the SIP NOTIFY request to the IMe@tis according to rules and procedure of the SIBdrR.
When the SIP/IP Core corresponds with 3GPP/3GPRZ, thk IM Server SHALL use 3GPP/3GPP2 IMS Session

establishment mechanisms according to rules armefdwes of [3GPP TS 24.229] / [3GPP2 X.S0013.00d] tle
clarifications given in this section.

7.2.1.6 IM Session modification

Upon receiving a SIP re-INVITE request within amséirg IM Session including a new SDP offer as et by
[RFC3264], [RFC4566] and [MSRP] the IM Server:

- 1. SHALL validate that the new MSRP parametersin$IP re-INVITE request are acceptable by the 8/& and if
not reject the request with a SIP 488 "Not Acceletétere” response. Otherwise, continue with theatthe steps;
- 2. SHALL interact with the MSRP Switch as specified.2.3 ‘User Plané [MSRP];
- 3. SHALL generate a SIP 200 "OK" response as fatow
a) include a MIME SDP body as a SDP answer accgraimules and procedures of [RFC3264], [RFC456@] a

[MSRP] with the new MSRP Parameters , which SHAIeLflom the list contained in the SDP offer contdiirethe
SIP re-INVITE request; and,

b) send the SIP 200 "OK” response to the SIP/IRR@twng the signalling path.

NOTE: The IM Server may determine to update the M$FRrameters of the other Participants accorditigettocal
policy. The modification is specified in sectior2.2.6''M Session modificatiand is always executed in case
of file transfer.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, thk IM Server SHALL use 3GPP/3GPP2 IMS mechagism
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.004] with the clarificationy@h in this section.
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7.2.1.7 Adding Participants to IM Group Sessionreq  uest

Upon receiving a SIP REFER request that is witlzootethod parameter in the Refer-To header or wieemtthod
parameter is set to "INVITE" in the Refer-To headlee IM Server:

- 1. SHALL perform actions to verify the Authenticdt®riginator's IM Address of the inviting IM Usendauthorize the
request as specified in sections 7.2.2\8 Session initiation policyand 7.2.2.7 IM Session adding polityand if it is
not authorized the IM Server SHALL return a SIP 4B8rbidden" response. The IM server SHOULD inclade
Warning header with the warning text set to 'ERBction not allowed' as specified in subclause"B/érning header”
Otherwise, continue with the rest of the steps;

- 2. If privacy is requested, the procedures in 722:@hat alias in an IM conferentSHALL be executed;

NOTE: Privacy in case of REFER means that thdimyiM user wants to remain anonymous to the aoiser.

3. SHALL extract the IM Address(es) of the IM Usgr{rom the SIP REFER request to be invited either:

a) from the Refer-To header according to rulesm@odedures of [RFC3515] for inviting a single usat;

b) from the MIME resource-list body according téesiand procedures of [draft-multiple-refer] fovilimg multiple
Users.

- 4. SHALL, for the addition of IM User(s) to an Aat IM Group Session, check whether the IM Use$)e added, in
addition to those already participating, do noteectthe maximum number of Participants allowechiid-hoc IM
Group Session. If exceeded, according to the lpality, the IM Server SHALL return a SIP 486 “Budgre” response.
The IM server SHOULD include an Warning header wlith Warning text set to “ 102 Too many particigamb the
originating network as specified in subclause"S$\@rning header” Otherwise, continue with the rest of the steps;

- 5. SHALL generate a SIP 2xx final response to tfieFEFER request according to rules and procedirgsFC3515];

- 6. SHALL if the SIP REFER request was an initidP $&quest received outside of an existing dialogn the IM Server
SHALL include in the response to the SIP REFER estja Supported header with the option tag “nosefer
according to rules and procedures of [RFC4488];

- 7. SHALL check the presence of the Refer-Sub heafftre SIP REFER request and if it is presentifihés the value
“false” then the IM Server SHALL include in the pemse to the SIP REFER request a Refer-Sub heeter $alse”
according to rules and procedures of [RFC448];

- 8. SHALL send the SIP 2xx final response to the BEHFER request towards the IM Client accordingites and
procedures of the SIP/IP Core;

- 9. SHALL perform for the IM Addresses allowed aaiag to 7.2.2.7 IM Session adding polityhe actions described
in section 7.2.2.2IM Session invitation requestir each IM User; and,

- 10. SHALL if the Refer-Sub header is not presersa@et to “true” in the SIP REFER request, gereeaaid send to the
IM Client SIP NOTIFY request(s) as specified in feetion 7.2.2.10Generating a SIP NOTIFYbased on the progress
of each SIP INVITE request sent to IM User(s) inadance with sub-clause 7.2.2IR1"Session invitation requést

NOTE: A SIP REFER request according to rules andgaures of [RFC3515] or [draft-multiple-referjas implicit
subscription to event “refer” if the Refer-Sub heaid not present or is set to “true”.

Upon receiving a SIP 403 "Forbidden" response thithwarning text "105 isfocus already assignedheWarning header,
the IM Server SHALL if the Refer-Sub header is pasent or is set to “true” in the SIP REFER retugenerate and send
to the IM Client a SIP NOTIFY request as specifiethe section 7.2.2.10Generating a SIP NOTIFY requeést

When the SIP/IP Core corresponds with 3GPP/3GPR theIM Server SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 24 /28GPP2 X.S0013.004] with the clarificationsygn in this section.

7.2.1.8 SIP REFER BYE request received when using | M Group session

Upon receiving from the IM Client a SIP REFER respueith the method parameter set to value "BYEhim Refer-To
header the IM Server:

- 1. SHALL perform the actions to verify the Autheratied Originator’s IM Address of the IM Client aadthorize the
request and if it is not authorized the IM ServelA&L return a SIP 403 "Forbidden" response. Thesdfver
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SHOULD include an Warning header with the warrtiext set to '122 Function not allowed' as spetiiiresubclause
5.6"Warning header?

- 2. SHALL examine the URI in the Refer-To headethef SIP REFER request; and

a) if the URI is an identity of an existing IM Sessand the Participant referred by the Authenéidadriginator’s IM
Address of the SIP REFER request is participatinigpé IM Session then the IM Server:

i. SHALL generate a SIP 2xx final response to the BEFER request according to rules and procedures
of [RFC3515];

ii. SHALL if the SIP REFER request was an initidPSequest received outside of an existing dialog,
then the IM Server SHALL include in the responsé® SIP REFER request a Supported header with
the option tag “norefersub” according to rules anocedures of [RFC4488];

iii. SHALL check the presence of the Refer-Sub teeand the SIP REFER request and if it is presedt an
it has the value “false” then the IM Server SHALlrclude in the response to the SIP REFER request a
Refer-Sub header set to “false” according to rales procedures of [RFC4488];

iv. SHALL send the SIP response to the SIP REFEfRest towards the IM Client according to rules and
procedures of the SIP/IP Core;

v. SHALL remove the Participant in the Refer-To deafrom the IM Session by performing the
procedures as specified in section 7.1./R&Poval of Participant from the IM Sessipn"

vi. SHALL check the IM Session release policy ascfied in section 7.2.2.8M Session release polity
and according to the applied release policy perflanneach Participant of the IM Session the procesiu
specified in section 7.2.2.1Removal of Participant from the IM Sessipif'needed;

vii. SHALL check the subscription termination pglias specified in section 7.2.2.Tllerminating the
subscription"and for each IM Clients terminate the existingssuiption acording to it;

ix. SHALL send the SIP NOTIFY request to the IM&li(s) as a result of the REFER request according
to rules and procedure of [RFC 3515].

b) if the URI is not an identity of an existing I8kssion or the Participant referred by the Autlcatgd Originator's
IM Address of the SIP REFER request is not paritig in the IM Session then the IM Server:

- i. SHALL return a SIP 403 "Forbidden" response. THeserver SHOULD include an Warning header witte t
warning text set to '122 Function not allowedspscified in subclause 5'8/arning header”

- 3. SHALL if the Refer-Sub header is not preserisaet to “true” in the SIP REFER request, geneaatksend to the
IM Client SIP NOTIFY request(s) as specified intgmt 7.2.2.10 Generating a SIP NOTIFY request to the SIP REFER
request based on the progress of the BYE request.

NOTE: A SIP REFER request according to rules andgaures of [RFC3515] or [draft-multiple-referjas implicit
subscription to event “refer” in case the Refer-8ehder is not present in or is set to “true”.

When the SIP/IP Core corresponds with 3GPP/3GPR, the IM Server SHALL use 3GPP/3GPP2 IMS mechagism
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.004] with the clarificationsy@h in this section.

7.2.1.9 Void

7.2.1.10  SIP BYE request received in a IM Session
Upon receiving a SIP BYE request the IM Server:

- 1. SHALL send a SIP 200 "OK" response towards Melient according to rules and procedures of tH¥I8 Core;

- 2. SHALL release MSRP resources towards the Ppatiicig IM Function (or towards the IM Client if tteeis no
Participating IM Function on the MSRP path);
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3. SHALL check IM Session release policy as spedifn the section 7.2.28V Session release policyand according
to the applied release policy perform for eachiBigent of the IM Session the procedures as spetifi the section
7.2.2.12"Removal of Participant from the IM SesSjdhneeded,;

4. SHALL check the subscription termination polay specified in section 7.2.2.17Terminating the subscriptiordnd
act according to that section.

When the SIP/IP Core corresponds with 3GPP/3GPR, the IM Server SHALL use 3GPP/3GPP2 IMS mechagism
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.004] with the clarificationsgh in this
sectionPage-mode requests.

7.2.1.11  SIP Session refresh procedure

On receipt of a SIP re-INVITE request includingesSion-Expires value the IM Server:

1. SHALL include the Session-Expires header in B 300 "OK" response to the SIP request with theesbkr
parameter set to 'uac’ and restart the SIP Sessienaccording to rules and procedures of [RFC3402

On expiry of the SIP Session timer the IM ServeASH initiate disconnection of the SIP Session ascsfied in section
7.2.2.12Removal of Participant from IM Session

When the SIP/IP Core corresponds with 3GPP/3GPRZ, thke IM Server SHALL use 3GPP/3GPP2 IMS sessnesh
mechanisms according to rules and procedures dPf3TS 24.229] / [3GPP2 X.S0013.004] with the dieaitfons given in
this section.

7.2.1.12  Subscribing to Participant information

Upon receiving a SIP SUBSCRIBE request with therEveader set to “conference” according to rules@ocedures of
[RFC 4575], the IM Server:

1. SHALL, if the Request-URI contains a IM Sessidentity, check whether the IM Session identifigdtibe IM
Session Identity in the Request-URI is owned bylih&erver and perform the actions specified irtisacl1.2
"Conference URI does not existit is not owned by the IM Server; Otherwise tiane with the rest of the steps;

2. SHALL, if the request-URI contains a IM Groupefdity, check whether the IM Group identified wittre IM Group
Identity in the Request-URI is owned by the IM Smrand perform the actions specified in sectio? 1Tonference
URI does not existf it is not owned by the IM Server. Otherwise tinne with the rest of the steps;

3. SHALL perform the actions to verify the Autherdied Originator's IM Address and authorize theiestjand if it is
not authorized the IM Server SHALL return a SIP 4B8rbidden" response. The IM server SHOULD inclade
Warning header with the warning text set to '1RBdtion not allowed' as specified in subclause"®/érning header”
Otherwise, continue with the rest of the steps;

NOTE: A local policy, e.g. number of simultaneoudscriptions exceeded, may cause the IM Servesjéatrthe

subscription request.

4. SHALL check whether the Authenticated OriginadM Address is allowed to subscribe to Participaformation

according to the <allow-conference-state> actiogpesified in [Shared-Group-XDM] and if user isafipant in the

IM conference. If it is not allowed or if the IM ©sis not attending the conference, the IM Seregfgoming the

Controlling IM Function SHALL respond with a SIP3l0Forbidden” response to the originating netwdrke IM

server SHOULD include an Warning header to witle wharning text set to '122 Function not allowedSpecified in

subclause 5.6Warning header” Otherwise, continue with the rest of the steps;

5. SHALL create a subscription to the conferenagesdf the IM Session according to rules and proesiof

[RFC3265] and [RFC 4575] with the following cladéitions:

- a). SHALL generate a SIP 200 "OK" or a SIP 202 "#ted" response to the SIP SUBSCRIBE request aogprd
to rules and procedures of [RFC3265] [RFC 4575];

6. SHALL set the Contact header of the SIP resptm#iee address of the IM Server;
7. SHALL send the SIP response towards the IM Checording to rules and procedures of the SIPARRC

8. SHALL generate an initial SIP NOTIFY requestsascified in section 7.2.2.1Generating a SIP NOTIFY request”
and,

9. SHALL send the SIP NOTIFY request to the IM @tiaccording to rules and procedure of the SIPBRC
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When a change in the subscribed state occursMt&elver SHOULD generate and send a SIP NOTIFY esas specified
in section 7.2.2.10Generating a SIP NOTIFY requésind according to rules and procedures of SIPARCespectively.

When needed the IM Server SHALL terminate the stjbson and indicate it to the IM Client as desexbin the section
7.2.2.11 Terminating the subscriptién

When the SIP/IP Core corresponds with 3GPP/3GPR, the IM Server SHALL use 3GPP/3GPP2 IMS mechagism
according to rules and procedures of [3GPP TS 24 2B8GPP2 X.S0013.004] with the clarificationsygn in this section.

7.2.2 Requests Initiated by the IM Server
7.2.2.1 General

The IM Server SHALL generate an initial SIP INVITequest according to rules and procedures of [RBC]3T he IM
Server:

- 1. SHALL include an Accept-Contact header with tiefeature-tag '+g.oma.sip-im' if an Accept-Contaetider was
received but did not contain a '+g.oma.sip-ingtdiee tag, according to rules and procedures o€F841] in all initial
INVITE requests;

- la. SHALL copy the values received in each Accapit@ct header to a corresponding Accept-Contaatdren the
outgoing SIP request, if any Accept Contact headere received,;

- 2. SHALL set the Request-URI to the IM Addresshaf IM User to be invited;

- 3. SHALL include User-Agent header to indicate ltierelease version as specified in AppendixRelease version in
User-agent and Server headgrs

- 4. SHALL include the Authenticated Originator’s IMidress as specified in section 5A4uthenticated Originator's IM
Address

- a) with the URI and Display name set to the IM Aetdr of the Inviting IM Client in case of 1-1IM Siessand
Ad-hoc IM Group Session; or,

- b) with the URI and Display name set to the IM Graddentity in case of the Pre-defined Group;

- 5. SHALL include a Referred-By header with the Aarticated Originator’'s IM Address of the Inviting IClient in the
case of Ad-hoc and Pre-defined IM Group Session;

- 6. SHALL include in the Contact header as IM Seassitentity the contact address of the conferentk thie IM
feature-tag '+g.oma.sip-im' and the feature-tafpliss";

- 7. SHOULD include the Session-Expires header whithrefresher parameter set to 'uas' accordingee and
procedures of [RFC 4028];

- 8. SHALL include the Supported header set to "tlimer

- 9. SHALL include value 'id' in a Privacy header@uting to rules and procedures of [RFC3325], iframity is
requested with the "Privacy: id" header by thetingi IM Client;

- 10. SHOULD include an Allow header with all supgaSIP methods;
- 11. MAY include the “Subject” header associatechwfite Group if it is a Pre-defined group.

On receipt of the SIP 200 "OK" response to thedh@utgoing SIP INVITE request the IM Server SHALL

- 1. start the SIP Session timer according to rafesprocedures of [RFC 4028];
- 2. SHALL use the display name, if a display namiaétuded, according to the priority specified ibslause 5.5
“Display Name”.

When the SIP/IP Core corresponds with 3GPP/3GPFR, the IM Server SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules arzeduwes of [3GPP TS 24.229]/ [3GPP2 X.S0013.00# the
clarifications given in this section.

7.2.2.2 IM Session invitation requests

This section describes the procedures for inviindM User to an IM Session. The IM Server:
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1. SHALL generate a SIP INVITE request as specififesection 7.2.2.1General;

- 2. IFthe SIP INIVTE request contain a URI-ListettM Server SHALL send the SIP INVITE request te flarticipants
in the URI-list as defined in [Draft URI-list];

- 3. IFthe SIP INVITE request is for a pre-definedup, the IM Server SHALL send the SIP INVITE regtito each
one of the members of the pre-defined group;

- 4. SHALL include a MIME SDP body as a SDP offer@ding to rules and procedures of [RFC3264] , [RE€5] and
[MSRP] as following additional instruction:

- a) Include all the ‘a’ attributes accompanying B8RP media line selected by the IM Server from ¢hoentained
in the original SDP offer from the originating nek,

- 5. SHALL send the SIP INVITE request towards the/8? Core according to rules and procedures oStRéP Core.
Upon receiving SIP provisional responses for tHe IBIVITE request(s) the IM Server:

- 1. SHALL store the list of supported SIP methodeeived in the Allow header; and
- 2. SHALL store the contact received in the Conteztder.

Upon receiving SIP 200 "OK" response for the SIKIINE request the IM Server

- 1. SHALL store the list of supported SIP method®deived in the Allow header;

- 2. SHALL store the contact received in the Conteszader;

- 3. SHALL check whether the privacy is allowed iistivl Group, when anonymity is requested with thigdty header
containing the tag "id". If not allowed, the IM8er SHOULD release the IM Client from the IM Sessimmediately
as specified in 7.2.2.1Removal of Participant from the IM SessianAllowing privacy in the Group is defined using
<allow-anonymity> element as specified in [Sharedp-XDM]. If accepted, provide anonimization aatiag to
[RFC3323] and [RFC3325] and continue with the ofghe steps;

- 4. SHALL interact with MSRP switch as specified7i2.3 ‘User Plané&; and,

- 5. SHALL send a notification to the IM Clients, whihave subscribed to the conference state evekage that an
Invited IM User has joined in the IM Group Sessias specified in section 7.2.2.1BGenerating a SIP NOTIFY
request”.

When the SIP/IP Core corresponds with 3GPP/3GPR, the IM Server SHALL use 3GPP/3GPP2 IMS mechasism
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.004] with the clarifications@h in this section.
7.2.2.3 IM Session initiation policy

In the case of a Pre-defined IM Group, the IM Sep&rforming the Controlling IM Function SHALL indte the IM
Session if the Authenticated Originator's IM Addsés allowed the action <allow-initiate-conferen@s>specified in
[Shared-Group-XDM].

In the case of a Pre-defined IM Group, the IM Seperforming the Controlling IM Function SHALL in& IM Group
Members contained in the <list> element of the @rdacument as specified in [Shared-Group-XDM] # tralue of the
<invite-members> element is ‘true’.

NOTE: How the IM Server performing the Controllilg Function selects the <max-participant-count> rbers to
invite is outside the scope of this specification.

7.2.2.4 Cancel of IM Session invitation requests

When the IM Server needs to cancel the IM Sessivitaition request and when it has not receivedrafibil response, the
IM Server SHALL cancel the SIP INVITE request agtas UAC according to rules and procedures of [RI8TR

When the SIP/IP Core corresponds with 3GPP/3GPRZ, thk IM Client SHALL use 3GPP/3GPP2 IMS mechasism
according to rules and procedures of [3GPP TS 24 28GPP2 X.S0013.004] with the clarificationsygn in this section.

7.2.2.5 Ending an IM Session

When the IM Server performing the Controlling IMrietion find the IM session SHOULD be released aticgy to the
section 7.2.2.8M Session release policy'the IM Server:
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- 1. SHALL remove all the participants in the IM dessas specified in 7.2.2.1Removal of Participant from IM
Session”;

When the SIP/IP Core corresponds with 3GPP/3GPRZ, thk IM Client SHALL use 3GPP/3GPP2 IMS mechasism
according to rules and procedures of [ 3SGPP TS23} 2[3GPP2 X.S0013.004] with the clarificatiorigen in this section.

7.2.2.6 IM Session modification

This section describes the procedures for modifivieglia Parameters for one SIP Session in an ondMrigession. The
IM Server:
- 1. SHALL generate a SIP re-INVITE request;

- 2. SHALL include a MIME SDP body as a SDP offer@ding to rules and procedures of [RFC3264] ,[RF&&}&nd
[MSRP] with the modified Media Parameters; and,

- 3. SHALL send the SIP request towards the sessdicjpants according to rules and procedures BfIBICore.
Upon receipt of a SIP 200 "OK" response the IM 8erv

- 1. SHALL activate the new Media Parameters as fipddn [MSRP].

The IM Server SHALL continue to use the current Md@arameters until it has received a SIP 200 "€sponse.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the IM Server SHALL use 3GPP/3GPP2 IMS mechagism
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.004] with the clarificationy@h in this section.

7.2.2.7 IM Session adding policy

In the case of a Pre-defined IM Group, the IM Sepe&rforming the Controlling IM Function SHALL in IM Users if the
Authenticated Originator’'s IM Address of the inuigi IM User is allowed by the <allow-invite-usersadynically> action as
specified in [Shared-Group-XDM]

When a request to add one or more IM Users to &iblup is made by an authorized Participant of ajoorg IM Session,
the IM Server performing the Controlling IM Funati®HALL only invite IM Users if the invited IM Userare allowed to
be Participants according to the rules definethnGroup document as specified in [Shared-Group-XDMge restrictions
apply to the group, the Controlling IM server SHAfdtch the invited IM User’s age from his home natkv If the home
network is in a different domain than the ContraliFunction, then the Controlling Function shalt X&CAP commands to
the Aggregation Proxy to fetch the invited use€alrage.

7.2.2.8 IM Session release policy

To enable the IM Server to remove Participants feonmiM Session, the IM Session release policy SHAUpport the rules
defined in Group definition as specified in [Shaf@bup-XDM] and default operator configurable vales at the IM
Server. In case of overlapping definitions, the @rdefinition takes precedence.

The IM Session release policy SHALL be executedtam the <session-active-policy> parameters irGireaip definition
as specified in [Shared-Group-XDM].

The IM Session release policy SHALL support théofwing operator configurable variables togethethwtite possible
values shown in parenthesis:
auto-release (true/false)

o if true the IM Server SHALL remove rest of the Rapants from Pre-defined IM Group Session and
release the IM Session when the originator ledve$N! Session

o if false the IM Server SHALL NOT remove rest of tRarticipants from Pre-defined IM Group Session nor
release the IM Session when the originator ledvedNl Session

NOTE 1: 1-1 and Ad-Hoc IM Group Sessions are alwajsased when the IM Session initiator leavedth&ession
regardless of the value of "auto-release".
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session max length (seconds)
o if the IM Session has lasted the specified amotiseconds the IM Server SHALL release the IM Sessio
number-of-remaining-participants (0/1)

o if a Pre-defined or Ad-hoc IM Group Session hasnasly as or less than specified Participants |eftikh
Server SHALL release the IM Session. The possiblaes should be 0 or 1.

NOTE 2: 1-1 IM Sessions are always released whertbeee is only one or no members left in the INdSen
regardless of the value of "number-of-remainingtipgrants".

The release policy SHALL include the following:

NOTE 3: Local policies may be defined by the opmrand these local policies may impact the relpatieies defined
here.

- 1. The IM Server performing the Controlling IM Fuienn SHALL remove the rest of the Participants frtrma IM
Session it hosts and release the IM Session:

a) if the IM Session is an Ad-hoc or 1-1 IMsSien and the originator of the IM Session lealiesiV Session;

b) if the IM Session is a Pre-defined IM Sessand the originator of the IM Session leaveslihéession and the
auto-release has the value "true";

c) if the IM Session is a 1-1 IM Session ametré is only one or no Participants in the IM Sa&ssi

d) if the IM Session is a Pre-defined or AdzHbl Group Session and there are as many as otHass'number-of-
remaining-participants” Participants in the IM Sess

e) if the IM Session has lasted longer thanségssion max length variable specifies; and,

f) if the IM Session is Pre-defined IM GrouesSion and the IM Group is deleted.

- 2. The IM Server performing the Controlling IM Ftioen SHALL remove a Participant from the IM Session

a) if the IM Session is Pre-defined IM GrouesSion and the rules of the Group definition arengled so that
Participant is no longer allowed to participate tkeGroup Session.

7.2.2.9 IM Session joining policy

The IM Server performing the Controlling IM Funati®@HALL allow only those IM Users to join in the Awc IM Group

Session that it hosts who:

* have been invited in the original invitation; and,

» have been invited during the IM Session by the ovandy another Participant of the IM Session dejp@mon the
session policy.

The IM Server performing the Controlling IM Functi®@HALL allow only those IM Users to join in theeRdefined IM
Group Session that it hosts:

* whose Authenticated Originator’'s IM Addresses di@eed by the <join-handling> action of the Group’s
authorization rules, as specified in [Shared-Gr@M].

If the IM Server supports age limitation in a gragssions, the IM Server SHALL allow only those Uders to join the
Group Session who have satisfied the conditiohéntage-restrictions> element in a group as destiin [Shared-Group-
XDM].
Upon receiving a SIP INVITE request, an IM ServelA& L check the conditional <age-limit> element afdws:
= fetch the joining user’s profile XDM <age> elemanfbrmation as defined in [Shared-Group-XDM] frohetlM
Server home network, if the joining user is owngdHis IM Server; or,

= fetch the joining user’s profile XDM <age> elemanfbrmation from the joining User's home networla v CAP
NNI (XDM-8) as defined in [Shared-Group-XDM], iféfjoining user is from a different network;
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= SHALL check the <age> element obtained from ugemdile against the group session <age-restrictions
condition, and if the <age> element meets the dmmdin <age-restrictions> element, then the IMv@eISHALL
allow the joining User to join the group sessiathepwise reject the request with SIP 403 “Forbiddesponse
with the warning text set to '124 Service nobwkd due to the age limit' as specified in subdaug"Warning
headef.

The IM Server performing the Controlling IM Funati@HALL allow the History Function to join only foM Users who
are participating in the session.

7.2.2.10 Generating a SIP NOTIFY request

The IM Server SHALL generate a SIP NOTIFY requestoading to rules and procedures of [RFC3265] whth
clarifications in this section.

The IM Server SHOULD limit the rate of SIP NOTIF¥quests sent toward an IM Client.

NOTE: How an IM Server limits the rate of SIP NOYIFequests towards the IM Client is out of scopéhid
specification.

When reporting changes in the Participant inforarathe IM Server SHALL use partial output accordiogules and
procedures of [RFC 4575].

The IM Server SHALL include a MIME application/c@ménce-info+xml body according to rules and proceslof [RFC
4575] with the following limitations:

- 1. The IM Server SHALL include the IM Group Idegtit the case of a Pre-defined IM Group or Seskientity in the
case of an ad hoc IM group in the <entity> attrébot the <conference-info> element;

- 2. For each Participant in the IM Session exceptife Conversation History Function, the IM Ser8etALL include a
<user> element. The "user" element:

a) SHALL include the <entity> attribute. The <ewitattribute:

i. SHALL for the originating IM Client include th&uthenticated originator’s IM Address of the init&P INVITE
request, if the Participant has not requested pyivar,

ii. SHALL for the originating IM Client include thffom header, if the Participant has requestedapyivand,

iii. SHALL for an Invited IM Client include the iddity used in the URI-list for the Invited IM Clieto an Ad-hoc
IM Group Session or the identity used in the IM Gralefinition in case of a Predefined Group Sessfdahe
Participant has not requested privacy; or,

iv. SHALL for an Invited IM Client include an anompus identity as specified in [RFC 4575], if thetR#pant has
requested privacy;

v. SHALL include, for each participant receivingetNOTIFY an extension to the <user> element, “yourb
attribute to identify the participant’s own infortian as defined in Appendix MConference Event Packadge

b) MAY include the <display-text> element. If inde, the <display-text> element SHALL include the@ay Name of
the identity which was used in the <entity> atttiébas defined in a).

¢) SHALL include a single <endpoint> element. Tremepoint> element
i. SHALL include the <entity> attribute;
ii. SHALL include the <status> element. The <statetement SHOULD have one of the following values:
A. "connected", when the Participant has joineth&lM Session; or,
B. "disconnected”, when the Participant has ledtit! Session since the last SIP NOTIFY request seg.

NOTE 1: The usage of other values of the <statpsstyelement is not defined for IM.

NOTE 2: The usage of other elements specified FJR575] is not defined for IM.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, thk IM Server SHALL use 3GPP/3GPP2 IMS mechagism
according to rules and procedures of [3GPP TS 24 28GPP2 X.S0013.004] with the clarificationsygn in this section.
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7.2.2.11  Terminating the subscription

The IM Server:

- 1. SHALL terminate all subscriptions for IM Sessi@articipant information for the IM Session whea tM Session is
released and not accept any re-subscriptions;

- 2. MAY terminate the subscription for an IM Cliemhen it leaves the IM Session;

- 3. For each subscription that shall be terminated Server:

a) SHALL generate a SIP NOTIFY request accordingutes and procedures specified in [RFC3265];
b) SHALL set the Subscription-State header to "teated; reason=noresource"; and,
c) SHALL send the SIP NOTIFY request to the IM @ti@ccording to rules and procedure of SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, thk IM Server SHALL use 3GPP/3GPP2 IMS mechagism
according to rules and procedures of [3GPP TS 24 2B8GPP2 X.S0013.004] with the clarificationsygn in this section.

7.2.2.12 Removal of Participant from IM Session

When a Participant needs to be removed from th&égkion the IM Server:

- 1. SHALL generate a SIP BYE request according tesrand procedures of [RFC3261]; and,

- 2. SHALL send the SIP BYE request towards the Ii&@lof the Participant according to rules and ptares of the
SIP/IP Core.

Upon receiving a SIP 200 "OK" for the SIP BYE regti¢he IM Server

- 1. SHALL release MSRP resources towards the Ppatiicig IM Function (or towards the IM Client if tlgeis no
Participating IM Function on the MSRP path) by matging with the MSRP Switch as described in 7:2I8er Plang;

- 2. SHALL generate a notification to the IM Clientghich have subscribed to the conference statet @amkage that a
IM User has left the IM Group Session, as specifiiesection 7.2.2.10Generating a SIP NOTIFY requestind,

- 3. SHALL send the SIP NOTIFY request to the IM @teaccording to rules and procedures of the Siedfe.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, thke IM Server SHALL use 3GPP/3GPP2 IMS mechagism
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.004] with the clarificationy@h in this section.

7.2.3 User plane

User plane in IM group session /IM conference tigpe of conference as specified in [RFC 4353]. Saicbnference can
involve several media components, and an MSRPessbne of the possible media components. Paatits in this type
of conference will be aware that the media offéssl SRP due to the presence of an SDP media tyipg breessage’ with
TCP/MSRP being the protocol as defined in [MSRPhe special MSRP application level entity that Hasdhe media
session in the conference is called MSRP switch.

7.2.3.1 MSRP Switch

MSRP switch functions in a similar way as a confeeemixer because it handles media sessions with@&ahe
participants and bridges these streams togethewekter, unlike a conference mixer, the MSRP swihenely relays
messages between participants but doesn't actu&dlthe streams in any way. Each conference [yaatit establishes
MSRP Session with the MSRP Switch.

In a group session /IM conference, the msrp switch

= SHALL support media type message/cpim

= SHALL maintain mappings of IM conference partigifmmsrp sessions with their corresponding usettiitks
(SIP, display name), SDP attributes such as ma-siz within a duration of an active session

= SHALL check the ‘From’ header of the message/cpireach MSRP SEND against the identity of the seimdiés
mapping table, and if the ‘From’ header of the rage#cpim corresponds to the sender’s identity énntlapping
table, the msrp switch shall relay message to d@dmecipient(s), otherwise reject the messagesaithed in
7.2.3.3“Receiving and Sending messages in an IM confefence
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= SHALL allow the use of anonymity to keep partigigareal SIP URI identities hidden in the IM corfece
without downgrading participant’s services as dafiin 7.2.3.2Chat Alias in an IM Conference”

= SHALL relay or distribute received message to thigre participants of the IM conference as defimed.2.3.3
“Receiving and Sending messages in an IM confefence

= SHALL support sending of Private messages as défiiie2.3.4‘Receiving and Sending Private messages in an IM
conference”

= SHOULD start relaying the MSRP chunks once the agsspim wrapper information is received.

7.2.3.2 Chat Alias in an IM conference

The IM Server maintains a table where all the pgrdints are listed with the chat aliases they aiegu The purpose of this
table is to guarantee that a chat alias is uniqakébgated to a user to avoid duplicated entries.

When the IM Server receives a SIP INVITE request thie IM user requests for privacy as defined iR@R325] or the IM
Server receives a SIP REFER request that is witaoogthod parameter in the Refer-To header or whemethod
parameter is set to "INVITE" in the Refer-To headed the user requests for privacy as defined FO8325], the IM
Controlling Function SHALL.:

- 1. Check whether privacy is allowed for the Autlieated Originator's IM Address, when anonymityeésjuested with
the Privacy header containing the tag “id”. If atiowed, the IM Server SHALL respond with a SIP 468rbidden”
response. The IM server SHOULD include a Warningdee with the warning text set to ' 119 Anonynmitt allowed’
as specified in subclause 5\Warning header” Otherwise, provide anonimization according to (BB23] and
[RFC3325] and continue with the rest of the steps;

NOTE: Allowing privacy for an Authenticated Origitwa's IM Address is defined using the <allow-anoritym
element of the rules of the IM Group definitionspecified in [Shared-Group-XDM].

- 2. Check the ‘From’ header field values againstehiies in the IM Server’'s mapping for the sessind

- Ifthe ‘From’ header field values are unique, the$erver:
= SHALL insert the ‘From’ header field values ints ihapping table for the joining User.
- Ifthe ‘From’ header field is NOT unique, the IMrSer:

= SHALL insert a modified/changed values of the ‘Fid¢mader field in its mapping table to make
it unique for the joining User.

NOTE: When an IM Controlling Function checks theofm’ header field e.g. <bob><sip:
anonymous@anonymous.invatitland this field is not unique in the IM Conferenmapping table, then the
IM Controlling Function could modify it to <bob-Xs#p:anonymousX@anonymous.invatgin the mapping
table, where X could be any value. This is an gdarand the form of modified chat alias is a mattfdocal
server policy.

- 3. SHALL respond with SIP 200 OK as defined in [M3R

If the IM user is subscribed to the conference epeckage, the IM Server

- 1. SHALL insert in the NOTIFY response of the cengince event package subscription destined twthieg User, the
modified value of the ‘From’ header field as théueaof the "entity" attribute of the <user> element

- 2. SHALL include “yourown” attribute extension withe value “true” to the <user> element as desdribeAppendix
M “Conference Event Packdge

7.2.3.3 Receiving and Sending messages in an IM con  ference Server

When the IM Server acting as a MSRP Switch receavBISRP request or response, the IM Server SHAIOction
according to the following rules and procedures:

- 1. The IM Server SHALL check the “From” header dielf the message/CPIM of the MSRP request. If #rerh”
header field does not contain a valid value baseeixpected information described for the “From”deyain 7.1.3.2.1
“Generating MSRP requests in an IM Conferendtke IM Server SHALL reject the request with MSERFB response.
Otherwise, continue with the rest of the steps;
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- 2. The IM Server SHALL check the “To” header fiedYlof the Message/CPIM of a MSRP request. If the’‘fleader
field(s) contains the IM Session Identity or IMdBp Identity, the IM Server SHALL consider the requas a message
to be distributed to all Participants of the IM @enence Session, otherwise continue at step 3INit&erver:

- a) SHALL check if the “max-size” attribute of SDRdbeen received from the invited IM user in the 300 OK
response to the invite. If it has not been receitteel IM Server will continue processing. If it Haeen received, the
IM Server SHALL compare the “max-size” value wittettotal size of the message received in the BytiegR
parameter in a SEND request of a chunked message.

i. If the total message size is larger than thaxssize”, the IM Server shall not the send the rmgsgo
this particular invited IM user and SHALL indicateat a Failure report is to be returned to the eend

b) SHALL send the MSRP request to IM Address oheRarticipant of the IM Session except the sender'si IM
Address as follows:
= The IM Server SHALL copy the originally received I$E request and SHALL not modify the
body included in the original MSRP SEND request.TWe&Server should start distributing the
MSRP request once received the message/CPIM wragfpemation.

- 3. The request SHALL be considered as a Privatesshgssand processed as defined in 7.2Beteéiving and Sending
Private messages in an IM Conferehce

When an IM server receives an MSRP SEND requestrtblades a request for a Final Delivery Repartii¢ated by the
Final-Report header present in the message/cpim toidhe SEND request, the IM server SHALL exedht procedures
described in 5.7.3Controlling Server Procedurés

7.2.3.4 Receiving and Sending Private messagesina n IM Conference

The IM Server SHALL check the “To” header field(f)the Message/CPIM of a MSRP request. If the “Meader field(s)
contains IM Address of the recipient IM Clientiig3tead of the IM Session Identity or IM Group Itgn the IM Server
SHALL consider the request as a Private Messageifdhne IM Server supports Private Messages, Mh&eérver:

a) SHALL check if the sender is allowed to send/iéte Messages by checking rules and the valuellwivwa
private-message> element from the group definiéisulefined in [Shared-Group-XDM-] in case of the-Befined
Group or according to Operator policies in casAaiHoc Group. If it is not allowed, the IM ServeHBLL reject
the request with MSRP 403 response. Otherwisejreantvith the rest of steps;

b) SHALL check whether the information previouségeived either in the initial INVITE request or t88° 200

OK response contained the release version in Ugantaand Server headafran IM server to ensure that the next
node receiving the Private Message is an IM Seswé Client as specified in AppendixRelease version in
User-agent and Server headgasd if ensured, continue with the next step. @tise, the IM Server SHALL reject
the request with MSRP 403 response;

¢) SHALL send the MSRP request to each IM Addragbé “To” header field(s) with the following cléidation:

= the IM Server SHALL generate exactly the same aafthe original received SEND request and
SHALL not modify the body included in the origindiSRP SEND request.

NOTE: the IM Server SHOULD start distributing theSIRP request once it receives the message/CPIM erapp
information.

If the IM Server does not support the Private Mgesdhe IM Server SHALL reject the request with NPS#FO3 response
7.2.3.5 System Messages from an IM Conference
When the IM Server wants to send a system messamgetor more Participants of an IM Session, theSiver SHALL

- For each target recipient, generate the MSRP SENDeast according to [MSRP], 7.1.3.2Génerating MSRP
requests in an IM Conferenceénd the following clarifications:

= the “To” header filed of the Message/CPIM is sethi® Authenticated IM Address of each target IM
recipient;
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the “From” header of the Message/CPIM is set toAtldress of IM conference with the following
clarification :

0 Set the Display name part of the “From” headehefMessage/CPIM header to type of system

message as follows depending on operator policy;

From: Service-Type < Address of IM Conference>

Note: For an IM Conference with Address : <sip:imiemrence @example.com>, the From header of
Message/CPIM for the system message type MAY bassdefined in the examples below:

For System message = From: SysAdmin <sip:imcoefese@example.com>

For Announcement = From: Announcement <sip:imcorgiece @example.com>

For Advertisement = From: Advertisement <sip:imeomence @example.com>

= The message body or the payload of the announcemesgage could be of any content type as defined in
[MSRP].

In case the system message intends to refer temoekternal to the media session. Then the IM&SeSHOULD set
content type to message/external body accordimglés and procedures of [RFC 4483].
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8 IM Pager Mode

8.1 Originating Client Procedures

Upon receiving a request from an IM User to sendgage to one or more than one users, the IM CHEALL follow the
procedures in 8.1.1Sending SIP message for Pager Moftm” Pager Mode messages when:

» the total size of the message is below 1300 bytes;

» the total size of the message is greater than @3 and the IM Client has a positive knowledgea gtiaranteed
end-to-end connection of a ‘connection-orientedspert protocol’, as defined in [RFC 3428].

Otherwise, the IM Client SHALL follow the procedsref 9 1M Large Message Mode

8.1.1 Sending SIP MESSAGE for Pager Mode

The IM Client SHALL generate a SIP MESSAGE accogdio rules and procedures of [RFC 3428] The IM @lie
- 1. SHALL include an Accept-Contact header with lfMefeature-tag ‘+g.oma.sip-im' according to ruleslgprocedures
of [RFC3841] in all initial SIP requests;

- 2. SHALL include the IM Address of the IM User &g tAuthenticated Originator's IM Address as spedifn subclause
5.1 "Authenticated Originator's IM Address";

- 3. SHALL include a User-Agent header to indicat It release version as specified in AppendiReltase version in
User-agent and Server headgrs

- 4. SHALL include value "id" in a Privacy headieamonymity is requested according to rules anadgdares of
[RFC3325].

NOTE 1: If SIP MESSAGE is sent to a IM Group andm@ymity is not allowed for the IM Group indicatedthwvthe
Request-URI of the SIP MESSAGE based on the ryesified in the [Shared-Group-XDM)] the pager mode
MESSAGE will not be allowed by the IM Server hostithe IM Group.

- 5. If the message is to be sent to one IM usedMh€lient SHALL set the Request-URI of the SIP MESGE request
to the intended recipient IM User;

- 6. If the message is to be sent to more than onesid, then the client SHALL;

a. include a MIME resource-list body with the redeg IM Users as specified in [draft-ietf-sippingHlist-
message-04.txt];

b. set the Request-URI to the Conference-factoryfdRthe IM service in the Home IM Network of thid User;

c. SHOULD set the sessiontype parameter to “adrac)pecified in E.5 “URI parameters”;

- 7. If the IM message is to be sent to a pre-defgredp, then the IM Client;

a. SHALL set the Request-URI to the identity of thegroup;

- 8. Ifthe message is to be sent to the Participzfrds on-going Session other than an IM SessienClient:
- SHALL set the Request-URI of the SIP MESSAGE retite¢he SIP Session Identity of the on-going SeEsi

- 9. The IM Client MAY refer to content stored extarto the message. Then the content type headerS¢OULD be
set to message/external body in according to anesprocedures in [RFC4483];

- 10. If the IM user wishes to know whether the mgeda delivered to the recipient(s) successfullpat; the IM Client
shall set the delivery report request accordindpéorules and procedures of [IMDN];

- 11. The IM Client shall send the SIP MESSAGE mesgagards the IM Server according to rules and gataces of
the SIP/IP Core.

NOTE 2: If sent outside the SIP Dialog used fotMrSession the IM Client sends the Target-Dialogde specified
in [RFC4538] request to identify the IM Session.
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When the SIP/IP Core corresponds to 3GPP/3GPP21iMSM Client SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armedwwes of [3GPP TS 24.229]/ [3GPP2 X.S0013.00¢h the
clarifications given in this section.

NOTE 3: On receiving 202 Accept response and tiemtchas requested a delivery report as defingdMiBN], then
the client SHOULD store at a minimum the messag@lihe IMDN request for a period of time
(implementation dependent) to be able to correletedelivery report with the original sent message.

8.2 Terminating Client procedures
8.2.1 IM Client receives SIP MESSAGE

On receipt of a SIP MESSAGE request the IM Client:

- 1. MAY reject the SIP MESSAGE request with an appiate reject code as specified in [RFC 3428] if ahthe
conditions described below apply; otherwise corgiatstep 2.

- a. when the IM Client determines that there isemmugh resources to handle the SIP MESSAGE; or,
- b. in case of any other reason outside the sobpies specification.

NOTE: The decision to reject a SIP MESSAGE requaste.g. be based on procedures between the IMtClie
and the IM User outside the scope of this spedtifina

2. If the feature-tag ‘+g.oma.sip-im.system-messmgeceived in the Accept-Contact header, theQliént SHALL

present System Message to the User in a distingdistanner from regular SIP MESSAGE messages;

- 3. If the MIME type in the message is set to “apgtion/vnd.poc.group-advertisement+xml”, the IMeoli SHALL
render the text content in Subject header to th&JBdr if text is included in the Subject header éraxt Content is
supported by the IM Client and SHALL present thessage to the User in a distinguished manner fragulae SIP
MESSAGE messages;

- 4. SHALL store the Message body and headers and M#erthe received information in a Group Usagéihithe
[Shared List XDMS];

- 5. If the body includes references to content ewieio the message having the Content-Type: meksdgmal-body;
the IM Client SHOULD store and treat them accordimgules and procedures in [RFC4483];

- 6. SHALL check whether the message contains theestfor successful delivery report. If true, theClient SHALL
send a successful delivery notification with SIP S#AGE to the initiating IM Client according to thées and
procedures of [IMDN].

NOTE: If received outside the SIP Dialog used far IM Session the IM Client uses the Target-Didlegder specified in

[RFC4538] and received in the SIP MESSAGE requestdntify the IM Session.

The IM Client:

- 1. SHALL generate SIP responses according to afesprocedures of [RFC 3428];

- 2. SHALL include User Agent header to indicate liMerelease version as specified in AppendixRelease version in
User-agent and Server headérs

- 3. SHALL include the IM Address of the IM User &g tAuthenticated Originator's IM Address as spedifin section
5.1 “Authenticated Originator's IM Addréess

- 4. SHALL send the SIP response towards the initiatM Client according to rules and procedureshef$IP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPR, thk IM Client SHALL use 3GPP/3GPP2 IMS mechasism
according to rules and procedures of [3GPP TS 24 /2B8GPP2 X.S0013.004] with the clarificationsygn in this section.
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8.3 Controlling Server procedures for Pager Mode

8.3.1 Requests Terminated at the Controlling Function

8.3.1.1 Receiving SIP MESSAGE request for group com munication

Upon receipt of a SIP MESSAGE request IM Server:

- 1. SHALL reject the SIP MESSAGE request with a M@ "Bad Extension” response, if the SIP MESSAGHuest
contains a URI-list and the IM Server does not supihe “MESSAGE URI-list service” as defined irrgdt-uri-list-
message]. The IM server SHOULD include a Warningdee with the warning text set to '122 Functiohallowed' as
specified in subclause 5"8Varning header”ptherwise continue with next step;

- 2..SHALL check that the IM Group Identity in tRequest-URI, identifying a Pre-defined Group asmef in [Shared-
Group-XDM)], is specified to support the IM servigg evaluating if the <supported-services> elemedicates support
for the IM service. If the IM service is not supteat then the IM Server SHALL perform the actionedfied in section
11.2"Conference URI does not exisOtherwise, continue with the rest of the steps

- 3. SHALL check if the received Session Identitytiat of an on-going Session known by the ServerdfSIP
MESSAGE received is destined for an on-going SIgs®a. If not, then it will return a SIP 403 "Fatben" response;
Otherwise, continue with the rest of the steps;

- 4. SHALL check the Authenticated Originator's IMdkdss and authorize the request and if it is nibtaaized the IM
Server SHALL return a SIP 403 "Forbidden" respoii$e IM server SHOULD include an Warning headehuiite
warning text set to 127 Service not authorisedecified in subclause 5¥/arning header” Otherwise, continue
with the rest of the steps;

- 5. SHALL if the SIP MESSAGE was received for a Eefined Group and anonymity is requested
check whether privacy is allowed for the Authertichoriginator’s IM Address. Allowing privacy forspecific
Authenticated Originator’s IM Address is definedngs<allow-anonymity> element of the IM Group’s hatization
rules as specified in [Shared-Group-XDM]. If ndbated, the IM Server SHALL respond with a SIP 468&tbidden"”
error response to the originating network with Weening text set to '119 Anonymity not allowesl'specified in
subclause 5.8Warning header”. Otherwise, continue with the rest of the steps;

- 6. SHALL, if the SIP MESSAGE was received for amac group and anonymity is requested
check whether anonymity is allowed by the IM serVienot allowed, the IM Server SHALL respond waltSIP 403
"Forbidden" error response to the originating netwwetwork with the warning text set to '119 Agority not allowed'
as specified in subclause 3\Warning header”. Otherwise, continue with the rest of the steps.

- 7. Ifthe message is for an ad-hoc group, SHALLc&hHEthe number of participants exceeds the marmnallowed by
local policy and if it does, then it SHALL returnSdP 486 “Busy Here” response with the warning leeaet to “102 too
many recipients”. Otherwise, continue with the fdhe steps;

- 8. SHALL check whether the SIP MESSAGE containgbsstion-Notification header fields, if true the IServer
SHALL start a timer (Ts2) as defined in Section13.imers in the IM Server'with a configurable period of time to
wait for aggregating delivery notifications;

- 9. SHALL send the SIP MESSAGE requests towards Bdcohddress as specified in the section 8.3.5IP"
MESSAGE requests

- 10. SHALL send a SIP 202 "Accepted" response atbagignaling path towards the initiating IM Cliexdcording to
[draft-uri-list-message].

When the SIP/IP Core corresponds with 3GPP/3GPFR, tivk IM Client SHALL use 3GPP/3GPP2 IMS mechagism

according to rules and procedures of [3GPP TS 24 28GPP2 X.S0013.004] with the clarificationsygn in this section.

8.3.1.2 Receiving a Delivery Notification

Upon receipt of an IM delivery notification, IM Ser:

- 1. SHALL check whether the aggregating timer (Ta2ypefined in section Section 15Timers in the IM Server'is
set, if false the IM Server SHALL forward the natition towards the recipient according to theswdad procedures of
[IMDN]. Otherwise, continue with the rest of thegs;

- 2. SHALL store the natification to aggregate.
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8.3.1.3 Delivery Notification Aggregation Timer Exp  ired

When the IM delivery notification aggregating tin{@is2) i as defined in section SectionIitners in the IM Serverhas
expired, the IM Server:

- 1. SHALL aggregate all the stored natifications aedd the aggregated notification towards the iegi@ccording to
the rules and procedures of [IMDN];

- 2. MAY restart the aggregate the aggregating tifie) as defined in section Section 1%&ction in the IM Server”
according to the operator’s policy if not all natétions have been received.

8.3.1.4 Receiving SIP Failure response

Upon receipt of an SIP Failure response (e.g. 4XM)Server:
- 1. SHALL check whether the corresponding SIP retjcestained a failure delivery request, if true theServer
SHALL generate a Failure delivery notification; ®ttvise, end the procedure;

- 2. SHALL check whether the aggregating timer isieq if true the IM Server SHALL send the notifiicen towards
the recipient according to the rules and procedof@$/1DN]. Otherwise, continue with the rest ofetlsteps;

- 3. SHALL store the natification to aggregate.
8.3.2 Requests Originated by the Controlling Function

8.3.2.1 SIP MESSAGE requests

When the IM Server sends a SIP MESSAGE, the IM&erv

- 1. SHALL generate a SIP MESSAGE request accordingles and procedures of [RFC3428];

- 2. SHALL include an Accept-Contact header with tkefeature-tag '+g.oma.sip-im' if an Accept-Conthetider was
received but did not contain a '+g.oma.sip-inatdiee tag, according to rules and procedures o€CF3a1];

- 2a. SHALL copy the values received in each Accemtt@ct header to a corresponding Accept-Contaatdraathe
outgoing SIP MESSAGE request, if any Accept-Conkeztders were received;

- 3. Inthe case of Ad-hoc Group MESSAGE , the IMBeISHALL include Authenticated Originator's ‘IM Adess as
defined in 5.1 Authenticated Originator's IM Addrésaccording to rules and procedures specifieddraff-ietf-
sipping-uri-list-message-04.txt];

- 4. In the case of a Pre-defined IM Group, the IMveSHALL include Authenticated Originator’s IM Aldess as
defined in 5.1°Authenticated Originator’s IM Addressivith the following clarification:

- a) The URI in théAuthenticated Originator’s IM Address set to the IM Group Identity;

- b) SHALL include a Referred-By header with #ethenticated Originator's IM Address the Sending IM User,
unless privacy was requested by the Sending IM user

- ¢) SHALL include a Referred-By header with anonysi@Rl, if privacy was requested by the sending Bdru

- 5. Inthe case of sending a SIP MESSAGE to an angg8IP session, the IM Server SHALL include Auttieated
Originator’s IM Address as defined in 5'/Authenticated Originator’'s IM Addressivith the following clarification:

- a) The URI in théAuthenticated Originator's IM Address set to the IM Group Identity of the on-goiatP
Session in the case of an on-going SIP sessiarpsesing a Pre-defined IM Group, and is set toAhthenticated
Originator’s IM Addresof the Sending IM User in the case of an on-g@ifg session set up using an Ad-hoc
group;b) SHALL include a Referred-By header witk thuthenticated Originator’'s IM Address of the SegdM
User, unless privacy was requested by the Sen¥ngskr.

- ¢) SHALL include a Referred-By header with anonym&lRl, if privacy was requested by the sending Béru
- d) SHALL include the Target-Dialog header set t® 8IP Session Identity of the on-going SIP Session.

- 6. SHALL set the Request-URI to the IM Addresshaf intended message recipient;

- 7. SHALL perform one of the following if the SIP MSAGE is to be sent to more than one IM User:

a. Generate a SIP MESSAGE for each member of thadisbrding to procedures defined in [draft-ietf-
sipping-uri-list-message-04.txt], if the SIP MESSB@as received for an Ad-hoc Group;
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b. Generate a SIP MESSAGE to each member of the IMiIGby retrieving the IM Addresses of the
members belonging to the IM Group by interactinthviShared-Group-XDMS], if the SIP MESSAGE
was received for a Pre-defined Group;

c. Generate a SIP MESSAGE to each member of the jpantits of an on-going SIP session if the
MESSAGE was received for an on-going SIP Sessientity.

NOTE: Case cis applicable when a SIP MESSAGE ntells sent to all participants of a PoC session.

- 8. SHALL forward the SIP MESSAGE request towards $iP/IP Core according to rules and proceduréiseoSIP/IP
Core.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, thke IM Server SHALL use 3GPP/3GPP2 IMS mechagism
according to rules and procedures of [3GPP TS 24 2B8GPP2 X.S0013.004] with the clarificationsygn in this section.
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9 IM Large Message Mode

When the IM user wishes to send a “one shot” mesdhg IM Client SHALL follow the procedures in 8.1'Sending SIP
message for Pager Modd6r Pager Mode messages when:

» the total size of the message is below 1300 bytes;

» the total size of the message is greater than @3 and the IM Client has a positive knowledgea gtiaranteed
end-to-end connection of a ‘connection-orientedgpart protocol’, as defined in [RFC 3428]largeariti300
bytes.

Otherwise, the IM Client shall initiate a Large Mage session as described in procedure L.arfje Message Session
Initiation” . Once the session for the large message is ediatliand the message is delivered, the IM Clieait sh
automatically close down the session as specifiédil.3‘Large Message Session Release”

9.1 Originating Client procedures

9.1.1 Large Message Session initiation

9.1.1.1 General

The IM Client SHALL generate an initial SIP requastording to rules and procedures of [RFC3261¢ N Client:
- 1. SHALL include an Accept-Contact header with lfMefeature-tag ‘+g.oma.sip-im' according to ruleslgprocedures
of [RFC3841] in all initial SIP requests;

- 2. SHALL include a User-Agent header to indicate it release version as specified in AppendibREelease version in
User-agent and Server headgrs

- 3. SHALL include the IM feature-tag '+g.oma.sip-imthe Contact header;

- 4. SHALL include value "id" in a Privacy headieamonymity is requested according to rules anadgdares of
[RFC3325].

NOTE: If anonymity is not allowed for the IM Groupdicated with the Request-URI of the SIP INVITESkd on the
rules specified in the [Shared-Group-XDM] the IMsSien will not be allowed by the IM Server hostthg
IM Group.

- 5. SHALL include the option tag 'timer' in the Sopged header; and,
- 6. SHOULD include the Session-Expires header vhighrefresher parameter set to "uac" accordinglés and
procedures of [RFC4028].

When the SIP/IP Core corresponds to 3GPP/3GPP2té¢SM Client SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armedwwes of [3GPP TS 24.229]/ [3GPP2 X.S0013.00h the
clarifications given in this section.

9.1.1.2 Establishment of a Large Message Session

Upon receiving a request from an IM User to essibdi Large Message session, the IM Client:

- 1. SHALL generate an initial SIP INVITE requestsgecified in section 9.1.1"General’;

- 2. SHALL set the Request-URI of the SIP INVITE reguto the intended recipient IM User if the messado be sent
to one IM User;

- 3. If the message is to be sent to more than onesi, then the IM Client:
a. SHALL include a MIME resource-list in the bodjtlwthe receiving IM Users as specified in [drdfRl-list];

b. SHALL set the Request-URI of the SIP INVITE requto the Conference-factory-URI for the IM seevii the
Home Network of the IM User;

c. SHALL insert in the SIP INVITE request a Contdiype header with multipart/mixed as specifiedRF{2046].
- 4. Ifthe IM message is to be sent to a Pre-defiveGroup, then the IM Client:

[0 2008 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-SIMPLE_IM-V1_0-20080903-C Page 74 (189)

- a. SHALL set the Request-URI to the identity of tkkeGroup.

- .5. SHALL insert in the SIP INVITE request the faet-tag with the value “+g.oma.sip-im.large-messag¢he
Accept-Contact header;

- 6. SHALL include in the SIP INVITE request a MIMBD8 body as a SDP offer according to rules and phares of
[RFC3264], [ RFC4566 ] and [MSRP] with the clar#t®on given in this section:

- a. set the SDP directional media attribute to adsely.

NOTE: If the SDP directional attribute is not sets assumed to be a=sendrecv.

- 7. SHALL send the SIP INVITE request towards theSgrver according to rules and procedures of tRéSICore.

On receiving a SIP 200 "OK" response to the SIPINB/request the IM Client:

- 1. SHALL start the SIP Session timer using the @akceived in the Session-Expires header accotdinges and
procedures of [RFC4028];

- 2. SHALL store the content of the contact headsdfi

- 3. SHALL interact with the User Plane as specifie.4.2 ‘Large Message Session

- 4. If the feature tag “automata” is present in @ntact header field according to [RFC 3840], areCGlient requests a
delivery report in the MSRP session for the largglenmessage as defined in section 5.02dinating Client
Procedurey then the client SHOULD store at a minimum thessage-ID in the request for a period of time
(implementation dependent) to be able to correletedelivery report with the original sent message.

When the last MSRP SEND has been sent and ackngedethe IM Client SHALL act as specified in 9.1L&rge Message
Session release

When the SIP/IP Core corresponds to 3GPP/3GPP2thé¢SM Client SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armefdwes of [3GPP TS 24.229] / [3GPP2 X.S0013.00d] tle
clarifications given in this section.

9.1.2 IM Client cancelling a Large Message Session

When the IM User wants to cancel the Large MesSagsion initiation, and the IM Session signallimg$ed as specified in
section 9.1.1 Large Message Session initiatioahd the IM Client has not yet received a final 88ponse for the SIP
INVITE request, the IM Client SHALL send a SIP CAELC according to rules and procedures of [RFC3261].

When the SIP/IP Core corresponds with 3GPP/3GPRZ, thk IM Client SHALL use 3GPP/3GPP2 IMS mechasism
according to rules and procedures of [3GPP TS 24 /28GPP2 X.S0013.004] with the clarificationsygn in this section.

9.1.3 Large Message Session release

When the IM Client completes Large Message ses#ienM Client:

- 1. SHALL generate a SIP BYE request according kesrand procedures of [RFC3261];
- 2. SHALL set the Request-URI to the SIP Sessiontitjeof the SIP Session to release;
- 3. SHALL send a SIP BYE request according to raled procedures of SIP/IP Core.

Upon receiving a SIP 200 "OK" response to the SYEBequest the IM Server SHALL release User Plaseurces
associated with the SIP Session with the IM Client.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, thk IM Client SHALL use 3GPP/3GPP2 IMS mechasism
according to rules and procedures of [ 3GPP TS224 /3GPP2 X.S0013.004] with the clarificatiorigan in this section.
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9.2 Terminating Client Procedures

9.2.1 Large Message Session Invitation
9.2.1.1 General

On receipt of the initial SIP INVITE request the Bient:
- 1. MAY reject the SIP INVITE request with an appriage reject code as specified in [RFC3261] e.g.

a) when the IM Client determines that there iseraiugh resources to handle the Large Message Bgessio
b) in case of any other reason outside the scofféépecification.

NOTE: The decision to reject a SIP INVITE requesatLarge Message Session can e.g. be based @tdpres
between the IM Client and the IM User outside tbepe of this specification.

- 2. SHALL process the SIP INVITE according to theesuand procedures of [RFC3261] with the followatdglitional
clarification
- a). SHALL store as the Session Identity the conbétthe Contact header as described in [RFC 3261];
- b) SHALL set User Plane parameter as described?ii 21.arge Message Session set.up

When generating SIP responses other than the $IPTI@ing" to the received initial SIP request tiv Client:

- 1. SHALL generate SIP responses according to andsprocedures of [RFC3261];

- 2. SHALL include User Agent header to indicate lierelease version as specified in AppendixRelease version in
User-agent and Server headgrs

- 3. SHOULD include an Allow header with all suppar®IP methods;
4. SHALL include the IM Address of the IM User &g tAuthenticated Originator's IM Address as spedifh subclause
5.1 “Authenticated Originator's IM Addréess

When the SIP/IP Core corresponds with 3GPP/3GPRZ, thk IM Client SHALL use 3GPP/3GPP2 IMS mechasism
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.004] with the clarificationsy@h in this section.

9.2.1.2 Large Message Session set up

When the IM Client receives a SIP INVITE to setauparge Message session, the IM Client:

- 1. SHALL check if the accept-type attribute of BBP m line in the SIP INVITE request are acceptébbbe IM Client
and if not, reject the request with a SIP 488 "Noteptable Here" response. Otherwise, continue thithrest of the
steps;

- 2. SHALL accept the request and generate a SIPQBO response as specified in the 9.2.1Geheratl towards the IM
Server;

- 3. SHALL include in the SIP 200 "OK" response a Siglly as a SDP answer according to rules and puoesaf
[RFC3264], [RFC4566] and [MSRP];

- 4. SHALL send the SIP 200 "OK" response towarddkh&erver according to rules and procedures ofst¥IP Core;
and, 5. SHALL prepare to receive MSRP SEND messagekescribed in [MSRP].

When the SIP/IP Core corresponds with 3GPP/3GPFR, thke IM Client SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armefdwes of [3GPP TS 24.229] / [3GPP2 X.S0013.00d] tle
clarifications given in this section.

9.2.2 Large Message Session release

Upon reception of a SIP BYE request, the IM Client:

- 1. SHALL generate a 200 “OK” response to the ree@i8IP BYE request according to rules and proceadofre
[RFC3261];

- 2. SHALL send a 200 “OK” response according toswdad procedures of SIP/IP Core;
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- 3. SHALL release User Plane resources associathdié SIP Session ;

When the SIP/IP Core corresponds with 3GPP/3GPR, thk IM Client SHALL use 3GPP/3GPP2 IMS mechasism
according to rules and procedures of [ 3GPP T322}./[3GPP2 X.S0013.004] with the clarificatiagigen in this section.

9.3 Controlling Server procedures for Large Message Mode

9.3.1 Requests Terminated at the Controlling Function

9.3.1.1 Receiving a Large Message Mode session Requ est for Group communication

Upon receiving of an initial SIP INVITE requestgetiM Server:
- 1. SHALL execute the procedures specified in 72:AD-hoc IM Group Set up requesf'the SIP INVITE includes a
MIME resource-list body with the invited IM Users specified in [draft-URI-list];

- 2. SHALL execute the procedures specified in 732:Pre-defined IM Group Session setup requéfsttie SIP INVITE
request includes an IM Group Identity, which idées a Pre-defined IM Group in the request URI thawned by the
IM Server.

Upon receiving a SIP 200 "OK" response for the IBI?ITE request as specified in section 9.3.2.4rge Message Session
initiation" the IM Server:

- 1. SHALL generate SIP 200 "OK" response to themmog SIP INVITE request and continue with the i&fsthe steps
if the SIP final response is not yet sent to thatimg IM Client. Otherwise do not proceed with trest of the steps;

2. SHALL include a MIME SDP body in the SIP 200 "Otesponse as a SDP answer according to rulesracddgures
of [RFC3264], [ RFC4566] and [MSRP] as follows:

a) Include in the ‘accept types’ SDP media attettiie ‘mime types’ selected by the IM Server frévose contained
in the SDP offer in the incoming SIP INVITE requésim the Inviting IM Client, and those in the SRRswer in SIP
200 “OK™.
3. SHALL send a SIP 200 "OK" response to the IngtiM Client according to rules and procedureshef$IP/IP Core;
4. SHALL interact with MSRP switch as specified 9.4 “Controlling Server Procedures for Group Coomitatiori'.

Upon receiving a SIP final response other thand@xx that is one of the SIP 4xx, 5xx or 6xx fineasponses the IM
Server either:

- 1. SHALL send the SIP final response towards tivitiirg IM Client according to rules and proceduoéshe SIP/IP
Core, if a SIP final response was received fronthelinvited IM Clients and the SIP 200 "OK" resperis not yet sent
to the Inviting Client. The SIP final response SHAbclude the Status-Code defined by the IM Seaaording to
local policy e.g. the lowest value received froma thvited IM User(s); or,

- 2. SHALL remove the Inviting IM Client from the Ii8ession as specified in section 7.2.2R&hoval of Participant
from IM Sessidh if a SIP final response other than 2xx or 3x»sweceived from all the Invited IM Clients and Bk
200 "OK" response is already sent.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, thk IM Server SHALL use 3GPP/3GPP2 IMS mechagism
according to rules and procedures of [3GPP TS 24 28GPP2 X.S0013.004] with the clarificationsygn in this section.

9.3.1.2 Cancelling of Large Message Session invitat  ion requests

When the IM Server receives a CANCEL message cimgehe Large Message Session invitation request the
originating IM Client and when it has not receive8&IP final response, the IM Server SHALL cancel $tP INVITE
request acting as UAC according to rules and praresdof [RFC3261].

When the SIP/IP Core corresponds with 3GPP/3GPFR2, tivk IM Client SHALL use 3GPP/3GPP2 IMS mechasgism
according to rules and procedures of [3GPP TS224/3GPP2 X.S0013.004] with the clarificatiorigan in this section.
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9.3.1.3 Releasing a Large Message session

Upon reception of a SIP BYE request from the oagimg Client, the IM Server:
- 1. SHALL send a SIP 200 "OK" response to receiviBIEBYE request according to rules and procedureseoIP/IP
Core;

- 2. SHALL generate SIP BYEs request to all the pgréints in the large message session accordinges and
procedures of [RFC3261];

- 3. SHALL set Request-URIs to the participants ia ldrge message session;
- 4. For every participant in the large message sestie IM Server shall send the SIP BYE accordgiingules and
procedures of SIP/IP Core after the large messagdéen successfully sent to the participant.

Upon receiving a SIP 200 "OK" response to the SYE8requests the IM Server SHALL release User Plaseurces
associated with the SIP Session.

When the SIP/IP Core corresponds with 3GPP/3GPFR, thke IM Client SHALL use 3GPP/3GPP2 IMS mechagism
according to rules and procedures of [3GPP TS 24 /28GPP2 X.S0013.004] with the clarificationsygn in this section.

9.3.2 Requests Originated by the Controlling Function

9.3.2.1 Large Message session initiation

This section describes the procedures for inviindM User to a Large Message Session. The proedslimitiated by the
IM Server as the result of an action specifiedection 9.3.1.I'Receiving Large Message session Request for Group
communication’

The IM Server:

- 1. SHALL generate a SIP INVITE request as specifiesiection 7.2.2.1General;

- 2. SHALL send the SIP INVITE request to the IM Adslses obtained from the URI-list as defined irgfteldRI-list] if
the incoming SIP INIVTE contained a URI-list;

- 3. SHALL send the SIP INVITE request to the memiti®nging to the IM Group by interacting with 8 Group
XDMS as defined in [Shared-Group-XDM] if the incorgiSIP INIVTE contained an IM Group ldentity;

- 4. SHALL include a MIME SDP body as a SDP offer@ding to rules and procedures of [RFC3264], [RF&&}&and
[MSRP] as follows:

a) Set a path attribute or the MSRP URL for the SFession;

b) include media line proposing MSRP media pararaetelected by the IM Server from those containetié SDP
offer in the incoming SIP INVITE request;

¢) include all the ‘a’ attributes accompanying M8RP media line selected by the IM Server from ¢hasntained in
the original SDP offer in the incoming SIP INVITEguest.
- 5. SHALL send the SIP INVITE request towards the/8? Core according to rules and procedures oStRéP Core.

Upon receiving SIP 200 "OK" response for the SIKIINE request the IM Server SHALL process the 200 &i€ording to
the rules and procedures of [RFC3261] with theofeihg additional clarification:

- 1. SHALL store the content received in the Conteztder; and
- 2. SHALL interact with MSRP switch as specifiedrii.3.2"Generating MSRP requests in an IM session”.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, thk IM Server SHALL use 3GPP/3GPP2 IMS mechagism
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.004] with the clarificationy@h in this section.

NOTE: This is not ordinary conference/chat butrgéamode message session. They have different toeinafor
large mode message, the session is closed aftarabgage has been successfully sent.
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9.4 User Plane
9.4.1 General

- IM Large Message Session between end points istiaggg with an Offer and Answer model using Ses§&lescription
Protocol. These negotiation parameters are caogeflP Signaling.

- Recommended minimum media parameters to be useshinreal-time communication are specified in [3GP
26.141].

9.4.2 Large Message Session

The IM Client sends a Large Message accordingaddtowing procedure:

- 1. To provide rich description of the IM contentevhsending multimedia message during an IM sestierM Client:
a. SHOULD add a Content-Disposition header field adioay to [RFC 2183] to the MSRP SEND header;
b. If the IM Client does not want the content to bedered automatically to the receiver, but only on a
express action of the receiver, then the sendinglight SHALL add a Content-Disposition headerdiel
‘attachment’ according to [RFC 2183] to the MSRRNBEaccording to rules and procedures of [MSRP].
2. The IM Client MAY include Content-Descriptioe#&der field whenever available;
3. The IM Client MAY refer to content external teetmedia session. Then the content type SHOULEb®S
message/external body in according to rules anceghares in [RFC4483];

4. If the IM user wishes to know whether the messaglelivered to the recipient(s) successfullpat;, the IM Client
shall set the the Final Report header accordiripdaules and procedures of 5.7Qriginating Client Procedures”.

When the IM Client has received the correspondasponse for the last chunk of the MSRP SEND reqaast200 OK or
Success-Report, the IM Client SHALL close the MS#fBsion by sending a BYE request.

9.4.3 Sending Delivery Notification

The receiving IM Client SHALL support the Final Repaccording to procedures in 5.7 Fefminating Client
Procedures

9.4.4 Controlling Server procedures for Group Communication

An IM Server acts as a MSRP Switch after the Laigasage Mode session set up for Group Communication

When the IM Server acting as a MSRP Switch receaviBtSRP request or response, the IM Server SHAIOction
according to the rules and procedures defined. 38 ‘User Plané and [MSRP] with the following clarification:

= When IM Server receives a MSRP SEND request thattimddressed to the session identity of the GrihwgplM
Server SHALL reject the request with MSRP 403 resgo

9.4.5 Controlling Server procedures for Final Delivery report

Upon receiving an MSRP SEND request, containing=ihal Report header, the IM server SHALL act adoag to 5.7.3
“Controlling Server Procedures”.
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10 File Transfer

When a IM User wishes to send a File, the IM CIBHALL initiate a File Transfer mode as described 0.1 File
Transfer”.

10.1 File Transfer

When an IM Client receives instruction to send oneore files or to request one or more files,IMeClient:

- 1. If the file is to be transferred during an ongpsession, SHALL send a re-INVITE as described. 1.6 1M session
Modificatior?, with the description of the file to be transkdrin the SDP as described in [draft-mmusic-filnsfer-
mechl];

- 2. Ifthere is no ongoing session, SHALL follow flvcedures defined i.1.1.2“Establishmant of a one to one
session’if the file transfer is to one recipient or in1.1.31M Client initiates an Ad-Hoc Conferencé”the file transfer
is to a list of recipients, or in 7.1.1.4M Client initiates a Pre-Defined IM Confereridéthe file transfer is to a pre-
defined group andaccording to rules and procedcfrfdraft -mmusic-file-transfer-mech-];

- 3. SHALL add the media attribute to the SDP seftiag specified in [draft -mmusic-file-transfer-mpch

- 4. If more than one file is attached/Requestedy sat of file descriptors SHALL be separated asmdesd in [draft-
mmusic-file-transfer-mech];

- 5. When the 200 OK response for the last MSRP SENBceived, the IM Client SHALL close the MSRPses for
that particular file transfer by setting the nelito zero i.e. m= 0, according to the proceduedimed in 10.2File
Transfer Session Release”

10.2 File Transfer Session Release

When a File has been transferred, the IM Client Mgtart a timer for a suitable amount of time tg(80 seconds)
determine if instruction to send another file aiesof files to the same destination will be reeéifrom the IM user.

If the timer set by the client expires, the IM Q@lie

= SHALL send SIP BYE, if there had been only the MSior the MSRP-file is the last remaining medteeam
in the SDP file;

=  SHALL send re-INVITE to set the media line to zém m= 0 of the MSRP-file that has been transtrifethere is
any other media stream than the MSRP-file transfiedia stream in the SDP file;

= In case of multiple media lines for multiple diféet file transfer , the IM Client SHALL send thelMVITE to set
to zero i.e. m=0, of all the media lines corresjing to the MSRP-files that have been transferred.

10.3  Client Receiving File Transfer Request

When the IM Client receives a SIP INVITE containa@File-Selector” parameter, the IM Client:

- 1. SHOULD render to the IM user the file descoptparameters received;When the IM user accepte somll of the
offered files;

- 2. The client SHALL accept from the IM user inpagarding the file (s) he is willing to accept;

- 3. The IM Client SHALL generate a SIP 200 “OK” wiéim SDP answer containing the file identities ef tbquested
files as described in [draft-mmusic-file-transfeech];

- 4. The IM Client SHALL send the SIP 200 “OK”.
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11Error Handling

11.1 Conference-factory URI does not exist

Upon receipt of a request that includes as the BgguRI a Conference-factory-URI that is not alteckin the IM Server,
the IM Server SHALL return a SIP 404 "Not found$pense.

11.2 Conference URI does not exist

Upon receipt of a SIP INVITE or a SIP MESSAAE reguihat include as the Request-URI a ConferenceddRlIgroup
URI that is not allocated in the IM Server perfongithe Controlling IM Function, the IM Server SHAlceturn a SIP 404
"Not found" response.
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12 Deferred Messages
12.1 Procedures at the IM Client

12.1.1 Retrieving Deferred message(s)

The retrieval of deferred message(s) is performeskiting up a session with a Home Network DefeMedsaging
Function which has provisioned URI defined as Def@@hostname. The message-id of the stored mes}ambe
retrieved are listed in the URI-list as defineddraft-URI-list]. The absence of a URI-list in teession set up with the
deferred Messaging Function indicates that all agss are to be retrieved.

When retrieving deferred message(s), the IM CI®AALL perform the following procedures:

1. If an IM user instructs client to retrieve atpardar or multiple selected deferred messagesith€lient SHALL

- a. perform the procedures defined in section B1IM Client initiates an Ad hoc conferericexcept that the
Request-URI is described in Step-3 below.

- b. Inthe case of retrieving one deferred mesdagdJRI-list SHALL contain the particular URI (Mesge-ID of
the deferred message) that identifies the defermeskage that the IM user wants to retrieve or;

- -c. In the case of retrieving multiple selectededefd message, the URI-list SHALL contain a lisUstls (list of
stored Message-IDs) that identify the selectedrdsdemessages that the IM user wants to retrieve.

2. If an IM user instructs client to retrieve aflfdrred messages , the IM Client SHALL performphacedures defined

in section 7.1.1.4IM Client initiates an Pre-Defined IM conferencefxcept that the Request-URI is described in Step-

3 below

- 3. SHALL set the Request-URI of the SIP INVITE reguto the Deferred@hostname for the IM servidhénHome
IM Network of the IM User; and

- 4. SHALL include in the SIP INVITE request a MIMBD8 body as a SDP offer according to rules and phares of
[RFC3264], [RFC4566] and [MSRP]:

- a. set the media direction attribute to a=recvonly.
- 5. SHALL send the SIP INVITE request to the Defdri#essaging Function according to rules and pragedi [RFC
3261] and SIP/IP core.

On receiving a SIP 200 "OK" response to the SIPIMNB/request the IM Client: SHALL store the listsiipported SIP
methods if received in the Allow header.

When the SIP/IP Core corresponds to 3GPP/3GPP2thé¢SM Client SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armefdwes of [3GPP TS 24.229] / [3GPP2 X.S0013.00d] tle
clarifications given in this section.

12.1.2 Retrieving Deferred Message metadata

When the active attribute of <offline-delivery> glent is set to 'false’ in the Service Settingseseidbed in Appendix EIM
service Setting the IM Client SHALL retrieve the XML documentg the Deferred Metadata in the IM XDMS as defined
by the procedures in [IM-XDM- Specification].

12.1.3 Message Deletion

12.1.31 Deleting Mechanism
Deleting always results in an item taken from aufagfolder or storage and transferred into a “DEEEin” or Garbage
collector bin. To enable this mechanism in IM seeyia garbage collector bin or “ DELETE bin” isidefin the IM system

as “DELETEbin” and is associated with a URI: dielete@hostnamevhere the hostname is the operator domain pgjntin
the particular location of the garbage collector,dxample sipDelete@mailserver.operator.domain

12.1.3.2 Deleting one particular stored message

When an IM Client receives instruction from the liger to delete a particular message, the IM Client;
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1. SHALL, generate an initial SIP REFER requesiexified in section 7.1.1'General"and according to rules and
procedures of [RFC3515];

- 2. SHALL set the Request-URI of the SIP REFER rstjtesip: Delete@hostname;

- 3. SHALL set the Refer-To header of the SIP REF&dRIest to the message-ID as defined in 12.5g8age for
Deferred Messagesdf the particular stored message to be deleteardicy to rules and procedures of [RFC3515];

- 4. Upon receiving an incoming SIP NOTIFY requesitttis part of the same dialog as the previously S& REFER
request the, IM Client SHALL respond with 200 Okcaxding to rules and procedures of [RFC3515].

When the SIP/IP Core corresponds with 3GPP/3GPR, tivk IM Client SHALL use 3GPP/3GPP2 IMS mechagism
according to rules and procedures of [3GPP TS 24 2B8GPP2 X.S0013.004] with the clarificationsygn in this section.

12.1.3.3 Deleting multiple selected messages

Upon receiving a request from the IM User to detatatiple selected stored messages, the IM Client:

- 1. SHALL generate an initial SIP REFER requestfecified in section 7.1.IGeneral"and according to rules and
procedures of [RFC3515];

- 2. SHALL set the Request-URI of the SIP REFER rstjte sip: Delete@hostname;

- 3. SHALL include a MIME resource-lists body withethst of the selected multiple message-IDs todued according
to rules and procedures of [draft-multiple-refer];

- 4. SHALL include a Refer-To header with a pointeah URI-list in a body part containing the MIMEcairce-list
body according to rules and procedures of [drafttipla-refer];

- 5. SHALL set the Refer-Sub header to “true” acaogdio rules and procedures of [RFC4488];

- 6. SHALL include the “multiple-refer” option-tag the Require header field of the REFER accordingites and
procedures of [draft-multiple-refer].

When the SIP/IP Core corresponds with 3GPP/3GPFR, tik IM Client SHALL use 3GPP/3GPP2 IMS mechagism
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.004] with the clarifications@h in this section.

12.1.3.4  Deleting all messages

When an IM Client receives instruction from the ligler to delete all stored messages in a user'siat;dbe IM Client;

- 1. SHALL, generate an initial SIP REFER requestfgecified in section 7.1.1'Genera
procedures of [RFC3515];

- 2. SHALL set the Request-URI of the SIP REFER rstjtesip: Delete@hostname;

- 3. SHALL, set the Refer-To header of the SIP REF&RIest to the Deferred Messaging Function as sip:
Deferred@hostnamaccording to rules and procedures of [RFC3515];

- 4. SHALL set the Norefer-Sub header to “true” adoag to rules and procedures of [RFC4488]When tiéIB Core
corresponds with 3GPP/3GPP2 IMS, the IM Client SHAIse 3GPP/3GPP2 IMS mechanisms according to ands
procedures of [3GPP TS 24.229]/ [3GPP2 X.S0013.a@# the clarifications given in this section.

and according to rules and

12.1.4 Delivery Report for receiving Message

When the IM Client receives a Deferred IM messdj¢SH or Retrieval), the IM Client

- 1.in case the message retrieved is a pager mosgage SHALL check whether the message include eeSsiul
Delivery Report request as defined in [IMDN]. Iethequest is not included the procedure is stoppdterwise,
continue with the rest of the steps;

In case the message retrieved was a Large Messtjel Sheck whether the message includes a reqoest Final
Report as specified in subclause S=mal Delivery Repoft If the request is not included the procedurstgpped.
Otherwise, continue with the rest of the steps;

- 2. SHALL use SIP MESSAGE to send a Successful BgfiReport to the sender according to rules andgahares of
[IMDN].
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12.2 Procedures at the IM Server

The Deferred Messaging Function is modelled atlth8erver as a virtual entity composed of:

= An URI-list server or focus for SIP INVITE transamxtis, also known as a conference server in [dr&ft-list] and
[draft-Conf-FW]. The Deferred Messaging functiorassociated with URI: Deferred@hostname.

= One or more virtual SIP User Agents, also containgdle same Deferred Messaging Function. Eachesfe
virtual SIP User Agents represents a resource,iwhithis case, is effectively a deferredmessage.

A characteristic is that each deferred messagieigified by a unique uniform resource identifieR{).

12.2.1 Stored Messaging Function receiving requests from IM user

Upon receiving a SIP INVITE request with a ‘defei@hostname’ URI initiated by the served IM useg, itd Server:

- 1. SHALL check whether the Authenticated Originatd®M Address is that of an IM User that is allowedetrieve
deferred messages and if it is not the IM Serveriisg the originating IM Client SHALL respond with SIP 403
"Forbidden" response to the IM Client. The IM ser8eIOULD include an Warning header with the wagniext set to
'127 Service not authorised' as specified in suiseld.6'Warning header” Otherwise, continue with the rest of the
steps;

- 2. SHALL verify the SDP description. If the SDP da®t contain a session attribute ‘recvonly’ ah#& SDP does not
contain a media attribute ‘recvonly’ modifying tfra=message” media stream, then the IM Server SHAddpond
with a SIP 488 “Not Acceptable Here” response \tlid correct SDP parameters.

When sending a SIP 200 "OK" response, the IM Server

- 1. SHALL generate a SIP 200 "OK" response accortbmgles and procedures of [RFC3261];

- 2. SHALL include a Server header to indicate thertléase version as specified in Appendixelease version in
User-agent and Server headeifshas not already been sent in a provisionapoese for this dialog;

- 3. SHOULD include an Allow header field that inckgdall the supported methods within the INVITE#atiéd dialog,
when responding to INVITE requests, according togtocedures of [RFC3261];
- 4. SHALL include the feature tag “automata” in thentact header field according [RFC 3840];

- 5. SHALL include in the SIP 200 “OK” response a Shiely as a SDP answer according to rules and puoegsaf
[RFC3264], [RFC4566] and [MSRP].

When the SIP/IP Core corresponds with 3GPP/3GPRZ, thk IM Server SHALL use 3GPP/3GPP2 IMS Session
mechanisms according to rules and procedures dPF3TS 24.229] / [3GPP2 X.S0013.004] with the dieaitfons given in
this section.

12.2.1.1 Retrieving Deferred Message(s)

The “Deferred Messaging Function” extracts the defémessage(s) representing the Message-ID(sibti-list from the
User’s account storage if the received requestatoniUri-list body or extracts all deferred messagem the User’s account
storage, if the received request does not contaitidbody. The Deferred Messaging Function teends the deferred
message(s ) to the IM user as defined in sectidh 4.3 ‘Pushing Deferred Messades

The retrieval of one or multiple deferred messagaeirformed by setting up a conference betweeretigesting client and
virtual SIP UAs. These virtual SIP UAs represér tleferred messages in the message store. Thédisferred message
to retrieve is specified during the setup of thesfn according [draft-URI-list]. The retrieval alf deferred messages is
preformed by setting up a conference between tngesting Client and virtual SIP UAs according toaft-Conf-FW].

12.21.1.1 Void

12.2.1.1.2 Procedure for retrieval at the Deferred  Messaging Function

On receiving an INVITE request targeted to Defe@dubstname:
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1. If all messages are to be retrieved, and Ibferred Messaging Function determines there adefered messages
to be delivered, it SHALL send a 488 “Not acceptede” response with a Warning header with the imgrtext set to
'125 No messages' as specified in subclaus&aBning header; Otherwise continue with the rest of the steps;

- 2. If one or multiple selected deferred message(®) be retrieved, the following procedure is peried:

- a. The “URI-list server for SIP INVITE transactidreomponent part of the Deferred Messaging Funct8HALL
initiate the INVITE request to each of the virt@®&P User Agents that identify the stored messagdefined in
[draft-URI-list].

- b. The “URI-list server for SIP INVITE transactidrSHALL send an INVITE request that includes SDRe&zh of

the URIs indicated in the URI list of the incomiMVITE. This creates a virtual centralized conferefbetween the
end user and each of the virtual SIP User Agemisitientify a given message.

- 3. If all deferred message are to be retrievedfdh@wing procedure is performed:

- a. The focus for SIP INVITE, SHALL initiate the INVE request to each and all virtual SIP User Agéimds
identify the stored message, as defined in [draftfd-W]. This creates a virtual centralized confe®between the
end user and each of the virtual SIP User Agemisitientify a given message.

- 4. Then each of these virtual SIP User Agents SHA&hd the deferred message to the “URI-list se®VerFocus for
SIP INVITE transactions”, which in turn, relays théo the end user, as defined in [MSRP];

- 5. Messages in the MSRP SEND requests SHALL beasedéfined in section 12.2.2 Bifshing Deferred Messades

In the case of OMA SIMPLE IM 1.0 scenario, all campnts of the Deferred Messaging Function aredrstime host;
therefore the interface between these componeatsiatter of server internal implementation i.¢eiinal calls or a defined
APls.

12.2.2 Stored Messaging Function terminating requests to IM user
12.2.2.1 Receiving SIP INVITE for deferred Large Me ssage

Upon receiving an IM request to be terminated atsirved IM user from the procedures in 6.T.@rfinating Participating
Functiori, the IM Server:

- 1. SHALL store the content of the Contact heauidd f

- 2. SHALL store relevant headers of SIP INVITE afirds in 12.2.2.3Storage forDeferred Message$dr storing the
message.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, thk IM Server SHALL use 3GPP/3GPP2 IMS mechagism
according to rules and procedures of [3GPP TS 24 /28GPP2 X.S0013.004] with the clarificationsygn in this section.

12.2.2.2 Delivering of offline Messages

Each time an IM @ent sends a PUBLISH requetsie IM Server

- 1. SHALL check the settings of Delivery of deferme@ssages <deferred-settings>. If the “activeilatte of the
<offline-delivery > element is set to “true” as uohefd in Appendix E ‘IM Service Settings"and there are deferred
messages for the Usethen the IM Server SHALL generate an initial SIPVINE according to rules and procedures of
[RFC3261] and:

a) SHALL set the Request-URI of the SIP INVITE requtesthe served IM User identity;

b) SHALL include an Accept-Contact header with thefBdture-tag ‘+g.oma.sip-im' according to rules and
procedures of [RFC3841];

¢) SHALL include a User-Agent header to indicate tilerélease version as specified in AppendixRelease
version in User-agent and Server headgrs

d) SHALL include the IM feature-tag '+g.oma.sip-im'thre Contact header field;
e) SHALL include the feature tag “automata” in thenfaxct header field according [RFC 3840];

f)  SHOULD include the Session-Expires header withréfieesher parameter set to "uac" accordinglés rand
procedures of [RFC4028];
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g) SHALL include a SDP body as a SDP offer in the BNVITE request according to rules and procedofes
[RFC3264] and , [RFC4566 ] and additionally:

i. add either a session ‘sendonly’ attribute or
ii. amedia ‘sendonly attribute that modifies the “mssage” line in the SDP

h) SHALL send the SIP INVITE request towards the séi User according to rules and procedures of the
[RFC3621].
On receipt of the SIP 200 "OK" response to thedh8IP INVITE request the IM Server:
- 1. SHALL start the SIP Session timer using the @akceived in the Session-Expires header accotdinges and
procedures of [RFC4028];
- 2. SHALL store the Contact header as defined inJRBR61];
- 3. SHALL follow the procedures defined in 12.2.P&shing Deferred Messages.
When the SIP/IP Core corresponds to 3GPP/3GPP21i¢3M Client SHALL use 3GPP/3GPP2 IMS Session

establishment mechanisms according to rules arzeduwes of [3GPP TS 24.229]/ [3GPP2 X.S0013.00u the
clarifications given in this section.

12.2.2.3  Storage for Deferred Messages

Each time the IM Server receives a message toobbedsbn behalf of the served IM User who is offlitree IM Server:

- 1. SHALL, in case of SIP MESSAGE request , stoeedbmplete message including all the header fihdsbodies of
the SIP MESSAGE request;

- la. Some of the header fields SHALL not be stoire@articular header fields related to charging #ve expected to be
removed by the network;

- 2. SHALL not store P-Asserted-ldentity if the semgllUser requested anonymity;
- 3. SHALL, in the case of Large Message mode, stwdollowing:

0 The SIP INVITE request start-line, as well as ralevheaders of SIP INVITE and of the session
establishment of the deferred message

= From

= To

= P-Asserted-Identity only if the sending User did remuest anonymity
=  Subject (if present)

= Date (added with current date and time if not pr8se

=  Accept-Contact

0 The MSRP request start-line, the Message-ID he#lteiSuccess-Report and Failure-Report
headers if present, and the Content-Type header the first MSRP SEND request . If the message
arrives in more than one MSRP SEND request sincadtbeen sent in chunks as defined in
[RFC4975], then the IM Server shall assemble thesage and store it as one message, ending the
message with the MSRP request end-line.

- 4. SHALL assign a unique Message-ID for each defemessage whose general formatlassage-ID="sip:
String@hostname” with the following clarification:

0 The IM Server generates the unique string by itself

- 5. SHALL store the deferred message in the servedder’'s account of the IM Server’s Deferred Megsggdrunction
entity;

- 6. MAY be able (based on IM Service Provider chptoemark the stored message with an Expire value:

0 Inthe case of a Pager mode message sent via SESKEE request,
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= If the SIP MESSAGE request contains the Expiresleand the value is below the
maximum value per local policy, the IM Server SHA&kt the Expire value to the value
contained in the SIP MESSAGE Expires header field;

= |fthe SIP MESSAGE request does not contain thareggeader field or the provided
Expires header value is above the maximum valuéoget policy, the IM Server SHALL
set the Expire value to a default value (e.qg.: icuméble by the IM Service Provider)

0 Inthe case of a Large Message mode message tBemr MAY set the Expire value of the
deferred message to a default value (e.g.: cordtgearby the IM Service Provider)
- 7. SHALL store metadata in IM XDMS as described'lopdating Metadata in IM XDMS”.

12.2.2.4 Deferred Message Expiration

If the Deferred message expires before being deld/by the IM Server to the destination User, eServer SHOULD
handle the message based on local policy (on IMiG&eProvider choice). This policy could mean: gxpired message is
deleted undelivered to the destination User, thired message is still delivered to the destinatiser (as long as the User
come back online), or some other policy may be kedo

If the expired message is delivered to the destindfiser (as long as the User come back online)IfMhServer MAY
indicate to the destination User that the messageskpired.

If the expired message has not been deliveredMtserver MAY send a failure report as described22.2.6 Delivery
Report for deleted messages

The Deferred message SHALL be considered to beepiccording to the original “Expire” value andiloe configurable
one as described in section 12.2.2S8cfage for Deferred Messages

12.2.2.5 Pushing Deferred Messages

After the IM Server has established an IM Sessioueliver deferred messages to the served IM Usdefined in
“Delivering of offline Messagésthe IM Server constructs MSRP SEND request fohd2eferred Message.

NOTE: The procedures below assume the messagévsrdd in one MSRP SEND request. However, eaclebed
Message may be delivered in one MSRP SEND requestsoseries of MSRP SEND requests called chunks,
as defined in [RFC 4975].

The IM Server an MSRP SEND with the encapsulateféided Message and the timestamp received byiferver to the
IM Client through the MSRP channel establishedodiews- The IM Server:

= SHALL generate an MSRP SEND request for each deddvtessage

= Each generated MSRP SEND request SHALL be of Coigoe “Multipart/mixed” and carry the deferred
Message as payload with the following clarification

0 Each Deferred message SHALL include the timestapived by the IM Server in SIP headers.
The timestamp is carried in the SIP INVITE or SIESBAGE Date header.

0 The Original headers in the deferred message€alklDs and Message-ID in case of MSRP
SEND, SHALL not be altered by the IM Server

0 SHALL encapsulate “SIP MESSAGE” request with then@mt-Type of either message/sip or
message/sipfrag, according to the procedures c€g2B1] or [RFC3420], respectively

0 SHALL encapsulate “MSRP SEND” messages headerd éirge Message Mode message session)
with the Content type message/msrpfrag

0 SHALL encapsulate the relevant headers of the aefenessage indicated below:

= To
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= From

= Date,

=  Subject
= Priority
= Call-ID

= P-Asserted-ldentity

= After sending all the deferred messages, the IM&e8HALL send a SIP BYE to SIP/IP Core to discarine
the MSRP session with the IM Client.

12.2.2.6 Delivery Report for deleted Messages

When receiving an IM request to delete the storefeed IM message(s), which are not retrievechieyiM user; or when
the expired deferred message(s) undelivered tdebtnation user are deleted by the IM Server|h8erver:

- 1. SHALL check whether the deleted messages indugailure Delivery Report request as defined MON]. If the
request is not included the procedure is stopp#ter@ise, continue with the rest of the steps;

- 2. SHALL use SIP MESSAGE to send a Failure Delivegport to the original sender of the Deferred Mgs$s)
according to rules and procedures of [IMDN].

12.2.2.7 IM Server deleting Deferred Messages

When receiving a REFER request to delete storedrizf Message(s) or when the IM Server decideslaiastored
Deferred Messages, e.g. on expiry, the IM Server:

- 1. SHALL delete the Deferred Message(s) from tleregfe;

- 2. SHALL send a 200 OK as a response to the REEgRest if a REFER request was received;

- 3. SHALL act according to 12.2.2.®¢livery Report for deleted Messafjes

- 4. SHALL update metadata in IM XDMS as described22.2.8 Updating Metadata in IM XDMS

- 5.In case the REFER was received, the IM Serve&klsHsend a NOTIFY request to the client accordiadtte rules
and procedures of [RFC 3515].

12.2.2.8 Updating Metadata in IM XDMS

When storage of a Pager Mode or Large Message Madsage is required, the Deferred Messaging FumStoALL
update the deferred message metadata XML documém iiM XDMS with a new <history> element accoglio [IM-
XDM-Specification].

When deletion of a stored Pager Mode or Large Mgs$éode message is required, the Deferred Mess&gingtion
SHALL update the deferred message metadata XML mectiin the IM XDMS by removing the correspondirtgstory>
element according to [IM-XDM-Specification].
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13 Conversation History Function

The Conversation History Function can be invokethio different ways by an IM user:

- 1. By setting his <hist-settings> activity attribatto “Active” as described in Appendix E.1 or
- 2. By dynamically turning on and off the Conversathistory function during an IM session.

For the first method, the Originating Participatingction determines the settings for the HistogytiSgs when it receives a
session or pager mode request from the origindlihgser and the Terminating Particiapting Functbbrecks the same
settings when it receives a session or messagestdestined to the IM user. If the setting is &€t the IM Server

SHALL automatically record the session or message.

For the second method, the Conversation History#aomis turned on by the IM user at the beginrangluring a session,
and the client adds the Conversation History fuomctis a participant to that session. The Conversétistory Function then
records the messages exchanged during the seShim@onversation History Function is turned offthg IM user at any
time by removing the Conversation History Functésna participant to that session.

Appendix K describes the two methods above.

13.1 Client Procedures

The following sections describe the optional prared that the IM Client SHALL use if it supportsneersation history.

13.1.1 Requesting History during IM Session

When the Participant wants to store a copy of Mi&ession during an ongoing IM Session, the IM @liean then invoke
IM History. The IM Client:

- 1. SHALL, if the “isFocus” feature tag is not sgtthe acknowledgement of this session:

a. follow the procedures as specified in section 761°IM Client extends 1-to-1 IM Session to a confer&nce
and;

b. add History@hostname to the URI list accordingdt@ft-URI-list].

- 2. SHALL, if the isFocus feature tag is set by dlcknowledgement of this session:

a. generate an initial SIP REFER request as spddifi section 7.1.1.Xeneral"and according to rules and
procedures of [RFC3515].

b. set the Request-URI of the SIP REFER requéddtsimry@hostname

c. setthe Refer-To header of the SIP REFER redqadbe IM Session Identity of an ongoing IM Seassio
according to rules and procedures of [RFC3515].

d. setthe REFER method to INVITE. This will catise IM Server to invite itself to the ongoing corgfiece.
- 3. MAY include in the Request-URI a Historyfilenamé-parameter “Historyfilename =user_provided_filame” as
specified in E.5"URI parameter".

NOTE: The inclusion of the historyfilename uri-paxeter in case of the On-demand recording is notdaizny, as it
is not needed by the IM Server for further progegdiy the History IM Function. If not set, the Hist IM
Function will assign a file name to the historgfil

An IM user will be informed by a NOTIFY when thecoeding starts as described in [RFC3515].

When the SIP/IP Core corresponds with 3GPP/3GPRZ, thk IM Client SHALL use 3GPP/3GPP2 IMS mechasism
according to rules and procedures of [SGPP TS 24 28GPP2 X.S0013.004] with the clarificationsygn in this section.
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13.1.2 Requesting to End History during IM Session

When the Participant wants to terminate an ongoéagrding of an IM Session, the IM Client

- 1. SHALL generate an initial SIP REFER requestpesiied in section 7.1.1.eneral"and according to rules and
procedures of [RFC3515];

- 2. SHALL set the Request-URI of the SIP REFER rstjteHistory@hostname;

- 3. SHALL set the Refer-To header of the SIP REF&gRiest to the IM Session Identity of the Conferesession
according to rules and procedures of [RFC3515];

- 4. SHALL set the method parameter "BYE" in the Réfe header. This will cause the IM Server to emal t
communication of ongoing conference.

A NOTIFY message will be received when the recagdnds, as a result of sending the REFER message.

When the SIP/IP Core corresponds with 3GPP/3GPFR, tivk IM Client SHALL use 3GPP/3GPP2 IMS mechasgism
according to rules and procedures of [ 3GPP TS224 /3GPP2 X.S0013.004] with the clarificatiorigan in this section.

13.1.3 User Initiates a Request to Retrieve IM History

Upon receiving a request from an IM User to re&i&M History, the IM Client:

- 1. SHALL generate an initial SIP INVITE requestsgecified in section 7.1.1"General’;
- 2. The IM Client SHALL set the Request-URI of th& SNVITE request to History@hostname;

- 3. SHALL include in the SIP INVITE request a MIMED8 body as a SDP offer according to rules and phares of
[RFC3264], [RFC4566], and [MSRP]:

- a.include the Media Parameters being offered bylithClient for the IM Service:
- b. set the media direction attribute to a=recvonly.
- 4. SHALL include a list of History references adidled in [draft-URI-list].

- The URI-list SHALL contain a list of message ID&presenting each stored history item (list of misteference(s)
according to the definition in [IM-XDM- Specificatn] that identifies the stored history that the ustr wants to
retrieve.

On receiving a SIP 200 "OK" response to the SIPIINB/requests the IM Client SHALL store the listaafpported SIP
methods if received in the Allow header.

When the SIP/IP Core corresponds to 3GPP/3GPP21iMSM Client SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules arzeduwes of [3GPP TS 24.229]/ [3GPP2 X.S0013.00u the
clarifications given in this section.

13.1.4 Retrieving History Metadata

At the end of the History recording, or at any tiafter that, the Client MAY retrieve the History tadata as described in
[IM-XDM- Specification]. The metadata will containformation about all the History contents storedthe user, including
the History Reference assigned by the Conversétistory Function for each History. The History Refiece can be used by
the IM Client to retrieve the corresponding Histopntent.

13.1.5 Deleting one particular stored history

When an IM Client receives instruction from the ligler to delete a particular history, the IM Client;

- 1. SHALL, generate an initial SIP REFER requestfaeified in section 6.1.2"General"and according to rules and
procedures of [RFC3515];

- 2. SHALL set the Request-URI of the SIP REFER rstjtesip: Delete@hostname;

- 3. SHALL, set the Refer-To header of the SIP REF&dRiest to the history reference as defined in.23Storage for
History” of the particular stored history to be deletedading to rules and procedures of [RFC3515];

- 4. SHALL set the REFER method to INVITE accordingtles and procedures of [RFC3515]. And additiceithe
SDP directional attribute of the SDP media linen¥ to “a” = recvonly;
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- 5. Upon receiving an incoming SIP NOTIFY requesitt il part of the same dialog as the previously S& REFER
request the, IM Client SHALL respond with 200 Okcaxding to rules and procedures of [RFC3515].

When the SIP/IP Core corresponds with 3GPP/3GPRZ, thk IM Client SHALL use 3GPP/3GPP2 IMS mechasism
according to rules and procedures of [3GPP TS 24 28GPP2 X.S0013.004] with the clarificationsygn in this section.

13.1.6 Deleting multiple selected histories

Upon receiving a request from the IM User to detetstiple selected stored histories, the IM Client:

- 1. SHALL generate an initial SIP REFER requess@exified in section 6.1.2'General"and according to rules and
procedures of [RFC3515 J;

- 2. SHALL set the Request-URI of the SIP REFER rstjtesip: Delete@hostname;

- 3. SHALL include a MIME resource-lists body withethist of the selected multiple history referenteebe added
according to rules and procedures of [draft-mudtidfer;

- 4. SHALL include a Refer-To header with a pointeah URI-list in a body part containing the MIMEcairce-list
body according to rules and procedures of [drafttipla-refer];

- 5. SHALL set the SDP directional attribute of thedia line = “m” to “a” = recvonly;

- 6. SHALL set the Norefer-Sub header to “true” ading to rules and procedures of [draft-ietf-siperedvith-
norefersub-03]; and,

- 7. SHALL include the “multiple-refer” option-tag the Require header field of the REFER accordingites and
procedures of [draft-ietf-sip-refer-with-norefers8y.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, thk IM Client SHALL use 3GPP/3GPP2 IMS mechasism
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.004] with the clarificationsy@h in this section.

13.1.7 Deleting all histories

When an IM Client receives instruction from the lider to delete all stored histories in a user'saet; the IM Client;

- 1. SHALL, generate an initial SIP REFER reques@ecified in section 6.1.2"General"and according to rules and
procedures of [RFC3515];

- 2. SHALL set the Request-URI of the SIP REFER rstjtesip: Delete@hostname

- 3. SHALL, set the Refer-To header of the SIP REFé&giest to the Conversation History Function as sip
History@hostnamaccording to rules and procedures of [RFC3515];

- 4. SHALL set the REFER method to INVITE accordingules and procedures of [RFC3515] and additigrest the
SDP directional attribute of the SDP media linen¥ to “a” = recvonly.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, thk IM Client SHALL use 3GPP/3GPP2 IMS mechasism
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.004] with the clarificationsy@h in this section.

13.2 Requests Received by the Conversation History Function

The following sections describe the optional prared that the IM Server SHALL use if it supportsieersation history.

13.2.1 Request for Retrieving stored History

On receipt of the initial SIP INVITE request ther@ersation History Function:

- 1. SHALL reject the SIP INVITE request with an appriate reject code as specified in [RFC3261] urdetain
conditions, e.g.

a) when a P-Asserted-ldentity is not present.
- 2. SHALL store the list of supported SIP method®deived in the Allow header;
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- 3. SHALL verify that the SDP body has the mediadiion attribute set to a=recvonly; and if it does the IM Server
SHALL return a SIP SIP 488 “Not Acceptable HereSpense with the correct SDP parameters;

- 4. SHALL verify that the INVITE body includes a UHR$t.

Upon verifying P-asserted-identity of a user in tR®ITE request, The Conversation History Functperforms the
following

- 1. SHALL generate SIP responses according to andsprocedures of [RFC3261];

- 2. SHALL include Server header to indicate the Bease version as specified in AppendiRElease version in User-
agent and Server headers”

- 3. SHOULD include an Allow header with all suppar®IP methods;
4. SHALL include the IM Session Identity in the Gact header, as described in [RFC 4579];

5. SHALL include a MIME SDP body as a SDP answehaSIP 200 "OK" response according to rules andgdures
of [RFC3264], [RFC4566] [RFC4566] as follows:

- a). set the direction attribute to a=sendonly.
- 6. SHALL send the SIP 200 "OK" response to the IN&r@.

The Conversation History Function:

- 1. SHALL process the INVITE request by retrieviragk of the history references, as defined in [eldddt-list];
- 2. SHALL deliver the content of the each historference indicated in the URI list of the incomitMITE;

- 3. Messages in the MSRP SEND SHALL be sent as egfim section 13.3.3History Delivery- User Plane’
When the SIP/IP Core corresponds with 3GPP/3GPFR, thke IM Client SHALL use 3GPP/3GPP2 IMS Session

establishment mechanisms according to rules armegdwes of [3GPP TS 24.229] / [3GPP2 X.S0013.00d] tle
clarifications given in this section.

13.2.2 Creating SIP Session History
13.2.2.1 General

On receipt of the initial SIP REFER request the ¥&osation History Function:
- 1. SHALL reject the SIP REFER request with an appate reject code as specified in [RFC3515] e.g.

a) when a P-Asserted-Identity is not present thesdéer SHALL reject the request with a SIP 401 dlwhorized”
response. The IM Server SHOULD include a Warningdee with the warning text set to '127 Serviceanghorised'
as specified in subclause 5\WWarning header”;

b) when the IM History determines that there isemmugh resources to handle the IM Session, theeiMer SHALL
reject the request with a 486 “Busy Here” respoiive. IM Server SHOULD include a Warning headentiaening
text set to '122 Function not allowed' as specififesubclause 5.6 "Warning header”;2. SHALL stdre list of
supported SIP methods if received in the Allow lezad

When generating SIP responses the Conversationriistinction:

- 1. SHALL generate SIP responses according to anesprocedures of [RFC 3515];

- 2. SHALL include Server header to indicate the Bease version as specified in AppendixRetease version in User-
agent and Server headérs

- 3. SHOULD include an Allow header with all suppalr®IP methods.
13.2.2.2 Receiving SIP REFER

Upon receiving a SIP REFER request to start or klispory recording dynamically, the History Functjghe IM Server:

- 1. SHALL perform actions to verify the Authenticdt®riginator's IM Address of the inviting IM Usendauthorize the
request . If is the IM User is not authorized thkServer SHALL return a SIP 403 "Forbidden" resporkhe IM server
SHOULD include an Warning header with the warrtieg set to '127 Service not authorised' as sigekif subclause
5.6"Warning headef'. Otherwise, continue with the rest of the steps;
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2. If the REFER is without a method or if the meth® set to INVITE:

a) SHALL extract the IM History Filename from thalue of the filename attribute in the Request-URitbty
Type uri-parameter in the SIP REFER request, iharcattribute is present;

b) SHALL generate a SIP INVITE to the IM Sessioentty according to procedures in section 13.3.1.2
“Generating a SIP INVITE".

- 3. Ifthe REFER method is set to BYE:

a) SHALL generate a SIP BYE request;

b) SHALL set the Request-URI to the IM Session tdgmeceived in the Refer-To header of the recé\REFER;
¢) SHALL include the SIP URI of the initiator ofdhrequest in the From header field;

d) SHALL send the BYE request according to theswaed procedures of the SIP/IP core.

- 4. SHALL generate a SIP 2xx final response to thieEEFER request according to rules and procecfrggFC3515];

- 5. SHALL send the SIP 2xx final response to the BEFER request towards the IM Client accordingites and
procedures of the SIP/IP Core;

- 6. SHALL generate and send&# NOTIFY to IM User to report the outcome of 8k INVITE or SIP BYE if the
Norefer-Sub header is set to “false” or is not pres

When the SIP/IP Core corresponds with 3GPP/3GPR, the IM Server SHALL use 3GPP/3GPP2 IMS mechagism
according to rules and procedures of [3GPP TS2Z3}/2[3GPP2 X.S0013.004] with the clarificatiorigan in this section.

13.2.3 Storage for History
- 1. Each time the IM Server receives a SIP messageMSRP Session to be stored on behalf of theeddiM User, the
IM Server:

- a). SHALL determine if enough resources are avkiladstore the SIP Message and If there aremmigh
resources, the Conversation History Function:

- i. SHALL not record the MESSAGE message,;
- ii. SHOULD send a system message to the user itidgcthat there is not enough storage for Histegording.
- b). If enough resources are available, continustegt 4.

- 2. Each time the IM server receives an MSRP SENpeasof a Large Message Mode, to be stored onlbehthe
served IM User, the Conversation History Function:

- a) SHALL determine if enough resources are avalablistore the Large message and If there arenmotgh
resources, the Conversation History Function:

- 1. SHALL stop recording and discard any portiofishe chunked Large message already received;
- ii. SHOULD send a system message to the user itidgcthat there is not enough storage for Histegording.
- b) If enough resources are available, continu¢eat 4.

- 3. Each time a server receives a MSRP SEND messapgart of an IM session to be stored on behdtlieterved IM
user, the Conversation History Function:

- a) SHALL determine if enough resources are avalablstore the MSRP SEND message and If thereaire
enough resources, the Conversation History Function

- i. SHALL stop the recording;

- ii. Ifthe SEND is a chunked part of a large mggesaxchange during a session , the Conversatidoriis
Function SHALL reject the message with an MSRP #Eponse and SHALL discard the other chunks df tha
message;

- ii. Ifthe SEND is a part of a session exchartbe,Conversation History Function SHALL keep ttered
portion of the session;

- iv. The Conversation History Function SHALL leabe conference by sending a SIP BYE to the conéeren
server;

- v. SHOULD send a system message to the user iitjctat there is not enough storage for Histooprding.
- b) If enough resources are available, resume psotgat step 5;
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- 4. SHALL, in case of SIP MESSAGE request, storecitraplete message including all the header fiehdiskadies of
the SIP MESSAGE request;

- 5. SHALL, in the case of MSRP session, store tHeving:
0 All Relevant headers of SIP INVITE and 200 OK of #ession establishment of the history session

for example
= From
= To
= P-Asserted-ldentity
=  Subject
= Date

- 6. SHALL store the content of the message exchaagédallows:

= For Large Message mode: The MSRP SEND requestdimgjlall headers, the timestamp
for when the IM Server received the message anddimplete content of the msrp
message

= For a session mode messaging: Each MSRP SEND tdquksling all headers, the
timestamp for when the IM Server received the ngssend the complete message content
of the MSRP SEND’s as it was received.

= Relevant headers of the SIP BYE request

7. SHALL assign a unique history reference for estdned message in the form of a URI as definefRBC 2396] (e.qg.
abd234@mailserver.example.cdm

8. SHALL store the history in the served IM usextount of the IM Server's message store entity;

9. SHALL store meta data in XDMS [IM-XDM- Specifitan] as described in 12.2.2.8pdating Metadata in IM
XDMS'.

13.24 SIP BYE request

Upon reception of a SIP BYE request from the CdlitigpIM Function, the Conversation History Funatio

- 1. SHALL release User Plane resources associatédhd Session;

- 2. SHALL update XDMS with metadata and referencedwotent created by the user plane so that retigesgrvices can
consider them as one set of meta data relating@diogpto the instructions inStore Metadatg and,

- 3. SHALL generate a 200 “OK” response accordingutes and procedures of [RFC3261].

When the SIP/IP Core corresponds with 3GPP/3GPRZ, thk IM Server SHALL use 3GPP/3GPP2 IMS mechagism
according to rules and procedures of [3GPP TS 24 28GPP2 X.S0013.004] with the clarificationsygn in this section.

13.2.5 Request to delete History
13.25.1 Deleting Mechanism

Deleting always results in an item taken from autagfolder or storage and transferred into a “DEEEin” or Garbage
collector bin. To enable this mechanism in IM seeyia garbage collector bin or “ DELETE bin” isidefin the IM system
as “DELETEDIn” and is associated with a URI: dielete@hostnameavhere the hostname is the operator domain pagintin
the particular location of the garbage collector,dxample sipDelete@mailserver.operator.domain

13.2.5.2 IM Server deleting History files

When receiving a REFER request to delete storetbiifiles or when the IM Server decides to dekgtwed History files
e.g. based on operator policy, the IM Server:
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- 1. SHALL delete the History files from the Storage;
- 2. SHALL send a 200 OK as a response to the REEgRest if a REFER request was received;
- 3. SHALL update metadata in IM XDMS as described3r3.2 ‘Updating XDMS; and,

- 4.In case the REFER was received, the IM ServekliHsend a NOTIFY request to the client accordiagdtte rules
and procedures of [RFC 3515].

13.2.6 Request to End History Recording

Upon receiving from the IM Client a SIP REFER resfugith the method parameter set to value "BYEhm Refer-To
header, the Conversation History Function:

- 1. SHALL perform the actions to verify the Autheratied Originator’s IM Address of the IM Client aadthorize the
request, and if it is not authorized the IM SerSelALL return a SIP 403 "Forbidden" response. Theskwer
SHOULD include an Warning header with the warniext set to '127 Service not authorised' as sgekifi subclause
5.6"Warning header”; otherwise continue with the rest of the steps;

- 2. SHALL examine the URI in the Refer-To headethaf SIP REFER request and

a) if the URI is an identity of an existing IM Sessand the Conversation History Function is aiBigdnt of that
IM Session, the IM Server:

i. SHALL generate a SIP 2xx final response to thHe BEFER request according to rules and procedafres
[RFC3515];

ii. SHALL check the presence of the Refer-Sub heafléhe SIP REFER request and if it is presentiaind
has the value “false” then the IM Server SHALL umb in the response to the SIP REFER request a-Refe
Sub header set to “false” according to rules andgutures of [draft-norefersub];

iii. SHALL send the SIP response to the SIP REF&fRest towards the IM Client according to rules and
procedures of the SIP/IP Core;

b) if the URI is not an identity of an existing I8kssion, the IM Server SHALL:

i. if the method parameter in the Refer-To heasempty continue according to 13.2.2.2
“Receiving SIP REFERWithout returning to this procedure; otherwisetomne with the next steps;

ii. SHALL return a SIP 404 “Not Found” response.
- 3.The Conversation History Function SHALL genemat8lP BYE according to rules and procedures ofL7L2IM
Client leaving an IM Sessiand acting as a IM Client for the Controlling Samv

- 4. SHALL if the Refer-Sub header is not preseris@et to “true” in the SIP REFER request, geneaatksend to the
IM Client SIP NOTIFY request(s) as specified intg@mt 7.2.2.10 Generating a SIP NOTIFY request to the SIP REFER
request”based on the progress of the BYE request.

NOTE: A SIP REFER request according to rules anggutures of [RFC3515] or [draft-multiple-referjas implicit
subscription to event “refer” in case the Refer-8ehder is not present or is set to “true”.

When the SIP/IP Core corresponds with 3GPP/3GPR2, tive Conversation History function SHALL use 3G&PP2
IMS mechanisms according to rules and procedur§&@GRP TS 24.229] / [3GPP2 X.S0013.004] with thegifitations
given in this section.

13.2.7 End History Recording

When one of the following conditions occurs:

- a) A natification that a session has ended is veckfrom the Originating or Terminating ParticipatiFunctions;
- b) Memory capacity for storage has been reached.

- The IM Server SHALL:

- 1. Stop History recording;

- 2. Update the History XDMS as described in 13.8Jpdating XDMS.
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13.3 Requests Initiated by the Conversation History Function

The following sections describe the optional prared that the IM Server SHALL use if it supportsieersation history.

13.3.1 Inviting the Conference Function
13.3.1.1  General

The Conversation History Function SHALL generaterdgtial SIP request according to rules and proceslof [RFC3261].
The Conversation History Function:

- 1. SHALL include an Accept-Contact header with lfMefeature-tag ‘+g.oma.sip-im' along with ‘accordito rules and
procedures of [RFC3841] in all initial SIP requegst

- 2. SHALL include a User-Agent header to indicat lfil release version as specified in AppendiReltase version in
User-agent and Server headérs

- 3. SHOULD include an Allow header with all suppakr®IP methods;

- 4. SHALL include the option tag 'timer' in the Soped header;

- 5. SHOULD include the Session-Expires header whithrefresher parameter set to "uac" accordinglés and
procedures of [RFC4028].

On receipt of a SIP final response or SIP provigioasponse to the SIP request, the Conversaistomiy Function:

- 1. SHALL store the list of SIP methods that the®drver supports if received in the Allow headed,an
- 2. SHALL store the contact if received in the Canfzeader.

On receipt of the SIP 200 "OK" response to thedh&IP INVITE request the Conversation HistorynEtion:

- 1. SHALL start the SIP Session timer using the @akceived in the Session-Expires header accotdinges and
procedures of [RFC4028].

When the SIP/IP Core corresponds to 3GPP/3GPP2thé¢SM Client SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules arceduwes of [3GPP TS 24.229]/ [3GPP2 X.S0013.00# the
clarifications given in this section.

13.3.1.2 Generating a SIP INVITE

The Conversation History Function:

- 1. SHALL generate an initial SIP INVITE requestspecified in section 13.3.1.1"General” with thddaling
clarification: set the Request-URI of the SIP IN¥lrequest to the to the Session Identity receingbe Refer-To
header field, if SIP REFER is received from an@lknt,

2. SHALL include the SIP URI of the initiators dfet request in the From: header field;

3. SHALL include in the SIP INVITE request a MIMD8 body as a SDP offer according to rules and phaes of
[RFC3264], [RFC45566], and [MSRP];

- 4. SHALL send the SIP INVITE request towards theSgrver according to rules and procedures of tRéSICore.

On receiving a SIP 200 "OK" response to the SIPIINB/request, the Conversation History Function:

- 1. SHALL store the list of supported SIP method®deived in the Allow header;
- 2. SHALL store the IM Session Identity if receiviadthe Contact header as described in [RFC 4579];
- 3. SHALL store all the SIP Headers;

4. SHALL subscribe to the Conference State Evenk&ge by sending a SIP SUBSCRIBE request to obtain
information of the status of an IM Session accaydim 7.1.1.11fM Client subscription to the conference state ¢ven
packagé;

5. SHALL, if the Conversation History Function aptethe SIP Session invitation, interact with treetJPlane as
specified in 13.3.3History Delivery — User Plarfe
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When the SIP/IP Core corresponds to 3GPP/3GPP21iMSM Client SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armefdwes of [3GPP TS 24.229] / [3GPP2 X.S0013.00d] tle
clarifications given in this section.

13.3.2 Updating XDMS

When storage of an IM history is required (e.gssg or large message or pager mode messag€&ottversation History
Function SHALL update the history metadata XML doeunt in the IM XDMS with a new <history> elementaading to
[IM-XDM-Specification].

When deletion of a stored history content is regfljithe Conversation History Function SHALL updtie Conversation
history metadata XML document in the IM XDMS byneving the corresponding <history> element accaydn[IM-
XDM-Specification].

13.3.3 History Delivery — User Plane

After the IM Server has established an IM sessiodeliver history messages to the served IM Ubker]W Server
constructs MSRP SEND request for each history eefa. Sending of messages SHALL follow the procesiand rules of
[MSRP].

13.3.3.1 For Pager Mode Messages

The IM Server sends MSRP SEND with the encapsulsisgdry IM message and the timestamp receivedhéyN Server
to the IM Client through the MSRP channel estalgliths follows:

- 1. SHALL generate MSRP SEND request for each histbessage:

= Each generated MSRP SEND request SHALL be of Cofftgme “Multipart/mixed” and carry the history
Message as payload with the following clarification

o0 Each history message SHALL include the timestarnopived by the IM Server in SIP headers;

0 The Original headers in the history messagesCa#-IDs and message-id in case of MSRP SEND,
SHALL not be altered by the IM Server;

0 SHALL encapsulate the stored “SIP MESSAGE” requétit the Content-Type of either
message/sip or message/sipfrag, according to tuegures of [RFC3261] or [RFC3420],
respectively;

0 SHALL encapsulate the stored “MSRP SEND” (i.e. pagale with MSRP session) with the
Content type message/msrp.

- 2. After sending all the history messages, the BvWw8r SHALL send a SIP BYE to SIP/IP Core to distext the MSRP
channel with the IM Client.

13.3.3.2 For stored IM Session
The IM Server SHALL retrieve the stored IM Sessitistory and for each of them behave as following:
Each incoming MSRP SEND SHOULD be sent in the otldey arrived to the Conversation History Function;
Each MSRP SEND SHOULD be reconstructed with thgioal meta data and sent as it was received,;
SHALL encapsulate “MSRP SEND” messages with thet@artype message/msrp;

After sending all the history conversation, the $drver SHALL send a SIP BYE to SIP/IP Core to disezt the
MSRP channel with the IM Client.
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14 System Concepts
14.1 Security

The IM service environment must be protected agamsuse and attacks and it must provide user gyivehere are several
aspects to be considered: Service access confifosighalling security in general and protectiorusér messages/media in
SIP MESSAGE and in the User Plane. For user meSsadé security, source origin authentication isnaportant feature.

14.1.1 General

The IM Service environment SHOULD rely on / reusewsity features/ mechanisms provided by the ugoherISIP/IP

Core, to e.g. secure the service environment atitbaticate users. Such dependence will be the &sbamthe basis for the
security architecture. The SIP/IP Core is assurngutdvide user authentication and integrity andi¢olly) confidentiality
protection of SIP signaling as defined in [3GPP3BX03]. When the SIP/IP Core corresponds to 3GPPF2 IMS, and

the User Equipment contains USIM/ISIM or UIM/R-UlMhutual authentication between the user and th8FSEore

SHALL be applied as specified in [3GPP TS 33.2@&PP2 S.R0086-0AIl IM users SHALL be securely authenticated to
allow reliable access control to IM services.

The SIP/IP Core also needs to ensure, during raiemt, that the registered IM users public andqig address is allocated
and authorized to be used by that User in ordprawent spoofing attacks as identified in Appertglix

Note that the user plane is not a part of the BIEdre Security.

14.1.2 Trust Model

The IM trust model for SIP signalling is based amnusted network model with hop-by-hop security gnoixy
authentication. In those cases the intradomainrggésiinsufficient, IM Servers SHOULD authentieaind secure
communication to other servers/proxies accordin@®&PP TS 33.210]. For inter-domain security, IM\&es SHALL rely
on communication channels that are protected aowptd [3GPP TS 33.210].

If the IM Server acts as originating UA then it SHAsupport P-Asserted-Identities according to [3GFSP24.229].

14.1.3 SIP signalling security
The SIP signalling security mechanisms/featuresri#sd here cover signalling and user messaginggusiP MESSAGE.

14.1.3.1 Integrity and confidentiality protection

The integrity and optional confidentiality protemtimechanism SHALL be used as specified in 3GPB3I&03/3GPP2
S.R0086-0 when the SIP/IP core corresponds to 382 IMS. Otherwise appropriate Integrity and @enrftiality
mechanisms should be used.

NOTE: [RFC3261] mandates the support for HTTP digeshentication [RFC2617 according to] if autheation is
performed. However, the 3GPP standard overrulesdnjuirement (as well as the requirement of TL&yas

14.1.3.2  Assurance of user identity

For assurance of user identities and for souragroauthentication of SIP Signalling the IM ServBEALL use P-Asserted-
Identities according to [3GPP TS 24.229] in thigase.

If the IM Server acts as an originating UA theSHALL support P-Asserted-Identities according tGEP TS 24.229].
14.1.3.3 SIP MESSAGE Security

In particular, a SIP MESSAGE SHALL be secured adicwy to TS 33.203, TS 33.210.and [3GPP TS 24.228¢n the
SIP/IP core corresponds to 3GPP IMS. Otherwiseaguate security mechanisms should be used.
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14.1.4 User Plane security

The IM service User Plane communication betweerCIdnt and IM Client, IM Client and IM Server, abdtween IM
Servers SHOULD be protected to support the intggritd confidentiality of the communication. Sucbtpction is not
provided by the SIP/IP Core according to IMS forP3%§2).

14.1.5 Relation between SIP Signalling and User Plane Security

The security model requires that user authentinatitd SIP Sessions SHALL be securely coupled tedhesponding User
Plane communications to ensure that the user iggrgource origin is the same in both instances.

14.1.5.1 Denial of Services

The IM Server should mitigate and warn for DoS IR Signalling and User Plane when appropriate.

14.1.6 XDMS Security

The XDMS security model is based on IM user autlation for access control and protection of thegwnication
between the user and the Aggregation Proxy (AP).

The XDMS security and Privacy model is describe@MA-AD-Presence_SIMPLE-V1 and in OMA-AD-
XDMS_SIMPLE-V1.

14.2 Authorization

The IMS Core can authorize a user to access acgetdbwever, the service SHOULD make an authoonatiecision of
what the user is entitled to do.

The same applies to XDMS, where the AP shall makawhorization decision if the user may accesséneice, while the
service SHALL make an authorization decision of titha user may do.

14.3 Privacy

An IM User MAY request privacy for the identity tife IM User meaning that the IM Address of the IeUis hidden from
other IM Users. The IM Client SHALL use mechaniste$ined in [3GPP TS 24.229] to request privacy wtnenSIP/IP
core corresponds to 3GPP IMS. Otherwise approppigdacy mechanisms should be used such as theseélakd in
[RFC3323] and [RFC3325].

If an inviting, invited or joining IM User requegtsivacy of his IM Address then the following procees SHALL take
place in the system operating in the trusted do¢agin

» The IM Server performing the Controlling IM Funati®HALL retain privacy information of the Particita for the
duration of the IM Session.

» The SIP/IP Core serving the invited IM User SHAUloyide the privacy of the IM Address of the invgitM User on
Control Plane at the IM-1 reference point.

e The IM Server performing the Controlling IM Functi®HALL provide the privacy of the IM AddressesRarticipants
when providing the Participant information notifiicas.

* The IM Server performing the Controlling IM Functi®HALL provide the privacy of the IM Address okthalking IM
User at the IM-3 and IM-4 reference points.

If privacy for the identity is not requested th&h $ervers and SIP/IP Core passes the IM Addretiseahviting IM User to
the invited IM User.

If privacy for the identity is requested the IM $er SHALL perform the following actions:

* In case of adhoc groups or one-to-one communicatioprivacy is not allowed according to the IMr8er policy,
the involved entity SHALL reject the request.
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« In case of predefined groups : if privacy for tHeritity is not allowed in the IM Group authorizatiules as
specified in [Shared-Group-XDM], the involved ept8HALL reject the request.

When SIP/IP Core corresponds with 3SGPP/3GPP2 IMB ghivacy mechanisms as defined in [3GPP TS 2#[222PP2
X.S0013.004] are used ; otherwise appropriate pyivaechanisms should be used such as those desiriffRFC3323]
and [RFC3325].

User’s Personal Information SHALL be protected bgguate security.
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15Timers

This section explains various timers maintainedNbyserver and IM Client.

15.1 Timers in the IM Server

TIMER TIMER VALUE CAUSE OF START NORMAL STOP ON
EXPIRY
Tsl Configurable When an IM Server sends a  |At the reception of the When Ts1 expires it is
Time limit for [Min - 0 seconds Systgm Message which response to S_ystem Message |concluded that the response
receiving requires response from an IM |from an IM Client. for System Message has not
response for Recommended value: Client within a specified time been received and IM Server
System Operator configuration period. applies local policy.
Message’ NOTE: When an IM Sever
intends to block access of IM
Service immediately after
sending System Message, the
minimum value (Min) should
be setas ‘0.
Ts2 Configurable 1. When a Controlling IM At the reception of delivery When Ts2 expires,
‘Aggregating |Recommended value: gerver receives a rt_equelst for ncinflc(;atéoln,\; g?m ta” the 1. The Controlling IM
Delivery Operator configuration .rtﬂUp commturz;cda ll(')n along |intende 1ents. Server shall aggregate
Notifications’ wi t'f_ag?rega € ? very all stored notifications
nottication request. and send the aggregated
2. Re-start according to the notification to IM Client
operator’s policy, when not all that requested for
notifications have been aggregated delivery
received by the Controlling IM notification.
Server. Re-start Ts2 according to the
operator’s policy.

Table 1: Timers in the IM Server

15.2 Timers in the IM Client

TIMER TIMER VALUE CAUSE OF START NORMAL STOP ON
EXPIRY
Tcl Configurable When the 200 OK response |If the instruction to send When Tcl expires it is
Time limit for |Recommended value: Client for the last MSRP SE_ND is another file or §erigs c_>f files to conclu_ded that there are no
additional file |configuration (e.g. 30 reg:elved py the; sending IM the same destination is  |more fllgs to transfer and IM
transfer’ seconds) Client during File Transfer. received from the user in File [Client will release the session.
Transfer.
Tc2 Configurable On receiving 202 Accept If delivery report is received  |When Tc2 expires it is
Time limit for IRecommended value: Client |T€SPonse from _the IM Server, [for the original Pager mode conclude_d that there are no
storing configuration when the IM Cll_ent has ~ [message sent. more delivery reports
Message-ID requgsted a delivery report in expected and IM C_Ilent
at minimum’ sending Pager mode removes temporarily stored
message parameters e.g. Message-ID,

stored at minimum.
Tc3 Configurable On IM Client leaving the IM If the IM Client re-joins the IM |When Tc3 expires IM Client
‘Time limit for [Recommended value: Client Session. Session. removes temporgrily stored
storing IM configuration IM Session Identity.
Session
Identity’

Table 2: Timers in the IM Client
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Appendix A Change History (Informative)
A.1 Approved Version History

Reference Date Description
n/a n/a No prior version
A.2 Draft/Candidate Version 1.0 History
Document Identifier Date Sections Description
Draft Versions: 30 Oct 2005 Incorporates input to committee:
OMA-TS-IM_SIMPLE-V1_0_0 22 Nov 2005 | 7AppE,J Incorporates input to cortesait

OMA-IM-2005-0717R01
OMA-IM-2005-0726R01
OMA-IM-2005-0730

12 Dec 2005 Incorporates input to committee:
OMA-IM-2005-0749R01
OMA-IM-2005-0753R01
OMA-IM-2005-0754R01
OMA-IM-2005-0755R01
OMA-IM-2005-0756R01
OMA-IM-2005-0758R01
OMA-IM-2005-0759R01
OMA-IM-2005-0760
OMA-IM-2005-0761
OMA-IM-2005-0764R01
OMA-IM-2005-0766R02
OMA-IM-2005-0767R01
OMA-IM-2005-0768R01
OMA-IM-2005-0769R01
OMA-IM-2005-0770R01
OMA-IM-2005-0772R01
OMA-IM-2005-0774R01
OMA-IM-2005-0775R01
OMA-IM-2005-0776R01
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Document Identifier

Date

Sections

Description

23 Feb 2006

Following documents are incorporated
OMA-IM-2006-0008R01
OMA-IM-2006-0009
OMA-IM-2006-0010
OMA-IM-2006-0011
OMA-IM-2006-0013
OMA-IM-2006-0014
OMA-IM-2006-0015R01
OMA-IM-2006-0016
OMA-IM-2006-0017-
OMA-IM-2006-0018
OMA-IM-2006-0019
OMA-IM-2006-0022
OMA-IM-2006-0021R01
OMA-IM-2006-0043R01
OMA-IM-2006-0042R01
OMA-IM-2006-0041
OMA-IM-2006-0040
OMA-IM-2006-0039R01
OMA-IM-2006-0038
OMA-IM-2006-0037
OMA-IM-2006-0036R02
OMA-IM-2006-0035
OMA-IM-2006-0034R01
OMA-IM-2006-0032
OMA-IM-2006-0031R02
OMA-IM-2006-0030R01
OMA-IM-2006-0029R01
OMA-IM-2006-0028R01
OMA-IM-2006-0027R01
OMA-IM-2006-0026
OMA-IM-2006-0025
OMA-IM-2006-0024
OMA-IM-2006-0046R01
OMA-IM-2006-0046R01
OMA-IM-2006-0048
OMA-IM-2006-0047R01
OMA-IM-2006-0049R01
OMA-IM-2006-0050
OMA-IM-2006-0051

23 Feb 2006

OMA-IM-2006-0056
OMA-IM-2006-0057R01
OMA-IM-2006-0058R01

20 Mar 2006

Incorporates following contributions
OMA-IM-2006-0099
OMA-IM-2006-0100
OMA-IM-2006-0101R01
OMA-IM-2006-0103R01
OMA-IM-2006-0104R01
OMA-IM-2006-0105
OMA-IM-2006-0106
OMA-IM-2006-0126R02
OMA-IM-2006-0094R01

24 Mar 2006

Incorporates following contributions
6.1.5 IM History
OMA-IM-2006-0086R02
OMA-IM-2006-0074
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Document Identifier Date

Sections

Description

10 Apr 2006

OMA-IM-2006-0088R02
OMA-IM-2006-0090R01
OMA-IM-2006-0092R03
OMA-IM-2006-0093
OMA-IM-2006-0095R01
OMA-IM-2006-0112R01
OMA-IM-2006-0148
OMA-IM-2006-0149R01
OMA-IM-2006-0154R01
OMA-IM-2006-0109R01
OMA-IM-2006-0150R02

12 Apr 2006

Restructure of the TS according tardontion 114 RO1

18 Apr 2006

Restructured TS uploaded to permagh@iiment section

19 Apr 2006

OMA-IM-2006-0086R04
OMA-IM-2006-0087R04
OMA-IM-2006-0089R03
OMA-IM-2006-0178
OMA-IM-2006-0180
OMA-IM-2006-0181

23 May 2006

OMA-IM-2006-0182
OMA-IM-2006-0183
OMA-IM-2006-0184
OMA-IM-2006-0194R01
OMA-IM-2006-0198R01
OMA-IM-2006-0200R01
OMA-IM-2006-0216R01
OMA-IM-2006-0217R01
OMA-IM-2006-0218R02
OMA-IM-2006-0219R02
OMA-IM-2006-0221R01
OMA-IM-2006-0222R01
OMA-IM-2006-0224
OMA-IM-2006-0225
OMA-IM-2006-0228R01
OMA-IM-2006-0229R01
OMA-IM-2006-0233R01
OMA-IM-2006-0235
OMA-IM-2006-0239

08 Jun 2006

Editorial cleanup
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Document Identifier Date

Sections

Description

01 Aug 2006

OMA-IM-2006-0237R02
OMA-IM-2006-0250R01
OMA-IM-2006-0257R01
OMA-IM-2006-0258R01
OMA-IM-2006-0259R01
OMA-IM-2006-0260R01
OMA-IM-2006-0262
OMA-IM-2006-0264R01
OMA-IM-2006-0265
OMA-IM-2006-0266
OMA-IM-2006-0267
OMA-IM-2006-0269
OMA-IM-2006-0270
OMA-IM-2006-0271R01
OMA-IM-2006-0272
OMA-IM-2006-0273R01
OMA-IM-2006-0274R01
OMA-IM-2006-0276R01
OMA-IM-2006-0277R01
OMA-IM-2006-0279R02
OMA-IM-2006-0280
OMA-IM-2006-0281
OMA-IM-2006-0282
OMA-IM-2006-0283

08 Aug 2006

OMA-IM-2006-0256R01

Draft Versions:
OMA-TS-IM_SIMPLE-V1_0

05 Sep 2006

OMA-IM-2006-0169R02
OMA-IM-2006-0289R02
OMA-IM-2006-0302
OMA-IM-2006-0303R01
OMA-IM-2006-0320
OMA-IM-2006-0321R01
OMA-IM-2006-0329R01
OMA-IM-2006-0330R01
OMA-IM-2006-0332
OMA-IM-2006-0333
OMA-IM-2006-0334R01
OMA-IM-2006-0336R01
OMA-IM-2006-0337R01
OMA-IM-2006-0338R01
OMA-IM-2006-0339R01
OMA-IM-2006-0344
OMA-IM-2006-0348R02
OMA-IM-2006-0349R02
OMA-IM-2006-0357

13 Sep 2006

OMA-IM-2006-0097R02
OMA-IM-2006-0297R02
OMA-IM-2006-0314
OMA-IM-2006-0343

26 Sep 2006

OMA-IM-2006-0370R02
OMA-IM-2006-0373
OMA-IM-2006-0377
OMA-IM-2006-0381
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Document Identifier

Date

Sections

Description

02 Oct 2006

OMA-IM-2006-0380
OMA-IM-2006-0383
OMA-IM-2006-0386
OMA-IM-2006-0387R01
OMA-IM-2006-0388
OMA-IM-2006-0390
OMA-IM-2006-0395
OMA-IM-2006-0396
OMA-IM-2006-0397R02
OMA-IM-2006-0398
OMA-IM-2006-0399

19 Oct 2006

OMA-IM-2006-0308R03
OMA-IM-2006-0376R01
OMA-IM-2006-0382R01
OMA-IM-2006-0392R02
OMA-IM-2006-0393R02
OMA-IM-2006-0400
OMA-IM-2006-0401R02
OMA-IM-2006-0402R02
OMA-IM-2006-0403
OMA-IM-2006-0404R01
OMA-IM-2006-0408
OMA-IM-2006-0409R01
OMA-IM-2006-0413R01
OMA-IM-2006-0414
OMA-IM-2006-0423R01
OMA-IM-2006-0425R01
OMA-IM-2006-0427R01
OMA-IM-2006-0431R01
OMA-IM-2006-0433
OMA-IM-2006-0434R01
OMA-IM-2006-0435R02
OMA-IM-2006-0437R01
OMA-IM-2006-0438R01
OMA-IM-2006-0439R01
OMA-IM-2006-0440
OMA-IM-2006-0441R01
OMA-IM-2006-0442R01

OMA-IM-2006-0447
OMA-IM-2006-0448
OMA-IM-2006-0449R01
OMA-IM-2006-0450
OMA-IM-2006-0452R01
OMA-IM-2006-0454
OMA-IM-2006-0456
OMA-IM-2006-0458R01
OMA-IM-2006-0461R02
OMA-IM-2006-0466R01

20 Oct 2006

Final version without change marks

30 Oct 2006

All

Editorial clean-up of document sty
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Document Identifier Date Sections Description
17 Nov 2006 OMA-IM-2006-0472
OMA-IM-2006-0475
OMA-IM-2006-0477
OMA-IM-2006-0478
OMA-IM-2006-0479
OMA-IM-2006-0480
OMA-IM-2006-0481R01
OMA-IM-2006-0482

23 Nov 2006 Editorial cleanup to remove all edéaotes and
OMA-IM-2006-0489
OMA-IM-2006-0491R01
OMA-IM-2006-0493

28 Nov 2006 Editorial cleanup to renumber SCRet&itries and
OMA-IM-2006-0486R02

29 Nov 2006 Functional name changed to SIMPLE IM.
Minor editorial clean-up.

12 Mar2007 Intermediate version with the followigproved CRs incorporated

OMA-IM-2006-0525
OMA-IM-2006-0529
OMA-IM-2006-0530
OMA-IM-2006-0534
OMA-IM-2006-0536
OMA-IM-2006-0539
OMA-IM-2006-0540
OMA-IM-2006-0541R04
OMA-IM-2006-0542
OMA-IM-2007-0002R01
OMA-IM-2007-0019
OMA-IM-2007-0058

16 Apr 2007 OMA-IM-2006-0533R01
OMA-IM-2006-0544
OMA-IM-2006-0547R01
OMA-IM-2006-0557
OMA-IM-2006-0565R02
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Document Identifier Date Sections Description
21 May 2007 OMA-IM-2006-0526R02
OMA-IM-2006-0549R01
OMA-IM-2007-031R02
OMA-IM-2007-063
OMA-IM-2007-065R04
OMA-IM-2007-072R01
OMA-IM-2007-074
OMA-IM-2007-082
OMA-IM-2007-096R01
OMA-IM-2007-097
OMA-IM-2007-112R01
OMA-IM-2007-113R01
OMA-IM-2007-114R01
OMA-IM-2007-116
OMA-IM-2007-117R01
OMA-IM-2007-118
OMA-IM-2007-123
OMA-IM-2007-125
OMA-IM-2007-127R03
OMA-IM-2007-128R01
OMA-IM-2007-129R01
OMA-IM-2007-130R01
OMA-IM-2007-131
OMA-IM-2007-137R01
OMA-IM-2007-138
OMA-IM-2007-139
OMA-IM-2007-142R01
OMA-IM-2007-153
OMA-IM-2007-154R01
OMA-IM-2007-155R03
OMA-IM-2007-157R01
OMA-IM-2007-159
OMA-IM-2007-162R01
OMA-IM-2007-166
OMA-IM-2007-167
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Document Identifier Date Sections Description
06 Jun 2007 OMA-IM-2007-160R01
OMA-IM-2007-161R01
OMA-IM-2007-163R02
OMA-IM-2007-168
OMA-IM-2007-174
OMA-IM-2007-175R01
OMA-IM-2007-176
OMA-IM-2007-177
OMA-IM-2007-178R01
OMA-IM-2007-179R01
OMA-IM-2007-180R01
OMA-IM-2007-185R01
OMA-IM-2007-186
OMA-IM-2007-188R02
OMA-IM-2007-189R01
OMA-IM-2007-190
OMA-IM-2007-191R01
OMA-IM-2007-192R01
OMA-IM-2007-193R02
OMA-IM-2007-194R01
OMA-IM-2007-195R01
OMA-IM-2007-196R01
OMA-IM-2007-197
OMA-IM-2007-199
OMA-IM-2007-200R01
OMA-IM-2007-203R03
OMA-IM-2007-204R01
OMA-IM-2007-207
OMA-IM-2007-209
OMA-IM-2007-210
OMA-IM-2007-211R02
OMA-IM-2007-214
OMA-IM-2007-215
OMA-IM-2007-216R01
OMA-IM-2007-218
OMA-IM-2007-219
OMA-IM-2007-265
OMA-IM-2007-268R01
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Document Identifier Date

Sections

Description

June 15, 2007

OMA-IM-2007-047R01
OMA-IM-2007-083R02
OMA-IM-2007-096R03
OMA-IM-2007-124
OMA-IM-2007-171
OMA-IM-2007-181R02
OMA-IM-2007-208R02
OMA-IM-2007-217R01
OMA-IM-2007-231
OMA-IM-2007-232
OMA-IM-2007-234R01
OMA-IM-2007-236
OMA-IM-2007-237R01
OMA-IM-2007-238R01
OMA-IM-2007-239
OMA-IM-2007-240
OMA-IM-2007-241R01
OMA-IM-2007-242
OMA-IM-2007-251
OMA-IM-2007-252R01
OMA-IM-2007-253
OMA-IM-2007-254
OMA-IM-2007-255R01
OMA-IM-2007-258
OMA-IM-2007-266
OMA-IM-2007-267
OMA-IM-2007-273
OMA-IM-2007-275R01
OMA-IM-2007-278
OMA-IM-2007-279R01
OMA-IM-2007-280
OMA-IM-2007-282R01

13 Jul 2007

OMA-IM-2007-294R02
OMA-IM-2007-303R01
OMA-IM-2007-306

17 Jul 2007

All

Editorial clean-up

20 Jul 2007

Links added in References section

Candidate Versions:
OMA-TS-IM_SIMPLE-V1_0

16 Aug 2007

n/a

Status changed to Candidate

TP doc #: OMA-TP-2007-0301R02-
INP_SIMPLE_IM_ERP_for_Candidate_approval

Draft Versions: 22 Jan 2008

OMA-TS-IM_SIMPLE-V1_0

All

Incorporated agreed CRs:
OMA-IM-2007-0324R01
OMA-IM-2007-0325R01
OMA-IM-2007-0327
OMA-IM-2007-0328
OMA-IM-2007-0352
OMA-IM-2007-0353R01
OMA-IM-2007-0356
Updated 2008 template

Draft Versions: 20 Feb 2008

OMA-TS-IM_SIMPLE-V1_0

Incorporated agreed CR:
OMA-IM-2007-0326R01
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Document Identifier Date

Sections

Description

Draft Versions: 12 Mar 2008

OMA-TS-IM_SIMPLE-V1_0

Incorporated agreed CR:
OMA-IM-2007-0354R01
OMA-IM-2008-0013R01-CR_SCR_Reference_update
OMA-IM-2008-0016R01-
CR_IM_TS_SCR_Add_session_join_policy
OMA-IM-2008-0018-CR_Fix_willingness_tuple
OMA-IM-2008-0019-
CR_Fix_delivery_report_for_deferred_messages

OMA-IM-2008-0020R01-
CR_SCR_MSRP_Session_Mode_Requirements

OMA-IM-2008-0021R01-CR_SCR__PMM_Delivery_Report
OMA-IM-2008-0022R01-CR_LMM_Delivery_Report
OMA-IM-2008-0023R01-SCR_Stsyem_Message_Entries
OMA-IM-2008-0024-CR_Fix_text_of Receiving_SIP_MESSE
OMA-IM-2008-0028R01-CR__P-Asserted-ID_draft
OMA-IM-2008-0029-CR_IM_TS

17 Mar 2008

Incorporated agreed CRs:
OMA-IM-2007-0315R01-CR_Final_Report_in_MSRP_SEND
OMA-IM-2007-0316-CR_Last_attribute_in_Final_Report
OMA-IM-2007-0317R02-CR_Controlling_Function_as_B28U
OMA-IM-2007-0318-CR__Section_7.2.3.2_bug_fix
Removed CR that not agreed:
OMA-IM-2007-0327-CR_Bugfix_Registration.

06 May 2008

All

Incorporated agreed CRs:
OMA-IM-2008-0046-
CR_TS_B2BUA in_terminating_participating_function

OMA-IM-2008-0047-CR_TS_Correcting_final_report
OMA-IM-2008-0048-CR_TS_Referred_By_Header

OMA-IM-2008-0049-
CR_TS_Fixing_headers_in_messages_conference

OMA-IM-2008-0052R01-CR_TS_Clarifying_Deferred
OMA-IM-2008-0058R01-CR_Clarify_Accept_Contact

14 May 2008

All

Editorial cleanup

10 July 2008

All

Incorporated agreed CRs:
OMA-IM-2008-0081-CR_ClarifyAcceptContact
OMA-IM-2008-0082-CR_Corrections_for_accept_contact
OMA-IM-2008-0083-CR_Registration_clarification

20 Aug 2008

SCR tables

Editorial corrections toSIBR tables

Candidate Versions:
OMA-TS-IM_SIMPLE-V1_0

03 Sep 2008

All

Status changed to Candidate
TP doc #: OMA-TP-2008-0330R01-
INP_SIMPE_IM_V1_0_ERP_for_notification
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Appendix B Static Conformance Requirements (Normative)

The notation used in this appendix is specified@PPROC].

B.1 SCR for Session Mode Messaging

B.1.1  Originating Client Procedures for Session Mod e Messaging

Item Function Reference Status Requirement

IMSpec-SMM-C-001 Establishing One to One7.1.1.2 M
IM Session

IMSpec-SMM-C-002 Establishing an IM Ad-| 7.1.1.3 M
Hoc Conference

IMSpec-SMM-C-003 Establishing Pre- 7.1.1.4, M
Defined IM Conference

IMSpec-SMM-C-004 Joining A chat room 7.1.1.10 M

IMSpec-SMM-C-007 Adding usersto an IM | 7.1.1.7 M
Conference session

IMSpec-SMM-C-008 Extending one-to-one tp7.1.1.6, M
one-to-many Appendix M

IMSpec-SMM-C-009 Sending SIP REFER | 7.1.1.14 M
with a BYE Method to a
conference to expel a
user from a session

IMSpec-SMM-C-010 Subscription to 7.1.1.11 (0]
conference event
package

IMSpec-SMM-C-011 Leaving an IM Session 7.1.1.12 M

IMSpec-SMM-C-012 Cancelling an IM 7.1.1.13 M
Session

IMSpec-SMM-C-013 IM Client sending 7.1.3.4 (0]
composition status

IMSpec-SMM-C-014 Initiating IM Session 7.1.15 0]
Modification

IMSpec-SMM-C-015 Rejoining IM 7.1.1.9 (0]
Conference Session

B.1.2 Terminating Client Procedures for Session Mod e Message
Item Function Reference Status Requirement
IMSpec-SMM-C-016 IM Client receiving 7.1.2.1 M
invitation for an IM
Session
IMSpec-SMM-C-017 IM Client receiving 7.1.2.3 M
release for an IM
Session
IMSpec-SMM-C-018 IM Client receiving an7.1.2.2 0]
IM Session modification
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Item Function Reference Status Requirement

request

IMSpec-SMM-C-019 IM Client receiving an | 7.1.2.4 M
IM session SIP
CANCEL request

IMSpec-SMM-C-020 IM Client receiving 7.1.3.5 (0]
composition status

IMSpec-SMM-C-021 IM Client receiving 7234 M

Private message
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B.1.3 Controlling Server Procedures for Session Mod e Messaging
Item Function Reference Status Requirement

IMSpec-SMM-S-001 IM Server receiving 7.21.1 M
invitation for an IM
Session

IMSpec-SMM-S-002 IM Server receiving 7224 M
cancellation for an IM
Session

IMSpec-SMM-S-003 IM Server receiving 7.2.2.5 M
release for an IM Sessign

IMSpec-SMM-S-004 IM Server receivinga | 7.2.1.2 M
request for an Ad-hoc
IM Group Session

IMSpec-SMM-S-005 IM Server receivinga | 7.2.1.3 M
request for a Pre-defined
IM Group

IMSpec-SMM-S-006 IM Server generating | 7.2.2.2 M
SIP INVITE requests

IMSpec-SMM-S-007 IM Server generating a 7.2.1.2 M
requests for users in an
Ad-hoc IM Group
Session

IMSpec-SMM-S-008 IM Server generating a 7.2.2.2 M
SIP INVITE requests for
Users in a Pre-defined
IM Group

IMSpec-SMM-S-009 IM Server receiving IM| 7.2.1.6 M
Session modification
request

IMSpec-SMM-S-010 Rejoining IM Group 7.2.15 M
Session request

IMSpec-SMM-S-011 Adding participants to | 7.2.1.7 M
IM Group Session
request

IMSpec-SMM-S-012 Removal of participants 7.2.1.8 M
from IM Session

IMSpec-SMM-S-013 SIP BYE request 7.2.1.10 M
received in a IM Sessior

IMSpec-SMM-S-014 Subscribing to 7.2.1.12 @)
participant information

IMSpec-SMM-S-015 IM Session modification  7.2.2.6 O

IMSpec-SMM-S-016 IM Server generating | 7.2.2.10 M
SIP Notify request

IMSpec-SMM-S-017 IM Server terminating | 7.2.2.11 @)
subscriptions

IMSpec-SMM-S-029 IM Session Joining 7.2.2.9 M
Policy
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B1.3.1 MSRP Requirements for Session Mode Messagin ¢
Item Function Reference Status Requirement
IMSpec-MSRP-S-001 Use of a Chat Alias in| 7.2.3.2 M
an IM Conference
IMSpec-MSRP-S-002 Sending and Receving 7.2.3.4 M
Private Messages in an
IM Conference
IMSpec-MSRP-S-003 System Message from|ah2.3.5 M

IM Conference

B.1.4 Participating Server Procedures for Session M ode Messaging
B.1.4.1 Originating participating functions
Item Function Reference Status Requirement
IMSpec-SMM-S-018 IM Server receiving 6.1.1.2.2 M
invitation for an IM
Session
IMSpec-SMM-S-019 IM Server receiving 6.1.1.2.7 M
cancellation for an IM
Session
IMSpec-SMM-S-020 IM Server receiving 6.1.1.2.8 M
release for an IM
Session
IMSpec-SMM-S-021 Receiving IM Session | 6.1.1.2.4 M
modification
IMSpec-SMM-S-022 Receiving SIP 6.1.1.2.5 M
SUBSCRIBE request
IMSpec-SMM-S-023 Receiving SIP REFER| 6.1.1.2.6 M
request
B.1.4.2 Terminating participating functions
Item Function Reference Status Requirement
IMSpec-SMM-S-025 IM Server receiving 6.1.2.2.2 M
request for IM Session
IMSpec-SMM-S-026 IM Server receiving IM| 6.1.2.2.3 M
Session modification
IMSpec-SMM-S-027 IM Server receiving 6.1.2.2.4 M
cancellation for an IM
Session
IMSpec-SMM-S-028 IM Server receiving 6.1.2.2.5 M

release for an IM
Session

B.2 SCR for Large Message Mode Messaging

B.2.1  Originating Client Procedures for Large Messa  ge Mode
Item Function Reference Status Requirement
IMSpec-LMM-C-001 IM Client sending Large 9.1.1.2 M
Message to one user
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Item Function Reference Status Requirement
IMSpec-LMM-C-002 IM Client sending Large 9.1.1.2 M
Message to URI-List
(more than one user)
IMSpec-LMM-C-003 IM Client sending Large 9.1.1.2 M
Message to Pre-defined
group
IMSpec-LMM-C-004 IM Client cancellinga | 9.1.2 M
Large Message
IMSpec-LMM-C-005 IM Client releasing a 9.1.3 M

Large Message Session

B.2.2 Terminating Client Procedures for Large Messa  ge Mode
Item Function Reference Status Requirement
IMSpec-LMM-C-006 IM Client receiving 9.2.1,9.2.1.2 M
invitation to a Large
Message IM Session
IMSpec-LMM-C-007 IM Client receiving 9.2.2 M
release to a Large
Message IM Session
IM-Spec-LMM-C-008 IM Client receiving 5.75 M
delivery report
IMSpec-LMM-C-009 IM Client procedures | 9.1.1.2,9.4.2, | M
for delivery report 5.7.2
B.2.3  Controlling Server Procedures for Large Messa  ge Mode
Item Function Reference Status Requirement
IMSpec-LMM-S-001 IM Server receiving 9.3.1.1 M
invitation to a Large
Message IM Session
IMSpec-LMM-S-002 IM Server receiving 9.3.1.2 M
cancellation to a Large
Message invitation
IMSpec-LMM-S-003 IM Server receiving 9.3.1.3 M
release to a Large
Message IM Session
IMSpec-LMM-S-004 IM Server receivinga | 9.3.1.1,7.2.1.2| M
Large Message request
for an Ad-hoc IM Group
IMSpec-LMM-S-005 IM Server receivinga | 9.3.1.1,7.2.1.3| M
Large Message request
for a Pre-defined IM
Group
IMSpec-LMM-S-006 IM Server generating | 9.3.2 M
Large Message requests
IMSpec-LMM-S-007 IM Server generating | 9.3.2.1 M
Large Message requests
for an Ad-hoc IM Group
IMSpec-LMM-S-008 IM Server generating | 9.3.2.1 M
Large Message requests
for a Pre-defined IM
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Item Function Reference Status Requirement

Group

IMSpec-LMM-S-020 IM Server procedures fp19.4.5
final delivery report

B.2.4  Participating Server Procedures for Large Mes  sage Mode

Item Function Reference Status Requirement

IMSpec-LMM-S-009 Originating Participating 6.1.1.4.1 M
Server receiving an
invitation to a Large
Message IM Session

IMSpec-LMM-S-010 Originating Participating 6.1.1.4.2 M
Server receiving a
cancellation to a Large
Message IM Session

IMSpec-LMM-S-011 Originating Participating 6.1.1.4.3 M
Server receiving a
release to a Large
Message IM Session

IMSpec-LMM-S-012 Terminating 6.1.2.4.1 M
Participating Server
receiving an invitation to
a Large Message IM
Session

IMSpec-LMM-S-013 Terminating 6.1.2.4.2 M
Participating Server
receiving a cancellation
to a Large Message IM
Session

IMSpec-LMM-S-014 Terminating 6.1.2.4.3 M
Participating Server
receiving a release to a
Large Message IM
Session

IMSpec-LMM-S-015 Terminating 5.7.4 M
Participating Server
handling Delivery
Report

B.3 SCR for Pager Mode
B.3.1 Originating Client Procedures for Pager Mode

Item Function Reference Status Requirement
IMSpec-PMM-C-001 IM Client Sending SIP| 8.1.1 M
MESSAGE to one user
IMSpec-PMM-C-002 IM Client Sending SIP | 8.1.1 M

MESSAGE to URI-
List(More than one user

IMSpec-PMM-C-003 IM Client Sending SIP | 8.1.1 M
MESSAGE to Pre-
defined group
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Item Function Reference Status Requirement

IMSpec-PMM-C-004 IM Client Sending SIP | 8.1.1 M
MESSAGE to an on-
going SIP Session

IMSpec-PMM-C-005 IM Client Sending SIP | 8.1.1 O
MESSAGE with externa
content

IMSpec-PMM-C-006 IM Client requests Fingl 8.1.1 M

Delivery Report, for
Pager Mode Message

B.3.2 Terminating Client Procedures for Pager Mode

Item Function Reference Status Requirement
IMSpec-PMM-C-007 IM Client receiving SIP| 8.2.1 M
MESSAGE
IMSpec-PMM-C-008 IM Client receiving SIP| 8.2.1 0]
MESSAGE with external
content
IMSpec-PMM-C-009 IM Client receiving 8.2.1 M
request for Delivery
Report

B.3.3 Participating Server Procedures for Pager Mod e Messaging

Item Function Reference Status Requirement
IMSpec-PMM-S-001 Originating Participating6.1.1.3.1 M
Server receiving a SIP
MESSAGE
IMSpec-PMM-S-002 Terminating 6.1.2.1 M

Participating Server
receiving a SIP
MESSAGE

IMSpec-GA-S-001 Originating Participating6.1.2.6 M
Server receiving a Group
Advertisement

B.3.4 Terminated at the Controlling Function for Pa  ger Mode

Item Function Reference Status Requirement

IMSpec-PMM-S-003 Receiving SIP 8.3.1.1 M
MESSAGE request for
group communication

IMSpec-PMM-S-004 Receiving a delivery | 8.3.1.2,8.3.1.3] M
notification

B.3.5 Oiriginated by the Controlling Function for Pa  ger Mode

Item Function Reference Status Requirement

IMSpec-PMM-S-005 Sending SIP MESSAGES8.3.2.1 0] IMSpec-COR-S-001
request to each member
of the URI-List

IMSpec-PMM-S-006 Sending SIP MESSAGES8.3.2.1 o IMSpec-COR-S-001
request to each member
of the Pre-defined Group
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Item Function Reference Status Requirement
IMSpec-PMM-S-007 Sending SIP MESSAGES8.3.2.1 0] IMSpec-COR-S-001
request to each membe
of the on-going SIP
Session
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B.4 File Transfer

B.4.1  Originating Client Procedures for File transf  er

Item Function Reference Status Requirement
IMSpec-FT-C-001 IM Client Transferring | 10 0] IMSpec-LMM-C-001
File
IMSpec-FT-C-002 IM Client releasing Filel 10 0]
transfer Session with a
SIP BYE

B.4.2 Terminating Client Procedures for File transf  er

Item Function Reference Status Requirement
IMSpec-FT-C-003 IM Client receivinga | 10.3 (0]
Transferring File reques

B.5 SCR Table for Deferred Messages

B.5.1 Client Procedures for Deferred messages

Item Function Reference Status Requirement
IMSpec-DM-C-001 IM Client receiving deferred12.1.2 M
message metadata
IMSpec-DM-C-002 Selective retrieval of 12.11 (0]

deferred messages (SIP
INVITE — URI List)

IMSpec-DM-C-003 Retrieval of all deferred 12.11 M
messages (SIP INVITE — Np
URI List)
IMSpec-DM-C-004 IM Client Retrieving 12.1.2 M
deferred messages metadata
IMSpec-DM-C-005 Deleting deferred messages  12.1.3 M
IMSpec-DM-C-006 IM Client sending delivery| 12.1.4 M

report for deferred messages

B.5.2 Participating Server procedures for Deferred Messages

Item Function Reference Status Requirement
IMSpec-DM-S-001 IM Server storing a Deferred.2.2.2.3 M
Message
IMSpec-DM-S-002 IM Server determining 12.2.2.2, M
availability of the IM Client | H.1.1
for delivering Deferred

Messages
IMSpec-DM-S-003 IM Server delivering 12.2.2.2, M
Deferred Messages 12.2.2.5
IMSpec-DM-S-004 Receive request to retrieve 12.2.1 M

deferred messages
IMSpec-DM-S-005 Send INVITE for MSRP 12.2.2.2, M
session with a client to 12.2.1.1.2
deliver the deferred
messages

IMSpec-DM-S-006 IM Server sending report forl2.2.2.6 M
delivery failure in deferred
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Item

Function

Reference

Status

Requirement

messages

B.6 SCR Table for Conversation history

B.6.1  Originating Client Procedures for Conversatio n History
Item Function Reference Status Requirement
IMSpec-HIST-C-001| IM Client invokes IM 13.1.1 (0]
History
IMSpec-HIST-C-002 | IM Client terminates an 13.1.2 (0]
ongoing recording of an IM
session
IMSpec-HIST-C-003| IM Client retrieves an IM | 13.1.3 (0]
history
IMSpec-HIST-C-004| IM Client sending a request13.1.5, (0]
to delete conversation 13.1.6,
histories 13.1.7,
13.2.5.1

B.6.2

Conversation History

Terminated at Conversation History Function P

rocedures for

Iltem

Function

Reference

Status

Requirement

IMSpec-HIST-S-001

IM History function
receiving a request for
retrieving stored history

13.21

(0]

IMSpec-HIST-S-0010

IMSpec-HIST-S-002

IM History function
receiving a request for
creating a SIP Session
history

13.2.2

IMSpec-HIST-S-003

IM History function
receiving a SIP message o
MSRP session to be stored

13.2.3
a

IMSpec-HIST-S-008

IMSpec-HIST-S-004

IM History function
receiving a session
cancellation

13.2.4

IMSpec-HIST-S-005

IM History function
receiving a session release

13.2.6

IMSpec-HIST-S-008

IMSpec-HIST-S-006

IM History function
receiving a request to delets
history

D

13.25

B.6.3  Originated at Conversation History Function P rocedures for
Conversation History
Item Function Reference Status Requirement
IMSpec-HIST-S-007 | IM History function inviting 13.3.1 (0]
himself to a conference
IMSpec-HIST-S-008 | IM History function 13.3.2 O
updating the IM XDMS
IMSpec-HIST-S-009 | Delivering IM History 13.3.3 (0]
IMSpec-HIST-S- IM History delivering a 13.3.3.1 @]
0010 Pager mode message
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Item

Function

Reference

Status

Requirement

0011

IMSpec-HIST-S-

IM History delivering a
stored IM session

13.3.3.2

@)

B.7 SCR Table for IM Settings

B.7.1  Originating Client Procedures for IM Settings
Item Function Reference Status Requirement
IMSpec-SS-C-001 IM Client publishing Servi¢e.2.4 M
Setting
IMSpec-SS-C-002 IM Client publishes IM Appendix | O
specific Presence H
B.7.2 Participating Server Procedures for IM Settin  gs
Item Function Reference Status Requirement
IMSpec-SS-S-001 IM Service setting procedure €61.1. | M
IMSpec-SS-S-002 IM Server updates the IM| Appendix | O
specific Presence Attribute | H

Values

B.8 SCR Table for System Message

B.8.1 Server Procedures for System Message
Item Function Reference Status Requirement
IMSpec-SM-S-001 IM Server sending system| 5.4 @)
message
IMSpec-SM-S-002 IM Server pending system| 6.1.1.1 (0]
message response
IMSpec-SM-S-003 System message from an |[M.2.3.5 O
Conference
IMSpec-SM-S-004 System message for storagé3.2.3 O

history

B.8.2 Client Procedures for System Message
Item Function Reference Status Requirement
IMSpec-SM-C-001 IM Client Receives system 8.2.1 M
message
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Appendix C Initial Filter Criteria (Informative)
C.1 General

The 3GPP IMS/ 3GPP2 MMD SIP/IP Core uses inititeFiCriteria to determine the routing of initidiFSrequests between
the home network SIP/IP Core and Application Sexgerch as the IM Server. The initial Filter Crigeis part of the IM
User subscription information and represent theipioned subscription of a IM User to an applica(g).

If some other SIP/IP Core than 3GPP IMS/ 3GPP2 M2 does not use initial Filter Criteria is usedleploy the IM
service then the logic identified here needs torigemented by the SIP/IP Core to route the IMteglsSIP requests to the
IM Server.

Based on filter criteria SIP/IP Core sends a 3mtyfREGISTER to the IM Server.

Further details on initial Filter Criteria are sl in [3GPP TS 23.218] and [3GPP TS 29.228].

C.2 Oiriginating Filter Criteria
NOTE: Originating Filter Criteria is indexed on tReAsserted-ldentity header.

CASE method="INVITE" AND header="Accept-Contact"+g.oma.sip-im"

THEN: ROUTE request to the specified IM Serverg®rating Port Address
CASE method="MESSAGE" AND header="Accept-Contact*g.oma.sip-im"

THEN: ROUTE request to the specified IM Servergbrating Port Address
CASE method="SUBSCRIBE" AND header="Accept-Contact'+g.oma.sip-im"

THEN: ROUTE request to the specified IM Servergbrating Port Address
CASE method="REFER" AND header="Accept-Contact™g.bma.sip-im"

THEN: ROUTE request to the specified IM Serverg®rating Port Address

C.3 Terminating Filter Criteria

NOTE: Terminating Filter Criteria is indexed on tRequest URI.

CASE method="INVITE" AND header="Accept-Contact"+g.oma.sip-im"

THEN: ROUTE request to the specified IM Serverriierating Port Address
CASE method="MESSAGE" AND header="Accept-Contact*g.oma.sip-im"

THEN: ROUTE request to the specified IM Serverriieraing Port Address
CASE method= “MESSAGE” THEN: ROUTE request througha SIP Core.

NOTE: To allow routing MESSAGE message from cliethit do not support the “+g.oma.sip-im” to thedfied IM
Server Originating Port Address, the port numberlwa configured by the operator.

CASE method="SUBSCRIBE" AND header="Accept-Contact'+g.oma.sip-im"

THEN: ROUTE request to the specified IM Serverriierating Port Address
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CASE method="REFER" AND header="Accept-Contact™g.bma.sip-im"

THEN: ROUTE request to the specified IM Server Tiaating Port Address
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Appendix D  Examples of Signalling Flows (Informative)

D.1 Subscribe to the conference state

This section shows an example on how one IM Uskes@ibes to the conference state information dusimgngoing IM
conference Session. The flow is as shown in Fidgue Participant at the IM Client A subscribes to éerence state
information".
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Figure 1: A Participant at the IM Client A subscribes to conference state information

The steps of the flows are as follows:

1.

10.

SIP SUBSCRIBE request (from IM Client A to SIP/IP Core A)

The IM Client A sends the SIP SUBSCRIBE requestht SIP/IP Core. The SIP request includes the IMu@r
Identity of the IM Group or the ad-hoc IM Sessiartity in the Request-URI and an Accept-Contacidiee with
the feature-tag '+g.oma.sip-im'.

SIP SUBSCRIBE request (from SIP/IP Core A to IMServer A)

The SIP/IP Core A sends the SIP SUBSCRIBE requetstet IM Server A performing the Participating IMri€tion
based on the feature-tag'+g.oma.sip-im' in the peGontact header.

SIP SUBSCRIBE request (from IM Server A to SIP/P Core A)

The IM Server A performing the Participating IM Ftiion does not recognise the IM Group Identity log 1M
Session Identity as its own and sends the SIP SBBBE request to the SIP/IP Core A.

SIP SUBSCRIBE request (from SIP/IP Core A to SIRP Core X)
The SIP/IP Core A sends the SIP SUBSCRIBE reqogsiet SIP/IP Core X based on the Request-URI.

SIP SUBSCRIBE request (from SIP/IP Core X to IMServer X)

The SIP/IP Core X sends the SIP SUBSCRIBE requetite IM Server X performing the Controlling IM Fation
based on the IM Group Identity in the Request-UR the feature-tag '+g.oma.sip-im' in the Accepti@ot header.

The authorization (IM Server X)

The IM Server X authorizes the IM User at the IMe@t A to receive event information. The autholimatmay, for
example, be based on membership in the IM Groumben of IM Users already subscribing to the evefarimation
or if the IM User is a Participant in the ongoifg Session.

SIP 200 “OK” response (from IM Server X to SIPIP Core X)

The authorization is successful and the IM Servgperforming the Controlling IM Function) sends t8& 200
"OK" response to the SIP SUBSCRIBE request to BIRbre X.

SIP 200 “OK” response (from SIP/IP Core X to SIFIP Core A)
The SIP/IP Core X forwards the SIP 200 "OK" respotwsthe SIP/IP Core A

SIP 200 “OK” response (from SIP/IP Core A to IMServer A)
The SIP/IP Core A forwards the SIP 200 "OK" resgotwsthe IM Server A

SIP 200 “OK” response (from IM Server A to SIPIP Core A)
The IM Server A forwards the SIP 200 "OK" respotwsthe SIP/IP Core A
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11.

12

13.

14.

15.

16.

17.

18.

19.

20.

21.

22.

SIP 200 “OK” response (from SIP/IP Core A to IMClient A)
The SIP/IP Core A forwards the SIP 200 "OK" resgotwsthe IM Client A

SIP NOTIFY request (from IM Server X to SIP/IP Core X)

The IM Server X performing the Controlling IM Fuiat collects information about all Participantstie IM
Session and sends a complete list of all Partitip@eferred to as a "full* output in the conferervent package) in
a SIP NOTIFY request to the SIP/IP Core X.

SIP NOTIFY request (from SIP/IP Core X to SIP/P Core A)
The SIP/IP Core X forwards the SIP NOTIFY requesSIP/IP Core A

SIP NOTIFY request (from SIP/IP Core A to IM Server A)
The SIP/IP Core A forwards the SIP NOTIFY requeghe IM Server A

SIP NOTIFY request (from IM Server A to SIP/IP Core A)
The IM Server A forwards the SIP NOTIFY requesttte SIP/IP Core A

SIP NOTIFY request (from SIP/IP Core A to IM Client A)
The SIP/IP Core A forwards the SIP NOTIFY requestie IM Client A

Check blocked users and display them to user

The IM Client A checks whether the existed useestdocked by user A, if true, show the blocked siseformation
message to the user A.

SIP 200 “OK” response (from IM Client A to SIPIP Core A)
The IM Client A sends the SIP 200 "OK" responsthSIP NOTIFY request to the SIP/IP Core A.

SIP 200 “OK” response (from SIP/IP Core A to IMServer A)
The SIP/IP Core A forwards the SIP 200 "OK" respotwsthe IM Server A.

SIP 200 “OK" response (from IM Server A to SIPIP Core A)
The IM Server A forwards the SIP 200 "OK" respotwsthe SIP/IP Core A.

SIP 200 “OK” response (from SIP/IP Core A to 8/IP Core X)
The SIP/IP Core A forwards the SIP 200 "OK" respotasthe SIP/IP Core X.

SIP 200 “OK” response (from SIP/IP Core X to M Server X)
The SIP/IP Core X forwards the SIP 200 "OK" respotwsthe IM Server X.

NOTE: The steps 23-34 only happen if the subsaonipis active.
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23.

24.

25.

26.

27.

28.

29.

30.

31.

32.

33.

34.

The Participant IM Client C joins the IM Sesson.

SIP NOTIFY request (from IM Server X to SIP/IP Core X)

The IM Server X performing the Controlling IM Furat sends a SIP NOTIFY request to the SIP/IP Car&Xs
time only information about the Participant joinitige IM Session is sent (referred to by the comfegeevent
package as a "partial” output).

SIP NOTIFY request (from SIP/IP Core X to SIPIP Core A)
The SIP/IP Core X forwards the SIP NOTIFY requeghe SIP/IP Core A.

SIP NOTIFY request (from SIP/IP Core A to IM Server A)
The SIP/IP Core A forwards the SIP NOTIFY requesti IM Server A.

SIP NOTIFY request (from IM Server A to SIP/IP Core A)
The IM Server A forwards the SIP NOTIFY requestte SIP/IP Core A.

SIP NOTIFY request (from SIP/IP Core A to IM Client A)
The SIP/IP Core A forwards the SIP NOTIFY requeghe IM Client A.

Check whether joined user blocked and displatp user

The IM Client A checks whether the joined userl@cked by user A, if true, show the user informatinessage to
the user A.

SIP 200 “OK” response (from IM Client A to SIRIP Core A)
The IM Client A sends the SIP 200 "OK" responsthSIP NOTIFY request to the SIP/IP Core A.

SIP 200 “OK” response (from SIP/IP Core A to M Server A)
The SIP/IP Core A forwards the SIP 200 "OK" res@otusthe IM Server A.

SIP 200 “OK” response (from IM Server A to SIPIP Core A)
The IM Server A forwards the SIP 200 "OK" respotwsthe SIP/IP Core A.

SIP 200 “OK” response (from SIP/IP Core A to 8/IP Core X)
The SIP/IP Core A forwards the SIP 200 "OK" respotasthe SIP/IP Core X.

SIP 200 “OK” response (from SIP/IP Core X to M Server X)
The SIP/IP Core X forwards the SIP 200 "OK" respotwsthe IM Server X.
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D.2 Pushing Deferred Messages

When a user is offline and another user sends I8sages to him/her, the network saves the IM messafjea message
store entity of the IM Server. After the user régis into the IM Server to use IM service, IM Sersieould be able to push
the deferred IM messages to the IM Client basetherservice settings of user, when it is allowedHgyoperator.

The following example describes how to push defeh# messages to a user.

Use MSRP to Push Deferred Messages

In this scenario, the Deferred IM Message will batgo the IM Client.

IM Server SIP/IP Core Client

1 l 1
1 User registered

2 SIP INVITE
3 SIP INVITE
4 200 OK
5200 OK
6 SIP ACK
7 SIP ACK
8 MSRP SEND
9 200 |IOK
10 SIP BYE
11 SIP BYE
12 200 OK
13 200 OK

Figure 1: Pushing Deferred IM Messages

1. The user through the IM Client registers into Srver.

2. One or more deferred IM messages are storedeolM Server and the IM Server decides to send agessto the
client by MSRP channel. So the IM Server sendsPalSVITE request to the SIP/IP core to negotiatthulie IM
Client about establishing MSRP channel.

3. The SIP/IP Core sends the SIP INVITE to the Ii&1@ based on information stored during registrati

4. The IM Client analyses the MSRP parameters anans the agreed parameters by sending a SIPGXK0 "
response to the SIP/IP Core.

5. The SIP/IP Core forwards the SIP 200 "OK" resjgato the IM Server.
6. The IM Server acknowledges the SIP 200 "OK" oese with a SIP ACK request sent to the SIP/IP Core
7. The SIP/IP Core forwards the SIP ACK requeshé&lM Client.

8. The IM Server sends the MSRP SEND (with the psulated deferred IM message and the timestantpedfre
and date received by the IM Server) to the IM Qligsing the MSRP channel.
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The MSRP SEND request that will carry the defefddnessage as payload should encapsulate “SIP MEESA
message with the Content-Type message/sip or n@sgzfgag or “MSRP SEND” messages with the Contyd
message/msrpfrag.

The Call-ID in SIP MESSAGE and Message-ID in MSR® kept intact, providing correlation with othelPSI
standard mechanism for UA processing transactibms.relevant header of the deferred message Feaym, To, P-
Asserted-ldentity, etc should be encapsulatedtii@dVISRP SEND request content.

9. The IM Client responds with an MSRP 200 “OK'the IM Server using the MSRP channel.

10. If the IM Server and the IM Client do not neéed MSRP channel, the IM Server sends the SIP RYER/IP
Core to disconnect the MSRP channel with the IMNeRli

11. The SIP/IP Core forwards the SIP BYE requegitédM Client.
12. The IM Client responds to the IM Client withPS200 "OK" through the SIP/IP Core.
13. The SIP/IP Core forwards the SIP 200 "OK” te Il Server.

NOTE: If more than one deferred IM messages abetsent to the client before stepl0, the IM Senitrepeat the
step 8-9.

Examples of the deferred messages encapsulate in RIS

1. If the deferred message to be sent is a mesesagiwed by IM Server in a SIP MESSAGE:
IM Server has received and stored deferred message

MESSAGE sip:user2@imserver.com SIP/2.0

Via: SIP/2.0/TCP userlpc.imserver.com; branch&€4bK776sgdkse
Max-Forwards: 70

From: sip:userl@imserver.com;tag=49583

To: sip:user2@imserver.com

P-Asserted-ldentity: sip:userl@imserver.com
Accept-Contact: *;+g.oma.sip-im;

Accept-Contact: +g.3gpp.app_réfvalue>";explicit;require
Call-ID: asd88asd77a@1.2.3.4

Date: Thu, 21 Feb 2002 13:02:03 GMT

CSeq: 1 MESSAGE
Content-Type: text/plain
Content-Length: 18

Watson, come here.

The IM Server pushes the deferred message toidrg by MSRP after having established an IM Seswiateliver deferred
messages:

MSRP dkei38sd SEND

To-Path: msrp://user2.imserver.com:7777/iau®9;tc
From-Path: msrp://imserver.com:8888/9di4ea;tcp
Message-ID: 452
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Content-Type: multipart/mixed; boundary="boungkt”

--boundary42--

Content-Type: message/sip

MESSAGE sip:user2@imserver.com SIP/2.0

Via: SIP/2.0/TCP userlpc.imserver.com;branchGtK776sgdkse
Max-Forwards: 70

From: sip:userl@imserver.com;tag=49583

To: sip:user2@imserver.com

P-Asserted-Identity: sip:userl@imserver.com
Accept-Contact: *;+g.oma.sip-im;

Accept-Contact: +g.3gpp.app_ré&value>";explicit;require

Call-ID: asd88asd77a@1.2.3.4

Date: Thu, 21 Feb 2002 13:02:03 GMT

CSeq: 1 MESSAGE
Content-Type: text/plain
Content-Length: 18

Watson, come here.
--boundary42—
------- dkei38sd$

2. If the deferred message to be sent, is a messegeed by IM Server in an MSRP SEND:
The IM Server has received and stored the defeneskage as:

Content-Type: multipart/mixed;boundary="boundtzy

--boundary42--

Content-Type=message/sipfrag

INVITE sip:user2@imserver.com SIP/2.0
To: <sip:user2@imserver.com>
From: <sip:userl@imserver.com>;tag=786

P-Asserted-Identity: <sip:userl@imserver.com>

Accept-Contact: *;+g.oma.sip-im; +g.3gpp.app_refedkie>"

Call-ID: 3413an89KU
Date: Thu, 21 Feb 2005 13:02:03 GMT
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--boundary42--

Call-ID: 3413an89KU
Content-Type=message/msrpfrag

MSRP dkei38sd SEND

Message-ID: 456
Content-Type: text/plain

Hi, Alice! I'm Bob!
------- dkei38sd$

--boundary42--

The IM Server pushes the deferred message toitre bly MSRP after having set up an IM Sessiondlover deferred

messages:

MSRP elfj49te SEND

To-Path: msrp://user2.imserver.com:7777/iau®9;tc

From-Path: msrp://imserver.com:8888/9di4ea;tcp

Message-ID: 453

Content-Type: multipart/mixed; boundary="boung&"

--boundary42

Content-Type: message/sipfrag

INVITE sip: user2@imserver.com SIP/2.0

To: <sip:user2@imserver.com>

From: <sip:userl@imserver.com>;tag=786
P-Asserted-ldentity: <sip:userl@imserver.com>

Accept-Contact: *;+g.oma.sip-im; +g.3gpp.app_rtefwalue>

Call-ID: 3413an89KU

Date: Thu, 21 Feb 2005 13:02:03 GMT

--boundary42

Content-Type: message/msrpfrag

MSRP dkei38sd SEND
Message-ID: 456

Content-Type: text/plain

Hi, Alice! I'm Bob!
....... dkei38sd$
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--boundary42-
------- elfj49te$

D.3 Message Delivery to a Group and Delivery Notifi  cation

. Controlling M IM M IM
IM Giient A IM Server A Server Server B Server C Server D Client D
1. MESSAGE
2. MESSAGE
» 3.202 OK
4. MESSAGE
5. 200 OK
- 6.MESSAGE
P 7. 200 OK
8.MESSAGE _
IM Client D is off-
line- Message is
9. 202 OK deferred
Aggregate
Delivery
Notifications
10. MESSAGE
(Delivery Notification)
11. MESSAGE ||

(Pelivery Notificatior})

12| REGISTRATION

13. 200 OK_

14. INVIT§

15. 200 OK
-

16. MESSAGE
(Delivery Notificati

=}

17. MESSAGE
(Delivery |Notification)

18. MESSAGE
(Delivery Notification

Bl

19. MESSAGE
(Dslivery Notification)

-

Figure 3: Message Delivery to a Group and Delivery Notificatin
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. User A sends a MESSAGE message to a group gnéses successful Delivery Notification.

. Server A forwards the MESSAGE to the Controlliagction.

. The Controlling Server answers with a 202 OKidating it has received the MESSAGE

. The Controlling Function sends the MESSAGE tov&eB, serving user B.

. Server B sends the MESSAGE to user B and forsvidrel 200 OK it receives from user B to the ColitrglServer.
. The Controlling Function sends the MESSAGE tov&eC, serving user C.

. Server C sends the MESSAGE to user C and fosathiel200 OK it receives from user C to the ColitglServer.

. The Controlling Function sends the MESSAGE tov&eD, serving user D.

© o0 N oo o b~ w N P

. User D is not on-line and cannot receive the BESE. Server D saves the MESSAGE and marks itdefeared
MESSAGE and sends a 202 indicating it has receivedMESSAGE.

10. The Controlling function aggregates the deljvastification responses from user B and user Csamdls a
MESSAGE containing Delivery Notification to server

11. Server A sends the MESSAGE with delivery nedifion to user A.

12. After a while user D becomes active and serlRE@ISTER message to server D.
13. Server D sends a 200 OK to user D.

14. Server D sends the deferred MESSAGE to user D.

15. User D sends a 200 OK.

16. User D determines that a delivery notificatizcers requested and sends a MESSAGE message withsstidc
delivery notification to server D.

17-19. The MESSAGE with the successful delivenyfiwation is sent all the way back to the user A.
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Appendix E  IM Service Setting (Normative)

This appendix describes the IM specific servicérsg.

E.1 Structure of the Service Settings XML Document

The basic structure of the XML document contairfegvice Settings is defined in [RFC4354]. The XMth8ma defined in
[RFC4354] is extended with the following new XMleelents and attributes for enabling new enablelicerequirements
as well as “multiple service” enabler functionality

e an optional “service-id” XML attribute to all sepg setting specific XML elements for indicating winienabler’s
settings are being set;

« anew XML element <deferred-settings> for contrgllthe delivery of deferred messages;
« anew XML element <vis-settings> for controllingsiiility of the user to other users;
» anew XML element <hist-settings> for controllifgetstoring of conversations,
* anew XML element <file-settings> for controlliniget file transfer.
The “service-id” XML attribute contains a stringoiy of identifier of the enabler service.

The <deferred-settings> XML element contains zerore <offline-delivery> element that contains aetive” XML

attribute of type Boolean. The “active” attributelicates whether the messages stored during tleeqgferiod of the client
are pushed to the client when the client gets m@-MWhen the user prefers to get the messagesgtishgalue of the
“active” attribute is set to ‘true’. The defaultlua of the “active” attribute is 'false’. Other edents and attributes from other
namespaces MAY be present for the purposes of gkibty; elements and attributes from unknown napazes SHALL be
ignored. The <deferred-settings> element must aoritaleast one child XML element.

The <vis-settings> XML element contains zero or gxis-status> element that contains an “active” Xhttribute of type
Boolean. The “active” attribute indicates whether user prefers to be visible to other users. \Whemser prefers to be
invisible the value of the “active” attribute ist$e ‘false’. The default value of the “active” @ltiute is ‘true’. Other elements
and attributes from other namespaces MAY be prdsettthe purposes of extensibility; elements andmattes from
unknown namespaces SHALL be ignored. The <visrggtt element must contain at least one child X Miorednt.

The <hist-settings> XML element contains one orendhist-activation> elements that each containaaive” XML

attribute of type Boolean. The “active” attribute<tist-activation> element indicates together vétibelements whether the
user prefers to store IM Sessions and/or mess¥demn the user prefers to activate storing the vafube “active” attribute
is set to ‘true’. The default value of the “actiwatribute is ‘false’. The <hist-activation> elemeontains at least one
subelement, the <session-mode> or <pager-large-modether potential extension elements . The {gesrode> and
<pager-large-mode> subelements of the <hist-a@tinatelement indicates to which issues the actitrébate value relates
to e.g. to IM Sessions mode or Pager mode/ Largesige messaging respectively. Other elements taimites from other
namespaces MAY be present for the purposes of €kiéty; elements and attributes from unknown napeees SHALL be
ignored.

The <file-settings> XML element contains zero oeatincoming-file-barring> element that contains‘active” XML
attribute of type Boolean. . The “active” attribinelicates whether the user prefers to receivenmiag file transfer requests.
When the user does not want to receive incomimgtfdnsfer request the “active” attribute is sétriee’. The default value
of the “active” attribute is ‘false’. Other elemsrand attributes from other namespaces MAY be ptésethe purposes of
extensibility; elements and attributes from unknavamespaces SHALL be ignored. The <incoming-fileibg> element
must contain at least one child XML element.

Note that the XML Schemas defined in section E3lahd [RFC4354] are normative and take precedevieetbe textual
description.
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E.2 IM Specific Service Settings XML Document
This section is informative unless otherwise setefyatated.
Table 3 describes XML items and their values usatbhtrol a certain specific functionality at th@ Server.

The value of the “service-id” XML attribute for d¥ Service Settings SHALL be the same as registateOMNA for IM
Presence information, which is ‘IM’. When the Sep/Settings request is targeted to IM Server antbats only IM
Service Settings the “service-id” attribute MAY bmnitted.

Use case Used XML items Value

Setting incoming IM Session isb-settings -> incoming-session-barring activeuet
barring active

Setting incoming pager mode and ipab-settings -> incoming-personal-alert- | active = true

large mode IM barring active barring
IM invisibility setting vis-settings -> vis-status active = false
Pager mode and large IM offline | deferred-settings -> offline-delivery active = true

delivery activation
IM conversation storing activation hist-settings -> hist-activation -> session- | active = true
for session mode communication| mode
IM conversation storing activation hist-settings -> hist-activation -> pager-largeactive = true
for pager mode and large mode | mode
communication
Setting incoming File Transfer file-settings -> incoming-file-barring active = gu
barring active

Table 3: IM Service Settings depending on the usase

The following contains an example of IM ServicetBgt XML document. (Note that the “service-id” XMittribute may be
omitted when publication is issued to the IM Semv&ng the IM specific SIP feature tag and containly IM Service
Settings.) The example describes a case wherditii@iént activates the IM Session Barring and tketfansfer barring but
allows the pager mode and large mode IMs, setldrisisibility to other users invisible, does namto store pager mode
messages but session mode conversations and waggsgstored messages pushed when gets online.

<?xml version="1.0" encoding="UTF-8"?>
<poc-settings xmIns="urn:oma:params:xml:ns:poc:poc-settings"
xmlns:ss=" urn:oma:xml:im:service-settings">
<entity id="do39s8zksn2d98x">

<isb-settings service-id="IM">
<incoming-session-barring active="true"/>

</ish-settings>

<ipab-settings service-id="IM">
<incoming-personal-alert-barring active="false"/>

</ipab-settings>

<ss:deferred-settings service-id="IM">
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<ss:offline-delivery active="true"/>

</ss:deferred-settings>

<ss.vis-settings service-id="IM">
<ss:vis-status active="false"/>

</ss.vis-settings>

<ss:hist-settings service-id="IM">
<ss:hist-activation active="false"><ss:pager-large-mode/></ss:hist-activation>
<ss:hist-activation active="true"><ss:session-mode/></ss:hist-activation>

</ss:hist-settings>

<ss:file-settings service-id="IM">

<incoming-file-barring active="true"/>
</ss:file-settings>
</entity>

</poc-settings>

E.3 Extensions to Service Settings XML Schema

This section is normative.

The IM specific servide setting document SHALL cannfi the XML schema defined by that namespace
“urn:oma:params:xml:ns:poc:poc-settings” descrilmeldRFC4354] and the XML schema described in
[XSD_IM_Service_Setting].

E.4 XML Schema Registration to OMNA

This is an informative section.

This section registers with OMNA the following nexamespaceirn:oma:xml:im:service-settings.

E.5 URI parameters

History uri-parameter to be used to request adite@a to be used to store IM History. The History & ypi-parameter takes
the form:

historyfilename"="filename
Example 1:

In this example the IM Client is recording a pérain ongoing IM Session.

historyfilename= my_filename
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Appendix F  OMA IM Parameter Definition and Conventions
(Normative)

F.1 Release version in User-agent and Server header s

User agent and Server headers are used to indi@atelease version and product information ofilth€lients and IM
Servers.

The IM Client and the IM Server shall implement theer-Agent and Server headers, according to euldgprocedures of
[RFC3261] with the clarifications in this sectiopegific for IM.

The User-Agent and Server headers ABNF are spdgififRFC3261] and extended as follows:
Server = "Server" HCOLON server-val *(LWS serveljva
User-Agent = "User-Agent" HCOLON server-val *(LVé8rver-val)
server-val = product / comment
product = IM-product / token [SLASH product-versj]
product-version = token

This specification allows having several serverteglk. The first of those server-val tags shakheoding according to the
following ABNF:

IM-product = "IM-" IM-device-token (SLASH IM-produeversion)
IM-device-token = "client" | "serv" | token
IM-product-version = "OMAL1.0"

Where

client = IM Client

serv = IM Server
IM-product-version = OMA IM release version

Example 1:

In this example IM Client acting as UAC and the 8drver acting as UAS are OMA IM release versionptddlucts. The
IM Client has inserted its own company and prochaeche and version "Acme-Talk5000/v1.01".

User-Agent: IM-client/OMA1.0 Acme-Talk5000/v1.01
Server: IM-serv/OMA1.0
Example 2:

In this example both the IM Server acting as UA@ #re IM Client acting as UAS are OMA IM releasesien 1.0
products.

User-Agent: IM-serv/OMAL1.0
Server: IM-client/OMAL1.0
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F.2 Global URI Definition an Convention

In order to maintain high compatibility for SIP Wseyents, a convention in creating and reservigiplaal Uri for OMA IM
Functions : <scheme>:<Name of OMA IM function>@ <tmasne>

From RFC2396, the common syntax used for URL sckahm involve the direct use of an IP-based pattica specified
server is as follows:

<scheme>: <userinfo>@<host>:<port>, wherd kdsostname|IPv4 address

“Userinfo” in the OMA convention case will be thBldme of function” , therefore the convention fofidieag OMA IM
functionalities will be <sip>:<Name of OMA IM Fution>@<hostname>

Name of OMA IM Function = “Deferred” | “History™Pelete”

Where the hostname = Operator domain pointing to the particular location of the OMA IM function , for example sip:
history@historyfunctionl.example.com

The currently defined global URI in OMA are:

History Function = History@hostname
Deferred Function = Deferred@hostname

DELETE Function = Delete@hostname
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Appendix G OMA SEC Group security threats analysis (Informative)

OMA Security Group has analysed the potential SIBPM security threats. When the SIP/IP Core comesis with
3GPP/3GPP2 IMS, these potential security threatsiddressed. If other SIP/IP Cores are used tlese fhotential security
threats need to be addressed by the SIP/IP Core:

1.

Registering misleading usernames

Currently with the OMA SIMPLE IM framework a useriiequired to have one private identity (whicheéptk
internally by the SIP/IP Core service provider) anaumber of public identities. Currently it is pitide for users to
register misleading public identities in order dolfor masquerade at the IM User Plane as othes.user example,
a users real name may be John Smith and may haneage SIP address as: SIP:John.Smith@operatpr.net
however, John Smith can then register public Iishsas SIBob.Holmes@operator.nd?lease note that all public
ID’s require operator provisioning before they ¢enused. An unknown public ID to the SIP/IP Coreragor
cannot be registered without prior provisioning.

SPAM

There is a general SPAM problem with SIMPLE IMislpossible for advertising companies or othedtparties to
randomly invite users to their groups, althoughuber has to accept the invite before participatimg will still
cause a nuisance. SPAM coupled with misleading ugsilic identities can trick the user into partatipg into a
group or one on one IM Session. On the network S&AM will cause network clogging on the air ifiéee, if for
example a third party tries to invite users fropaaticular cell based on location information.

Eavesdropping in IM Sessions

Because it is possible for users to register ahyjitpublic user names, as suggested in pointid pibssible for the
attacker to trick the user into accepting an inthigt may have been from a trusted user. For onado
communication this may be identified once the &#astarts his speech, however in Ad-hoc Group 8dsBns it
may be possible for the attacker to invite him-selfto a group session and passively eavesdrop.cbuid be
picked up in the network at a later time as thevogt operator can identify the real user behindghklic identity.

The possibility of attacks such as eavesdroppingesé possible for Pre-Pay customers that haveeustered
personal details with operators difficult to trdmrause identities are tied down to an IMSI (SIkirand not the
actual user information such as name and address.
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Appendix H  Presence information elements and procedures (Normative)

This Appendix defines the IM specific presence iinfation elements and the presence procedures, wiedM functional
entities follow in order to perform presence refadetions.

H.1 IM specific presence information elements overv  iew

OMA IM RD specifies a set of presence informatitengents that allow expressing the IM User's Presestatus. This
section describes these IM specific presence irdtion elements and how they fit into the overaiggnce data model as
described in [OMA-Pres-Spec].

Table 4 contains the IM User’s Presence status mgpp the respective presence information elements

Presence information element Presence information elements as specified ir| Description
[OMA-Pres-Spec]
Availability for IM Pager Mode | Application-specific Availability for IM Indicates whether the IM User’y

and Large Mode Messaging Pager Mode and Large Mode Messaging | IM Client is able to receive IM
Pager Mode and Large Mode
messages e.g. the user's IM
client is registered for IM Pager
Mode and Large Mode
Messaging.

Willingness for IM Pager Mode| Application-specific Willingness for IM Indicates whether the IM User is
and Large Mode Messaging Pager Mode and Large Mode Messaging | currently willing to accept new
incoming IM Pager Mode and
Large Mode messages

Availability for IM Session Application-specific Availability for IM Indicates whether the IM user’g
Mode Messaging Session Mode Messaging IM Client is able to receive and
request for an IM session e.g.

the user’s IM client is registere(

for IM Session Mode Messaging
Willingness for IM Session Application-specific Willingness for IM Indicates whether the IM User is
Mode Messaging Session Mode Messaging currently willing to join an IM
session.
Availability for File Transfer Application-specifidvailability for File Indicates whether the IM user’s
Transfer IM Client is able to receive and
request for a File Transfer
Willingness for File Transfer Application-specifitillingness for File Indicates whether the IM User is
Transfer currently willing to accept new

incoming File Transfers.

Table 4: IM specific Presence information elements

NOTE: IM availability is the default setting wheruser is registered and ready to communicate innduding all
communication methods of IM.

H.1.1 Availability for IM Pager Mode and Large Mode  Messaging

The “Availability for IM Pager Mode and Large Modikessaging” is mapped onto the “Application-specKiailability”
presence information element as specified in [OMAsPSpec] Application-specific Availabilitypertaining to “IM Pager
Mode and Large Mode Messaging” service:

<tuple > - <status>- <basic>- open/closed

- <service-description <service-id>, org.openmobilealliance:IM-pager-mode
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- <version> 1.0

The “Application-specific Availability” presenceformation element SHALL be mapped to a <statusmeld with a
<basic> subelement with the value “open” indicatifrtfpe presentity is able to participate in IM IRager Mode and Large
Mode messaging service. This happens when the Idf kdgjisters and does not activate incoming bawfiiyl Pager Mode
and Large Mode Messaging or does not decide toireimésible to other users.

The “Application-specific Availability” presenceformation element SHALL be mapped to a <statusmeld with a
<basic> subelement with the value “closed” if thegentity is not able to participate in IM Pagerdd@and Large Mode
messaging service. This happens when the IM Usegiers, decides to remain invisible to othersise activates
incoming barring of IM Pager Mode and Large Modeskhging.

H.1.2  Willingness for IM Pager Mode and Large Mode  Messaging

The “Willingness for IM Pager Mode and Large Modessaging” is mapped onto the “Application-spedfitlingness”
presence information element as specified in [OMAsPSpec] Application-specific Willingne&gertaining to “IM Pager
Mode and Large Mode Messaging” service:

<tuple> - <willingness> <basic>- open/closed
- <service-description> - <service-id> org.openmobilealliance:IM-pager-mode

- <version> 1.0

The “Application-specific Willingness” presenceanfnation element SHALL be mapped to a <willingneskement with a
<basic> subelement with the value “open” if theserity is willing to accept new, incoming IM Padéode and Large
Mode messages. This can be expressed by the PeeSenrce residing in the same UE as the IM Cliebtiphing the
“open” value for willingness.

The “Application-specific Willingness” presenceanfnation element SHALL be mapped to a <willingneskement with a
<basic> subelement with the value “closed” if fgresentity is not willing to accept incoming IM RagMode and Large
Mode messages. This can be expressed by the PeeSenrce residing in the same UE as the IM Cliebtiphing the
“closed” value for willingness.

H.1.3  Availability for IM Session Mode Messaging
The “Availability for IM Session Mode Messaging”isapped onto the “Application-specific Availabilitpresence
information element as specified in [OMA-Pres-Spdgplication-specific Availabilitypertaining to “IM Session” service:
<tuple > - <status>. <basic>- open/closed
- <service-description> <service-id>. org.openmobilealliance:IM-session

- <version> 1.0

The “Application-specific Availability” presenceformation element SHALL be mapped to a <statusmelg with a

<basic> subelement with the value “open” indicatifrifpe presentity is able to participate in IM Sies service . This
happens when the IM User registers and does nigateincoming barring of IM Session Mode Messagingloes not
decide to remain invisible to other users.

The “Application-specific Availability” presenceformation element SHALL be mapped to a <statusmeld with a
<basic> subelement with the value “closed” if thegentity is not able to participate in IM Sesssenvice. This happens
when the IM User deregisters, decides to remaiisilole to other users or activates incoming barohgv Session Mode
Messaging.

H.1.4  Willingness for IM Session Mode Messaging

The “Willingness for IM Session Mode Messagingapped onto the “Application-specific Willingnegg'esence
information element as specified in [OMA-Pres-Spegpplication-specific Willingne&gpertaining to “IM Session” service:
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<tuple> > - <willingness> <basic>- open/closed
- <service-description> - <service-id>- org.openmobilealliance:IM-session

- <version> 1.0

The “Application-specific Willingness” presenceanfnation element SHALL be mapped to a <willingneskement with a
<basic> subelement with the value “open” if thesergity is willing to accept new, incoming IM-sessirequests. This can
be expressed by the Presence Source residing gathe UE as the IM Client publishing the “openueafor willingness.

The “Application-specific Willingness” presenceanfation element SHALL be mapped to a <willingneskement with a
<basic> subelement with the value “closed” if gresentity is not willing to accept incoming IM-s&m requests. This can
be expressed by the Presence Source residing gathe UE as the IM Client publishing the “closedlue for willingness.

H.1.5 Availability for File Transfer

The “Availability for File Transfer” is mapped ontbe “Application-specific Availability” presenceformation element as
specified in [OMA-Pres-SpecRpplication-specific Availabilitypertaining to “File Transfer” service:

<tuple > - <status>. <basic>- open/closed
- <service-description> <service-id>» org.openmobilealliance:File-Transfer

- <version> 1.0

The “Application-specific Availability” presenceformation element SHALL be mapped to a <statusmelg with a
<basic> subelement with the value “open” indicatifrtipe presentity is able to use File Transfevwer. This is used when
the IM User registers and does not activate incgrberring of file transfer or does not decide tmai invisible to other
users.

The “Application-specific Availability” presenceformation element SHALL be mapped to a <statusmeld with a
<basic> subelement with the value “closed” if thegentity is not able to use File Transfer servitgs is used when the IM
User deregisters, decides to remain invisible k@iotisers or activates incoming barring of filegfer

H.1.6  Willingness for File Transfer

The “Willingness for File Transfer” is mapped o “Application-specific Willingness” presenceadnfnation element as
specified in [OMA-Pres-SpecRpplication-specific Willingnesgertaining to “File Transfer” service:

<tuple> - <willingness> <basic>- open/closed
- <service-description> - <service-id> org.openmobilealliance:File-Transfer

- <version> 1.0

The “Application-specific Willingness” presenceanfnation element SHALL be mapped to a <willingneskement with a
<basic> subelement with the value “open” if theserdity is willing to accept new, incoming File gder requests. This
can be expressed by the Presence Source residing same UE as the IM Client publishing the “opealUe for
willingness.

The “Application-specific Willingness” presenceanfation element SHALL be mapped to a <willingneskement with a
<basic> subelement with the value “closed” if gnesentity is not willing to accept incoming Fileafisfer requests. This
can be expressed by the Presence Source residing same UE as the IM Client publishing the “ctiisealue for
willingness.
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H.2 IM Server Procedures

This section outlines the mapping between IM Sepvecedures and the presence information elemargs/an in section
H.1 “IM specific presence information elements overtidable 5 defines how the IM Server specific prwes SHALL
be mapped to presence attributes specified in [(Més-Spec] if the IM Server is presence enabled.

Procedure Action or setting of Presence information elementas | Value of Presence information
specified in [OMA-Pres-Spec] element
Registration Application-specific Availability fdM-Pager basic: open

Mode and Large Node Messaging
Application-specific Availability for IM Session
Mode Messaging

Application-specific Availability for File Transfer
Service setting: the “active” | Application-specific Availability for IM-Pager basic: open
attribute of the <incoming- Mode and Large Node Messaging
personal-alert-barring>
element is set to "false”

Service setting: the “active” | Application-specific Availability for IM Session basic: open

attribute of the <incoming- Mode Messaging

session-barring> element is seipplication-specific Availability for File Transfer

to "false”

De-registration Application-specific Availabilitpf IM-Pager basic: closed

Mode and Large Node Messaging
Application-specific Availability for IM Session
Mode Messaging

Application-specific Availability for File Transfer
Service setting: the “active” | Application-specific Availability for IM-Pager basic: closed
attribute of the <incoming- Mode and Large Mode Messaging
personal-alert-barring>
element is set to "true”

Service setting: the “active” | Application-specific Availability for IM Session basic: closed

attribute of the <incoming- Mode Messaging

session-barring> element is seipplication-specific Availability for File Transfer

to "true”

Service setting: the active Application-specific Availability for IM Pager basic: closed
attribute of the <vis-status> is| Mode and Large Mode Messaging

set to “false” Application-specific Availability for IM Session

Mode Messaging
Application-specific Availability for File Transfer

Service setting: the active Application-specific Availability for IM-Pager basic: open
attribute of the <vis-status> is| Mode and Large Mode Messaging
set to “true” Application-specific Availability for IM Session

Mode Messaging
Application-specific Availability for File Transfer

Table 5: Definition of presence information elemerd for Server Procedures

H.2.1 Acting as Presence Source

The IM Server performing the Participating IM Fupatin the IM User's Home Network MAY act as a Rmese Source as
specified in [IM-AD] and [OMA-Pres-Spec] and pulblisertain sets of presence information on behalfieiM User. If the
IM Server is presence enabled, it SHALL publishitifermation elements indicated in the provisionpegameter that is
provisioned to the IM Client (see 1.2.1.1).
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All the following procedures SHALL apply when thd [Server acts as a Presence Source and suppogslilieation of
presence information elements as specified in Table

When the SIP/IP Core corresponds with 3GPP/3GPR thk IM Server SHALL use the procedures of “ASracas
originating User Agent” defined in [SGPP TS 24.22(8GPP2 X.S0013.004] section 5.7.3, when actmg resence
Source.

H.2.1.1 IM User Registration and Deregistration

Upon accepting a registration request from an IMridke IM Server SHALL act as a Presence Sourcthaincase, the IM
Server SHALL perform the publication of presendeimation as defined in [OMA-Pres-Spe&ublication of presence
informatiori. The IM Server:

* SHALL set the values of “Application-specific Avability for IM Pager Mode and Large Mode Messaging”
and “Application-specific Availability for IM Sessh Mode Messaging” and Application-specific
Availability for File Transfer presence informatiefements to available (as defined in section HM. “
specific presence information elements overviewd Table 4);

* SHALL set the entity attribute of the presence infation document as defined in [OMA-Pres-Specht t
value of the authenticated identity of the IM Uteat has registered to the IM service (e.g. tovtidae of the
“To” header field of the REGISTER request).

NOTE 1: Other Presence information elements niighpublished with the appropriate values at theestme.

Upon accepting a deregistration request from atJBdr the IM Server SHALL act as a Presence Solmdbat case, the
IM Server SHALL perform the publication of Presemg®rmation as defined in [OMA-Pres-Speé€]ublication of presence
informatiori. The IM Server:

» SHALL set the value of “Application-specific Avalldity for IM” Presence information element to
unavailable (as defined in H.1IM specific presence information elements overviewd Table 4));

» SHALL set the <entity> element of Presence infoioratlocument as defined in [OMA-Pres-Spec] to the
value of the authenticated identity of the IM Uteat has de-registered (e.g. to the value of theg fieader
field of the REGISTER request).

NOTE 2: Other Presence information elements ntighpublished with the appropriate values at theestame.

NOTE 3: Itis beyond the scope of the present $jgation to determine how the IM Server becomesraved
registration/ de-registration state.

H.2.1.2 IM User's Service Settings

Upon receiving a service setting request contaittieg<incoming-personal-alert-barring> elementlefined in E.2, from
an IM User the IM Server SHALL act as a Presenag&o

In the case when the value of the active attribfitbe <incoming-personal-alert-barring> elemeritiige”, the IM Server
SHALL perform the publication of presence infornoatias defined in [OMA-Pres-Spec]. The IM Server:

» SHALL set the value of “Application-specific Avabdity for IM Pager Mode and Large Mode Messaging”
presence information element to unavailable (amédéfin section H.1I1M specificpresence information
elements overviély

» SHALL set the entity attribute of the presence infation document as defined in [OMA-Pres-Spechto t
value of the authenticated identity of the IM Uémqg. to the value of the P-Asserted-Identity hedieéd of
the PUBLISH request).

NOTE 1: Other Presence information elements niighpublished with the appropriate values at theestme.
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In the case when the value of the active attribfithe <incoming-personal-alert-barring> elemerifadse”, the IM Server
SHALL perform the publication of Presence inforrmatias defined in [OMA-Pres-Spedptblication of presence
informatiori. The IM Server:

» SHALL set the value of “Application-specific Avabdity for IM Pager Mode and Large Mode Messaging ”
Presence information element to available (as ddfin section H.1I1M specificpresence information
elements overviéy

» SHALL set the entity attribute of presence inforimatdocument as defined in [OMA-Pres-Spec] to the
value of the authenticated identity of the IM Uémqg. to the value of the P-Asserted-Identity hedigéd of
the PUBLISH request).

NOTE 2: Other Presence information elements mighputblished with the appropriate values at the same

Upon receiving a service setting request contaittieg<incoming-session-barring> element, as defindel2, from an IM
User the IM Server MAY act as a Presence Source.

In the case when the value of the active attribfithe <incoming-session-barring> element is “trutbe IM Server SHALL
perform the publication of presence informatiordafined in [OMA-Pres-SpecPublication of presence informatitrirhe
IM Server:

» SHALL set the value of “Application-specific Avabdity for IM Session Mode Messaging” and
Application-specific Availability for File Transfggresence information element to unavailable (dseke in
H.1 “IM specificpresence information elements overvigw

» SHALL set the entity attribute of the presence infation document as defined in [OMA-Pres-Specht t
value of the authenticated identity of the IM Ugzqg. to the value of the P-Asserted-ldentity hedie& of
the PUBLISH request).

NOTE 3: Other Presence information elements mighputblished with the appropriate values at the same

In the case when the value of the active attribfithe <incoming-session-barring> element is “f§l¢iee IM Server SHALL
perform the publication of Presence informatiomefned in [OMA-Pres-Spec]Publication of presence informatiarThe
IM Server:

» SHALL set the value of “Application-specific Avabdity for IM Session Mode Messaging” and
Application-specific Availability for File TransfdPresence information element to available (asddfin
section H.1 IM specificpresence information elements overview

» SHALL set the entity attribute of presence inforimatdocument as defined in [OMA-Pres-Spec] to the
value of the authenticated identity of the IM Ugzqg. to the value of the P-Asserted-ldentity hedie& of
the PUBLISH request).

NOTE 4: Other Presence information elements niighpublished with the appropriate values at theestame.

Upon receiving a service setting request contaittiegvis-settings> element, as defined in Appedikom an IM User
the IM Server SHALL act as a Presence Source.

In the case when the value of the active attribfithe <vis-status> element is “false”, the IM SarGHALL perform the
publication of presence information as definedOM[A-Pres-Spec] Publication of presence informatiarirhe IM Server:

» SHALL set the values of “Application-specific Avability for IM Pager Mode and Large Mode Messaging”
“Application-specific Availability for IM Session Fde Messaging” and Application-specific Availalyilit
for File Transfer presence information elementsrtavailable (as defined in section HIM“specific
presence information elements overvigw

* SHALL set the entity attribute of the presence infation document as defined in [OMA-Pres-Specht t
value of the authenticated identity of the IM Uémqg. to the value of the P-Asserted-Identity hedieéd of
the PUBLISH request).
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NOTE 5: Other Presence information elements mighputblished with the appropriate values at the same

In the case when the value of the active attribfitbe <vis-status> element is “true”, the IM Ser@ALL perform the
publication of Presence information as defineddMA-Pres-Spec] Publication of presence informatianrhe IM Server:

* SHALL set the values of “Application-specific Avability for IM Pager Mode and Large Mode Messaging”
“Application-specific Availability for IM Session Ede Messaging” and Application-specific Availalyilit
for File Transfer Presence information elementailable (as defined in section H.IM specificpresence
information elements overviéw

» SHALL set the entity attribute of presence inforimatdocument as defined in [OMA-Pres-Spec] to the
value of the authenticated identity of the IM Ugeqg. to the value of the P-Asserted-ldentity hedie& of
the PUBLISH request).

In the case where all three elements <vis-settingsreoming-session-barring> and <incoming-persatait-barring>
exists and the setting of the presence informatsnlts in a conflict, a <vis-settings> elementwét“active” attribute set to
“false” presence information setting SHALL be givieigher priority then the other two elements presanformation
settings and a <vis-setting> element with an “@&tattribute set to “true” presence informatiottisg SHALL be given
lower priority then the other two elements presené@mation settings.

NOTE 6: Other Presence information elements niighpublished with the appropriate values at theestme.

H.2.2  Acting as watcher
The IM Server MAY act as a watcher as specifiedMAD] and [OMA-Pres-Spec].

When the SIP/IP Core corresponds with 3GPP/3GPR, thk IM Server SHALL use the proceduresA§“acting as
originating User Ageritspecified in [3GPP TS 24.229]/ [3GPP2 X.S0013]0¢kction 5.7.3.

The exact procedures determining the behaviounefM Server acting as watcher is beyond the sobfiee present
specification.

H.3 IM Client Procedures

This section outlines the mapping between IM Clignaicedures and the presence attributes as givegction H.1 IM
specific presence information elements overtiiew

Table 6 defines how IM Client specific proceduréfAEL be mapped to presence attributes specifig®iMA-Pres-Spec].

Procedure Action or setting of Presence information elementas | Value of Presence information
specified in [OMA-Pres-Spec] element
Setting: Willing for IM Pager | Application-specific Willingness for IM Pager basic: open
Mode and Large Mode Mode and Large Mode Messaging
Messaging

Setting: Not Willing for IM Application-specific Willingness for IM Pager basic: closed
Pager Mode and Large Mode| Mode and Large Mode Messaging

Messaging

Setting: Willing for IM Application-specific Willingness for IM Session | basic: open
Session Mode Messaging Mode Messaging

Setting: Not Willing for IM Application-specific Willingness for IM Session | basic: closed
Session Mode Messaging Mode Messaging

Setting: Willing for File Application-specific Willingness for File Transfer| basic: open
Transfer

Setting: Not Willing for File Application-specific Willingness for File Transfer| basic: closed
Transfer
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Table 6: Definition of presence information elemers for Client procedures

H.3.1  Acting as Presence Source
The IM Client SHOULD collaborate with the Prese@mirce entity when residing in the same UE.

If the IM Server is not presence enabled (as inditan the provisioning parameter,'PRES-SRV-CAHRig Presence Source
residing in the same UE with the IM Client SHOULDigtish presence information for all the elementscHjed in section
H.1, as defined in Table 5 and Table 6. . Wheniphinlg presence information elements of Table & |k Client SHALL
perform the functions defined for the IM Servesgttion H.2.1 Acting as a Presence Soufce

If the IM Server is presence enabled (as indicatete provisioning parameter, ‘PRES-SRV-CAP’), Bresence Source
residing in the same UE with the IM Client SHOULEDN publish presence information for those elemenmkéch are
published by the IM Server. In this case, the INeGI SHOULD publish presence information for therneénts specified
inTable 6

Additionally, the Presence Source residing in tm@e UE with the IM Client MAY publish any other Bemce Information
Element described in [OMA-Pres-Spec].

The exact procedures determining the collabordigtween the IM Client and Presence Source in thatdbeyond the
scope of the present specification.

H.3.1.1 Setting Willingness for IM Pager Mode and L  arge Mode Messaging

When the IM User sets the value of the “WillingnéssIM” Presence information element to "willinghe Presence Source
SHALL perform the publication of presence infornoatias defined in [OMA-Pres-Sped}tiblication of presence
informatiori. The Presence Source:

» SHALL set the value of “Application-specific Willgness for IM Pager Mode and Large Mode Messaging”
presence information element to willing (as defiiredection H.1 IM specificpresence information
elements overviéwandTable 6);

» SHALL set the entity attribute of the presence infation document as defined in [OMA-Pres-Specht t
value of the authenticated identity of the IM Uteat has registered to the IM service.

NOTE 1: Other Presence information elements ntighpublished with the appropriate values at theestame.

When the IM User sets the value of the “WillingnéssIM” presence information element to “not wil” the Presence
Source SHALL perform the publication of presendetimation as defined in [OMA-Pres-Spedublication of presence
informatiorf. The Presence Source:

» SHALL set the value of “Application-specific Willgness for IM Pager Mode and Large Mode Messaging "
Presence information element to not willing (asrdsd in section H.11M specificpresence information
elements overvieland Table 6);

» SHALL set the entity attribute of Presence inforimaidocument as defined in [OMA-Pres-Spec] to the
value of the authenticated identity of the IM Uttt has registered to the IM service.

NOTE 2: Other Presence information elements niighpublished with the appropriate values at theestame.

H.3.1.2 Setting Willingness for IM Session Mode Mes  saging

When the IM User sets the value of the “WillingnéssIM Session Mode Messaging” Presence inforrmagilement to
"willing", the Presence Source SHALL perform theojication of presence information as defined in [@#Ares-Spec]
“Publication of presence informatibriThe Presence Source:

» SHALL set the value of “Application-specific Willgness for IM Session Mode Messaging ” presence
information element to willing (as defined in sectiH.1 ‘1M specificpresence information elements
overview and Table 6);
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» SHALL set the entity attribute of the presence infation document as defined in [OMA-Pres-Specht t
value of the authenticated identity of the IM Uteat has registered to the IM service.

NOTE 1: Other Presence information elements ntighpublished with the appropriate values at theestame.

When the IM User sets the value of the “WillingnéssIM Session Mode Messaging” presence infornmagtement to “not
willing” the Presence Source SHALL perform the pediion of presence information as defined in [ON?Res-Spec]
“Publication of presence informatibriThe Presence Source:

» SHALL set the value of “Application-specific Willgness for IM Session Mode Messaging ” Presence
information element to not willing (as defined iction H.1 1M specificpresence information elements
overview and Table 6);

» SHALL set the entity attribute of Presence inforimaidocument as defined in [OMA-Pres-Spec] to the
value of the authenticated identity of the IM Utteat has registered to the IM service.

NOTE 2: Other Presence information elements mighpublished with the appropriate values at the same

H.3.1.3 Setting Willingness for File Transfer

When the IM User sets the value of the “WillingnéasFile Transfer” Presence information elementwdling”, the
Presence Source SHALL perform the publication ekpnce information as defined in [OMA-Pres-Spé&e]blication of
presence informatidn The Presence Source:

» SHALL set the value of “Application-specific Willgness for File Transfer” presence information eletnte
willing (as defined in sectio&rror! Reference source not found.“IM specificpresence information
elements overvieWand Table 6);

» SHALL set the entity attribute of the presence infation document as defined in [OMA-Pres-Specht® t
value of the authenticated identity of the IM Uteat has registered to the IM service.

NOTE 1: Other Presence information elements niighpublished with the appropriate values at theestme.

When the IM User sets the value of the “WillingnéssFile Transfer” presence information elementrtot willing” the
Presence Source SHALL perform the publication ekpnce information as defined in [OMA-Pres-Spé&g]blication of
presence informatidn The Presence Source:

e SHALL set the value of “Application-specific Willgness for File Transfer” Presence information elane
not willing (as defined in sectidarror! Reference source not found.“IM specificpresence information
elements overviénand Table 6);

» SHALL set the entity attribute of Presence inforimaidocument as defined in [OMA-Pres-Spec] to the
value of the authenticated identity of the IM Uteat has registered to the IM service.

NOTE 2: Other Presence information elements mighputblished with the appropriate values at the same

H.3.2  Acting as watcher

The IM Client MAY collaborate with the Watcher @gtivhen residing in the same UE.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the IM Client SHALL use the procedures bfdhile-originating
case specified in [3GPP TS 24.229] / [3GPP2 X.S0013]ubsection 5.1.2A.1.

The exact procedures determining the behaviounefi Client acting as a watcher is beyond the safghe present
specification.
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H.4 IM specific presence values

The OMNA SHALL register the following new valuesttie <service-description> presence informatiomelet defined in
[OMA-Pres-Spec] related to IM:

<service-id>: org.openmobilealliance:IM-pager-mode

<version>: 1.0

<service-id>: org.openmobilealliance:IM-session

<version>; 1.0

<service-id>: org.openmobilealliance:File-Transfer

<version>: 1.0
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Appendix | The parameters to be provisioned for IM service (Normative)

.1 OMA IM Device Management general

IM Server Presence support is indicated with thramaters defined in the following subsections. Phesence Source
residing in the same UE with the IM Client can ttgs information for discovering which Presenceinfiation elements
need to be published by the IM Client.

.2  OMA IM Device Management Object file

1.2.1 OMA IM Device Management Object tree
.2.1.1 OMA IM Device Management Object parameters

1. /<X>/PRES-SRV-CAP/

A binary flag used for the IM Server to indicate fAresence publish capability of a Presence infiiomalement of the
IM Server on behalf of the IM Client. The flag mi&t given in sequence order according to the lippcameters
below:

bit 4: “Application-specific (IM) Availability forlM ”
*  Occurrence: One
* Format: bin
* Access Types: Get

* Values: <A binary, xxxb4xxxx>

Bit 4 has 2 values: 0 means no support by the 8ane 1 means support is available.

NOTE: CHANGES To AC file: The following parameters are added for IM

APPLICATION-SPECIFIC PARAMETERS

HHHHEHH A T
Characteristic/name: APPLICATION/PRES-SRV-CAP.
Status: Required if Presence is supported.

Occurs: 1/1.

Default value: None.

Used values: Binary.

Interpretation: Indicates the Presence publishing ¢ apability of the presence
information element of the IM Server on behalf of t he IM Client. The flag must be
given in sequence order according to the list of pa rameters as b1b2b3b4b5b6b7b8
(bit 8 is the lowest bit), where bit 4 is the flag of “Application-specific
Availability for IM”, bit 1-3 and bit 5-8 are for o ther use.
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PARAMETER VALUES

BHHHHHHHHHH A

Characteristic/name/parameter: APPLICATION/PRES-SRV -CAP/1.
Status: Optional.

Interpretation: Indicates the support of the Presgublishing by the IM Server on behalf of an I\e6t.

1.2.1.2 Provisioning Parameters- AC File

IDENTIFYING INFORMATION
T

APPID:<TBD>?.

APPID type: OMNA.

Owner: OMA Instant Messaging Sub-Working Group

Contact: OMA Instant Messaging Sub-Working Group<TECHNICAL-
COMMENTS@MAIL.OPENMOBILEALLIANCE.ORG>.

Registration version:
Registration timestamp:
Application description: SIP/SIMPLE Instant Messaging

Application reference: <TBD>.

Legal text:
Use of this document is subject to all of the terms and conditions of the Use Agreement located at

http://www.openmobilealliance.org/UseAgreement.html.

You may use this document or any part of the document for internal or educational purposes only, provided you
do not modify, edit or take out of context the information in this document in any manner.

Information contained in this document may be used, at your sole risk, for any purposes.

You may not use this document in any other manner without the prior written permission of the Open Mobile
Alliance. The Open Mobile Alliance authorizes you to copy this document, provided that you retain all copyright
and other proprietary notices contained in the original materials on any copies of the materials and that you
comply strictly with these terms. This copyright permission does not constitute an endorsement of the products or
services. The Open Mobile Alliance assumes no responsibility for errors or omissions in this document.

Each Open Mobile Alliance member has agreed to use reasonable endeavors to inform the Open Mobile Alliance
in a timely manner of Essential IPR as it becomes aware that the Essential IPR is related

to the prepared or published specification. However, the members do not have an obligation to conduct IPR
searches. The declared Essential IPR is publicly available to members and non-members of the Open Mobile
Alliance and may be found on the "OMA IPR Declarations" list at http://www.openmobilealliance.org/ipr.html.
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The Open Mobile Alliance has not conducted an independent IPR review of this document and the information
contained herein, and makes no representations or warranties regarding third party IPR, including without
limitation patents, copyrights or trade secret rights. This document may contain inventions for which you must
obtain licenses from third parties before making, using or selling the inventions.

Defined terms above are set forth in the schedule to the Open Mobile Alliance Application Form.

NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN
MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF
THE IPR'S REPRESENTED ON THE "OMA IPR DECLARATIONS" LIST, INCLUDING, BUT NOT LIMITED TO
THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR
NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT,
PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN
CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE
DOCUMENTS.

© 2006 Open Mobile Alliance Ltd. All Rights Reserved.

Used with the permission of the Open Mobile Alliance Ltd. under the terms set forth above.

WELL-KNOWN PARAMETERS

HH R R R

Characteristic/name: APPLICATION/APPID.

Status: Mandatory.

Occurs: 1/1.

Default value: None.

Used values: <TBD>

Interpretation:

To uniquely identify the IM enabler.
Characteristic/name: APPLICATION/NAME.

Status: Mandatory.

Occurs: 1/1.

Default value: None.

Used values: "IM".

Interpretation:

Application name. User displayable name for the IM enabler.
Characteristic/name: APPLICATION/PROVIDER-ID.
Status: Optional.

Occurs: 0/1.
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Default value: None.

Used values: N/A

Interpretation:

provides an identifier for the application service access point
Characteristic/name: APPLICATION/TO-NAPID.

Status: Required if direct use of Network Access Point supported.
Occurs: 0/*,

Default value: None.

Used values: N/A.

Interpretation: N/A.

APPLICATION-SPECIFIC PARAMETERS
T
Characteristic/name: APPLICATION/ PRES-SRV-CAP
Status: Mandatory

Occurs: 1/1

Default value: None

Used values: <Integer>

Interpretation:

A binary flag used for the IM Server to indicate tAresence publish capability of a Presence infiiomalement of the IM

Server on behalf of the IM Client.

Characteristic/name: APPLICATION/MAX_AD-HOC_GROUP_SIZE
Status: Mandatory

Occurs: 1/1

Default value: None

Used values: <Integer>

Interpretation:

Maximum number of Participants allowed for an Ad-hoc IM Group Session
Characteristic/name: APPLICATION/CONF-FCTY-URI

Status: Mandatory

Occurs: 1/1

Default value: None

Used values: N/A

Interpretation: <SIP URI>
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A SIP URI used for setting up an Ad-hoc IM Group or 1-1 IM Session
Characteristic/name: APPLICATION/EXPLODER-URI

Status: Mandatory

Occurs: 0/1

Default value: None

Used values: <SIP URI>

Interpretation:

A SIP URI used for sending SIP MESSAGE e.g. Sending SIP MESSAGE to an Ad hoc Group.
Characteristic/name: APPLICATION/CONV-HIST-FUNC-URI
Status: Optional

Occurs: 1/1

Default value: None

Used values: N/A

Interpretation: <SIP URI>

A SIP URI for IM user’s conversation history storage
Characteristic/name: APPLICATION/DEFERRED-MSG-FUNC-URI
Status: Mandatory

Occurs: 1/1

Default value: None

Used values: N/A

Interpretation: <SIP URI>

A SIP-URI used for IM User’s message-store account for deferred messaging

EXAMPLE
H R
<characteristic type="APPLICATION">
<parm name="APPID" value="TBD"/>
<parm name="NAME" value="IM"/>
<parm name="MAX_AD-HOC_GROUP_SIZE" value="25"/>
<parm name="CONF-FCTY-URI" value="sip:IM-User@network.net" />
<parm name="MSG-STORE-URI" value="sip:IM-User@mailserver.network.net" />
</characteristic>
HHHEND###
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Appendix J

Retrieve deferred messages (Informative)

7. MSRP 200 OK

A

8. SIP BYE

A

9. SIP 200 OK

A

A

12. SIR
(addressed to a

_10. XCAP GET

Alice’s Joe’s Deferred Messaging Charlie’s
Client Client function IM XDMS client
1. SIP MESSAGE o
(Text #1) o
> 2. SIP 202 Accepted
3. SIP INVITE -
__4.SIP 200 OK
5. SIP ACK o
6. MSRP SEND
(Text #2) o

-«

11. XCAP 200 OK

INVITE
specific message)

13. SIP

200 OK

14. SIP

ACK

Y

A

15. MSR

P SEND

16. MSRP|

200 OK

Y

A

17.SIP

BYE

18. SIP

200 OK

A

A

Figure 2: Charlie’s Client selectively retrieves oly the message deposited by Joe’s Client

Let's assume that an offline user (Charlie), getskion line and receives the following notificatiodicating that there are
two text messages waiting to be retrieved:

While a user (Charlie) is offline:

1-2. Alice sends an IM with SIP MESSAGE method, Message is accepted by Charlie’s Message Serdestared with a
unique ldentifier
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2-9. Joe sends an IM using SIP INVITE, the Messagecepted by Charlie’'s Message Server (Message)Sand stored
with a unique identifier

10-11. Charlie gets back online, gets deferred aggsmeta data via XCAP GET for the summary ofstbeed messages
waiting in the format as defined in [IM-XDM Spediétion]including message headers such as To, Hbae, Subject, and
Message-ID appended to each message, see below:

<?xm version="1.0" encodi ng="UTF-8""?>
<hi story-list xm ns="urn:oma: xm : history-1list">

<hi story dat e="2000-07-09" hi story-reference="32098d@rmi | server. exanpl e. coni >

<si ze>10</si ze>
<expi ry>2000- 07- 15T21: 13: 00. 0Z</ expi ry>
<subj ect >car pool tonorrow?</subject>
<pager >
<ti me-stanp>2000-07-09T21: 13: 00. 0Z</ ti me- st anp>
<fronral i ce@xanpl e. org</from >
<to>charl i e@xanpl e. conx/t o>
</ pager >
</ hi story>
<hi story dat e="2000-07-09" hi story-reference="d0982dkj s@rai | server. exanpl e. coni' >
<si ze>18</si ze>
<expi ry>2000-07-17T21: 25: 12. 0Z</ expi ry>
<subj ect >HELP! at home ill, present for ne please</subject>
<pager >
<ti me-stanp>2000-07-09T21: 25: 12. 0Z</ ti me- st anp>
<fromrJoe@xanpl e. net </ from >
<to>charl i e@xanpl e. conx/t o>
</ pager >
</ hi story>

</history-list>

*kkkkkkkkkkkkkkkkkhkkkhkkkhkkkkkkkkkkhkk
12-14. Let us assume that Charlie wants to retrigNg the second message, which has been senel@elkample.net and is
identified by a Message-ID header whose value 888akjs@mailserver.example.com.

Charlie then creates a SIP INVITE request addressadSIP URI as defined in section 12.1Rketrieving Deferred
message(s)”

INVITE sip:Deferred@mailserver.example.com SIP/2.0

From: <sip:charlie@example.com>
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To: <sip:Deferred@mailserver.example.com>

Content-Type: multiparty/mixed; boundary = ‘Boundar

Boundary

Content-Type : application/Sdp

<SDP file>
Boundary

Content-Type: application/resource-list+xml

< Recipient-list> // list of Unique Message-Ids.
will be only one entry i.e. the message-id
* d0982dkjs@mailserver.example. com

., in this example there

This INVITE request is routed to the Deferred Megsg Function according to SIP procedures.

15-16. The Deferred Messaging Function extractdséme stored message to Charlie as defined iioeed?.2.2.5

“Pushing Deferred Messades

17-18. The “message store” server sends SIP BYHBtendorresponding 200 OK from the client to erelgbssion .
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Appendix K Saving IM Content

The network SHOULD be able to save (record) thectivitent upon the request of the user, when itdasvald by the
operator. The user indicates to the IM Server wbestart the recording. The IM conversation reaogdénds in one of the
following conditions:

1. anytime during the IM conversation that user inttisa
2. end of the IM conversation

3. the maximum storage limit defined by the operass been reached

The following sub-sections describe the differa#rgrios on saving the IM conversation.

K.1 IM content recording starts at the beginning of the IM
conversation
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K.1.1 Session Mode with IM Setting default

In this scenario, the user IM Setting indicates #ilelM content will be recorded. The IM contenilivioe recorded at the
beginning of every IM session and no user intetieerts needed.

IM Client IM Server Conversation Storage
| |

———IM Registration——,
|

|
Start recording

I
|
i
IM Session setup
|
|
|

L————MSRP SEND——»

Recorded content——»

\

A
N
o
S
®)]
X

200 OK

‘

|
|
|
|
l
l MSRP SEND
|
|
|
|
|
|

:<—MSRP SEND

|
|
I'—Recorded content——»
|

|
«——MSRP SEND————}

|
|
————200 OK———»
|
|
i
|

200 Ok

\
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K.1.2 Page Mode with IM Setting default

In this scenario, the user IM Setting indicated #illM content will be recorded. The IM conteniioe recorded anytime a
SIP MESSAGE method is detected on the IM Servemandser intervention is needed.

IM Client IM Server Conversation Storage
|

———IM Registration———
|

|
|
|
|
|
l
| |
Start récording :
I l
| |
I SIPMESSAGE— l
| |

| |
|

|
——Recorded content———

SIP MESSAGE

\

200 OK

A

|
|
|
|
[
|
|
|
|
|
|
|
|
|
|
200 OK—————

- SIP MESSAGE

|
| |
| |
| |
| |
| |
| |
| |
| | Recorded content——~
| |
| |
[«——SIP MESSAGE————
| |
| |

 2000K——

200 OK

\j
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K.1.3 IM content recording starts at user directive

K.1.3.1 Session mode with user directive
In this scenario the user will tell the IM Servenem the IM content recording should start.

IM Client IM Server Conversation Storage
| | |
|

| |
L———IM Registration——»! !
|
1

| |
| |
| |
: IM Session setup
l l
| |
| |

\

1
Start recording
I

[
|
[
[
|
|
|
[
l—— 200 OK————— !
|
|
|
|
|
|
|
|
|

|
:<—MSRP SEND

————Recorded content——)

'«———MSRP SEND————!

| |
————200 OK——»
200 OK

I———MSRP SEND——|

|
|
|
|
|
|
I
|
|
|
:
I,—Recorded Content4>|I

\

MSRP SEND

\

:4—200 OK—:

| |
| |
| |
e 200 OK—]
' |

|
[ [ [
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K.1.3.2 Page mode with user directive
In this scenario the user will tell the IM Servelnem the IM content recording should start.

IM Client

IM Server Conversation Storage
[

——IM Registration——
| |
—— SIP MESSAGE——»,

[
|
[
|
|
[
|
|
|
|
[
;
|
|

e——200 OK——F !
|
|
|
[
|
[
|
|
|
|
|
|
|
[
[

L——SIP MESSAGE——»

|
|
T
200 OK—————— |
|

|

E SIP MESSAGE >
|

> 200 OK

|

|

|

|

|

| Start recbrding

[
[
- SIP MESSAGE
|
|

—Recorded content——»

200 OK

\

|
: SIP MESSAGE;
|

|
I Recorded content——»

\

|
> 200 OK
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K.1.4 IM conversation recording ends at user direct  ive

K.1.4.1 Session mode with user directive
In this scenario the user will tell the IM Servenem the IM content recording should end.

IM Client IM Server Conversation Storage

|

| |

L———IM Registration——»! !
|

1

|
|
|
IM Session setup
|
|

———MSRP SEND——»
MSRP SEND

\

200 OK

A

| L
| |
| |
| f
le—200 OK——
l COMMAND l
(record IM content) |

Start recording

le MSRP SEND

-

I‘
l«—MSRP SEND—:
+——Recorded content——»i

:4—200 OK—:
| |

[ [
| |
| |
: 200 OK : >
| |
| |
COMMAND ' :
: (stop record IM content) : :
: | S:top recording :
| t |
| | |
————MSRP SEND—— | !
[ [ [
! : MSRP SEND : >
| | |
| e 200 OK—]
| | |
|
|
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K.1.4.2 Page mode with user directive
In this scenario the user will tell the IM Servelnem the IM content recording should end.

|
l
———IM Registration———
| |
—— SIP MESSAGE——»,

IM Client IM Server Conversation Storage

\j

'«———SIP MESSAGE————

- 2000K——

200 OK

T
- SIP MESSAGE
|
|

I : SIP MESSAGE
| - 200 OK
i<—200 OK—E

| COMMAND |

| (record IM content) |

i | Start relt:ording

|

|

|

|

|

|

—Recorded content———»

|
|
:
|
! COMMAND

(stop record IM content) .

|
L
|
|
|
| —™
| t

: | $top recording
| |

L———SIP MESSAGE——»

200 OK

\

SIP MESSAGE;

\

A

|
+«———200 OK———
|
|
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K.1.5 IM content recording ends at the end of IM co  nversation

The following diagram illustrates the IM contentoeding ends at the end of IM conversation whicly applies to Session
Mode IM conversation.

IM Client IM Server Conversation Storage
| | |
|

| |
L———IM Registration——»! :
|
|

|
|
|
IM Session setup
|
|
|

|

|

|

MSRP SEND——» |

E MSRP SEND : -

> 200 OK—

:4—200 OK—: :

| | |

COMMAND

| » | |

: (record IM content) ! :

: | Start rlecording :

l l

| 1
|
|
|

[
[
I MSRP SEND |
|
|

Recorded content——
:<—MSRP SEND—: '

200 0OK——»
|

|
|
|
: ] 200 OK :
—MSRP SEND—»: :
—  Recorded content——»

\

l

| | |

: : MSRP SEND : >
! | 200 OK—

| | |

:4—200 OK—: :

! BYE > l

| | |

: :Stop recording :

| t |

| : BYE : >
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K.1.6

IM content recording ends when system limit r

eached

The following diagram illustrates the scenario thatServer will stop IM content recording when thgstem limited has
been reached; it makes no different if the IM caragion is in a Session mode or Page mode.

IM Client

IM Server

Conversation Storage

Recording IM content

| Systlem Limit Reached |

I
$top recording |

IM content without recording
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Appendix L Extending one to one session to a conference
(Informative)

This appendix illustrates how a one to one sessiornbe transformed into a conference.

The following is an example of a one to one sesb&iween Alice <sip:alice@atlanta.com>; and Bob
<sip:bob@biloxi.com> being transformed into a coafee that also includes Ted < sip:ted@example.net>

Alice’s Bob's Ted'
; ; Conference Factory eds
Client Client client
1. SIP INVITE
2. SIP 200 OK
( Session 1 established }
3. SIP INVITE
(replaces) o
4. SIP 200 OK
5. SIP INVITE
(replace) 7. SIP INVITE
6. SIP 200 OK >
> 8. SIP 200 OK
9. SIP BYE
10. SIP 200 OK
Session 2 established between Alice, Bob, Ted and conference server N

The “replaces” parameter is used in the URI lishisk Bob to relinquish the initial session and jibie new conference.

The highlighted portion of step 3 below illustrates the use of the “Replaces”
header.

1. INVITE sip:bob@biloxi.com SIP/2.0
Via: SIP/2.0/UDP pc33.atlanta.com;branch=z8bi&7 76asdhds
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Max-Forwards: 70
To: Bob <sip:bob@biloxi.com>
From: Alice <sip:alice@atlanta.com>;tag=19283874
Call-ID: a84b4c76e66710
CSeq: 314159 INVITE
Contact: <sip:alice@pc33.atlanta.com>
Content-Type: application/sdp
Content-Length: 142
(Alice's SDP not shown)
2. SIP/2.0 200 OK
Via: SIP/2.0/UDP pc33.atlanta.com;branch=z9hG4bKda8;received=192.0.2.1
To: Alice <sip:alice@atlanta.com>;tag=1928301774
From: Bob <sip:bob@biloxi.com>;tag=a6c85cf
Call-ID: a84b4c76e66710
CSeq: 314159 INVITE
Contact: <sip:bob@biloxi.com>
Content-Type: application/sdp
Content-Length: 131
Bob’s SDP not shown
3. INVITE conf-fact@example.com SIP/2.0
Via: SIP/2.0/UDP pc33.atlanta.com;branch=z8bis776asdhds
Max-Forwards: 70
To: Conf Factory <sip:conf-fact@example.com>
From: Alice <sip:alice@atlanta.com>;tag=28373875
Call-ID: 563b4c76e66712
CSeq: 203048 INVITE
Contact: <sip:alice@pc33.atlanta.com>
Require: recipient-list-subscribe, replaces
Supported: eventlist
Content-Typemultipart/mixed ; boundary="boundary42"
--boundary42

Content-Type: application/sdp
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(Alice's SDP not shown)

--boundary42

Content-Type: application/resource-lists+xml
Content-Disposition: recipient-list
Content-Length: 337
<?xml version="1.0" encoding="UTF-8"?>
<resource-lists xmIns="urn:ietf:params:xml:nsaerce-lists"
xmins:xsi="http://www.w3.org/20XMLSchema-instance">

<list>

<entry uri="bob@biloxi.com;method=INVITE?Rapes: a84b4c76e66710;to-tag=1928301774;from-té&g8%cf " /"

/>
<entry uri="sip:ted@example.net" />
</list>
</resource-lists>
--boundary42
5. INVITE bob@biloxi.com SIP/2.0
Via: SIP/2.0/UDP pc33.atlanta.com;branch=z8bis776asdhds
Max-Forwards: 70
To: Bob < bob@biloxi.com>;tag=2837302775
Referred-By: <sip:alice@atlanta.com>
Call-ID: 563b4c76e66712
CSeq: 345768 INVITE
Contact: <sip:conf-123@example.com>; isfocus
Content-Type: application/sdp
Content-Length: 142
Require: replaces

Replaces: a84b4c76e66710;t0-tag=1928301774;frgm-déc85cf
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Appendix M  Conference Event Package (Normative)

The conference event package in SIMPLE IM is base[RFC4575]. This annex describes how the [RFCHEREL
document is extended to explicitly give indicattorjoining users which user child element belormghem. The example
below does not include all elements of the XML doemt in [RFC 4575] for the sake of simplicity.

Alice first joins a conference where she indicaesquirement for anonymity with a display naméMESS
JOY’<sip:anonymous@anonymous.invetito the conference server. Then she subscribie toonference event package
and gets a conference XML document, whose relgyatcontains the list of participants, includinticA's anonymous
information. Notice the addition of the "yourown™MX attribute with a value set to "true" close tadd's information. This
indicates to Alice the Identity she is known bythe rest of the participants.

<conference-state>
<user-count>33</user-count>
</conference-state>

<users>

<user entity="sip:bob@example.com" state="full
<display-text>Bob Hoskins</display-text>

</user>

<user entity= "sip:anon34@anonymous.invakdate="full"yourown="true" >
<display-text>MISS JOY-03</display-text>
</user>

</users>

The conference server has modified Alice originébimation for anonymity from “MISS
JOY"<sipanonymous@anonymous.invatidto “MISS JOY-03"<sip:anon34@anonymous.invalid>nake her full identity
unique in the conference room. Now Alice’s IM Cliean use this information as its Identity in seigdinessages to the
conference room.

M.1 Extensions to Conference Event Package XML Sche ma

The following describes the XML schema that extethescurrent XML schema specified in RFC 4575 td #wek "yourown"
XML attribute.

<?xml version="1.0" encoding="UTF-8"?>

<xs:schema targetNamespace="urn:oma:params:xmknfag"
xmlns="urn:oma:params:xml:ns:ownflag"
xmlins:xs="http://www.w3.0rg/2001/XMLSchema"
elementFormDefault="qualified"
attributeFormDefault="unqualified">

<xs:annotation>
<xs:documentation xml:lang="en">
Adds a flag to a user of the conferenanev
package to indicate own user information.
</xs:documentation>
</xs:annotation>

<xs:import namespace="urn:ietf:params:xml:nsfemnce-info"
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schemalocation="urn:ietf:params:xml:scheronference-info"/>

<xs:attribute name="yourown" type="xs:booleaefallt="false" />
</xs:schema>

The 'yourown' attribute is an extension of the ss#ement in the conference XML document. Themftiie 'yourown'
attribute SHALL NOT be included in any other eleméran <user>.

The "yourown" attribute is used to indicate to tkeClient which of the <user> elements belong te IM Client to whom
the notification is to be sent in case the IM coafiee Server has modified any of the user’s infdiona
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Appendix N Emoticons (Normative)

N.1 List of supported emoticons

The SIMPLE IM enabler allows a client to take adege of emoticons. A client taking advantage ohsfieature will

replace specific character sequences known as @netivhen an instant message is received andplsgisl to the user, or
when the user composes an instant message thecensére replaced with the specific character semp{s) before the
instant message is sent. The exact behaviourittslis described inN.2. This feature is an imm@atation choice, and as
such is OPTIONAL for the client. The list of chatercsequences and emoticons are listed in Talllb&'table captures only
a subset of emoticons that are widely used - climptementations MAY extend the list with additibcharacter sequences.
The first column in the table identifies the emotis; the second column defines one or more charsetiences for each
emoticon so that different client implementatioas @ssociate the same meaning to a character seqaet ensure
interoperability between them. The third columnvides a description of possible graphical rendgiddote that the third
column provides examples only and client implemi&ma are not constrained to follow the exampld®e &xact images
representing the individual emoticons are not exgbope of this enabler — it is a client implemiomachoice.

Emoticons Character sequences Examples describing graphical
renditions

Happy, smile =)or:) A happy or smiling face

Sad -(or A sad face

Wink ;-) or ;) or ;o) or ;0) A winking face

Big grin --Dor:Dor:oD or:-dor:dor | A biggrinface
:od or :Od or :OD

Confused - or:-\ A confused face

Blushing, embarrassed ) or ")or ">or:-or$or:$ A blushingembarrassed face

Stick-out tongue :-P or :P or:oP or:-p or:por| A stick-out tongue face
:op or :OP or :Op

Kiss, red lips =*oor ¥ A kissing face or red lips

Shocked, surprised :-Oor:-0 or :0 or :O A shocked, Surprisedea

Angry -@ or :@ or X-( or X(or x-( of An angry face
x( or xo( or XO(

Cool, sunglasses B) or B-) or (H) or (h) or Bo) or A face with sunglasses
BO)

Worried :-Sor :Sor :-s or :sor:0S A werdiface

Devilish >:-) or >:) or >.0) or >:0) A devilistate

Crying s-(or :;,(or -( or (or:o(or | Acrying face
Jo(or:;,O(or:"O(

Laughing :-)) or ) or :0)) or :0)) A laughingda

Straight face, disappointed -] or:] or 0] or :O| A straight face

Angel, innocent O:-) or O:)oro:-)oro) An innocent face

Nerd -B or :B A nerdish face

Sleepy [[O or |Oor|-0 or |o A sleepy face

Rolling eyes 8-) or 8)or 80) or 80) A rollieges face

Sick, berk -& or :& o0& or :0& A sick/ill face

Shhh! No speak, lips sealed :-SS or :SS ororssss A face with sealed lips
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Emoticons Character sequences Examples describing graphical
renditions
Thinking, pensive =? or:? A pensive face
Raised eyebrow, sarcastic logk:-) or /:) or/:0) or /:0) A raised eyebrow &or a face
with a sarcastic look
Rose, flower @):- A rose
Cup of coffee ~0) A cup of coffee
Drink, cocktail ) A cocktail glass
Idea (light bulb) *.:-) or *-3) A light bulb
Love struck, heart (L) or <3 A heart

Table 7: Character sequences and emoticons

N.2 Emoticon processing by the clients

The client will process the character sequencescaged with each emoticon, converting the charasggquences from/to
their corresponding image representation when stanimh message is received/displayed or composéd/sen

N.2.1  Emoticons in composed/sent instant messages

Whenever an instant message is composed by thethisalient MAY replace the recognized characsguences with the
corresponding emoticon as the user types thentlietinstant message. Depending on client implertientthe client MAY
also offer the possibility to insert the emoticaising shortcuts. When the client uses shortcuitssirt emoticons into the
instant message, it SHOULD choose the first charagquence from Table 7 corresponding to thetied@moticon. In any
case, when the client sends the instant messages¢hgnized emoticons SHALL be converted to tbeiresponding
character sequence before the instant messagernstted to the server.

N.2.2 Emoticons in received/displayed instant messa  ges

Whenever an instant message is received or digplayor the user, the client MAY replace the remiagd character
sequences with the corresponding emoticon.
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Appendix O  Final Delivery Report (Normative)

0.1 Structure of the Final Delivery Report

The Final Delivery Report is an XML document thaisnbe well formed and has to be valid. The Fingin\i2ry Report
documents are based on XML 1.0 and use UTF-8 engodihis specification makes use of XML namespéoerlentifying
the Final Delivery Report documents and documexgrfrents. The namespace URI for elements definghidy
specification is a URN, using the namespace identdma'. This URN is:

urn:oma:xml:poc:final-report
The Final Delivery Report document begins withthet <final> element.

The <final> element consists of number of <leg>®ats and two attributes, "last" and "Message-IDHe "Message-ID"
attribute contains the Message-ID of the MSRP ngeséar which the Final Delivery Report is generafElde "last" attribute
with value "true" indicates the last Discrete Me@ifansfer Final Report document for the MSRP messdentified by the
"Message-ID" attribute.

Each <leg> element contains a mandatory "uri"taitg containing the URI of the recipient and atigtaattribute with or
without a "max-size" attribute. If "status” attrileus missing, the <leg> element is ignored.

If the MSRP message was completely delivered tdtréicipant or if the MSRP message delivery toRbheicipant failed,
the <leg> element contains the "status" attribor@aining the MSRP status code of the recipientatdd with 'uri’
attribute.

If the MSRP message cannot be sent to the Pamicigause the Participant has negotiated the 8Bifute "a=max-size"
lower than the MSRP message size, the <leg> elecoatdins the "status” attribute with value "9988d the "max-size"
attribute with the value corresponding to the SBiRbaite "a=max-size" negotiated by the Participadtcated with ‘uri’
attribute.

The Final Delivery Report document shall be ideéadifwith the MIME content type "application/vnd.osfiaal +xml"

0.2 Example of Final Delivery Report

<?xml version="1.0" encoding="UTF-8"?>
<final xmIns="urn:oma:xml:poc:final-report" Message -ID="r2d2" last="true">
<leg uri="sip:userC@example.com" status="200"/>
<leg uri="sip:userD@example.com" status="413"/>
<leg uri="sip:userF@example.com" status="9999" max- size="50000"/>
<[final>

0.3XML Schema for the Final Delivery Report
The Final Delivery Report document SHALL conformthe XML schema described in [OMA-POC-FINAL-REP].
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Appendix P Use of REFER Method in IM (Informative)

This appendix illustrates how the REFER messageesd to accomplish different functions.

The first figure illustrates the use of REFER teife a user to an ongoing session or remove aft@m@ran ongoing session.
The REFER is sent to the Controlling function wtie requested method.

The second figure illustrates the use of REFERytwmathically activate or deactivate History recordihging a session. The
REFER is sent to the Participating function, whieinsfers the REFER to the Conversation Historyckan. The
Conversation History Function then either invitisglf to the session or removes itself from theisesby sending either an
INVITE or a BYE to the Controlling function with éhSession identity.

The third figure illustrates the use of REFER tteteeHistory recordings or Deferred messages. THEHER is sent to the
Delete Function with the identities of the datdéremoved.

IM
, Controlling IM Client B
IM Client A IM Server A Server Server B
REFER
( R-URI= session-id
Refer-to = Client B)
Method = INVITE or BYE]
REFER
200 OK
200 OK
- INVITE or
BYE >
INVITE or
BYE -
200 OK
200 OK
NOTIFY
NOTIFY

Figure 1: Inviting or removing a user to/from a sesion
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IM Client
A

user

Dynamic invocation by

REFER
( R-URI= HISTORY
Refer-to = Session-id)
Method = INVITE or BYE

History
Function

200 OK

START/STOP History
recording

INVITE or BYE

Controlling
Function

200 OK

NOTIFY

Figure 2: Dynamic Start/Stop History
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IM Client A

REFER
( R-URI= DELETE
Refer-to = Message(s) to delete
or History file(s) to delete

IM Server A

200 OK

Delete Deferred Messages or

History files

A

NOTIFY

Update XDMS

Figure 3: Deleting History Files or Deferred Messags
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Appendix Q  IM related Shared XDM extensions (Normative)

Q.1 IM extensions to Shared List XDM application us  ages

Q.1.1 Group Usage List

Q111 Structure
A IM specific URI usage SHALL be used in a Groupags List stored in the Shared List XDMS.

The IM URI usage, <imusage> element, is definesutastitute <uriusage> element and is used wittén th
<uriusages> element as specified in [OMA-LIST_XDMJT The <imusage> element has two values:

* chat
» predefined.
With the default value being “predefined”
If present in any <uriusages> element, the <imusajement indicates the type of the IM Group URI.

Q.11.2 XML schema
The <imusage> element SHALL conform to the XML solaedescribed in [XSD_IMUSAGE].
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Appendix R Access Policy examples (Informative)

This appendix illustrates the use of the Shareessolicy to define how messages, file transfuests and or session
invitations are to be accepted or rejected fronmdividual sender or a list of senders.

The User Access Policy document makes use of tlewiog two elements defined for the <rule> elemieniShared-
Policy-XDMS]:

* <conditions>
» <actions>

The <conditions> child element of any <rule> eletdAY include all elements listed in [Shared-PoH&IPMS] with the
following clarifications:

a) MAY include the <external-list> element, asidefl in [XDM_Spec] Common Extensiotis

The <external-list> element can be used to progitiglocklist” of users to be blocked. This <extdlist>
would be oma_blockedcontacts as described in [SHast] XDMS.

b) MAY include a <service> element with the “featuggtattribute with the value “+g.oma-im-sip”
¢ MAY include the <media> elements, as definefKibM_Spec] “Common Extensiohs

The <media> element:

1) MAY include the <message-session> media eleineitating session based messaging as
defined in [MSRP];

2) MAY include the <pager-mode-message> media elindicating pager mode message requests
as defined in [RFC3428];

3) MAY include the <file-transfer> media elemendliicating file transfer as defined in [IM TS];

The <actions> child element of any <rule> element:

a) MAY include the <allow-reject-invite> element asfihed [Shared-Policy-XDMS];

This example illustrates the use of a shared Palilyto define a blocked list of users from whoager mode messages are
not to be accepted for all type of services ingigdhe IM service.

<?xml version="1.0" encoding="UTF-8"?>

<ruleset xmIns="urn:ietf:params:xml:ns:common-policy"

xmlns:ocp="urn:oma:xml:xdm:common-policy"

xmlns:oxe="urn:oma:xml:xdm:extentions">

<rule id="ythk765">
<conditions>

<ocp:external-list>
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<ocp:entry anchor="http//:xcapserver/resource-lists/users/sip:bob@example.com/index/~~/resource-
lists/list%5b@name=%22oma_blockedcontacts%22"/>

</ocp:external-list>
<oxe:media-list>
<oxe: pager-mode-message/>
<oxe:media-list>
</conditions>

<actions>
<oxe:allow-reject-invite>true</oxe:allow-reject-invite>

</actions>
</rule>

</ruleset>
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Appendix S  Charging use cases (Informative)

In this section, a number of use cases for charigitiyl are described. These use cases do not desitre way an operator
must charge for IM services, they only exploredierent charging scenarios that can be implentemeIMPLE IM.

1. Sending a pager mode message to a single user

Alternative scenarios

1.1
- Sender sends pager mode message to one singieereda the IM Server

- Sender and receiver are in the same network
- Message is delivered successfully

- Sender is charged basedroassage size

1.2.
- Sender sends pager mode message to one singieereda the IM Server

- Sender and receiver are in the same network
- Message is delivered successfully

- Sender is charged basedraimber of messages sent

1.3.
- Sender sends pager mode message to one singieereda the IM Server

- Sender and receiver are in the same network
- Receiver is not online
- Message isleferred

- Sender is charged based on message size

Remark : deferred messages are charged the same wasy successfully delivered messages.

1.4.
- Sender sends pager mode message to one singieereda the IM Server

- Sender and receiver are in the same network
- Message is delivered successfully

- Receiveris charged based on message size
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15.
- Sender sends pager mode message to one singieereda the IM Server

- Sender and receiver are in the same network
- Message is delivered successfully

- Receiveris charged based on number of messages received

1.6.
- Sender sends pager mode message to one singieereda the IM Server

- Sender and receiver are in the same network
- Message is delivered successfully

- Sender and receiverare charged

2. Sending a pager mode message to a group

Alternative scenarios

2.1.
- Sender sends pager mode message to a pre dgfmgu URI via the IM Server

- Sender and receivers are in the same network
- Some messages are delivered successfully, sossagedeliveries fail.
- Sender receives delivery report, containing thiper of messages successfully delivered

- Sender is charged basad message siz@lisregard the number of recipients)

2.2.
- Sender sends pager mode message to a pre dgfmgu URI via the IM Server

- Sender and receivers are in the same network
- Some messages are delivered successfully, sossagedeliveries fail.
- Sender receives delivery report, containing thalner of messages successfully delivered

- Sender is charged fonly one messagéisregard the number of recipients)

2.3.
- Sender sends pager mode message to a pre dgfmgu URI via the IM Server

- Sender and receivers are in the same network

- Some messages are delivered successfully, sossagedeliveries fail.
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- Sender receives delivery report, containing thalper of messages successfully delivered

- Sender is charged basedvatume of successful messagé@message size * nr of successful deliveries)

2.4.
- Sender sends pager mode message to a pre dgfmgu URI via the IM Server

- Sender and receivers are in the same network
- Some messages are delivered successfully, sossagedeliveries fail.
- Sender receives delivery report, containing thlper of messages successfully delivered

- Sender is charged basedraimber of successful deliveries

2.5.
- Sender sends pager mode message to a pre dgfmgu URI via the IM Server

- Sender and receivers are in the same network
- Some messages are delivered successfully ,sossanes ardeferred
- Sender receives delivery report, containing thalper of messages successfully delivered

- Sender is charged for successful and deferredages

Remark : deferred messages are charged the same wasy successfully delivered messages.

2.6.
- Sender sends pager mode message to a pre dgfmgu URI via the IM Server

- Sender and receivers are iditierent network. Thecontrolling function is on theenderside (operator A).
- The sender is charged according to the chargitigigs of his network operator (operator A)

- The receiver is charged according to the charpgwiigies of his network operator (operator B)

Remark : this use case differs from the previous ffm a commercial viewpoint, but not from technical iewpoint

3. User sends a large message to a single userceaksos of use case 1 (Sending a pager mode negssagingle user)
will be supported for use case 3

4. User sends a large message to a group : all sosradruse case 2 (Sending a pager mode messaggdom will be
supported for use case 4

5. User establishes a one-to-one session Peer-to-Peer
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Alternative scenarios

5.1.
- Initiator establishes one-to-one session thrdiwyserver.

- Both participants are in the same network
- Messages are sent peer-to-peer

- Initiator is charged for starting the one-to-@ession

- Sender/Receiver are charged based on traffimvelon IMS level.

5.2.
- Initiator establishes one-to-one session thrdiwyserver.

- Both participants are in the same network
- Messages are sent peer-to-peer
- Session is closed through IM Server

- Participants are charged for session duration

6.
User establishes a one-to-one session througltipating function

6.1.
- Initiator establishes a one-to-one session thrahg IM Server

- Both participants are in the same network
- MSRP messages are going through the IM Server

- Initiator is charged fostarting the one-to-one session

6.2.
- Initiator establishes a one-to-one session thrdhg IM Server

- Both participants are in the same network
- MSRP messages are going through the IM Server

- Initiator is charged based aotal duration of the session

6.3.
- Initiator establishes a one-to-one session thrahg IM Server

- Both participants are in the same network

- MSRP messages are going through the IM Server
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- Participants are charged based total duration of the session

6.4.
- Initiator establishes a one-to-one session thrdhg IM Server

- Both participants are in the same network
- MSRP messages are going through the IM Server

- Participants are charged basechamber/volume of messages sent/received

7. User establishes an IM Session conference

7.1.
- Initiator establishes an IM Session conferens#gia predefined group or ad-hoc IM session

- Participants are in the same network
- A number of messages are sent

- Initiator is charged fostarting the one-to-one session

7.2.
- Initiator establishes an IM Session conferens#gia predefined group or ad-hoc IM session

- Participants are in the same network
- A number of messages are sent

- Initiator is charged based aotal duration of the conference

7.3.
- Initiator establishes an IM Session conferens#gia predefined group or ad-hoc IM session

- Participants are in the same network
- A number of messages are sent

- Participants are charged for joining the session

7.4.
- Initiator establishes an IM Session conferens#gia predefined group or ad-hoc IM session

- Participants are in the same network
- A number of messages are sent
- a participant joins the session, leaves the gessid later rejoins the session

- Participant is charged fgwining the session. The participant is charged againefoining the session.
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Remark : rejoining a session will be charged the sae way as joining a session.

7.5.
- Initiator establishes an IM Session conferens#gia predefined group or ad-hoc IM session

- Participants are in the same network
- A number of messages are sent

- Participants are charged basediore they actually spent in the session

7.6.
- Initiator establishes an IM Session conferens@giapredefined group

- Participants are in the same network
- A number of messages are sent

- Participants are chargeépending on the name of the predefined group

7.7.
- Initiator establishes an IM Session conferens#gia predefined group or ad-hoc IM session

- Participants are in the same network
- A number of messages are sent

- Senders/Receivers are charged based on numhen@afmessagesent

8. User subscribes for IM service

8.1.
- User subscribes for IM service

- IM Server details are written to user’s servicefie

- User is charged for the duration of the subsicnipt

9. User has requested history

9.1.
- There is an IM session going on

- One of the participants requests the historyetodzorded

- Participant is charged for this request

9.2.
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- There is an IM session going on
- One of the participants requests the historyetodzorded

- Participant is charged for volume/number of mgesaecorded

9.3.
- There is an IM session going on

- One of the participants requests the historyetodzorded

- Participant is charged for duration of the higtarcording

9.4.
- There is an IM session going on

- One of the participants requests the historyetodzorded

- After a while, the participant requests thatitheording of history is stopped

- Afterwards, the participant requests to retrithe stored history

- Participant is charged for volume/number of mgesaetrieved

10. Deferred messages

10.1.
- A user turns on his mobile device

- There are deferred messages waiting for him

- The IM Server is configured to send a Messageinotification
- The IM Server sends a Message Waiting notificatio

- The user is charged for receiving the Messagdilganotification
- The user retrieves one deferred message

- The user is charged for receiving one deferressage

10.2.
- A user turns on his mobile device

- There are deferred messages waiting for him

- The IM Server is configured to send a Messageinotification
- The IM Server sends a Message Waiting notificatio

- The user is charged for receiving the Messagdilganotification

- The user retrieves all deferred messages
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- The user is charged for receiving all deferredsages

10.3.
- A user turns on his mobile device

- There are deferred messages waiting for him
- The IM Server is configured to push the defemegbsages to the client immediately.
- The IM Server pushes all deferred messages tolitret

- The user is charged for receiving all deferredsages
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