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1. Scope

This document describes the UserPlane LocatioroBob{ULP) for SUPL 2.0. ULP is a protocol-levektantiation of the
Lup reference point described in [SUPLAD2]. Thetpool is used between the SLP (SUPL Location Platfand a SET
(SUPL Enabled Terminal). For more details about EBBquirements refer to [SUPLRDZ2].
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3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT", “REQUIRED”, “SHALL", “SHALL NOT", “SHOULD", “SHOULD NOT",
“RECOMMENDED?”, “MAY”, and “OPTIONAL” in this documat are to be interpreted as described in [RFC 2119]

All sections and appendixes, except “Scope” anttébfuction”, are normative, unless they are exgiiéhdicated to be
informative.

3.2 Definitions

Area ID Area ID is the identity of an area in a wirelessvek.

I-WLAN The interworking WLAN refers to the system for imterking between 3GPP/3GPP2 systems and
WLAN. The intent of 3GPP/3GPP2—-WLAN Interworkingttsextend 3GPP/3GPP2 services and
functionality to the WLAN access environment. THgFP/3GPP2-WLAN Interworking System provides
bearer services allowing a 3GPP/3GPP2 subscrihese@ WLAN to access 3GPP/3GPP2 PS based
services.

Location ID The Location ID defines the current serving celkrent serving WLAN AP or current serving WiMAX
BS information of the SET.

Major Version Major versions are likely to contain major featadalitions; MAY contain incompatibilities with prexis
specification revisions; and though unlikely, coalthnge, drop, or replace standard or existingfades.
Initial releases are “1_0". [OMAOPS]

Minor Version Minor versions are likely to contain minor featadditions, be compatible with the preceding Major
version. Minor specification revision include ekisf interfaces, although it MAY provide evolving
interfaces. The initial minor release for any magease is “0”, i.e. 1_0 [OMAOPS]

Multiple Location IDs The Multiple Location IDs parameter may containrent non-serving cell, current non-serving WLAN
AP or current non-serving WiMAX BS information fire SET and/or historic serving or non-serving
cell, WLAN AP or WiMAX BS information for the SET.

Quality of Position A set of attributes associated with a requesttfergeographic position of SET. The attributes idelthe
required horizontal accuracy, vertical accuracyx toaation age, and response time of the SET positi

Service Indicator Service indicators are intended to be compatibth thie Major_ Minor release they relate to but bdd
fixes. No new functions will be added through thkease of Service Indicators. [OMAOPS]

SUPL Roaming For positioning not associated with an emergenoyices call, SUPL roaming occurs when a SET leaves
the service area of its H-SLP. For positioningpbaigted with an emergency services call, SUPL rogmi
occurs when the SET is not within the service afdhe E-SLP. The service area of an H-SLP or P-SL
includes the area within which the H-SLP or E-SlaR provide a position estimate for a SET or relevan
assistance data to a SET without contacting othEsS It should be noted that an H-SLP or E-SLP
service area is not necessarily associated witeghgce area(s) of the underlying wireless netg)rk

There are variants of SUPL roaming which are surrredibelow:

» The H-SLP or E-SLP may request the V-SLP to progidénitial position estimate,
e.g., based upon Location ID.

e The H-SLP or E-SLP may request the V-SLP to protidel up Position
Determination and SPC functionality.

The decision of which variant is applied is impleradion specific and out of the scope of this
specification. For information purposes, the decisvill depend upon such factors as:

(i) Roaming agreements between SUPL providers;

(i) Location ID;

(i) Cached information;

(iv) H-SLP/SET or E-SLP/SET negotiation parameters stsghositioning method.
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3.3 Abbreviations

ACA Alternative Client Authentication
AP Access Point (WLAN)

BS Base Station (WiMAX)

BSF Bootstrapping Server Function

Cl Cell Identity (3GPP)

FQDN Fully Qualified Domain Name
GANSS Galileo and Additional Navigation Satellite Systems
GBA Generic Bootstrapping Architecture
GLONASS GLObal'nayaNAvigatsionnaysSputnikovayaSistema (Engl.: Global Navigation Satellite System)
GNSS Global Navigation Satellite System
LAC Location Area Code (3GPP)

lid Location ID

LPP LTE Positioning Protocol

LRF Location Retrieval Function

LTE Long Term Evolution

MCC Mobile Country Code (3GPP)

MLP Mobile Location Protocol

MNC Mobile Network Code (3GPP)

NID Network ID (C.S0022-A V1.0)
OMA Open Mobile Alliance

OMNA Open Mobile Naming Authority
PAP OMA Push Access Protocol

PSAP Public Safety Answering Point
POTAP OMA Push Over the Air Protocol
QoP Quality of Position

QZss Quasi-Zenith Satellite System

RLP Roaming Location Protocol

RNC Radio Network Controller

SBAS Satellite Based Augmentation System
SEK SUPL Encryption Key

SET SUPL Enabled Terminal

SID System ID (C.S0022-A V1.0)

SIP Session Initiation Protocol

SLC SUPL Location Center

SLP SUPL Location Platform

SM Short Message

SMS Short Message Service

TCP Transmission Control Protocol
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TLS
TD-SCDMA
ULP

UMB

WAP
WCDMA
WIMAX
WLAN

Transport Layer Security

Time Division-Synchronous Code Division Multiple éess
Userplane Location Protocol

Ultra Mobile Broadband

Wireless Application Protocol

Wideband Code Division Multiple Access

Worldwide Interoperability for Microwave Access

Wireless Local Area Network

[0 2011 Open Mobile Alliance Ltd. All Rights Reserve  d.

Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-ULP-V2_0-20110527-C.doc Page 26 (410)

4. Introduction

Location services based on the location of mobkéaaks are becoming increasingly widespread. Si8ekcire User Plane
Location) employs user plane data bearers for feamsg location information (e.g GPS assistance) for carrying
positioning technology-related protocols betwe&idL Enabled Terminal (SET) and the network. SUtansidered to
be an effective way of transferring location infation required for computing the target SET’s |amat

To serve a location service to a client, consideralgnaling and position information are transfdrbetween actors such as
a SET and a location server. Currently, assiste8-@RGPS) provides more accurate position of a 8t&h other available
standardized positioning technologies. However, RS@®ver control plane requires modifications texg network
elements, and interfaces (for signaling procedbetween the terminal and the network). SUPL neetisan IP capable
network and requires minimum modification to théwark, and this is an efficient solution that candeployed rapidly.

SUPL utilizes existing standards where availablé possible, and SUPL should be extensible to emglotiore positioning
technologies as the need arises so that theyautiie same mechanism. In the initial phase, SUBIpthvides functionality
of A-GPS with minimum changes of current networdneénts. SUPL 2.0 introduces the A-GNSS conceptdw a
additional Navigation Satellite System assistedtjppéng technology to be utilized, e.g. A-Galileo.

NOTE: Applicability of a particular A-GNSS is subjecttite support in relevant 3GPP and 3GPP2 specifitativat SUPL
is reliant on

The SUPL 2.0 work item adds new functionality, #aded on experience with SUPL 1.0, enhances te&raxfunctionality
while maintaining the SUPL 1.0 requirements.

The new functionality will include:
- Triggered positioning procedures, both periodic areh event.
- Emergency positioning procedures.
- Support of A-GANSS positioning method and improvatsg¢o enhanced cell id positioning method
- Support of I-WLAN, WiMAX and I-WiMAX networks.
- Positioning procedures for delivery to third paatyd retrieval of location of another SET.

Note that a WLAN-capable SET must be an I-WLAN S&Drder to be supported in SUPL2.0. A WLAN-onlyTSE not
supported.

This protocol specification can be used to implen®uPL both in the SET and in the SLP.

The target audience for this specification is depets and systems engineers implementing SUPL s SESLPs.
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5. Detailed Call Flows
5.1 SUPL Collaboration Network Initiated

Network Initiated Services are services, whichioate from within the SUPL network. For these seegithe SUPL Agent
resides in the Network.

Set up and release of connections:

Before sending any ULP messages the SET SHALL nakeled actions such that a TLS connection exigtet&LP/SLC.
This can be achieved by establishing a new cormeatesume a connection or reuse an existing TioBextion. This
includes establishment or utilization of variousadeonnectivity resources that depends on the tedrim which the SET
resides and the type of access network. Data ctimitgbelow IP-level is out of scope of this docant.

The detailed call flows in this section describdgewa TLS connection no longer is needed. Theddriiection shall then
be released unless another SUPL session is usnifth connection.

In the Roaming cases described with an R-SLP itfitle the R-SLP can be omitted in the flow destioips having the H-
SLP interacting directly with SUPL Agent. In thdldlows without R-SLP, an R-SLP can be insertetite=n SUPL Agent
and H-SLP.

5.1.1 Non-Roaming Successful Case — Proxy mode

SUPL
Agent H-SLP Target SET
A MLP SLIR (ms-id, clignt-id, eqop)
B SET Lookup,
Routing Info
c SUPL INIT (session-id, posmethod, SLP mode)
Data Connection
D ST2 Setup
E SUPL POS INIT (session-id, lid, SET capabilities, ver)
uT2
F SUPL POS (session-id, RRLP/RRC/TIA-801/LPP)
G SUPL END (session-id) uTs
H MLP SLIA (posresulp

Figure 1: Network Initiated Non-Roaming SuccessfuCase — Proxy Mode
NOTE: See Appendix D for timer descriptians

A. SUPL Agentissues an MLP SLIR message to the H-8iitR,which SUPL Agent is associated. The H-SLPlIsha
authenticate the SUPL Agent and check if the SUBEM is authorized for the service it requestsethas the
client-id received. Further, based on the recemsdd the H-SLP shall apply subscriber privacy aggihe client-
id.

If a previously computed position which meets thguested QoP is available at the H-SLP and noicatidn and
verification is required, the H-SLP SHALL directiyoceed to step H. If notification and verificationnotification
only is required, the H-SLP SHALL proceed to step B
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B. The H-SLP verifies that the target SET is currentty SUPL roaming.
The H-SLP MAY also verify that the target SET supgp&UPL.

NOTE: The specifics for determining if the SET is SUPRming or not is considered outside the scope oflSUP
However, there are various environment dependenhargésms

NOTE: Alternatively, the H-SLP may determine whether 8t€T is SUPL roaming in a later step using the iocat
identifier (lid) received from the SET.

NOTE: The specifics for determining if the SET support#& are beyond SUPL 2.0 scope

C. The H-SLP initiates the location session with tlE $ising the SUPL INIT message. The SUPL INIT mgesa
contains at least session-id, proxy/non-proxy miadeator and the intended positioning methodh# tesult of the
privacy check in Step A indicates that notificatmmverification to the target subscriber is needled H-SLP
SHALL also include Notification element in the SURUT message. Before the SUPL INIT message is tenH-
SLP also computes and stores a hash of the message.

If in step A the H-SLP decided to use a previouslgnputed position, the SUPL INIT message SHALL ¢tk this
in a ‘no position’ posmethod parameter value amdSET SHALL respond with a SUPL END message cagrilie
results of the verification process (access gramedccess denied). If no explicit verificatiorrégjuired
(notification only) the SET SHALL respond with a BUEND message. The H-SLP SHALL then directly peste
to step H.

NOTE: Before sending the SUPL END message the SET SHAdrfopm the data connection setup procedure of step
D and use the procedures described in step Edbliss$t a secure connection to the H-SLP

D. The SET analyses the received SUPL INIT. If foumédé¢ non authentic SET takes not further actiotise@vise
the SET takes needed action preparing for estabéishor resumption of a secure connection.

E. The SET will evaluate the Notification rules antidas the appropriate actions. The SET also chelokgproxy/non-
proxy mode indicator to determine if the H-SLP ugesxy or non-proxy mode. In this case, proxy mizdesed,
and the SET SHALL establish a secure connectidhedi-SLP using SLP address that has been proedibyg the
Home Network to the SET. The SET then sends a SRIPE INIT message to start a positioning sessiolm thi
H-SLP. The SET SHALL send the SUPL POS INIT messagn if the SET supported positioning technologies
not include the intended positioning method indidain the SUPL INIT message. The SUPL POS INIT mgss
contains at least session-id, SET capabilitiegsh lof the received SUPL INIT message (ver) anditioe 1D (lid).
The SET capabilities include the supported positigmethods (e.g., SET-Assisted A-GPS, SET-Bas&Ps)
and associated positioning protocols (e.g., RRIRCRTIA-801 or LPP). The SET MAY provide NMR spécifor
the radio technology being used (e.g., for GSM: RXLEV). The SET MAY provide its position, if this
supported. The SET MAY set the Requested AssistBata element in the SUPL POS INIT.

If a position retrieved from or calculated basedrdarmation received in the SUPL POS INIT messiagevailable
that meets the required QoP, the H-SLP MAY direptiyceed to step G and not engage in a SUPL PQ®Bes

F. The H-SLP SHALL check that the hash of SUPL INITtahes the one it has computed for this particiéasi®n.
Based on the SUPL POS INIT message including pdsdés) supported by the SET the H-SLP SHALL then
determine the posmethod. If required for the pobotthe H-SLP SHALL use the supported positioningqxol
(e.g., RRLP, RRC, TIA-801 or LPP) from the SUPL PISI message.

The SET and the H-SLP exchange several success$ioping procedure messages.
The H-SLP calculates the position estimate baseti@neceived positioning measurements (SET-AsHistethe
SET calculates the position estimate based ontassisobtained from the H-SLP (SET-Based).

G. Once the position calculation is complete the H-SERds the SUPL END message to the SET informitigitno
further positioning procedure will be started ahdttthe location session is finished. The SET SHA¢lease the
secure connection to the H-SLP and release aluress related to this session.

H. The H-SLP sends the position estimate back to tieLSAgent in an MLP SLIA message and the H-SLP SHAL
release all resources related to this session.
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5.1.2 Non-Roaming Successful Case — Non-Proxy mode

SUPL
Agent H-SLC H-SLP H-SPC Target SET
A MLP SLIR(ms-id, client-id, eqop)
B SET Lookup, Routing info
Internal Initialization
C [ — e -
b SUPL INIT (session-id, |SPC address, posmethod, SLP mode)
PT1 Data Connection
E Setup
F SUPL AUTH REQ (sessign-id, ver)
ST2 —‘ uT4
G SUPL AUTH RESP ngés on-id, SPC_SET_Key, SPC-TID)
Internal Communication
H SUPL POS INIT (session-id, lid, SET capabilities)
Internal Communication
| L —— - —— . uT2
J SUPL POS (session-id, RRLP/RRC
/TIA-801/LPP)
SUPL END (session-id) uT3
K
Internal Communication
- ————————————— >
M MLP SLIA (posresult)

Figure 2: Network Initiated Non-Roaming SuccessfuCase — Non-Proxy mode
NOTE: See Appendix D for timer descriptians

A. SUPL Agentissues an MLP SLIR message to the H-3lith, which SUPL Agent is associated. The H-SLCllsha
authenticate the SUPL Agent and check if the SUBkr& is authorized for the service it requestsetham the
client-id received. Further, based on the receimsed the H-SLC shall apply subscriber privacy agathe client-
id.

If a previously computed position which meets thguested QoP is available at the H-SLC and noicatidn and
verification is required, the H-SLC SHALL directyoceed to step M. If notification and verificationnotification
only is required, the H-SLC SHALL proceed to stepfizr having performed step B.

B. The H-SLC verifies that the target SET is currentty SUPL roaming.
The H-SLC MAY also verify that the target SET supgp&UPL.

NOTE: The specifics for determining if the SET is SUPkRmong or not is considered outside scope of SUPL.
However, there are various environment dependenhargésms
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NOTE: The specifics for determining if the SET support#& are beyond SUPL 2.0 scope

C. The H-SLC and H-SPC may exchange information nacgss setup the SUPL POS session.

NOTE: The interface between the H-SLC and the H-SPCasifipd in [SUPL2 ILP TS]. The implementation ofRL
is optional hence the presence(or absence) ofdlifAplementation dependent

D. The H-SLC initiates the location session with tlerSising the SUPL INIT message. The SUPL INIT mgsesa
contains at least session-id, address of the H-BRRy/non-proxy mode indicator and the intendeslifiaming
method. If the result of the privacy check in Seeimdicates that notification or verification toetltarget subscriber
is needed, the H-SLC shall also include the Nattfan element in the SUPL INIT message.

If in step A the H-SLC decided to use a previousiynputed position, the SUPL INIT message SHALL cati

this in a ‘no position’ posmethod parameter valoe the SET SHALL respond with a SUPL END message
carrying the results of the verification processtéss granted, or access denied). If no explicifization is
required (notification only) the SET SHALL respowith a SUPL END message. The H-SLC SHALL then dlyec
proceed to step M.

NOTE: Before sending the SUPL END message the SET SHAdrfopm the data connection setup procedure of step
E and use the procedures described in step Fablisét a secure connection to the H-SLC

E. The SET analyses the received SUPL INIT. If fouméd¢ non authentic SET takes not further actiotise@ise
the SET takes needed action preparing for estabéishor resumption of a secure connection.

F. The SET uses the address provisioned by the Horhedxeto establish a secure connection to the H-Slie
SET then checks the proxy/non-proxy mode indicaiatetermine if the H-SLP uses proxy or non-proxagde In
this case non-proxy mode is used and the SET SHgdrd a SUPL AUTH REQ message to the H-SLC.The SUPL
AUTH REQ message contains the session-id and adfakke received SUPL INIT message (ver).

G. The H-SLC creates SPC_SET_Key and SPC-TID to be fesenutual H-SPC/SET authentication and sends bot
in an SUPL AUTH RESP message to the SET. The H-&8lk€ forwards SPC_SET_Key and SPC-TID to the H-
SPC through internal communication.

H. The SET will evaluate the Notification rules antider the appropriate actions. The SET establishescare
connection to the H-SPC according to the addressved in step D. The SET and H-SPC perform mutual
authentication and the SET sends a SUPL POS INSsage to start a positioning session with the H-SP€
SET SHALL send the SUPL POS INIT message evereifSBT supported positioning technologies do ndtide
the intended positioning method indicated in the®’SUNIT message. The SUPL POS INIT message contdins
least session-id, SET capabilities and Locatioiflid). The SET capabilities include the supportediponing
methods (e.g., SET-Assisted A-GPS, SET-Based A-@GR&xssociated positioning protocols (e.g., RARRRC,
TIA-801 or LPP). The SET MAY provide NMR specifiorfthe radio technology being used (e.g., for GIK;
RXLEV). The SET MAY provide its position, if thisisupported. The SET MAY set the Requested AssistBrata
element in the SUPL POS INIT. The SET SHALL alslease the connection to the H-SLC.

I.  The H-SLC and H-SPC may collaborate to determinmiéial position of the SET to aid in the position
determination process. If the initial position cdéded based on information received in the SUPISPIT
message meets the requested QoP, the H-SPC MAdtIdipeoceed to step K and not engage in a SUPL POS
session.

J. Based on the SUPL POS INIT message including pderdét) supported by the SET the H-SPC SHALL deteemi
the posmethod. If required for the posmethod tHeR€ SHALL use the supported positioning protocd.(e
RRLP, RRC, TIA-801 or LPP) from the SUPL POS INI'Essage
The SET and the H-SPC exchange several successiteoping procedure messages.

The H-SPC calculates the position estimate basebereceived positioning measurements (SET-AsBistethe
SET calculates the position estimate based ontassesobtained from the SPC (SET-Based).

K. Once the position calculation is complete the H-SBfds the SUPL END message to the SET informitigattno
further positioning procedure will be started ahdttthe SUPL session is finished. The SET SHALEkask the
secure connection to the H-SPC and release allires® related to this session.
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L. The H-SPC informs the H-SLC about the end of th®E5Eession. Unless the H-SLC already knows theipasi
e.g., from step I, the H-SPC informs the H-SLChaf tetermined position from step J. The H-SPC SHAdlkase
all resources related to this session.

M. The H-SLC sends the position estimate back to thieLlSAgent in an MLP SLIA message. The H-SLC SHALL
release all resources related to this session.

5.1.3

SUPL
Agent

R-SLP

A

os)

o O

m

o =z =

MLP SLIR (msid, client-id, eqop)

Routing Info

V-SLP

H-SLP

MLP SLIA (posresult)

RT1

RLP SRLIR (msid, client-id, eqop) o

RL

RLP SRLIA (postesult)

SET Lookup
Routing Info

RLP-SSRLIR(SUR

L START (session-id, msid, eqop))

ST3
RLP-SSRLIA(SUF

SUPL INIT (session-id, posmethod, SLP mode)

Roaming with V-SLP Positioning Successful Cas
SUPL Roaming where the V-SLP is involved in theifiasing calculation.

| RESPONSE (session-id))

e — Proxy mode

Target SET

ST2

Data connection
setup

SUPL POS INIT (session-id, lid, SET capabilities, ver)

il

RLP-SSRP (SURL POS INIT(session-id, lid SET capabilities) uT?2

P-SSRP(SUPL POS

(session-id))

SUPL POS (session-id, RRLP/RRC/

TIA-801/LPP)

RLP-SSRP (SUPL END(session-id, posresult)

SUPL END (session-id)

uT3

Figure 3: Network Initiated Roaming with V-SLP Postioning Successful Case — Proxy mode

NOTE:

See Appendix D for timer descriptians

A. SUPL Agentissues an MLP SLIR message to the R-&itR,which SUPL Agent is associated. The R-SLP
SHALL authenticate the SUPL Agent and check if 8é#PL Agent is authorized for the service it regsiglstised
on the client-id received.

B. The R-SLP determines the H-SLP based on the ratensid. If the R-SLP determines that the SUPL Agemniot
authorized for this request, Step O will be retdrmdth the applicable MLP return code.

NOTE:

environment dependent mechanisms

The specifics for determining the H-SLP are congideutside scope of SUPL. However, there are uario
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C. The R-SLP then forwards the location request tdH¥& P of the target subscriber, using RLP protoBalsed on
the received ms-id the H-SLP SHALL apply subscrifxévacy against the client-id. If a previously qomed
position which meets the requested QoP is availatilee H-SLP and no notification and verificatiemequired,
the H-SLP SHALL directly proceed to step N. If figtion and verification or notification only iequired, the H-
SLP SHALL proceed to step G after having perforniedstep D.

D. The H-SLP verifies that the target SET is curre®lyPL roaming. In addition the H-SLP MAY also vgrihat the
target SET supports SUPL.

NOTE: The specifics for determining if the SET is SUPRmong or not is considered outside the scope oflSUP
However, there are various environment dependenhargésms

NOTE: The specifics for determining if the SET support#P$ are beyond SUPL 2.0 scope

E. The H-SLP sends an RLP SSRLIR to the V-SLP to inftne V-SLP that the target SET will initiate a SUP
positioning procedure. Mandatory parameters in SSPART that are not known to H-SLP (lid and SET
capabilities) shall be populated with arbitraryued by H-SLP and be ignored by V-SLP. The SET qfatie
session-id will not be included in this messagéh®yH-SLP to distinguish this scenario from a Shifidted
scenario.

F. The V-SLP acknowledges that it is ready to initi@at8UPL positioning procedure with an RLP SSRLIAl# the
H-SLP.

G. The H-SLP initiates the location session with tlE $ising the SUPL INIT message. The SUPL INIT mgesa
contains at least session-id, proxy/non-proxy nmiadeator and the intended positioning methodh# tesult of the
privacy check in Step C indicates that notificattorverification to the target subscriber is needied H-SLP
SHALL also include the Notification element in tB&IPL INIT message. Before the SUPL INIT messageig
the H-SLP also computes and stores a hash of tksage.

If in step C the H-SLP decided to use a previogsiniputed position the SUPL INIT message SHALL iatkcthis
in a ‘no position’ posmethod parameter value amdSET SHALL respond with a SUPL END message tdthe
SLP carrying the results of the verification pracésccess granted, or access denied). If no vatidiit is required
(notification only) the SET SHALL respond with a BUEND message to the H-SLP. The H-SLP SHALL then
directly proceed to step N.

NOTE: Before sending the SUPL END message the SET SHAdrfopm the data connection setup procedure of step
H and use the procedures described in step | &bléstt a secure connection to the H-SLP

H. The SET analyses the received SUPL INIT. If fouméé non authentic SET takes not further actiotise@ise
the SET takes needed action preparing for estabéshor resumption of a secure connection.

I.  The SET will evaluate the Notification rules antidar the appropriate actions. The SET also chels&gproxy/non-
proxy mode indicator to determine if the SLP usesyp or non-proxy mode. In this case, proxy modesed, and
the SET SHALL establish a secure connection td## P using SLP address that has been provisiopdideb
Home Network to the SET. The SET then sends a SRIPE INIT message to start a positioning sessiolm thi
H-SLP. The SET SHALL send the SUPL POS INIT messagn if the SET supported positioning technologdies
not include the intended positioning method indidain the SUPL INIT message. The SUPL POS INIT mgss
contains at least session-id, SET capabilitieg<hof the received SUPL INIT message (ver) anditiog 1D (lid).
The SET capabilities include the supported positigmethods (e.g., SET-Assisted A-GPS, SET-Bas&P5)
and associated positioning protocols (e.g., RRIRCRTIA-801 or LPP). The SET MAY optionally provitNMR
specific for the radio technology being used (¢ag. GSM: TA, RXLEV). The SET MAY provide its pogin, if
this is supported. The SET MAY set the Requestesistance Data element in the SUPL POS INIT.

J. The H-SLP SHALL check that the hash of SUPL INITtohes the one it has computed for this particidasi®n.
The H-SLP then tunnels the SUPL POS INIT messagiest&/-SLP.

K. Based on the SUPL POS INIT message including pdsrdés) supported by the SET, the V-SLP SHALL
determine the posmethod. If required for the pobpttthe V-SLP SHALL use the supported positiorpngtocol
(e.g., RRLP, RRC, TIA-801 or LPP) from the SUPL PIQISI message.

If the V-SLP already calculated an initial positibased on information received in the SUPL POS IMBssage
which satisfies the requested QoP the V-SLP MA¥diy proceed to step L and not engage in a SUP& PO
session.
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o.
5.1.4

Otherwise the SET and the V-SLP exchange sevecakssive positioning procedure messages, tunneledRLP
via the H-SLP.

The V-SLP calculates the position estimate basetth®neceived positioning measurements (SET-AsHistethe
SET calculates the position estimate based ontassesobtained from the V-SLP via H-SLP (SET-Based)

Once the position calculation is complete the V-SERds the SUPL END message to the SET, whichitetled
over RLP via the H-SLP. The V-SLP SHALL releaserafiources related to this session.

. The H-SLP forwards the SUPL END to the SET inforgnitnthat no further positioning procedure will &tarted

and that the location session is finished. The SHALL release the secure connection to the H-SldPratease all
resources related to this session.

The H-SLP sends the position estimate back to #$.Rin an RLP SRLIA message. The H-SLP SHALL retea
all resources related to this session.

The R-SLP sends the position estimate back to tHeLSAgent in an MLP SLIA message.

Roaming with V-SPC Positioning Successful Cas e — Non-Proxy-
mode

SET Roaming where the V-SLP is involved in the posing calculation.
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Figure 4: Network Initiated Roaming with V-SPC Postioning Successful Case — Non-Proxy-mode

See Appendix D for timer descriptians

A. SUPL Agentissues an MLP SLIR message to the R-&itR,which SUPL Agent is associated. The R-SLP
SHALL authenticate the SUPL Agent and check if 8#PL Agent is authorized for the service it regsiglstised
on the client-id received.

B. The R-SLP determines the H-SLP based on the ratensid. If the R-SLP determines that the SUPL Agemnit
authorized for this request, Step T will be retarméth the applicable MLP return code.

The specifics for determining the H-SLP are congideutside scope of SUPL. However, there are uario
environment dependent mechanisms

NOTE:
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C. The R-SLP then forwards the location request tdH¥& P of the target subscriber, using RLP protoBalsed on
the received ms-id the H-SLP SHALL apply subscrifaévacy against the client-id. If a previously qomed
position which meets the requested QoP is availatilee H-SLP and no notification and verificatiemequired,
the H-SLP SHALL directly proceed to step S. If fiotition and verification or naotification only igquired, the H-
SLP SHALL proceed to step H after having perforrtesistep D.

D. The H-SLP verifies that the target SET is curre®lyPL roaming. In addition the H-SLP MAY also vgrihat the
target SET supports SUPL.

NOTE: The specifics for determining if the SET is SUPRmong or not is considered outside scope of SUPL.
However, there are various environment dependenhargésms

NOTE: The specifics for determining if the SET support#P$ are beyond SUPL 2.0 scope

E. The H-SLP allocates a session-id for the SUPL eassnd decides that the V-SPC will provide assistatata or
perform the position calculation. The H-SLP semifaP SSRLIR to the V-SLC to inform the V-SLC thihe
target SET will initiate a SUPL positioning proceduMandatory parameters in SUPL START that areknotvn
to H-SLP (lid and SET capabilities) shall be popedbawith arbitrary values by H-SLP and be ignorgd/bSLP.
The SET part of the session-id will not be includtethis message by the H-SLP to distinguish thenario from a
SET Initiated scenario.

F. The V-SLC informs the V-SPC of an incoming SUPLIiforing session.

G. The V-SLC acknowledges that V-SPC is ready toatetia SUPL positioning procedure with an RLP SSRih&#&k
to the H-SLP. The message includes at least seskiposmethod and the address of the V-SPC.

H. The H-SLP initiates the location session with tla $ising the SUPL INIT message. The SUPL INIT mgesa
contains at least session-id, address of the V-pRRy/non-proxy mode indicator and the intendesliianing
method. If the result of the privacy check in S&mdicates that notification or verification toetharget subscriber
is needed, the H-SLP SHALL also include Notificatelement in the SUPL INIT message.

If in step C the H-SLP decided to use a previousipputed position the SUPL INIT message SHALL iatkcthis
in a ‘no position’ posmethod parameter value amdSET SHALL respond with a SUPL END message tdthe
SLP carrying the results of the verification pracémsccess granted, or access denied). If no vatidic is required
(notification only) the SET SHALL respond with a BUEND message to the H-SLP. The H-SLP SHALL then
directly proceed to step S.

NOTE: Before sending the SUPL END message the SET SHAdrfopm the data connection setup procedure of step
| and use the procedures described in step Jablesdt a secure connection to the H-SLP

I.  The SET analyses the received SUPL INIT. If founth¢ non authentic SET takes not further actiotise@ise
the SET takes needed action preparing for estabéishor resumption of a secure connection.

J. The SET uses the address provisioned by the HortvedXleto establish a connection to the H-SLP. TE& $hen
checks the proxy/non-proxy mode indicator to deteenif the H-SLP uses proxy or non-proxy mode.His tase
non-proxy mode is used and the SET SHALL send alSMPTH REQ message to the H-SLP. The SUPL AUTH
REQ message contains the session-id and a haka oédeived SUPL INIT message (ver).

K. The H-SLP creates SPC_SET_Key and SPC-TID to be fasenutual V-SPC/SET authentication. The H-SLP
forwards SPC_SET_Key and SPC-TID to the V-SLC tgtoan RLP SSRP message. The V-SLC forwards
SPC_SET_Key and SPC-TID to the V-SPC through islesammunication.

L. The H-SLP returns a SUPL AUTH RESP to the SET. $b@L AUTH RESP message SHALL contain the
session-id, SPC_SET_Key and SPC-TID.

M. The SET will evaluate the Notification rules antldw the appropriate actions. The SET establishescare
connection to the V-SPC according to the addressived in step H. The SET and V-SPC perform mutual
authentication and the SET sends a SUPL POS INsage to start a SUPL positioning session with/HsPC.
The SET SHALL send the SUPL POS INIT message eieiSET supported positioning technologies do not
include the intended positioning method indicatethie SUPL INIT message. The SUPL POS INIT message
contains at least session-id, SET capabilitieslarodtion ID (lid). The SET capabilities include thepported
positioning methods (e.g., SET-Assisted A-GPS, 8&a%ed A-GPS) and associated positioning protoeods, (
RRLP, RRC, TIA-801 or LPP). The SET MAY provide NMiRecific for the radio technology being used (day.
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S.

T.
5.1.5

GSM: TA, RXLEV). The SET MAY provide its positioif,this is supported. The SET MAY set the Requested
Assistance Data element in the SUPL POS INIT. TB& SHALL also release the connection to the H-SLP.

The V-SLC and V-SPC may collaborate to determinendial position of the SET to aid in the position
determination process. If the initial position cdéded based on information received in the SUPISPIT
message meets the requested QoP, the V-SPC MAMtIgipgoceed to step P and not engage in a SUPL POS
session.

Based on the SUPL POS INIT message including pdsrdét) supported by the SET, the V-SPC SHALL
determine the posmethod. If required for the pobkotitthe V-SPC SHALL use the supported positiomrgocol
(e.g., RRLP, RRC, TIA-801 or LPP) from the SUPL PIQISI message.

The SET and the V-SPC exchange several successsitioping procedure messages.

The V-SPC calculates the position estimate basdtd@received positioning measurements (SET-AsBistethe
SET calculates the position estimate based ontassisobtained from the V-SPC (SET-Based).

Once the position calculation is complete the V-Sle@ds a SUPL END message to the SET informirmgattrio
further positioning procedure will be started ahdttthe positioning session is finished. The SERBHrelease all
resources related to this session.

The V-SPC informs the V-SLC that the positioninggadure is completed and returns the position t.€Elé V-
SPC SHALL release all resources related to thisises

The V-SLC sends a RLP SSRP to the H-SLP carryiagtsition result. The V-SLC SHALL release all neses
related to this session.

The H-SLP sends the position estimate back to #$.Rin an RLP SRLIA message. The H-SLP SHALL re¢ea
all resources related to this session.

The R-SLP sends the position estimate back to tHeLSAgent in an MLP SLIA message.
Roaming with H-SLP Positioning Successful cas e — Proxy mode

SUPL Roaming where the H-SLP is involved in theifimsing calculation.
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SUPL R-SLP V-SLP H-SLP Target SET
Agent
A MLP SLIR (msid, clieE -id, eqop)
B Routing Info
C RLP SRLIR (msid, client-id, eqop )
D SET Lookup
Routing Info
E SUPL INIT (session-id, posmethod, SLP mode)
F Data connection
ST2 setup

G RT1 SUPL POS INIT (session-id, lid, SET capabilities, ver)
H | RLP-SRLIR (msid, lid)

uT2

ST4
| RLP-SRLIA (msid, p ST} sult)
SUPL POS (session-id,

J RRLP/RRC/TIA-801/LPP

UT3
K SUPL END (session-id)
L RLP SRLIA (posresult)
M L MLP SLIA (posresult

Figure 5: Network Initiated Roaming with H-SLP Postioning Successful case — Proxy mode
NOTE: See Appendix D for timer descriptians

A. SUPL Agentissues an MLP SLIR message to the R-&itR,which SUPL Agent is associated. The R-SLP
SHALL authenticate the SUPL Agent and check if 8#PL Agent is authorized for the service it regsiglstised
on the client-id received.

B.

The R-SLP determines the H-SLP based on the ratensid. If the R-SLP determines that the SUPL Agemibt

authorized for this request, Step M will be retarméth the applicable MLP return code.

The specifics for determining the H-SLP are congideutside scope of SUPL. However, there are uario
environment dependent mechanisms

NOTE:

C. The R-SLP then forwards the location request tdH¥& P of the target subscriber, using RLP protoBalsed on
the received ms-id the H-SLP SHALL apply subscrifxévacy against the client-id. If a previously qomed
position which meets the requested QoP is availatilee H-SLP and no notification and verificatiemequired,
the H-SLP SHALL directly proceed to step L. If fatation and verification or notification only igquired, the H-
SLP SHALL proceed to step E after having perforrtiestep D.

D.

target SET supports SUPL.

The specifics for determining if the SET is SUPkRmang or not is considered outside scope of SUPL.
However, there are various environment dependenhamsms

NOTE:

The H-SLP verifies that the target SET is curre®WPL roaming. In addition the H-SLP MAY also vgrihat the
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NOTE: Alternatively, the H-SLP may determine whether 8t€T is SUPL roaming in a later step using the iocat
identifier (lid) received from the SET.

NOTE: The specifics for determining if the SET suppott#® are beyond SUPL 2.0 scope

E. The H-SLP initiates the location session with tld $ising the SUPL INIT message. The SUPL INIT mgesa
contains at least session-id, proxy/non-proxy nmiadeator and the intended positioning methodh# tesult of the
privacy check in Step C indicates that notificattrverification to the target subscriber is needied H-SLP
SHALL also include Notification element in the SURUT message. Before the SUPL INIT message is tent
SLP also computes and stores a hash of the message.

If in step C the H-SLP decided to use a previousipputed position the SUPL INIT message SHALL iatkcthis
in a ‘no position’ posmethod parameter value amd3ET SHALL respond with a SUPL END message tdthe
SLP carrying the results of the verification pracésccess granted, or access denied). If no vatidiit is required
(notification only) the SET SHALL respond with a BUEND message to the H-SLP. The H-SLP SHALL then
directly proceed to step L.

NOTE: Before sending the SUPL END message the SET siilalivf the data connection setup procedure of step F
and use the procedures described in step G tolisktalsecure connection to the H-SLP.

F. The SET analyses the received SUPL INIT. If foumth¢ non authentic SET takes not further actiotise@ise
the SET takes needed action preparing for estabéshor resumption of a secure connection.

G. The SET will evaluate the Notification rules antldw the appropriate actions. The SET also chelskgproxy/non-
proxy mode indicator to determine if the H-SLP ugexxy or non-proxy mode. In this case, proxy mizdesed,
and the SET SHALL establish a secure connectidhgdd-SLP using SLP address that has been progdibg the
Home Network to the SET. The SET then sends a SRIPE INIT message to start a positioning sessiolm thi
H-SLP. The SET SHALL send the SUPL POS INIT messagm if the SET supported positioning technolodies
not include the intended positioning method indidain the SUPL INIT message. The SUPL POS INIT mgss
contains at least session-id, SET capabilitieslarwétion ID (lid) and a hash of the received SURILTI message
(ver). The SET capabilities include the supportesitpning methods (e.g., SET-Assisted A-GPS, SEEd8 A-
GPS) and associated positioning protocols (e.gLRRRRC, TIA-801 or LPP). The SET MAY provide NMR
specific for the radio technology being used (day. GSM: TA, RXLEV). The SET MAY provide its pogin, if
this is supported. The SET MAY set the Requestesistance Data element in the SUPL POS INIT.

H. The H-SLP SHALL check that the hash of SUPL INITtames the one it has computed for this particidas®n. If
an initial position calculated based on informatieceived in the SUPL POS INIT message is availatblieh
meets the requested QoP, the H-SLP MAY directlgeed to step K. The H-SLP then decides that thé. PiA&ill
provide assistance/position calculation and thellR-Sends an RLP SRLIR request to the V-SLP to deter an
initial position for the SET. The RLP request camsaat least the msid and the Location ID (lid)tiGpally the H-
SLP MAY forward NMR provided by the SET to the VISL

I.  The V-SLP returns an RLP SRLIA message. The RLPIBRhessage contains at least the position reselt (i
initial position of the SET). If the computed pasit meets the requested QoP, the H-SLP MAY prociedtly to
step K and not engage in a SUPL POS session.

J. Based on the SUPL POS INIT message including pdsmdés) supported by the SET, the H-SLP SHALL
determine the posmethod. If required for the pokoutthe H-SLP SHALL use the supported positiorprgtocol
(e.g., RRLP, RRC, TIA-801 or LPP) from the SUPL PINSI message.

The SET and the H-SLP exchange several successsigoping procedure messages.
The H-SLP calculates the position estimate basdati@neceived positioning measurements (SET ad3istahe
SET calculates the position estimate based ontassesobtained from the H-SLP (SET based).

K. Once the position calculation is complete the H-SeRds a SUPL END message to the SET informirgaitrio
further positioning procedure will be started ahdttthe location session is finished. The SET SHA¢lease the
secure connection to the H-SLP and release aluress related to this session.

L. The H-SLP forwards the location estimate to R-SiiRe position estimate is allowed by the privaeitisgs of the
target subscriber. The H-SLP SHALL release all veses related to this session.

M. The R-SLP sends the position estimate back to tHeLSAgent in an MLP SLIA message.
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5.1.6  Roaming with H-SPC Positioning Successful Cas e — Non-Proxy-
mode

SUPL Roaming where the H-SPC is involved in thetfwysng calculation.

i;’:nLt R-SLP V-SLP H-SLC H-SPC Target SET
H-SLP
A MLP SLIR (msid, cl|ient-id, eqop)
B Routing Info
C RLP SRLIR (msid, client-id, eqop)
D SET Lookup
Routing Info
E Imternal Initialization
- ———— >
F SUPL INIT (session-id, H-SPC address, posmethad, SLP mode)
G PT1 Data connection
setup
H ST2 SUPL AUTH REQ (session-id, ver)
uT4
| SUPL AUTHRESP (session-id, SPC_SET| Key, SPC-TID)
Internal Communigatjon
J SUPL POS INIT (session-id, lid, SET| capabilities)
K RT1 Infernal Communication
L -4 Ll
L _RLP SRLIR (msid
ST4 ut2
M RLP SRLIA (posresult)
Intgrnal Communication
N I e
o SUPL POS (session-id,
RRLP/RRC/IS-801/LPP)
P SUPL END (session-id) uTs3
Q Intgrnal Communication
R >
R RLP SRLIA (posresult)
S MLP SLIA (posresult)

Figure 6: Network Initiated Roaming with H-SPC Postioning Successful Case — Non-Proxy-mode
NOTE: See Appendix D for timer descriptians

A. SUPL Agent issues an MLP SLIR message to the R-&itR,which SUPL Agent is associated. The R-SLP
SHALL authenticate the SUPL Agent and check if 8#PL Agent is authorized for the service it regsiglsased
on the client-id received.

B. The R-SLP determines the H-SLP based on the ratensid. If the R-SLP determines that the SUPL Agemnit
authorized for this request, Step S will be retdmith the applicable MLP return code.

NOTE: The specifics for determining the H-SLP are congdeutside scope of SUPL. However, there are vario
environment dependent mechanisms
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C. The R-SLP then forwards the location request tdH¥& C of the target subscriber, using RLP protoBalsed on
the received ms-id the H-SLC SHALL apply subscripévacy against the client-id. If a previously qouted
position which meets the requested QoP is availafilee H-SLC and no notification and verificatisrequired,
the H-SLC SHALL directly proceed to step R. If fiatation and verification or notification only igquired, the H-
SLC SHALL proceed to step F after having perforrtrezistep D.

D. The H-SLC verifies that the target SET is currelyPL roaming. In addition the H-SLC MAY also vegrthat the
target SET supports SUPL.

NOTE: The specifics for determining if the SET is SUPkRmong or not is considered outside scope of SUPL.
However, there are various environment dependenhargésms

NOTE: Alternatively, the H-SLC may determine whether 8t€T is SUPL roaming in a later step using the iocat
identifier (lid) received from the SET.

NOTE: The specifics for determining if the SET support#P$ are beyond SUPL 2.0 scope

E. The H-SLC informs the H-SPC of the pending SUPLitimsng session.

F. The H-SLC initiates the location session with tlierSising the SUPL INIT message. The SUPL INIT mgsesa
contains at least session-id, address of the H-BRRy/non-proxy mode indicator and the intendeslifianing
method. If the result of the privacy check in S&mdicates that notification or verification toetharget subscriber
is needed, the H-SLC SHALL also include the Nogfion element in the SUPL INIT message.

If in step C the H-SLC decided to use a previoasijmputed position the SUPL INIT message SHALL iatkcthis
in a ‘no position’ posmethod parameter value amdSET SHALL respond with a SUPL END message tdthe
SLC carrying the results of the verification pracéasccess granted, or access denied). If no vatiit is required
(natification only) the SET SHALL respond with a BUEND message to the H-SLC. The H-SLC SHALL then
directly proceed to step R.

NOTE: Before sending the SUPL END message the SET SHAdrfopm the data connection setup procedure of step
G and use the procedures described in step Hadblest a secure connection to the H-SLC

G. The SET analyses the received SUPL INIT. If founthé non authentic SET takes not further actioise@ise
the SET takes needed action preparing for estabéshor resumption of a secure connection.

H. The SET uses the address provisioned by the Horhedxeto establish a secure connection to the H-Slie
SET then checks the proxy/non-proxy mode indicaiatetermine if the H-SLC uses proxy or non-proxgd@. In
this case non-proxy mode is used and the SET SHdrld a SUPL AUTH REQ message to the H-SLC. The SUPL
AUTH REQ message contains the session-id and adfdkk received SUPL INIT message (ver).

I.  The H-SLC creates SPC_SET_Key and SPC-TID to be fesenutual H-SPC/SET authentication. The H-SLC
forwards SPC_SET_Key and SPC-TID to the H-SPC tjliaoternal communication and returns a SUPL AUTH
RESP message including SPC_SET_Key and SPC-TIBet&ET.

J. The SET will evaluate the Notification rules antlder the appropriate actions. The SET establishescare
connection to the H-SPC according to the addressved in step F. The SET and H-SPC perform mutual
authentication and the SET then sends a SUPL POSnhiéssage to start a positioning session wititH&PC.
The SET SHALL send the SUPL POS INIT message evitre iISET supported positioning technologies do not
include the intended positioning method indicatethie SUPL INIT message. The SUPL POS INIT message
contains at least session-id, SET capabilitieslarodtion ID (lid). The SET capabilities include thepported
positioning methods (e.g., SET-Assisted A-GPS, 8&%ed A-GPS) and associated positioning protoeogs, (
RRLP, RRC, TIA-801 or LPP). The SET MAY provide NMiRecific data for the radio technology being used
(e.g., for GSM: TA, RXLEV). The SET MAY provide ifsosition, if this is supported. The SET MAY set th
Requested Assistance Data element in the SUPL ROSThe SET SHALL also release the connectiorh®s -
SLC.

K. The H-SLC and H-SPC may collaborate to determinimigial position of the SET to aid in the position
determination process. If the initial position cdéted based on information received in the SUPISPIT
message meets the requested QoP, the H-SPC MAdtIdipeoceed to step P.
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S.
5.1.7

The H-SLC sends an RLP SRLIR request to the V-3l éetermine an initial position for the SET. TheRRL
request contains at least the msid and the Loc#iidlid). Optionally the H-SLC MAY forward NMR pnaded by
the SET to the V-SLP.

. The V-SLP returns a RLP SRLIA message. The RLP BRhéssage contains at least the position resaltifitial

position of the SET).

The H-SLC sends the initial position to the H-SHGhe initial position meets the requested Qole,HhSPC
proceeds directly to step P without engaging iRJ®ISPOS session.

Based on the SUPL POS INIT message including pdsmdés) supported by the SET the H-SPC SHALL deteemi
the posmethod. If required for the posmethod tHeR€ SHALL use the supported positioning protocd.(e
RRLP, RRC, TIA-801 or LPP) from the SUPL POS INI'Essage.

The SET and the H-SPC exchange several successiteoping procedure messages.

The H-SPC calculates the position estimate basdtereceived positioning measurements (SET-AsHistethe
SET calculates the position estimate based ontassesobtained from the H-SPC (SET-Based).

Once the position calculation is complete the H-SBfds SUPL END message to the SET informing ttriba
further positioning procedure will be started ahdttthe positioning session is finished. The SERBHrelease all
resources related to this session.

The H-SPC informs the H-SLC that the positioninggedure is completed and returns the position tieblé H-
SPC SHALL release all resources related to thisises

The H-SLC sends the position estimate back to #8.Rin an RLP SRLIA message. The H-SLC SHALL rstea
all resources related to this session.

The R-SLP sends the position estimate back to tHeLSAgent in an MLP SLIA message.

Network Initiated Proxy Mode — Triggered Serv  ices: Periodic
Triggers

This section describes the call flows for Netwankiated periodic triggered services for proxy modlee periodic trigger
mechanism resides in the SET which means the SEddieally performs the actions required to deterena position
estimate.
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5.1.7.1 Non-Roaming Successful Case
SUPL H-SLP Target
Agent SET
MLP TLRR(ms-id, client-id, qop)
A >
B SET Lookup,
Routing Info
c SUPL INIT(session-id, trigger_type=periodic, posmethod, SLP mode) o
L.
Data Connection
D ST2 Setup
E SUPL TRIGGERED START(session-id, lid, SET capabilities, rep_capabilities, ver)
SUPL TRIGGERED RESPONSE(session-id, posmethod, trigger_params, rep_mode) um
MLP TLRA(req_id)
G |-
SUPL POS INIT(session-id, lid, SET Capabilities)
H B
| | uT2
SUPL POS(session id, RRLP/RRC/TIA-801/LPP)
SUPL REPORT(session-id, position) uUT3
J
MLP TLREP(req_id, posresult)
K |-t
SET obtains — and stores -
position(s) or enhanced
L cell/sector measurements
autonomously
I
SUPL REPORT(session-id, positions)
M -t
¢
_, MLP TLREP(req_id, posresult)
N [
SUPL POS INIT(session-id, lid)
(¢] -¢
| | uT2
P SUPL POS(session id, RRLP/RRC/TIA-801/LPP)
a SUPL REPORT (session-id, position) uT3
L SUPL REPORT(session-id, positions)
R ¢
MLP TLREP(req_id, posresult
S |- (req.id p ) uTs8
SUPL END(session-id)
T

Figure 7: Network Initiated Periodic Trigger Service Non-Roaming Successful Case — Proxy Mode
NOTE: See Appendix D for timer descriptians

A. SUPL Agentissues an MLP TLRR message to the H-8litR,which SUPL Agent is associated. The H-SLFIsha
authenticate the SUPL Agent and check if the SUBkrA is authorized for the service it requestsetham the
client-id received. Further, based on the recemsed the H-SLP shall apply subscriber privacy aggihe client-
id. The TLRR message may indicate that batch reygpdr quasi-real time reporting is to be useddadtof real
time reporting. In the case of batch reporting, Th&R indicates the conditions for sending batgtores to the H-
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SLP and any criteria, when the conditions for segdirise, for including or excluding particularret position
estimates (e.g. QoP, time window).

B. The H-SLP verifies that the target SET is currentty SUPL roaming.
The H-SLP MAY also verify that the target SET supgip@UPL.

NOTE: The specifics for determining if the SET is SUPRmong or not is considered outside the scope oflSUP
However, there are various environment dependenhamgsms

NOTE: Alternatively, the H-SLP may determine whether 8t€T is SUPL roaming in a later step using the iocat
identifier (lid) received from the SET.

NOTE: The specifics for determining if the SET support#& are beyond SUPL 2.0 scope

C. The H-SLP initiates the periodic trigger sessiothwie SET using the SUPL INIT message. The SURT IN
message contains at least session-id, triggeritygpeator (in this case periodic), proxy/non-prargde indicator
and the intended positioning method. If the regtithe privacy check in Step A indicates that ricgifion or
verification to the target subscriber is needed,HRSLP SHALL also include the Notification elemémthe SUPL
INIT message. Before the SUPL INIT message is $katH-SLP also computes and stores a hash of éiseage.

D. The SET analyses the received SUPL INIT. If fouméd¢ non authentic SET takes not further actiotise@ise
the SET takes needed action preparing for estabéishor resumption of a secure connection.

E. The SET will evaluate the Notification rules antidas the appropriate actions. The SET also chelokgproxy/non-
proxy mode indicator to determine if the H-SLP ugexxy or non-proxy mode. In this case, proxy mizdesed,
and the SET SHALL establish a secure connectidhgdd-SLP using SLP address that has been progdibg the
Home Network to the SET.

The SET then sends a SUPL TRIGGERED START messagait a periodic triggered session with the H-SLP
The SET SHALL send the SUPL TRIGGERED START messagm if the SET supported positioning
technologies do not include the intended positigmrethod indicated in the SUPL INIT message. TheIlSU
TRIGGERED START message contains at least sesdidBET capabilities, a hash of the received SURI IN
message (ver) and Location ID (lid) and reportiagabilities (rep_capabilities). The SET capabditieclude the
supported positioning methods (e.g., SET-Assistg8RS, SET-Based A-GPS) and associated positioning
protocols (e.g., RRLP, RRC, TIA-801 or LPP). Thp_reapabilities parameter indicates whether the SE&pable
of batch reporting, real time reporting and/or dweaal time reporting.

F. Consistent with the SET capabilities received m $UPL TRIGGERED START message the H-SLP selects an
intended positioning method to be used for thegokeitriggered session and responds with a SUPIGGHRED
RESPONSE message including session-id, posmethbdeaiodic trigger parameters. Consistent with the
rep_capabilities of the SET, the H-SLP also indisahe reporting mode (rep_mode parameter) to e lwg the
SET: real time reporting, quasi-real time reportimgatch reporting. In the case of batch reporting SUPL
TRIGGERED RESPONSE message indicates the conditimrsending batch reports to the H-SLP and artgia,
when the conditions for sending arise, for inclgdar excluding particular stored position estimated/or (if
allowed) particular stored enhanced cell/sectorsueanents. In the case of quasi-real time repgrtimgSUPL
TRIGGERED RESPONSE message indicates whether thasSilowed to send enhanced cell/sector
measurements in lieu of or in addition to posistimates. If enhanced cell/sector positioning sedscted for
batch or quasi-real time reporting, the SUPL TRIGRED RESPONSE message indicates if the SET is pexdirtid
send stored enhanced cell/sector measurementss lcaise, if batch reporting was selected, the BBY skip
steps H, | and J.

G. The H-SLP informs the SUPL Agent in an MLP TLRA rsage that the triggered location response reqasst h
been accepted and also includes a req_id paratodterused as a transaction id for the entire guratf the
periodic triggered session. The SET and the H-SI&Y Melease the secure connection.

NOTE: The MLP TLRA may be sent earlier at any time affter H-SLP receives the MLP TLRR

H. When the periodic trigger in the SET indicates thabsition fix has to be performed, the SET agadtself to the
Packet Data Network if it is not already attacheéstablishes a circuit switched data connectidre SET then
sends a SUPL POS INIT message to start a positj@asion with the H-SLP. The SUPL POS INIT message
contains at least session-id, Location ID (lid) amel SET Capabilities parameter. The SET MAY preMitMR
specific for the radio technology being used (day.GSM: TA, RXLEV). The SET MAY provide its pogih, if
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this is supported. The SET MAY set the Requestesistance Data element in the SUPL POS INIT.

If a position calculated based on information reediin the SUPL POS INIT message is available geagll-id
based position fix) that meets the required Qo HSLP MAY directly proceed to step J and not gegia a
SUPL POS session.

I.  The SET and the H-SLP exchange several successsigoping procedure messages.
The H-SLP calculates the position estimate baseti@neceived positioning measurements (SET-Asfistethe
SET calculates the position estimate based ontassesobtained from the H-SLP (SET-Based).

J. Once the position calculation is complete the H-SERds the SUPL REPORT message to the SET inforitnihat
the positioning procedure is completed. The SET MAMase the secure connection to the H-SLP. Ife¢perting
mode is batch reporting, the SET stores all caledlposition estimates. In SET Assisted mode tiséipa is
calculated by the H-SLP and therefore needs tadladed in the message for batch reporting mode.

If a SET Based positioning method was chosen wilictivs the SET to autonomously calculate a posigistimate (e.qg.
autonomous GPS or A-GPS SET Based mode where fhdn&Ecurrent GPS assistance data and does niteraqu
assistance data update from the H-SLP) steps Hte dot performed. Instead, the SET autonomowstulates the position
estimate and — for real time or quasi-real timertpg — sends the calculated position estimataedd-SLP using a SUPL
REPORT message containing the session-id and gigquoestimate.

K. This step is optional: Once the position calculaidocomplete and if real time or quasi-real tireparting is used,
the H-SLP sends a MLP TLREP message to the SUPhtAgbe MLP TLREP message includes the req_id and
the position result. If the reporting mode is sebatch reporting, this message is not used.

L. This step is optional: If the SET cannot commurdacaith the H-SLP (e.g. no radio coverage availahte) quasi-
real time reporting is used or if batch reportisgised, the SET MAY — if supported - perform SEB&hposition
fixes (autonomous GPS or SET Based A-GPS wher8Hiehas current assistance data) and/or, if alldwyetie
H-SLP, enhanced cell/sector measurements. In e afebatch reporting, and if explicitly allowed thye H-SLP,
enhanced cell/sector measurements are permittedvéven the SET can communicate with the H-SLP.

M. This step is optional and is executed if batch répg is used and if any of the conditions for sagdatch reports
have occurred. It is also executed, once the SEDl&sto re-establish communication with the H-SiEQuasi-real
time reporting is used if one or more previous repbave been missed. The SET sends the stordibposi
estimates and/or, if allowed, the stored enhaneéitector measurements in an unsolicited SUPL REPO
message to the H-SLP. The SUPL REPORT messagdr®tiia session-id and the position result(s) iticlg date
and time information for each position result aptianally the position method used. In the caskbabth reporting,
the stored position estimates and/or enhancedeeitir measurements included in the SUPL REPORBages
may be chosen according to criteria received ip Btdf no criteria are received in step F, the SBall include all
stored position estimates and/or enhanced celllseaasurements not previously reported.

N. If enhanced cell/sector measurements are recaivep M, the H-SLP calculates corresponding posigistimates.

The H-SLP forwards the reported and/or calculatesitipn estimate(s) to the SUPL Agent in an
MLP TLREP message.

Steps H to N are repeated as applicable. Wherath@osition estimate needs to be calculatechieeed of the periodic
triggered session has been reached, steps O toy@an@zerformed (a repeat of steps H to J). Altévebt - and if applicable
- step L is repeated.

R. This step is optional. When real-time reportingsed, it is executed after the last position ederoa, if allowed,
last set of enhanced cell/sector measurementsdegsdibtained or was due. When batch or quasiirealreporting
is used, step R is executed if and as soon aslieg/ing conditions apply:

i. The SET has stored historic location reports anstned historic enhanced
cell/sector measurements that have not yet bedricstre H-SLP.

ii. The SET is able to establish communication withHR8LP

iii. Inthe case of batch reporting, the conditionsstding have arisen or the SET
has obtained the last fix according to the numipdixes (in which case an
incomplete batch of positions is sent).

The SUPL REPORT message is used to send all dysesaf stored position fixes and/or stored
enhanced cell/sector measurements not previoystyted to the H-SLP. In the case of batch
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T.

reporting, the stored position estimates and/aedtenhanced cell/sector measurements included in
the SUPL REPORT message may be chosen accordanijetioa received in step F. If no criteria are
received in step F, the SET shall include all stgresition estimates and/or stored enhanced
cell/sector measurements not previously reported.

If enhanced cell/sector measurements are recaivs@p R, the H-SLP calculates corresponding poséstimates.
The H-SLP forwards the reported and/or calculaistbtical position estimate(s) to the SUPL AgenamMLP
TLREP message. As an option (e.g. if the SUPL Agenbt available), the H-SLP could retain the drist position
fixes for later retrieval by the SUPL Agent

After the last position result has been reporteith¢ocSUPL Agent in step S or following some timeowinot
receiving stored position estimates in step RHH&LP ends the periodic triggered session by sgnaiS8UPL END
message to the SET.

5.1.7.2 Roaming with V-SLP Positioning Successful C  ase

SUPL Roaming where the V-SLP is involved in theifiasing calculation.
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Figure 8: Network Initiated Periodic Trigger Service Roaming with V-SLP Positioning Successful CaseRroxy Mode

NOTE:

See Appendix D for timer descriptions.
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A. SUPL Agentissues an MLP TLRR message to the H-8lithR,which SUPL Agent is associated. The H-SLFIsha
authenticate the SUPL Agent and check if the SUBkr& is authorized for the service it requestsetham the
client-id received. Further, based on the recemsed the H-SLP shall apply subscriber privacy aggihe client-
id. The TLRR message may indicate that batch reqgpdr quasi-real time reporting is to be useddadtof real
time reporting. In the case of batch reporting, Th&R indicates the conditions for sending batgtores to the H-
SLP and any criteria, when the conditions for segdirise, for including or excluding particularret position
estimates (e.g. QoP, time window).

B. The H-SLP verifies that the target SET is curre®lyPL roaming.
The H-SLP MAY also verify that the target SET supgp&UPL.

NOTE: The specifics for determining if the SET is SUPRmong or not is considered outside the scope oflSUP
However, there are various environment dependenhargésms

NOTE: Alternatively, the H-SLP may determine whether 8t€T is SUPL roaming in a later step using the iocat
identifier (lid) received from the SET.

NOTE: The specifics for determining if the SET support#% are beyond SUPL 2.0 scope

C. The H-SLP initiates the periodic trigger sessiothwiie SET using the SUPL INIT message. The SURL IN
message contains at least session-id, triggeritygpeator (in this case periodic), proxy/non-prargde indicator
and the intended positioning method. If the regiithe privacy check in Step A indicates that ricgifion or
verification to the target subscriber is needed,HRSLP SHALL also include the Notification elemémthe SUPL
INIT message. Before the SUPL INIT message is $katH-SLP also computes and stores a hash of éiseage.

D. The SET analyses the received SUPL INIT. If fouméd¢ non authentic SET takes not further actiotise@ise
the SET takes needed action preparing for estabéishor resumption of a secure connection.

E. The SET will evaluate the Notification rules antidas the appropriate actions. The SET also chelokgproxy/non-
proxy mode indicator to determine if the H-SLP ugexxy or non-proxy mode. In this case, proxy mizdesed,
and the SET SHALL establish a secure connectidhedi-SLP using SLP address that has been proedibyg the
Home Network to the SET.

The SET then sends a SUPL TRIGGERED START messagiait a periodic triggered session with the H-SLP
The SET SHALL send the SUPL TRIGGERED START messagm if the SET supported positioning
technologies do not include the intended positigmrethod indicated in the SUPL INIT message. TheIlSU
TRIGGERED START message contains at least sesdidBET capabilities, a hash of the received SURI IN
message (ver), Location ID (lid) and reporting daliizes (rep_capabilities). The SET capabilitieslude the
supported positioning methods (e.g., SET-Assistgd?S, SET-Based A-GPS) and associated positioning
protocols (e.g., RRLP, RRC, TIA-801 or LPP). Thp_reapabilities parameter indicates whether the iSE&pable
of batch reporting, real time reporting and/or dweal time reporting.

F. Based on the received lid or other mechanismsHtis&P determines the V-SLP and sends an RLP SSRLIR
including the SUPL TRIGGERED START message to thR8\P to inform the V-SLP that the target SET will
initiate a SUPL positioning procedure.

G. Consistent with the SET capabilities received apdt, the V-SLP selects the intended positioninthoteto be
used for the periodic triggered session and indgcas readiness for a periodic triggered sessyogehding a SUPL
TRIGGERED RESPONSE message back to the H-SLP ioPaFERLIA message.

H. The H-SLP forwards the received SUPL TRIGGERED RBNBE message to the SET including session-id,
posmethod and periodic trigger parameters. Comsigtith the rep_capabilities of the SET, the H-Sil§o
indicates the reporting mode (rep_mode parameidig tused by the SET: real time reporting, quaditime
reporting or batch reporting. In the case of baggorting, the SUPL TRIGGERED RESPONSE messageatet
the conditions for sending batch reports to thell®-8nd any criteria, when the conditions for segdirise, for
including or excluding particular stored positigstimates and/or (if allowed) particular stored erdeal cell/sector
measurements. In the case of quasi-real time liegpthe SUPL TRIGGERED RESPONSE message indicates
whether the SET is allowed to send enhanced cefiyseneasurements in lieu of or in addition to poriestimates.
If enhanced cell/sector positioning was selectedb&ich or quasi-real time reporting, the SUPL TRERED
RESPONSE message indicates if the SET is permtitednd stored enhanced cell/sector measuremeritss|
case, if batch reporting was selected the SET MRily steps J to N.
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The H-SLP informs the SUPL Agent in an MLP TLRA meage that the triggered location response reqasst h
been accepted and also includes a req_id paratoeterused as a transaction id for the entire ouratf the
periodic triggered session. The SET and the H-SI&Y Melease the secure connection.

NOTE: The MLP TLRA may be sent earlier at any time affter H-SLP receives the MLP TLRR

J.

When the periodic trigger in the SET indicates #habsition fix has to be performed, the SET agadtself to the
Packet Data Network if it is not already attacheésiablishes a circuit switched data connectitre $ET then
sends a SUPL POS INIT message to the H-SLP toastaositioning session with the V-SLP. The SUPL RRIS
message contains at least session-id, the Locii¢lid) and the SET capabilities parameter. Thd SEAY
provide NMR specific for the radio technology beumged (e.g., for GSM: TA, RXLEV). The SET MAY pra its
position, if this is supported. The SET MAY set RRequested Assistance Data element in the SUPLIROS

If the SUPL POS INIT message contains a positia theets the required QoP, the H-SLP MAY directlyogeed
to step N.

The H-SLP forwards the SUPL POS INIT message to/H#8L P using a RLP SSRP message.

If a position calculated based on information reediin the SUPL POS INIT message is available geagll-id
based position fix) that meets the required Qo® WSLP MAY directly proceed to step M and not eggin a
SUPL POS session.

The SET and the V-SLP exchange several successsitgning procedure messages, tunnelled over Rafhe
H-SLP.

The V-SLP calculates the position estimate basetth®mneceived positioning measurements (SET-Ashistethe
SET calculates the position estimate based ontassesobtained from the V-SLP (SET-Based).

. Once the position calculation is complete, the \RSlends a SUPL REPORT message including the pdsetitie

H-SLP in an RLP tunnel using an SSRP message.

Once the position calculation is complete the H-SERds the SUPL REPORT message to the SET inforitniingt
the positioning procedure is completed. The SET MAMase the secure connection to the H-SLP. Ifgperting
mode is batch reporting, the SET stores all caledlposition estimates. In SET Assisted mode tisétipa is
calculated by the V-SLP and therefore needs tmtdeded in the message for batch reporting mode.

If a SET Based positioning method was chosen wiliciws the SET to autonomously calculate a posigistimate (e.qg.
autonomous GPS or A-GPS SET Based mode where fhdn&Ecurrent GPS assistance data and does niteraqu
assistance data update from the H-SLP) steps Jte Not performed. Instead, the SET autonomowbutates the position
estimate and — for real time or quasi-real timertépg — sends the calculated position estimataedd-SLP using a SUPL
REPORT message containing the session-id and gigquoestimate.

O.

This step is optional: once the position calculai®dcomplete and if real time or quasi-real tiraparting is used,
the H-SLP forwards the received position estimedenfthe V-SLP in an MLP TLREP message to the SUBErA.
The MLP TLREP message includes the req_id and dk#ipn result. If the reporting mode is set todbateporting,
this message is not used.

This step is optional: if the SET cannot commurdaaith the H-SLP (e.g. no radio coverage available) quasi-
real time reporting is used or if batch reportisgised, the SET MAY — if supported — perform SEBdhposition
fixes (autonomous GPS or SET Based A-GPS wher8Hiehas current assistance data) and/or, if alldwyetie
H-SLP, enhanced cell/sector measurements. In e afdbatch reporting, and if explicitly allowed thwe H-SLP,
enhanced cell/sector measurements are permittedvéven the SET can communicate with the H-SLP.

This step is optional and is executed if batch riépg is used and if any of the conditions for segdatch reports
have occurred. It is also executed, once the SEblisto re-establish communication with the H-SiEQuasi-real
time reporting is used if one or more previous repbave been missed. The SET sends the storetibposi
estimates and/or, if allowed, the stored enhane#itsector measurements in an unsolicited SUPL REPO
message to the H-SLP. The SUPL REPORT messagdr®tiia session-id and the position result(s) iticlg data
and time information for each position result aptianally the position method used. In the caskabth reporting,
the stored position estimates and/or enhancedeetlir measurements included in the SUPL REPORBages
may be chosen according to criteria received ip Btelf no criteria are received in step H, the Sihall include all
stored position estimates and/or enhanced celllseaasurements not previously reported.

[0 2011 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-ULP-V2_0-20110527-C.doc Page 49 (410)

R. This step is optional: if in step Q the SET seritated cell/sector measurements, the H-SLP neergyame the
help of the V-SLP to translate the enhanced celidgsaneasurements into actual position estimateshis end the
H-SLP sends the received enhanced cell/sector mezasuts in a SUPL REPORT message to the V-SLP asing
SSRP message over RLP tunnel.

S. This step is optional and only takes place if $¥epas occurred: after receiving the enhanced eetlis
measurements the V-SLP calculates the actual po®ttimates and returns them in a SUPL REPORTageds
the H-SLP using an SSRP message over RLP tunnel.

T. The H-SLP forwards the reported and/or calculatesitipn estimate(s) to the SUPL Agent in an MLP HER
message.

Steps Jto T are repeated as applicable. Whemshedsition estimate needs to be calculatedhieeed of the periodic
triggered session has been reached, steps U toybenperformed (a repeat of steps J to N). Altévebt— and if
applicable — step P is repeated.

Z. This step is optional. When real-time reportingsed, it is executed after the last position esenoa, if allowed,
last set of enhanced cell/sector measurementsdegsdbtained or was due. When batch or quasiirealreporting
is used, step Z is executed if and as soon a®tosving conditions apply:

i. The SET has stored historic location reports ansttaned historic enhanced cell/sector measurentleaits
have not yet been sent to the H-SLP.

iil. The SET is able to establish communication withHh8LP.

iii. Inthe case of batch reporting, the conditionsstnding have arisen or the SET has obtained théxas
according to the number of fixes (in which casémrmomplete batch of positions is sent).

The SUPL REPORT message is used to send all dysesaf stored position fixes and/or stored enhédweedl/sector
measurements not previously reported to the H-8LEhe case of batch reporting, the stored posgistimates and/or
stored enhanced cell/sector measurements includibe iISUPL REPORT message may be chosen accoodanigetria
received in step H. If no criteria are receivedtiep H, the SET shall include all stored positistineates and/or stored
enhanced cell/sector measurements not previoystytex.

AA. This step is optional: if in step Z the SET sertiarced cell/sector measurements, the H-SLP neetigjeamge the
help of the V-SLP to translate the enhanced celidgsaneasurements into actual position estimateshis end the
H-SLP sends the received enhanced cell/sector mexasuts in a SUPL REPORT message to the V-SLP asing
SSRP message over RLP tunnel.

BB. This step is optional and only takes place if gi@phas occurred: after receiving the enhancedsmstor
measurements the V-SLP calculates the actual po®timates and returns them in a SUPL REPORTageds
the H-SLP using an SSRP message over RLP tunnel.

CC.The H-SLP forwards the reported and/or calculaistbtical position estimate(s) to the SUPL AgenamMLP
TLREP message. As an option (e.g. if the SUPL Agenbt available), the H-SLP could retain the drist position
fixes for later retrieval by the SUPL Agent.

DD.After the last position result has been reporteith¢oSUPL Agent in step CC, or following some timeon not
receiving stored position estimates in step ZHHeLP ends the periodic triggered session by sgrai8UPL END
message to the SET and informs the V-SLP aboutrideof the periodic triggered session by sendiSgBL END
message using an RLP SSRP tunnel message to th® V-S

5.1.7.3 Roaming with H-SLP Positioning Successful C  ase
SUPL Roaming where the H-SLP is involved in theifpmsing calculation.
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Figure 9: Network Initiated Periodic Trigger Service Roaming with H-SLP Positioning Successful CaseRroxy Mode

NOTE:

See Appendix D for timer descriptions
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A. SUPL Agentissues an MLP TLRR message to the H-8litR,which SUPL Agent is associated. The H-SLFIsha
authenticate the SUPL Agent and check if the SUBkr& is authorized for the service it requestsetham the
client-id received. Further, based on the recemsed the H-SLP shall apply subscriber privacy aggihe client-
id. The TLRR message may indicate that batch reqgpdr quasi-real time reporting is to be useddadtof real
time reporting. In the case of batch reporting, Th&R indicates the conditions for sending batgtores to the H-
SLP and any criteria, when the conditions for segdirise, for including or excluding particularret position
estimates (e.g. QoP, time window).

B. The H-SLP verifies that the target SET is curre®lyPL roaming.
The H-SLP MAY also verify that the target SET supgp&UPL.

NOTE: The specifics for determining if the SET is SUPRmong or not is considered outside the scope oflSUP
However, there are various environment dependenhargésms

NOTE: Alternatively, the H-SLP may determine whether 8t€T is SUPL roaming in a later step using the iocat
identifier (lid) received from the SET.

NOTE: The specifics for determining if the SET support#% are beyond SUPL 2.0 scope

C. The H-SLP initiates the periodic trigger sessiothwiie SET using the SUPL INIT message. The SURL IN
message contains at least session-id, triggeritygpeator (in this case periodic), proxy/non-prargde indicator
and the intended positioning method. If the regtithe privacy check in Step A indicates that ricgifion or
verification to the target subscriber is needed,HRSLP SHALL also include the Notification elemémthe SUPL
INIT message. Before the SUPL INIT message is $katH-SLP also computes and stores a hash of éiseage.

D. The SET analyses the received SUPL INIT. If foumédé non authentic SET takes not further actiotise@ise
the SET takes needed action preparing for estabéishor resumption of a secure connection.

E. The SET will evaluate the Notification rules antidas the appropriate actions. The SET also chelokgproxy/non-
proxy mode indicator to determine if the H-SLP ugexxy or non-proxy mode. In this case, proxy mizdesed,
and the SET SHALL establish a secure connectidhedi-SLP using SLP address that has been proedibyg the
Home Network to the SET.

The SET then sends a SUPL TRIGGERED START messagait a periodic triggered session with the H-SLP
The SET SHALL send the SUPL TRIGGERED START messagm if the SET supported positioning
technologies do not include the intended positigmrethod indicated in the SUPL INIT message. TheIlSU
TRIGGERED START message contains at least sesdidBET capabilities, a hash of the received SURI IN
message (ver), Location ID (lid) and reporting dalitzes (rep_capabilities). The SET capabilitieslude the
supported positioning methods (e.g., SET-Assistgd?S, SET-Based A-GPS) and associated positioning
protocols (e.g., RRLP, RRC, TIA-801 or LPP). Thp reapabilities parameter indicates whether the iSE&pable
of batch reporting, real-time reporting and/or dwaal time reporting.

F. Consistent with the SET capabilities received @pdE the H-SLP selects the intended positionindioteto be
used for the periodic triggered session and indgc#s readiness for a periodic triggered sessyosehding a SUPL
TRIGGERED RESPONSE message back to the SET. Thé $BRGGERED RESPONSE message to the SET
includes at a minimum the session-id, posmethodp@niddic trigger parameters. Consistent with the
rep_capabilities of the SET, the H-SLP also indisahe reporting mode (rep_mode parameter) to éxt lug the
SET: real time reporting, quasi-real time reportimgatch reporting. In the case of batch reporting SUPL
TRIGGERED RESPONSE message indicates the conditimrsending batch reports to the H-SLP and artgia,
when the conditions for sending arise, for inclgdar excluding particular stored position estimated/or (if
allowed) particular stored enhanced cell/sectorsmesaments. In the case of quasi-real time repqrtivgSUPL
TRIGGERED RESPONSE message indicates whether thasSilowed to send enhanced cell/sector
measurements in lieu of or in addition to posisiimates. If enhanced cell/sector positioning sedscted for
batch or quasi-real time reporting, the SUPL TRIGRED RESPONSE message indicates if the SET is pexdirtid
send stored enhanced cell/sector measurementss lcaise, if batch reporting was selected, the BBY skip
steps Hto L.

G. The H-SLP informs the SUPL Agent in an MLP TLRA rsage that the triggered location response reqasst h
been accepted and also includes a req_id paratodterused as a transaction id for the entire guratf the
periodic triggered session. The SET and the H-SI&Y Melease the secure connection.

NOTE: The MLP TLRA may be sent earlier at any time affter H-SLP receives the MLP TLRR
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H. When the periodic trigger in the SET indicates tnabsition fix has to be performed, the SET agadtself to the
Packet Data Network if it is not already attacheéstablishes a circuit switched data connectidre SET then
sends a SUPL POS INIT message to the H-SLP toastaositioning session with the H-SLP. The SUPL ROIS
message contains at least session-id, the Lociigiid) and the SET capabilities parameter. Th@ SEAY
provide NMR specific for the radio technology beumged (e.g., for GSM: TA, RXLEV). The SET MAY pralé its
position, if this is supported. The SET MAY set RRequested Assistance Data element in the SUPLIROS
If the SUPL POS INIT message contains a positia theets the required QoP, the H-SLP MAY directlyoeed
to step L and not engage in a SUPL POS session

I. To obtain a coarse position based on lid receimexdép H, the H-SLP sends an RLP SRLIR messadety4SLP.

J. The V-SLP translates the received lid into a positstimate and returns the result to the H-SL&IRLP SRLIA
message.
If the received position estimate meets the requ@eP, the H-SLP MAY directly proceed to step L auot engage
in a SUPL POS session.

K. The SET and the H-SLP exchange several successsittoping procedure messages.
The H-SLP calculates the position estimate baseti®neceived positioning measurements (SET-Ashistethe
SET calculates the position estimate based ontassisobtained from the H-SLP (SET-Based).

L. Once the position calculation is complete the H-SkeRds the SUPL REPORT message to the SET inforitntingt
the positioning procedure is completed. The SET MAMase the secure connection to the H-SLP. Ife¢perting
mode is batch reporting, the SET stores all caledlposition estimates. In SET Assisted mode tiséipa is
calculated by the H-SLP and therefore needs tadladed in the message for batch reporting mode.

If a SET Based positioning method was chosen wliciws the SET to autonomously calculate a posigistimate (e.qg.
autonomous GPS or A-GPS SET Based mode where fhéa&Ecurrent GPS assistance data and does natragu
assistance data update from the H-SLP) steps Hare Inot performed. Instead, the SET autonomowadbutates the
position estimate and — for real time or quasi-tieaé reporting — sends the calculated positionrege to the H-SLP using a
SUPL REPORT message containing the session-idrengdsition estimate.

M. This step is optional: once the position calculaimmcomplete and if real time or quasi-real tiraparting is used,
the H-SLP sends a MLP TLREP message to the SUPhtAgee MLP TLREP message includes the req_id and
the position result. If the reporting mode is sebatch reporting, this message is not used.

N. This step is optional: if the SET cannot commurgaaith the H-SLP (e.g. no radio coverage availabhe) quasi-
real time reporting is used or if batch reportisgised, the SET MAY — if supported — perform SEBdhposition
fixes (autonomous GPS or SET Based A-GPS wher8Hiehas current assistance data) and/or, if alldyyetie
H-SLP, enhanced cell/sector measurements. In e afdbatch reporting, and if explicitly allowed thwe H-SLP,
enhanced cell/sector measurements are permittedvéven the SET can communicate with the H-SLP.

O. This step is optional and is executed if batch riépg is used and if any of the conditions for degdatch reports
have occurred. It is also executed, once the SEblisto re-establish communication with the H-SiEQuasi-real
time reporting is used if one or more previous repbave been missed. The SET sends the storetibposi
estimates and/or, if allowed, the stored enhane#itsector measurements in an unsolicited SUPL REPO
message to the H-SLP. The SUPL REPORT messagem®ttia session-id and the position result(s) iticlg data
and time information for each position result aptianally the position method used. In the caskbabth reporting,
the stored position estimates and/or enhancedeetlir measurements included in the SUPL REPORBages
may be chosen according to criteria received ip Btdf no criteria are received in step F, the SBall include all
stored position estimates and/or enhanced celllsewasurements not previously reported.

P. This step is optional: if in step O the SET seritaced cell/sector measurements, the H-SLP neexgyame the
help of the V-SLP to translate the enhanced celidssaneasurements into actual position estimateshis end the
H-SLP sends an RLP SRLIR message to the V-SLP.

Q. This step is optional and only takes place if ®dmas occurred: The V-SLP translates the receinbdreed
cell/sector measurements into position estimatdgeturns the results to the H-SLP in an RLP SRirnéssage.

R. The H-SLP forwards the reported and/or calculatesitipn estimate(s) to the SUPL Agent in an MLP HIR
message.
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Steps H to R are repeated as applicable. Whemsh@dsition estimate needs to be calculatedhieeeind of the periodic
triggered session has been reached, steps S toylderzerformed (a repeat of steps H to L). Altemedy — and if
applicable — step N is repeated

X. This step is optional. When real-time reportingsed, it is executed after the last position esenoag, if allowed,
last set of enhanced cell/sector measurementsdeasdibtained or was due. When batch or quasiirealreporting
is used, step X is executed if and as soon atloeving conditions apply:

i. The SET has stored historic location reports ansttmed historic enhanced cell/sector measurentieats
have not yet been sent to the H-SLP.

ii. The SET is able to establish communication withHRSLP.

iii. Inthe case of batch reporting, the conditionsstnding have arisen or the SET has obtained théxas
according to the number of fixes (in which casénmomplete batch of positions is sent).

The SUPL REPORT message is used to send all dysesaf stored position fixes and/or stored enhédweedl/sector
measurements not previously reported to the H-8iLEhe case of batch reporting, the stored posiistimates and/or
stored enhanced cell/sector measurements includibe ISUPL REPORT message may be chosen accoodanigetria
received in step F. If no criteria are receivedtep F, the SET shall include all stored positistmeates and/or stored
enhanced cell/sector measurements not previoystytex.

Y. This step is optional: if in step X the SET serttamced cell/sector measurements, the H-SLP needgyame the
help of the V-SLP to translate the enhanced celidssaneasurements into actual position estimateshis end the
H-SLP sends an RLP SRLIR message to the V-SLP.

Z. This step is optional and only takes place if stepas occurred: after receiving the enhanced eelits
measurements the V-SLP translates the receivetheatizell/sector measurements into position estisnand
returns the results to the H-SLP in an RLP SRLIAssage.

AA. The H-SLP forwards the reported and/or calculaistbhical position estimate(s) to the SUPL AgenamMLP
TLREP message. As an option (e.g. if the SUPL Agenbt available), the H-SLP could retain the drist position
fixes for later retrieval by the SUPL Agent.

BB. After the last position result has been reporteith¢oSUPL Agent in step AA or following some timéon not
receiving stored position estimates in step X,HB8LP ends the periodic triggered session by sgnai8UPL
END message to the SET.

5.1.8  Network Initiated Proxy Mode — Triggered Serv  ices: Event Trigger

This section describes the call flows for Netwankiated area event triggered services for proxglend he trigger thereby
resides in the SET and the SET makes the decis@narea event occurred based on continuoushateggosition
determinations.
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5.1.8.1 Non-Roaming Successful Case
SUPL H-SLP Target
Agent SET
MLP TLRR(ms-id, client-id, qop)
A -
SET Lookup,
Routing Info

c SUPL INIT(session-id, trigger_type=area event, posmethod, SLP mode) -

Lol
D Data Connection

ST2 Setup
E SUPL TRIGGERED START(session-id, lid, SET capabilities, ver)
L ) UT1
r SUPL TRIGGERED RESPONSE(session-id, posmethod, trigger_params)
MLP TLRA(req_id)
G |-
Y . SUPL POS INIT(session-id, lid, SET capabilities)
uT2
| SUPL POS(session id, RRLP/RRC/TIA-801/LPP)
uT3

J SUPL REPORT(session-id, position)

Check f
K aroa svent
L P SUPL REPORT(session-id)

-t
MLP TLREP(req_id)
M |-t
SUPL END(session-id)

° >

Figure 10: Network Initiated Area Event Trigger Service Non-Roaming Successful Case — Proxy Mode
NOTE: See Appendix D for timer descriptions

A. SUPL Agentissues an MLP TLRR message to the H-8lithR,which SUPL Agent is associated. The H-SLFIsha
authenticate the SUPL Agent and check if the SUBErA is authorized for the service it requestsetham the
client-id received. Further, based on the recemsed the H-SLP shall apply subscriber privacy aggihe client-
id.

B. The H-SLP verifies that the target SET is currentty SUPL roaming.

The H-SLP MAY also verify that the target SET supgp&UPL.

NOTE: The specifics for determining if the SET is SUPRming or not is considered outside the scope oflSUP
However, there are various environment dependenhamgsms

NOTE: Alternatively, the H-SLP may determine whether 8t€T is SUPL roaming in a later step using the iocat
identifier (lid) received from the SET.

NOTE: The specifics for determining if the SET support#P% are beyond SUPL 2.0 scope

C. The H-SLP initiates the area event trigger sessitimthe SET using the SUPL INIT message. The SUNAT
message contains at least session-id, triggeritypeator (in this case area event), proxy/non-gnarode indicator
and the intended positioning method. If the reglithe privacy check in Step A indicates that ricgifion or
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verification to the target subscriber is needed,HRSLP SHALL also include the Notification elemémthe SUPL
INIT message. Before the SUPL INIT message is $katiH-SLP also computes and stores a hash of éiseage.

D. The SET analyses the received SUPL INIT. If founth¢ non authentic SET takes not further actiotise@ise
the SET takes needed action preparing for estabéshor resumption of a secure connection.

E. The SET will evaluate the Notification rules antidas the appropriate actions. The SET also chelokgproxy/non-
proxy mode indicator to determine if the H-SLP ugesxy or non-proxy mode. In this case, proxy mizdased,
and the SET SHALL establish a secure connectidhedi-SLP using SLP address that has been proedibyg the
Home Network to the SET.

The SET then sends a SUPL TRIGGERED START messagtatt an area event triggered session with tisPi-
The SET SHALL send the SUPL TRIGGERED START messagm if the SET supported positioning
technologies do not include the intended positigmrethod indicated in the SUPL INIT message. ThelSU
TRIGGERED START message contains at least sesgdidBET capabilities, a hash of the received SURI IN
message (ver) and Location ID (lid). The SET cadji&s include the supported positioning methodg.(6SET-
Assisted A-GPS, SET-Based A-GPS) and associatatigniisg protocols (e.g., RRLP, RRC, TIA-801 or LPP

F. Consistent with the SET capabilities received m $UPL TRIGGERED START message the H-SLP seleets th
intended positioning method to be used for the aveat triggered session and responds with a SUAGGERED
RESPONSE message including session-id, posmetttbdraa event trigger parameters. The SUPL TRIGGERED
RESPONSE message may contain the area ids of ¢ledisd area for the area event triggered session.

G. The H-SLP informs the SUPL Agent in an MLP TLRA rsage that the triggered location response reqasst h
been accepted and also includes a req_id paratoeierused as a transaction id for the entire ouraif the area
event triggered session. The SET and the H-SLP M&l¥ase the secure connection.

NOTE: The MLP TLRA may be sent earlier at any time affter H-SLP receives the MLP TLRR

H. If the area ids are downloaded in step F, the SEALS compare the current area id to the downloaaesh ids.
When the area event trigger mechanism in the SEfleocomparison of the current area id to the doaad area
ids indicates that a position fix is to be executbd SET attaches itself to the Packet Data Nétwatris not
already attached or establishes a circuit switclatd connection. The SET then sends a SUPL POSHMi§sage
to start a positioning session with the H-SLP. Bl#PL POS INIT message contains at least sessianddhe
Location ID (lid), and the SET capabilities paraenefThe SET MAY provide NMR specific for the radio
technology being used (e.g., for GSM: TA, RXLEVheTSET MAY provide its position, if this is suppedt The
SET MAY set the Requested Assistance Data elemehei SUPL POS INIT.

If a position calculated based on information reediin the SUPL POS INIT message is available geagll-id
based position fix) that meets the required Qo® HFSLP MAY directly proceed to step J and not gega a
SUPL POS session.

I.  The SET and the H-SLP exchange several successsigoping procedure messages.
The H-SLP calculates the position estimate basdti®neceived positioning measurements (SET-Ashistethe
SET calculates the position estimate based ontassisobtained from the H-SLP (SET-Based).

J. Once the position calculation is complete the H-SERds a SUPL REPORT message to the SET. The SET MA
release the secure connection to the H-SLP.
The SUPL REPORT message includes the positiontriéskie position estimate is calculated in the HPSand
therefore needs to be sent to the SET.

K. The SET compares the calculated position estimétetiae event area to check if the event triggerdition has
been met. If no area event is triggered, the SEAISHeturn to step H. If area event is triggeredTSEHALL
proceed to step L.

L. The SET sends a SUPL REPORT message includingtséos id and the position estimate to the H-SLIBgsn
the Location estimate parameter is set to “falseihich case no position estimate is included..

M. The H-SLP sends a MLP TLREP message to the SUPhtAgkich may include the position result.

N. If SUPL Agent has requested several reports ane meports are to be sent, the SET repeats stepgvHotostep H
to K depending on if the area event condition Ilfed or not. Note that in this case, step L occanly after the
minimum time between reports has elapsed.
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O. When the last report has been sent the H-SLP é&edsréa event triggered session by sending a SWEL E

message to the SET

The call flow described in Figure 10 is applicatdell positioning methods. However, individua s within the call flows

are optional:

. Step | (SUPL POS) is not performed for cell-id lthpesitioning methods.

. In A-GPS SET Based mode where no GPS assistanagsdajuired from the network, no interaction vtk H-
SLP is required to calculate a position estimaterhction with the H-SLP is only required for G&Sistance data

update in which case steps H to J are performed.

5.1.8.2 Roaming with V-SLP Positioning Successful C  ase
SUPL Roaming where the V-SLP is involved in theifiasing calculation.

SUPL V-SLP H-SLP Target
Agent SET
MLP TJRR(ms—id, client-id, qop)
A >
SET Lookup,
B Routinogo info
c SUPL INIT(session-id, trigger_type=area event, posmem"d, SLP mode)
Data Connection
D ST2 Setup
E SUPL TRIGGERED START(session-id, lid, SET capabilitles, ver)
RLP SSRLIR(SUPL TRIGGERED START)
F -t
|| ST3 uT1
G RLP SSRLIA(SUPL TRIGGERED RESPONSE|
SUPL TRIGGERED RESPONSE(session-id, posmeth
X trigger_params)
e MLP TLRA(req_id)
J P SUPL POS INIT(session-id, lid, SET capabilities)
RLP SSRP(SUPL POS INIT)
K -t uT2
L RLP SSRP(SUPL POS) SUPL POS(session id, RRLP/RRC/TIA-801/LPP)
RLP SSRP(SUPL REPORT) uT3
"’\’l' SUPL REPORT(session-id, position)
o) Check for
area event
p L SUPL REPORT(session-id)
Q la MLP TLREP(req_id)
R ~ ~ ~
S RLP SSRP(SUPL END) SUPL END(session-id) o

Figure 11: Network Initiated Area Event Trigger Service Roaming with V-SLP Positioning Successful CaseProxy

NOTE: See Appendix D for timer descriptions

Mode
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A. SUPL Agentissues an MLP TLRR message to the H-8lithR,which SUPL Agent is associated. The H-SLFIsha
authenticate the SUPL Agent and check if the SUBkr& is authorized for the service it requestsetham the
client-id received. Further, based on the recemsed the H-SLP shall apply subscriber privacy aggihe client-
id.

B. The H-SLP verifies that the target SET is curre®lyPL roaming.

The H-SLP MAY also verify that the target SET supgp&UPL.

NOTE: The specifics for determining if the SET is SUPRming or not is considered outside the scope oflSUP
However, there are various environment dependenhargésms

NOTE: Alternatively, the H-SLP may determine whether 8t€T is SUPL roaming in a later step using the iocat
identifier (lid) received from the SET.

NOTE: The specifics for determining if the SET support#& are beyond SUPL 2.0 scope

C. The H-SLP initiates the area event trigger sessitimthe SET using the SUPL INIT message. The SUNAT
message contains at least session-id, triggeritypeator (in this case area event), proxy/non-gnaode indicator
and the intended positioning method. If the resfithe privacy check in Step A indicates that ricgifion or
verification to the target subscriber is needed,HRSLP SHALL also include the Notification elemémthe SUPL
INIT message. Before the SUPL INIT message is $katH-SLP also computes and stores a hash of éiseage.

D. The SET analyses the received SUPL INIT. If fouméd¢ non authentic SET takes not further actiotise@ise
the SET takes needed action preparing for estabéshor resumption of a secure connection.

E. The SET will evaluate the Notification rules antides the appropriate actions. The SET also chelokgproxy/non-
proxy mode indicator to determine if the H-SLP ugexxy or non-proxy mode. In this case, proxy mizdased,
and the SET SHALL establish a secure connectidghedi-SLP using SLP address that has been proedibyg the
Home Network to the SET.

The SET then sends a SUPL TRIGGERED START messagiait an area event triggered session with tigPl-
The SET SHALL send the SUPL TRIGGERED START messagn if the SET supported positioning
technologies do not include the intended positigmrethod indicated in the SUPL INIT message. ThelSU
TRIGGERED START message contains at least sesdidBET capabilities, a hash of the received SURI IN
message (ver) and Location ID (lid). The SET cdjads include the supported positioning methodg.(eSET-
Assisted A-GPS, SET-Based A-GPS) and associatetignisg protocols (e.g., RRLP, RRC, TIA-801 or LPP

F. The H-SLP sends an RLP SSRLIR including the SUPLGIBRERED START message to the V-SLP to inform the
V-SLP that the target SET will initiate a SUPL fisiing procedure. The area event trigger pararastech as area
information requested by SUPL Agent for the areenétriggered session MAY be included in this mgeday the
H-SLP.

G. Consistent with the SET capabilities received apdk, the V-SLP determines the intended positioniethod to be
used for the area event triggered session andatedidts readiness for an area event triggereébsdsg sending a
SUPL TRIGGERED RESPONSE message back to the H-8laFRLP SSRLIA message. The V-SLP MAY
include area ids corresponding to the area foatha event trigger session in the SUPL TRIGGEREBRBENSE
message.

H. The H-SLP forwards the received SUPL TRIGGERED REBNBE message to the SET including session-id,
posmethod and area event trigger parameters. TR SRIGGERED RESPONSE message may contain the area
ids of the specified area for the area event triggsession.

I.  The H-SLP informs the SUPL Agent in an MLP TLRA reage that the triggered location response regasst h
been accepted and also includes a req_id paratodierused as a transaction id for the entire ouraif the area
event triggered session. The SET and the H-SLP M&&ase the secure connection.

NOTE: The MLP TLRA may be sent earlier at any time affter H-SLP receives the MLP TLRR

J. [Ifthe areaids are downloaded in step H, the SHALS. compare the current area id to the downloadezh ids.
When the area event trigger in the SET or the coisgaof the current area id to the downloaded ateindicates
that a position fix has to be performed, the SHEadhes itself to the Packet Data Network if it s already
attached or establishes a circuit switched dataection. The SET then sends a SUPL POS INIT messathe H-
SLP to start a positioning session with the V-SLRe SUPL POS INIT message contains at least segsamd the
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Location ID (lid) and the SET capabilities paramelde SET MAY provide NMR specific for the radio
technology being used (e.g., for GSM: TA, RXLEVHeTSET MAY provide its position, if this is suppedt The
SET MAY set the Requested Assistance Data elemehei SUPL POS INIT.

If a position is received in the SUPL POS INIT nagsthat meets the required QoP, the H-SLP MAYctiye
proceed to step N and not engage in a SUPL PO®Bess

K. The H-SLP forwards the SUPL POS INIT message to/t#$.P using a RLP SSRP message.
If a position calculated based on information reediin the SUPL POS INIT message is available geagll-id
based position fix) that meets the required Qo® WSLP MAY directly proceed to step M and not eggin a
SUPL POS session.

L. The SET and the V-SLP exchange several successsigoming procedure messages, tunnelled over Rhfhe
H-SLP.
The V-SLP calculates the position estimate basetth®neceived positioning measurements (SET-AsHistethe
SET calculates the position estimate based ontassesobtained from the V-SLP (SET-Based).

M. Once the position calculation is complete, the \RSlends a SUPL REPORT message to the H-SLP cauitidd
an RLP SSRP message.
The SUPL REPORT message includes the position atgiihthe position estimate is calculated in th8MP and
therefore needs to be sent to the SET.

N. The H-SLP forwards the received SUPL REPORT meskatiee SET. The SET MAY release the secure
connection to the H-SLP.
The SUPL REPORT message includes the position atgiihthe position estimate is calculated in th&M (or
the H-SLP) and therefore needs to be sent to tie SE

O. The SET compares the calculated position estimatethe event area to check if the event triggerdition has
been met. If no area event is triggered, the SEAISHeturn to step J. If area event is triggeredr'SEHALL
proceed to step P.

P. The SET sends a SUPL REPORT message includingtseos id and the position estimate to the H-SLIBgsn
the Location estimate parameter is set to “falaelhich case no position estimate is included.

Q. The H-SLP sends a MLP TLREP message to the SUPhtAgkich may include the position result.

R. If SUPL Agent has requested several report and meprerts are to be sent, the SET repeats step.btastep J to
O depending on if the area event condition is lfetfi or not. Note that in this case, step P ocouly after the
minimum time between reports has elapsed.

S. When the last report has been sent the H-SLP é&edsrea event triggered session by sending a SWEL E
message to the SET and by sending a SUPL END nessaty an RLP SSRP tunnel message to the V-SLP.

The call flow described in Figure 11 is applicafdell positioning methods. However, individutds within the call
flows are optional:

. Step L (SUPL POS) is not performed for cell-id lshpesitioning methods.

. In A-GPS SET Based mode where no GPS assistanaésdatguired from the network, no interaction vthib H-
SLP is required to calculate a position estimaterhction with the H-SLP is only required for G&Sistance data
update in which case steps J to N are performed.

5.1.8.3 Roaming with H-SLP Positioning Successful C  ase
SUPL Roaming where the H-SLP is involved in theifimsing calculation.
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Figure 12: Network Initiated Area Event Trigger Service Roaming with H-SLP Positioning Successful CaseProxy
Mode

NOTE: See Appendix D for timer descriptions

A. SUPL Agentissues an MLP TLRR message to the H-8lithR,which SUPL Agent is associated. The H-SLFIsha
authenticate the SUPL Agent and check if the SUBkr& is authorized for the service it requestsetham the
client-id received. Further, based on the recemsed the H-SLP shall apply subscriber privacy aggihe client-
id.

B. The H-SLP verifies that the target SET is curre®lyPL roaming.

The H-SLP MAY also verify that the target SET supgp&UPL.

NOTE: The specifics for determining if the SET is SUPRmong or not is considered outside the scope oflSUP
However, there are various environment dependenhargésms

NOTE: Alternatively, the H-SLP may determine whether 8t€T is SUPL roaming in a later step using the iocat
identifier (lid) received from the SET.

NOTE: The specifics for determining if the SET support#P$ are beyond SUPL 2.0 scope
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C. The H-SLP initiates the area event trigger sessitimthe SET using the SUPL INIT message. The SUNAT
message contains at least session-id, triggeritypeator (in this case area event), proxy/non-gnaode indicator
and the intended positioning method. If the resfithe privacy check in Step A indicates that ricgifion or
verification to the target subscriber is needed,HRSLP SHALL also include the Notification elemémthe SUPL
INIT message. Before the SUPL INIT message is $katH-SLP also computes and stores a hash of éiseage.

D. The SET analyses the received SUPL INIT. If fouméd¢ non authentic SET takes not further actiotise@ise
the SET takes needed action preparing for estabéshor resumption of a secure connection.

E. The SET will evaluate the Notification rules antides the appropriate actions. The SET also chelokgproxy/non-
proxy mode indicator to determine if the H-SLP ugesxy or non-proxy mode. In this case, proxy mizdased,
and the SET SHALL establish a secure connectidhedd-SLP using SLP address that has been progdibyg the
Home Network to the SET.

The SET then sends a SUPL TRIGGERED START messagiait an area event triggered session with tigPl-
The SET SHALL send the SUPL TRIGGERED START messagn if the SET supported positioning
technologies do not include the intended positigmrethod indicated in the SUPL INIT message. ThelSU
TRIGGERED START message contains at least sesdidBET capabilities, a hash of the received SURI IN
message (ver) and Location ID (lid). The SET cdjads include the supported positioning methodg.(eSET-
Assisted A-GPS, SET-Based A-GPS) and associatatigniisg protocols (e.g., RRLP, RRC, TIA-801 or LPP

F. Based on the received lid or other mechanismgits&P determines the V-SLP and sends an RLP SSRLIR
including a SUPL TRIGGERED START to the V-SLP téorm the V-SLP that an area event triggered sedsion
the progress of being initiated with the H-SLP. Hnea event trigger parameters such as area infiormaquested
by SUPL Agent for the area event triggered sesSIAY be included in this message by the H-SLP.

G. The V-SLP acknowledges the RLP request receivatein F with a SUPL TRIGGERED RESPONSE message
which is carried inside an RLP SSRLIA message. H&L.P MAY include area ids corresponding to theadfier
the area event trigger session in the SUPL TRIGAERESPONSE message.

H. Consistent with the SET capabilities received @p<E, the H-SLP determines the intended positioniethod to be
used for the area event triggered session andatedidts readiness for an area event triggereibsdsg sending a
SUPL TRIGGERED RESPONSE message back to the SEISUPL TRIGGERED RESPONSE message to the
SET includes at a minimum the session-id, posme#imoldarea event trigger parameters. The SUPL TRREEE
RESPONSE message may contain the area ids of ¢adfied area for the area event triggered session.

I.  The H-SLP informs the SUPL Agent in an MLP TLRA reage that the triggered location response regasst h
been accepted and also includes a req_id paratodierused as a transaction id for the entire ouraif the area
event triggered session. The SET and the H-SLP M&&ase the secure connection.

NOTE: The MLP TLRA may be sent earlier at any time affter H-SLP receives the MLP TLRR

J. Ifthe areaids are downloaded in step H, the SHALS. compare the current area id to the downloadezh ids.
When the area event trigger in the SET or the coisgaof the current area id to the downloaded ateindicates
that a position fix has to be performed, the SHEadhes itself to the Packet Data Network if it s already
attached or establishes a circuit switched dataection. The SET then sends a SUPL POS INIT messathe H-
SLP to start a positioning session with the H-STiee SUPL POS INIT message contains at least segsamd the
Location ID (lid) and the SET capabilities paramefée SET MAY provide NMR specific for the radio
technology being used (e.g., for GSM: TA, RXLEVHeTSET MAY provide its position, if this is suppedt The
SET MAY set the Requested Assistance Data elemehei SUPL POS INIT.

If the SUPL POS INIT message contains a positia theets the required QoP, the H-SLP MAY directlyogeed
to step N.

K. To obtain a coarse position based on lid receinedép J, the H-SLP sends an RLP SRLIR message t6-SLP.

L. The V-SLP translates the received lid into a positstimate and returns the result to the H-SL&iRLP SRLIA
message.
If the position estimate meets the required Qo® H¥SLP MAY directly proceed to step N and not ey a
SUPL POS session.
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S.

The SET and the H-SLP exchange several success$ioping procedure messages.
The H-SLP calculates the position estimate baseti@neceived positioning measurements (SET-AsHistethe
SET calculates the position estimate based ontassisobtained from the H-SLP (SET-Based).

Once the position calculation is complete, the HRSkends a SUPL REPORT message to the SET. The 28T M
release the secure connection to the H-SLP.

The SUPL REPORT message includes the position atgirhthe position estimate is calculated in th&IHP (or
V-SLP) and therefore needs to be sent to the SET.

The SET compares the calculated position estimétetiae event area to check if the event triggerdition has
been met. If no area event is triggered, the SEAISHeturn to step J. If area event is triggeredr'SEHALL
proceed to step P.

The SET sends a SUPL REPORT message includingetiséos id and the position estimate to the H-SLUBssn
the Location estimate parameter is set to “falaelhich case no position estimate is included.

The H-SLP sends a MLP TLREP message to the SUPhtAgkich may include the position result.

If SUPL Agent has requested several report and meperts are to be sent, the SET repeats ste btestep J to
O depending on if the area event condition is lfetfi or not. Note that in this case, step P ocouty after the
minimum time between reports has elapsed.

When the last report has been sent the H-SLP émrdsréa event triggered session by sending a SBIL E
message to the SET and by sending a SUPL END nessaty an RLP SSRP tunnel message to the V-SLP.

The call flow described in Figure 12 is applicatdell positioning methods. However, individutdss within the call
flows are optional:

5.1.9

Step M (SUPL POS) is not performed for cell-id lthpesitioning methods.

In A-GPS SET Based mode where no GPS assistanaésdatguired from the network, no interaction vihb H-
SLP is required to calculate a position estimaterhction with the H-SLP is only required for G&Sistance data
update in which case steps J to N are performed.
Network Initiated Non-Proxy Mode — Triggered  Services: Periodic
Triggers

This section describes the call flows for Netwarkiated periodic triggered services for non-proxgde. The trigger
thereby resides in the SET.

[0 2011 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-ULP-V2_0-20110527-C.doc

Page 62 (410)

5.1.9.1 Non-Roaming Successful Case
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Figure 13: Network Initiated Periodic Trigger Service Non-Roaming Successful Case — Non-Proxy Mode

NOTE:

See Appendix D for timer descriptions.
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A. SUPL Agentissues an MLP TLRR message to the H-8lith, which SUPL Agent is associated. The H-SLCllsha
authenticate the SUPL Agent and check if the SUBkr& is authorized for the service it requestsetham the
client-id received. Further, based on the recemsed the H-SLC shall apply subscriber privacy agathe client-
id. The TLRR message may indicate that batch reqgpdr quasi-real time reporting is to be useddadtof real
time reporting. In the case of batch reporting, Th&R indicates the conditions for sending batgtores to the H-
SLC and any criteria, when the conditions for segdirise, for including or excluding particularret position
estimates (e.g. QoP, time window).

B. The H-SLC verifies that the target SET is curreniby SUPL roaming.
The H-SLC MAY also verify that the target SET sugp@UPL.

NOTE: The specifics for determining if the SET is SUPRmong or not is considered outside the scope oflSUP
However, there are various environment dependenhargésms

NOTE: Alternatively, the H-SLC may determine whether 8t€T is SUPL roaming in a later step using the iocat
identifier (lid) received from the SET.

NOTE: The specifics for determining if the SET support#% are beyond SUPL 2.0 scope

C. The H-SLC initiates the periodic trigger sessiothwhe SET using the SUPL INIT message. The SURL IN
message contains at least session-id, triggeritygpeator (in this case periodic), proxy/non-prargde indicator
and the intended positioning method. If the regiithe privacy check in Step A indicates that ricgifion or
verification to the target subscriber is needed,HRSLC SHALL also include the Notification elemaémthe SUPL
INIT message. Before the SUPL INIT message is $katH-SLC also computes and stores a hash of dssamge.

D. The SET analyses the received SUPL INIT. If foumédé¢ non authentic SET takes not further actiotiseise
the SET takes needed action preparing for estabéishor resumption of a secure connection.

E. The SET will evaluate the Notification rules antidas the appropriate actions. The SET also chelokgproxy/non-
proxy mode indicator to determine if the H-SLP ugesxy or non-proxy mode. In this case, non-proxadmis
used, and the SET SHALL establish a secure cororetdithe H-SLC using the H-SLC address which b
provisioned by the Home Network to the SET.

The SET then sends a SUPL TRIGGERED START messagait a periodic triggered session with the H-SLP
The SET SHALL send the SUPL TRIGGERED START messagm if the SET supported positioning
technologies do not include the intended positigmrethod indicated in the SUPL INIT message. TheIlSU
TRIGGERED START message contains at least sesdidBET capabilities, a hash of the received SURI IN
message (ver), Location ID (lid) and reporting dalitzes (rep_capabilities). The SET capabilitieslude the
supported positioning methods (e.g., SET-Assistgd?S, SET-Based A-GPS) and associated positioning
protocols (e.g., RRLP, RRC, TIA-801 or LPP). Thp reapabilities parameter indicates whether the iSE&pable
of batch reporting, real-time reporting and/or dwaal time reporting.

F. The H-SLC informs the H-SPC through internal comination about the periodic triggered session. THeliE
generates SPC_SET_Key and SPC-TID to be used farainid-SPC/SET authentication and forwards botthéo
H-SPC through internal communication. The H-SPQigrar denies the request and informs the H-SLC
accordingly.

G. Consistent with the SET capabilities received m$JPL TRIGGERED START message the H-SLC seleets th
intended positioning method to be used for thegokeitriggered session and responds with a SUPIGGEHRED
RESPONSE message including session-id, posmeth&P Eladdress, periodic trigger parameters and
SPC_SET_Key and SPC-TID. Consistent with the repaloiities of the SET, the H-SLC also indicates the
reporting mode (rep_mode parameter) to be useteb$ET: real time reporting, quasi-real time rapgror batch
reporting. In the case of batch reporting, the SORIGGERED RESPONSE message indicates the conslifan
sending batch reports to the H-SLC and any criterfeen the conditions for sending arise, for inatgdor
excluding particular stored position estimates an@f allowed) particular stored enhanced cellisec
measurements. In the case of quasi-real time liegpthe SUPL TRIGGERED RESPONSE message indicates
whether the SET is allowed to send enhanced cetitlseneasurements in lieu of or in addition to posiestimates.
If enhanced cell/sector positioning was selectedb&ich or quasi-real time reporting, the SUPL TRERED
RESPONSE message indicates if the SET is permiiitednd stored enhanced cell/sector measuremaritss|
case, if batch reporting was selected, the SET MR steps | to L.

[0 2011 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-ULP-V2_0-20110527-C.doc Page 64 (410)

H.

The H-SLC informs the SUPL Agent in an MLP TLRA mage that the triggered location response reqasst h
been accepted and also includes a req_id paratoeterused as a transaction id for the entire ouratf the
periodic triggered session.

The SET and the H-SLC MAY release the secure cdiurec

NOTE: The MLP TLRA may be sent earlier at any time affter H-SLP receives the MLP TLRR

M.

When the periodic trigger in the SET indicates #habsition fix has to be performed, the SET agadtself to the
Packet Data Network if it is not already attacheéstablishes a circuit switched data connectidre SET then
sends a SUPL POS INIT message to start a positjs@asion with the H-SPC. The SUPL POS INIT message
contains at least session-id, the Location ID @dyl the SET capabilities parameter. The SET MAXigle NMR
specific for the radio technology being used (day.GSM: TA, RXLEV). The SET MAY provide its pogih, if
this is supported. The SET MAY set the Requestesistance Data element in the SUPL POS INIT.

If a position calculated based on information reediin the SUPL POS INIT message is available geagll-id
based position fix) that meets the required Qo HSPC MAY directly proceed to step L and not eyegim a
SUPL POS session.

Through internal communication the H-SPC may refjae®arse position from the H-SLC based on the lid
received in the SUPL POS INIT message.

The SET and the H-SPC exchange several successiteoping procedure messages.
The H-SPC calculates the position estimate basdtbereceived positioning measurements (SET-AsHistethe
SET calculates the position estimate based ontassesobtained from the H-SPC (SET-Based).

Once the position calculation is complete the H-SBads the SUPL REPORT message to the SET inforitniihgt
the positioning procedure is completed. The SET MAMase the secure connection to the H-SLP. Ifgherting
mode is batch reporting, the SET stores all caledlposition estimates. In SET Assisted mode tiséipa is
calculated by the H-SPC and therefore needs taddeded in the message for batch reporting mode.

This step is optional: Once the position calculaimcomplete and if real time or quasi-real tireparting is used,
the H-SPC sends the position estimate throughriat@ommunication to the H-SLC.

If a SET Based positioning method was chosen wiliciws the SET to autonomously calculate a posigistimate (e.qg.
autonomous GPS or A-GPS SET Based mode where fhdn&Ecurrent GPS assistance data and does niteraqu
assistance data update from the H-SLP) steps | aneMhot performed. Instead, the SET autonomowdtutates the
position estimate and — for real time or quasi-tieaé reporting — sends the calculated positiomede to the H-SLC using
a SUPL REPORT message containing the session-ithenubsition estimate.

N.

Q.

This step is optional: once the position calculaimcomplete and if real time or quasi-real tiraparting is used,
the H-SLC sends a MLP TLREP message to the SUPhtAGdée MLP TLREP message includes the req_id and
the position result. If the reporting mode is sebatch reporting, this message is not used.

This step is optional: If the SET cannot commurgaaith the H-SLP (e.g. no radio coverage availahte) quasi-
real time reporting is used or if batch reportisgised, the SET MAY — if supported - perform SEB&hposition
fixes (autonomous GPS or SET Based A-GPS wher8Hiehas current assistance data) and/or, if alldwyetie
H-SLP, enhanced cell/sector measurements. In e afdbatch reporting, and if explicitly allowed thye H-SLP,
enhanced cell/sector measurements are permittedvéven the SET can communicate with the H-SLP.

This step is optional and is executed if batch répg is used and if any of the conditions for segdatch reports
have occurred. It is also executed, once the SEbl&sto re-establish communication with the H-SiEQuasi-real
time reporting is used if one or more previous repbave been missed. The SET sends the storetibposi
estimates and/or, if allowed, the stored enhane#itsector measurements in an unsolicited SUPL REPO
message to the H-SLC. The SUPL REPORT messageirttita session-id and the position result(s) idiclg
date and time information for each position reaald optionally the position method used. In theeag#atch
reporting, the stored position estimates and/oapoéd cell/sector measurements included in the SRERORT
message may be chosen according to criteria ret@ivaep G. If no criteria are received in steph®, SET shall
include all stored position estimates and/or enbdrell/sector measurements not previously reported

This step is optional: if the H-SLC received stoesdhanced cell/sector measurements in the SUPL REPO
message in step P, the H-SPC may need to be ird/tdveanslate the enhanced cell/sector measursrirent
actual position estimates. To this end the H-SLE thie H-SPC may engage in internal communication.
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R. The H-SLP forwards the reported and/or calculatsitipn estimate(s) to the SUPL Agent in an MLP BER
message.

Steps | to R are repeated as applicable. Wheragtg@osition estimate needs to be calculatedhieeeind of the periodic
triggered session has been reached, steps S toyWdenzerformed (a repeat of steps | to M). Alteirredy - and if applicable
- step O is repeated.

X. This step is optional. When real-time reportingsed, it is executed after the last position esgnoa, if allowed,
last set of enhanced cell/sector measurementsdegsdbtained or was due. When batch or quasiirealreporting
is used, step X is executed if and as soon astlesving conditions apply:

i. The SET has stored historic location reports ansted historic enhanced cell/sector measurentieaits
have not yet been sent to the H-SLC.

ii. The SET is able to establish communication withHR8LP

ii. Inthe case of batch reporting, the conditionsstnding have arisen or the SET has obtained théiXas
according to the number of fixes (in which casémrmomplete batch of positions is sent).

The SUPL REPORT message is used to send all dyseesaf stored position fixes and/or stored enhédweedl/sector
measurements not previously reported to the H-3h.@e case of batch reporting, the stored posistimates and/or
stored enhanced cell/sector measurements includibe iISUPL REPORT message may be chosen accoodangetria
received in step G. If no criteria are receivedtep G, the SET shall include all stored positistineates and/or stored
enhanced cell/sector measurements not previoystyted.

Y. This step is optional: if the H-SLC received stoesthanced cell/sector measurements in the SUPL REPO
message in step X, the H-SPC may need to be inddtveranslate the enhanced cell/sector measursrireat
actual position estimates. To this end the H-SLE thie H-SPC may engage in internal communication.

Z. The H-SLC forwards the reported and/or calculatistblical position estimate(s) to the SUPL AgenaimMLP
TLREP message. As an option (e.g. if the SUPL Agenbt available), the H-SLC could retain the diit position
fixes for later retrieval by the SUPL Agent.

AA. The H-SLC indicates the end of the periodic triggesession to the H-SPC through internal commtuinizat

BB. After the last position result has been reporteith¢oSUPL Agent in step Z, the H-SLC ends the icitriggered
session by sending a SUPL END message to the 3&dsdéPnote that if the last position was calculatestep T
and step X was not performed, the SUPL END mesisaggnt from the H-SPC to the SET (as opposedtu the
H-SLC to the SET).

5.1.9.2 Roaming with V-SPC Positioning Successful C  ase
SUPL Roaming where the V-SPC is involved in thatposng calculation.
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Figure 14: Network Initiated Periodic Trigger Service Roaming with V-SPC Positioning Successful CaseNen-Proxy
Mode

NOTE: See Appendix D for timer descriptions.
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A. SUPL Agentissues an MLP TLRR message to the H-8lith, which SUPL Agent is associated. The H-SLCllsha
authenticate the SUPL Agent and check if the SUBkr& is authorized for the service it requestsetham the
client-id received. Further, based on the recemsed the H-SLC shall apply subscriber privacy agathe client-
id. The TLRR message may indicate that batch reqgpdr quasi-real time reporting is to be useddadtof real
time reporting. In the case of batch reporting, Th&R indicates the conditions for sending batgtores to the H-
SLP and any criteria, when the conditions for segdirise, for including or excluding particularret position
estimates (e.g. QoP, time window).

B. The H-SLC verifies that the target SET is curre&WPL roaming.
The H-SLC MAY also verify that the target SET supgp@UPL.

NOTE: The specifics for determining if the SET is SUPRmong or not is considered outside the scope oflSUP
However, there are various environment dependenhargésms

NOTE: Alternatively, the H-SLC may determine whether 8t€T is SUPL roaming in a later step using the iocat
identifier (lid) received from the SET.

NOTE: The specifics for determining if the SET support#% are beyond SUPL 2.0 scope

C. The H-SLC initiates the periodic trigger sessiothwhe SET using the SUPL INIT message. The SURL IN
message contains at least session-id, triggeritygpeator (in this case periodic), proxy/non-prargde indicator
and the intended positioning method. If the regiithe privacy check in Step A indicates that ricgifion or
verification to the target subscriber is needed,HRSLC SHALL also include the Notification elemaémthe SUPL
INIT message. Before the SUPL INIT message is $katH-SLC also computes and stores a hash of dssamge.

D. The SET analyses the received SUPL INIT. If fouméd¢ non authentic SET takes not further actiotise@ise
the SET takes needed action preparing for estabéishor resumption of a secure connection.

E. The SET will evaluate the Notification rules antidas the appropriate actions. The SET also chelokgproxy/non-
proxy mode indicator to determine if the H-SLC upesxy or non-proxy mode. In this case, non-proxodmis
used, and the SET SHALL establish a secure cororetdithe H-SLC using the H-SLC address which tegsb
provisioned by the Home Network to the SET.

The SET then sends a SUPL TRIGGERED START messagait a periodic triggered session with the H-SLP
The SET SHALL send the SUPL TRIGGERED START messagm if the SET supported positioning
technologies do not include the intended positigmrethod indicated in the SUPL INIT message. TheIlSU
TRIGGERED START message contains at least sesgdidBET capabilities, a hash of the received SURI IN
message (ver), Location ID (lid) and reporting dalitzes (rep_capabilities). The SET capabilitieslude the
supported positioning methods (e.g., SET-Assistgd?S, SET-Based A-GPS) and associated positioning
protocols (e.g., RRLP, RRC, TIA-801 or LPP). Thp reapabilities parameter indicates whether the iSE&pable
of batch reporting, real-time reporting and/or dwaal time reporting.

F. Based on the received lid or other mechanismdt8&C determines the V-SLC and sends an RLP SSRLIR
message including the SUPL TRIGGERED START messatfge V-SLC to inform the V-SLC that the targetlSE
will initiate a SUPL positioning procedure. The H&Salso generates SPC_SET_Key and SPC-TID to lukfose
V-SPC/SET mutual authentication and includes botthé RLP SSRLIR message.

G. The V-SLC informs the V-SPC through internal comigation about the periodic triggered session. TH8L\C
also forwards SPC_SET_Key and SPC-TID to the V-8®Qugh internal communication. The V-SPC grants or
denies the request and informs the V-SLC accorging|

H. Consistent with the SET capabilities received @pgt the V-SLC selects the intended positioninghoeto be
used for the periodic triggered session and indgcas readiness for a periodic triggered sessyogehding a SUPL
TRIGGERED RESPONSE message back to the H-SLC RL&SSRLIA message.

I.  The H-SLC forwards the received SUPL TRIGGERED REBSBE message to the SET including session-id,
posmethod, V-SPC address, periodic trigger parasatel SPC_SET_Key and SPC-TID. Consistent with the
rep_capabilities of the SET, the H-SLC also indisahe reporting mode (rep_mode parameter) to éxt lmsthe
SET: real time reporting, quasi-real time reportimdpatch reporting. In the case of batch reportihg SUPL
TRIGGERED RESPONSE message indicates the conditimrsending batch reports to the H-SLC and any
criteria, when the conditions for sending arise,ificluding or excluding particular stored positiestimates and/or
(if allowed) particular stored enhanced cell/secb@asurements. In the case of quasi-real time tiagpthe SUPL
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TRIGGERED RESPONSE message indicates whether thasSilowed to send enhanced cell/sector
measurements in lieu of or in addition to positstimates. If enhanced cell/sector positioning sedscted for
batch or quasi-real time reporting, the SUPL TRIGRED RESPONSE message indicates if the SET is ptedirtid
send stored enhanced cell/sector measurementss lcasse, if batch reporting was selected, the BBY skip
steps K to N.

J. The H-SLC informs the SUPL Agent in an MLP TLRA raage that the triggered location response reqasst h
been accepted and also includes a req_id paratodierused as a transaction id for the entire guratf the
periodic triggered session. The SET and the H-SL&YNMelease the secure connection.

NOTE: The MLP TLRA may be sent earlier at any time affter H-SLP receives the MLP TLRR

K. When the periodic trigger in the SET indicates thabsition fix has to be performed, the SET agadtself to the
Packet Data Network if it is not already attacheéstablishes a circuit switched data connectidre SET then
sends a SUPL POS INIT message to the V-SPC tosstassitioning session with the V-SPC. The SUPL POI$
message contains at least session-id, the Lockigiid) and the SET capabilities parameter. Th@ SEAY
provide NMR specific for the radio technology beumged (e.g., for GSM: TA, RXLEV). The SET MAY pralé its
position, if this is supported. The SET MAY set RRequested Assistance Data element in the SUPLIROS
If a position calculated based on information reediin the SUPL POS INIT message is available geagll-id
based position fix) that meets the required Qo® WESPC MAY directly proceed to step N and not e&gen a
SUPL POS session.

L. Through internal communication the V-SPC may retjaearse position from the V-SLC based on the lid
received in the SUPL POS INIT message.

M. The SET and the V-SPC exchange several successsitioping procedure messages.
The V-SPC calculates the position estimate basdti@received positioning measurements (SET-AsHistethe
SET calculates the position estimate based ontassisobtained from the V-SPC (SET-Based).

N. Once the position calculation is complete the V-S@ds the SUPL REPORT message to the SET inforitihat
the positioning procedure is completed. The SET MAMase the secure connection to the V-SLP. Ifeéperting
mode is batch reporting, the SET stores all caledlposition estimates. In SET Assisted mode tiséipa is
calculated by the V-SPC and therefore needs tadladed in the message for batch reporting mode.

O. This step is optional: once the position calculafsocomplete and if real time or quasi-real tireparting is used,
the V-SPC sends the position estimate throughriaterommunication to the V-SLC.

P. This step is conditional and is only used aftep €beoccurred. The V-SLC sends the position estintatbe H-SLC
in a SUPL REPORT message. The SUPL REPORT messelgdés at a minimum the session-id and the positio
estimate. The SUPL REPORT message is carried vathiRLP SSRP message.

If a SET Based positioning method was chosen wilictivs the SET to autonomously calculate a posigistimate (e.qg.
autonomous GPS or A-GPS SET Based mode where fhén&Ecurrent GPS assistance data and does natragu
assistance data update from the V-SLP) steps Kaie Pot performed. Instead, the SET autonomowbutates the
position estimate and — for real time or quasi-tisaé reporting — sends the calculated positiomede to the H-SLC using
a SUPL REPORT message containing the session-ithemubsition estimate.

Q. This step is optional: if real time or quasi-reaie reporting is used, the H-SLC forwards the pasiestimate
received in an MLP TLREP message to the SUPL Agemg.MLP TLREP message includes the req_id and the
position result. If the reporting mode is set techaeporting, this message is not needed.

R. This step is optional: If the SET cannot commurdacaith the V-SLP (e.g. no radio coverage availablg) quasi-
real time reporting is used or if batch reportiasgised, the SET MAY — if supported - perform SEB&hposition
fixes (autonomous GPS or SET Based A-GPS wher8Hiehas current assistance data) and/or, if alldvyetie
H-SLP, enhanced cell/sector measurements. In e ofbatch reporting, and if explicitly allowed the H-SLP,
enhanced cell/sector measurements are permittetvéven the SET can communicate with the V-SLP.

S. This step is optional and is executed if batch riépg is used and if any of the conditions for degdatch reports
have occurred. It is also executed, once the SEDIl&sto re-establish communication with the H-SI-BLP, if
quasi-real time reporting is used if one or momvus reports have been missed. The SET sendsoiteel
position estimates and/or, if allowed, the stonekamced cell/sector measurements in an unsolisitéel.
REPORT message to the H-SLC. The SUPL REPORT messarjains the session-id and the position re3ult(s
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including date and time information for each pasitresult and optionally the position method usedhe case of
batch reporting, the stored position estimatesaretihanced cell/sector measurements includeciSthPL
REPORT message may be chosen according to crieaé@ved in step I. If no criteria are receivedtep |, the
SET shall include all stored position estimates@anenhanced cell/sector measurements not preyiogegbrted.

T. This step is optional: if the H-SLC received stoesthanced cell/sector measurements in the SUPL REPO
message in step S, the V-SLP may need to be indatveranslate the enhanced cell/sector measursrirgnt
actual position estimates. To this end the H-SL@Isea SUPL REPORT message to the V-SLC using aiPSSR
message over RLP tunnel.

U. This step is optional and only used if the V-SP@1uired to translate stored enhanced cell/sectasurements
received by the V-SLC into actual position estirsata this case, internal communication betweentgi.C and
the V-SPC takes place.

V. This step is conditional and takes place after $tapd - optionally - step U. A SUPL REPORT messag#aining
position estimates calculated from enhanced cetldseneasurements received in step T is sent frenVtSLC to
the H-SLC using an SSRP message over RLP tunnel.

W. The H-SLC forwards the reported and/or calculatesitipn estimate(s) to the SUPL Agent in an MLP HIR
message.

Steps K to W are repeated as applicable. Wheratgbsition estimate needs to be calculatechieeend of the
periodic triggered session has been reached, Xtep€C may be performed (a repeat of steps K tARgrnatively —
and if applicable — step R is repeated.

DD.This step is optional. When real-time reportingsed, it is executed after the last position ederoa, if allowed,
last set of enhanced cell/sector measurementsdeasdibtained or was due. When batch or quasiireaelreporting
is used, step DD is executed if and as soon a@®libging conditions apply:

i. The SET has stored historic location reports anstned historic enhanced cell/sector measurentieaits
have not yet been sent to the H-SLC.

iil. The SET is able to establish communication withHR8LP.

iii. Inthe case of batch reporting, the conditionsstding have arisen or the SET has obtained théxas
according to the number of fixes (in which casémnmomplete batch of positions is sent.

The SUPL REPORT message is used to send all dysesaf stored position fixes and/or stored enhéweedl/sector
measurements not previously reported to the H-3h@e case of batch reporting, the stored posistimates and/or
stored enhanced cell/sector measurements includibe ISUPL REPORT message may be chosen accoodanigetria
received in step I. If no criteria are receivedtiap |, the SET shall include all stored positistireates and/or stored
enhanced cell/sector measurements not previoystytex.

EE. This step is optional: if the H-SLC received stoesthanced cell/sector measurements in the SUPL REPO
message in step DD, the V-SLP may need to be ipddie translate the enhanced cell/sector measutsnimo
actual position estimates. To this end the H-SL@lsea SUPL REPORT message to the V-SLC using aiPSSR
message over RLP tunnel.

FF. This step is optional and only used if the V-SP@1puired to translate stored enhanced cell/sectasurements
received by the V-SLC into actual position estirsata this case, internal communication betweentg& C and
the V-SPC takes place.

GG.This step is conditional and takes place after Efe@nd - optionally - step FF. A SUPL REPORT mgssa
containing position estimates calculated from ewbkdrcell/sector measurements received in step Eé&nisfrom
the V-SLC to the H-SLC using an SSRP message olvertRnnel.

HH.The H-SLC forwards the reported and/or calculaistblical position estimate(s) to the SUPL AgenamMLP
TLREP message. As an option (e.g. if the SUPL Agenbt available), the H-SLC could retain the tiiigt position
fixes for later retrieval by the SUPL Agent.

II. The H-SLC informs the V-SLC about the end of thequiic triggered session through an SUPL END messag
carried within an SSRP message over RLP tunnel.

JJ. The V-SLC informs the V-SPC about the end of theqgakc triggered session through internal commutivce
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KK. The H-SLC ends the periodic triggered session thiehSET by sending a SUPL END message. The SUPL END
message includes at least the session-id. Plets¢had if the last position was calculated in stegnd step DD
was not performed, the SUPL END message is semt the V-SPC to the SET.

5.1.9.3 Roaming with H-SPC Positioning Successful C  ase
SUPL Roaming where the H-SPC is involved in thatmesng calculation.
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Figure 15: Network Initiated Periodic Trigger Service Roaming with H-SLP Positioning Successful CaseNon-Proxy
Mode

NOTE: See Appendix D for timer descriptions
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A. SUPL Agentissues an MLP TLRR message to the H-8lith, which SUPL Agent is associated. The H-SLCllsha
authenticate the SUPL Agent and check if the SUBkr& is authorized for the service it requestsetham the
client-id received. Further, based on the recemsed the H-SLC shall apply subscriber privacy agathe client-
id. The TLRR message may indicate that batch reqgpdr quasi-real time reporting is to be useddadtof real
time reporting. In the case of batch reporting, Th&R indicates the conditions for sending batgtores to the H-
SLP and any criteria, when the conditions for segdirise, for including or excluding particularret position
estimates (e.g. QoP, time window).

B. The H-SLC verifies that the target SET is curre&WPL roaming.
The H-SLC MAY also verify that the target SET supgp@&UPL.

NOTE: The specifics for determining if the SET is SUPRmong or not is considered outside the scope oflSUP
However, there are various environment dependenhargésms

NOTE: Alternatively, the H-SLC may determine whether 8t€T is SUPL roaming in a later step using the iocat
identifier (lid) received from the SET.

NOTE: The specifics for determining if the SET support#% are beyond SUPL 2.0 scope

C. The H-SLC initiates the periodic trigger sessiothvhe SET using the SUPL INIT message. The SURL IN
message contains at least session-id, triggeritygpeator (in this case periodic), proxy/non-prargde indicator
and the intended positioning method. If the regiithe privacy check in Step A indicates that ricgifion or
verification to the target subscriber is needed,HRSLC SHALL also include the Notification elemaémthe SUPL
INIT message. Before the SUPL INIT message is $katH-SLC also computes and stores a hash of dssamge.

D. The SET analyses the received SUPL INIT. If fouméd¢ non authentic SET takes not further actiotise@ise
the SET takes needed action preparing for estabéishor resumption of a secure connection.

E. The SET will evaluate the Notification rules antidas the appropriate actions. The SET also chelokgptroxy/non-
proxy mode indicator to determine if the H-SLP ugesxy or non-proxy mode. In this case, non-proxadmis
used, and the SET SHALL establish a secure cororetdithe H-SLC using the H-SLC address that has be
provisioned by the Home Network to the SET.

The SET then sends a SUPL TRIGGERED START messagait a periodic triggered session with the H-SLC
The SET SHALL send the SUPL TRIGGERED START messagm if the SET supported positioning
technologies do not include the intended positigmrethod indicated in the SUPL INIT message. TheIlSU
TRIGGERED START message contains at least sesgdidBET capabilities, a hash of the received SURI IN
message (ver), Location ID (lid) and reporting dalitzes (rep_capabilities). The SET capabilitieslude the
supported positioning methods (e.g., SET-Assistgd?S, SET-Based A-GPS) and associated positioning
protocols (e.g., RRLP, RRC, TIA-801 or LPP). Thp reapabilities parameter indicates whether the iSE&pable
of batch reporting, real-time reporting and/or dwaal time reporting.

F. The H-SLC informs the H-SPC through internal comination about the periodic triggered session. THeli€
generates SPC_SET_Key and SPC-TID for mutual H-SEPT/authentication and forwards both to the H-SPC
through internal communication. The H-SPC grantdesries the request and informs the H-SLC accolgling

G. Consistent with the SET capabilities received apgE the H-SLC selects the indended positionindhoteto be
used for the periodic triggered session and indgc#s readiness for a periodic triggered sessyogehding a SUPL
TRIGGERED RESPONSE message back to the SET. Thé $BRGGERED RESPONSE message to the SET
includes at a minimum the session-id, posmetho8P- address, periodic trigger parameters and SPC Ky
and SPC-TID. Consistent with the rep_capabilitiethe SET, the H-SLC also indicates the reportirglen
(rep_mode parameter) to be used by the SET: raalteporting, quasi-real time reporting or batghoréng. In the
case of batch reporting, the SUPL TRIGGERED RESPENBssage indicates the conditions for sendinghbatc
reports to the H-SLC and any criteria, when theddtons for sending arise, for including or exclogliparticular
stored position estimates and/or (if allowed) paltr stored enhanced cell/sector measuremernise lcase of
guasi-real time reporting, the SUPL TRIGGERED RESIBE message indicates whether the SET is allowed to
send enhanced cell/sector measurements in lietinfaadition to position estimates. If enhancelfsector
positioning was selected for batch or quasi-reaétireporting, the SUPL TRIGGERED RESPONSE message
indicates if the SET is permitted to send stordubered cell/sector measurements. In this casatéhlreporting
was selected, the SET MAY skip steps 1to O.
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H.

The H-SLC informs the SUPL Agent in an MLP TLRA mage that the triggered location response reqasst h
been accepted and also includes a req_id paratoeterused as a transaction id for the entire ouratf the
periodic triggered session. The SET and the H-SLAYNelease the secure connection.

NOTE: The MLP TLRA may be sent earlier at any time affter H-SLP receives the MLP TLRR

P.

When the periodic trigger in the SET indicates #habsition fix has to be performed, the SET agadtself to the
Packet Data Network if it is not already attacheésiablishes a circuit switched data connectitre $ET then
sends a SUPL POS INIT message to the H-SPC toasparsitioning session with the H-SPC. The SUPL PO$
message contains at least session-id, the Locii¢lid) and the SET capabilities parameter. Thd SEAY
provide NMR specific for the radio technology beimged (e.g., for GSM: TA, RXLEV). The SET MAY pra its
position, if this is supported. The SET MAY set RRequested Assistance Data element in the SUPLIROS

If the SUPL POS INIT message contains a positia tieets the required QoP, the H-SPC MAY direatbcped
to step O.

Through internal communication the H-SPC requesisaase position estimate from the H-SLC basedertid
received in step I.

To obtain a coarse position the H-SLC sends an 8RPIR message to the V-SLP.

The V-SLP translates the received lid into a positstimate and returns the result to the H-SL&nifRLP SRLIA
message.

For real-time or quasi-real time reporting, if tieéurned position meets the required QoP, the H-BIAY directly
proceed to step O and not engage in a SUPL PO®BseBsr batch reporting, if the returned positineets the
required QoP, the H-SLC MAY send the position retgubugh internal communication to the H-SPC ($¢gmand
the H-SPC will forward the position result to theTSusing a SUPL REPORT message (step O) withowtgng in
a SUPL POS session (step N).

. The H-SLC forwards the coarse position to the H-8f#Gugh internal communication.

The SET and the H-SPC exchange several successiteoping procedure messages.
The H-SPC calculates the position estimate basebereceived positioning measurements (SET-AsBistethe
SET calculates the position estimate based ontassesobtained from the H-SPC (SET-Based).

Once the position calculation is complete the H-SBads the SUPL REPORT message to the SET inforitniihgt
the positioning procedure is completed. The SET MAMase the secure connection to the H-SLP. Ifgperting
mode is batch reporting, the SET stores all caledlposition estimates. In SET Assisted mode tlsétipa is
calculated by the H-SPC and therefore needs tadbeded in the message for batch reporting mode.

This step is optional and only used for real-timparting: once the position calculation is compléte H-SPC
sends the position estimate to the H-SLC throutgrial communication.

If a SET Based positioning method was chosen wilichws the SET to autonomously calculate a posigistimate (e.qg.
autonomous GPS or A-GPS SET Based mode where fhén&Ecurrent GPS assistance data and does natragu
assistance data update from the H-SLP) steps bte Rot performed. Instead, the SET autonomowadtutates the position
estimate and — for real time or quasi-real timerépg — sends the calculated position estimatbeédd-SLC using a SUPL
REPORT message containing the session-id and gigquoestimate.

Q.

This step is optional: if real time or quasi-raéaid reporting is used, the H-SLC forwards the daled position
estimate to the SUPL Agent in an MLP TLREP messa@ge.MLP TLREP message includes the req_id and the
position result. If the reporting mode is set tochaeporting, this message is not needed.

This step is optional: If the SET cannot commurdaaith the H-SLP (e.g. no radio coverage availahte) quasi-
real time reporting is used or if batch reportisgised, the SET MAY — if supported - perform SEB&hposition
fixes (autonomous GPS or SET Based A-GPS wher8Hiehas current assistance data) and/or, if alldwyetie
H-SLP, enhanced cell/sector measurements. In e ofbatch reporting, and if explicitly allowed the H-SLP,
enhanced cell/sector measurements are permittedveven the SET can communicate with the H-SLP.

This step is optional and is executed if batch riépg is used and if any of the conditions for segdatch reports
have occurred. It is also executed, once the SEblisto re-establish communication with the H-SiEQuasi-real
time reporting is used if one or more previous repbave been missed. The SET sends the storeibposi
estimates and/or, if allowed, the stored enhane#isector measurements in an unsolicited SUPL REPO
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W.

message to the H-SLC. The SUPL REPORT messageirt®tiia session-id and the position result(s) idiclg
date and time information for each position reaald optionally the position method used. In theeag#atch
reporting, the stored position estimates and/oaeoéd cell/sector measurements included in the SRERORT
message may be chosen according to criteria ret@iv&ep G. If no criteria are received in stegh®, SET shall
include all stored position estimates and/or enbdrell/sector measurements not previously reported

This step is optional: if the H-SLC received stoesdhanced cell/sector measurements in the SUPL REPO
message in step S, the V-SLP may need to be indatveranslate the enhanced cell/sector measurerirent
actual position estimates. To this end the H-SL@Isean RLP SRLIR message to the V-SLC.

This step is conditional and takes place onlyapst occurred. The V-SLC sends the position reslttulated
based on the enhanced cell/sector measurementgetae step T to the H-SLC.

This step is optional and only takes place if aftertranslation into a position estimate in ste@nd U the H-SPC
is required to calculate the position estimatehls case, internal communication between the H-8h@ H-SPC
takes place.

The H-SLC forwards the reported and/or calculatesitppn estimate(s) to the SUPL Agent in an MLP HER
message.

Steps | to W are repeated as applicable. Wheraitgbsition estimate needs to be calculatechieeend of the periodic
triggered session has been reached, steps X todythenperformed (a repeat of steps | to P). Alti&rely — and if
applicable — step R is repeated.

FF.

This step is optional. When real-time reportingsed, it is executed after the last position edtnoa, if allowed,
last set of enhanced cell/sector measurementsdeasdibtained or was due. When batch or quasiireaelfeporting
is used, step FF is executed if and as soon dsltbeing conditions apply:

i. The SET has stored historic location reports ansted historic enhanced cell/sector measurentieaits
have not yet been sent to the H-SLC.

ii. The SET is able to establish communication withHRSLP.

ii. Inthe case of batch reporting, the conditionsstmding have arisen or the SET has obtained théiXas
according to the number of fixes (in which casénmomplete batch of positions is sent).

The SUPL REPORT message is used to send all dysesaf stored position fixes and/or stored enhédweedl/sector
measurements not previously reported to the H-$h@e case of batch reporting, the stored posistimates and/or
stored enhanced cell/sector measurements includbe ISUPL REPORT message may be chosen accoodanigetria
received in step G. If no criteria are receivedtep G, the SET shall include all stored positistineates and/or stored
enhanced cell/sector measurements not previoystyrte.

GG.This step is optional: if the H-SLC received stoesthanced cell/sector measurements in the SUPL REPO

HH.

JJ.

KK.

LL.

message in step FF, the V-SLP may need to be iaddly translate the enhanced cell/sector measuterimto
actual position estimates To this end the H-SLGIsem RLP SRLIR message to the V-SLC.

This step is conditional and takes place onlyepsBG occurred. The V-SLC sends the position resutiulated
based on the enhanced cell/sector measurementgeae step GG to the H-SLC.

This step is optional and only takes place if afertranslation into a position estimate in st and HH the H-
SPC is required to calculate the position estimatéhis case, internal communication between tHell€ and H-
SPC takes place.

The H-SLC forwards the reported and/or calculatistbhical position estimate(s) to the SUPL AgenamMLP
TLREP message. As an option (e.qg. if the SUPL Agenbt available), the H-SLC could retain the tiiigt position
fixes for later retrieval by the SUPL Agent.

Using internal communication, the H-SLC informs H&PC of the end of the periodic triggered session

The H-SLC ends the periodic triggered session thithSET by sending a SUPL END message. The SUPL END
message includes at least the session-id. Pleésé¢had if the last position was calculated in Si€pand step FF
was not performed, the SUPL END message is semt tihe H-SPC to the SET (as opposed to from the B-6L
the SET).
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5.1.10 Network Initiated Non-Proxy Mode — Triggered  Services: Event
Triggers

This section describes the call flows for Netwarkiated area event triggered services for non‘prarde. The trigger
thereby resides in the SET and the SET makes ttisiode if an area event occurred based on contislyagepeated position
determinations.

5.1.10.1 Non-Roaming Successful Case

|
|
SUPL | weste H.SPC : Target
Agent | ! SET
|
- r-—_ |
MLP TLRR(ms-id, client-id, qop)
A -
SET Lookup,
B Routing Info
c SUPL INIT(sessign-id, trigger_type=area event, posmethod, SLP mode) -
Ll
Data Connection
D ST2 Setup
E SUPL TRIGGERED START(session-id, lid, SET capabilities, ver)
Internal Communication
F - > uT1
G SUPL TRIGGERED |RESPONSE(session-id, posmethod, H-SPC address,
. trigger_params, SPC_SET_Key, SPC-TID)
MLP TLRA(req_id)
H |-
| L SUPL POS INIT(session-id, lid, SET capabilities)
-t
||| ur2
J SUPL POS(session id, RRLP/RRC/TIA-801/LPP)
K SUPL REPORT(session-id, position) uTs3
L Check for
area event
SUPL REPORT (session-id)
M -t
N | MLP TLREP(req_id)
.y
0 ~ ~
P | Memal Communication
Q SUPL END(session-id) >

Figure 16: Network Initiated Area Event Trigger Service Non-Roaming Successful Case — Non-Proxy Mode
NOTE: See Appendix D for timer descriptions

A. SUPL Agent issues an MLP TLRR message to the H-8lith, which SUPL Agent is associated. The H-SLClisha
authenticate the SUPL Agent and check if the SUBkr& is authorized for the service it requestsetham the
client-id received. Further, based on the recemsdd the H-SLC shall apply subscriber privacy agathe client-
id.

B. The H-SLC verifies that the target SET is curreniby SUPL roaming.

The H-SLC MAY also verify that the target SET supgp&UPL.
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NOTE: The specifics for determining if the SET is SUPRmong or not is considered outside the scope oflSUP
However, there are various environment dependenhamgsms

NOTE: Alternatively, the H-SLC may determine whether 8t€T is SUPL roaming in a later step using the iocat
identifier (lid) received from the SET.

NOTE: The specifics for determining if the SET support#P$ are beyond SUPL 2.0 scope

C. The H-SLC initiates the area event trigger sessiitim the SET using the SUPL INIT message. The SUNAL
message contains at least session-id, triggeritypeator (in this case area event), proxy/non-gnaode indicator
and the intended positioning method. If the regtithe privacy check in Step A indicates that ricgifion or
verification to the target subscriber is needed,HRSLC SHALL also include the Notification elemaémthe SUPL
INIT message. Before the SUPL INIT message is $katH-SLC also computes and stores a hash of #ssamge.

D. The SET analyses the received SUPL INIT. If founth¢ non authentic SET takes not further actiotise@ise
the SET takes needed action preparing for estabéshor resumption of a secure connection.

E. The SET will evaluate the Notification rules antides the appropriate actions. The SET also chelokgproxy/non-
proxy mode indicator to determine if the H-SLP ugesxy or non-proxy mode. In this case, non-proxadmis
used, and the SET SHALL establish a secure cororetdithe H-SLC using the H-SLC address which fegsb
provisioned by the Home Network to the SET.

The SET then sends a SUPL TRIGGERED START messagiait an area event triggered session with tigt Pl-
The SET SHALL send the SUPL TRIGGERED START messagm if the SET supported positioning
technologies do not include the intended positigmrethod indicated in the SUPL INIT message. TheIlSU
TRIGGERED START message contains at least sesdidBET capabilities, a hash of the received SURI IN
message (ver) and Location ID (lid). The SET cdjads include the supported positioning methodg.(eSET-
Assisted A-GPS, SET-Based A-GPS) and associatetigmisg protocols (e.g., RRLP, RRC, TIA-801 or LPP

F. The H-SLC informs the H-SPC through internal comioation about the area event triggered session HFB&C
generates SPC_SET_Key and SPC-TID to be used faraind-SPC/SET authentication and forwards botth&o
H-SPC through internal communication. The H-SPQitgrar denies the request and informs the H-SLC.

G. Consistent with the SET capabilities received m$JPL TRIGGERED START message the H-SLC seleets th
intended positioning method to be used for the awemt triggered session and responds with a SUAGGERED
RESPONSE message including session-id, posmeth&PEladdress, area event trigger parameters and
SPC_SET_Key and SPC-TID. The SUPL TRIGGERED RESP®M8ssage may contain the area ids of the
specified area for the area event triggered session

H. The H-SLC informs the SUPL Agent in an MLP TLRA raage that the triggered location response reqasst h
been accepted and also includes a req_id paratodierused as a transaction id for the entire ouraif the area
event triggered session.

The SET and the H-SLC MAY release the secure cdiorec

NOTE: The MLP TLRA may be sent earlier at any time affter H-SLP receives the MLP TLRR

I. Ifthe area ids are downloaded in step G, the SHALE compare the current area id to the downloaalezh ids.
When the area event trigger in the SET or the coisgaof the current area id to the downloaded ateindicates
that a position fix has to be performed, the SHacdhes itself to the Packet Data Network if it already
attached or establishes a circuit switched dataection. The SET then sends a SUPL POS INIT megssagjart a
positioning session with the H-SPC. The SUPL PON IlNessage contains at least session-id and thatiooclD
(lid) and the SET capabilities parameter. The SEAYMbrovide NMR specific for the radio technologyibg used
(e.g., for GSM: TA, RXLEV). The SET MAY provide ifsosition, if this is supported. The SET MAY set th
Requested Assistance Data element in the SUPL ROS |
If a position calculated based on information reediin the SUPL POS INIT message is available geagll-id
based position fix) that meets the required Qo HSPC MAY directly proceed to step K and not gegim a
SUPL POS session.

J. The SET and the H-SPC exchange several successiteoping procedure messages.
The H-SPC calculates the position estimate basdbereceived positioning measurements (SET-AsHistethe
SET calculates the position estimate based ontassesobtained from the H-SPC (SET-Based).

[0 2011 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-ULP-V2_0-20110527-C.doc Page 77 (410)

Q.

Once the position calculation is complete the H-SB@ds a SUPL REPORT message to the SET. The SET MA
release the secure connection to the H-SPC.

The SUPL REPORT message includes the positiontriéshie position estimate is calculated in the P€Sand
therefore needs to be sent to the SET.

The SET compares the calculated position estimétetiae event area to check if the event triggerdition has
been met. If no area event is triggered, the SEAISHeturn to step I. If area event is triggeredTSEHALL
proceed to step M.

The SET sends a SUPL REPORT message includingetiséos id and the position estimate to the H-SLIgam
the Location estimate parameter is set to “falaelhich case no position estimate is included.

The H-SLC sends a MLP TLREP message to the SUPIntAgkich may include the position result.

If SUPL Agent has requested several report and megrerts are to be sent, the SET repeats step lotostep 1 to L
depending on if the area event condition is fdfillor not. Note that in this case, step M occuty after the
minimum time between reports has elapsed.

When the last report has been sent the H-SLC irddha H-SPC about the end of the area event teggsgssion
through internal communication.

The H-SLC ends the area event triggered sessiseiying a SUPL END message to the SET.

The call flow described in Figure 16 is applicatdell positioning methods, however, individuads within the call flows
are optional:

Step J (SUPL POS) is not performed for cell-id bgsesitioning methods.

In A-GPS SET Based mode where no GPS assistanaésdatquired from the network, no interaction whb H-
SPC is required to calculate a position estimatteraction with the H-SPC is only required for Gé&Sistance data
update in which case steps | to K are performed.

5.1.10.2 Roaming with V-SLP Positioning Successful Case

SUPL Roaming where the V-SLP is involved in theifiasing calculation.
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Figure 17: Network Initiated Area Event Trigger Serice Roaming with V-SLP Positioning Successful CaseNon-
Proxy Mode

NOTE: See Appendix D for timer descriptions.

A. SUPL Agentissues an MLP TLRR message to the H-8lith, which SUPL Agent is associated. The H-SLCllsha
authenticate the SUPL Agent and check if the SUBkrA is authorized for the service it requestsetham the
client-id received. Further, based on the recemsed the H-SLC shall apply subscriber privacy agathe client-
id.

B. The H-SLC verifies that the target SET is curre®lyPL roaming.

The H-SLC MAY also verify that the target SET supgp&UPL.

NOTE: The specifics for determining if the SET is SUPRming or not is considered outside the scope oflSUP
However, there are various environment dependenhargésms

NOTE: Alternatively, the H-SLC may determine whether 8t€T is SUPL roaming in a later step using the iocat
identifier (lid) received from the SET.

NOTE: The specifics for determining if the SET support#P$ are beyond SUPL 2.0 scope
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C. The H-SLC initiates the area event trigger sesgiitim the SET using the SUPL INIT message. The SUINRT
message contains at least session-id, triggeritypeator (in this case area event), proxy/non-gnaode indicator
and the intended positioning methods. If the resfulhe privacy check in Step A indicates that ficdtion or
verification to the target subscriber is needed,HRSLC SHALL also include the Notification elemémthe SUPL
INIT message. Before the SUPL INIT message is $katH-SLC also computes and stores a hash of dssamge.

D. The SET analyses the received SUPL INIT. If fouméé non authentic SET takes not further actiotise@vise
the SET takes needed action preparing for estabéshor resumption of a secure connection.

E. The SET will evaluate the Notification rules antidas the appropriate actions. The SET also chelokgproxy/non-
proxy mode indicator to determine if the H-SLC upesxy or non-proxy mode. In this case, non-proxadenis
used, and the SET SHALL establish a secure coraretdithe H-SLC using the H-SLC address which tegsb
provisioned by the Home Network to the SET.

The SET then sends a SUPL TRIGGERED START messagiait an area event triggered session with tigt Pl-
The SET SHALL send the SUPL TRIGGERED START messagn if the SET supported positioning
technologies do not include the intended positigmrethod indicated in the SUPL INIT message. ThelSU
TRIGGERED START message contains at least sesdidBET capabilities, a hash of the received SURI IN
message (ver) and Location ID (lid). The SET cdjads include the supported positioning methodg.(eSET-
Assisted A-GPS, SET-Based A-GPS) and associatatigniisg protocols (e.g., RRLP, RRC, TIA-801 or LPP

F. Based on the received lid or other mechanismdg;t8&.C determines the V-SLC and sends an RLP SSRLIR
message including the SUPL TRIGGERED START messatfge V-SLC to inform the V-SLC that the targetlSE
will initiate a SUPL positioning procedure. The H&Salso generates SPC_SET_Key and SPC-TID to kfose
V-SPC/SET mutual authentication and includes biottihé RLP SSRLIR message. The area event trigger
parameters such as area information requested BY. ldent for the area event triggered session MAY b
included in this message by the H-SLC.

G. The V-SLC informs the V-SPC through internal comigation about the area event triggered sessionVF§eC
also forwards SPC_SET_Key and SPC-TID to the V-8®Qugh internal communication. The V-SPC grants or
denies the request and informs the V-SLC accorgingl

H. Consistent with the SET capabilities received @pgt, the V-SLC determines the intended positiomireghod to be
used for the area event triggered session andatedidts readiness for an area event triggereibsdsg sending a
SUPL TRIGGERED RESPONSE message back to the H-8la@ RLP SSRLIA message. If area-ids are requested
by the H-SLC, the V-SLC MAY include area-ids coperding to the area for the area event triggeri@ess the
SUPL TRIGGERED RESPONSE message.

I.  The H-SLC forwards the received SUPL TRIGGERED REBSBE message to the SET including session-id,
posmethod, V-SPC address, area event trigger ptessrand SPC_SET_Key and SPC-TID. The SUPL
TRIGGERED RESPONSE message may contain the ared e specified area for the area event triggered
session.

J. The H-SLC informs the SUPL Agent in an MLP TLRA raage that the triggered location response reqasst h
been accepted and also includes a req_id paratoeierused as a transaction id for the entire duraif the area
event triggered session. The SET and the H-SLC Mél¥ase the secure connection.

NOTE: The MLP TLRA may be sent earlier at any time after H-SLP receives the MLP TLRR

K. If the areaids are downloaded in step |, the SHAIS. compare the current area id to the downloaaesh ids.
When the area event trigger in the SET or the coisgaof the current area id to the downloaded ateindicates
that a position fix has to be performed, the SHEadhes itself to the Packet Data Network if it s already
attached or establishes a circuit switched dataection. The SET then sends a SUPL POS INIT medsaihe V-
SPC to start a positioning session with the V-SH@& SUPL POS INIT message contains at least se&hitime
Location ID (lid) and the SET capabilities paramelde SET MAY provide NMR specific for the radio
technology being used (e.g., for GSM: TA, RXLEVHeTSET MAY provide its position, if this is suppedt The
SET MAY set the Requested Assistance Data elemehei SUPL POS INIT.

If a position calculated based on information reediin the SUPL POS INIT message is available geagll-id
based position fix) that meets the required Qo® WEPC MAY directly proceed to step M and not egegim a
SUPL POS session.
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S.
T.

The SET and the V-SPC exchange several successsittoping procedure messages.
The V-SPC calculates the position estimate basdatdereceived positioning measurements (SET-Ashistethe
SET calculates the position estimate based ontassisobtained from the V-SPC (SET-Based).

. Once the position calculation is complete the V-Se@ds a SUPL REPORT message to the SET. The SET MA

release the secure connection to the V-SPC.
The SUPL REPORT message includes the positiontriéshie position estimate is calculated in the F&Sand
therefore needs to be sent to the SET.

The SET compares the calculated position estimétetiae event area to check if the event triggerdition has
been met. If no area event is triggered, the SEAISHeturn to step K. If area event is triggeredTSEHALL
proceed to step O.

The SET sends a SUPL REPORT message includingetiséos id and the position estimate to the H-SLIgam
the Location estimate parameter is set to “falaelhich case no position estimate is included.

The H-SLC sends a MLP TLREP message to the SUPIntAgkich may include the position result.

If the SUPL Agent has requested several reportavame reports are to be sent, the SET repeatsstef® or step
K to N depending on if the area event conditiofuilled or not. Note that in this case, step QGuois only after the
minimum time between reports has elapsed.

When the last report has been sent the H-SLC irddhma V-SLC about the end of the triggered sedsyosending a
SUPL END message over an RLP SSRP message.

The V-SLC informs the V-SPC about the end of tremagvent triggered session through internal comeatioi.
The H-SLC ends the area event triggered sessiaetging a SUPL END message to the SET.

The call flow described in Figure 17 is applicatdell positioning methods, however, individuad within the call flows
are optional:

Step L (SUPL POS) is not performed for cell-id lshpesitioning methods.

In A-GPS SET Based mode where no GPS assistanaésdatguired from the network, no interaction vtk V-
SPC is required to calculate a position estimatieraction with the V-SPC is only required for G&Sistance data
update in which case steps K to M are performed.

5.1.10.3 Roaming with H-SLP Positioning Successful Case

SUPL Roaming where the H-SLP is involved in theifimsing calculation.
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Figure 18: Network Initiated Area Event Trigger Service Roaming with H-SLP Positioning Successful CaseNon-
Proxy Mode

NOTE: See Appendix D for timer descriptions.

A. SUPL Agent issues an MLP TLRR message to the H-8\ith, which SUPL Agent is associated. The H-SLClisha
authenticate the SUPL Agent and check if the SUBkrA is authorized for the service it requestsetham the
client-id received. Further, based on the receimsed the H-SLC shall apply subscriber privacy agathe client-
id.

B. The H-SLC verifies that the target SET is curre&WPL roaming.

The H-SLC MAY also verify that the target SET supgp&UPL.

NOTE: The specifics for determining if the SET is SUPkRmong or not is considered outside the scope oflSUP
However, there are various environment dependenhamsms
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NOTE: Alternatively, the H-SLC may determine whether 8t€T is SUPL roaming in a later step using the iocat
identifier (lid) received from the SET.

NOTE: The specifics for determining if the SET support#& are beyond SUPL 2.0 scope

C. The H-SLC initiates the area event trigger sessiitim the SET using the SUPL INIT message. The SUNAL
message contains at least session-id, triggeritypeator (in this case area event), proxy/non-gnaode indicator
and the intended positioning method. If the regiithe privacy check in Step A indicates that ricgifion or
verification to the target subscriber is needed,HRSLC SHALL also include the Notification elemaémthe SUPL
INIT message. Before the SUPL INIT message is $katH-SLC also computes and stores a hash of dssamge.

D. The SET analyses the received SUPL INIT. If fouméd¢ non authentic SET takes not further actiotise@ise
the SET takes needed action preparing for estabéshor resumption of a secure connection.

E. The SET will evaluate the Notification rules antidar the appropriate actions. The SET also chelokgproxy/non-
proxy mode indicator to determine if the H-SLP ugesxy or non-proxy mode. In this case, non-proxadmis
used, and the SET SHALL establish a secure cororetdithe H-SLC using the H-SLC address that has be
provisioned by the Home Network to the SET.

The SET then sends a SUPL TRIGGERED START messagtatt an area event triggered session with tis 8-
The SET SHALL send the SUPL TRIGGERED START messagm if the SET supported positioning
technologies do not include the intended positigmrethod indicated in the SUPL INIT message. ThelSU
TRIGGERED START message contains at least sesgdidBET capabilities, a hash of the received SURI IN
message (ver) and Location ID (lid). The SET cdjads include the supported positioning methodg.(eSET-
Assisted A-GPS, SET-Based A-GPS) and associatatigniisg protocols (e.g., RRLP, RRC, TIA-801 or LPP

F. The H-SLC informs the H-SPC through internal comination about the periodic triggered session. THeliE
generates SPC_SET_Key and SPC-TID to be used faraind-SPC/SET authentication and forwards botth&o
H-SPC through internal communication. The H-SPQitgrar denies the request and informs the H-SLC
accordingly.

G. Based on the received lid or other mechanismg;t&& C determines the V-SLC and sends an RLP SSRLIR
including a SUPL TRIGGERED START message to thel\z$%o inform the V-SLC that an area event triggered
session is in the progress of being initiated whith H-SLP. The area event trigger parameters ssielnea
information requested by SUPL Agent for the areenétriggered session MAY be included in this mgeday the
H-SLC.

H. The V-SLC acknowledges the RLP request receivestep G with a SUPL TRIGGERED RESPONSE message
which is carried inside an RLP SSRLIA message. W18.C MAY include area ids corresponding to thesaf@r
the area event trigger session in the SUPL TRIGAERESPONSE message.

I. Consistent with the SET capabilities received ap<, the H-SLC determines the indended positiomethod to
be used for the area event triggered session achies its readiness for an area event triggerssian by sending
a SUPL TRIGGERED RESPONSE message back to the BiEeTSUPL TRIGGERED RESPONSE message to the
SET includes at a minimum the session-id, posmetHe8PC address, area event trigger parameters and
SPC_SET_Key and SPC-TID. The SUPL TRIGGERED RESHPBOM8ssage may contain the area ids of the
specified area for the area event triggered session

J. The H-SLC informs the SUPL Agent in an MLP TLRA raage that the triggered location response reqasst h
been accepted and also includes a req_id paratodierused as a transaction id for the entire ouraif the area
event triggered session. The SET and the H-SLC Mél¥ase the secure connection.

NOTE: The MLP TLRA may be sent earlier at any time affter H-SLP receives the MLP TLRR

K. If the area ids are downloaded in step I, the SHAIS. compare the current area id to the downloaalezh ids.
When the area event trigger in the SET or the coisgaof the current area id to the downloaded ateindicates
that a position fix has to be performed, the SHEadhes itself to the Packet Data Network if it s already
attached or establishes a circuit switched dataection. The SET then sends a SUPL POS INIT messathe H-
SPC to start a positioning session with the H-SH®@. SUPL POS INIT message contains at least segbimmd the
Location ID (lid) and the SET capabilities paramelde SET MAY provide NMR specific for the radio
technology being used (e.g., for GSM: TA, RXLEVHeTSET MAY provide its position, if this is suppedt The
SET MAY set the Requested Assistance Data elemehei SUPL POS INIT.
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If the SUPL POS INIT message contains a positia tieets the required QoP, the H-SPC MAY direatbcped
to step Q.

L. Through internal communication the H-SPC requesisaase position estimate from the H-SLC basederiid
received in step K.

M. To obtain a coarse position the H-SLC sends an &RPIR message to the V-SLC.

N. The V-SLC translates the received lid into a posittstimate and returns the result to the H-SL&niiRLP SRLIA
message.

O. The H-SLC forwards the coarse position to the H-8fGugh internal communication.
If the coarse position meets the required QoPHHBPC MAY directly proceed to step Q and not engage SUPL
POS session.

P. The SET and the H-SPC exchange several successiteoping procedure messages.
The H-SPC calculates the position estimate basdbereceived positioning measurements (SET-Ashistethe
SET calculates the position estimate based ontassesobtained from the H-SPC (SET-Based).

Q. Once the position calculation is complete the H-SBfds a SUPL REPORT message to the SET. The SET MA
release the secure connection to the H-SPC.
The SUPL REPORT message includes the positiontriéshie position estimate is calculated in the P€Sand
therefore needs to be sent to the SET.

R. The SET compares the calculated position estimétetiae event area to check if the event triggerdition has
been met. If no area event is triggered, the SEAISHeturn to step K. If area event is triggeredTSEHALL
proceed to step S.

S. The SET sends a SUPL REPORT message includingetséos id and the position estimate to the H-SLI@ss
the Location estimate parameter is set to “falaelhich case no position estimate is included.

T. The H-SLC sends a MLP TLREP message to the SUPIntAgkich may include the position result.

U. If SUPL Agent has requested several report and megrerts are to be sent, the SET repeats steplkotcstep K to
R depending on if the area event condition islfelfi or not. Note that in this case, step S ocouty after the
minimum time between reports has elapsed.

V. When the last report has been sent the H-SLC irddhm H-SPC about the end of the area event teggszssion
through internal communication.

W. The H-SLC ends the area event triggered sessiceiying a SUPL END message to the SET and by sgadin
SUPL END message using an RLP SSRP tunnel messége V-SLC

The call flow described in Figure 18 is applicatdell positioning methods, however, individuas within the call flows
are optional:

. Step P (SUPL POS) is not performed for cell-id bgsaesitioning methods.

. In A-GPS SET Based mode where no GPS assistanaésdatjuired from the network, no interaction vthie H-
SPC is required to calculate a position estimatteraction with the H-SPC is only required for Gé&Sistance data
update in which case steps K to Q are performed.

5.1.11 V-SLP to V-SLP Handover

This section describes V-SLP to V-SLP handoverrduen ongoing triggered session. The handovenisined for SUPL
roaming with V-SLP scenarios (for a definition d§BL roaming see section 3.2)

5.1.11.1  V-SLP to V-SLP Handover - Network initiate d Proxy mode

This section describes the case where the V-SLéttethat the target SET is out of the V-SLP coyerea and informs
the SET accordingly. The target SET then requesttrigger parameters and subsequently the H-SL&ttehnd initiates a
new V-SLP and send new trigger parameters to tiget&SET which then continues the session. Theritbestmechanism
applies to both Network Initiated and SET Initiapgdxy mode scenarios.
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SUPL V-SLP2 V-SLP1 H-SLP Target SET
Agent
A Ongoing Periodic or Area Event Session
B SUPL POS INIT(session-id, lid)
RLP SSRP(SUPL|POS INIT)
C = uT2
RLP SSRP(SUPL END(session-id, reason= no coverage))
D
SUPL END(session-id, | |
E status code = no SUPL coverage)
F SUPL TRIGGERED|START (session-id, lid, SET capabilities
cause (code = no SUPL coverage)
G Routing Info
RLP SSRLIR (SUPL TRIGGERED START) uT1
H -
| RLP SSRLIA (SUPL TRIGGERED RESPONSE)
SUPL TRIGGERED|RESPONSE (session-id, posmethods, trigger_parameters)
J
K Continued Periodic or Area Event Session

Figure 19: Network initiated Proxy mode - V-SLP toV-SLP Handover
NOTE: See Appendix D for timer descriptians

A. A triggered session is ongoing.
The SET sends a SUPL POS INIT message to the Ht@ERrt a positioning session with the V-SLP1.
The H-SLP forwards the SUPL POS INIT message td_-?4Susing a RLP SSRP message.

V-SLP1 detects it does not support the lid incluitethe SUPL POS INIT and sends a SUPL END mesgatje
H-SLP using a RLP SSRP message. The V-SLP1 SHAIldase all resources related to this session.

The H-SLP sends the SUPL END message to the SEJatinth that the SET lost SUPL coverage (i.e. thd &
outside the SUPL coverage area of V-SLP1).

F. The SET then sends a SUPL TRIGGERED START mesJdgeSUPL TRIGGERED START message contains at
least the same session-id as in step E, SET céjfehilLocation ID (lid) and cause code (no SUPkerage) for re-
sending the SUPL TRIGGERED START message. The Spahilities include the supported positioning mdgo
(e.g., SET-Assisted A-GPS, SET-Based A-GPS) anacased positioning protocols (e.g., RRLP, RRC, ‘BAl
or LPP).

G. The H-SLP verifies that the target SET is curre®yPL roaming and is outside of the coverage afd& SLP1.
The H-SLP determines the V- SLP2 based on theetidived in the SUPL TRIGGERED START message.

H. The H-SLP sends an RLP SSRLIR including the SUPLGIBRERED START message to the V- SLP2 to inform
that the target SET will initiate a SUPL positiogiprocedure. Any area information requested by SA&ént for
an area event triggered session SHALL be includgHis message by the H-SLP.

I. The V- SLP2 acknowledges that it is ready to itiétia SUPL positioning procedure with an RLP SSRiflé&uding
SUPL TRIGGERED RESPONSE message back to the H-Bu®V-SLP2 MAY include area ids corresponding to
the area for the area event trigger session istheL TRIGGERED RESPONSE message.

O ow

m
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J. The H-SLP forwards the received SUPL TRIGGERED RENBE message to the SET including session-id, the
positioning method to be used for the periodicgeiged session and trigger parameters. The SUPL GERED
RESPONSE message may contain the area ids of ¢aéfied area for the area event triggered session.

K. The triggered session is continued.

5.1.11.2  V-SPC to V-SPC Handover - Network initiate d Non-Proxy mode

This section describes the case where the V-SR&tddhat the target SET is out of the V-SPC cayeemrea and informs
the SET accordingly. The target SET then requesttrigger parameters and subsequently the H-SL&ct&ehlnd initiates a
new V-SPC and sends new trigger parameters t@athettSET which then continues the session. Theribesl mechanism
applies to both Network Initiated and SET Initiatezh-proxy mode scenarios.

| || |
PL | [ | Target
SU H-SLC | lv-sLet | |v-spct || || v-sLc2 | | v-sPc2 | | g
Agent | 1 | SET
SR I S S I ___
A Ongoing Periodic or Area Event Session
SUPL POS [INIT(session-id, lifl, SET capabilities)
B Bl
c SUPL END(session-id, uT2
status code = no SUPL coverage)
o SUPL TRIGGERED START (sessipn-id, lid, SET|capabilities,
cauise code = no SUPL coverage)
RLP SSRP(SUPL END) Internal Commuriication
E > ————
F Routing Info
uT2
RLP SSRLIR(SUPL TRIGGERED START)
G Ll
Internal Initializatjon
H - —— — — P
RLP SSRLIA(SUPL TRIGGERED RESPONSE)
| -
RLP S$RP(SUPL AUTH RESP)
J >
Internal Communigation
K <+ ————
SUPL TRIGGERED RESPONSE(session-ifl, posmethods, V-SPC|address, SPC_SET_Key, SPC-TID)
L ot |
M

Continued Periodic or Area Event Session

I I I I I
Figure 20: Network initiated Non-Proxy mode - V-SLPto V-SLP Handover

NOTE: See Appendix D for timer descriptians
A. A triggered session is ongoing.

B. The SET sends a SUPL POS INIT message to the V-3 &tart a positioning session with the V-SPCL1.

C. V-SPC1 detects it does not support the lid incluideitie SUPL POS INIT and sends a SUPL END mestatiee
SET indicating that the SET lost SUPL coverage the SET is outside the SUPL coverage area of Fi3L
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M.

The SET then sends a SUPL TRIGGERED START mesJdgeSUPL TRIGGERED START message contains at
least the same session-id as in step C, SET cé#jgahilLocation ID (lid) and cause code (no SUPkerage) for re-
sending the SUPL TRIGGERED START message. The Spahilities include the supported positioning mdgo
(e.g., SET-Assisted A-GPS, SET-Based A-GPS) anacated positioning protocols (e.g., RRLP, RRC, ‘BAl

or LPP).

The H-SLC informs V-SLC1 about the end of the teggd session by sending a SUPL END message usiRgRn
SSRP tunnel message to the V-SLC1. Through inteeramunication the V-SLC1 informs the V-SPC1 of ¢imel
of the SUPL session. The V-SLC1 and the V-SPC1 SH#dlease all resources related to this session.

The H-SLC verifies that the target SET is curre®WPL roaming and is outside of the coverage af&& SLP1.
The H-SLC determines the V- SLP2 based on thesligived in the SUPL TRIGGERED START message.

The H-SLC sends an RLP SSRLIR including the SUPIGGERED START message to the V- SLP2 to inform
that the target SET will initiate a SUPL positiogiprocedure. Any area information requested by BE&n area
event triggered session SHALL be included in thessage by the H-SLC.

Through internal communication the V-SLC2 requestwice for an area event triggered session franVHsPC2.
The V-SPC2 grants or denies the request and infthiem¥-SLC2 accordingly.

The V- SLC2 acknowledges that it is ready to ibdtia SUPL positioning procedure with an RLP SSRidé&uding
SUPL TRIGGERED RESPONSE message back to the H-Bh€V-SLP2 MAY include area ids corresponding to
the area for the area event trigger session istheL TRIGGERED RESPONSE message.

The H-SLC generates a SPC_SET_Key and a SPC-Thie tsed for mutual V-SPC/SET authentication. The H-
SLC forwards the SPC_SET_Key and a SPC-TID to ##.\Z2 through a SUPL AUTH RESP message using an
RLP SSRP tunnel.

V-SLC2 forwards the key to V-SPC2 through interc@inmunication.

The H-SLC sends a SUPL TRIGGERED RESPONSE messape SET. The SUPL TRIGGERED RESPONSE
message contains session-id, the positioning methbd used for the periodic triggered session\&&iPC2
address. The SUPL TRIGGERED RESPONSE message m#jrtthe area ids of the specified area for tea ar
event triggered session.

For mutual V-SPC2/SET authentication the SUPL TRERED RESPONSE message also includes
SPC_SET_Key and SPC-TID to be used by the SET..

The triggered session is continued.

5.1.12 Notification/Verification based on current | ocation

This section describes scenarios where notificaiwior verification is based on the user's cunpesttion. Before invoking
the notification/verification process, the usetsrent position is determined unbeknownst to trer.uEhe actual
notification/verification process (no notificati@md no verification, notification only, notificaticand verification and
privacy override) is then decided based on the'suisarrent position.
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5.1.12.1 Non Roaming Successful Case - Proxy Mode

SUPL
Agent H-SLP Target SET
MLP SLIR (ms-id, client-id, qop)
A -
SET Lookup,
B Routing Info
C SUPL INIT (session-id, posmethod, SLP mode, ...) -
D ST2 Data Connection
Setup
E SUPL POS INIT (session-id, SET capabilities,ver)
L uT2
F SUPL POS (session-id, RRLP/RRC/TIA-801/LPP)
s SUPL NOTIFY (session-id, notification) ‘UT3
ST5
H SUPL NOTIFY RESPONSE (session-id, notification-response, ...)
UT5
SUPL END (session-id) J
|
J MLP SLIA (posresult

Figure 21: Notification/Verification based on current location. Network Initiated Non-Roaming Successfl Case —

Proxy Mode

NOTE: See Appendix D for timer descriptians

A.

B.

The SUPL Agent issues an MLP SLIR message to tist PI- with which SUPL Agent is associated. The H-SLP
shall authenticate the SUPL Agent and check ifSb®L Agent is authorized for the service it regsielsased on
the client-id received. Further, based on the keckims-id the H-SLP shall apply subscriber privagginst the
client-id.

If a previously computed position which meets thguested QoP is available at the H-SLP and, baséubad
position, no notification or verification is regad, the H-SLP SHALL directly proceed to step JbHsed on that
position, notification and verification or notifigan only is required, the H-SLP SHALL proceed tepsB.

The SLP verifies that the target terminal is cutlsewithin the service area of the SLP, i.e. th@éh terminal is not
roaming. The SLP may also verify that the targehieal supports SUPL.

NOTE: The specifics for determining if the SET is roamorgnot is considered outside scope of SUPL. Howeve

there are various environment dependent mechanisms

C. The H-SLP initiates the location session with tlE $ising the SUPL INIT message. The SUPL INIT mgssa

contains at least session-id, proxy/non-proxy madeator and the intended positioning method. ithis case
the result of the privacy check in Step A indicates subscriber privacy check based on currertioe is
required, the H-SLP SHALL include the Notificatitfode element in the SUPL INIT message to indicate
notification based on current location and SHALL N{@clude the notification element in the SUPL INflessage.
Before the SUPL INIT message is sent the H-SLP edsoputes and stores a hash of the message.

If in step A the H-SLP decided to use a previousignputed position, the SUPL INIT message SHALL ¢tk this
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in a ‘no position’ posmethod parameter value amdSET SHALL respond with a SUPL END message cagrifie
results of the verification process (access gramedccess denied). If no explicit verificatiorrégjuired
(natification only) the SET SHALL respond with a BUEND message. The H-SLP SHALL then directly peste

to step J.
NOTE: Before sending the SUPL END message the SET SHAdrfopm the data connection setup procedure of step
D.

D. The SET analyses the received SUPL INIT. If fouméd¢ non authentic SET takes not further actiotise@ise
the SET takes needed action preparing for estabéshor resumption of a secure connection.

E. The SET will evaluate the Notification rules antide the appropriate actions. The SET checks thiication
mode indicator and determines that in this casedtification is performed based on the locatiothef SET. The
SET also checks the proxy/non-proxy mode indicatatetermine if the H-SLP uses proxy or non-proxyde In
this case, proxy mode is used, and the SET SHALAbéish a secure connection to the H-SLP using R-8tddress
that has been provisioned by the Home Networke¢d3ET. If no H-SLP address is provided in the SUWIT
message the SET SHALL use the default H-SLP addpessgisioned by the Home Network, when establigtire
secure connection. The SET then sends a SUPL POSmilissage to start a positioning session withH&LP.
The SUPL POS INIT message contains at least seBKI@ET capabilities, a hash of the received SUIT
message (ver) and Location ID (lid). The SET cdjads include the supported positioning methodg.(eSET-
Assisted A-GPS, SET-Based A-GPS) and associataetigniisg protocols (e.g., RRLP, RRC, TIA-801 or LPP
The SET MAY provide NMR specific for the radio texiogy being used (e.g., for GSM: TA, RXLEV). ThETS
MAY provide its position, if these are availabledssupported by both SET and H-SLP. The SET MAMiset
Requested Assistance Data element in the SUPL ROS |
If a position received from or calculated basedndormation received in the SUPL POS INIT messagaviailable
that meets the required QoP, the H-SLP MAY direptiyceed to step G and not engage in a SUPL PGBes

F. The H-SLP SHALL check that the hash of SUPL INITtames the one it has computed for this particidasi®n.
Based on the SUPL POS INIT message including pdsdés) supported by the SET the H-SLP SHALL then
determine the posmethod. If required for the pobotethe H-SLP SHALL use the supported positionirmqcol
(e.g., RRLP, RRC, TIA-801 or LPP) from the SUPL PISI message.

The SET and the H-SLP exchange several successsigoping procedure messages.
The H-SLP calculates the position estimate baseti®neceived positioning measurements (SET-Ashistethe
SET calculates the position estimate based ontassesobtained from the H-SLP (SET-Based).

G. The H-SLP applies subscriber privacy against th€ @&sition estimate determined in Step F. If, basethis
position, notification and verification or notifigan only is required, the H-SLP SHALL send a SURQTIFY
message to the SET. The SUPL NOTIFY message cartaémotification element. If, based on this positno
notification and verification is required, the HISISHALL directly proceed to Step |I.

H. The SET SHALL send a SUPL NOTIFY RESPONSE messagiect H-SLP. If notification and verification was
required in step G then this will contain the riotifion response from the user.

I.  Once the position calculation is complete the H-SeRds the SUPL END message to the SET informitiattno
further positioning procedure will be started ahdttthe location session is finished. The SET SHA¢lease the
secure connection to the H-SLP and release aluress related to this session.

J. The H-SLP sends the position estimate back to eLSAgent in an MLP SLIA message and the H-SLP SHAL
release all resources related to this session.
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5.1.12.2 Non Roaming Successful Case - Non-Proxy Mo  de
SUPL H-SLC H-SLP H-SPC Target SET
Agent
A MLP SLIR(ms-id, client-id, qos)
B SET Lookup, Routing info
Internal Initialization
C .- -
D SUPL INIT (session-id, SHC address, posmethod, SLP mode, ...)
E PT1 Data Connection
sT2 Setup
SUPL AUTH|REQ (session-id, ver)
s SUPL AUTH RESP (Session-id, SPC_SET_Key, SPC-TID) J uT4
Internal Communication
SUPL POS INIT (session-id, lid, set capabilities)
H o L
, [ rterne! Communicator
J SUPL POS (session-id, RRLP/RRC
/TIA-801/LPP)
uT3
K SUPL REPORT (session-id, position)
L SUPL REPORT (session-id, position)
L T uTe
M SUPL NOTIFY (session-id, notification)
ST5 ( SUPL NOTIFY RESPONSE (session-id, notification-response)
N
o SUPL END (session-id) uTs
P MLP SLIA (posresult)

Figure 22: Notification/Verification based on current location. Network Initiated Non-Roaming Successfl Case —
Non-Proxy mode

NOTE:

See Appendix D for timer descriptians

A. The SUPL Agent issues an MLP SLIR message to tis &; with which SUPL Agent is associated. The H-SLC
shall authenticate the SUPL Agent and check ifSb®L Agent is authorized for the service it regsielsased on
the client-id received. Further, based on the kexkims-id the H-SLC shall apply subscriber privagginst the

client-id.

If a previously computed position which meets thguested QoP is available at the H-SLC and, baséadad
position, no notification or verification is rega, the H-SLC SHALL directly proceed to step PbHsed on that
position, notification and verification or notifigan only is required, the H-SLC SHALL proceed tefsB.

B. The H-SLC verifies that the target SET is curreniby SUPL roaming.
The H-SLC MAY also verify that the target SET supgp@UPL.
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NOTE: The specifics for determining if the SET is SUPkRmong or not is considered outside scope of SUPL.
However, there are various environment dependenhamgsms

C. The H-SLC and H-SPC may exchange information nacgss setup the SUPL session.

D. The H-SLC initiates the location session with tlerSising the SUPL INIT message. The SUPL INIT mgsesa
contains at least session-id, address of the Sie&y/mon-proxy mode indicator and the intended fpasing
method. As in this case the result of the privaoyok in Step A indicates that subscriber privasgoghbased on
current location is required, the H-SLC SHALL indtuthe Notification Mode element in the SUPL INI'Essage
to indicate notification based on current locatdord SHALL NOT include the notification element iretSUPL
INIT message. If in step A the H-SLC decided to aggeviously computed position, the SUPL INIT naegs
SHALL indicate this in a ‘no position’ posmethodrpmeter value and the SET SHALL respond with a SBRD
message carrying the results of the verificatiartpss (access granted, or access denied). If ticiexprification
is required (notification only) the SET SHALL resmgbwith a SUPL END message. The H-SLC SHALL then
directly proceed to step P.

NOTE: Before sending the SUPL END message the SET SHAdrfopm the data connection setup procedure ofEtep

E. The SET analyses the received SUPL INIT. If fouméd¢ non authentic SET takes not further actiotise@vise
the SET takes needed action preparing for estabéshor resumption of a secure connection..

F. The SET uses the address provisioned by the Horhedxleto establish a secure connection to the H-S@
SET then checks the proxy/non-proxy mode indicaiatetermine if the H-SLP uses proxy or non-proxade In
this case non-proxy mode is used and the SET SH#rd a SUPL AUTH REQ message to the H-SLC. The SUPL
AUTH REQ message contains the session-id and adfdkk received SUPL INIT message (ver).

G. The H-SLC creates SPC_SET_Key and SPC-TID to be fssenutual H-SPC/SET authentication. The H-SLC
forwards SPC_SET_Key and SPC-TID to the H-SPC tjliaoternal communication and returns a SUPL AUTH
RESP message including SPC_SET_Key and SPC-TIBet&ET.

H. The SET will evaluate the Notification rules antidar the appropriate actions. The SET checks thdication
mode indicator and determines that in this casedtiéication is performed based on the locatiothef SET. The
SET establishes a secure connection to the H-SB&@ding to the address received in step D. The &kiTH-SPC
perform mutual authentication and the SET senddRLFPOS INIT message to start a positioning sessitmthe
H-SPC. The SUPL POS INIT message contains at $egstion-id, SET capabilities and Location ID (lithe SET
capabilities include the supported positioning mdth(e.g., SET-Assisted A-GPS, SET-Based A-GPS) and
associated positioning protocols (e.g., RRLP, RR&;801 or LPP). The SET MAY provide NMR specifiorfthe
radio technology being used (e.g., for GSM: TA, FEXD). The SET MAY provide its position, if these are
available and supported by both SET and H-SPC.SHIE MAY set the Requested Assistance Data elemehei
SUPL POS INIT. The SET SHALL also release the catioa to the H-SLC.

I.  The H-SLC and H-SPC may collaborate to determinimiéial position of the SET to aid in the position
determination process. If the initial position edéted based on information received in the SUPISPIT
message meets the requested QoP, the H-SPC MAXMIdipgoceed to step K and not engage in a SUPL POS
session.

J. Based on the SUPL POS INIT message including pderdét) supported by the SET the H-SPC SHALL deteemi
the posmethod. If required for the posmethod theR€ SHALL use the supported positioning protocal.(e
RRLP, RRC, TIA-801 or LPP) from the SUPL POS INIEssage
The SET and the H-SPC exchange several successiteoping procedure messages.

The H-SPC calculates the position estimate basebereceived positioning measurements (SET-AsBistethe
SET calculates the position estimate based ontassesobtained from the H-SPC (SET-Based).

K. As in this case in step C the H-SLC indicated ttification or verification is based on the pasmitiof the SET, the
H-SPC sends the calculated position to the SETSWAL REPORT message.

L. Asin this case in step D the H-SLC indicated tiwttfication or verification is based on the pasitiof the SET, the
SET sends the calculated position to the H-SLCSU&®L REPORT message.

M. The H-SLC applies subscriber privacy against thé pasition estimate. If, based on this positiortjfitation and
verification or notification only is required, th&SLP SHALL send a SUPL NOTIFY message to the SHiE
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SUPL NOTIFY message contains notification elemdnhased on this position, no notification andifieation is
required, the H-SLP SHALL directly proceed to Sé&p

N. The SET SHALL then send an SUPL NOTIFY RESPONSEsags to the H-SLC. If notification and verification
was required in step M then this will contain thagification response from the user.

O. Once the position calculation is complete the H-Sle@ds the SUPL END message to the SET informitigaitno
further positioning procedure will be started ahdttthe SUPL session is finished. The SET SHALEast the
secure connection to the H-SLC and release allress related to this session.

P. The H-SLC sends the position estimate back to theLlSAgent in an MLP SLIA message and the H-SLCasés
all resources related to this session.

5.1.12.3 Roaming with V-SLP Positioning Successful Case — Proxy mode
SUPL Roaming where the V-SLP is involved in theifasing calculation.

iggnl_t R-SLP V-SLP H-SLP Target SET
A MLP SLIR (msid, Ics-i: ient-id, qos, ...)
B Routing Info
C RLP SRLIR (msid, Ics-client-id, gos, ...
D SET Lookup
Routing Info

E RLP-SSRLIR(SURL START (session-id, msid, qop, ...))

B ST3
F RLP-SSRLIA(SUPL RESPONSE (session-id, V-SLP address, ...))
G SUPL INIT (session-id, H-SLP address, SLP mode,

)
H Data connection
ST2 setup
RT1 L A
| SUPL POS INIT (session-id, lid, SET capabilities, ver)
J RLP-SSRP (SUPL POS INIT(session-id, lid SET capabilities ...)|| | uT2
RLP-SSRP(SUPL .
K » POS . | SUPL POS (session-id, RRLP/RRC/TIA-801/
(session-id, ..)) LPP)

L RLP-SSRP (SUPL END(session-id, posresult, ...) uT3
M SUPL NOTIFY (session-id, notification)
N STS [ SUPL NOTIFY RESPONSE (session-id, notification-response)
o SUPL END (session-id) uts
p RLP SRLIA (ppsresult)
Q ‘MLP SLIA (posresult)

Figure 23: Notification/Verification based on current location. Network Initiated Roaming with V-SLP Positioning
Successful Case — Proxy mode

NOTE: See Appendix D for timer descriptians
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A. The SUPL Agent issues an MLP SLIR message to tB&R-with which SUPL Agent is associated. The R-SLP
SHALL authenticate the SUPL Agent and check if 84PL Agent is authorized for the service it regsiglstised
on the client-id received.

B. The R-SLP determines the H-SLP based on the ratensid. If the R-SLP determines that the SUPL Agemnit
authorized for this request, Step Q will be retdragth the applicable MLP return code.

NOTE: The specifics for determining the H-SLP are congdeutside scope of SUPL. However, there are vario
environment dependent mechanisms

C. The R-SLP then forwards the location request tdH+&_P of the target subscriber, using RLP protoda
previously computed position which meets the retpteQO0P is available at the H-SLP and, based drptistion,
no natification or verification is required, the$-P SHALL directly proceed to step P. If, basediuat position,
notification and verification or notification onlg required, the H-SLP SHALL proceed to step Grafte/ing
performed the SET Lookup and Routing Info procedufestep D.

D. Based on the received ms-id the H-SLP SHALL apphssriber privacy against the client-id. The H-Siefifies
that the target SET is currently SUPL roaming.ddition the H-SLP MAY also verify that the targE Bsupports
SUPL.

NOTE: The specifics for determining if the SET is SUPRmong or not is considered outside the scope oflSUP
However, there are various environment dependenhamsms

E. The H-SLP sends an RLP SSRLIR to the V-SLP to inftne V-SLP that the target SET will initiate a SUP
positioning procedure. Mandatory parameters in SSPART that are not known to H-SLP (lid and SET
capabilities) shall be populated with arbitraryued by H-SLP and be ignored by V-SLP

F. The V-SLP acknowledges that it is ready to initi@at®UPL positioning procedure with an RLP SSRLIAKt the
H-SLP.

G. The H-SLP initiates the location session with tlE $ising the SUPL INIT message. The SUPL INIT mgesa
contains at least session-id, proxy/non-proxy madiator and the intended positioning method. ithis case
the result of the privacy check in Step D indicated subscriber privacy check based on curremttioc is
required, the H-SLP SHALL include the Notificatitfode element in the SUPL INIT message to indicate
notification based on current location and SHALL Ni@clude the notification element in the SUPL INflessage.
This step MAY be performed immediately after steBefore the SUPL INIT message is sent the H-SisB al
computes and stores a hash of the message.

If in step C the H-SLP decided to use a previogsinputed position the SUPL INIT message SHALL iatkcthis
in a ‘no position’ posmethod parameter value amdSET SHALL respond with a SUPL END message tdthe
SLP carrying the results of the verification pracésccess granted, or access denied). If no vatidiit is required
(notification only) the SET SHALL respond with a BUEND message to the H-SLP. The H-SLP SHALL then
directly proceed to step P.

NOTE: Before sending the SUPL END message the SET SHAdrfopm the data connection setup procedure of step
H.

Step G MAY be performed immediately after step &yhver, H-SLP SHALL not proceed with step J beftep F
has returned..

H. The SET analyses the received SUPL INIT. If fouméd¢ non authentic SET takes not further actiotise@ise
the SET takes needed action preparing for estabéishor resumption of a secure connection.

I.  The SET will evaluate the Notification rules antide the appropriate actions. The SET checks thiication
mode indicator and determines that in this casedtiéication is performed based on the locatiothef SET. The
SET also checks the proxy/non-proxy mode indicaiatetermine if the SLP uses proxy or non-proxy endd this
case, proxy mode is used, and the SET SHALL estahlisecure connection to the H-SLP using the H&ldPess
that has been provisioned by the Home Networke@dSBET. The SET then sends a SUPL POS INIT messagart
a positioning session with the H-SLP. The SUPL PRIF message contains at least session-id, SEThilitfes, a
hash of the received SUPL INIT message (ver) ar@htion ID (lid). The SET capabilities include thepported
positioning methods (e.g., SET-Assisted A-GPS, 8&a%ed A-GPS) and associated positioning protoeos, (
RRLP, RRC, TIA-801 or LPP). The SET MAY optionafiyovide NMR specific for the radio technology being
used (e.g., for GSM: TA, RXLEV). The SET MAY optialfy provide its position or network timing inforrian, if
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these are available and supported by both SET a8t The SET MAY optionally set the Requested s#tssice
Data element in the SUPL POS INIT.

J. The H-SLP SHALL check that the hash of SUPL INITtohes the one it has computed for this particidas®n.
The H-SLP then tunnels the SUPL POS INIT messagfect&/-SLP.

K. Based on the SUPL POS INIT message including pdsmdést) supported by the SET, the V-SLP SHALL
determine the posmethod. If required for the pokodtthe V-SLP SHALL use the supported positiorpngtocol
(e.g., RRLP, RRC, TIA-801 or LPP) from the SUPL PINSI message.

If the V-SLP already calculated an initial positibased on information received in the SUPL POS IMBssage
which satisfyies the requested QoP, the V-SLP MAédly proceed to step L and not engage in a SBBIS
session. Otherwise, the SET and the V-SLP exchsengeral successive positioning procedure message®lled
over RLP via the H-SLP.

The V-SLP calculates the position estimate basetth®mneceived positioning measurements (SET-AsHistethe
SET calculates the position estimate based ontass&sobtained from the V-SLP via H-SLP (SET-Based)

L. Once the position calculation is complete the V-SkRds the SUPL END message tunnelled over RLIretélt
SLP . The V-SLP SHALL release all resources relébetthis session.

M. The H-SLP applies subscriber privacy against th€ @&sition estimate obtained in Step L. If, basedhis
position, notification and verification or notifigan only is required, the H-SLP SHALL send a SURQTIFY
message to the SET. The SUPL NOTIFY message cantatification element. If, based on this positioa,
notification and verification is required, the HISISHALL directly proceed to Step O.

N. The SET SHALL send a SUPL NOTIFY RESPONSE messagieet H-SLP. If notification and verification was
required in step M then this will contain the nigtition response from the user.

O. The H-SLP forwards the SUPL END to the SET inforgninthat no further positioning procedure will tarted
and that the location session is finished. The SHALL release the secure connection to the H-SldPratease all
resources related to this session.

P. The H-SLP sends the position estimate back to 8¢ Rin an RLP SRLIA message. The H-SLP SHALL re¢ea
all resources related to this session.

Q. The R-SLP sends the position estimate back to tHeLSAgent in an MLP SLIA message.

5.1.12.4  Roaming with H-SLP Positioning Successful Case — Proxy mode
SUPL Roaming where the H-SLP is involved in theifimsing calculation.
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Figure 24: Notification/Verification based on current location. Network Initiated Roaming with H-SLP Positioning
Successful case — Proxy mode

NOTE:

See Appendix D for timer descriptians

A. The SUPL Agent issues an MLP SLIR message to tB&IR-with which SUPL Agent is associated. The R-SLP
SHALL authenticate the SUPL Agent and check if 8#PL Agent is authorized for the service it regsiglstised

B.

NOTE:

on the client-id received.

The R-SLP determines the H-SLP based on the retensid. If the R-SLP determines that the SUPL Agemit
authorized for this request, Step O will be retdrmdéth the applicable MLP return code.

environment dependent mechanisms

The specifics for determining the H-SLP are congdeutside scope of SUPL. However, there are vario

C. The R-SLP then forwards the location request tdH+# P of the target subscriber, using RLP protoda
previously computed position which meets the retpteQo0P is available at the H-SLP and, based drptistion,
no notification or verification is required, the$l-P SHALL directly proceed to step N. If, basedtloat position,
notification and verification or notification onlg required, the H-SLP SHALL proceed to step Erdftving
performed the SET Lookup and Routing Info procedufestep D.
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D. Based on the received ms-id the H-SLP SHALL apphssriber privacy against the client-id. The H-Siefifies
that the target SET is currently SUPL roaming.ddition the H-SLP MAY also verify that the targE Bsupports
SUPL.

NOTE: The specifics for determining if the SET is SUPRmong or not is considered outside scope of SUPL.
However, there are various environment dependenhamsms

NOTE: Alternatively, the H-SLP may determine whether 8t€T is SUPL roaming in a later step using the iocat
identifier (lid) received from the SET.

E. The H-SLP initiates the location session with tld $ising the SUPL INIT message. The SUPL INIT mgesa
contains at least session-id, proxy/non-proxy madiator and the intended positioning method. ithis case
the result of the privacy check in Step D indicdtes subscriber privacy check based on currertioe is
required, the H-SLP SHALL include the Notificatitfode element in the SUPL INIT message to indicate
notification based on current location and SHALL N{@clude the notification element in the SUPL INflessage.
Before the SUPL INIT message is sent the H-SLP edsoputes and stores a hash of the message.

If in step C the H-SLP decided to use a previousipputed position the SUPL INIT message SHALL iatkcthis
in a ‘no position’ posmethod parameter value amd3ET SHALL respond with a SUPL END message tdthe
SLP carrying the results of the verification pracésccess granted, or access denied). If no vatidiit is required
(natification only) the SET SHALL respond with a BUEND message to the H-SLP. The H-SLP SHALL then
directly proceed to step N.

NOTE: Before sending the SUPL END message the SET i the data connection setup procedure of step F

F. The SET analyses the received SUPL INIT. If founth¢ non authentic SET takes not further actiotise@ise
the SET takes needed action preparing for estabéshor resumption of a secure connection.

G. The SET will evaluate the Notification rules antidar the appropriate actions. The SET checks th#ication
mode indicator and determines that in this casedtiéication is performed based on the locatiothef SET. The
SET also checks the proxy/non-proxy mode indicaiatetermine if the H-SLP uses proxy or non-proxade In
this case, proxy mode is used, and the SET SHAL&béish a secure connection to the H-SLP usind#8i.P
address that has been provisioned by the Home Metawdhe SET. The SET then sends a SUPL POS INIT
message to start a positioning session with the.Pl-$he SUPL POS INIT message contains at leasiaesd,
SET capabilities and Location ID (lid). The SUPLEMNIT MAY contain a hash of the received SUPL INIT
message (ver). The SET capabilities include theeted positioning methods (e.g., SET-Assisted ASGPET-
Based A-GPS) and associated positioning protoeofs,(RRLP, RRC, TIA-801 or LPP). The SET MAY prdwi
NMR specific for the radio technology being usedj(efor GSM: TA, RXLEV). The SET MAY provide its
position, if these are available and supporteddif ISET and H-SLP. The SET MAY set the Requestesisfence
Data element in the SUPL POS INIT.

H. The H-SLP SHALL check that the hash of SUPL INITtahes the one it has computed for this particiéasion. If
an initial position calculated based on informatieceived in the SUPL POS INIT message is availatblieh
meets the requested QoP, the H-SLP MAY directlpeal to step K.

The H-SLP then decides that the H-SLP will prowadsistance/position calculation and the H-SLP sand?LP SRLIR
request to the V-SLP to determine an initial positior the SET. The RLP request contains at |éestrisid and the
Location ID (lid). Optionally the H-SLP MAY forwarBiIMR provided by the SET to the V-SLP.

I.  The V-SLP returns an RLP SRLIA message. The RLPIBRhessage contains the position result (i.e. tiitéai
position of the SET). If the computed position nsetee requested QoP, the H-SLP MAY proceed dirgothtep K
and not engage in a SUPL POS session.

J. Based on the SUPL POS INIT message including pdsmdés) supported by the SET, the H-SLP SHALL
determine the posmethod. If required for the pobptetthe H-SLP SHALL use the supported positiorprgtocol
(e.g., RRLP, RRC, TIA-801 or LPP) from the SUPL PISI message.

The SET and the H-SLP exchange several success$ioping procedure messages.
The H-SLP calculates the position estimate basati@neceived positioning measurements (SET ad3istahe
SET calculates the position estimate based ontassesobtained from the H-SLP (SET based).

K. The H-SLP applies subscriber privacy against th€ g&sition estimate determined in Step J. If, basethis
position, notification and verification or notifigan only is required, the H-SLP SHALL send a SURQTIFY
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message to the SET. The SUPL NOTIFY message cantatification element. If, based on this positioa,
notification and verification is required, the HISISHALL directly proceed to Step M.

L. The SET SHALL send a SUPL NOTIFY RESPONSE messagieet H-SLP. If notification and verification was
required in step K then this will contain the nigtition response from the user.

M. Once the position calculation is complete the H-SeRds a SUPL END message to the SET informirigattrio
further positioning procedure will be started ahdttthe location session is finished. The SET SHAdlease the
secure connection to the H-SLP and release aluress related to this session.

N. The H-SLP forwards the location estimate to R-SitiRe position estimate is allowed by the privaettisgs of the
target subscriber. The H-SLP SHALL release all veses related to this session.

O. The R-SLP sends the position estimate back to tHeLSAgent in an MLP SLIA message.
5.1.12.5 Roaming with V-SPC Positioning Successful Case — Non-Proxy-mode
SET Roaming where the V-SPC is involved in the asing calculation.
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Figure 25: Notification/Verification based on current location. Network Initiated Roaming with V-SPC Positioning
Successful Case — Non-Proxy-mode

NOTE: See Appendix D for timer descriptians

A. The SUPL Agent issues an MLP SLIR message to tB&®-with which SUPL Agent is associated. The R-SLP
SHALL authenticate the SUPL Agent and check if 8éPL Agent is authorized for the service it regsiglstised
on the client-id received.
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B. The R-SLP determines the H-SLP based on the ratensid. If the R-SLP determines that the SUPL Agemniot
authorized for this request, Step V will be retutméth the applicable MLP return code.

NOTE: The specifics for determining the H-SLP are congdeutside scope of SUPL. However, there are vario
environment dependent mechanisms

C. The R-SLP then forwards the location request tdH##l_P of the target subscriber, using RLP protoda
previously computed position which meets the retpee®oP is available at the H-SLP and, based drpthsition,
no natification or verification is required, the$-P SHALL directly proceed to step U. If, basedtioat position,
notification and verification or notification onlg required, the H-SLP SHALL proceed to step Hrdfieving
performed the SET Lookup and Routing Info procedufestep D. Based on the received ms-id the H-SHRLL
apply subscriber privacy against the client-id.

D. The H-SLP verifies that the target SET is curre®lyPL roaming. In addition the H-SLP MAY also vgrihat the
target SET supports SUPL.

NOTE: The specifics for determining if the SET is SUPkRmong or not is considered outside scope of SUPL.
However, there are various environment dependenhamgsms

E. The H-SLP allocates a session-id for the SUPL eassnd decides that the V-SPC will provide assistatata or
perform the position calculation. The H-SLP sendf&aP SSRLIR to the V-SLC to inform the V-SLC tlihe
target SET will initiate a SUPL positioning proceduMandatory parameters in SUPL START that areknotvn
to H-SLP (lid and SET capabilities) shall be popedbwith arbitrary values by H-SLP and be ignorgd/bSLP. If
the result of the privacy check in Step C indic#kes notification and verification is based on #wotual location of
the target SET user, the H-SLP will inform the V&hccordingly.

F. The V-SLC informs the V-SPC of a SUPL positionimgsion. As in this case the result of the privdwe in Step
D indicates that notification or verification isdgl on the actual location of the target SET ukerV-SLC will
inform the V-SPC that the collaboration betweenMeSnd V-SPC is needed to apply subscriber priaainst
the client-id once location is computed.

G. The V-SLC acknowledges that V-SPC is ready to eagag SUPL positioning procedure with an RLP SSRLI
back to the H-SLP. The message includes the addféks V-SPC.

H. The H-SLP initiates the location session with tld $i1sing the SUPL INIT message. The SUPL INIT mgssa
contains at least session-id, address of the V-pRRy/non-proxy mode indicator and the intendeslifiaming
method. If the result of the privacy check in SBemdicates that subscriber privacy check basedusrent location
is required, the H-SLP SHALL include the NotificatiMode element in the SUPL INIT message to indicat
notification based on current location and SHALL Ni@clude the notification element in the SUPL INflessage.

I. The SET analyses the received SUPL INIT. If fountb¢ non authentic SET takes not further actiotise@ise
the SET takes needed action preparing for estabéshor resumption of a secure connection. Ifép & the H-
SLP decided to use a previously computed positierSlUPL INIT message SHALL indicate this in a ‘rasiion’
posmethod parameter value and the SET SHALL respathda SUPL END message to the H-SLP carrying the
results of the verification process (access gramedccess denied). If no verification is requigedtification only)
the SET SHALL respond with a SUPL END message ¢dH5LP. The H-SLP SHALL then directly proceed to
step U.

J. The SET uses the address provisioned by the Hortvedxleto establish a connection to the H-SLP. TEd ghen
checks the proxy/non-proxy mode indicator to deteenif the H-SLP uses proxy or non-proxy mode.his tase
non-proxy mode is used and the SET SHALL send alSAIPTH REQ message to the H-SLP. The SUPL AUTH
REQ message contains the session-id and a hash mfdeived SUPL INIT message (ver).

K. The H-SLC creates SPC_SET_Key and SPC-TID to be fesenutual V-SPC/SET authentication. The H-SLP
forwards SPC_SET_Key and SPC-TID to the V-SLC tgtoan RLP SSRP message. The V-SLC forwards
SPC_SET_Key and SPC-TID to the V-SPC through irlesommunication.

L. The H-SLP returns a SUPL AUTH RESP to the SET. $U®L AUTH RESP message SHALL contain the
session-id, SPC_SET_Key and SPC-TID.

M. The SET will evaluate the Notification rules antide the appropriate actions. The SET checks thiication
mode indicator and determines that in this casedtiéication is performed based on the locatiothef SET. The
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SET establishes a secure connection to the V-SP@ding to the address received in step H. The &klTV-SPC
perform mutual authentication and the SET senddRLIPOS INIT message to start a SUPL positionirsgiea
with the V-SPC. The SUPL POS INIT message contaiisast session-id, SET capabilities and Locdtib(lid).
The SET capabilities include the supported positigmethods (e.g., SET-Assisted A-GPS, SET-Bas&iP5s)
and associated positioning protocols (e.g., RRUIRCRTIA-801 or LPP). The SET MAY provide NMR spécifor
the radio technology being used (e.g., for GSM: RXLEV). The SET MAY provide its position, if thesee
available and supported by both SET and V-SPC.SHE MAY set the Requested Assistance Data elemehki
SUPL POS INIT. The SET SHALL also release the catioa to the H-SLP.

N. The V-SPC informs the V-SLC that the positioninggedure is started. The V-SLC and the V-SPC maslootate
to determine an initial position of the SET to aidhe position determination process. If the aliposition
calculated based on information received in the ISBBS INIT message meets the requested QoP, theGd/-S
MAY directly proceed to step P and not engage 8U&L POS session.

0. Based on the SUPL POS INIT message including pdsmdét) supported by the SET, the V-SPC SHALL
determine the posmethod. If required for the pobkouitthe V-SPC SHALL use the supported positiomrgocol
(e.g., RRLP, RRC, TIA-801 or LPP) from the SUPL PIBISI message.

The SET and the V-SPC exchange several successsittoping procedure messages.
The V-SPC calculates the position estimate basdti@received positioning measurements (SET-AsHistethe
SET calculates the position estimate based ontassisobtained from the V-SPC (SET-Based).

P. As in this case in step F the V-SLC indicated tiwtfication or verification is based on the pasitiof the SET, the
V-SPC sends the calculated position to the SETSWBL REPORT message

Q. As in this case in step H the H-SLP indicated tiwification or verification is based on the pasitiof the SET, the
SET sends the calculated position to the H-SLPSUBL REPORT message.

R. The H-SLP applies subscriber privacy against th€ g&sition estimate. If, based on this positiortjfitation and
verification or natification only is required, the SLP SHALL send a SUPL NOTIFY message to the SHie
SUPL NOTIFY message contains notification elemdnhased on this position, no notification andifieation is
required, the H-SLP SHALL directly proceed to Step

S. The SET SHALL then send an SUPL NOTIFY RESPONSEsags to the H-SLP. If notification and verification
was required in step R then this will contain tleéfication response from the user.

T. Once the position calculation is complete the H-SERds a SUPL END message to the SET informirwattrio
further positioning procedure will be started ahdttthe positioning session is finished. The SERBHrelease all
resources related to this session.

U. The H-SLP sends the position estimate back to 8¢ Rin an RLP SRLIA message. The H-SLP SHALL re¢ea
all resources related to this session.

V. The R-SLP sends the position estimate back to thHelL.SAgent in an MLP SLIA message.
5.1.12.6 Roaming with H-SPC Positioning Successful Case — Non-Proxy-mode
SUPL Roaming where the H-SPC is involved in thetfwrysng calculation.
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Figure 26: Notification/Verification based on current location. Network Initiated Roaming with H-SPC Positioning

NOTE:

See Appendix D for timer descriptians

Successful Case — Non-Proxy-mode

A. The SUPL Agent issues an MLP SLIR message to tlygé&sting-SLP, with which SUPL Agent is associalete
Requesting-SLP SHALL authenticate the SUPL Aget @reck if the SUPL Agent is authorized for thevemr it
requests, based on the client-id received.
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B. The R-SLP determines the H-SLP based on the ratensid. If the R-SLP determines that the SUPL Agemit
authorized for this request, Step V will be retutméth the applicable MLP return code.

NOTE: The specifics for determining the H-SLP are congdeutside scope of SUPL. However, there are vario
environment dependent mechanisms

C. The R-SLP then forwards the location request tdH##_C of the target subscriber, using RLP protofca
previously computed position which meets the retpee®oP is available at the H-SLC and, based drptbsition,
no natification or verification is required, the$-C SHALL directly proceed to step U. If, basedtbat position,
notification and verification or notification onlg required, the H-SLC SHALL proceed to step Frdfisving
performed the SET Lookup and Routing Info procedufestep D.

D. Based on the received ms-id the H-SLC SHALL applyseriber privacy against the client-id. The H-SkeSifies
that the target SET is currently SUPL roaming.ddiion the H-SLC MAY also verify that the targeE® supports
SUPL.

NOTE: The specifics for determining if the SET is SUPRmong or not is considered outside scope of SUPL.
However, there are various environment dependenhamgsms

NOTE: Alternatively, the H-SLC may determine whether 8t€T is SUPL roaming in a later step using the iocat
identifier (lid) received from the SET.

E. The H-SLC informs the H-SPC of the pending SUPLitmsng session.

F. The H-SLC initiates the location session with tlierSising the SUPL INIT message. The SUPL INIT mgsesa
contains at least session-id, address of the H-BRRy/non-proxy mode indicator and the intendeslifianing
method. As in this case the result of the privaogok in Step D indicates that subscriber privagcktbased on
current location is required, the H-SLC SHALL indtuthe Notification Mode element in the SUPL INI'Essage
to indicate notification based on current locatéord SHALL NOT include the notification element iretSUPL
INIT message.

If in step C the H-SLC decided to use a previoasijmputed position the SUPL INIT message SHALL iatkcthis
in a ‘no position’ posmethod parameter value amdSET SHALL respond with a SUPL END message tdthe
SLC carrying the results of the verification pracéasccess granted, or access denied). If no vaiiit is required
(notification only) the SET SHALL respond with a BUEND message to the H-SLC. The H-SLC SHALL then
directly proceed to step U.

NOTE: Before sending the SUPL END message the SET SHAdrfopm the data connection setup procedure ofGtep

G. The SET analyses the received SUPL INIT. If founthé non authentic SET takes not further actioise@ise
the SET takes needed action preparing for estabéishor resumption of a secure connection.

H. The SET uses the address provisioned by the Horhedxeto establish a secure connection to the H-Slie
SET then checks the proxy/non-proxy mode indicaiatetermine if the H-SLC uses proxy or hon-proxgd@. In
this case non-proxy mode is used and the SET SH#rd a SUPL AUTH REQ message to the H-SLC. The SUPL
AUTH REQ message contains the session-id and adfdkk received SUPL INIT message (ver).

I.  The H-SLC creates SPC_SET_Key and SPC-TID to be fesenutual H-SPC/SET authentication. The H-SLC
forwards SPC_SET_Key and SPC-TID to the H-SPC tjinanternal communication and returns a SUPL AUTH
RESP message including SPC_SET_Key and SPC-TIBetSET.

J. The SET will evaluate the Notification rules antidw the appropriate actions. The SET checks th#ication
mode indicator and determines that in this casedtiéication is performed based on the locatiothef SET. The
SET establishes a secure connection to the H-SB@ding to the address received in step F. The 8&TH-SPC
perform mutual authentication and the SET then sen8UPL POS INIT message to start a positioniagige with
the H-SPC. The SUPL POS INIT message containsasat §ssion-id, SET capabilities and Location i@).(The
SET capabilities include the supported positionimgthods (e.g., SET-Assisted A-GPS, SET-Based A-GRS8)
associated positioning protocols (e.g., RRLP, RRB;801 or LPP). The SET MAY provide NMR specifiaiz
for the radio technology being used (e.g., for GIM; RXLEV). The SET MAY provide its position, ikse are
available and supported by both SET and H-SPC.SHIE MAY set the Requested Assistance Data elemehei
SUPL POS INIT. The SET SHALL also release the catina to the H-SLC and release all resources relehis
session.
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K. The H-SLC and H-SPC may collaborate to determinimigial position of the SET to aid in the position
determination process. If the initial position edéted based on information received in the SUPISPIT
message meets the requested QoP, the H-SPC MAdtIdipeoceed to step P.

L. The H-SLC sends an RLP SRLIR request to the V-3L&etermine an initial position for the SET . TheFR
request contains at least the msid and the Loc#lidfid). Optionally the H-SLC MAY forward NMR pnaded by
the SET to the V-SLP.

M. The V-SLP returns an RLP SRLIA message. The RLPISRhessage contains the position result (i.e. tiitéal
position of the SET).

N. The H-SLC sends the initial position to the H-SIFGhe initial position meets the requested Qole,HhSPC MAY
proceed directlyto step P without engaging in a SBPS session.

0. Based on the SUPL POS INIT message including pdsmdés) supported by the SET the H-SPC SHALL deteemi
the posmethod. If required for the posmethod tHeR€ SHALL use the supported positioning protocd.(e
RRLP, RRC, TIA-801 or LPP) from the SUPL POS INIEssage.

The SET and the H-SPC exchange several successiteoping procedure messages.
The H-SPC calculates the position estimate basebereceived positioning measurements (SET-Ashistethe
SET calculates the position estimate based ontassesobtained from the H-SPC (SET-Based).

P. As in this case in step E the H-SLC indicated ttadification or verification is based on the pawitiof the SET, the
H-SPC sends the calculated position to the SETSWAL REPORT message.

Q. As inthis case in step F the H-SLC indicated tiadification or verification is based on the pasitiof the SET, the
SET sends the calculated position to the H-SLCSU&L REPORT message.

R. The H-SLC applies subscriber privacy against th& pasition estimate. If, based on this positiortjfication and
verification or natification only is required, the SLP SHALL send a SUPL NOTIFY message to the SHie
SUPL NOTIFY message contains notification elemdnhased on this position, no notification andifieation is
required, the H-SLP SHALL directly proceed to Step

S. The SET SHALL then send an SUPL NOTIFY RESPONSEsags to the H-SLC. If notification and verification
was required in step R then this will contain tleéfitation response from the user.

T. Once the position calculation is complete the H-Sle@ds SUPL END message to the SET informing ftriba
further positioning procedure will be started ahdttthe positioning session is finished. The SERBHrelease all
resources related to this session.

U. The H-SLC sends the position estimate back to #8# R in an RLP SRLIA message. The H-SLC SHALL rekea
all resources related to this session.

V. The R-SLP sends the position estimate back to tHeL.SAgent by means in an MLP SLIA message.
5.1.13 Retrieval of Historical Positions and/or En  hanced Cell Sector
Measurements

In SUPL 2.0 a SET may store calculated positiomd@metwork measurements for later retrieval lgyribtwork. This
section describes the retrieval of stored histbpoaitions and/or enhanced cell/sector measuresnent

Please note that the concept of non-proxy mode otespply since the SET is not involved in a posihg session i.e. does
not directly communicate with the SPC.

5.1.13.1 Retrieval of Historical Position Results —  non-roaming successful case

The following call flow defines the retrieval ofdborical position results from the SET for non-raagn. In the context of
retrieval of historical position and/or enhancelilsector measurements non-roaming means that eetasell/sector
measurements which the SET reports were taken WelSET was not SUPL roaming.
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SUPL
Agent

H-SLP

Target
SET

MLP HLIR(ms-id, client-id, hist—paLa'ns)
Ll

SUPL INIT(session-id, posmethod=historical data retrieval, SLP mode, historic reportinqL

Data Connection
ST5 Setup

SUPL REPORT(session-id, positions/enhanced cell/sector measurements, ver)

MLP HLIA(posresults)

A

Figure 27: Retrieval of historical positions and/orenhanced cell/sector measurements — non-roaming

NOTE: See Appendix D for timer descriptians

A.

The SUPL Agent issues an MLP HLIR message to tf&R; with which SUPL Agent is associated. The H-SLP
SHALL authenticate the SUPL Agent and check if 8#PL Agent is authorized for the service it regsiglstised
on the client-id received. Further, based on tkeived ms-id the H-SLP SHALL apply subscriber pcivagainst
the client-id. The hist-params parameter in theRiriessage defines criteria to be applied by the \8Ean
selecting historical position to be reported to $¢PL Agent (e.g. time window, QoP, etc.).

The H-SLP initiates the retrieval of historical imss with the SET using the SUPL INIT messagee BUPL
INIT message contains at least session-id, posrde8Iid® mode and criteria for selecting stored hisab position
estimates and/or stored enhanced cell/sector nexasuts (historic reporting and optionally QoP).tétical data
retrieval is indicated by posmethdustorical data retrieval If the result of the privacy check in Step A icaties
that notification or verification to the target sahiber is needed, the H-SLP SHALL also includeNlotification
element in the SUPL INIT message. Before the SUNAIL Imessage is sent, the H-SLP also computes anessh
hash of the message.

The SET analyses the received SUPL INIT. If fountbé non authentic SET takes not further actiotise@ise
the SET takes needed action preparing for estabéishor resumption of a secure connection.

The SET will evaluate the Notification rules andldar the appropriate actions. The SET then esthblisa secure
connection to the H-SLP using an H-SLP addresshiistbeen provisioned by the Home Network to th€.SE
The SET selects historical position estimates artd&toric enhanced cell/sector measurements basduke criteria
received in step B and sends the positions anelitranced cell/sector measurements in a SUPL RER¥R$age
to the H-SLP. The SUPL REPORT message contaireaat the session-id and a hash of the received SNIFL
message (ver). After sending the SUPL REPORT mes#lag SET SHALL release all resources relatedlito t
session.

The H-SLP converts any enhanced cell/sector measunis received in step D into corresponding pasitio
estimates and reports the historical position estisito the SUPL Agent in a MLP HLIA message.

5.1.13.2 Retrieval of Historical Position Results —  roaming successful case

The following call flow defines the retrieval ofdborical position results from the SET for roamihgthe context of
retrieval of historical position and/or enhancet/sector measurements roaming means that enhamtiésector
measurements reported by the SET were taken WiglSET was SUPL roaming.
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UPL REPORT(session-id, positions/enhanced cell/sector meagurements, ver)

RLP-SRLIR(msid, lids)

m
4

ST4
RLP-SRLIA(msid, posresults)

> MLP HLIA(posresults)
-

Figure 28: Retrieval of historical positions and/orenhanced cell/sector measurements — roaming
NOTE: See Appendix D for timer descriptians

A. The SUPL Agent issues an MLP HLIR message to ti&_H; with which SUPL Agent is associated. The H-SLP
shall authenticate the SUPL Agent and check ifSb®L Agent is authorized for the service it regsiglsased on
the client-id received. Further, based on the xeckms-id the H-SLP shall apply subscriber privagginst the
client-id. The hist-params parameter in the HLIRsgagje defines criteria to be applied by the SEThveeéecting
historical position to be reported to the SUPL Agng. time window, QoP, etc.).

B. The H-SLP initiates the retrieval of historical fiimhs with the SET using the SUPL INIT messagee BUPL
INIT message contains at least session-id, posrde®8id® mode and criteria for selecting stored hishb position
estimates and/or stored enhanced cell/sector nexasuts (historic reporting). Historical data retakis indicated
by posmethodhistorical data retrieval If the result of the privacy check in Step A icaties that notification or
verification to the target subscriber is needed,HRSLP SHALL also include the Notification elemémthe SUPL
INIT message. Before the SUPL INIT message is $katH-SLP also computes and stores a hash of éiseage.

C. The SET analyses the received SUPL INIT. If foumth¢ non authentic SET takes not further actiotisevise
the SET takes needed action preparing for estabéshor resumption of a secure connection.

D. The SET will evaluate the Notification rules antider the appropriate actions. The SET then esthblisa secure
connection to the H-SLP using a H-SLP addresshtasteen provisioned by the Home Network to the.SET
The SET selects historical position estimates artdatoric enhanced cell/sector measurements basduke criteria
received in step B and sends the positions andiwareced cell/sector measurements in a SUPL REPOé#8Eage
to the H-SLP. The SUPL REPORT message contaireaat the session-id and a hash of the received SNIFL
message (ver). After sending the SUPL REPORT mes#lag SET SHALL release all resources relatediito t
session.

E. Ifiin step D the H-SLP received enhanced cell/setteasurements, the H-SLP converts them into positi
estimates. However, enhanced cell/sector measutsertaken while the SET was SUPL roaming, cannbeto
converted into position estimates by the H-SLP.sBhmeasurements are instead forwarded to the tasp¥eSLP
in a RLP-SRLIR message.

F. The V-SLP converts the enhanced cell/sector measnts into position estimates and returns the tesuthe H-
SLP in a RLP-SRLIA message.

G. The H-SLP reports the historical position estimatethe SUPL Agent in an MLP HLIA message.
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5.1.14 Network/SET capabilities Change for Area Eve nt Triggered
Scenarios
Area Event trigger scenarios which rely on areatdddetermine the trigger condition require updatif trigger parameters

after network change. The described mechanismegptdiNetwork Initiated, SET Initiated, Proxy andriNProxy scenarios
in the exact same way.

PL
SU H-SLP Target SET
Agent
A Ongoing Area Event Session
Network
B Change
SUPL TRIGGERED START (session-id, lid, SET capabilities, cause)
C gt
D Routing Info
uT1
Initialization of V-
E SLP
SUPL TRIGGERED RESPONSE (session-id, posmethods,
F | trigger_parameters)
G Continued Area Event Session

Figure 29: Network/SET capabilities change for AregEvent Trigger Scenarios
NOTE: See Appendix D for timer descriptians

An Area Event session is ongoing.

B. The SET monitors serving network identity and SEpabilities. If the SET detects that it has changetevorks
and the new serving network is not part of any doaded area id lists or if the SET detects thatSE&
capabilities have changed the SET continues toGtep

C. The SET attaches itself to the Packet Data Netwfdrks not already attached or establishes audiewitched data
connection. The SET then sends a SUPL TRIGGEREDRITAessage to request new event trigger parameters.
The SUPL TRIGGERED START message contains at kssdion-id, SET capabilities, Location ID (lid) asaise
for re-sending the SUPL TRIGGERED START message. BT capabilities include the supported positignin
methods (e.g., SET-Assisted A-GPS, SET-Based A-@GR&xssociated positioning protocols (e.g., RARRRC,
TIA-801 or LPP).

D. The H-SLP determines based on the lid receivederstUPL TRIGGERED START message if a session with a
SLP need to be established, terminated or handedtoanother V-SLP. If no communication with V-SisP
needed H-SLP proceed to step F.

E. Based onresultin step D, H-SLP informs conceMe&LP’s of the change according to section 5.1s8%p F & G
or section 5.1.11.1 steps G to I.
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F. The H-SLP sends SUPL TRIGGERED RESPONSE message BET including session-id, the positioning
method to be used for the area event triggeredoseand area event trigger parameters. The SUPIGGERED
RESPONSE message may contain the area ids of ¢edfied area for the area event triggered sestitime H-
SLP does not provide new trigger parameters irBtiEL TRIGGERED RESPONSE then the SET SHALL
maintain the previous trigger parameters.

G. The Area Event session continues.

5.1.15 Emergency Services Location Requests

Regulatory requirements will dictate the conditiomsler which the SET should accept emergency SBIPL inessages.
For example, in many cases, the regulatory requingsnonly require the SET to process emergency SNPLmessages if
the SET is currently engaged in an emergency Calhsequently, the conditions (under which the Stidukl accept
emergency SUPL INIT messages) are outside the safdpés document.

5.1.15.1 Non-Roaming Successful Case — Proxy mode

SUPL
Agent E-SLP Target SET
A MLP ELIR (ms-id, client ID, eqop)
Non-roaming Verification
B X
Routing Info
C SUPL INIT (session-id, posmethod, SLP mode, E-SLP address) _
Data Connection
D ST2 Setup
E SUPL POS INIT (session-id, lid, SET capabilities, ver)
uT2
F SUPL POS (session-id, RRLP/RRC/TIA-801/LPP)
G SUPL END (session-id) uTs
H MLP ELIA (posresult)

Figure 30: Network Initiated Emergency Services NofRoaming Successful Case — Proxy Mode

NOTE: See Appendix D for timer descriptians

A. SUPL Agent issues an MLP ELIR message to the E-8lifRA,which SUPL Agent is associated. The MLP ELIR
message may include the SET IP address and loaddian The E-SLP shall authenticate the SUPL Agadt
check if the SUPL Agent is authorized for the se\it requests, based on the client-id received.

If a previously computed position which meets thguested QoP is available at the E-SLP and nadgaitdn and
verification is required according to local regolgtrequirements, the E-SLP SHALL directly proceedtep H. If
notification and verification or notification onlg required, the E-SLP SHALL proceed to step B.

B. The E-SLP verifies that the target SET is currendy SUPL roaming

NOTE: The specifics for determining if the SET is SUPRmong or not is considered outside the scope oflSUP
However, there are various environment dependenhargésms

C. The E-SLP initiates the location session with tBF $ising the SUPL INIT message. The SUPL INIT mgssa
contains at least session-id, proxy/non-proxy madeator and the intended positioning method. ShEL INIT
SHALL contain the E-SLP address if the E-SLP isthetH-SLP for the SET. The SUPL INIT MAY contamet
desired QoP. The E-SLP SHALL also include Notificatelement in the SUPL INIT message indicatingatam
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for emergency services and, according to localleggry requirements, whether notification or vexdtfiion to the
target SET is or is not required. Before the SURLTImessage is sent the E-SLP also computes anessachash
of the message.

If in step A the E-SLP decided to use a previogsimputed position, the SUPL INIT message SHALL d¢adié this
in a ‘no position’ posmethod parameter value amd3SET SHALL respond with a SUPL END message cagrifive
results of the verification process (access gramedccess denied). If no explicit verificatiorrégjuired
(notification only) the SET SHALL respond with a BUEND message. The E-SLP SHALL then directly peace
to step H.

NOTE: Before sending the SUPL END message the SET SHAdrfopm the data connection setup procedure of step
D and use the procedures described in step Eadblis$t an IP connection to the E-SLP

The SET takes needed action preparing for estabéshor resumption of a secure connection.

E. The SET will evaluate the Notification rules antidar the appropriate actions. The SET also chelokgproxy/non-
proxy mode indicator to determine if the E-SLP ysexy or non-proxy mode. In this case, proxy misdesed,
and the SET SHALL establish a secure connectidhede-SLP using either the provisioned H-SLP dadked E-
SLP address, if no E-SLP address was receive@nGt or the E-SLP address received in step CSHiethen
sends a SUPL POS INIT message to start a positjseasion with the E-SLP. The SET SHALL send th@ISU
POS INIT message even if the SET supported positipiechnologies do not include the intended pasitig
method indicated in the SUPL INIT message. The SBBIS INIT message contains at least session-id, SET
capabilities, a hash of the received SUPL INIT rages(ver) and Location ID (lid). The SET capalabtinclude
the supported positioning methods (e.g., SET-Asdist-GPS, SET-Based A-GPS) and associated posigoni
protocols (e.g., RRLP, RRC, TIA-801 or LPP). TheTS¥AY provide NMR specific for the radio technology
being used (e.g., for GSM: TA, RXLEV). The SET MAYovide its position, if this is supported. The SEAY
set the Requested Assistance Data element in tRe. £OS INIT.

If a coarse position calculated based on infornmatézeived in the SUPL POS INIT message is avaltidt meets
the required QoP, the E-SLP SHALL directly procéedtep G and not engage in a SUPL POS session.

F. The E-SLP SHALL check that the hash of SUPL INITichas the one it has computed for this particldas®n.
Based on the SUPL POS INIT message including pdsmdés) supported by the SET the E-SLP SHALL then
determine the posmethod. If required for the pobptethe E-SLP SHALL use the supported positionirgiqzol
(e.g., RRLP, RRC, TIA-801 or LPP) from the SUPL PIQISI message.

The SET and the E-SLP MAY exchange several suogegsisitioning procedure messages.
The E-SLP calculates the position estimate basdatdereceived positioning measurements (SET-Ashistethe
SET calculates the position estimate based ontassesobtained from the E-SLP (SET-Based).

G. Once the position calculation is complete the E-SeRds the SUPL END message to the SET informitigitno
further positioning procedure will be started ahdttthe location session is finished. The SET SHA¢lease the IP
connection to the E-SLP and release all resousdated to this session.

H. The E-SLP sends the position estimate back to theLSAgent by means of the MLP ELIA message and&i&i P
SHALL release all resources related to this session
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5.1.15.2 Non-Roaming Successful Case — Non-Proxy mo
SUPL
Agent E-SLC E-SLP E-SPC
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Figure 31: Network Initiated Emergency Sevices NofRoaming Successful Case — Non-Proxy mode

NOTE:

See Appendix D for timer descriptians

A. SUPL Agentissues an MLP ELIR message to the Sltifipoment of the E-SLP, with which SUPL Agent is
associated. The MLP ELIR message may include tRelBE&ddress and location data. The E-SLC shall
authenticate the SUPL Agent and check if the SUBkr& is authorized for the service it requestsetham the

client-id received.

If a previously computed position which meets thguested QoP is available at the E-SLC and noicetidn and
verification is required according to local regolgtrequirements, the E-SLC SHALL directly proceedtep M. If
notification and verification or notification only required, the E-SLC SHALL proceed to step B.

B.

The E-SLP verifies that the target SET is currentdy SUPL roaming

The E-SLC MAY also verify that the target SET supgp&UPL.

NOTE:

However, there are various environment dependenhargésms

The specifics for determining if the SET is SUPkRmang or not is considered outside scope of SUPL.
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C. The E-SLC and E-SPC may exchange information nacg$s setup the SUPL POS session.

D. The E-SLC initiates the location session with tld $i1sing the SUPL INIT message. The SUPL INIT mgssa
contains at least session-id, address of the S&y/pon-proxy mode indicator and the intended fiasing
method. The SUPL INIT SHALL contain the E-SLP addrd the E-SLP is not the H-SLP for the SET. ThEPE
INIT MAY contain the desired QoP. The E-SLC shddleainclude the Notification element in the SUPLTN
message indicating location for emergency senaek according to local regulatory requirementsetiver
notification or verification to the target SET isis not required.

If in step A the E-SLC decided to use a previowsignputed position, the SUPL INIT message SHALL @ati this
in a ‘no position’ posmethod parameter value amd3IET SHALL respond with a SUPL END message cagrifive
results of the verification process (access gramedccess denied). If no explicit verificatiorrégjuired
(natification only) the SET SHALL respond with a BUEND message. The E-SLC SHALL then directly peste
to step M.

NOTE: Before sending the SUPL END message the SET SHAdrfopm the data connection setup procedure of step
E and use the procedures described in step Fdblisst an IP connection to the E-SLC

The SET takes needed action preparing for estabéshor resumption of a secure connection.

The SET establishes a secure connection to theEtSing either the provisioned H-SLP or defaulte8LEP
address, if no E-SLP address was received in step be E-SLP address provided in step D. The Bien checks
the proxy/non-proxy mode indicator to determinthé E-SLP uses proxy or non-proxy mode. In thi® cam-

proxy mode is used and the SET SHALL send a SUPTAREQ message to the E-SLC.The SUPL AUTH REQ
message contains the session-id and a hash afdbived SUPL INIT message (ver).

G. The E-SLC creates SPC_SET_Key and SPC-TID to be fesenutual E-SPC/SET authentication and sends inot
an SUPL AUTH RESP message to the SET. The E-SL&fatsvards SPC_SET_Key and SPC-TID to the E-SPC
through internal communication.

H. The SET will evaluate the Notification rules antider the appropriate actions. The SET establisimelPa
connection to the E-SPC according to the addressved in step D. The SET and E-SPC may perfornuaiut
authentication and the SET sends a SUPL POS INSsage to start a positioning session with the E-SR€
SET SHALL send the SUPL POS INIT message evereif3BT supported positioning technologies do ndtude
the intended positioning method indicated in the®’SUNIT message. The SUPL POS INIT message contdins
least session-id, SET capabilities and Locatioifli). The SET capabilities include the supportediponing
methods (e.g., SET-Assisted A-GPS, SET-Based A-@GR&xssociated positioning protocols (e.g., RARRRC,
TIA-801 or LPP). The SET MAY provide NMR specifiorfthe radio technology being used (e.g., for GIK;
RXLEV). The SET MAY provide its position, if thisisupported. The SET MAY set the Requested AssistBrata
element in the SUPL POS INIT. The SET SHALL alslease the IP connection to the E-SLC and releédse al
resources related to this session.

I. The E-SLC and E-SPC may collaborate to determiedértitial location or coarse location of the SETaid in the
position determination process. If the initial lboa meets the requested QoP, the E-SLP proceestslglito step
K.

J. Based on the SUPL POS INIT message including pdsmdés) supported by the SET the E-SPC SHALL detegmi
the posmethod. If required for the posmethod tI&PE SHALL use the supported positioning protoca.(e
RRLP, RRC, TIA-801 or LPP) from the SUPL POS INI'Essage
The SET and the E-SPC MAY exchange several suseepssitioning procedure messages.

The E-SPC calculates the position estimate baseldeoreceived positioning measurements (SET-AsHistethe
SET calculates the position estimate based ontassisobtained from the E-SPC (SET-Based).

K. Once the position calculation is complete the E-SB@s the SUPL END message to the SET informitiitno
further positioning procedure will be started ahdttthe SUPL session is finished. The SET SHALEaset the IP
connection to the E-SPC and release all resouetat®d to this session.

L. The E-SPC also informs the E-SLC of the end ofSb®L session. Unless the E-SLC already knows tkiipo,
e.g., from step |, the E-SPC informs the E-SLChef determined position from step J. The E-SPC SHadlease
all resources related to this session.
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M. The E-SLC sends the position estimate back to YeLSAgent using an MLP ELIA message. The E-SLC SHAL
release all resources related to this session.

5.1.15.3 Roaming with V-SLP Positioning Successful Case — Proxy mode
SUPL Roaming where the V-SLP is involved in theifiasing calculation.

SUPL V-SLP E-SLP Target SET
Agent
A MLP ELIR (msid, client-id, eqop) o
Roaming Verification
B Routing Info
c RLP-SSRLIR(SUPL START (session-id, msid, eqop))
ST3
D RLP-SSRLIA(SUPL RESHONSE (session-id))
SUPL INIT (session-id, posmethod, SLP mode,
E E-SLP Address) ]
Data connection
F ST2 setup
G SUPL POS INIT (session-id, lid, SET capabilities, ver)
RLP-SSRP (SUPL POS INIT(session-id, lid SET capabilities) UT?2
| RLP-SSRR(SUPL POS (session-id)) | SUPL POS (session-id, RRLP/RRC/TIA-801/
LPP)
J RLP:SSRP (SUPL END(sessiontid, posresult)
> uT3
K SUPL END (session-id)
L MLP ELIA (posresult)

Figure 32: Network Initiated Emergency Services Roaing with V-SLP Positioning Successful Case — Proxyode
NOTE: See Appendix D for timer descriptians

A. SUPL Agentissues an MLP ELIR message to the E-8lifR,which SUPL Agent is associated. The MLP ELIR
message may include the SET IP address and loaddian The E-SLP SHALL authenticate the SUPL Agerd
check if the SUPL Agent is authorized for the se\it requests, based on the client-id received pifeviously
computed position which meets the requested Qakaitable at the E-SLP and no notification andfieation is
required according to local regulatory requiremgtiits E-SLP SHALL directly proceed to step L. Itifioation
and verification or notification only is requirethe E-SLP SHALL proceed to step E.

B. The E-SLP verifies that the target SET is curreBWYPL roaming

NOTE: The specifics for determining if the SET is SUPRming or not is considered outside the scope oflSUP
However, there are various environment dependenhargésms

C. The E-SLP sends an RLP SSRLIR to the V-SLP to inftre V-SLP that the target SET will initiate a SUP
positioning procedure. Mandatory parameters in SSPART that are not known to E-SLP (lid and SET
capabilities) shall be populated with arbitraryued by E-SLP and be ignored by V-SLP. The SET gfatie
session-id will not be included in this messageéh®yE-SLP to distinguish this scenario from a Shiidted
scenario.
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D. The V-SLP acknowledges that it is ready to initi@at8UPL positioning procedure with an RLP SSRLIAl# the
E-SLP.

E. The E-SLP initiates the location session with tBd $ising the SUPL INIT message. The SUPL INIT mgssa
contains at least session-id, proxy/non-proxy madeator and the intended positioning method. $hEL INIT
SHALL contain the E-SLP address if the E-SLP isthetH-SLP for the SET. The SUPL INIT MAY contamet
desired QoP. The E-SLP SHALL also include Notificatelement in the SUPL INIT message indicatingtam
for emergency services and, according to localleggry requirements, whether notification or vexdtiion to the
target SET is or is not required. Before the SURLTImessage is sent the E-SLP also computes anekshchash
of the message.

If in step A the E-SLP decided to use a previogsimputed position the SUPL INIT message SHALL iatkcthis
in a ‘no position’ posmethod parameter value amd3ET SHALL respond with a SUPL END message tdthe
SLP carrying the results of the verification pracésccess granted, or access denied). If no vatidiit is required
(notification only) the SET SHALL respond with a BUEND message to the E-SLP. The E-SLP SHALL then
directly proceed to step L.

NOTE: Before sending the SUPL END message the SET SHAdrfopm the data connection setup procedure of step
F and use the procedures described in step Gadblisst an IP connection to the E-SLP

F. The SET takes needed action preparing for estabéshor resumption of a secure connection.

G. The SET will evaluate the Notification rules antldw the appropriate actions. The SET also chelskgproxy/non-
proxy mode indicator to determine if the E-SLP ysexy or non-proxy mode. In this case, proxy misdesed,
and the SET SHALL establish a secure connectidhede-SLP using either the provisioned H-SLP oadkéd E-
SLP address, if no E-SLP address was receive@nEtor the E-SLP address received in step ESHiethen
sends a SUPL POS INIT message to start a positjseasion with the E-SLP. The SET SHALL send th@ISU
POS INIT message even if the SET supported positiptechnologies do not include the intended pasitig
method indicated in the SUPL INIT message. The SBBIS INIT message contains at least session-id, SET
capabilities, a hash of the received SUPL INIT rages(ver) and Location ID (lid). The SET capalabtinclude
the supported positioning methods (e.g., SET-Asdist-GPS, SET-Based A-GPS) and associated positjoni
protocols (e.g., RRLP, RRC, TIA-801 or LPP). TheT9®AY optionally provide NMR specific for the radio
technology being used (e.g., for GSM: TA, RXLEVHeTSET MAY provide its position, if this is suppedt The
SET MAY set the Requested Assistance Data elemehei SUPL POS INIT.

H. The E-SLP SHALL check that the hash of SUPL INITichas the one it has computed for this particidas®n.
The E-SLP then tunnels the SUPL POS INIT messatjeety/-SLP.

I. Based on the SUPL POS INIT message including pdsmdés) supported by the SET, the V-SLP SHALL
determine the posmethod. If required for the pokottthe V-SLP SHALL use the supported positiorpngtocol
(e.g., RRLP, RRC, TIA-801 or LPP) from the SUPL PINISI message. If the V-SLP already calculated sitmn
satisfying the requested QoP the V-SLP termindtegbsitioning session and informs the E-SLP atimut
termination and position by sending a SUPL ENDhi® E-SLP tunnelled over RLP. The E-SLP proceedsgp K
and returns the positioning result. The SET andM8LP MAY exchange several successive positiopiragedure
messages, tunnelled over RLP via the E-SLP.

The V-SLP calculates the position estimate basetth®meceived positioning measurements (SET-Ashistethe
SET calculates the position estimate based ontassisobtained from the V-SLP via E-SLP (SET-Based)

J. Once the position calculation is complete the V-SkERds the SUPL END message towards the SET, wghich
tunnelled over RLP via the E-SLP. The V-SLP SHAIelease all resources related to this session.

K. The E-SLP forwards the SUPL END to the SET infomgnitrthat no further positioning procedure will started
and that the location session is finished. The SHALL release the IP connection to the E-SLP atebhse all
resources related to this session.

L. The E-SLP sends the position estimate back to thHeLSAgent by means of the MLP ELIA message.
5.1.15.4 Roaming with V-SPC Positioning Successful Case — Non-Proxy-mode

SET Roaming where the V-SLP is involved in the posing calculation.
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i;fnLt E-SLP V-SLC V-SPC Target SET
V-SLP
A MLP ELIR (msid, client-id, eqo|
B Roaming Verification
Routing Info
c RLP-SSRLIR(SUPL START (session-id, msid, eqop))
D Imternal Initializatign
ST3 -~ l—
E RLP-SSRLIA(SUPL|RESPONSE (session-id, posmethod V-SPC address))
E SUPL INIT (session-id, VI-SPC address, posmethod, SLP mode, E-SLP |address)
G Data connection
PT1 setup
H » SUPL AUTH REQ (session-id, ver)
I RLP-SSRP(AUTH RESP@eisisqu-quSiE’Qﬁ»SE T_Key, SPC-TID)
nternal Commynigation

uT4

J SUPL AUTH RESP (session-id, SPG_SET_Key, SPC-TID)
777777777 SUPL POS INIT (session-id, lid, SET capabilities)
K ST2 In ;nal Communication uT?2
L SUPL POS (session-id,
RRLP/RRC/TIA-801/LPP)

M SUPL END (session-id) UT3
N Inﬂrla?IEQrpmuini’cation
o RLP-SSRP (SUPL END(session-id, posresult)
= MLP ELIA (posresult)

Figure 33: Network Initiated Emergency Services Roaing with V-SPC Positioning Successful Case — Nordxy-

mode

NOTE: See Appendix D for timer descriptians

A.

B.

SUPL Agent issues an MLP ELIR message to the E-8iitR,which SUPL Agent is associated. The MLP ELIR
message may include the SET IP address and loaddian The E-SLP SHALL authenticate the SUPL Agerd
check if the SUPL Agent is authorized for the ses\vit requests, based on the client-id receiveal pifeviously
computed position which meets the requested Qakaitable at the E-SLP and no notification andfieation is
required according to local regulatory requiremetiits E-SLP SHALL directly proceed to step P. Ifification
and verification or notification only is requireithe E-SLP SHALL proceed to step F after havingqrend the
Roaming Verification and Routing Info procedurestep B.

The E-SLP verifies that the target SET is curreBWyPL roaming

NOTE: The specifics for determining if the SET is SUPkRmong or not is considered outside scope of SUPL.

C.

However, there are various environment dependenhamsms

The E-SLP allocates a session-id for the SUPL gesaid decides that the V-SPC will provide asststatata or
perform the position calculation. The E-SLP semd&®BP SSRLIR to the V-SLC to inform the V-SLC thlae
target SET will initiate a SUPL positioning proceduMandatory parameters in SUPL START that areknotvn
to E-SLP (lid and SET capabilities) shall be popadawith arbitrary values by E-SLP and be ignorg/kSLP.
The SET part of the session-id will not be includtethis message by the E-SLP to distinguish tbénario from a
SET Initiated scenario.
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D. The V-SLC informs the V-SPC of an incoming SUPLIiforing session.

E. The V-SLC acknowledges that V-SPC is ready toatgtia SUPL positioning procedure with an RLP SSRh&ék
to the E-SLP. The message includes at least seissippsmethod and the address of the V-SPC.

F. The E-SLP initiates the location session with tB $ising the SUPL INIT message. The SUPL INIT mgssa
contains at least session-id, address of the V-pRRy/non-proxy mode indicator and the intendeslifianing
method. The SUPL INIT SHALL contain the E-SLP addrd the E-SLP is not the H-SLP for the SET. ThEPE
INIT MAY contain the desired QoP. The E-SLP SHAUsa@include Naotification element in the SUPL INIT
message indicating location for emergency senaces according to local regulatory requirementsgtivar
notification or verification to the target SET isis not required.

If in step A the E-SLP decided to use a previogsimputed position the SUPL INIT message SHALL iatkcthis
in a ‘no position’ posmethod parameter value amdSET SHALL respond with a SUPL END message tdethe
SLP carrying the results of the verification pracésccess granted, or access denied). If no vatidiit is required
(natification only) the SET SHALL respond with a BUEND message to the E-SLP. The E-SLP SHALL then
directly proceed to step P.

NOTE: Before sending the SUPL END message the SET SHAdrfopm the data connection setup procedure of step
G and use the procedures described in step Hables$t an IP connection to the E-SLP

G. The SET takes needed action preparing for estaéshor resumption of a secure connection.

H. The SET establishes a secure connection to theFELSIng either the provisioned H-SLP or defaukesLP
address, if no E-SLP address was received in stepthe E-SLP address provided in step F. The tBEfi checks
the proxy/non-proxy mode indicator to determinthé E-SLP uses proxy or non-proxy mode. In thi® cam-
proxy mode is used and the SET SHALL send a SUPTHAREQ message to the E-SLP. The SUPL AUTH REQ
message contains the session-id and a hash ddbyed SUPL INIT message (ver).

I. The E-SLC creates SPC_SET_Key and SPC-TID to b fesenutual V-SPC/SET authentication. The E-SLP
forwards SPC_SET_Key and SPC-TID to the V-SLC tgtoan RLP SSRP message. The V-SLC forwards
SPC_SET_Key and SPC-TID to the V-SPC through irlesommunication.

J. The E-SLP returns a SUPL AUTH RESP to the SET. JUPL AUTH RESP message SHALL contain the session-
id, SPC_SET_Key and SPC-TID.

K. The SET will evaluate the Notification rules antide the appropriate actions. The SET establisimePa
connection to the V-SPC according to the addressived in step F. The SET and V-SPC may perforrmuaiut
authentication and the SET sends a SUPL POS INSsage to start a SUPL positioning session with/HsPC.
The SET SHALL send the SUPL POS INIT message evitre iISET supported positioning technologies do not
include the intended positioning method indicatethie SUPL INIT message. The SUPL POS INIT message
contains at least session-id, SET capabilitieslarodtion ID (lid). The SET capabilities include thepported
positioning methods (e.g., SET-Assisted A-GPS, 8&%ed A-GPS) and associated positioning protoeos, (
RRLP, RRC, TIA-801 or LPP). The SET MAY provide NMiRecific for the radio technology being used (dag.
GSM: TA, RXLEV). The SET MAY provide its positioif,this is supported. The SET MAY set the Requested
Assistance Data element in the SUPL POS INIT. TE& SHALL also release the IP connection to the E-ahd
release all resources related to this session.

The V-SPC informs the V-SLC that the positioninggadure is started.

L. Based onthe SUPL POS INIT message including pdsdés) supported by the SET, the V-SPC SHALL
determine the posmethod. If required for the pobotitthe V-SPC SHALL use the supported positiomrajocol
(e.g., RRLP, RRC, TIA-801 or LPP) from the SUPL PIQISI message.

The SET and the V-SPC MAY exchange several suagegsisitioning procedure messages. If the V-SP€&adly
calculated a position satisfying the requested GeR/-SPC terminates the positioning session wistu&L END
and informs the V-SLC about the termination. Th&MZ proceeds to step O and returns the positiomsgit.
The V-SPC calculates the position estimate basdatd@received positioning measurements (SET-AsBistethe
SET calculates the position estimate based ontassisobtained from the V-SPC (SET-Based).

M. Once the position calculation is complete the V-3@@ds a SUPL END message to the SET informirmgattrio
further positioning procedure will be started ahdttthe positioning session is finished. The SERBHrelease all
resources related to this session.
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N. The V-SPC informs the V-SLC that the positioningqadure is completed and returns the position t.eBlaé V-
SPC SHALL release all resources related to thisiges

O. The V-SLC sends a RLP SSRP to the E-SLP carryiagtsition result. The V-SLC SHALL release all neses
related to this session.

P. The E-SLP sends the position estimate back to thHeLSAgent by means of the MLP ELIA message
5.1.16 Immediate Location Request Exception Procedu res
5.1.16.1  SET does not allow Positioning for non roa  ming

After receiving a SUPL INIT message the SET exexthie notification/verification procedure. In tigenario, the
subscriber rejects the location request. The tall §hown in Figure 34 applies to both proxy and-pooxy mode.

igznlj[ H-SLP Target SET

A MLP SLIR (ms-id, Ics-client-id, qop)
SET Lookup,
B Routing Info
c SUPL INIT (session-id, posmethod, SLP mode) _
D ST2 Data Connection
Setup
E SUPL END (session-id, status code = consentDeniedByUser, ver)
MLP SLIA (ms-id, Ics-client, error-code)
F -t

Figure 34: Network Initiated SET User denies Positining for non roaming
NOTE: See Appendix D for timer descriptians

A. SUPL Agent sends an MLP SLIR message to the H-%&fitR,which the SUPL Agent is associated. The H-SLP
SHALL authenticate the SUPL Agent and check if 8#PL Agent is authorized for the service it reqedsbased
on the client-id received. Further, based on tkeived ms-id the H-SLP SHALL apply subscriber pcivagainst
the client-id.

B. The H-SLP verifies that the target SET is currentty SUPL roaming. The H-SLP may also verify tlneg target
SET supports SUPL.

NOTE: The specifics for determining if the SET is SUPRmong or if the SET supports SUPL is consideredodut
scope for SUPL (there are various environment dégretmechanisms)

C. The H-SLP initiates the location session with tlE $ising the SUPL INIT message. The SUPL INIT mgesa
contains at least session-id, proxy/non-proxy madeator and the intended positioning method his tase the
result of the privacy check in Step A indicated thatification or verification to the target subibar is needed, and
the H-SLP therefore includes the Notification eletria the SUPL INIT message.

D. The SET analyses the received SUPL INIT. If foumth¢ non authentic SET takes not further actiotise@ise
the SET takes needed action preparing for estabishor resumption of a secure connection.

E. The SET SHALL establish a secure connection td#&L.P. The SET evaluates the notification rules aledts the
subscriber of the position request. In this caseuser rejects the location request, either byiekglction or
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implicitly by not responding to the notificatiométhe SET returns to the H-SLP the SUPL END messag
containing the session-id, a hash of the receil¢LSINIT message (ver) and the status code
consentDeniedByUser

F. The H-SLP sends the position response, contaihiagns-id, client-id, and the appropriate error-cbdek to the
SUPL Agent using an MLP SLIA message.

5.1.16.2 SET does not allow Positioning for roaming with V-SLP Positioning

After receiving a SUPL INIT message the SET exexthie notification/verification procedure. In tigenario, the
subscriber rejects the location request. The Ml §hown in Figure 35 applies to both proxy and-pooxy mode for
roaming with V-SLP.

PL
SU R-SLP V-SLP H-SLP Target SET
Agent
A MLP SLIR (msid, client-id, eqop)
Routing Info
C RLP SRLIR (msid, client-id, eqop)
D SET Lookup
Routing Info
E RLP-SSRLIR(SUPL START (session-id, msid)
ST3
RLP-SSRLIA(SUPL RESPONSE (session-id))
F
SUPL INIT (session-id, posmethod, SLP mode)
G
Data connection
H ST2 setup
RT1
| SUPL END (session-id, status code
= consentDeniedByUser, ver)
RLP-SSRP (SURL END(session-id,
J status code = consentDeniedByUser))
K RLP SRLIA (posresult)
L ‘MLP SLIA (posresult)

Figure 35: Network Initiated SET User denies Positining for roaming with V-SLP Positioning
NOTE: See Appendix D for timer descriptians

A. SUPL Agent issues an MLP SLIR message to the R-@itR,which SUPL Agent is associated. The R-SLP
SHALL authenticate the SUPL Agent and check if 8é#PL Agent is authorized for the service it regsiglstised
on the client-id received.

B. The R-SLP determines the H-SLP based on the ratensid. If the R-SLP determines that the SUPL Agemniot
authorized for this request, Step L will be returméth the applicable MLP return code.

NOTE: The specifics for determining the H-SLP are congdeutside scope of SUPL (there are various engnient
dependent mechanisms).

C. The R-SLP forwards the location request to the H-8E the target subscriber, using the RLP protdgated on
the received ms-id the H-SLP SHALL apply subscrifxévacy against the client-id. If a previously qomed
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D.

position which meets the requested QoP is availatillee H-SLP, the H-SLP SHALL proceed to step @raf
having performed the step D.

The H-SLP verifies that the target SET is curre®lPL roaming. In addition the H-SLP MAY also vgrihat the
target SET supports SUPL.

NOTE: The specifics for determining if the SET is SUPkRmong or if the SET supports SUPL is consideredobut

scope for SUPL (there are various environment dég@etnmechanisms).

The H-SLP sends an RLP SSRLIR to the V-SLP to mfthie V-SLP that the target SET will initiate a SUP
positioning procedure. Mandatory parameters in SSPART that are not known to H-SLP (lid and SET
capabilities) shall be populated with arbitraryued by H-SLP and be ignored by V-SLP. The SET gfattte
session-id will not be included in this messageh®eyH-SLP to distinguish this scenario from a Shifidted
scenario.

The V-SLP acknowledges that it is ready to initat8UPL positioning procedure with an RLP SSRLIAlbt the
H-SLP.

The H-SLP initiates the location session with tlR $ising the SUPL INIT message. The SUPL INIT mgesa
contains at least session-id, proxy/non-proxy madeator and the intended positioning method his tase the
result of the privacy check in Step C indicated tiwification or verification to the target subibar is needed and
the H-SLP therefore includes the Notification elatria the SUPL INIT message. Before the SUPL INI&éssage
is sent the H-SLP also computes and stores a Hidbh message.

If in step C the H-SLP decided to use a previogsinputed position the SUPL INIT message SHALL iatkcthis
in a ‘no position’ posmethod parameter value.

The SET analyses the received SUPL INIT. If fountbé non authentic SET takes not further actiotise@vise
the SET takes needed action preparing for estabéshor resumption of a secure connection.

The SET SHALL establish a secure connection td#®P. The SET evaluates the notification rules aledts the
subscriber of the position request. In this caseutter rejects the location request, either byiekglction or
implicitly by not responding to the notificatiomathe SET returns a SUPL END message to the HeShRaining
the session-id, a hash of the received SUPL INISgage (ver) and the status cadesentDeniedByUser

The H-SLP SHALL check that the hash of SUPL INITtames the one it has computed for this particidasi®n.
The H-SLP then tunnels the SUPL END message tviBeP.

The H-SLP sends an RLP SRLIA message to the R-Bdidting the error condition user rejected logatiequest.
The H-SLP SHALL release all resources related imghssion.

The R-SLP sends an MLP SLIA message to the SUPIntAigdicating the error condition user rejectedatimn
request.

5.1.16.3 SET does not allow Positioning for roaming with H-SLP Positioning

This scenario is identical for ULP messaging tortba-roaming scenario (see section 5.1.16.1).

5.1.16.4  Notification based on current location — S  ET denies permission

During a Network-Initiated SUPL session in whiclke BET is asked for verification based on currecéfion, if the SET
returns a SUPL NOTIFY RESPONSE with a response ¢fpéot Allowed, the H-SLP SHALL respond with a SUEND
which may contain a status code of “consentDeni&biy”.
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H-SLP SET

\ \
A SUPL session in progress, leading up to SUPL NOTIFY and
SUPL NOTIFY RESPONSE exchange between H-SLP and SET

SUPL NOTIFY (contains notification type of “notification and
verification”)
B >

SUPL NOTIFY RESPONSE (contains notification
response type of “Not Allowed”)

SUPL END

Y

Propagation of error
E code back to SUPL
Agent

Figure 36: Notification based on current location -SET denies permission

NOTE: If the SUPL NOTIFY contains notification type “nfitiation only”, the contents of the SUPL Notify pesise
SHALL be ignored by the H-SLP and the SUPL sessluall continue as per the success case of thabsess

A. A Network-initiated location request has occuriecgither a roaming or non-roaming scenario, inclitthe call
flow has progressed to a SUPL NOTIFY message withtdication type of “notification and verificati being
sent from the H-SLP to the SET.

B. A SUPL NOTIFY message sent from the H-SLP to th& 8fEh a notification type of “notification and
verification”.

C. The SET responds with a SUPL NOTIFY RESPONSE coimgia response type of “Not Allowed” to deny camise
for the location attempt

D. The H-SLP SHALL send a SUPL END which may contaistatusCode of “consentDeniedByUser” to the SET.
The SET SHALL release all resources related togbgsion.

E. The H-SLP then propagates the appropriate erroe badk to the SUPL Agent using the same messagied) u
when notification based on current location is neofuired.
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5.1.16.5 Authorization Failure at H-SLP

SUPL
Agent

H-SLP Target SET

MLP SLIR (ms-id, client-id, qop)

A >
Authorization
B Failure

C P MLP SLIA (ms-id, client-id, status code)

Figure 37: Network Initiated Authorization Failure H-SLP

A. SUPL Agent issues an MLP SLIR message to the H-8iitR,which the SUPL Agent is associated. The H-SLP
shall authenticate the SUPL Agent and check ifSb®L Agent is authorized for the service it regsielsased on
the client-id received. Further, based on the keckims-id the H-SLP shall apply subscriber privagginst the
client-id.

B. Authorization failure occurs at the H-SLP. This nieeydue to i) the SUPL Agent is not registeredhatHi-SLP for
location requests, or ii) the H-SLP determines thatlocation request should be barred upon perfayprivacy
check.

C. The H-SLP sends the position response, contaihiagris-id, client-id, and the appropriate error-cbdek to the
SUPL Agent by means of the MLP SLIA message.

5.1.16.6 Authorization Procedure at V-SLP

H-SLP V-SLP

RLP SRLIR or RLP SSRLIR
A
B Authorization
Failure
RLP SRLIA or RLP SSRLIA (result =
"UNAUTHORIZED APPLICATION")
C -

Figure 38: Network Initiated Authorization Failure V-SLP

A. H-SLP sends an RLP SRLIR or RLP SSRLIR to V-SLP.

B. Authorization failure occurs at the V-SLP. The VF5Will send RLP SRLIA or RLP SSRLIA with result ecod
“UNAUTHORIZED APPLICATION" to the H-SLP. This mayeédue to the fact that there is no roaming agreémen
between SUPL providers of V-SLP and H-SLP.

C. The V-SLP sends an authorization failure to H-SLP.
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5.1.16.7 SUPL Protocol Error

When during a SUPL session either the SLP or the r8Eeives a message, which cannot be processtbe bgceiving
entity due to SUPL protocol error, the receivingitgrshall send a SUPL END message to the senditityencluding a
status code indicating protocol error.

Possible protocol error cases can be
. mandatory and/or conditional parameter is missing
. wrong parameter value
. unexpected message
. invalid session-id
. positioning protocol mismatch

A SUPL INIT message that is found to be non-autlegsee 6.1.6) does not constitute a protocol exnok no SUPL END
message shall be sent.

The SUPL END message includes the valid sessiaatigally being used in the session. When an inision-id has
been received the invalid session-id shall be netito the sending entity along with the statuscod

A received session-id is invalid if:
. It does not correspond to an open session

. In case of the SUPL INIT message, the session4itssing SLP Session ID or contains SET Session ID.

Afterwards, the SLP and the SET release the reseugtated to this session at the Lup interface.

The SLP sends a positioning error back to the SAg§nt by means of the MLP SLIA message if no posigstimate can
be evaluated out of the available data. Othenifiggivacy checks passed, the SLP sends the ewaymtisition estimate
back to the SUPL Agent.

The described processing for protocol error dodg apply to messages on the SUPL level. Exceptishéch occur during
application of the specific positioning protocatsq., RRLP, RRC, TIA-801 or LPP) shall be handlgdrizans of the
exception procedure specific for this positionimgtpcol along with the related messages.

The following SUPL protocol error types, attribuako either the SLP or the SET, are addressetidogéneral exception
procedure shown below:

. Missing mandatory parameter(s)
. Wrong parameter value
. Unexpected message

. Positioning protocol mismatch
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SLP SET
or SET or SLP
A Network-initiated location service in progress, leading up to SUPL

messaging exchange between SLP and SET

B SUPL message (contains SUPL protocol error)

Y

SUPL END (status code)

D Propagation of appropriate error code from the SLP to the
network-based SUPL Agent

Figure 39: Network Initiated SUPL Protocol Error

A. A network-initiated location request has occurmeavhich the call flow has progressed to the SUPksaging
exchange between the SLP and the SET.

B. A SUPL message sent from either the SLP or the &ftains a protocol error (i.e., missing mandaf@asameters,
wrong parameter value, or unexpected message).iSessage, if sent by the SLP, may be SUPL INIThsuc
message, if sent by the SET, may be SUPL POS INIT.

C. The recipient (either the SLP or SET) of the SURtssage containing the protocol error respondsaviuPL
END message containing the status code for thefgppotocol error. Afterwards, both sides releafiaesources
related to this session at the Lup interface.

D. The SLP sends the position response, containinghthil, client-id, and the appropriate error-codekato the
SUPL Agent by means of the MLP SLIA message

5.1.16.8  SUPL timer expiration
When either a SLP or a SET timer expires, the mhodescribed in Appendix D shall be followed.
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5.1.17 Triggered Location Requests Exception Proced  ures

5.1.17.1 SET does not allow the Triggered Positioni  ng

SUPL

Agent H-SLP Target SET
A MLP TLRR (ms-id, client-id)

SET Lookup,
B Routing Info
c _ SUPL INIT (session-id, posmethod, notification, SLP mode)
D ST2 Data Connection
Setup

E SUPL END (session-id, status code = consentDeniedByUser, ver)
£l MLP TLRA (result)

Figure 40: Network Initiated Triggered location, SET User denies Positioning

NOTE: See Appendix D for timer descriptians

A.

F.

The SUPL Agent issues an MLP TLRR message to tist Pifor the target SET. The H-SLP shall authergithée
SUPL Agent and check if the SUPL Agent is authatif@ the service it requests, based on the cliznecived.
Further, based on the received msid the H-SLP apally subscriber privacy against the client-id.

The H-SLP verifies that the garget SET is currenty SUPL roaming. The H-SLP may also verify thet target
SET supports SUPL.

The H-SLP initiates the location session with tBS $ising the SUPL INIT message. In this case thBISINIT
message contains at least session-id, trigger pyp&y/non-proxy mode indicator and the intendesdigianing. If
the result of the privacy check in Step A indicatest notification or verification to the targetoseriber is needed,
the H-SLP SHALL also include Notification elementthe SUPL INIT message.

When the SUPL INIT is received by the SET it wither attach itself to Packet Data Network if inist attached at
the time being or establish a circuit switched datanection.

The SET evaluates the notification rules and atbdssubscriber of the position request. In thiedhae user rejects
the Triggered location request, either by exphgcition or implicitly by not responding to the natétion, and the
SET returns to the H-SLP the SUPL END message tonggthe session-id, hash of the SUPL INIT message
the status code indicating the error reason.

The H-SLP sends the SLP TLRA message to SUPL Adéret.message contains result which including resde
indicating the error reason.

NOTE: The MLP TLRA may be sent earlier at any time afiter H-SLP receives the MLP TLRR. In this case tHePM

TLREP should be sent instead
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5.1.17.2 Network cancels a Triggered Location Reque st

SUPL V-SLP H-SLP Target
Agent SET
A Triggered Location service in progress

MLP TLRSR (reg_id)
B L.

RLP SSRP(SUPL TRIGGERED S[TOP)

c < SUPL TRIGGERED STOP (session-id)
D
£ ST6 \\L SUPL END (session-id)

MLP TLRSA id
F ol (req_id)
G SUPL POS INIT(session-id)

SUPL END (session-id, cause=sessionStoppediJ uT2

H

NOTE:
NOTE:

Figure 41: Network Initiated Triggered location, Nework cancels the triggered location request

See Appendix D for timer descriptians

This sequence assumes an open data connectiis batween the H-SLP and the SET. For networgedrigd
session cancellation in the absence of a data ctaonethe SLP may establish a data connectionrby f
initiating a Session Info Query, as described utisa 0 Session Info Query.

A. A triggered location session is in progress.

B. The SUPL Agent requests cancellation of the triggdocation session by sending an MLP TLRSR mestsatje
H-SLP.

NOTE:

The cancellation of the triggered location sessiond have been initiated by the H-SLP itselfwé&hout the

SUPL Agent. In this case the MLP messages showtejs B and F are superfluous

C. This step is optional: for roaming with V-SLP sceas, the H-SLP sends an RLP SSRP message incladB\gPL
TRIGGERED STOP message to the V-SLP in order torinfthe V-SLP about the cancellation of the trigger
session and to release all resource allocatedsadission.

D. The H-SLP sends a SUPL TRIGGERED STOP messagdlingthe session-id to the target SET to request
cancellation of the triggered session. If the H*Sleems the sending of the SUPL TRIGGERED STOPagess
unsuccessful (i.e. timer ST6 expired after no SHRID message was received as acknowledgement th&gMm
has received and accepted the triggered sessiaeltion request), the H-SLP considers the trigdesession as
cancelled and proceeds directly to step F.

E. The target SET acknowledges that it has cancdiledriggered session with the SUPL END messagk tioathe
H-SLP. If that cancellation is failed, the messagetains the result code indicating the error reaso

F. The H-SLP sends an MLP TLRSA message to the SURInAgonfirming cancellation of the triggered sessio

NOTE: If the cancellation of the triggered request wagassful, the call flow ends with step F. If, howe\he
cancellation of the triggered request was unsufge&sg. SUPL TRIGGERED STOP message was notvedddy the
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SET, no SUPL END confirmation was received by th8IHP, etc.), the SET may try to continue a triggesession which
the H-SLP deems cancelled. In this case the foligwieps are executed

G. The SET sends a SUPL POS INIT message to the H{&uRd also be any other SUPL message which theiSET
allowed to send to the H-SLP) containing a ses&iomhich the H-SLP deems non-existent.

H. The H-SLP sends the SUPL END message with statls ‘sessionStopped’ or ‘invalidSessionld’.
5.1.17.3  SET cancels the triggered location request

SUPL Target
Agent V-SLP H-SLP SET
A Triggered Location service in progress

B < SUPL TRIGGERED STOP (session-id)

RLP SSRP(SUPL TRIGGERED §TOP)
c < uT?

SUPL END (session-id)

MLP TLRSA (req_id)

Figure 42: Network Initiated Triggered location, SET cancels the triggered location request
NOTE: See Appendix D for timer descriptians

The triggered location procedure is in progress.

B. The SET sends a SUPL TRIGGERED STOP message wtbetbsion-id to H-SLP to request cancel this triggje
location.

C. This step is optional. If H-SLP has roaming sessitth one V-SLP, it should send RLP SSRP messagading
SUPL TRIGGERED STOP to notify the VSLP to releassource allocated for this session.

D. The H-SLP sends the SUPL END message to the SEETSHT SHALL release the secure IP connection and
release all resources related to this session.

E. The H-SLP sends the answer back to the SUPL Agentdans of the MLP TLRSA message. This message
contains at least reqg_id or result. The H-SLP SHA&lease all resources related to this session.
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5.1.17.4

Network Initiated

Event Trigger timer expi

V-SLP

H-SLP

ry

Target
SET

Triggered Location service in progress

SUPL
Agent
A

B

c

D |

SUPL END (session-id,
statusCode="sessionStopped’)

RLP SSRP(SUPL END)

MLP TLR (req_id)

Figure 43: Network Initiated Event Trigger timer expiry

A. The event triggered location procedure is in pregire

B. When the StopTime of the event trigger is reactieel SET sends a SUPL END message with the seisbamd a
status code of “sessionStopped” to H-SLP . The &fi8ases all resources related to the session.

C. This step is optional. If H-SLP has roaming sessitth one V-SLP, it should send RLP SSRP messagading
SUPL END to notify the VSLP to release resourceated for this session.

D. The H-SLP MAY send the answer back to the SUPL Apgrmeans of the MLP TLR message. The H-SLP
releases all resources related to the session.

NOTE: If the H-SLP detects that SET does not send a SEFRD by a configured time interval after the Stop&i it MAY
proceed straight to step C and discard all ressuarethe session.

5.1.18 Session Info Query

The following call flow enables the H-SLP to perfoone or more of the following operations:

1. Querythe SET for active SUPL session information.

2. Perform re-notification or re-notification and \aration for active Network Initiated sessions.

3. Terminate any ongoing Triggered sessions withotitingafor the next report interval.

Note that procedures 2 and 3 above may not woald IBET implementations. Thus, if either of thesecedures are
attempted and the SET does not support the sethiee§SET SHALL send a SUPL END message contaitfiag t
SessioninfoQuery session-id and the status codei¢sdlotSupported” to the H-SLP.
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SUPL Target
H-SLP
Agent SET
[ |
A Ongoing Periodic or Area Event Triggered Session
SUPL INIT(session-id, posmethod=sessioninfoquery, SLP mode)
B -
Data Connection
C ST6 Setup
D SUPL REPORT(SessionInfoQuery session-id, sessionlist, ver)
. L I uT10
E SUPL NOTIFY (Triggered session-id, notification)
ST5 . L —
E SUPL NOTIFY RESPONSE (Triggered session-id, notification-resp, ...)
b Messages in grey
correspond to
SUPL TRIGGERED STOP (Triggered session-id) N concurrent active
G triggered
ST6 SUPL END (Triggered session-id) sessions, as
H .
reported in the
SUPL REPORT.
| SUPL END (SessionInfoQuery session-id)
J Continue other Periodic or Event Triggered Session(s) if allowed

Figure 44: Session Info Query
NOTE: See Appendix D for timer descriptians

A. Other Triggered SUPL sessions may be in progress.

B. The H-SLP initiates the "query for session info§sien with the SET using a SUPL INIT message. THPISINIT
message contains the session-id, posmethod andn8HP. Query for session information is indicated by
posmethodsessioninfoqueryBefore the SUPL INIT message is sent, the H-SsB eomputes and stores a hash of
the message.

C. The SET analyses the received SUPL INIT messadeutfd to be non authentic, the SET takes no furilsgons.
Otherwise the SET takes needed action preparingstablishment or resumption of a secure connection

D. The SET returns a SUPL REPORT message to the H¥®llilRling a list of session-ids (sessionlist) dfcalrrently
active sessions. The SET MAY also send the SET likiies in the SUPL REPORT message. The SUPL
REPORT message also contains a hash of the recelyed INIT message (ver). The SET starts UT10 ti foa
SUPL END in step I.

E. This st