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1. Scope

This document specifies how the BCAST 1.0 enaklémplemented over a specific BDS (Broadcast Distion System).

The BCAST 1.0 Enabler supports the global interapiéity among different Broadcast Distribution Sysis, and can also be
adapted according to the characteristics of Bragtdsstribution Systems for BCAST 1.0 enabler inmpémtation over a
certain BDS. In this document, two types of adéptaare presented.

The BCAST 1.0 Enabler includes 9 functions an®diinctions BCAST functions can be used implemenoteat the
specific BDS without any use of underlying funciity with minimal adaptation is needed to achi#is. This is referred
to as "generic adaptation”, which can be appliedfty kind of BDS.

The underlying BDS may already have a method foination defined in the BCAST 1.0 Enabler. Thisdfieation also
enables this native BDS method to be utilisedtierBCAST function so as to enable interoperabilith existing services.
In this case the BCASTadaptation mode is refemeabt"BDS specific adaptation™.

This is further explained in Section 4 - Introdocti
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3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHAL", “SHALL NOT”, “SHOULD”, “SHOULD NOT",
“RECOMMENDED”, “MAY”, and “OPTIONAL" in this documet are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” antrdbiuction”, are normative, unless they are exiiéghdicated to be
informative.

This is an informative document, which is not imted to provide testable requirements to implemiamtst

3.2 Definitions

BCMCS Content A BCMCS entity that is a function that makes BCM&itent available within an IP Multicast streameTh

Server BCMCS Content Server in the serving network ismextessarily the creator or source of the contergt the last
application level entity to manipulate (e.g., refiat) the content prior to the content reaching28&l. The
BCMCS Content Server may store and forward theesdritom the BCMCS Content Provider, and/or mehge t
content from the multiple content providers. Ifthég layer encryption is enabled, the BCMCS Congsmver
encrypts the stream content. In this case, the BEMGntent Server also serves the function of SKagean
[3GPP2 X.S0022]

BCMCS Controller A BCMCS entity that is a core network function tistesponsible for managing and providing the BGMVC
session information to the BSN (via the SAAA), B@MCS Content Server, the MS (via the PDSN fungtion
and the RAN (via the BSN function). The BCMCS Cofiér serves the function of BAK Distributor and yna
serve the function of BAK Generator. The BCMCS Coltér may perform discovery operations to as$istMS
to find desired content. [3GPP2 X.S0022]

BCMCS Program A BCMCS Program can represent either a native BCd&8ice or a BCAST enabled service, or a mixtdire o
both.

BCMCS Services A broadcast or multicast service that is providgBEMCS

BCMCS Subscriber A BCMCS entity that is an application that upddtessubscriber profile in the Databases regardihgaibed

Profile Manager BCMCS services. The user may interface to thisiegpbn directly, or the operator may reserve asteshis
application to their customer service agents. Titerface between the user and the BCMCS Subsd?itodite
Manager, and the interface between the BCMCS Sillesd?rofile Manager and the Subscriber Profiledbatse
are outside the scope of this Document. [3GPP2023]

Smartcard A non-UICC secure function platform which may contéoe SIM or R-UIM module, or a UICC-based secure
function platform which may contain one or moreta# following applications: a 3GPP USIM, 3GPP2 C3iM
3GPP/3GPP2 ISIM. Note that the set of applicatimogules residing on the Smartcard are typicallyegoed
by the affiliation of the Smartcard to 3GPP or 3@RPecifications, as indicated by the definitiotolaefor
“Smartcard Profile”.

3.3 Abbreviations

(R-)UIM/CSIM (Removable -) Universal Identity Module/cdma2000®1S

BCMCS 3GPP2 Broadcast Multicast Service

BDS Broadcast Distribution System

BSD/A BCAST Service Distribution and Adaptation

Cell_Group_ID Service Area ldentifier or Location Area as desediin [3GPP2 X.S0002]
Cell_ID Cell identifier as defined in [3GPP2 X.S0002]

CSs Content Server

MKI Master Key Index
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MLP
OMA
QoS
RK
ROC
SG
SGDD
SGDU
SRTP
TE

Mobile Location Protocol

Open Mobile Alliance

Quality of Service

Registration Key

Rollover Counter

Service Guide

Service Guide Delivery Descriptor
Service Guide Delivery Unit
Secure Real Time Protocol

Terminal Equipment
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4. Introduction

This document technical specification specifies tloe&vOMA Mobile Broadcast Services (BCAST) Enaluian be
implemented in 3GPP2 BCMCS network.

4.1 Version 1.0

BCAST ERP 1.0 has two modes of adaptation for B&C

1. Generic adaptation over an underlying BCMCS trartapetwork

In this situation mode, this Technical Specificatibe adaptation specification explains how the BTAnabler has
access to the IP transport layer so that BCASTices\can be provided transparently from BCAST Nekvemtities
server to terminal BCAST Terminal. In generic adéiph mode, BCAST Network entities and BCAST Terahin
conform to BCAST main specifications. This mearsBCAST terminal and server conform to the main BTA
technical specifications. Furthermore, this all@smmon, harmonised behaviour across multiple BC&&bled
Broadcast Distribution Systems (BDSes) over whi€ABT services are deployed.

However, in Generic adaptation mode, it may be issfide to share in most cases this means corresgpBEMCS
functionality is not re-used and in most cases dicast services can not be shared with a native BEBEver /
terminal due to differences between the technotog@ected in the specific BDS and the because sbBBS specific
technologies may not be implemented by Generictatiap. For example, file delivery mechanisms mayiiferent or
service and content protection mechanisms mayfberelit. In practice this means file delivery seasiand streaming
sessions are most likely to be simulcasted providgrrallel in order to cater for BCAST Terminalsd native BDS
BCMCS terminals.

2. BDS specific adaptation to BCMCS functionality

In this situation mode, this Technical Specificatexplains how the adaptation specification presiddaptation of
various BCAST functionalities are adapted in a BC3A@twork taking in consideration the specific téchl aspects of
the underlying Broadcast Distribution System (BOS8)this mode, it is possible that this means B@AST server and
terminal re-use underlying functionality so thabdmicast services can be shared between BCAST &swnd native
BCMCS terminals. Hence BCAST Network entities ari@MBCS servers can provide services to both typesrafinals.

For example, file delivery mechanisms and protectieechanisms would be those defined by native 3@EMCS
specifications. In practice this means file deljveessions and streaming sessions would catboforBCAST
terminals and BCMCS terminals, without the needofmviding sessions in parallel simulcasting (ualikabove).

A consequence of adaptation to the underlying BiDtionality is that the BCAST behaviour is profil® each BDS,
making it difficult or impossible to share BCASTrgiees across multiple BDS'’s.

This document specifies how both types of behaviaur be achieved.

Note that the purpose of BDS specific adaptatido isnable sharing a service between BCAST termiaadl native BDS
terminals. In contrast, generic adaptation alloarieg a BCAST service across different BDSs. Ascdbed above, Hence
BCAST Servers Network entities and BCAST Terminails be able to handle the two types of adaptatimoyiding
maximum deployment flexibility for the Service Prder. This allows BCAST terminal to work automatigan both
situations, as signalling is provided to indicateite terminal the type of adaptation providednasall underlying BDS
functionality is re-used by BCAST, BCAST servicasabler may be adapted to both types of adaptat@mrBDS specific
adaptation (re-using underlying BDS functionaliptimized for BDS) for certain functions whilst ugigeneric adaptation
(BCAST-specific functionality) for other functions.
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5. Overview of 3GPP2 BCMCS

BCMCS provide point-to-multipoint transmission otitimedia data (e.g., text, audio, pictures, videojn a single source
to all users or a group of users in a specific.afdae BCMCS system design aims to satisfy the ptat&mand for
broadcast and multicast content while minimizingprgrce usage in the radio access network (RAN).

The cellular service provider or content provideticates the availability of BCMCS to users via BC®lservice
announcement and discovery. This mechanism enti#asetwork to inform users about services avilaService
discovery mechanisms allow users to request infoomabout available BCMCS services from the nekwoMobile users
who desire BCMCS service may discover the BCMCSarrand schedule via various mechanisms suchvastegments,
short messaging service (SMS), HTTP-based web scetess The BCMCS Controller may act as a seweravide the
mobile station with information on BCMCS contentiaacthedules. Service discovery/announcement otosgistribute to
users information about the services (e.g., comtante or multicast IP addresses and port numbepafticular content
programs) and possibly other service-related patermée.g., service registration allowed time, mergtart and end times).

Upon discovering the services, a mobile user whah@s to receive certain BCMCS programs must suizsaith the
service provider. As part of the subscription psx; a shared secret, known as Registration Key ig¢¢ovisioned in the
user identification module (i.e. (R-)UIM or CSIMh@the service provider’s subscription databasporsubscription, the
terminal performs BCMCS information acquisition pedures to acquire necessary information on the BSIdession,
header compression, and transport and applicatimogls to be able to receive BCMCS programs. B@GMCS program
may consist of multiple multicast IP flows, for exple, audio and video streams.

After BCMCS information acquisition, the terminatdrmines whether a desired multicast IP flow @ilable in a particular
cell and sector by obtaining the correspondingaadnfiguration information from a base station @i@rhead messages on
the control channel. If the BCMCS bearer pathosyet established, the first terminal performingNBCS registration may
trigger the PDSN (Packet Data Serving Node) to foexmulticast group associated with the BCMCS_FLADg, to
subsequently set up a bearer path from the RAR&d®DSN. This mode of operation makes more effigise of air
interface resources; by eliminating the need foltipie terminals to each send multicast join messamver the air.

When the network determines that there are no meonginals listening to a specific multicast IP fi@y it may release the
associated bearer path. The network may alsosekb@& bearer resources when the scheduled BCMigfBapn is finished.

The set of specification documents applicable t&/BXS consists of the following 3GPP2 specifications:

» General description and functional requirementgaogided in [3GPP2 S.R0030-A].
» BCMCS security framework is specified by [3GPP20B&3-A]

* Network architecture, BCMCS service descriptionmieal-to-network and network-to-network interaciso
security, usage accounting, and protocols and rgedsamats are specified by [3GPP2 X.S0022-A].

* ¢dma2000 1X air interface physical, MAC and signgllayers are specified by [3GPP2 C.S0001-D thinoug
C.S0005-D].

* ¢dma2000 1X air interface related BCMCS serviceeatsy and segment-based framing are describeddiyR2
C.S0077-0].

* ¢dma2000 HRPD BCMCS air interface specificatiorsgiven in [3GPP2 C.S0024-B].

* ¢dma2000 HRPD BCMCS related protocols, service@spand segment-based framing is specified by BGP
C.S0054-A].

* ¢dma2000 Broadcast Multicast Services (BCMCS) Cedeel Transport Protocols specifications are sigelcify
[3GPP2 C.S0070-0].

» ¢cdma2000 IP-Based Location Services are specifid8®PP2 X.S0024-0].
* Removable User Identity Module for cdma2000 systenspecified by [3GPP2 C.S0023-C].

» Administration of Parameter Value Assignments fima2000 Spread Spectrum Standards as specifie2{3RH2
C.R1001-F].
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e TIA/EIA-41-D Location Services Enhancemeassspecified by [3GPP2 X.S0002-0].
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6. Generic Adaptation over BCMCS'’ IP Transmission
Network

This section describes how BCAST specificationsrn@ly [BCAST10-Services], [BCAST10-SG], [BCAST10-
ServContProt], [BCAST10-Distribution] and [DRM20-3}) are used over a BCMCS network. The provisiartbis
section thus complement the ones in the generigfggions so that BCAST services can be distedubver the BCMCS
IP transmission network, without re-using the BCMfi@8ctionality and hence without the ability foresing services with
native BCMCS terminals (unlike the BDS specific jgiddion specified in Section 7).

All normative statements in this specification andy applicable in the case OMA BCAST servicesdistributed over
BCMCS’s IP transmission network specified in [3GRB0022].

The sentence "as defined by BCAST Enabler spetiificg!’ is a shorthand notation that indicates B@AST server and
terminal SHALL respect the relevant BCAST specifima (listed above).

Generic adaptation MAY be supported by BCAST Netwamtities and SHALL be supported by BCAST Terminal

The message flows and architecture diagrams asrstmotluis section presume logically separate BCAS@ BCMCS
network-side functions. In deployment, BCAST ardNBCS network functions may be integrated into oneore physical
entities, in which case some of the protocol irtee and associated message flows are not appligab) those
corresponding reference points are internal tortework entity(entities) and don’t correspond hygical interfaces).

Signaling of the generic adaptation mode is peréatmsing service provisioning procedures as defim¢gCAST10-
Services].

6.1 IP transport of BCAST

This functionality is specified in [3GPP2 X.S0022-A

6.2 Generic adaptation related to OMA-TS-BCAST_Serv ices

6.2.1 Interaction

Since the interaction channel exists and is us&ONRICS, the BCAST Terminal SHALL support all foypes of
interaction defined by the generic BCAST Enablec#fications (hamely, [BCAST10-Services], [BCASTSG] and
[BCAST10-Distribution]).

6.2.2  Service Provisioning
As defined by the generic BCAST Enabler specifaragi(namely, [BCAST10-Services], Section 5.1).

6.2.3  Terminal Provisioning
As defined by the generic BCAST Enabler specifarai (namely, [BCAST10-Services], Section 5.2 angexmix E).

6.2.4  Notification
The specification in Section 5.14 of [BCAST10-Seed] SHALL apply.

When using 3GPP2 BCMCS as the underlying Broad2astibution System the Notification functionality enabled as
specified in [BCAST10-Services].
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6.3 Generic adaptation related to OMA-TS-BCAST_Serv iceGuide

6.3.1  Service Guide Delivery over Broadcast Channel
As defined by the generic BCAST Enabler specifaai(namely, [BCAST10-SG], Section 5.4.2).

6.3.2  Service Guide Delivery over Interaction Channel

As defined by the generic BCAST Enabler specifaradi (namely, [BCAST10-SG], Section 5.4.3).

6.3.3  Service Guide Encoding

As defined by the generic BCAST Enabler specifaradi (namely, [BCAST10-SG], Section 5.4.1).

6.3.4  Session Description Information

As defined by the generic BCAST Enabler specifaai(namely, [BCAST10-SG], Section 5.1.2.5), witk following
restrictions:

— The session information SHALL be provided usings®P-formatted file contained in the Access fragnognh a
Session Description referenced by the Access fragme

— The MBMS User Service Bundle Description/User Sanescription SHALL NOT be used.
A BCAST Terminal supporting BCMCS SHALL support SpF-C 4566].

6.3.4.1 Session Description parameters for broadcas  t streamed media sessions

As defined by the generic BCAST Enabler specifaai(namely, [BCAST10-SG], Section 5.1.2.5.2). Tdreninal MAY
ignore the following parameters in Section 5.12d.[BCAST10-SG] should these be present in the &3hey are either
not required or out of the scope of BCMCS:

- The mode of MBMS bearer per media
- Initial buffering delay, using the min-buffer-tinaétribute as specified in [DVB JTC 188] section.8.3

6.3.4.2 Session Description parameters for broadcas tfile delivery sessions

As defined by the generic BCAST Enabler specifaragi(namely, [BCAST10-SG], Section 5.1.2.5.3) bithwgualifications
as indicated below.

6.3.4.2.1 Session Descriptors for ALC Sessions
The terminal MAY ignore the following parameterpshd it be present in the SG, as it is outsidesttwpe of BCMCS:

- The mode of MBMS bearer per media

6.3.4.2.2 Session Descriptors for FLUTE Sessions
The terminal MAY ignore the following parameterpshd it be present in the SG, as it is outsidestt@pe of BCMCS:

- The mode of MBMS bearer per media

6.3.5 Service Guide Data Model

As defined by the generic BCAST Enabler specifaragi(namely, [BCAST10-SG], Section 5.1).

6.3.6  CellTargetArea in BCMCS

As defined by the generic BCAST Enabler specifaai(namely, [BCAST10-SG], Sections 5.1.2.1 and?53}.
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6.3.7  Service Guide Discovery

6.3.7.1 Service Discovery assisted by BCMCS informa  tion acquisition

The native BCMCS service discovery mechanism desdrbelow SHALL be employed in performing the BCAS&rvice
Guide bootstrapping and service discovery procedure

BCMCS defines an Information Acquisition mechanistiich can be used to perform service discoveryilairto the
acquisition of the BCAST Service Guide as defimefBCAST10-SG]. BCMCS Information Acquisition dnes the
discovery of BCMCS application and transport-redatéormation such as program name, schedule, ig¢iser, IP address
and port numbers of the BCMCS flows which carryd¢beaesponding BCMCS program. Therefore, as shoslow,
BCMCS Information Acquisition is used for servideabvery of BCAST-enabled broadcast services bagetie core
concept that the BCAST Service Guide Delivery Diggor (SGDD) and Service Guide (SG) are presensesbparate
BCMCS programs.

In the following call flow (Figure 12), it is asswuh that BCMCS subscription, which provisions the iRkhe terminal, and
BCMCS Controller discovery, have already taken @las described in [3GPP2 X.S0022-A].

BCMCS BCMCS OVA

TE Content BCMCS Subscriber BCAST
Controller Profile

Server Manager BSD/A

1. BCMCS Content Subscription (Program: SGDD, SG) ‘

2. BCMCS Flow Provisioning (BCAST SGDD, SG, Services)

-

-
-t

w

BCMCS Flow Provisioning

4. BCMCS Info Acquisition

-

-
-

5a.

Pre-configure the entry
point (IP/Port) of SG
Announcement channel
that carries SGDD

5b.

Static Mapping between
BCMCS Flow ID and IP/
Port

6. SGDD Delivery

7. Static Mapping |
between BCMCS Flow !
1D and IP/Port for
SGDU and SG

8. SGDelivery

Figure 1: BCMCS Service Discovery of BCAST SGDD an8&G as BCMCS Programs

1. The user subscribes to the BCMCS programs for SGEibwith the BCMCS Subscriber Profile Manager via o
of band mechanisms.

2. The OMA BCAST BSD/A performs flow provisioning wiBCMCS Controller for BCAST SGDD and SG as
separate BCMCS programs. In flow provisioning, ifReé\ddress/ port, schedule, QoS for BCMCS progranes
provided.

The BCMCS Controller performs flow provisioning tvithe BCMCS CS (see [3GPP2 X.S0022-A]).

4. Terminal performs BCMCS Information Acquisition twithe BCMCS controller to discover BCMCS applicatio
and transport related information for SGDD suclpragram name and description and IP address ahdpaber
of the SG Announcement Channel which delivers SGDBSMCS Information Acquisition also provides the
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mapping between IP address/port number to BCMC® Hlb Note that Step 4 is unnecessary shouldehainal
be pre-configured with the IP address and port rarmbthe SG Announcement Channel, and can per$tatic
mapping between IP/port and Flow ID.

5. a) and b) presumes the terminal is pre-configurigld thre IP address and port number of the SG arseuant
channel which transmits SGDD(s), and that the Idfesb and port are within the range of static mapfsee
X.P0022) such that the BCMCS_FLOW_ID can be derivBteps 5a and 5b are unnecessary if the mapping
between IP address/port and BCMCS_FLOW_ID is aeguiia BCMCS Information Acquisition.

6. SGDD is sent over the broadcast channel from thHe/B$hrough BCMCS Content Server. The terminal site
the SG announcement channel and receives the SGDBGDD specifies the metadata for SGDU.

7. Ifthe IP address and port number of the SG Deji@rannel, as provided by the SGDU metadata, isimvthe
range of static mapping, the terminal will deriveCS_FLOW_ID from that information. Otherwise, tfleeminal
can perform BCMCS Information Acquisition (not shovto obtain the mapping between the IP addregsamar
BCMCS_FLOW_ID and other parameters.

8. SG/SGDU is sent over the broadcast channel fronB8®@/A through BCMCS Content Server. The terminales
to the SG delivery channel, which transmits SGDXUseceive the SG.

6.4 Generic adaptation related to OMA-TS-
BCAST_SvcCntProtection and OMA-TS-DRM-XBS

6.4.1  Content Encryption

As defined by the generic BCAST Enabler specifaragi (namely, [BCAST10-ServContProt], Sections 4d @).

6.4.2 Key Management

As defined by the generic BCAST Enabler specifaradi [BCAST10-ServContProt] and [BCAST10-SG]). Speally, key
registration procedures SHALL comply with “SubseriliKey Establishment using a (R-)UIM/CSIM” proceesidefined in
[BCAST10-ServContProt], Section 6.5.2.

(Editor’'s Note: The “Subscriber Key Establishmesing a (R-)UIM/CSIM” procedures shall pertain tther pre-
provisioned key management as natively specifie@@MCS, or GBA for bootstrapped key derivation.)

6.4.2.1 Signalling of Key Management Information

As defined by the generic BCAST Enabler specifaai(namely, [BCAST10-SG], Section 5.1.2.4 and [BBTAO-
ServContProt], Section 10.)

6.4.3 Service and Content Protection for Stream and File Distribution

6.4.3.1 DRM Profile
6.4.3.1.1 Streams

As defined by the generic BCAST Enabler specifaradi (namely, [BCAST10-ServContProt], Sections 8.4,1, 5.7 and
5.9).

6.4.3.1.2 Files

As defined by the generic BCAST Enabler specifaai(namely, [BCAST10-ServContProt], Sections 8.4,2, 5.7 and
5.9).

6.4.3.2 Smartcard Profile

It should be noted that Smartcard Profile basedaeand content protection functionality are notifed to BCAST
Terminals containing a removable secure functiomodule known as the Smartcard. Such functionabiyld also be made
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available on UIM-equipped BCAST Terminals (UIM,dser Interface Module, corresponds to a non-remlevedxcure
function/module which is employed by (some) mobéleninals which operate according to 3GPP2 spetifins).

6.4.3.2.1 Streams

As defined by the generic BCAST Enabler specifaragi (namely, [BCAST10-ServContProt], Sections 8.4, 6.7, 6.8.1
and 6.9).

6.4.3.2.2 Files

As defined by the generic BCAST Enabler specifaradi (namely, [BCAST10-ServContProt], Sections 461,6.7, 6.8.2 and
6.9).

6.5 Generic adaptation related to OMA-TS-BCAST-Dist  ribution

When using the broadcast channel, the BCAST-endtsaticast services can be delivered in the indali@CMCS
programs. Various high level scenarios are possibldescribed below in Sections 6.5.1 and 6.5.2.

6.5.1 OMA BCAST-enabled Services delivered as separate BCMCS
Programs

It SHALL be possible to provide BCAST-enabled seed as defined by [BCAST10-SG] as separate BCM@grBms as
shown in Figure 2 below. In the example of théofwing call flow, the BCAST Service Guide is delied as a BCMCS
Program, and the service discovery and acquisitfadhe SG is identical to that described in Sec6d7.1 (and shown by
Figure 1). In addition, the SG indicates the failog services are available for subscription: Ba3i; Basic Radio with
interactivity, and Notification. Each of these\dees (as defined in OMA BCAST SG) is provided aseparate BCMCS
Program. Upon their discovery, these servicesabscribed by and then delivered to the correspgrtgirminal. Note: the
service types as shown are purely for illustrafiueposes, and do not imply implementation.

BCMCS FAUES OMA
TE Content BCMCS Subscriber BCAST
Controller Profile
Server Manager BSD/A

Steps 1-8 from call flow of Sec. 6.3.7.1

9. BCMCS Content Subscription (Programs: Basic TV,
Basic Radio w/ interactivity, Notification)

10. BCMCS Flow Provisioning QBasic TV, Basic Radio with interactivity,

- Notification) -
- »

11. BCMCS Flow Provisioning

-

12. BCMCS Info Acquisition (BCMCS Programs)

o

13} BCMCS Program (OMA BCAST Service: Basic TV)

14. BCMCS Program (OMA BCAST Service: Basic Radio w/ interactivity)

15.{BCMCS Program (OMA BCAST Service: Notification)

A

Figure 2: OMA BCAST Services Delivered as Separate BCMCS Programs

Figure 2: OMA BCAST Services Delivered as SeparatBCMCS Programs
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Steps 1-8: same as call flow shown in Figure legiti®n 6.3.7.1.

9. Upon receiving the SG, the user subscribes to tRIBS Programs (Basic TV, Basic Radio with intendtyj and
Notification) with the BCMCS Subscriber Profile Mager via out of band mechanisms.

10. The OMA BCAST BSD/A performs flow provisioning ftlne scheduled BCMCS Programs. In flow provisioning,
the IP Address/ port, schedule, QoS for BCMCS mograre provided.

11. The BCMCS Controller performs flow provisioning tvithe BCMCS CS (see [3GPP2 X.S0022-A)).

12. The terminal performs BCMCS Information Acquisititmobtain mapping info and link layer info etc fbe
BCMCS Programs of interest.

Steps 13-15: at the scheduled times, the termétalives the various BCMCS services as BCMCS pragram

6.5.2 Coexistence of OMA BCAST-enabled Services with BCMCS Native
Services

The BCMCS native services and OMA BCAST-enablegboast services may coexist. In this case, eBRMCS
information acquisition is used for delivery of @ee information via Application Information (se@GPP2 X.S0022-A]) or
the BSD/A has program information for BCMCS natsezvices so that integrated SG can be sent fronyB&2e Section
6.3.7.1). As shown in the call flow below, thecigtated Service Guide is provided as a BCMCS Pnodiram the BSD/A.
Note: the services types as shown are purelylfgstihtive purposes, and do not imply implementatio

Terminal BCMCS BCMCS OMA BCAST
Content BCMCS Subscriber BSD/A
Server Controller Profile
Manager
| 1. Service Guide Delivery
| 2.BCMCS Content Subscriptions (OMA BCAST Services, BCMCS Native Services |
(3) Flow Provigioning
(4) Flow Provisioning < >

& >
<« L

(5) BCMCS [Information Acquisition (OMA BCAST Services, BCMCS Native Services)

< >

(6) BCMCS Progranmy (OMA BCAST Service:|Basic TV)

& &

(7) BCMCS Program (BCMCS Native Service] Clipcast)

&
<

Figure 3: Co-existence between BCAST-enabled and BACS Native Services

1. The BSD/A sends service Guide including the progiraimfor all OMA BCAST-enabled services and BCMCS
native services as specified in Section 6.3.7.1

2. Upon receiving the SG, the user subscribes to GBS Programs (BCAST-related programs or BCMCSveati
programs) with the BCMCS Subscriber Profile Managarout of band mechanisms.
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3. The OMA BCAST BSD/A performs flow provisioning ftine scheduled BCAST-related programs and BCMCS
native programs. In flow provisioning, the IP Adds/ port, schedule, QoS for BCMCS programs areiged.

4. The BCMCS Controller performs flow provisioning inding both BCAST-related programs and BCMCS native
programs with the BCMCS CS (see [3GPP2 X.S0022-A]).

5. The terminal performs BCMCS Information Acquisititmobtain mapping info and link layer info etc the all
BCMCS Programs of interest.

6. Inthe scheduled time, the BSD/A sends BCAST-embbézvices/content through the BCMCS Content server
7. Inthe scheduled time, the BCMCS Content serveds&CMCS native programs.

6.5.3 File Distribution

As defined by the generic BCAST Enabler specifaradi (namely, [BCAST10-Distribution]). Note thatrmntly, BCMCS
does not natively specify file distribution sensgce

6.5.3.1 Associated Delivery Procedures
As defined by the generic BCAST Enabler specifaradi (namely, [BCAST10-Distribution], Section 5.3).

6.5.3.2 File Distribution Network Interface between BCAST and BCMCS (FD-B1)

The BCMCS Content Server is the network entity thstributes BCMCS programs to terminals. For aatégm to BCMCS,
BCAST Terminals SHALL support ALC and MAY suppott BTE for file distribution as specified by [SGPP23D070-0].
Note that at this time file distribution servicexlaassociated architecture and protocols haveew®i bpecified in [3GPP2
X.S0022-A]. For flexibility of adaptation to BCMCi&e BSD/A SHALL be configurable to support any afi¢he three
protocol interface configurations for FD-B1 as shaw Sections 6.5.3.2.1 through 6.5.3.2.3.

Note: the protocol stacks spanned by X-3 and Xedoatside the scope of the BCAST Enabler.

6.5.3.2.1 Configuration 1: File Object/(FTP or HTTP )/TCP/IP

s ] a ]

File Object Siol Wi File Object
FTP/ FTP/ |FLUTE - ortond ot teer " FLUTE
HTTP HTTP[ ALC ALC
TCP TCP| UDP UDP

IP P | IP IP

L2 L2 | L2 L2"

L1 L1 | L1 L1"
BSD/A BCMCS BCMCS
Content Server Terminal

Figure 4: FD-B1 Interface Configuration 1: File Object/(FTP/HTTP)/TCP/IP

In the FD-B1 interface configuration shown in Figudr, the BCMCS Content Server acts as a virtuaiecdrsource. It
terminates the application layer file object reeeifrom the BSD/A, and acts as the final applicat&vel entity by
manipulating (e.g. reformatting) that content ptmdelivery to the BCMCS BSN/RAN. Whereas unid&address is used
over FD-B1, Multicast IP address and port, corresinag to the BCMCS Flow ID of the program, are usadhe BDS side
of the BCMCS Content Server.
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6.5.3.2.2 Configuration 2: (FTP or HTTP)/TCP/IP
v FD-B1 [ x%-4 !

File Object File Object
FTP/ FTP/ [ FLUTE | - cptoraieesimioreer — FLUTE
HTTP HTTP| ALC ALC
TCP TCP| UDP UDP

IP P | IP IP
MR +
) BCMCS 1]
L2 L2 | L2 BSN/RAN L2
L1 L1 | LT L1"
BSD/A BCMCS BCMCS
Content Server Terminal

Figure 5: FD-B1 Interface Configuration 2: (FTP orHTTP)/TCP/IP

In the FD-BL1 interface configuration shown in Figi, the BCMCS Content Server receives the fileftbe BSD/A using
FTP/HTTP over TCP/IP. It then distributes the fidehe terminal using (FLUTE/)ALC. Similar to Cliguration 1, unicast
IP address is used over FD-B1, whereas Multicastifess and port are used on the BDS side of iM@E&S Content

Server.

6.5.3.2.3 Configuration 3: IP in IP Tunneling
FDJB1 i
v T + v
File Object File Object
| FLUTE ! optional use of FLUTE for i FLUTE !
‘_ ________ ‘ file distribution o ‘
ALC ALC
UDP UDP
IP IP
IP P R
L2| + L2|l
BCMCS
L2 L2 BSN/RAN
L1 L1 | L1 L1"
BSD/A BCMCS BCMCS
Content Server Terminal

Figure 6: FD-B1 Interface Configuration 3: IP in IP Tunnelling

In the FD-BL1 interface configuration shown in Fig, Multicast IP packets carrying application emitover
(FLUTE)/ALC/UDP are tunnelled in unicast IP packdestined for the BCMCS Content Server. The BCMIo&tent
Server decapsulates the received IP packet by riemtive outer IP packet header and relays the iNhdticast IP packet
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via the MR+BCMCS BSN/RAN to the terminal. SimitarConfiguration 2, this model may be useful torapar who want
to keep the BCMCS Content Server functionality denp

6.5.3.24 BSD/A/Content Server to BCMCS Multicast R  outer Interface
f » }

File Object File Object
FLUTE «———  optional use of FLUTE for file distribution ~ —» FLUTE
ALC ALC
UDP UDP
IP IP IP

BCMCS "
L2 L2 BSN/RAN L2
L1 L1 L1"
BSDA/ BCMCS BCMCS
Content Server Multicast Router Terminal

Figure 7: BSD/A/Content Server to Multicast Routerlinterface Configuration

As an implementation option shown in Figure 7,B8D/A and the BCMCS Content Server functions magdrabined as a
single physical entity. This configuration maydesirable to an operator which owns both the BC&®&@bler and the
BCMCS system, in which case it needs not deploylwmxes that perform essentially the same functidate that in this
case, FD-B1 does not exist.

6.5.4  Stream Distribution
As defined by the generic BCAST Enabler specifaradi (namely, [BCAST10-Distribution]).

6.5.4.1 Stream Distribution Network Interface betwe en BCAST and BCMCS (SD-B1)

The BCMCS Content Server provides stream delivéeB@MCS programs to terminals. As in OMA BCAST, RTs
specified as the streaming protocol in BCMCS. fldibility of adaptation to BCMCS the BSD/A SHALbe configurable
to support any one of the four protocol interfaoafigurations for SD-B1, as shown in Sections 6 H4through 6.5.4.1.4.

Note: In this section, the protocol stacks sparinei-3 and X-4 are outside the scope of the BCASalier.
6.5.4.1.1 Configuration 1: App/RTP/UDP/IP
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l SD-B1 l l et l

Application Application
(eg. I\APEIG-4) App | App eg. NIIPElG-4)
RTP RTP|RTP RTP
UDP UDP |UDP UDP
IP IP | IP IP

MR +
' BCMCS "
L2 L2 | L2 BSN/RAN L2
L1 L1 | L1 L1"
BSD/A BCMCS BCMCS
Content Server Terminal

Figure 8: SD-B1 Interface Configuration 1: App/RTPAJDP/IP

In the SD-B1 interface configuration shown in Fig@;, the BCMCS Content Server acts as a virtuatierd source. It
terminates the stream application layer conterdived from the BSD/A, and acts as the final apfilicalevel entity by
manipulating (e.g. reformatting) that content ptmwdelivery to the BCMCS BSN/RAN. Whereas unid&address is used
over SD-B1, Multicast IP address and port, corradpa to the BCMCS Flow ID of the program, are usadhe BDS side

of the BCMCS Content Server.

6.5.4.1.2 Configuration 2: RTP/UDP/IP
SD-B1 + X\_4 +
Application Application
(e.g. MPEG-4) (e.g. MPEG-4)

RTP RTP| RTP RTP
UDP UDP|UDP UDP

IP P | IP IP

MR +

L2 2 | 12| | g | L2

L1 L1 | Lt L1"
BSD/A BCMCS BCMCS
Content Server Terminal

Figure 9: SD-B1 Interface Configuration 2: RTP/UDPIP

In the SD-B1 interface configuration shown in Fig@, the program content is streamed from the BS®the BCMCS
Content Server using RTP/UDP/IP. The BCMCS ConBamver subsequently initiates another RTP seésiarlaying the
application content over the BCMCS RAN, to the teh Similar to Configuration 1, unicast IP adslrés used over SD-
B1, and Multicast IP address and port are useth@®BDS side of the BCMCS Content Server. This rhizdigpically used
if service protection as specified in [3GPP2 X.SB@2 and [3GPP2 S.S0083-A] is performed by the BC3AContent

Server.
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6.5.4.1.3 Configuration 3: UDP/IP

l SD-B1 1+

x4 '
Application Application
(e.9. MPEG-4) (e.9. MPEG-4)
RTP RTP
UDP UDP |UDP UDP
IP IP | IP IP
MR +
' BCMCS "
L2 L2 L2 BSN/RAN L2
L1 L1 | L1 L1"
BSD/A BCMCS BCMCS
Content Server Terminal

Figure 10: SD-B1 Interface Configuration 3: UDP/IP

In the SD-B1 interface configuration shown in Figdi0, the BCMCS Content Server relays RTP fronBBB/A to the
terminal, and performs IP and UDP processing BEMCS flow mapping). Similar to Configurationdnicast IP address
is used over SD-B1, and Multicast IP address amtlgre used on the BDS side of the BCMCS ContenteBe This model
is applicable if service protection as specifie(@&PP2 X.S0022-A] and [3GPP2 S.S0083-A] is nofgrared by the
BCMCS Content Server, and the operator wants tp ke BCMCS Content Server functionality simple.

6.5.4.1.4 Configuration 4: IP in IP Tunneling
I SD-B1 1* X\-4 *
Application Application
(e.g. MPEG-4) (e.g. MPEG-4)
RTP RTP
ubP UDP
IP IP
IP IP
L2’ MR + L2"
L2 L2 BBS?\I'\/AR?ASN
L1 L1 | L1 L1"
BSD/A BCMCS BCMCS
Content Server Terminal

Figure 11: SD-B1 Interface Configuration 4: IP in IP Tunneling

In the SD-B1 interface configuration shown in Figdrl, Multicast IP packets carrying applicationteohover RTP/UDP
are tunnelled in unicast IP packets destined '@B8MCS Content Server. The BCMCS Content Sergeapisulates the
received IP packet by removing the outer IP pabkeder and relays the inner Multicast IP packethéaM R+BCMCS
BSN/RAN to the terminal. Similar to Configurati@nthis model is valid if service protection asdfied in [3GPP2
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X.S0022-A] and [3GPP2 S.S0083-A] is not performgdie BCMCS Content Server, and the operator warkeep the

BCMCS Content Server functionality simple.

6.5.4.1.5

BSD/A/Content Server to BCMCS Multicast R outer Interface

v %3 v
Application Application
(e.g. MPEG-4) (e.g. MPEG-4)
RTP RTP
ubP UDP
IP IP IP
BCMCS
L2 L2 BSN/RAN L2"
L1 L1 L1"
BSDA/ BCMCS BCMCS
Content Server Multicast Router Terminal
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Figure 12: BSD/A/Content Server to Multicast Routerinterface Configuration

As an implementation option, as shown in Figureth@ BSD/A and the BCMCS Content Server functiomy tme combined
as a single physical entity. This configurationyrba desirable to an operator which owns both t8AST Enabler and the
BCMCS system, in which case it needs not deployliaxes that perform essentially the same functidate that in this
case, SD-B1 does not exist.

6.5.5 Media Codecs and Formats

The BCAST Enabler does not define any media codedsormat, but references those specified in ttteetying BDSs.
Therefore, for BCMCS adaptation, BCAST Terminal mup for media codecs SHALL comply with [3GPP2 3%0-0].
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7. BDS-Specific Adaptation to BCMCS Functionality

This Section describes which BCAST technologieschmsen from BCMCS and how the 9 BCAST Functioesaatapted
for BCMCS network. The adaptation can be implementa restrictions and extensions of the BCAST Hpmations
(namely OMA-TS-BCAST-Services, OMA-TS-BCAST-Serviagide, OMA-TS-BCAST-SvcCntProtection, OMA-TS-
BCAST-Distribution, and OMA-TS-DRM-XBS). The proviss in this section take precedence over the onébe BCAST
specifications to enable BCAST services using BCM@8pted functionality to be distributed over BCM@Swork
allowing service sharing for BCMCS terminals.

BDS Specific adaptation MAY be supported by BCASdtWMork entities and SHALL be supported by BCASTrigral.

All normative statements in this specification andy applicable in the case OMA BCAST servicesdistributed over
BCMCS network.

Similar to Section 6, the message flows and archite diagrams as referenced in this section predagically separate
BCAST and BCMCS network-side functions. In depleymy BCAST and BCMCS network functions may be iraep
into one or more physical entities, in which casme of the protocol interfaces and associated rgeddaws are not
applicable (i.e., those corresponding referencatpare internal to the network entity(entitiesyi @on’t correspond to
physical interfaces).

Signaling of the generic adaptation mode is peréatmsing service provisioning procedures as defim¢gCAST10-
Services].

7.1 Access to the IP layer

Same as that defined in Section 6.1.

7.2 BDS-Specific adaptation related to OMA-TS-
BCAST _Services

7.2.1 Interaction

Same as that defined in Section 6.2.1.

7.2.2  Service Provisioning

Same as that defined in Section 6.2.2. Serviceigioming is not specified in BCMCS specifications.

7.2.3  Terminal Provisioning

Same as that defined in Section 6.2.3. Termimalipioning is not specified in BCMCS specifications

7.2.4 Notification

Same as that defined in Section 6.2.4.

7.3 BDS-Specific adaptation related to OMA-TS-
BCAST _ServiceGuide

7.3.1  Service Guide Delivery over Broadcast Channel

Same as that defined in Section 6.3.1.

[0 2008 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-BCAST_BCMCS_Adaptation-V1_0-20080226-C Page 28 (64)

7.3.2  Service Guide Delivery over Interaction Channel

Same as that defined in Section 6.3.2.

7.3.3  Service Guide Encoding

Same as that defined in Section 6.3.3.

7.3.4  Session Description Information
Same as that defined in 6.3.4.

7.3.4.1 Session Description parameters for broadcas  t streamed media sessions

Same as that defined in Section 6.3.4.1.

7.3.4.2 Session Description parameters for broadcas tfile delivery sessions

Same as that defined in Section 6.3.4.2, incluthegsession descriptors for both ALC and FLUTE isess

7.3.5 Service Guide Data Model

Same as that defined in Section 6.3.5.

7.3.6  CellTargetArea in BCMCS

Same as that defined in Section 6.3.6.

7.3.7  Service Guide Discovery

Same as in Section 6.3.7.

7.4 BDS-Specific adaptation related to OMA-TS-
BCAST_SvcCntProtection and OMA-TS-DRM-XBS

7.4.1  Encryption

Only SRTP is defined in BCMCS specifications farnsport level encryption. Note that since serpitgection is specified
by [BCAST10-ServContProt] as terminal-optional, $RJupport by the BCAST Terminal is mandatory #upports service
protection, in the adaptation to BCMCS. Specificdhe SRTP configuration SHALL comply with theegjifications in
[3GPP2 X.S0022-A], i.e.,

« The BAK shall be used as the SRTP Master Key.
¢ The SK_RAND is 32 bits and shall be extended to Hif?by left-padding with zeros to form the SRTRder Salt.
e The Packet Index is determined according to [RFCLB{SRTP), Section 3.3.1.

e« The Key Derivation Rate shall be set to zero. Tley Berivation Function shall be the AES in Countode as
specified in [RFC 3711], Section 4.1.1.

The Master Key Index (MKI) shall be used for disting the SK_RAND. The MKI shall be 40 bits arahsist of 4-bit
reserved field, 4-bit BAK_ID and 32-bit SK_RAND.h& 32-bit ROC is included in every Rth packet ia #uth tag field as
specified in the [3GPP2 X.S0022-A].
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7.4.2 Key Management

Same as that defined in Section 6.4.2, with thdifipaion that the “Subscription Key Establishmersing a (R-
JUIM/CSIM” procedure SHALL pertain strictly to pnerovisioned key management as natively specified®@MCS..

7421 Signaling of Key Management Information

Same as that defined in Section 6.4.2.1, with tfiewWing exception. The information for identifit@an of parameters
related to LTKM stream as defined in [BCAST10-Sesu@rot], Section 10 are not relevant for key managnt adaptation
to BCMCS, and SHALL NOT be used. BCMCS Informatiequisition SHALL be used by the terminal to obt#ie
SEK/PEK (i.e. BAK in native BCMCS specifications).

7.4.3 Service and Content Protection for Stream and File Distribution

7.4.3.1 DRM Profile
7.4.3.1.1 Streams

Same as that defined in Section 6.4.3.1.1 wittetteeption that the DRM Profile is not applicable $ervice protection of
streams. In other words, the terminal SHALL suppative BCMCS service protection as describeddatins 7.4.1 and
7.4.2.

7.4.3.1.2 Files
Same as that defined in Section 6.4.3.1.2.

7.4.3.2 Smartcard Profile

It should be noted that Smartcard Profile basedaeand content protection functionality are notifed to BCAST
Terminals containing a removable secure functiomodule known as the Smartcard. Such functionatityld also be made
available on UIM-equipped BCAST Terminals (UIM,dser Interface Module, corresponds to a non-remlevedxcure
function/module which is employed by (some) mob@ieninals which operate according to 3GPP2 spetifins).

7.4.3.2.1 Streams

Same as that defined in Section 6.4.3.2.1, withgtradification that for service protection, the Stoard Profile SHALL be
profiled according to the native BCMCS configuratiof SRTP as specified in Sections 7.4.1and 7.4.2.

7.4.3.2.2 Files

Same as that defined in Section 6.4.3.2.2.

7.5 BDS-Specific adaptation related to OMA-TS-BCAST -
Distribution

7.5.1 OMA BCAST-enabled Services delivered as separate BCMCS
Programs

Same as that defined in Section 6.5.1.

7.5.2 Coexistence of OMA BCAST-enabled Services with BCMCS Native
Services

Same as that defined in Section 6.5.2.
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7.5.3 File Distribution

Same as that defined in Section 6.5.3, with thdifipation that unless otherwise specified, the BSISHALL use ALC for
file distribution.

75.3.1 Associated Delivery Procedures
Same as that defined in Section 6.5.3.1. Assatiasdivery Procedures are not specified in BCMC&c#jrations

7.5.4 Stream Distribution

Same as that defined in Section 6.5.4. The BCA&TiInhal SHALL NOT send RTCP receiver reports.

7.5.5 Media Codecs and Formats

The BCAST terminal SHALL be able to receive, decadd render the data streams produced by the cadecs
corresponding payload types that are specified ASSIBATORY in [3GPP2 C.S0070-0].

The BCAST terminal SHOULD be able to receive, decadd render the data streams produced by the cadec
corresponding payload types that are RECOMMENDERB®PP2 C.S0070-0].

The BCAST terminal MAY be able to receive, decodd eender the data streams produced by the codeosoaresponding
payload types that are specified as OPTIONAL inf&2 C.S0070-0].
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8. Provisioning

8.1 Flow Provisioning Across BDS-1 Interface

The BCASTAD document shows the relationships among the BClgical entities (See Figure xx in AD document). |
AD document, the BDS-1 is the interface betweerQMA BCAST Service Distribution/Adaptation functi@amd the BDS
Service Distribution function in the underlying ass/core network. In the case of BCMCS, the BDSi&eDistribution
entity corresponds to the BCMCS Controller/Conteettver. Figure 13 shows how the BCMCS architeditsavithin the
OMA architecture

BCAST-1
Content g(e:rﬁi-er
Creation L,
Application
BCAST2 .t BCAST-3 .t
BCAST BCAST-4 BCAST
Service .
S Subscription
Distribution/ Mana gerr)nent BCAST -8
Adaptation
_________ ?311_*:_____________BD:%':f____________________
Llég R K \\‘
. » | BCA4T_-5 BCAST|6 | '
BCAST Logical Entities . P BCMCS Controller/CS P g BCAST- :
1 1
1 1
1 D - L} H
| Mandatory Non - BCAST Entitiesl i X1+ : A X-2 :
1 ] b 1
_ ' : : PDSN/ !
1 n = 1
[ BCMGS Entities B ! BSN/RAN H H RAN I
== ] u L 1
\ ¥ - = W
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hoooooooooos X-3% & I X-6.2
BCAST- BDS Reference Points P X4 & X5 i
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Other Reference Points
/
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N ot : Interface over (*) reference points to be defined
€ in Adaptation
Specification

Figure 13: BCMCS Adaptation Architecture Diagram

The BDS-1 signalling interface between the BCMCSit@dler and the BSD/A Function uses 8&8D/A-BCMCS Control
Protocol, as described in this section, that gtesia mechanism for BSD/A to provision BCMCS Fldixes, BCAST
streams) on the BCMCS Controller and for BCMCS @aller to provide key to the BSD/A.

8.1.1 BCMCS Flow Life Cycle

When provisioning a BCMCS Flow for a multicast ask/port the BCMCS Controller returns a BCMEIBw Handle that
the BSD/A uses to reference the flow.

A BCMCS Flow Handle references a unique BCMCS Riwawvisioning on the BCMCS Controller and has a BC3/ow
ID associated with it. The same BCMCS Flow ID rhayprovisioned in multiple ways, as long as theydt overlap in
time. Consequently, different BCMCS Flow Handleg/rhave the same associated BCMCS Flow ID.
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Each BCMCS Flow Handle shall be in one of the tistaées described below. Reception of messagaesots such as
moving past the StartTime or EndTime of a BCMCSnklshall trigger transitions betweens these states.

A BCMCS Flow Handle is defined to be active at apm time if it is assigned to a BCMCS Flow prsidgned with an end
time in the future. When the end time of a provisid BCMCS Flow is passed, the BCMCS Flow Handldl leareturned to
the inactive state. Inactive BCMCS Flow Handlesaailable for assignment to a new BCMCS Flow psimriing. The
BSD/A may change the start and end times of a BCID® Handle. The BSD/A may remove a provisionedVBIS Flow
before scheduled end time. When a flow is remotleel BCMCS Flow Handle shall return to the Inacttate.

Successfu AddFlowRequest Successful

RemoveFlowReg ResetRequest

Successful Active,
Idle (Flow not eessful/Unsuccessful
Successful Flow EndTime ReatdesgoveRlowRequest started)
ModifyFlowRequest
ResetRequest
Flow StartTime Reached
\

Active,
Busy (Flow

ecessful/Unsuccessful
started)

ModifyFlowRequest

Note: Not all state transitions for unsuccessful cases are
shown.

Figure 14: BCMCS Flow Handle States

8.1.1.1 Inactive State

This is the initial state of BCMCS Flow Handle. TBEMCS Controller shall maintain a pool of unassigBCMCS Flow
Handles to facilitate provisioning of BCMCS Flow&hen a BCMCS Flow is created by a successful AddRlequest, the
BCMCS Flow Handle shall transition to the {Activd|e} state.

8.1.1.2 {Active, Idle} State

In this state the resources for corresponding BCMH@®/ are provisioned at the BCMCS controller theé BCMCS Flow is
not actively transmitted from BSD/A. When a BCMCIBW is removed by a successful RemoveFlowRequestBCMCS
Flow Handle shall transition to the Inactive statel the BCMCS Flow shall be removed from the BCM&fatroller and
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BSD/A. A successful or unsuccessful ModifyFlowResfushall maintain the BCMCS Flow Handle in the {iAet Idle}
state. If a successful ResetRequest requires twisppned BCMCS Flow Handle to be removed, the B@VkIow Handle
shall transition to the Inactive state. If the stame for BCMCS Flow is reached, then the BCMC8wHandle shall
transition to the {Active, Busy} state.

8.1.1.3 {Active, Busy} State

In this state, the corresponding BCMCS Flow isvatti transmitted. When a BCMCS Flow is removed tspeacessful
RemoveFlowRequest, the BCMCS Flow Handle shalkitemm to the Inactive state. The provisioned BCME&w is
removed from the BCMCS Controller and BSD/A. A sesful or unsuccessful ModifyFlowRequest shall aamthe
BCMCS Flow Handle in the {Active, Busy} state. Ilsaccessful ResetRequest requires the provisioGd®ES Flow
Handle to be removed, the BCMCS Flow Handle shaifidition to the Inactive state. If the end timetfee BCMCS Flow is
reached, then the BCMCS Flow Handle shall transitiothe Inactive state.

8.2 BSD/A-BCMCS Control Protocol

The BSD/A-BCMCS Control messages are sent ovef @ transport protocol. TCP port number SHALL befmgurable
on the BSD/A and BCMCS Controller.

8.2.1 BSD/A-BCMCS Control Protocol Messages

Table 1 lists the BSD/A-BCMCS Control Protocol neaags types.

Table 1: BSD/A-BCMCS Control Protocol Message

AddFlowRequest Sent by the BSD/A to the BCMCS GCalter to add one or more
BCMCS Flows associated with one program.

AddFlowResponse Sent by the BCMCS Controller toBB&/A with result of
AddFlowRequest message.

ModifyFlowRequest Sent by the BSD/A to the BCMCSh@oller to request modifying
parameters of one or more provisioned BCMCS Flaw(s)

ModifyFlowResponse Sent by the BCMCS Controllethte BSD/A with result of
ModifyFlowRequest message.

RemoveFlowRequest Sent by the BSD/A to the BCMCBti@bter to request removing
one or more BCMCS Flow(s).

RemoveFlowResponse Sent by the BCMCS ControllgredBSD/A with result of
RemoveFlowRequest message.

ResetRequest Sent by either BSD/A or BCMCS Comtrédl synchronize the
flow state.

ResetResponse Sent by either BSD/A or BCMCS Cdetriol response to the
ResetRequest message.

RefreshKeyRequest Sent by the BSD/A to the BCMCHBt®@ter to request the BAK
related to one or more existing Flow Handles(s).

RefreshKeyResponse Sent by the BCMCS Controllgred3SD/A to provide the new
BAK(s) related to Flow Handle(s), either in respots the
RefreshKeyRequest message or autonomously semtlibfoBAK
expiry time.

BCAST TransmissionAreaRequest Sent by the BSD/A¢cBBCMCS Controller to indicate the
broadcast transmission area(s) related to one og masting Flow
Handles(s).

BCAST TransmissionAreaResponse Sent by the BCMCSrGlter to the BSD/A with result of
BCASTTransmissionAreaRequest message.

[0 2008 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-BCAST_BCMCS_Adaptation-V1_0-20080226-C Page 34 (64)

8.2.2 BSD/A-BCMCS Control Protocol Message Procedures

8.2.2.1 Add BCMCS Flow

The AddFlowRequest message is sent by the BSDIAt®CMCS Controller to request provisioning at B@&CS
Controller for one or more BCMCS Flows.

The BCMCS Controller can accept or deny the reqgtirestigh the AddFlowResponse message.

8.2.2.1.1 BSD/A Functional Requirements

The BSD/A shall send an AddFlowRequest messadeetBCMCS Controller to provision one or more BCMEISws
associated with one program. The BSD/A shall sgttBime greater than current time and EndTime lditan StartTime.

The BSD/A shall send an AddFlowRequestd; secondsin advance before the start of the flow(s).

The BSD/A shall initiate sending content for a BC$IElow at the scheduled start time, if and onth#& AddFlowRequest
was successfully accepted by the BCMCS Controller.

8.2.2.1.2 BCMCS Controller Functional Requirements

If the AddFlowRequest is accepted, the BCMCS Cdletrghall allocate a BCMCSFlowHandle for each flamd send an
AddFlowResponse message with the ReasonCode t& Se&tCCESS to the BSD/A.

If the AddFlowRequest is accepted but SDPParametessived in AddFlowRequest includes a multicastdBress/port that
is already used by other BCMCS flow, the BCMCS Calter shall allocate a new multicast IP addresd/pssociated with
the flow and returns it in the MulticastFlowAddreBECMCSFlowHandle |E to the BSD/A with the Reason€dH set to
SUCCESS. The BCMCS Controller is the central emtighaging the multicast IP address/ports allocatidtows.

If the BCMCS Controller receives an AddFlowRequesh End Time earlier than Start Time for a paréiflow, it shall
reject that flow and shall set the ResultCode apwading to that flow to INVALID_PARAMETER_VALUE ahadd the
EndTime and StartTime IEls (Information Elementnitiiiers, see Section 8.2.4.7), in the FailedPatamelement for that
flow.

If the BCMCS Controller receives an AddFlowRequeith parameters outside their defined range foartiqular flow, it
shall set the ResultCode corresponding to that fmWVALID_PARAMETER_VALUE and add their IEls irhe
FailedParameter element for that flow.

If the BCMCS Controller receives an AddFlowRequesh QoSParameter values for a particular flow twtnot be
supported, it shall set the ResultCode correspgriithat flow to INVALID_PARAMETER_VALUE. The BCMG
Controller may include a supported QoSParameterhéocorresponding flow and shall add the QoSPatranEl
(Information Element Identifier, see section 8.2)4n the FailedParameter element for that flowhie AddFlowResponse
message.

If the BCMCS Controller receives an AddFlowRequesh End Time earlier than Start Time for a partéiflow, it shall
reject that flow and shall set the ResultCode apwading to that flow to INVALID_PARAMETER_VALUE ahadd the
EndTime and StartTime IEls (Information Elementritiigers, see section 8.2.4.7 ) in the FailedPatamelement for that
flow.

8.2.2.2 Modify BCMCS Flow

The ModifyFlowRequest message is sent by the BSbthe BCMCS Controller to modify start time, andénd time of
one or more BCMCS Flows provisioned through an AddiRequest message. Two types of modificationsabioeved:

e Changing the start and/or end times.
» Extending the end time of a BCMCS Flow(s) in pragre

! The value of Recy is an impletementation specific value or configlezby the operator
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8.2.2.2.1 BSD/A Functional Requirements

The BSD/A may send the ModifyFlowRequest messadlee®@CMCS Controller to change the start time/andnd time
of the flow(s) that have not started.

The BSD/A shall not send the ModifyFlowRequest ragesto change the start time of the flow(s) thaetelready started.

The BSD/A may send the ModifyFlowRequest messagee®@CMCS Controller to change the end time offtne(s) that
have started.

In a ModifyFlowRequest message, if both StartTimd BndTime parameters are included, the BSD/A swalthe
StartTime earlier than EndTime.

In a ModifyFlowRequest message, the BSD/A shallide at least one of the StartTime or EndTime patars.

8.2.2.2.2 BCMCS Controller Functional Requirements

The BCMCS Controller shall send a ModifyFlowResponsessage to a BSD/A withined, millisecond$ of receiving a
ModifyFlowRequest message. The value pfgBhall be set to TBD.

If the BCMCS Controller receives a ModifyFlowRequesessage with one of the following condition:

o  StartTime later than EndTime, or
« StartTime earlier than the current time and thetBirae is not equal to the original start time ¢ BCMCS Flow,

the BCMCS Controller shall send the ModifyFlowResp® message with the ReasonCode IE set to
INVALID_PARAMETER_VALUE and add the StartTime IE the FailedParameter.

If the BCMCS Controller receives a ModifyFlowRequegessage with a StartTime earlier than the cutier and the Start
Time is equal to the original start time of the BCB!I Flow, the BCMCS Controller shall regard the magesto have a valid
start time.

If the BCMCS Controller receives a ModifyFlowRequegssage with an EndTime earlier than the cutme, the CS
shall send the ModifyFlowResponse message witliRéssonCode IE set to INVALID_PARAMETER_VALUE anddaithe
EndTime IEl in the FailedParameter.

If the BCMCS Controller receives a ModifyFlowRequegessage with a StartTime that cannot be suppdtedo resource
limitations, the BCMCS Controller shall send thedifgFlowResponse message with the ReasonCode 6 set
RESOURCES_NOT_AVAILABLE and add the StartTime IRlthe FailedParameter.

If the BCMCS Controller receives a ModifyFlowRequesessage with an EndTime that cannot be suppdttedo resource
limitations the BCMCS Controller shall send the MgElowResponse message with the ReasonCode It set
RESOURCES_NOT_AVAILABLE and add the EndTime IEltive FailedParameter.

If the BCMCS Controller indicates failure in the MéyFlowResponse message then, the state and pan@nassociated
with the BCMCSFlowHandle received in the ModifyFIReguest shall remain the same as prior to thepeogthis
message.

8.2.2.3 Remove BCMCS Flow

The RemoveFlowRequest message is sent by the B&Ohe BCMCS Controller to remove provisioned BCMEIBw(S).
The Active BCMCS Flows that are either Idle or Baay be removed. The BCMCS Controller sends the
RemoveFlowResponse message to the BSD/A to indisateesult of the RemoveFlowRequest message.

8.2.2.3.1 BSD/A Functional Requirements

The BSD/A may send the RemoveFlowRequest messape ®CMCS Controller to remove one or more BCM@8/§.

2 The value of Espshall be set to implementation specific
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8.2.2.3.2 BCMCS Controller Functional Requirements

If the BCMCS Controller accepts the RemoveFlowRstueessage, it shall send the RemoveFlowResporssageto the
BSD/A within T,esp2 milliseconds of receiving the RemoveFlowRequesisage, and with the ReasonCode IE set to
SUCCESS to the BSD/A. The BCMCS Controller shalkenthe specified BCMCS Flow Handle inactive befeeading the
RemoveFlowResponse message. If the BCMCS Flowfsgban the request is not in progress, then poaending the
RemoveFlowResponse message, the BCMCS Controldirretease all state and resources associatedhttilow.

If the BCMCS Controller receives a RemoveFlowRetjoesssage including a BCMCS Flow Handle that istive, the
BCMCS Controller shall return a RemoveFlowRespansssage with the ResultCode set to
INVALID_PARAMETER_VALUE for the corresponding BCMCBElow Handle, and including the BCMCSFlowHandle IEI
in the FailedParameter element.

8.2.2.4 State Synchronization

State Synchronization is achieved throughRlesetRequestndResetRespongaessages.

The BSD/A or BCMCS Controller may send a ResetRsguessage to synchronize the state with its géer.
ResetRequest message shall contain zero or moredBJNbw Handles that indicate that the sender @€) dtate
information for zero or more BCMCS Flow reservatioblpon receipt of the ResetRequest message,dbiwee (Y) shall
compare the received list of flow handles withoiten list and removes state for any flow handles @na not included within
the received message.

Y shall acknowledge the receipt of the ResetRequitstthe ResetResponse message including its emaining list of
active Flow Handles. Upon receipt of the ResetRespoX shall compare the received list of flow Hasdvith its own list
and removes state for any flow handles that aréncbided within the received message. At the drtti@transaction for the
ResetRequest/ResetResponse, X and Y have stdteefsame BCMCS Flow Handles (which is the commdssuof
original BCMCS Flow Handles present in X and Y).

The events that trigger the re-synchronization @seat both entities (BCMCS Controller, BSD/A) pagt of the local
policy of BCMCS Controller and BSD/A, and not iretecope of the BDS-1 interface specification.

8.2.2.5 Refresh Keys

The RefreshKeyRequest message is sent by the Bl BCMCS Controller to request the BroadcasteAs Key(s)
(BAK) for one or more provisioned BCMCS Flows befdhe expiration time of the BAK(S).

The RefreshKeyResponse message is sent by the B@@®oller to the BSD/A to provide the new BAK{e) a
provisioned BCMCS Flow(s). The BCMCS Controller dethe new BAK to be used for any given flow.

The BCMCS Controller can accept or deny the reqgtirestigh the RefreshKeyResponse message.

8.2.25.1 BSD/A Functional Requirements

The BSD/A shall send a RefreshKeyRequest messape BCMCS Controller to request the new BAK foear more
provisioned BCMCS Flows, before the expiry timahe BAK has occurred.

8.2.2.5.2 BCMCS Controller Functional Requirements

If the BCMCS Controller receives a RefreshKeyRetuesssage including an {Active, Idle} or {Active uBy} BCMCS
Flow Handle, the BCMCS Controller shall return BefreshKeyResponse message to provide the assbBiAtes for
requested Flow Handles, if the request is succkesgia BCMCS Controller shall set the ResultCodeesponding to that
Flow Handle to SUCCESS.

If the BCMCS Controller receives a RefreshKeyRetuesssage with a BCMCSFlowHandle that is inactire, BCMCS
Controller shall return a RefreshKeyResponse messét) the ResultCode corresponding to that flointse
INVALID_PARAMETER_VALUE, and including the BCMCSFeHandle IEl in the FailedParameter element.

The BCMCS Controller may send two BAKs — currentiBid be used and a subsequent BAK to be usedtaterurrent
one expires, for any given flow.
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If the BAKParameter IE is included in the RefresgResponse, the BCMCS Controller should use TLS-[58K RFC
4279] as a secure channel between the BCMCS Clartesid BSD/A.

8.2.2.6

The BCASTTransmissionAreaRequest message is sehelSD/A to the BCMCS Controller to indicate threadcast
transmission areas associated with one or more Hamdles.

Broadcast Transmission Area

The BCMCS Controller can accept or deny the reqgtiresigh the BCAST TransmissionAreaResponse message.

8.2.26.1 BSD/A Functional Requirements

The BSD/A shall send a BCASTTransmissionAreaReguestsage to the BCMCS Controller to indicate tloaticast
transmission areas associated with one or more Hiandles, before the end time of the BCMCS flow.

8.2.2.6.2 BCMCS Controller Functional Requirements

The BCMCS Controller shall send a BCASTTransmis&r@aResponse message to the BSD/A after receiving a
BCASTTransmissionAreaRequest message.

8.2.3 Message Format

A BSD/A-BCMCS control message consists of two partsleader and a Body. The header has a fixedHergt a common
format across messages as shown in.

Table 2: Common Header Format and Body Format

o [ 1+ [ 2 [ 3 [ 4 [ 5 [ 8 [ 7 [ octet]
Protocol Version = 01H 1
Message Type = < 01H - OCH > 2
(MSB) Message Length =<0 - FF FFH > 3
”””””””””””””””””””””””””””””””””””””””””””””””””””””” L (sB) | 4
(MSB) | Transaction ID =<0 - FF FFH > 5
e SB) |6
| MSB) i ... Timestamp . !
sy | 14

Protocol Version: This parameter indicates theivarsf the BSD/A-BCMCS Control Protocol the sendensing and it
shall be set to 01H.

Message Type: The Message Type parameter iderttigetype of message. The possible values for theskige Type
parameter are listed in Table 3. Values OH, OBHFH lare reserved.

Table 3: Message Type Values

01H AddFlowRequest
02H AddFlowResponse
03H ModifyFlowRequest
04H ModifyFlowResponse
05H RemoveFlowRequest
06H RemoveFlowResponse
07H ResetRequest
08H ResetResponse
09H RefreshKeyRequest
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0AH RefreshKeyResponse

80H BCASTTransmissionAreaRequest

81H BCASTTransmissionAreaResponge
Other Values | Reserved

Message Length: 16-bit unsigned integer valueitfthtates the length of the message including gaalbr fields and the
body.

Transaction ID: 16-bit unsigned integer value thajuely identifies a BSD/A-BCMCS Controller proabdransaction. This
parameter is used by the sender to match a regjitbsthe corresponding response from the receiMee. sender increments
this parameter by 1 for every new transaction Withreceiver and the parameter wraps around ats6§93-FH). The
receiver copies the Transaction ID from the reqirgstthe response message.

Timestamp: 64-bit unsigned integer value in NTRrfar (specified in RFC 1305), indicating the time thessage was
created. The parameter is used to protect agapkty attacks in conjunction with the mandatoryspree of the
AuthenticationExtensioinformation element, which provides message atitegion and integrity protection.

The body is of variable length and has Informatid@ments specific to each message type. The Infosm&lements are in
TLV (Type, Length, and Value) format and can be Wetory, Conditional, or Optional, as described ablE 4.

Table 4: Definition of Mandatory, Conditional, Optional

Mandatory (M) The Information Element is required for the message
Conditional (C) The Information Element is required in situatiorisene a condition is met (thd
condition is given in the Description in the messdgfinition).
Optional (O) The Information Element is provided at the disametbf the implementation.

8.2.3.1 AddFlowRequest

The message format of the AddFlowRequest is desttiiip Table 5.
Table 5: AddFlowRequest

Information Element | Reference | M/C/O
One occurrence of the following element:
ContentProviderID See 8.2.4.14 M
ProgramName See 8.2.4.17 M
StartTime See 8.2.4.12 M
EndTime See 8.2.4.6 M
ContentTunnelProtocolOption See 8.2.4.4 M
L3TunnelSourceAddress See 8.2.4.9 Ca
SDPParameters See 8.2.4.15 M
N (N=number of flows being added) occurrenceseffollowing element:
QoSParameters | See 8.2.4.13 | O
One occurrence of the following element:
AuthenticationExtension | See 8.2.4.1 | M

a Included only if ‘ContentTunnelProtocolOption0H (L3 Tunneling).

The feasible QoSParameters values depend on thectdwastics of the content and the Wireless serlimvider’'s network.
The BSD/A requests an operating point for thesarpaters and the BCMCS Controller accepts the paeamiéit is
feasible.
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8.2.3.2 AddFlowResponse

The message format of the AddFlowResponse is destim Table 6.
Table 6: AddFlowResponse

Information Element | Reference | M/C/O

One occurrence of the following element:
L3TunnelDestinationAddress See 8.2.4.8 Cc

SDPParameters See 8.2.4.15 O
DelayOffset See 8.2.4.5 0]
N occurrences of the following elements:
ResultCode See 8.2.4.11 M
MulticastFlowAddress_ BCMCSFlow| See 8.2.4.10 Ca
Handle
QoSParameters See 8.2.4.13 O
FailedParameter See 8.2.4.7 Cd
One occurrence of the following element:
AuthenticationExtension | See 8.2.4.1 M

a Included only if ‘ResultCode’ = SUCCESS (OH).

¢ Included if ‘ResultCode’ = SUCCESS (0H) and ‘@miTunnelProtocolOption’

= OH (L3 Tunnel).

d Included if ‘ResultCode’ is set to one of thdduling values:
UNSUPPORTED_PARAMETER, POORLY_FORMED_PARAMETER,
INVALID_PARAMETER_VALUE and MISSING_PARAMETER

8.2.3.3 ModifyFlowRequest

The message format of the ModifyFlowRequest is ilesd in Table 7.
Table 7 : ModifyFlowRequest

Information Element | Reference | M/C/O
One occurrence of the following element:
StartTime See 8.2.4.12 Oa
EndTime See 8.2.4.6 Oa
N occurrences of the following elements:
BCMCSFlowHandle3 | See8.24.3 | ™
One occurrence of the following element:
AuthenticationExtension | See 8.24.1 | M
@At least one of the StartTime or EndTime shallrgtided.
8.2.3.4 ModifyFlowResponse
The message format of the ModifyFlowResponse isrileed in Table 8.
Table 8: ModifyFlowResponse
Information Element | Reference | M/C/O

N occurrences (N=number of flows modified) of toédwing elements:

ResultCode | Sees8.2.4.11

M

% The BSD/A chooses BCMCSFlowHandle(s) associatéd eie BCMCS program.
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Information Element Reference M/C/O
FailedParameter See 8.2.4.7 aC
One occurrence of the following element:

AuthenticationExtension See 8.2.4.1 M

?Included if ‘ResultCode’ is set to one of the doling values:
UNSUPPORTED_PARAMETER, POORLY_FORMED_PARAMETER,
INVALID_PARAMETER_VALUE and MISSING_PARAMETER

8.2.35 RemoveFlowRequest

The message format of the RemoveFlowRequest isideddn Table 9.
Table 9: RemoveFlowRequest

Information Element | Reference | M/C/O
N occurrences (N=number of flows removed) of tHWing elements:
BCMCSFlowHandle | See 8.2.4.3 | M
One occurrence of the following element:
AuthenticationExtension | See 8.2.4.1 | M
8.2.3.6 RemoveFlowResponse

The message format of the RemoveFlowResponse gsiloked in Table 10.
Table 10: RemoveFlowResponse

Information Element | Reference | M/C/O
N occurrences of the following elements:
ResultCode See 8.2.4.11 M
FailedParameter See 8.2.4.7 Ca
One occurrence of the following element:
AuthenticationExtension See 8.2.4.1 M
a Included if ‘ResultCode’ is set to one of thddwling values:

UNSUPPORTED_PARAMETER, POORLY_FORMED_PARAMETER,
INVALID_PARAMETER_VALUE and MISSING_PARAMETER

8.2.3.7 RefreshKeyRequest

The message format of the RefreshKeyRequest isideddn Table 11.
Table 11: RefreshKeyRequest

Information Element | Reference | M/C/O
N occurrences of the following elements:
BCMCSFlowHandle | See Section 8.2.4.3 | M
One occurrence of the following element:
AuthenticationExtension | See 8.24.1 | M

8.2.3.8 RefreshKeyResponse
The message format of the RefreshKeyRequest isideddn Table 12.

Note that the BCMCS Controller may choose to rehoth the current as well as the subsequent BAKafioassociated
flow.
Table 12: RefreshKeyResponse

Information Element | Reference | M/C/O |
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Information Element | Reference M/C/O
N occurrences of the following elements:
ResultCode See 8.2.4.11 M
BAKParameter See 8.2.4.2 Ca
FailedParameter See 8.2.4.7 Cb
One occurrence of the following element:
AuthenticationExtension See 8.24.1 | M
a Included only if ‘ResultCode’ = SUCCESS (0H).
b Included if ‘ResultCode’ is set to one of thddaling values:

UNSUPPORTED_PARAMETER, POORLY_FORMED_PARAMETER,
INVALID_PARAMETER_VALUE and MISSING_PARAMETER

8.2.3.9 BCASTTranmsissionAreaRequest

The message format of the BCAST TransmissionAreaBsds described in Table 13.
Table 13: BCASTTransmissionAreaRequest

Information Element Reference M/C/O
Location Area See 8.2.4.16 M

N (N=number of flows being sent/stopped in the @&specified Location Area)
occurrences of the following elements:

BCMCSFlowHandle | See 8.2.4.3 | M
One occurrence of the following element:
AuthenticationExtension | See 8.24.1 | M

8.2.3.10 BCASTTranmsissionAreaResponse

The message format of the BCASTTransmissionAreafesis described in Table 14.
Table 14: BCASTTransmissionAreaResponse

Information Element Reference M/C/O
ResultCode See 8.2.4.11 Ca
Location Area See 8.2.4.16 (@]

N (N=number of flows being sent/stopped in the a&bspecified Location Area)
occurrences of the following elements:

BCMCSFlowHandle | Sees.2.4.3 | o
One occurrence of the following element:
AuthenticationExtension | See 8.2.4.1 | M

a Included only if all request in Requests amecesasful and ‘ResultCode’ =
SUCCESS (0H).

8.2.4 Information Elements

This section contains the coding and definitiothaf Information Elements (IEs) used in the messdgésed in Section
8.2.3.

The following table contains a list of all the infieation elements used on the BSD/A-BCMCS controtgmol. The table is
sorted by the Information Element Identifier (IE§ding which distinguishes one information elenfeoin another. The
table also includes a reference to the section evtier element coding can be found.

Table 15: Information Element Identifiers

| Element Name | Identifier (IEIl) | Section Reference
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Element Name Identifier (IEI) Section Reference
ResultCode 01H 8.24.11
MulticastFlowAddress_ 02H 8.2.4.10
BCMCSFlowHandle
StartTime 03H 8.2.4.12
EndTime 04H 8.2.4.6
ContentProviderID O5H 8.2.4.14
ContentTunnelProtocolOption 06H 8.24.4
L3TunnelSourceAddress 07H 8.2.4.9
BCMCSFlowHandle 08H 8.2.4.3
L3TunnelDestinationAddress 09H 8.2.4.8
DelayOffset 0AH 8.2.4.5
FailedParameter OBH 8.2.4.7
AuthenticationExtension OCH 8.24.1
BAKParameters ODH 8.24.2
SDPParameters OEH 8.2.4.15
QoSParameters OFH 8.2.4.13
Location Area 80H 8.2.4.16
ProgramName 81H 8.2.4.17
All other values are reserved.

The rest of this section presents the definitiothefBSD/A-BCMCS Control Protocol information elems

8241 AuthenticationExtension

The Authentication Extension shall be includedlilB&D/A-BCMCS Control Protocol messages. This Aarttication
Extension information element marks the end ofahenticated data in the BSD/A-BCMCS Control Peotanessages.

The structure of the extension is as shown in Table

Table 16: AuthenticationExtension

o [ 1 [ 2 [ 3 [ a4 | s5 [ & 7| Octet ]
Information Element Identifier (Type) = 0CH 1
Length=<0 - FFH > 2
(MSB) SPI 3
_________________________________________________________________________________________________ "
_________________________________________________________________________________________________ -
sy | s
L (MSB) Authentication Data [
o LsB) | variable

IEl: Information Element Identifier. It shall bets¢e OCH.

Length: This field indicates the number of octetshiis including IEI and Length fields. This figklset to 6 plus the number
of bytes in the authenticator.

SPI: This four octet field is set to the Securigrédneter Index as specified in RFC3344.

Authentication Data: For message authentication Alithenticator field is calculated over TCP paygldata except for
Authenticator field, as specified in section 3.6fIRFC 3344].
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8.2.4.2 BAKParameters

The BCMCS Controller sends the BAK, BAK_ID, and BARXxpire field to the BSD/A (in the given order) hd structure
of the BAKParameters is as shown in Table 17.

Tablel7: BAKParameters

o [ 1+ [ 2 [ 3 J 4 T 5 [ =6 7 [ oOctet ]

Information Element Identifier (Type) = ODH 1

Length 2

(MSB) Identifier Type 3

"""""""""""""""""""""""""" dentifier [ N
| MSB) | Reserved o BAKID N+1
N+2

- eAk N
_________________________________________________________________________________________________ N+17
N+18

"""""""""""""""""""""""""" BAK_Expire | .
"""""""""""""""""""""""""""""""""""""""""""""""""""""""""""""" N+21

IEI : Information Element Identifier. It shall be setGDH.
Length: This field indicates the number of octets in thlisment including IEI and Length fields.

Identifier Type: This field shall be set to O0H if the Identifiggld contains the BCMCSFlowHandler value. Thigdilshall
be set to 04H if the Identifier field contains IPMdilticast Address and Port number. This filed khalset to 06H if the
Identifier field contains IPv6 Multicast AddressdalRort number. Other values are reserved. The sshdé set this field to
OOH if the BCMCSFlowHandler is available.

Identifier : This field shall be set to the BCMCSFlowHandlafue (4 octets) if the Identifier type field is $etO0OH. This
field shall be set to IPv4 Multicast Address andtlromber as defined in Table 18 if the Identifietd is set to 04H. This
filed shall be set to IPv6 Multicast Address andtPomber as defined in Table 18 if the Identifietd is set to 06H.

Table 18: Field format for Port number and IP address

o [ 1 [ 2 [ 3 [ a4 [ s [ 6 [ 7 [ octet]

(MSB) ! Port Number = < CO O0H - CO 07H> 1

_________________________________________________________________________________________________

1 (LSB) 6 or 18

BAK_ID: BAK identifier. A sequence number that identifiesigh value of BAK is currently valid for a partiesl BCMCS
Multicast IP Flow; that is, the BAK is identified/tthe combination of a BCMCS_FLOW _ID and BAK_ID.rreoparticular
BAK, the corresponding value of BAK_ID is the safoeall users.

BAK 128-bit Broadcast Access Key: Provides accessémomore multicast IP flows of a particular seB&iMCS
programs for a certain amount of time (for examptes day, week or month). Each encrypted set of BSMrograms have
a different BAK value.

BAK_Expiry: Indicates when the BAK will expire. This field shbk encoded using an unsigned integer and cotitain
number of seconds since January 1, 1970 00:00 UTC.
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8.24.3 BCMCSFlowHandle

The BCMCS Flow Handle references a unique BCMCSvFeservation. The structure of the BCMCSFlowHaridlas
shown in Table 19.

Table 19: BCMCSFlowHandle

o | + | 2 | 38 | 4 | 5 | 6 | 7 | Octet
Information Element Identifier (Type) = 08H 1

Length = 06H 2

(MSB) Value = <0 - FF FF FF FFH > 3
_________________________________________________________________________________________________ "
_________________________________________________________________________________________________ .
e (SB) | 6

IEIl: Information Element Identifier. It shall be set08H.
Length: This field indicates the number of octets in #sment including IEI and Length fields. This fieldall be set to 6.
Value: 32-bit unsigned integer value indicating the BC&MElow Handle.

8.24.4 ContentTunnelProtocolOption

The ContentTunnelProtocolOption indicates what éxeprotocol is used between BSD/A and BCMCS CSatosport
content for the BCMCS Flow being added. The stmecof the ContentTunnelProtocolOption is as showhable 20.

Table 20: ContentTunnelProtocolOption

o | 1 | 2 | 3 | 4 | 5 | e | 7 Octet
Information Element Identifier (Type) = 06H 1
Length = 03H 2
Value = < 00H-FFH > 3

IEIl: Information Element Identifier. It shall be set06H.
Length: This field indicates the number of octets in #sment including IEI and Length fields. This fieldall be set to 3.

Value: This 8-bit enumerated value identifies tyygetof bearer transport protocol used between 8i8/B and BCMCS
Controller. The supported ‘ContentTunnelProtocol@ptvalues are listed in Table 21below:

Table 21: ContentTunnelProtocolOption Values

Value Content Transport Protocol
OOH L3 Tunnel
01H-FFH Reserved

8.2.4.5 DelayOffset

This information element indicates that the BSDhalkstart transmission of content for the BCMC8vFat (StartTime-
DelayOffset). This is to compensate for processingd transmission delays on the BSD/A-BCMCS CS lifike structure of
the DelayOffsets as shown in Table 22.

Table 22: DelayOffset

o | 1 | 2 | 3 | 4 | 5 | 6 7 Octet
Information Element Identifier (Type) = OAH 1
Length = 04H 2
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o [ 1 2 | 3 | 4 5 6 | 7 Octet
(MSB) ] Vawe=<O0-FFFFH> 3
. (LSB) 4

IEI: Information Element Identifier. It shall be set®taH.

Length: This field indicates the number of octets in #isment including IEI and Length fields. This fieldall be set to 4.
Value: 16-bit unsigned integer value indicatingeim milliseconds.

8.2.4.6 EndTime

This parameter indicates the end time of a BCMQG8vFIThe structure of the EndTineeas shown in Table 23.

Table 23: EndTime

o | + | 2 | s | 4 | 5 [ 6 | 7 Octet
Information Element Identifier (Type) = 04H 1

Length = OAH 2

| MsB) Value=<O0-FFFFFEFFFFFFFFFFH> 3
U (SB) | 10

IEl: Information Element Identifier. It shall be setGéH.

Length: This field indicates the number of octets in #lisment including IEI and Length fields. This fieddall be set to
0A.

Value: 64-bit unsigned integer value in NTP format, pscified in [RFC 1305].

8.2.4.7 FailedParameter

This information element is included in responsesages that have the ResultCode set to one dbitberiihg values:
UNSUPPORTED_PARAMETER, POORLY_FORMED_PARAMETER, INVID_PARAMETER_VALUE, and
MISSING_PARAMETER. The structure of the FailedPaeseris as shown in Table 24.

Table 24: FailedParameter

0 1 | 2 | 3 [ a4 | 5 | 6 | 7 Octet
Information Element Identifier (Type) = OBH 1
Length = <variable> 2
Number of Failed IEls 3

Number of Failed IEls occurrences of the followindield:
Identifier Type 4
Identifier Variable N
Failed Information Element Identifier N+1

IEI: Information Element Identifier. It shall be setGBH.
Length: This field shall be set the number of Failed Infation Element Identifiers in this element plus 2.
Number of FaildlEls: This field shall be set number of Faild IEls ifstie

Identifier Type: This field shall be set to 00H if the Identifiéelfi contains the BCMCSFlowHandler value. Thisdishall
be set to 04H if the ldentifier field contains IPMdilticast Address and Port number. This field Ebhalset to 06H if the
Identifier field contains IPv6 Multicast AddressdaRort number. The sender shall set this fieldotd @ the
BCMCSFlowHandler is available.
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Identifier: This field shall be set to the BCMCSFlowHandleluea(4 octets) associated with the FaildParamethei
Identifier Type field is set to O0H. This filed shiae set to IPv4 Multicast Address and Port nundsedefined in Table 18 if
the Identifier field is set to 04H. This filed shiaé set to IPv6 Multicast Address and Port nunasedefined in Table 18 if
the Identifier field is set to 06H.

Failed Information Element Identifier : This field contains a Failed Information Elemé&tgntifier.

8.2.4.8 L3TunnelDestinationAddress

This information element specifies the IP addrédstb@ BCMCS CS entity that is the destination endpof the L3 tunnel
for a BCMCS Flow. The structure of the L3TunnelfdestionAddresss as shown in Table 25.

Table 25: L3TunnelDestinationAddress

o | 1 | 2 | 3 | 4 | 5 | e | 7
Information Element Identifier (Type) = 09H
Length =< 07H, 13H >
IPVersion = < 04H, 06H >
(MSB) IPAddress

wa\)HI

(LSB) 7or19

IEl: Information Element Identifier. It shall be setQ®H.

Length: This field indicates the number of octets in #lisment including IEI and Length fields. It shadl §et to 07H if the
‘IP Version’ field is set to 04H, or 13H if the ‘IPersion’ field is set to 06H.

IP Version: This parameter indicates the version of the Rquol used as a Delivery Protocol for L3 Tunngjlifhe
supported ‘IP Version’ values are listed in Tabfeb2low:

Table 26: IP Version Values

Value IP Version
04H IPv4
O6H IPv6

IP Address: 32-bit IPv4, or 128-bit IPv6 address, dependingtanvalue of the ‘IP Version’ field.

8.2.4.9 L3TunnelSourceAddress

This information element specifies the IP addrésh@BSD/A entity that is the source endpointha £3 tunnel for a
BCMCS Flow. The structure of the L3TunnelSourcergddis as shown in Table 27.

Table 27: L3TunnelSourceAddress

o [ 1 [ 2 [ 3 [ a4 [ 5 [ & [ 7 [ octt]
Information Element Identifier (Type) = 07H 1
Length = < 07H, 13H > 2
IP Version = < 04H, 06H > 2
(MSB) | IP Address 4
(LSB) 7or19
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IEl: Information Element Identifier. It shall be setddH.

Length: This field indicates the number of octets in #lmsment including IEI and Length fields. It is &07H if the ‘IP
Version’ field is set to 04H, or 13H if the ‘IP \&on’ field is set to 06H.

IP Version: This parameter indicates the version of the IRgua used as a Delivery Protocol for L3. The supgb‘IP
Version’ values are listed in Table 26.

IP Address: 32-bit IPv4, or 128-bit IPv6 address, dependindghanvalue of the ‘IP Version’ field.

8.2.4.10 MulticastFlowAddress_ BCMCSFlowHandle

This Information Element specifies the IP multicadtiress and port and BCMCS FLOW Handle on whielBEMCS
Flow is sent. The structure of the MulticastFlovdieksis as shown in Table 28.

Table 28: MulticastFlowAddress

o | + | 2 | s | 4 | 5 [ 6 | 7 Octet

Information Element Identifier (Type) = 02H 1

Length = < ODH, 19H > 2

(MSB) Port Number = < CO 00H - CO 07H> 2

(LSB) 4

IP Version = < 04H, 06H > S

(MSB) | IP Address g
(LSB) 9or21
(MSB) 10 or 22
BCMCSFlowHandle 11or23
_________________________________________________________________________________________________ 12 or 24
''''''''''''''''''''''''''''''''''''''''''''''''''''''''''''''''' (LSB) 13 or 25

IEl: Information Element Identifier. It shall be setd®H.

Length: This field indicates the number of octets in #lsment including IEI and Length fields. It is setl3H if the ‘IP
Version’ field is set to 04H, or 25H if the ‘IP \&on'’ field is set to 06H.

Port Number: 32-bit port number. The range of permissible galis from 49152 (CO00H) to 49159 (CO07H).

IP Version: This parameter indicates the version of the lRqmol used as a Delivery Protocol for L3 Tunnelifibe
supported ‘IP Version’ values are listed in Tabe 2

IP Address: 32-bit IPv4, or 128-bit IPv6 address, dependingtanvalue of the ‘IP Version’ field.
BCMCSFlowHandle: 32-bit unsigned integer value indicating the BCME&&w Handle.
8.24.11 ResultCode

This information element is used to indicate thesom for occurrence of a particular event. Thecstire of the ResultCode
is as shown in Table 29.
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Table 29: ResultCode

0 1 [ 2 ] 3 ] a4 [ 5 T s 7 [ oOctet ]
Information Element Identifier (Type) = 01H 1
Length 2
Identifier Type 3
Identifier Var:\?ble
Value =<0 -FFH > N+1

IEIl: Information Element Identifier. It shall be setQbH.
Length: This field indicates the number of octets in tlisment including IEI and Length fields.

Identifier Type: This field shall be set to O0H if the Identifiéelfl contains the BCMCSFlowHandler value. Thisdikhall
be set to 04H if the Identifier field contains IPMdilticast Address and Port number. This filed khalset to 06H if the
Identifier field contains IPv6 Multicast AddressdaiRort number. The sender shall set this fielddid @ the
BCMCSFlowHandler is available.

Identifier: This field shall be set to the BCMCSFlowHandleluea(4 octets) associated with the ReasonCode if th
Identifier type field is set to O0H. This filed $hiae set to IPv4 Multicast Address and Port nundsedefined in Table 18 if
the Identifier field is set to 04H. This filed shiaé set to IPv6 Multicast Address and Port nunasedefined in figure x if the
Identifier field is set to 04H.

Value: 8-bit unsigned integer value indicating the pgsieg result of a message request, as shown ire Babl
Table 30: ResultCode Values

00H | SUCCESS The Request was successfully completed
01H | RESOURCES_NOT_AVAILABLE Resources are not availadti¢éhe time of the request.

This error is returned when a request was receivbdse
version number is unsupported.

This error is returned when a request containecasige
Type that the receiver did not recognize or support

This error is returned when the received messageddy
formed. The message length is not valid.

This error is sent when the received timestampevaunore
than REPLAY_OFFSET seconds away from the receiveris
05H | TIMESTAMP_MISMATCH local time. In this scenario, the receiver copiely the low-
order 32 bits of the timestamp into the responseé,saipplies
the high-order 32 bits from its own time of day.

This error is sent when message authenticatioadait the
receiver.

The peer received a message that contained a paraimet
is not recognized or supported. A message withethisr
MUST contain a FailedParameter element contairtieg t
IEI(s) of the one or more IEls that caused theufail

The request contained an IE with an invalid vatu#d data
08H | INVALID_PARAMETER_VALUE portion. A message indicating this error MUST ud# the
offending IEs within a FailedParameter element.

The request did not contain a parameter that isired) by
09H | MISSING_PARAMETER the message definition. A FailedParameter should be
included in the response containing the missing.lEl

02H | UNSUPPORTED_VERSION

03H | UNSUPPORTED_REQUEST

04H | POORLY_FORMED_REQUEST

06H | AUTHENTICATION_FAILURE

07H | UNSUPPORTED_PARAMETER
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This error is returned when a request is rejeated f
unspecified reasons.

The AddFlowRequest message contained a value of the
0BH | INVALID_MULTICAST_ADDR_VALUE | multicast IP address that is already assigneddthan flow
by the BCMCS Controller

OCH [ FAILURE_FOR_UNKNOWN_REASON | The Request was faildue to unknown reason.
All other values are reserved.

0AH | UNABLE_TO_COMPLY

8.2.4.12 StartTime
This information element indicates the start titha 8 CMCS Flow. The structure of the StartTimes shown in Table 31.

Table 31: StartTime

o [ 1 [ 2 [ 38 [ a [ 5 [ & [ 7 [ octt]
Information Element Identifier (Type) = 03H 1
Length = OAH
| MsB) Value=<O0-FFFFFFFFFFFEFEFFH> s
sy |10

IEI : Information Element Identifier. It shall be setG3H.

Length: This field indicates the number of octets in thlisment including IEI and Length fields. It shadl set to OAH.
Value: 64-bit unsigned integer value in NTP format, pscified in RFC 1305.

8.2.4.13 QoSParameters

This information element indicates the QoS of BCM&E@ws. The structure of the QoSParameiees shown in Table 32.

Table 32: QoSParameters

o [ 1 [ 2 [ 3 [ a4 [ 5 [ 6 [ 7 [ octt]
Information Element Identifier (Type) = OFH 1
Length = <variable> 2
Identifier Type 3
Identifier Var:\?ble

Number of Flow Profile IDs N+1

(MsB) | Flow Profile ID N+2

oo Flowproflein [ N3

IEIl: Information Element Identifier. It shall be setGBH.
Length: This field indicates the number of octets in #lisment including IEI and Length fields.

Identifier Type: This field shall be set to 00H if the Identifiéelfl contains the BCMCSFlowHandler value. Thisdikhall
be set to 04H if the Identifier field contains IPMdilticast Address and Port number. This filed khalset to 06H if the
Identifier field contains IPv6 Multicast AddressdaRort number. The sender shall set this fieldotd 0 the
BCMCSFlowHandler is available.

Identifier: This field shall be set to the BCMCSFlowHandleluea(4 octets) associated with the Flow Profilefibhe
Identifier type field is set to O0H. This filed $hiae set to IPv4 Multicast Address and Port nundsedefined in Table 18 if
the Identifier field is set to 04H. This filed shiaé set to IPv6 Multicast Address and Port nunasedefined in Table 18 if
the Identifier field is set to O6H.
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Number of Flow Profile IDs: This field indicates the number of Flow ProfilesBontained in this IE. This field shall be set
to 1 for the CS-BCMCS Control Protocol revision 1.

Flow Profile ID: One Flow Profile ID is 16 bits length. This fiedtiall be set according to the QoS requirementa for
flow. Flow Profile ID can be found in [3GPP2 C.R16H].

8.2.4.14 ContentProviderID

This information element indicates the content mter|D of BCMCS Flows. The structure of the CamniroviderlDis as
shown in Table 33.

Table 33: ContentProviderID

o [ 1+ [ 2 [ 3 [ 4 [ s5 | s 7 [ octet |
Information Element Identifier (Type) = 05H 1
Length 2
Character Set = <O0H-02H> 3
| MSB) i . ContentProviderD g
""""""""""""""""""""""""""""""""""""""""""""""""""" @wsB) | N

IEI : Information Element Identifier. It shall be setG5H.
Length: This field indicates the number of octets in tlisment including IEI and Length fields.

Character Set: This field indicates the character set encodipg tysed for the Content Provider ID field as shawhable
34,

Table 34 CharacterSetValues

Value Character Set
OOH ASCII-8
01H UTF-8
02H Unicode

ContentProviderID: Contains the identification (name) of the Conterdvider that is the source of the content.

8.2.4.15 SDPParameters

This information element indicates the SDP for onenore BCMCS Flows associated with one progratne Structure of
the SDPParameteis as shown in Table 35.

Table 35: SDPParameters

o | 12 [ 2 [ 3 [ a4 | s5 [ s 7 [ octet ]
Information Element Identifier (Type) = OEH 1
Length = <variable>
| MSB) SR E
7 spp " @wsB) | N

IEl: Information Element Identifier. It shall be setQBH.
Length: This field indicates the number of octets in tlisment including IEI and Length fields.

SDP: This field shall contain the application informmatiusing the format specified in [RFC 2327].
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8.2.4.16 LocationArea

This information element indicates the locatioB&fMCS Flows. The structure of the LocationAisas shown in Table
36.

Table 36: Location Area

o | 1+ | 2 | s | 4 | 5 [ 6 | 7 Octet
Information Element Identifier (Type) = 80H 1

Length = <variable> 2

P | ¢ | s | N | pPz]| sSN| CE| Resd 3
MSB) & CountryCode &
____________ Country Code S5
""""""""""""""""""""""""""""" sbo e
""""""""""""""""""""""""""""" so 7
""""""""""""""""""""""""""""" No 8
""""""""""""""""""""""""""""" ND T e
""""""""""""""""""""""""""""" pzZD ] 10
""""""""""""""""""""""""""""" pzZD T n
""""""""""""""""""""""""""" Subnetido 12
””””””””””””””””””””””””” Subneto | 13
"""""""""""""""""""""""""""" celidb T 1a
"""""""""""""""""""""""" Cellb U @usB) | 15

IEIl: Information Element Identifier. It shall be set30H.
Length: This field indicates the number of octets in tlisment including IEI and Length fields.

P (polarity): Indication of whether the associatszhtion area is intended for positive or negatre@smission.
If Polarity = 1, this indicates the associated fligvintended for transmission within the correspogdocation area.

If Polarity = O, this indicates the associated flewnot intended for transmission within the cop@sding location
area.

C: Indicates whether Country Code is present ar not

If C = 1, this indicates the Country Code is présen
If C = 0, this indicates the Country Code is nagemt.

S: Indicates whether SID is present or not.

If S =1, this indicates the SID is present.
If S=0, this indicates the SID is not present.

N: Indicates whether NID is present or not.

If N = 1, this indicates the NID is present.
If N=0, this indicates the NID is not present.

PZ: Indicates whether PZID is present or not.

If PZ = 1, this indicates the PZID is present.
If PZ=0, this indicates the PZID is not present.

SN: Indicates whether Subnet ID is present or not.
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If SN = 1, this indicates the Subnet ID is present.
If SN=0, this indicates the Subnet ID is not preésen

CE: Indicates whether Cell ID is present or not.

If CE = 1, this indicates the Cell ID is present.
If CE=0, this indicates the Cell ID is not present.

Country Code: If C bit is set to ‘1, this field shall be set the Country Code, binary coding for 1-3 digits,specified in
[OMA MLP].

SID: If S bitis set to ‘1’, this field shall be setttre System ID as specified in [3GPP2 C.S0005-D].

NID: If N bitis set to ‘1’, this field shall be set to tNetwork ID as specified in [3GPP2 C.S0005-D].
PZID: If PZ botis setto ‘1, this field shall be getthe Packet Zone ID as specified in [3GPP2 C.Saup
Subnet ID: If SN bit is set to ‘1, this field shall be se&t the Subnet ID as specified in [3GPP2 C.S0024-B].

Cell ID: If CE bit is set to ‘1, this field shall be seai the Sector ID as specified in [SGPP2 C.S0024BBASE_ID as
specified in [3GPP2 C.S0005-D].

8.2.4.17 ProgramName

This information element indicates the Program NafB@CMCS Flows. The structure of the ProgramNasn&s shown in
Table 37.

Table 37: ProgramName

o | 1 | 2 | 3 | 4 | 5 | e | 7 | Octet
Information Element Identifier (Type) = 81H 1

Length 2

Character Set = <O0H-02H> 3

MsB) .. ProgamName 4
sy [N

IEI : Information Element Identifier. It shall be set81H.
Length: This field indicates the number of octets in isment including IEI and Length fields. .

Character Set This field indicates the character set encodypg tused for the following Program Name field, lagven in
Table 38.

Table 38 CharacterSetValues

Value Character Set
OOH ASCII-8
01H UTF-8
02H Unicode

Program Name Contains the name of the BCMCS program.
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8.3 Call Flows
8.3.1 Add New Flow(s)

The AddFlowRequest message is sent by the BSDIAat@CMCS Controller to request resource resermatai the
BCMCS Controller for BCMCS Flow(s). The contensent to the BCMCS CS using BSD/A-BCMCS Bearer RiitoA
successful AddFlowRequest scenario is shown irrdidpelow.

BCMCS BCMCS BCAST Service/ .
Cs Controller Distribution time
Adaptation
AddFlowRequest (IP Address, Port, QoS etc.) (@)
AddFlowResponse (SUCCESS, FlowHandle) N (b)

Content flow for FlowHandle

Figure 15: Successful Add Flow Scenario

The BSD/A is provisioned with a list of BCMCS CoaoitEntities. When the BSD/A needs to create new BX&Wlow(s) it
uses the BSD/A-BCMCS Control Protocol.
a) BSD/A sends an AddFlowRequest message definingmess of the BCMCS Flow(s), such as schedule, QoS
parameters, etc.
b) BCMCS Controller sends an AddFlowResponse messecgptng the BCMCS Flow reservation. The BCMCS
Controller includes the BCMCS Flow Handle(s) three BSD/A can use to reference this BCMCS Flow red@m.
c) The BSD/A starts sending the content for the BCM&®&w(s) at the start time of the BCMCS Flow(s) bt
BCMCS CS, via the L3 Tunnel protocol.

8.3.2  Modify Existing Flow(s)

The ModifyFlowRequest message is sent by the BSDthe BCMCS Controller to modify start and enddsnsource IP
address parameters etc. of BCMCS Flow(s) that mitially created through an AddFlowRequest message.

The use of the ModifyFlowRequest message to suftdlgsextend the end time of a BCMCS Flow in proggés illustrated
in figure below.

BCMCS BCMCS BCAST Service tim
CS Controller Distribution/ ime
Adaptation

Content flow fgr FlowHandle(s) through CS-BCMCS Bearer-
Protocol

A

ModifyFlowRequest (Flow Handle(s),
extended end time)

e — Signaling _ 1

ModifyFlowResponse (SUCCESS, -
FlowHandle(s))

Figure 16: Successful Modify Flow Scenario
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d) There is an existing BCMCS Flow for which the BSD#/sending content IP datagrams to the CS.

e) The BSD/A sends a ModifyFlowRequest message tBERICS Controller with the new end time for the BCBIC
Flow Identified by BCMCS Flow Handle.

f) The BCMCS Controller sends a ModifyFlowResponse sags to indicate that the ModifyFlowRequest was
successful.

The BSD/A may change parameters such as start ¢éinaktime and/or source IP address using the MBldify message.
However, certain changes in BCMCS Flow configurattan only be accomplished through removing a BCNH28/ and
adding a new BCMCS Flow with the new parameters.

8.3.3 Remove Existing Flow(s)

The RemoveFlowRequest message is sent by the B&Ohe BCMCS Controller to remove the reservatiamai existing
BCMCS Flow. The successful removal of a BCMCS Flowrogress is illustrated in the figure below.

BCMC BCMCS Service _
S time
SCS Controller Distribution/
Adaptation
Aeapiation
P Content flow fqr FlowHandle(s) through CS-BCMCS Bearer- [ (a)
- Protocol
<« RemoveFlowRequest (FlowHandlets)) |~ _ _ _ _ (b)
)
- Signaling . CS stops processing
o = content for BCMCS flow
RemoveFlowResponse (SUCCESS, o (C)
FlowHandle(s)) d

Figure 17: Successful Remove Flow Scenario

a) The BSD/A is sending content to the BCMCS CS onegisting BCMCS Flow Identified by a BCMCS Flow
Handle.

b) The BSD/A sends a RemoveFlowRequest message tleaifisp the BCMCS Flow Handle to the BCMCS
Controller. There is internal messaging betweerB8®CS Controller and BCMCS CS that is out of scopéhis
document. The BCMCS CS stops processing contenthierBCMCS Flow identified in RemoveFlowRequest
message.

c) The BCMCS Controller sends a RemoveFlowResponssagedo the BSD/A indicating successful removahef
BCMCS Flow.
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9. Location based broadcast

Location based broadcasting in OMA BCAST are basetivo types or parameters: one set relying on QW& and
another set relying on Cell identifier informatiprovided by the underlying 3GPP2 network. In theecof MLP, some
minor adaptation may be needed as described ichiaigter.

9.1 Packet switched CDMA networks

The [3GPP2 X.S0024-0] defines IP-Based Locationspetifies the use of OMA MLP as optional mecharfisndefining
the target area and shape and does not mentiootlagrymechanism for achieving it.

If the BCMCS terminal supporting OMA BCAST Servicasports [3GPP2 X.S0024-0], it SHALL support theRvbased
parameters as defined in OMA Service Guide fortiooabased broadcast.

The BCMCS terminal SHALL support the ‘CellTargetArg@arameters defined in the Service and Contaginfients of the
Service Guide for location based broadcastingdbiés not support X.S0024-0, and it MAY support'@e&llTargetArea’
parameters if it supports [3GPP2 X.S0024-0].

9.2 Circuit switched CDMA networks

The [3GPP2 X.S0002-0] defines the Location Serviaghentication/Privacy/Security and Enhancemeniss
specification uses shape and horizontal accuradgfioe the concept of target area. The MLP derpa@meters such as
country code and geopolitical are replaced in tB&BT Service Guide by zip code, since [3GPP2 X.g86000does not
support MLP.

The BCMCS terminal SHALL support the ‘CellTargetArg@arameters defined in the Service and Contaginfients of the
Service Guide for location based broadcastingdbits not support [3GPP2 X.S0002-0], and it MAY@upthe
‘CellTargetArea’ parameters if it supports [3GPP.S0002-0].

If the BCMCS terminal supporting OMA BCAST Servicagpports [3GPP2 X.S0002-0] parameters, it SHALhpgut
following Service Guide mapping scheme in the tddgw for location based broadcasting.

Name Mapped to: Type Category | Cardinality Description Data Type
Name (in
39pp2)
BroadcastAreq broadcast_are&l NO/TO 0.1 Broadcast area to include locatidarimation
_3gpp2 for BCAST contents.

Sub-elements:
TargetArea
Hor_acc

N/A A NO/TO 0.1 Indication of whether tlassociated target area boolean
is intended for positive or negative terminal
reception of the content item.

If polarity = TURE, this indicates the associated
content item is intended for reception by
terminals located within the corresponding
geographical area. (Default)

If polarity = false, this indicates the associated
content item is not intended for reception by
terminals located within the corresponding
geographical area.
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TargetArea target_area_3gE2 NO/TM | O..N The target area to distribute corgdRtosition
pp2 information as specified in the [3GPP2
X.S0002-0] with modifications)
Sub-elements:
Shape
Cc
Name_area
ZipCode
Shape Shape_3gpp2 E3 0] 0.1 Shapes used to repapmygraphic area that See
describes (as specified in the [3GPP2 X.S00043GPP2
0]) X.S0002-0]
Cc Cc_BCMCS_ | E3 (0] 0.1 Country code, 1-3 digits e.g. 355 forahila (as| See
3gpp2 an area as specified in the [OMA MLP] and | [OMA
implemented as an area as defined in the MLP] and
[3GPP2 X.S0002-0])) [3GPP2
X.S0002-0]
Name_area name_area_3d3 0] 0.1 Geopolitical name of area such as ‘Sdasl’ | See
pp2 specified in the [OMA MLP] and implemented [OMA
as an area as defined in the [3GPP2 X.S0002-®).P] and
[3GPP2
X.S0002-0]
ZipCode Zip_code_3gp| E3 (0] 0.1 Zip code (implemented as an area aseatkfin | Integer
p2 the [3GPP2 X.S0002-0])
Hor_acc hor_acc_3gpp E2 (0] 0..N Horizontal accuracy in meters (as spediiin See
2 the [OMA MLP] and implemented as as defineOMA
in the [3GPP2 X.S0002-0]) MLP] and
[3GPP2
X.S0002-0]
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Appendix A. Change History

A.1 Approved Version History

(Informative)

Reference Date Description
n/a n/a No prior version —or- No previous version wit@MA
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Ref TP Doc# OMA-TP-2002-1234-xxyyzForApproval
OMA-xxyyz-V1_1-20030405-A 05 Apr 2003 descriptiohahanged
Ref TP Doc# OMA-TP-2003-0321-xxyyzV1_1forApprbva

A.2 Draft/Candidate Version 1_0 History
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Draft Versions 5 Dec 2005 Section 11 Incorporates input to conesitt
OMA-TS-BCAST-BCMCS_Adaptation- OMA-BCAST-2005-0577R02-Adapting-MLP-based-BCASTeint
V1.0 BCMCS as agreed at the November F2F meeting in illadr
Updated TS Template to lastest version on Ops/Rrags
14 Dec 2005 Sections 1, 4, Includes:
7,and 8 - OMA-BCAST-2005-0578R01 agreed in Madrid
- OMA-BCAST-2005-0706R01 agreed in Athens

9 Mar 2006 Section 6 Added OMA-BCAST-2006-0005R@eead in Seoul

20 Dec 2006 All Document is significantly revised to center on Genand BDS-
specific adaptation mode specifications, in commvih the MBMS
and IPDC-over-DVB-H adaptation specs. Related gaarin other
sections for common format/style with other BDStdtion specs.
Additional references and terminology added. Oiesvwof BCMCS
operation was provided.

OMA-BCAST-2006-0728
OMA-BCAST-2006-0727
OMA-BCAST-2006-0602
OMA-BCAST-2006-0585
OMA-BCAST-2006-0350R03
OMA-BCAST-2006-0752R05
29 Mar 2007 | Sections 1, Modifications per agreed follow-up review commen&CR tables have
2.1,4,5,6, been updated and completed.
7, SCR
tables

10 Apr 2007 All Cleanup in preparation for Approeal Candidate

22 Apr 2007 Appendix B Updated SCR Tables

24 Apr 2007 All Updated SCR Tables per 24 Apr cosrfiee call agreements
OMA-BCAST-2007-0188

25 Apr 2007 Sections 3.2, | Added definition for ‘Smartcard’ in Section 3.2.ntler Sections 6.4.3.2

6.4.3.2and | and 7.4.3.2, added clarification note that Smadt€anfile enabled
7.4.3.2 service and content protection functionality asoalpplicable to UIM-
equipped BCAST Terminals.

26 Apr 2007 SCR tables | Incorporated SCR table changes per OMA-BCAST-20B78R03.
Added clarifications note that BCMCS Adaptation SGRay override,
or may be used to adapt to BCMCS, those requiren@r8CR entries
in the generic BCAST specifications.

27 Apr 2007 All Incorporated the following CR:

OMA-BCAST-2007-0396R01

29 May 2007 n/a Status changed to Candidate by TP
TP ref#t OMA-TP-2007-0129R01-
INP_BCAST_V1_0_ERP_for_Candidate_approval

18 Dec 2007 All Updated with latest template

Incorporate the agreed CR:

OMA-BCAST-2007-0892R02
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Appendix B.

The notation used in this appendix is specified@PPROC].

Static Conformance Requirements

Note: The SCR entries shown below for the BCMC&gtdtion specification may overrule, or may be useallapt to
BCMCS, those requirements of SCR entries in thegeBCAST specifications.

B.1 SCR for BCAST Terminal

Note: SCR entries referencing Section 9 of thicgjgation are applicable to both Generic and BR8eific adaptation

modes.
Item Function Reference Status Requirement
BCAST-BAModeSig-C-002 AND
s iy ) q BCAST-BAServices-C-003 AND
upport for generic an : "y
BDS-specific modes of | Sections 6 and BCAST-BASG-C-006 AND
BCAST-BA-C-001 adaptation of BCAST to| 7 O BCAST-BASPCPandXBS-C-010
BCMCS AND
BCAST-BADistrib-C-012 AND
BCAST-BALoc-C-018
Signaling of the
BCAST-BAModeSig- | adaptation mode is .
C-002 performed using service Section 6 and 7 o
provisioning procedures
BCAST-BAServices-C- ggf\ﬁggsﬂ%rsa% ?]Fétt?éf;itof Sections 6.2 o BCAST-BAServices-C-004 AND
003 > BOMES Yand 7.2 BCAST-BAServices-C-005
BCAST-BAServices-C- ﬁﬁg&%rtti;‘r’]rfﬁggﬁ’;ﬁtgﬁy"f Sections 6.2.1 | | BCAST-SERVICES-C-001
004 to BCMCS and 7.2.1
) e ~.| Support for adaptation of . BCAST-SERVICES-C-006 AND
(I?(C)ZSAST BAServices-C Service Provisioning isgt;ogszaz.z o BCAST-SERVICES-C-007 AND
functionality to BCMCS - BCAST-SERVICES-C-008
Support for adaptation of Sections 6.3 BCAST-BASG-C-007 AND
BCAST-BASG-C-006 | Service Guide TS and 7.3 ' 0] BCAST-BASG-C-008 AND
functionality to BCMCS ' BCAST-BASG-C-009
Support for adaptation of
Service Guide delivery, | Sections 6.3.2 BCAST-SG-C-006 AND
BCAST-BASG-C-007 . . 0] BCAST-SG-C-012 AND
over interaction channel} and 7.3.2 BCAST-SG-C-014
to BCMCS
Support for adaptation of .
BCAST-BASG-C-008 | Session Description i’ﬁgt'?ogsf'?"“ o)
Information to BCMCS e
Support for adaptation of .
BCAST-BASG-C-009 | Service Guide Discovery i’ﬁgt'?ogsf'?"? o)
to BCMCS e
BCAST- Support for adaptation of Sections 6.4
BASPCPandXBS-C- | SPCP and XBS TS and 7.4 ' 0] BCAST-BASPCPandXBS-C-011
010 functionality to BCMCS '
BCAST- Support for adaptation of .
BASPCPandXBS-C- | Key Management g’ﬁgt'?ozsza‘l'z o)
011 functionality to BCMCS o
BCAST-BADistrib-C- Support for adaptation of Sects8.5 0] BCAST-BADistrib-C-013 AND
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Item Function Reference Status Requirement
012 File and Stream and 7.5 BCAST-BADistrib-C-014 AND
Distribution BCAST-BADistrib-C-015 AND
functionality to BCMCS BCAST-BADistrib-C-017
Support for BCAST-
BCAST-BADistrib-C- | enabled Services Sections 6.5.1 o
013 delivered as separate | and 7.5.1

BCMCS Programs

Support for adaptation of

File Distribution BCAST-FD-C-016 AND

BCAST-BADistrib-C- functionality over Sections 6.5.3 o BCAST-FD-C-018 AND
014 : 1ality and 7.5.3 BCAST-FD-C-019 AND
interaction channel to BCAST-FD-C-020
BCMCS
Support for adaptation of
- Stream Distribution . BCAST-SD-C-016 AND
glc;ST'BAD'S”'b'C' functionality over :ﬁgt'?ogsf's 41 o | BCAST-SD-C-020 AND
interaction channel to e BCAST-SD-C-021
BCMCS
BCAST-BADistrib-C- | Support for Media Sections 6.5.5 o
016 CODECs and Formats | and 7.5.5
Support for adaptation of BCAST-BALoc-C-018 AND
Location-based . BCAST-BALoc-C-019 OR
BCAST-BALoc-C-017 Broadcast Services to Section 9 0] BCAST-BALOC-C-020 OR
BCMCS BCAST-BALoc-C-021
Support for target
location areas according
to OMA MLP syntax if
BCAST-BALoc-C-018 | N terminal is operating g i, g 9 o

in a packet-switched
cdma2000 network and
it supports [3GPP2
X.S0024-0]

Support for target
location areas defined by
‘CellTargetArea’ in
Service Guide, if the
BCAST-BALoc-C-019 | terminal is operating in a Section 9.1 (0]
packet-switched
cdma2000 network and
it supports [3GPP2
X.S0024-0]

Support for target
location areas defined by
‘CellTargetArea’ in
Service Guide, if the
BCAST-BALoc-C-020 | terminal is operating in @ Section 9.2 (0]
circuit-switched
cdma2000 network and
it does not support
[3GPP2 X.S0002-0]

Support for the Service
Guide mapping scheme
table of Section 9.2 for

location based

BCAST-BALoc-C-021 Section 9.2 (@]

[0 2008 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-BCAST_BCMCS_Adaptation-V1_0-20080226-C Page 61 (64)

Item Function Reference Status Requirement
broadcasting if the
terminal is operating in a
circuit-switched
cdma2000 network and
it supports [3GPP2
X.S0002-0].
Support for BDS- BCAST-BASPCPandXBS-C-023
BCAST-BASpecific-C- | specific mode of .
022 adaptation of BCAST to Section 7 o ggiST BASPCPandXBS-C-028
BCMCS ) an ~
BCAST- . . BCAST-BASPCPandXBS-C-024
saSeCPanoxas.c. | SIPROIIANESCNCS | Secton | o | anp
023 P T BCAST-BASPCPandXBS-C-026
BCAST- Support traffic
BASPCPandXBS-C- encryption using SRTP | Section 7.4 O | BCAST-BASPCPandXBS-C-025
024 for service protection,.
BCAST- Support specific SRTP
BASPCPandXBS-C- configuration parameters Section 7.4.1 @]
025 specified in Sec. 7.4.1
™
BASPCPandXBS-C- | o), managem Section 7.4.2 0
026 natively specified for
BCMCS
BCAST- Support BCMCS
BASPCPandXBS-C- | Information Acquisition | Section 7.4.2.1 O
027 to obtain the SEK/PEK

B.2 SCR for BCAST BSD/A

Note: SCR entries referencing Section 9 of thex#jzation are applicable to both Generic and BipSeific adaptation
modes.

Item Function Reference Status Requirement
BCAST-BABSDA-S- Support for generic and| Sections 6 and 0] BCAST-BABSDASG-S-002 AND
001 BDS-specific modes of | 7 BCAST-BABSDADIstrib-S-006

adaptation of BCAST to AND
BCMCS BCAST-BABSDAFIowProv-S-012
AND

BCAST-BABSDALoc-S-017

_ BCAST-BABSDASG-S-003 AND
BCAST-BABSDASG- ggfﬁgg g;iggﬁpéa“o” 9 sections 6.3 o | BCAST-BABSDASG-S-004
S-002 and 7.3 AND

functionality to BCMCS
BCAST-BABSDASG-S-005

BCAST-BABSDASG- | Support for adaptation of Sections 6.3.2 (0] BCAST-SGGAD-S-002 AND

S-003 Service Guide delivery | and 7.3.2 BCAST-SGGAD-S-022 AND
over interaction channel BCAST-SGGAD-S-024
to BCMCS

BCAST-BABSDASG- | Support for adaptation of .

S-004 Session Description isgt;ogs46.3.4 (@]

Information to BCMCS

BCAST-BABSDASG- | Support for adaptation of
S-005 Service Guide Discovery
to BCMCS

Sections 6.3.7
and 7.3.7
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Item Function Reference Status Requirement
BCAST-BABSDADistrib-S-007
AND
. BCAST-BABSDAD:istrib-S-008
Support for adaptation of AND
BCAST- File and Stream Sections 6.5 —
BABSDADistrib-5-006 | Distribution and 7.5 © iﬁgST BABSDADIstrib-S-009
functionality to BCMCS BCAST-BABSDADistrib-S-010
AND
BCAST-BABSDADistrib-S-011
Support for BCAST-
BCAST- enabled Services Sections 6.5.1 o
BABSDADistrib-S-007 | delivered as separate | and 7.5.1
BCMCS Programs
Support for adaptation of BCAST-FD-S-025 AND
BCAST- Ejfcgéitglﬁ;tf\f‘e r Sections 6.5.3 | | BCAST-FD-5-027 AND
BABSDAD:istrib-S-008 interaction channel to and 7.5.3 BCAST-FD-S-028 AND
BCMCS BCAST-FD-S-029
Support for adaptation of
istributi BCAST-SD-S-025 AND
BCAST- ﬁjt;izg]nglliftrfxfé:ron Sections 6.54 | 5 | BEAST.SD-S-029 AND
BABSDADistrib-5-009 | | 1ty and 7.5.4
interaction channel to BCAST-SD-S-030
BCMCS
BCAST- Support for Media Sections 6.5.5 o
BABSDADistrib-S-010 | CODECs and Formats | and 7.5.5
BCAST- Support for provisioning| Section 8 0] BCAST-BABSDAFIowProv-S-012
BABSDAFlowProv-S- | of BCMCS Flows across AND
011 BDS-1 Interface BCAST-BABSDAFlowProv-S-013
AND
BCAST- Support BCMCS Flow | Section 8.1.1 0
BABSDAFlowProv-S- | Handle and associated
012 states comprising
BCMCS Flow life cycle
BCAST- Support BSD/A-to- Section 8.2 O BCAST-BABSDAFIowProv-S-014
BABSDAFlowProv-S- | BCMCS Control AND
013 Protocol, including BCAST-BABSDAFlowProv-S-015
messages and procedures
triggered by bthese
messages
BCAST- Support BSD/A-BCMCS Section 8.2.1 O
BABSDAFlowProv-S- | Control Protocol 8.2.3and8.2.4
014 messages/message
format/information
elements
BCAST- Support interaction Section 8.2.2 0]
BABSDAFlowProv-S- | procedures triggered by
015 the BSD-A-BCMCS
Control Protocol
message exchange
BCAST-BABSDALoc- | Support for adaptation of
S-016 Location-based Section 9 0 BCAST-BABSDALoc-S-017 AND
Broadcast Services to ection BCAST-BABSDALoc-C-018
BCMCS
[0 2008 Open Mobile Alliance Ltd. All Rights Reserve  d.

Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-BCAST_BCMCS_Adaptation-V1_0-20080226-C Page 63 (64)

Item Function Reference Status Requirement
Support for delivery in
BCAST-BABSDALoc- | Service Guide of target .
. - | Section 9.1 @)
S-017 location areas according
to OMA MLP syntax
Support for delivery in
BCAST-BABSDALoc- | Service Guide of target Section 9.1 o
S-018 location areas defined by )
‘CellTargetArea
BCAST- Support for BDS- Section 7.4 (0] BCAST-BABSDASPCPandXBS-$-
BABSDASpecific-S- specific mode of 020
019 adaptation of BCAST to
BCMCS, with regards to
Service and Content
Protection
BCAST- Support native BCMCS | Section BCAST-BABSDASPCPandXBS-S
BABSDASPCPandxBg >UPP . o)
-5-020 service protection 74311 021
BCAST- Support for traffic
BABSDASPCPandXBS encryption using SRTP | Section 7.4 o | BCAST-BABSDASPCPandXBS-S
. : 022
-S-021 for service protection
BCAST-BABSDA _ Support specific SRTP
SPCPandXBS-S-022 | configuration parameters Section 7.4.1 @)
specified in Sec. 7.4.1
B.3 SCR for BCAST BSM
Item Function Reference Status Requirement
BCAST-BABSM-S-001| Support for generic and Sections 6 and 0] BCAST-BABSMModeSig-S-002
BDS-specific modes of | 7 AND
adaptation of BCAST to BCAST-BABSMServices-S-003
BCMCS
BCAST- Scijgnatlli?g of thg '
BABSMModeSig-S- adaplation mode 1S | section 6 and 7 )
002 perfqrmegl using service|
provisioning procedures
BCAST- Support subscription to
BABSMServices-S-003 Service Guide and .
. . - Sections 6.3.7
Service Guide Delivery and 7.3.7 0]
Descriptor as BCMCS e
Programs
Support “Subscriber Key
BCAST- . : .
Establishment using a | Sections 6.4
BABSMSPCP&XBS-S- (R-)UIM/CSIM” key and 7.4 ©
004 .
establishment procedures
BCAST- Support for BDS- Section 7.4.2 0] BCAST-BABSMSPCP&XBS-S-
BABSMSpecific-S-005 | specific mode of 006
adaptation of BCAST to
BCMCS, with regards to
Service and Content
Protection
BCAST- Support “Subscriber Key
BABSMSPCP&XBS-S-| Establishment using a :
006 (ROUIMICSIM key | Section 7:4.2 ©
establishment
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Item Function Reference Status Requirement

procedures, based on
pre-provisioned key

management as specified
in native BCMCS
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