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1. Scope

The scope of this specification is the stream @dedlifstribution functionality of the OMA Mobile Bradcast (BCAST)
Enabler. Referring to the OMA BCAST functional atebture [BCAST10-Architecture], this document natiaely
specifies the interfaces FD-1, FD-2, FD-5, FD-6;53D-2, SD-5 and SD-6.

Media codecs and related media-specific transmfopds are outside the scope of this specification

[0 2008 Open Mobile Alliance Ltd. All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
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3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHAL", “SHALL NOT”, “SHOULD”, “SHOULD NOT",
“RECOMMENDED”, “MAY”, and “OPTIONAL" in this documet are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” antrdbiuction”, are normative, unless they are exiiéghdicated to be

informative.

This is an informative document, which is not imted to provide testable requirements to implemiamtst

3.2 Definitions

ALC

Associated Procedure
Description

BCAST Service
Distribution Adaptation

BDS Service Distribution

Broadcast Service

Cachecast

ClientID

Content Creation

ESI

FA
FD
FD-C
FEC

fileURI
FLUTE

GZIP

LCT

The Asynchronous Layered Coding protocol for midtite congestion controlled reliable content
delivery. The protocol is specifically designedtovide massive scalability using IP multicasttes t
underlying network service. [RFC 3450]

The configuration information for the associatetivdey procedures

BSD/A is responsible for the aggregation and dejivaé BCAST services, and performs the adaptation o
the BCAST Enabler to underlying Broadcast DistributSystem. [BCAST10 AD]

BDSSD is an entity of the underlying BDS and itésponsible for the coordination and delivery of
broadcast services to the BDS for delivery to grentnal, including file and stream distributiongdan
Service Guide distribution. [BCAST10 AD]

A Broadcast Service is a “content package” suitédiisimultaneous distribution to many recipients
(potentially) without knowing the recipient. Eitheach receiver has similar receiving devices er th
content package includes information, which allélesclient to process the content according to his
current conditions. [BCAST10 AD]

A non-real-time file distribution service, for whi¢he content could consist of audio, audio anéw;d
and/or other types of data. Once the subscribestlscribed to this service, the content is dedivéo
the subscriber’s mobile device in the backgrounuing) the Distribution Window, transparently to the
user. The media is stored on the device and magbessed by the user during a scheduled avatijabili
period referred to as the Presentation Window.

The unique identifier for the FD-C. [BCAST10 AD]

Source of content, may provide support for deliyesiyadigms (e.g. streaming servers); provides base
material for content descriptions. [BCAST10 AD]

Encoding Symbol ID identifies which specific enaweglisymbol(s) generated from the source block are
carried in the packet payload.

File Application Component [BCAST10 AD]
File Distribution Component [ BCAST10 AD]
File Delivery - Client Component [ BCAST10 AD]

Forward error correction is a method of obtainingrecontrol in data transmission in which the ssur
(transmitter) sends redundant data and the destin@eceiver) recognizes only the portion of tiaed
that contains no apparent errors.

Uniform resource identifier of the file

File Delivery over Unidirectional Transport is apwcol for the unidirectional delivery of files avéne
Internet, which is particularly suited to multicasttworks. [RFC3926]

GNU compression utility. GZIP reduces the sizehaf hamed files using Lempel-Ziv LZ77 compression.
Whenever possible, each file is replaced by onk thi¢ filename extension “.gz”. Compressed filas ca
be restored to their original form using gzip -dyonzip or zcat.

Layered Coding Transport provides transport leupport for reliable content delivery and stream

[0 2008 Open Mobile Alliance Ltd. All Rights Reserved.
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NPT

Raptor

RTCP

RTP

SA
SBN

SD
SDP

Service Guide
ServicelD
ServiceURI

delivery protocols. LCT is specifically designedstegpport protocols using IP multicast, but alsovites
support to protocols that use unicast. [RFC 3451]

NPT, or normal play time, is a timestamp indicating stream absolute position relative to the bagm
of the presentation.

Raptor is a type of systematic forward error cdroecscheme known as a fountain code, in which as

many encoding symbols as needed can be generated bpcoder from the source symbols. The decoder

is able to recover the source symbols from ang&ehcoding symbols only slightly more in numbearth
the number of source symbols.

The RTP Control Protocol is the control protocaltttvorks in conjunction with RTP. RTCP control
packets are periodically transmitted by each pagitt in an RTP session to all other participants.
Feedback of information to the application can seduto control performance and for diagnostic
purposes. [RFC 3550]

The Real-time Transport Protocol defines a stanzeddpacket format for delivering audio and video
over the Internet. [RFC 3550]

Stream Application Component [BCAST10 AD]

Source Block Number identifies from which sourcedil of the object the encoding symbols in the
payload of the packet are generated.

Stream Delivery Component [BCAST10 AD]

Session Description Protocol is a format for désog streaming media session initialization paramset
and can also be used to describe file distribigessions. [RFC 4566]

The information describing the Broadcast Serviaeslable to the End-User and the Terminal.
The globally unique identifier identifying the s&w.

Specifies the service URI

Session Description The Session Description is a Service Guide fragmanth provides the session information for act¢ess

a service or content item. Further, the sessioori¢®n may contain auxiliary information.

]
3.3 Abbreviations

ANV Audio/Visual

ABNF Augmented Backus-Naur Form

ALC Asynchronous Layered Coding

BDS Broadcast Distribution System

BDS-SD/A BDS Service Distribution/Adaptation
BSD/A BCAST Service Distribution and Adaptation
cC Content Creation

ESI Encoding Symbol Identifier

EXT_CENC FDT Instance Content Encoding Header
EXT_FDT FDT Instance Header

EXT_FTI FEC Object Transmission Information extension
FA File Application Component

FD File Delivery Component

FD-C File Delivery - Client Component

FDT File Delivery Table
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FEC
FEC-OTI
FLUTE
FTP
HDR_LEN
HTTP
IP
LCT
NPT
NTP
PSS
Rack
RFC
RO
RTCP
RTP
RTSP
SA
SBN
SD
SD-C
SDP
SGDD
SGDU
STaR
TCP
TOI
TSI
UbP
URI
URL
XML

Forward Error Correction
FEC-Object Transmission Information
File Delivery over Unidirectional Transport
File Transfer Protocol

(LCT) header length

Hypertext Transfer Protocol

Internet Protocol

Layered Coding Transport

Normal Play Time

Network Time Protocol
Packet-switched Streaming Services
Reception Acknowledgment
Request For Comments

Rights Object

RTP Control Protocol

Real-time Transport Protocol

Real Time Streaming Protocol
Stream Application Component
Source Block Number

Stream Delivery Component

Stream Delivery-Client Component
Session Description Protocol
Service Guide Delivery Descriptor
Service Guide Delivery Unit
Statistical Reception for successful reception
Transmission Control Protocol
Transmission Object Identifier
Transmission Session Identifier
User Datagram Protocol

Uniform Resource Identifier

Uniform Resource Locator

Extensible Markup Language
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4. Introduction

This specification defines the stream and filerthistion functionality for OMA Mobile Broadcast Sgces. Stream
distribution provides the delivery of real-time #f@lisual streams from a network server to terngnkile distribution has
similar functionality to stream distribution withe difference that instead of real-time media st®discrete media objects
and files are delivered within the session. Indbetext of Mobile Broadcast Service, the assumpsdhat a single stream
or file delivery session distributes the contentnialtiple recipients simultaneously. The use ofltiteraction Channel to
realize the associated procedures for stream Bndiitribution is also specified in this document.

4.1 Version 1.0

This specification is agnostic to the underlyingol#sed Broadcast Distribution System. It specifi@mmon ways to achieve
the delivery of files and streams over various diRzhased broadcast distribution technologies. &foee, it provides a
greater level of interoperability.

This specification is agnostic to the underlyingol#sed Broadcast Distribution System. It specifi@mmon ways to achieve
the delivery of files and streams over various dizhased broadcast distribution technologies. &foee, it provides a
greater level of interoperability.
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5. File Distribution

5.1 Introduction

The specification for the OMA BCAST File Distribati function consists of the specification of fouterfaces: FD-1, FD-2,
FD-5 and FD-6. The interfaces FD-5 and FD-6 anaiteal-network interfaces and the functional ergitieross these
interfaces are the File Delivery Client Componéiid{C) on the terminal side and File Delivery Comeoin(FD) on the
network side. These interfaces are specified iti@ec5.2 and 5.3. The interfaces FD-1 and FD-Xark-end interfaces
within the system(s) serving the OMA Mobile Broasic&ervices and the functional entities acrosstimsrfaces are the
File Distribution Component (FD) and the File Amatiion (FA), both on the network side. These bauk-iaterfaces are
specified in section 5.4. Lastly, file distributiover the Interaction Channel is specified inisech.5.

5.2 File Distribution over Terminal-Network Interfaces

The OMA BCAST File Distribution function uses thé.@ protocol [RFC 3450] when delivering contentile$ over
interface FD-5. Use of ALC protocol as describethis clause is REQUIRED for both FD-C and FD.

ALC combines the Layered Coding Transport (LCT)ding block [RFC 3451], a congestion control builgiiblock, and
the Forward Error Correction (FEC) building blo¢kHC 3452] to provide congestion controlled reliadsgnchronous
delivery of content to an unlimited number of coment receivers from a single sender. As mentiongBFC 3450],
congestion control is not appropriate in the typerovironment in which BCAST File Distribution isqvided, and thus
congestion control is not used for the BCAST Filstiibution function. ALC is carried over UDP/IMais independent of
the IP version and the underlying link layers used.

ALC uses the LCT building block to provide in-basgssion management functionality. The LCT buildifack has several
specified and under-specified fields that are iitbeérand further specified by ALC. ALC uses the Hiflding block to
provide reliability for the broadcast channel. HE€C building block allows the choice of an appraf@iFEC code to be
used within ALC, including using the “Compact Nod&3d FEC scheme [RFC3695] (FEC Encoding ID 0, alsovikn as
“Null-FEC") that simply sends the original datangino FEC coding. In addition to FEC protectionrae broadcast
channel, the OMA BCAST File Distribution functiopexifies point-to-point post-delivery methods toyide additional
robustness when full reliability for file delivery required. The post-delivery methods are execowed interface FD-6.

The metadata associated with files (name, URL, enbglie, etc.) can be delivered in two ways:

- The FD-C SHALL support the delivery of metadateoassted with files in-band within the file delivesgssion, in
which case the Transport Object Identifier O carthee File Delivery Table, and the file delivergsien is a FLUTE
session as specified in [3GPP TS 26.346].

- The FD-C SHALL support the delivery of metadateoassted with files in the Service Guide as spedifiesection
5.1.2.4 of the OMA BCAST Service Guide [BCAST10-SG]

The FD SHALL support either one or both of the abaventioned methods for signalling the file paraaret

5.2.1 Content Encoding

Files MAY be content encoded using the generic Giforithm [RFC 1952]. Terminals SHALL support GZiBntent
decoding of files.

For GZIP-encoded files, the “Content-Encoding”ibtite of the file description (in the FDT or in tBervice Guide)
SHALL be given the value “gzip”.

5.2.2 Forward Error Correction Building Block

The "Compact No-Code” FEC scheme [RFC 3695] (FE€oEmg ID 0, also known as "Null-FEC") SHALL be qgted.

In addition, the Raptor FEC scheme (FEC encoding)IMAY be supported. The Raptor FEC scheme isipddn [3GPP
TS 26.346] for MBMS, and in [ETSI TS 102 472] fowB-H IPDC.

[0 2008 Open Mobile Alliance Ltd. All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-BCAST_Distribution-V1_0-20080807-C Page 14 (78)

5.2.3 File Descriptions

The delivery of a file is declared by one or selvBl@adescriptions. Each file description estabis a mapping between the
file URI, a URI uniquely identifying the file durinfile distribution, and a Transmission Object Itifégr (TOIl) identifying
one transport object in the file distribution sessiMore specifically, file descriptions are defires follows:

* For afile delivered in a FLUTE session: the filsdription is any FDT Instance delivered in thisssen that
describes this file, i.e. that contains a ‘Filemlent with ‘Content-Location’ attribute set to file URI. For such
file descriptions, the version is the wrap-aroudplisted value of the FDT Instance ID (carried ia BDT Instance
Header - EXT_FDT), and the expiry time is the ‘Enggi attribute value of the FDT Instance.

* For afile delivered in an ALC-only session: the filescription is a structure (delivered in thisssen or by other
means) providing the TOI, among other informatiofithe transport object in the session (meaningdtractures
providing some information on the file, but not @I, cannot be used to determine end of file amdi@ session).
For such file descriptions, the version is typigalie wrap-around adjusted value of a “versionfilatte, and the
expiry time a “validTo” attribute value.

Note: For ALC-only delivery sessions, possible @ilescriptions include ‘Access’ fragments of the/ger guide
(that can declare the TOI of any type of file), dmteractivityMediaDocument’ elements (that deeldéine TOI of
‘MediaObjectSet’ file bundles).

5.2.4  File Versioning

A file (URI) MAY be associated with several transpabjects (i.e. with several TOI values) during tlietime of the file
distribution session. In this case, the transpoja declared by the file description with thehegt version number SHALL
represent the latest version of the file. A new élescription MAY keep the TOI associated with\aegifile unchanged,
which means that the version of the file did ncrude.

Note: The FD-C SHOULD not send post-repair requistan old version of a file once a file descigptideclaring a newer
version of the file is received.

5.2.5 Signalling End of File and End of Session
5.2.5.1 Signalling End of File Delivery Session

A file delivery session is considered complete wbea of the following events occurs:

* The delivery session is declared by an SDP-forrdatéssion description, the stop time providedtitr $ession is
bounded (i.e. second sub-field of “t="field istmull), and this stop time is reached.

» The delivery session is described by a Notificatioessage via a ‘SessionIinformation’ element, tlisent
contains a ‘validTo’ attribute, and the end tim@mssed in ‘validTo’ is reached.

* The FD-C receives an end-of-session packet (AL&gtagith A-flag in LCT header set to true).

* The terminal decides to exit the session.
5.2.5.2 Signalling End of File Delivery

The FD-C SHALL determine that the delivery of &filas ended when one of the following events occur:

» The FD-C determines that the file delivery ses$ias ended, as specified in section 5.2.5.1.

* The FD-C receives an end-of-object packet (ALC pagkith B-flag in LCT header set to true) for tharnsport
object representing the latest version of the Tilee FD-C SHALL NOT determine that the delivery leasled for
this file in case the end-of-object packet belatwgan older version of the file.

» For cachecast files, when the time representetidgiim of ‘endTime’ and ‘duration’ of ‘Distributidvindow’, as
specified in the ‘Schedule’ fragment, has elapsed.

The FD-C SHOULD also determine that the deliveradile has ended when:
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* Inthe set of file descriptions describing the $ateersion of the file, the last file descriptianexpire has expired.

The expiry time of this file description, when h#edlas the anticipated end time of delivery fos ffilie, is therefore
updated when the FD-C receives a file descriptiescdbing a newer version of the file, or a filesciéption
describing the latest version of the file and darpgitater than the formerly computed expiry time.

This end of file delivery (as concluded by the FPithe starting point of any associated deliyengcedure requested or
needed for this file. When applicable, these pracesl SHOULD be launched for the latest versiorheffile only, and not
for older versions of the file.

5.2.6  Signalling of Parameters with FLUTE

5.2.6.1 Signalling of Parameters with Basic ALC/FLUTE Headers

LCT mandatory header fields for FLUTE and ALC SHARE as specified in [RFC 3926], [RFC 3450] with tbkowing
additional specializations:

— The length of the CCI (Congestion Control Identifiiield SHALL be 32 bits and it is assigned a abf zero
(C=0).

— The Transmission Session Identifier (TSI) field SHAbe of length 16 bits (S=0, H=1, 16 bits), orl@&s (S=1,
H=0) when TOl is an identifier of 32 bits.

— The Transmission Object Identifier (TOI) field SHOD be of length 16 bits (O=0, H=1) or 32 bits (O+i50).
The maximum length of Transport Object Identifie®() field SHOULD be 32 bits.

— The terminal SHALL support a TOI field length up1®?2 bits.
— Only TOI 0 (zero) SHALL be used for FDT Instances.

— The following features MAY be used for signallifgetend of session and the end of object transmissithe
receiver:

0 The Close Session flag (A) for indicating the efid session.

0 The Close Object flag (B) for indicating the endcaofobject.

In FLUTE the following applies:

— If the LCT header provides the Sender Current Tpmesent flag (T), it SHALL be set to zero.
- If the LCT header provides the Expected Residualelpresent flag (R), it SHALL be set to zero.
— The LCT header length (HDR_LEN) SHALL be set to thil length of the LCT header in units of 32irds.

— For the “Compact No-Code” FEC scheme, the payl@aBHALL be set according to [RFC 3695] such th&babit
SBN (Source Block Number) and then the 16-bit ESicoding Symbol ID) are given.

— For the Raptor FEC scheme, the payload ID SHALLsirof a 16-bit source block number (SBN) and #it6
encoding symbol ID (ESI).

5.2.6.2 Signalling of Parameters with LCT Extension Header
In order to provide timing information related to ALC/FLUTE session:

— the network MAY use the EXT_TIME LCT extension hegdand
— the terminal MAY support the EXT_TIME LCT extensibeader.
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5.2.6.3 Signalling of Parameters with FLUTE Extension Headers

FLUTE extension header fields EXT_FDT, EXT_FTI, EXJENC [RFC 3926] SHALL be used as follows:
— EXT_FTI SHALL be included in every FLUTE packet oang symbols belonging to any FDT Instance.

— FDT Instances SHALL NOT be content encoded ancefoes EXT_CENC SHALL NOT be used.
In FLUTE the following applies:
- EXT_FDT s in every FLUTE packet carrying symbotddnging to any FDT Instance.

— FLUTE packets carrying symbols of files (not FDBtiainces) do not include the EXT_FDT.

The optional use of EXT_FTI for packets carryingnipls of files (not FDT instances) SHALL complyRoUTE [RFC
3926] for the signalling of FEC Object Transmissinoformation associated to FEC Encoding 0.

5.2.6.4 Signalling of Parameters with FDT Instances

The FLUTE FDT Instance schema defined in secti@b% SHALL be used. In addition, the following &épp to both the
FDT-Instance level information and all files of BUFTE session.

The inclusion of these FDT Instance data elemamsandatory according to the FLUTE specification:

— Content-Location (URI of a file);
— TOI (Transport Object Identifier of a file instanre
— Expires (expiry data for the FDT Instance).
The inclusion of the following FDT Instance dataraknts is optional and depends on the FEC Scheme:
- FEC-OTI-Maximum-Source-Block-Length;
— FEC-OTI-Encoding-Symbol-Length;
- FEC-OTI-Max-Number-of-Encoding-Symbols;
- FEC-OTI-Scheme-Specific-Info

These optional FDT Instance data elements MAY brided for FLUTE in BCAST:

— Complete (the signalling that an FDT Instance mesia complete, and subsequently unmodifiablefdée
parameters for a FLUTE session MAY be performeaeating to this method);

— Content-Length (source file length in bytes);
— Content-Type (content MIME type);

- FEC-OTI-FEC-Encoding-ID;

- FEC-OTI-FEC-Instance-ID;

— Content_Encoding;

— Transfer_length;

— Content-MD5 (It is recommended to indicate the Mi2sh value whenever multiple versions of the fike,distinct
file objects identified by the same Content-Locatiare anticipated for the download session(s).)
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These optional BCAST FDT Instance extension elesBY be included for FLUTE in BCAST:
— Version-ID-Length;

- MBMS-Session-ldentity;

- MBMS-Session-ldentity-Expiry.

5.2.6.5 Extensions to FLUTE FDT Instances
BCAST extends the IETF FLUTE FDT Instances withfilllowing elements and attributes:

The ‘Version-ID-Length’ attribute MAY be included the ‘FDT-Instance’ and/or in the ‘File’ elemeatdignal the use of
split-TOI mechanism for the TOI(s) in scope of giement including the attribute. The attribute eadpecifies the number
of least significant bits allocated to the Versitid part in the TOI(s), with the remaining bits (thst significant bits)
consisting of the Object_ID part.

The ‘MBMS-Session-ldentity’ element MAY be includadthe ‘File’ element to associate the file to ttentity of the
MBMS session. If the file will be part of severaBWMIS transmission sessions, then a list of MBMS isesislentities is
defined.

The ‘MBMS-Session-ldentity-Expiry’ element MAY bedluded in the ‘FDT-Instance’ element to associatexpiration
time with a MBMS session identity value. Similarthe FLUTE FDT expiration time, the MBMS sessidentity expiration
time (value attribute) is expressed within the FDT Instancdqey as a 32 bit data field. The value of the (iatd
represents the 32 most significant bits of a 6Akitwork Time Protocol (NTP) time value. Theseb®2 provide an
unsigned integer representing the time in secosldsive to 0 hours 1 January 1900.

5.2.6.6 FLUTE FDT Instance XML Schema

5.2.6.6.1 XML Schema (Normative)

The syntax of the BCAST FLUTE FDT Instance is sfiediby the XML schema provided in [BCAST10-XMLSche-FD-
FDT].

In this XML schema, multiple types are specifiedtfte ‘FDT-Instance’ and/or the ‘File’ element agétg for the specifics
of the different BDSs. The table below specifiesolittype is to be assigned to these elements eia#itype’ attribute in
case it is wanted to apply some or all BDS attelrestrictions to a given BCAST FDT Instance:

Applied restrictions Type of <FDT-Instance> Type of <File >

MBMS restrictions, or “ "
MBMS + DVB-H restrictions FDT-InstanceType-BdsMbmsDvb

“FileType-BdsMbmsDvb”

DVB-H restrictions “FDT-InstanceType-BdsDvb”
No BDS restrictions check | “FDT-InstanceType” “FileType”
(typically omitted since default) (typically omitted since default)

Table 1: ‘xsi:type’ attribute value in BCAST FDT In stances

5.2.6.6.2 XML Instance Example (Informative)

The following FDT Instance example illustrates #thesncepts: mixed BDS extensions in the same elemnetusion of
other elements/attributes from other namespacesatiibute presence control (via the ‘xsi:typdtibtite) applying the
underlying BDS’s constraints.

<?xm version="1.0" encodi ng="UTF-8"?>
<FDT- I nst ance
xm ns="urn: oma: xm : bcast: fd: fdt:1.0"
xm ns: xsi ="http://ww. w3. or g/ 2001/ XM_Schena- i nst ance"
xm ns: f oo="urn: f 00"
xsi : schenmalLocati on="http://ww. opennobi | eal I i ance. org/tech/ profiles/bcast_fd_fdt-vl_0.xsd"
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Conpl et e="true"
Cont ent - Encodi ng="gzi p"
Cont ent - Type="vi deo/ 3gpp"
FEC- OTl - Encodi ng- Synbol - Lengt h="512"
Expi res="331129600"
FEC- OTl - FEC- Encodi ng- | D="0"
Xsi :type="FDT- | nst anceType- BdsMonsDvb" >
<File
xsi :type="Fil eType- BdsMonsDvb"
Cont ent - Type="appl i cati on/ sdp"
Cont ent - Lengt h="7543"
Tr ansf er - Lengt h="4294"
Ver si on- | D- Lengt h="8"
TQ ="2"
FEC- OTI - Encodi ng- Synbol - Lengt h="16"
Content - Locati on="http://ww. exanpl e. coni f ancy- sessi on/ mai n. sdp" >
<MBMSB- Sessi on- | dentity>93</ MBM5- Sessi on-ldentity>
<f 00: yousay>goodbye</ f 0o: yousay>
</File>
<File
xsi:type="Fil eType- BdsMonsDvb"
Cont ent - Lengt h="161934"
Transf er - Lengt h="157821"
TO =" 3"
FEC- OTI - FEC- Encodi ng- | D="1"
FEC- OTI - Encodi ng- Synbol - Lengt h="512"
FEC- OTI - Schene- Speci fi c- | nf o=" AAEBBA=="
Cont ent - Locati on="http://ww. exanpl e. coni f ancy-session/trailer.3gp"
foo: nyattribute="nyval ue">
<MBMS- Sessi on- | dent i t y>93</ MBM5- Sessi on- | dentity>
</File>
<MBMS- Sessi on- | dentity-Expiry val ue="3311288760">93</ MBM5- Sessi on- | dentity-Expiry>
<f 0o: andi say>hel | o</ f 00: andi say>
</ FDT- | nst ance>

5.3 Associated Procedures for File Distribution

Associated delivery procedures describe generalepiures, which start before, during or after theABT data transmission
phase. They provide auxiliary features to BCASVisess in addition to, and in association with, BOA®Ntent delivery
and content delivery sessions. Those procedureSH@ULD only be permitted after the BCAST datansmission phase
MAY also be described as post-delivery procedures.

The present document describes two associatecedglivocedures:
« File repair, for post-delivery repair of files imilly delivered as part of a BCAST download session

« Content reception reporting of files delivered tB@AST terminal.

These procedures are enabled by establishing &feepoint connection to communicate the contexg.(Ble and session in
guestion) to the network and the BCAST serviceaistiiucture. To avoid network congestion in thenkpiind downlink
directions, and also to protect servers against@ae situations, the associated delivery proceslfrem different BCAST
terminals (File Delivery Clients) SHALL be distrited over time and resources (network elements).

An instance of an associated procedure descrigtian XML file that describes the configuration graeters of one or more
associated delivery procedures.

FD and FD-C SHOULD support the download receptieporting procedure as defined in section 5.3.2.
FD and FD-C SHOULD support the download file regaiwcedure as defined in section 5.3.3.
5.3.1 Associated Procedure Description

An associated procedure description instance (gordtion information) describing associated delygnocedures MAY be
delivered to the BCAST terminals:
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¢ Inthe Service Guide prior to the BCAST downloativéey session along with the session descriptamut-of-band of
that session); or

* In-band within a BCAST download delivery session.

The most recently delivered configuration file (tlee one with the highest version number) SHALKetariority, such that
configuration parameters received prior to, andadttiand of, the download session they apply toregarded as "initial
defaults", and configuration parameters receivathduand in-band with the download session, oderthe earlier received
parameters. Thus, a method to update parameteasnigally on a short time-scale is provided butwasld be desirable
where dynamics are minimal, is not mandatory.

In the Service Guide, the associated procedureigéea instance is clearly identified using a UR],enable the FD-C to
cross-reference in-band and out-of-band configondiies.

The MIME application type “application/vnd.oma.btassociated-procedure-parameter+xml” identifieeisted delivery
procedure description instances (configuratiorsjile

In XML, each associated delivery procedure entnASHbe configured using an ‘associatedProcedurebasen’ element.
All configuration parameters of one associatedveeji procedure are contained as attributes of an
‘associatedProcedureDescription’ element. The eisn@.g. ‘postFileRepair’ and ‘postReceptionRepoiftan
‘associatedProcedureDescription’ element identifyolr associated procedure(s) to configure. Thecéastsa delivery
procedure description is specified formally as &aml&chema in [BCAST10-XMLSchema-FD-AssociatedPracedl

5.3.2 Reception Reporting
Following successful reception of content, a reicepteporting procedure MAY be initiated by the EDto the FD.

For BCAST download delivery, the reception repaytprocedure is used to report the complete reaepti@ne or more
files.

If the FD provided parameters requiring receptigmorting confirmation then the FD-C SHALL confirtretcontent
reception.

If reception reporting is requested for statistjpatposes the FD MAY specify the percentage sulifdeD-Cs it would like
to perform reception reporting.

Transport errors can prevent the FD-C from detestigally discovering whether the reception repaytassociated delivery
procedure is described for a session, and evéisifd successful whether a sample percentages@ided. The AFD-C
SHALL behave according to the information it hasmwhen it is aware that this MAY be incomplete.

The FD-C:
1. Identifies the complete reception of a content iferq. a file). See sections 5.3.2.1and 5.3.2.2.
2. Determines the need to report reception. See sesi®2.3.

3. Selects a time (request time) at which a receptport request will be sent and selects an FD fadist - both
randomly and uniformly distributed. See sectiors%4 and 5.3.2.5.

4. Sends a reception report request message to #wextFD at the selected time. See section 5.3.2.6.
Then the FD:

1. Responds with an HTTP response message eitheildegdhe success of the reporting operation, tarahtively,
describing an error case. See section 5.3.2.7.
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5.3.2.1 Identifying Complete File Reception from BCAST Download

The FD-C SHALL determine that a file has been catgdy downloaded when it is fully received and mestoucted by
BCAST reception and/or a subsequent File Repaicdehare (section 5.3.3). The purpose of determifiieglownload
completeness is to determine when it is feasibl@BD-C to compile the RAck reception report foattfile.

5.3.2.2 Identifying Complete BCAST Delivery Session Reception

Delivery sessions (download and streaming) areideresd complete when the "stop time" value of t&sn description
(from "t="in SDP) is reached. Where the end tisma@nbounded (<stop time> = 0) then this paramsteoi used for
identifying completed sessions.

Delivery sessions are also considered complete wieterminal decides to exit the session - wherturther data from that
session will be received.

5.3.2.3 Determining Whether a Reception Report Is Required

Upon full reception of a content item or when asg@sis complete, the FD-C must determine whettrecaption report is
required. An associated delivery procedure desoriphdicates the parameters of a reception rampprocedure which is
transported using the same methods as the onedadaibe file repair.

Each BCAST file delivery or stream delivery sesdibAY be associated with zero or one associated/ésliprocedure
descriptions. Where an associated delivery proeedescription is associated with a session, andekeription includes a
‘postReceptionReport’ element, the FD-C SHALL iaié a reception reporting procedure. Receptionrtigobehaviour
depends on the parameters given in the descrip@xplained below.

The Reception Reporting Procedure is initiated if:
a. A ‘postReceptionReport’ element is present enahsociated procedure description instance.
One of the following will determine the FD-C behauwi:

b. ‘reportType’ is set to RAck (Reception Acknowdednent). Only successful file reception is reported
without reception details.

C. ‘reportType’ is set to StaR (Statistical Repagtfor successful reception). Successful file réoegds
reported (as with RAck) with reception details $tatistical analysis in the network.

d. ‘reportType’ is set to StaR-all (Statistical Rejing for all content reception). The same as StéR the
addition that failed reception is also reported.

The ‘reportType’ attribute is optional and behavi®@HALL default to RAck when it is not present.

The ‘samplePercentage’ attribute can be used ta petcentage sample of FD-Cs which SHOULD remaxéption. This
can be useful for statistical data analysis ofdgrgpulations while increasing scalability duedduced total uplink
signalling. The ‘samplePercentage’ takes on a viatereen 0 and 100, including the use of decintiails recommended
that no more than 3 digits follow a decimal poity( 67.323 is sufficient precision).

The ‘samplePercentage’ attribute is optional artthlbimur SHALL default to 100 (%) when it is not peait. The
‘samplePercentage’ attribute MAY be used with SéalR StaR-all, but SHALL NOT be used with RAck.

When the ‘samplePercentage’ is not present omitsevis 100 each FD-C which entered the assocssssion SHALL send
a reception report. If the ‘samplePercentage’ tvioled for reportType StaR and StaR-all and thee/& less than 100, the
FD-C generates a random number which is uniforndgriduted in the range of 0 t0100. The FD-C sethésreception
report when the generated random number is of ad@alue than the ‘samplePercentage’ value.

5.3.2.4 Request Time Selection
The FD-C selects a time at which it is to issuelavdry confirmation request.

Back-off timing is used to spread the load of datiwconfirmation requests and responses over time.
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Back-off timing is performed according to the prdeee described in section 5.3.3.3. The ‘offsetTiared
‘randomTimePeriod’ used for delivery confirmatiorAM have different values from those used for fipair and are
signalled separately in the reception reportingdetion of the associated delivery procedure dpton instance.

In general, reception reporting procedures MAY dmsltime critical than file repair procedures. deé&ult behaviour is that
a FD-C SHALL stop its post-reception report timetsich are active when a file repair timer expinghjch results in the
successful initiation of point-to-point communicats between FD-C and FD.

In some circumstances, the system bottleneck MA¥hike FD handling of reception reporting. In thése the
‘forceTimelndependence’ attribute MAY be used aetits true. (false is the default case and would bedundant use of
this optional attribute.) When ‘forceTimelndependerns true the FD-C SHALL NOT use file repair pbto-point
connections to send reception reporting messaggt®dd it will allow the timers to expire and iateé point-to-point
connections dedicated to reception report messaging

For StaR and StaR-all, session completeness -dingaio section 5.3.2.1 - SHALL determine the baéktimer
initialization time.

For RAck, the complete download session - accortbrggection 5.3.2.1 - as well as completing anypeissed file repair
delivery procedure SHALL determine the back-offémmitialization time. RAcks SHALL be only sentrfoompletely
received files according to section 9.4.1.

5.3.25 Reception Report Server Selection
Reception report server selection is performed raieg to the procedure described in section 5.3.3.4

5.3.2.6 Reception Report Message

Once the need for reception reporting has beeblegdtad, the FD-C sends one or more Reception Repessages to the
FD. All Reception Report requests and responsea farticular BCAST transmission SHOULD take placa single TCP
session using the HTTP protocol [RFC 2616].

The Reception Report request SHALL include the ORhe file for which delivery is being confirme@he URI is required
to uniquely identify the file (resource).

The FD-C SHALL make a Reception Report requestguamHTTP POST request carrying XML formatted matador
each reported received content (file). If more thaa file was downloaded in a particular BCAST €idivery session,
multiple descriptions SHALL be added in a singleAQequest.

Each Reception Report is formatted in XML accordimg XML schema in [BCAST10-XMLSchema-FD-Recepti@p@art].
For Reception Acknowledgement (RAck) a ‘receptiokawvledgement’ element SHALL provide the relevaatad

For Statistical Reporting (StaR) a ‘statisticalRejpg’ element SHALL provide the relevant data.

For both RAck and StaR/StaR-all (mandatory):

¢ For download, one or more ‘fileURI’ elements SHAEpecify the list of files which are reported.

For only StaR/StaR-all (all optional unless otheestated):

« Each fileURI' element has an optional ‘receptiog8ess’ status code attribute which defaults tog"ttil”) when
not used. This attribute SHALL be used for StaRsglorts. This attribute SHALL NOT be used for StaRorts.

e The ‘sessionID’ attribute identified the delivemssion. This is of the format source_IP_address + "
TSI/RTP_source_port.

* The ‘sessionType’ attribute defines the basic @elivnethod session type used. The format is "doaeildj
"streaming” || "mixed".

e The ‘serviceld’ attribute value and format is takeom the respective userServiceDescription setiakefinition.

* The ‘clientld’ attribute is unique identifier foné FD-C.
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* The ‘serviceURI'attribute value and format is taken from the reipecassociatedDeliveryProcedureDescription’
element’s ‘serviceURI’ child element which was stbel by the FD-C for the current report. This btite expresses
the reception report server to which the receptéport is addressed.

5.3.2.7 Reception Report Response Message

An HTTP response is used as the Reception Rempbnse message.

The HTTP header SHALL use a status code of 200 @#{gnal successful processing of a Reception RePtrner status
codes MAY be used in error cases as defined in [RELB].

5.3.3 File Repair

The text in this section and its sub-sections dlessffile repair for the case where informationw@thdownloaded files is
carried in-band in a FLUTE download session. Thecdption needs to be complemented with the casnile
information is delivered in the service guide ratiean in the FLUTE FDT table.

5.3.3.1 Introduction

The purpose of the File Repair Procedure is toirdpst or corrupted file fragments from BCAST filielivery sessions.
When in a multicast/broadcast environment, scatgliecomes an important issue as the number of BC#rminals with
support for the FD-C grows. Three problems musegaty be avoided:

» Feedback implosion due to a large number of FDegs@sting simultaneous file repairs. This wouldgest the
uplink network channel.

< Downlink network channel congestion to transpoet ithpair data, as a consequence of the simultarfrdog
requests.

« File repair server overload, caused again by tbenring and outgoing traffic due to the FD-Cs’ rexfgarriving at
the FD, and the FD responses to serve these mepgiests.

The three problems are interrelated and must beeasield at the same time, in order to guarantealae and efficient
solution for BCAST file repair.

The principle to protect network resources is teag the file repair request load in time and acrosltiple FDs.
The FD-C:

1. Identifies the end of transmission of files or f@ss.

2. Identifies the missing data from a BCAST download.

3. Calculates a random back-off time and selecteadipair server randomly out of a list.

4. Sends a repair requaskssage to the selected file repair server atalwelated time.

When a BCAST download session of repair data isigored in the associated delivery descriptionsPpaC SHOULD wait
for repair data in the defined BCAST download s@ssi

Then the file repair server:

1. Responds with a repair respomsessage either containing the requested datagotidig the FD-C to an BCAST
download session, redirecting the FD-C to anotierdpair server, or alternatively, describingearor case.

The FD MAY also send the repair data in the BCASWnload session.

The random distribution, in time, ofpair requestessages enhances system scalability to the wotaber of such
messages the system can handle without failure.
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5.3.3.2 Identification of Missing Data from a BCAST Download

The session description and the BCAST downloadresfiprotocol provide the FD-C with sufficient imfoation to
determine the source block and encoding symbottsire of each file. From this a FD-C is able toedetine which source
symbols SHOULD have been transmitted but have eehlieceived. The FD-C is also able to determieeattimber of
symbols it has received for each source block ofididge, and thus the number of further symboluiezd to decode the
block.

Thus, an FD-C is able to identify any source symlhat in transmission, and the number of requseaatce and/or repair
symbols that would complete the reconstruction séarce block (of a file).

5.3.3.3 Back-off Timing Procedure

This section describes a back-off mode for BCASWidoad to provide information on when a FD-C, tHiat not correctly
receive some data from the BCAST sender duringresimission session, can start a request for ar regssion. In the
following it is specified the method by which thB+f calculates a time (back-off time), instancehaf back-off mode, to
send a file repair message to the FD.

The back-off mode is represented by a back-off, antack-off valugand a back-off window. The two latter parameters
describe the back-off time used by the FD-C.

The back-off unit (in the time dimension) defautisseconds and it is not signalled.

The back-off time SHALL be given by an offset tiftscribing the back-off value) and a random tiraeqal (describing
the back-off window) as described in the follows®gtions.

A FD-C SHALL generate random or pseudo-random tilispersion of repair requests to be sent from teCRo the FD.
In this way, the repair request is delayed by adatermined (random) amount of time.

The back-off timing ofepair requesnessages (i.e. delaying the sending of repair stge the FD-C) enhances system
scalability to the total number of such messagestistem can handle without failure.

5.3.3.3.1 Offset Time

The offset time refers to the repair request suggioe time to wait before requesting repair, ootimer words, it is the time
that a FD-C SHALL wait after the end of the BCASdtaltransmission to start the file repair proced@reassociated
procedure description instance SHALL specify thét tinme (expressed in back-off unit) using the &&f-time’ attribute.

5.3.3.3.2 Random Time Period

The random time periogfers to the time window length over which a FIBBALL calculate a random time for the
initiation of the file repair procedure. The methmdvides for statistically uniform distribution ewva relevant period of
time. An associated procedure description inst@ttALL specify the wait time (expressed in back-afit) using the
‘random-time-period’ attribute.

The FD-C SHALL calculate a uniformly distributechclom timeout of the interval between 0 and random time merio

5.3.3.3.3 Back-off Time

The sending of the file repair request message SHgtart at Back-off Time = offset-time + Random Epand this
calculated time SHALL be a relative time after BEAST data transmission. The FD-C SHALL NOT stamding the
repair request message before this calculateditameslapsed after the initial transmission ends.

5.3.3.34 Reset of the Back-off Timer

The reception of an updated (higher version nunthsgociatedDeliveryProcedureDescription’ element/ar an updated
‘sessionDescription’” SHALL overwrite the timer pareters used in the back-off algorithm. Except mmd¢hse that the
offset-time, random-time-period and session ene@ frarameters are identical to the earlier vergtomback-off time
SHALL be recalculated. For currently running tim#rs requires a reset.
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5.3.34 File Repair Server Selection
5.3.34.1 List of Server URIs

A list of file repair service URIs is provided byist of server URIs as elements of the associdédigery procedure
description in the ‘postFileRepair’ element. Thevg® URIs host identity MAY also be given as IRlegkses. The file
repair server URIs of a single associated deliypeogedure description SHALL be of the same typg, &l IP addresses of
the same version, or all domain names. The nunmbdgRts is determined by the number of ‘serviceU8Ements, each of
which SHALL be a child element of the ‘proceduriraent. The ‘serviceURI’ element provides the refi@es to the file
repair server via the "xs:anyURI" value. At leasedserviceURI’ element SHALL be present.

5.3.3.4.2 Selection from the Server URI List
The FD-C SHALL randomly select one of the servidgl&from the list, with uniform distribution.

5.3.35 File Repair Request Message

Once missing file data is identified, the FD-C sende or more messages to a file repair serveestiqg transmission of
data that allows recovery of the missing file dathfile repair requests and responses for a paldr BCAST transmission
SHALL take place in a single TCP session usingHfi@P protocol [RFC 2616]. The repair request isgeduo the file
repair server IP address resolved from the seléstediceURI’ element.

The timing of the opening of the TCP connectiothi® server, and the first repair request, of aqaér FD-C is
randomized over a time window as described in gedi3.3.3.2. If there is more than one repair esito be made these are
sent immediately after the first.

When a FD-C identifies symbols in repair requesésé SHALL be source symbols, and SHOULD inclutithalmissing
source symbols of the relevant source block. Nbtse represent information for the file repaiveeand the FD MAY use
these and/or redundant symbols in providing thessary repair data.

5.3.35.1 File Repair Request Message Format

After the BCAST download session, the FD-C ideetifa set of symbols, which allows recovery of tligsing file data and
requests for their transmission in a file repagssen. Specific encoding symbols are uniquelyiified by the combination
(URI, SBN, ESI).

The file repair request SHALL include the URI oétfile for which it is requesting the repair ddtkl is required to
uniquely identify the file (resource) and is fouinoim either the FLUTE FDT or the Access fragmergalibing the file.
Additionally, the repair request SHALL contain amlication of the MD5 hash value of the file wherethes value is
provided to the terminal (which, besides messatggiity check, is used to identify a specific versof the file). Content-
MDS5 is also found from either the FLUTE FDT or thecess fragment describing the file. The (SBN, Eliy uniquely
identifies an encoding symbol. For completely misBles, a Repair Request MAY give only the URIltloé file and
optionally the base 64 encoded MD5 hash valueefitd. If the MD5 hash value is not present, taever SHALL respond
with the latest version of the file.

The FD-C makes a file repair request using the HIRIFC 2616] request method GET. If specific symlaks requested,
the (SBN, ESI) of the requested encoding symbadJiL-encoded into the query part of the URI [RF8&%s defined
below and included in the HTTP GET request. If enbar of previously unreceived symbols are requefsted specific
source block, then the SBN is provided along whih ESI of the symbol that is subsequent in the symbquence to the
latest received symbol for that source block ardriimber of symbols requested.

For example, assume that in a BCAST download sessfibe with URI = www.example.com/news/latestiwds delivered
to an FD-C. After the BCAST download session,EBeC recognized that it did not receive two packeth SBN = 5, ESI
=12 and SBN=20, ESI = 27. If the repair servicel (fRom the associated delivery procedure desaitis
"http://bcastrepairl.example.com/path/repair_strigntd the Base64-encoded MD5 value of that file is
"ODZiYTULOTFKZGY2NWY50D==",then the HTTP GET reques as follows:

GET /path/repair_script?fileURI=www.example.com/neat#kt.txt&Content-
MD5=0DZiYTU1OTFkZGY2NWY50D==&SBN=5;ESI=12&SBN=20;HS27 HTTP/1.1
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Host: bcastrepairl.example.com

A file repair session SHALL be used to recoverritissing file data from a single BCAST download s&@s®nly. If more
than one file was downloaded in a particular BCA®Wnload session, and, if the FD-C needs repair fdatmore than one
file received in that session, the FD-C SHALL seegarate HTTP GET requests for each file.

An HTTP implementation within the FD-C might lintfte length of the URL to a finite value, for exam@b6 bytes. In the
case that the length of the URL-encoded (SBN, B&ty exceeds this limit, the FD-C SHALL distribthe URL-encoded
data into multiple HTTP GET requests.

In any case, all the HTTP GET requests of a sifigleepair session SHALL be performed within agdéenTCP session and
they SHALL be performed immediately one after thigeo.

In the following, the details of the syntax usedtfte above request method are presented using ABNF

In this case an HTTP GET with a normal query SHAld used to request the missing data, according TtPHL.1
[RFC2616].

The general HTTP URI syntax is as follows [RFC2616]
e repair_request_http_ URL = repair_service_URI "28rgu

* repair_service_URI = <selected serviceURI fromAlsociated Delivery Procedure Description>
Where, for BCAST File Repair Request:

e query = file_uri ["&" content_md5] *( "&" sbn_info)

« file_uri = "fileURI=" URI-reference; URI-referende as defined in [RFC3986]

¢ content_md>5 = "Content-MD5=" 1*(ALPHA / DIGIT / "II'"+" | "=")

e sbn_info ="SBN="sbn_range

e sbn_range = (shnA["-"sbnz])/(sbnA[";"igafo])

e esi_info = ("ESI=" ((esi_range *( "," esi_rangg))/ (esiA “+” number_symbols)

e esi_range =esiA["-"esiZ]

« sbnA = 1*DIGIT; the SBN, or the first of a range ®BNs

e sbnz = 1*DIGIT; the last SBN of a range of SBNs

e esiA = 1*DIGIT; the ESI, or the first of a range B8Is

e esiZ = 1*DIGIT; the last ESI of a range of ESls

* number_symbols = 1*DIGIT; the number of additioagibols required

Thus, the following symbols adopt a special meafim@CAST file repair URIL: 7 -+, ; & =

One example of a query on encoding symbol 34 ofcgolbilock 12 of a music file
“www.example.comm/greatmusic/numberl.aac” usingptio@ided repair service URI
"http://bcastrepairl.example.com/path/repair_stigt

< http://bcastrepairl.example.com/path/repair_sdilpt?RI= www.example.com/greatmusic/numberl.aac&@oitr
MD5=0DZiYTU10TFkZGY2NWY50D==&SBN=12;ESI=34

For messaging efficiency, the formal definition lles several contiguous and non-contiguous rarmgles expressed, as
well as a number of symbols with ESIs of a givelugar above in a single query:
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A symbol of a source block (like in the above exénp

A range of symbols for a certain source block (e.§SBN=12;ESI=23-28).

A number of symbols with ESIs of a given value boee (e.g. ...&SBN=12;ESI=120+10).
A list of symbols for a certain source block (e.g&SBN=12;ESI|=23,26,28).

All symbols of a source block (e.g. ...&SBN=12).

All symbols of a range of source blocks (e.g. .B&&512-19).

Non-contiguous ranges of source blocks (e.g.1SBK=12;ESI=34&SBN=20;ESI=23 also,
e.g. 2. ...&SBN=12-19&SBN=28;ESI=23-59&SBN=30;ES01).

5.3.3.6 File Repair Response Message

Once the BCAST file repair server has assembled afencoding symbols that contain sufficient datallow the FD-C to
reconstruct the file data from a particular filpa@ request, the BCAST file repair server sendsmessage to the FD-C.
Each file repair response occurs in the same TERHAT P session as the repair request that initisted

An FD-C SHALL be prepared for any of these 4 resgoscenarios:

The FD returns a repair response message whetebewoding symbols forms an HTTP payload asifipdc
below.

The FD redirects the terminal to a broadcast/masgticlelivery (an BCAST download session).

The FD redirects the terminal to another file regarver (if a server is functioning correctly mitemporarily
overloaded).

An HTTP error code is returned (note that secti@37 describes the case of no FD response).

For (reasonably) uniformly distributed random datses, immediate point-to-point HTTP deliveryloé repair data will
generally be suitable for all FD-C. However, braasttmulticast delivery of the requested data MAYdbsirable in some

cases:

A repeat BCAST download (all or part of the filesrh a download session) is already scheduled an&Ehprefers
to handle repairs after that repeat BCAST download.

Many FD-C request download data (over a short desfdime) indicating that broadcast/multicast dety of the
repaired data would be desirable.

In this case a redirect to the broadcast/multicgsiir session for terminals that have made arepagilest would be
advantageous.

5.3.3.6.1 File Repair Response Messages Codes

In the case that the file repair server receivesreectly formatted repair request which it is aoleinderstand and properly
respond to with the appropriate repair data, tleerépair server SHALL attempt to serve that regudthout an error case.

For a direct point-to-point HTTP response with teguested data, the file response message SHAIldrtre200 OK status
code and the file repair response message SHAL&isoof HTTP header and file repair response pay(6& TP payload),
as defined in section 5.3.3.7.2. If the FD-C reesia 200 OK response with fewer than all the gtyaatirequested symbols
it SHALL assume that the file repair server wisties missing symbols to be requested again (dus tthoice or inability to
deliver those symbols with this HTTP response).

For a redirect case the file repair server use$iffieP response status code 302 (Found - Redirgdtidndicate to the
FD-C that the resource (file repair data) is terapbr available via a different URI. The tempor&Rl is given by the
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Location field in the HTTP response. In the case ofdirect to another file repair server, thispenary URI SHALL be the
URL of that repair server.

In the case of a redirect to a broadcast/multidektery, the temporary URI SHALL be the URI of tBession Description
(SDP file) of the BCAST (repair) session as desttim section 5.3.3.7.3. Other HTTP status cod€€[R616] SHALL be
used to support other cases. Other cases MAY irdedver errors, client errors (in the file repaguest message) and
server overload.

In case the file repair server does not find tlpiested file (file with given fileURI is not foundhe server SHALL respond
with “400 Bad Request” and optionally with “0001 Ié=-not found” in the response body. As a resul, KD-C MAY
choose another file repair server as defined inselé.3.3.4.

In case the file repair server does not find tlypiested version of the requested file (file withegi fileURI is found but
Content-MD5 is not found), the server SHALL respavith “400 Bad Request” and optionally with “0002

Content-MD5 not valid” in the response body. Amsult, the FD-C MAY choose another file repair
server as defined in clause 5.3.3.4. Or the FD-CYMéquest the latest version of the file and diddhe previously
received chunks of the file. Note, the FD-C caruesxf the latest version of a file by using onlyfildJRI argument in the
file repair request.

Note: In case of repetitive server errors, thentlie not expected to go through the completeolistvailable file repair
servers, and may abandon after a limited numbattempts.

In case the file repair server does not find anthefrequested SBN or ESI values, it SHALL respwitt the “400 Bad
Request” and optionally with “0003  SBN or ESI ofitange” in the response body. As a result, theGF-BHOULD
discard all received chunks of the file and reqtiestentire file from the file repair server.

In case the file repair server receives unknowmyliee arguments, it SHALL respond with “501 Notplemented”. The
server SHOULD add the HTTP1.1 “Server” header whthvalue “BCAST1.0". As a result, the FD-C SHOUL to fetch
the entire file from the file repair server. Natieis behaviour is intended to make the file repaiwvice forward compatible
and allow addition of new function in later relesse

HTTP response error messages MAY contain a messalye which gives a more detailed error message.MIME type
of such message body SHALL be in text/plain. Th&tay of the HTTP error message body is definedBNA [RFC2234]
as follows:

http-error-body = error-code (SP / HTAB) error-dgstion CRLF

error-code = 4DIGIT

error-description = 1*(SP / VCHAR)
Note that the following error messages MAY be useithe message body of the HTTP response erroragess
0001 File not found
0002 Content-MD5 not valid
0003 SBN or ESI out of range
5.3.3.6.2 File Repair Response Message Format for HTTP Delivery of Repair Data
The file repair response message consists of HEHedr and file repair response payload (HTTP pdyloa

The HTTP header SHALL provide:
e« HTTP status code, set to 200 OK.

e Content type of the HTTP payload (see below).

« Content transfer encoding, set to binary.
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The Content-Type header SHALL be set to “applicdiind.oma.bcast.simple-symbol-container”, whichates that the
message body is a simple container of encoding sigvds described below.

This HTTP message header is as follows:
e HTTP/1.1 200 OK

« Content-Type: application/vnd.oma.bcast.simple-sylrdontainer

e Content-Transfer-Encoding: binary

NOTE: Other HTTP headers [RFC2616] MAY also be usgidare not mandated by this mechanism.

Encoding symbols are included in the responsednmgg. Each group is preceded by an indicationehtimber of symbols
within the group and an FEC Payload ID coded adngrth the FEC scheme used for the original filkvéey session. The
FEC Payload ID identifies all the symbols in theug in the same way that the FEC Payload ID of 8@ Bource or repair
packet identifies all the symbols in the packete Tile repair response payload is constructed bjding each FEC Payload
ID and Encoding Symbol group one after anothersg@hare already byte aligned). The order of thess athe repair
response payload MAY be in order of increasing S&MNJ then increasing ESI, value; however no pddicurder is
mandated.

A single HTTP repair response message SHALL congithe most, the same number of symbols as resfibyg the
respective HTTP repair request message.

The FD-C and file repair server already have sigfficinformation to calculate the length of eachaging symbol and each
FEC Payload ID. All encoding symbols are the saength; with the possible exception of the last se@ncoding symbol
in the repair response. All FEC Payload IDs arestirae length for one file repair request-respossesingle FEC Scheme
is used for a single file.

Figure 1 illustrates the complete file repair resgwmessage format (box sizes are not indicatitieeofelative lengths of the
labelled entities).

HTTP Header
Length .
Indicator FEC Payload ID Encoding Symbols
Length .
Indicator FEC Payload ID Encoding Symbols
Length .
Indicator FEC Payload ID Encoding Symbols

Length Indicator (2 bytes). Indicates the number of encoding symbols in tloeig (in network byte order, i.e. high order
byte first).

FEC Payload ID: Indicates which encoding symbols are includethengroup. The format and interpretation of the FEC
Payload ID are dependent on the FEC Scheme in use.

Encoding Symbols Contain the encoding symbols. All the symbols $HAe the same length.

Figure 1: File Repair Response Message Format

5.3.3.6.3 File Repair Response for Broadcast/Multicast of Repair Data

Details of how a file repair server decides, dn&ructed, to use broadcast/multicast repair asste point-to-point over
HTTP are implementation specific and beyond theeaf the present document.
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Prior to the decision to use broadcast/multicgstire each repair response SHALL be provided by PTREcording to
section 5.3.3.6.2.

The file repair server uses the HTTP responsesstaide 302 (Found - Redirection) to indicate toRbBeC that the resource
(file repair data) is temporarily available viaifetent URI. The temporary URI is given by the ladion field in the HTTP
response and is the URI of the Session Descrig8@P file) of the broadcast/multicast repair sassio

Where feasible, it is recommended that the samentb@ad session that delivered the original dataussel for the
broadcast/multicast repair. If this conflicts witte session end time limit of the Session Desaniptihen a new version of
the Session Description SHALL be sent with an upddéxtended) session end time. This SHALL be iseband of that
download session.

In some cases this MAY NOT be feasible and a difiefpossibly new) download session MAY be defifeedhe repair.

The SDP file for broadcast/multicast repair sessigxlY be carried as payload (entity-body) in the HTlesponse - which
is especially useful if the broadcast/multicastiepession is a new (or recently end time modjfldldJTE download
session and other means of service announcement@this were not feasible.

The ‘associatedDeliveryProcedureDescription’ elenMAY be updated and the new version transmittedand with the
download session so that currently active cliekbatf timers are reset, thus minimizing additior@)-C requests until
after the broadcast/multicast repair session. Emnees SHALL be prepared for additional requestarig case as successful
reception of the updated ‘associatedDeliveryProcsdescription’ element can not be assured in akksa

The existence of a broadcast/multicast file repassion is signalled by the inclusion of the o@ldroadcast/multicast file
repair procedure in the updated associated deliwergedure description. This is signalled by thmHRileRepair’ element
with a single ‘sessionDescriptionURI’ attributetgpe “xs:anyURI” which specifies the URI of the bdrast/multicast file
repair session’s session description.

In the cases where the same IP addressing is as#tefbroadcast/multicast file repair sessiorhasoriginal download
session, the FD-C simply SHALL NOT leave the groDtherwise, the FD-C SHALL join to the BCAST beafarthe
repair session as it would for any BCAST session.

A BCAST file repair session behaves just as a BCA®Tdelivery session, and the determination af effiles and session
and use of further associated delivery proceduses the same techniques as specified for the BG#e&delivery method.

5.3.3.7 Server Not Responding Error Case

In the error case where the FD-C determines tleasdected file repair server is not respondin§HALL return to the
server URI list of repair servers and uniformlydamly select another server from the list, exclgdany servers it has
determined are not responding. All the repair retgimessage(s) from that FD-C SHALL then be imniellisent to the
newly selected file repair server.

If all of the repair servers from the serviceURL lare determined to be not responding, the FD-CM#iempt an HTTP
GET to retrieve a, potentially new, instance ofgkesion’s associated procedure description; otkerfvbut the operation
of HTTP post and HTTP GET failed.

The FD-C determines that a file repair server israsponding if any of these conditions apply:
* The FD-C is unable to establish a TCP connectidhdaserver.

« The server does not respond to any of the HTTRmrepguests that have been sent by the FD-C fibssible that
second and subsequent repair requests are sere Heddirst repair request is determined to berasponded-to).

« The server returns an unrecognized message (egbgmizable HTTP response).

« The server returns an HTTP server error status (indbe range 500 to 505).
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5.3.4 XML Schema for Associated Delivery Procedures

The formal XML syntax of associated delivery progezldescription instances is specified in [BCASXNLSchema-FD-
AssociatedProcedure].

Note: This specification uses the element nameisgRI’, however in the referenced schema andimfarming XML
instances the element name ‘serverURI’ can altelgitbe used.

The formal XML syntax of reception report requesttances is specified in [BCAST10-XMLSchema-FD-ReticeReport].

5.4 File Distribution over Back-end Interfaces

This section specifies interfaces between logicahBT “back-end” entities. The specification is dpgble if the interfaces
are exposed in a BCAST implementation. If a BCABiplementation does not expose the interfaceshieg,are internal to
that implementation, they MAY be realized usingtpomls and methods not specified here. All intezfain this section are
defined in the OMA BCAST Architecture document [BERLO-Architecture].

54.1 Interface FD-1 and FD-2

Interface FD-1 between CC and FA provides thelattes of files as well as the files themselveBiGAST file distribution
services.

Interface FD-2 between FA and FD provides thetattds of files as well as the files themselveBIGAST file distribution
services.

5411 Protocol Stacks

The protocol stack shown in Figure 2 SHALL be uiedile delivery over back-end interfaces FD-1weén CC and FA
and FD-2 between FA and FD. For secure operatien either of these backend interfaces, the entitiplementing the
interface SHALL support HTTPS, where HTTPS SHAL Lb@sed on SSL3.0 [SSL30] and TLS 1.0 [RFC2246].

HTTP/HTTPS HTTP/HTTPS
TCP TCP
IP IP
A A

Figure 2: Protocol Stack for Back-end Interface ofrile Delivery

HTTP 1.1 over TCP/IP SHALL be used for file deliysia the interfaces, subject to the following citioths:

¢ The interfaces using HTTP 1.1 [RFC 2616] SHALL soppmzip, compress, deflate and identity contewulirngs.
Other content codings MAY be supported.

¢ The interfaces using HTTP 1.1 [RFC 2616] MAY usesgtent connections, pipelining and chunked tremsbding.

54.1.2 Back-end Interface Messages

Messages to and from the FA or the FD are transgarsing HTTP as the transport by placing bothré¢lqeests and the
responses addressed to FA or FD into the paylo#tkdfTTP messages. The requests SHOULD be traespasing
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HTTP POST and the responses SHOULD be transposiad the HTTP responses corresponding to the HTO8TP
requests. The syntax for the requests SHOULD Hellasvs:

* POST <host>/oma/bcast/fd HTTP/1.1\r\n<SessionGyeltessage>
¢ POST <host>/oma/bcast/fd HTTP/1.1\r\n<SessionDetélessage>
e POST <host>/oma/bcast/fd HTTP/1.1\r\n<FileInsemi@ssage>

e POST <host>/oma/bcast/fd HTTP/1.1\r\n<FileRemovaitége>

where the <host> denotes the part of the URI remitesy the address of the host.

Both the HTTP POST message and the correspondidgP’Hdsponse MAY also contain the following HTTP dexafields:
e ‘Content-Length’,

e ‘Content-Type’ which if used SHALL be set to “textil” and

¢ ‘Host’ in case the ‘Request-URI’ is not in the aloge form specified in [RFC 2616].

54.1.2.1 Processing and Responding

The processing of the messages to the FA or thm¥dves first the HTTP transport level to delithe message from the
CC to the FA or from the FA or FD. This is followbg the HTTP level passing the embedded XML mestagw®e FA or
FD. While the status and error codes correspontditiige processing in the HTTP level are signalédgughe HTTP headers,
the result of the FA or FD processing the XML resfue the HTTP payload is signaled using XML messggjaced into the
payloads of the HTTP responses corresponding tbITiEP requests carrying the XML requests. WhenaveH TTP
response contains an XML response from the FA qtR®HTTP status code SHALL be set to 200 OK raigas of the
contents of the XML response.

541.2.2 Session Creation

Session creation will be used for requesting tleation of session for file delivery. The parametdrthe session can be
assigned by either the network entity requestisgisa creation or the network entity being requiettecreate a session.
When requesting the creation of a session, the FAGHALL use the following ‘SessionCreation’ XMhessage in the
HTTP payload.

Name Type Category Cardinality Description Data Type

Specifies the Session Creation Message.

Contains the following attributes:
tsi

SessionCreatig ipAddress

n portNumber

useFDT
bandwidth

startTime

endTime
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blockLengthMax
encodingSymbolLength
useFEC

fecCodeRate

tsi A (@]

0.1

Transport Session Identifier of ALCIFLE

unsignedint

ipAddress A O

0.1

Target IP Address of ALC/FLUTE

trirgy

portNumber A (0]

0.1

Port number of Target AddreSALCC/FLUTE

unsignedSho
rt

useFDT A (0]

0.1

If this attribute set TRUE, it means the sessio
will contain FDT Instances otherwise the
session will have no FDT Instances.

n
boolean

bandwidth A (@]

0.1

Recommended bandwidth (bps) to the client
backend entity. If this attribute is not present,
means all bandwidth and all capacity will be

requested to reserve.

! unsignedIint

startTime A M

The first moment of the Session to be created.

the value is zero, the transmission is to be
started immediately. This field expressed as {
most significant 32 bits of NTP time format.

If

hgnmgnedlnt

endTime A M

The last moment of the Session to be created.

the value is zero, the transmission is to be en
only when requested explicitly by the client

using the “Session Deletion” request. This fie
expressed as the most significant 32 bits of N
time format.

If

ded
Olunsignedlnt
TP

blockLengthM
ax

0.1

The maximum number of source symbols per
source block

unsignedIint

encodingSymb
olLength

0.1

The length of encoding symbol in bytes

ignedint

useFEC A (@]

0.1

Indicates whether the requested file delivery
session is to use FEC

boolean

fecCodeRate A O

0.1

If FEC is used in the file delivery session, this

decimal

attributes specifies the FEC code rate

Table 2: Request Message for Session Creation

Upon successful processing of the ‘SessionCreat&miest, the FA or FD SHALL use the following ‘SiemCreationRes’

message in HTTP payload of the response.

| Name

| Type | Category | Cardinality |

Description

Data Type
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SessionCreatiq
nRes

Specifies the response message to a session

creation request. If an error occurs, then at lepst

one Parameter element SHALL be present in
response.

Contains the following elements:
SessionInfo

Parameter

the

Sessionlnfo El M

Specifies the created session information

Contains the following attributes:
tsi
ipAddress
portNumber
useFDT
bandwidth
startTime
endTime
blockLengthMax

encodingSymbolLength

tsi A M 1

Transport Session Identifier of ALC/FLUTE

unsignedint

ipAddress A M

Target IP Address of ALC/FLUTE

Bgi

portNumber A M

Port number of Target Address fCAFLUTE

unsignedSho
rt

useFDT A M

If this attribute set TRUE, it means the sessio
will contain FDT Instances otherwise the
session will have no FDT Instances.

n
boolean

bandwidth A M

0.1

This is the bandwidth assignexdtfie session.

unsignedin

startTime A M

The first moment of the Session to be created.

the value is zero, the transmission is to be
started immediately. This field expressed as {
most significant 32 bits of NTP time format.

If

hgnagnedlnt

[

endTime A M

The last moment of the Session to be created.

the value is zero, the transmission is to be en
only when requested explicitly by the client
using the “Session Deletion” request. This fie
expressed as the most significant 32 bits of N
time format.

If

ded
OIunsignedlnt
TP

[0 2008 Open Mobile Alliance Ltd. All Rights Reserved.

Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-BCAST_Distribution-V1_0-20080807-C

Page 34 (78)

blockLengthM
ax

The maximum number of source symbols per
source block

unsignedIint

encodingSymb
olLength

The length of encoding symbol in bytes

unsigimt

Parameter

El

0..N

If this element is present, it signals that there
was an error with a parameter in the request.

Contains the following attributes:
field

reason

field

Character string specifying the name of the
faulty parameter in the request message. Thi

5 §ring

a name of an element or attribute in the request.

reason

Contains the reason for the rejection of the
parameter, according to the global status cod
(as specified in [BCAST10-Services]).

For instance, if the value is set to “17 —
Information Element non-existent”, it signals
that the FA or FD could not find the paramete
at all in the request. If the value is set to “621
Information Invalid”, it signals that although th
parameter is present in the request, the valug

unsignedByt

re

e
of

the parameter is not accepted by the FA or F

D,

Table 3: Response Message for Session Creation

54.1.2.3 Session Deletion

Session Deletion will be used for request to dedession for file delivery from CC to FA or from R& FD.

When requesting a deletion of a session, cliente@fA or FD SHALL use the following XML messagethe HTTP

payload.
Name Type Category Cardinality Description Data Type
Specifies the Session Deletion Message.
Contains the following attributes:
ﬁessionDeletic E tsi
ipAddress
portNumber
endTime
tsi A M 1 Transport Session Identifier of ALC/FLUTE | unsignedint
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ipAddress A M 1 Target IP Address of ALC/FLUTE Bgi

unsignedSho|

portNumber A M 1 Port number of Target Address fCAFLUTE t

The moment the Session is to be deleted. If the
value is zero, the transmission is to be ended
immediately. This field expressed as the most
significant 32 bits of NTP time format.

endTime A M 1 unsignedint

Table 4: Request Message for Session Deletion

Upon successful processing of the ‘SessionDeletiequest, the FA or FD SHALL use the following ‘SiesDeletionRes’
message in the HTTP payload of the response.

Name Type Category Cardinality Description Data Type

Specifies the response message to a session
deletion request.

If an error occurs, then at least one Parameter
SessionDeletid element SHALL be present in the response.

nRes

Contains the following elements:

Parameter

If this element is present, it signals that there
was an error with a parameter in the request.

Parameter E1 © O-N Contains the following attributes:
field

reason

Character string specifying the name of the
field A (@] 1 faulty parameter in the request message. Thig &ring
a name of an element or attribute in the request.

Contains the reason for the rejection of the
parameter, according to the global status code
(as specified in [BCAST10-Services]).

reason For instance, if the value is set to “17 —

A 0 1 Information Element non-existent”, it signals
that the FA or FD could not find the parameter
at all in the request. If the value is set to “021
Information Invalid”, it signals that although the
parameter is present in the request, the valug of
the parameter is not accepted by the FA or FD.

unsignedByt
e
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Table 5: Response Message for Session Deletion

54.1.2.4 File Insertion

When requesting an insertion of a file into a fidivery session, the FA or FD SHALL use the follogvas the payload of
the corresponding HTTP message; first the XML mgssEilelnsertion’ described below immediately talled by the
payload of the file itself.

Name Type Category Cardinality Description Data Type

Specifies the File Insertion Message.

Contains the following attributes:
tsi

Filelnsertion E ipAddress

portNumber
startTime
endTime

Contains the following element:

File
tsi A M 1 Transport Session ldentifier of ALC/FLUTE | unsignedint
ipAddress A M 1 Target IP Address of ALC/FLUTE Bt
portNumber A M 1 Port number of Target Address &fCAFLUTE ;Jtn3|gnedSho

The first moment the file is to be transmitted. |If
the value is zero, the transmission is to be

startTime A M 1 started immediately. This field expressed as thgnmgnedlnt
most significant 32 bits of NTP time format.
The last moment the file is to be transmitted. |f
the value is zero, the transmission is to be ended
endTime A M 1 only when requested explicitly by the client unsignedint

using the “File Insertion” request. This field
expressed as the most significant 32 bits of NTP
time format.

Element containing the metadata for the file t)Com lexT
File E1l M 1 be inserted as specified by the FLUTE FDT F"% P yp
element [RFC 3926].

Table 6: Request Message for File Insertion

Upon successful processing of the ‘FileInserti@tjuest message, the FA or FD SHALL use the follgwin
‘FilelnsertionResmessage in the HTTP payload of the response.
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Name Type

Category

Cardinality

Description

Data Type

FilelnsertionR
es

Specifies the response message to a file
insertion request.

If an error occurs, then at least one Parametg
element SHALL be present in the response.

Contains the following elements:
Filelnformation

Parameter

FileInformatio
n

El

Contains the File Information

Contains the following attributes:
tsi
ipAddress

portNumber
startTime
endTime
Contains the following element:

File

tsi A

Transport Session Identifier of ALC/FLUTE

unsignedint

ipAddress A

Target IP Address of ALC/FLUTE

ati

portNumber A

Port number of Target Address &fCAFLUTE

unsignedSho
rt

startTime A

The first moment the file is to be transmitted.
the value is zero, the transmission is to be

started immediately. This field expressed as {
most significant 32 bits of NTP time format.

If

hgnagnedlnt

endTime A

The last moment the file is to be transmitted.
the value is zero, the transmission is to be en
only when requested explicitly by the client
using the “File Insertion” request. This field
expressed as the most significant 32 bits of N
time format.

f
ded

unsignedIint
TP

File E2

Element containing the metadata for the file t
be inserted as specified by the FLUTE FDT H

D
iI(Cé:omplexTyp

element[RFC 3926].
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Parameter

El

0..N

If this element is present, it signals that there
was an error with a parameter in the request.

Contains the following attributes:
field

reason

field

Character string specifying the name of the
faulty parameter in the request message. Thi
a name of an element or attribute in the requg

5 &ring
St

reason

Contains the reason for the rejection of the
parameter, according to the global status cod
(as specified in [BCAST10-Services]).

For instance, if the value is set to “17 —
Information Element non-existent”, it signals
that the FA or FD could not find the paramete
at all in the request. If the value is set to “021
Information Invalid”, it signals that although th
parameter is present in the request, the valug
the parameter is not accepted by the FA or F

unsignedByt

re

e
of
D.

Table 7: Response Message for File Insertion

54.1.25 File Removal

The FA or FD MAY request the removal of files franfile delivery session. When requesting the rerhofa file from a
file delivery session, the FA or FD SHALL use tlodldwing ‘FileRemoval’ message as the payload efd¢brresponding

HTTP message.

Name Type Category Cardinality Description Data Type
Specifies the File Removal Message.
Contains the following attributes:
toi
FileRemoval E _
tsi
ipAddress
portNumber
endTime
toi A M 1 ;Lacr:llstLoljtT(éijgggilgr?ntifier of file on the unsignedint
tsi A M 1 Transport Session ldentifier of ALC/FLUTE | unsignedint
ipAddress A M 1 Target IP Address of ALC/FLUTE Bgi
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unsignedSho|

portNumber A M 1 Port number of Target Address &fCAFLUTE it

D

The moment the file is to be removed from the
file delivery session. If the value is zero, the
endTime A M 1 transmission is to be ended immediately. This unsignedint
field expressed as the most significant 32 bitg of

NTP time format.

Table 8: Request Message for File Removal

Upon successful processing of the ‘FileRemovaluesy message, the FA or FD SHALL use the following
‘FileRemovalResmessage in the HTTP payload of the response.

Name Type Category Cardinality Description Data Type

Specifies the response message to a file rempval
request.

If an error occurs, then at least one Parameter
FileRemovalR element SHALL be present in the response.

es

Contains the following elements:

Parameter

If this element is present, it signals that there
was an error with a parameter in the request.

Parameter El © O-N Contains the following attributes:
field

reason

Character string specifying the name of the
field A (0] 1 faulty parameter in the request message. This &ring
a name of an element or attribute in the request.

Contains the reason for the rejection of the
parameter, according to the global status cod
(as specified in [BCAST10-Services]).

[}

reason For instance, if the value is set to “17 —

A (o) 1 Information Element non-existent”, it signals
that the FA or FD could not find the parameter
at all in the request. If the value is set to “621
Information Invalid”, it signals that although the
parameter is present in the request, the valug of
the parameter is not accepted by the FA or FD.

unsignedByt
e
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Table 9: Response Message for File Removal

5.4.2 Interface FD-B1

Interface FD-B1 provides the attributes of filesagdl as the files themselves for BCAST file distriion services. Files are
provided by the BSDA to the BDS-SD within the BD&wiork and are distributed by the BDS-SD using &Bipecific file
distribution mechanism.

This interface MAY be used to perform operationduding, but not limited to:

- Distribution of content files
- Distribution of ROs as part of service or contemtection

- Distribution of SGDUs and SGDDs as part of Sergeade delivery

5421 Protocol Stacks
5421.1 FD-B1

FD-B1 is the interface between BSD/A and BDS ft& fiistribution. This interface is defined in eaxftthe adaptation
specifications, if applicable [BCAST10-BCMCS-Adatiba], [BCAST10-IPDC-DVBH-Adaptation], [BCAST10-MBIg-
Adaptation].

5.5 File Distribution over Interaction Channel
For file distribution over the Interaction Chanrtelp methods are specified:
« Use of FLUTE (section 5.5.1) and

e Use of HTTP/1.1 (section 5.5.2).

Terminals and networks that support the Interacitbannel SHALL support at least one method fordikribution over the
Interaction Channel. Further, terminals that suppbtJ TE SHOULD support the use of FLUTE for filestlibution over the
Interaction Channel and terminals that support HITIPSHALL support the use of HTTP/1.1 for file tisution over the
Interaction Channel.

File distribution over the Interaction Channeldsntical to the file repair procedure (section®.3Terminals and network
MAY use FLUTE or MAY use HTTP/1.1 for file distrition over the Interaction Channel.

The Interaction Channel is used also for recep#morting and file repair purposes when used igwmartion with file
distribution over the Broadcast Channel. Those @sp@e not specified in this section but in secba.

55.1 Use of FLUTE for File Distribution over Interaction Channel

The use of FLUTE is useful, for example, when thever initiates data delivery, i.e. pushes datheodevice, and to enable
service continuity for services delivered using HIEJover the broadcast channel, when switching édrnteraction
Channel.

A FLUTE session over the Interaction Channel SHAld announced in an Access Fragment by instantiating
‘AccessType’ element containing a ‘UnicastServickey’ child element with ‘type’ attribute set t6” .

55.1.1 FLUTE Session Setup and Control with RTSP
SDP handling

The FLUTE specific SDP extensions are defined GH® TS 26.346], chapter 7. For the FLUTE sessitabkshment
using RTSP, a control URI as defined in [RFC 232E8ALL be present for the FLUTE media descriptioncagntrol URI is
defined by the “a=control:” SDP field according[RFC 2326].
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RTSP SETUP Method

The control URI as defined in [RFC 2326] SHALL begent for each FLUTE media description in the STO# control
URI is used within the RTSP SETUP method to esthlilie described FLUTE sessions.

The RTSP transport protocol specifier for FLUTEdaéined in [RFC 2326] SHALL be "FLUTE/UDP". One aadly one
UDP port is allocated for each FLUTE channel. # thute-ch’ attribute is present for the FLUTE sies, an according
number of FLUTE sessions is established.

The following RTSP 1.0 defined RTP specific paraen@SHALL be used in the transport request andretpheader for
FLUTE sessions:

» client_port: This parameter provides the unicadt/ FE port(s) on which the client has chosen to nec&LUTE
data.

» server_port: This parameter provides the unicastTH port(s) on which the server has chosen to slaal
RTSP PLAY Method

The PLAY method tells the server to start sendiagdincluding FLUTE session data, as defined inGR326]. The RTSP
server forwards the FLUTE packets as specifiechbyRTSP range header in the RTSP PLAY.

RTSP PAUSE Method

The PAUSE request causes the stream delivery,dimgjall FLUTE sessions, to be interrupted (halsi}lefined in [RFC
2326].

RTSP Teardown method

The TEARDOWN client to server request stops theastr delivery, including all FLUTE data deliveryr the given URI,
freeing the resources associated with it. Detalldife TEARDOWN method are defined in [RFC 2326].

55.2 Use of HTTP for File Distribution over Interaction Channel

When HTTP/1.1 is used for file distribution oveetimteraction Channel, the HTTP URL of the reso@aoeording to [RFC
2616] SHALL be constructed from information decthie the Service Guide as defined below (see astians 5.1.2.4 and
5.1.2.2 of [BCAST10-SG]). The conversion betweeat tHiT TP URL and the HTTP Request-URI SHALL be done
accordance with [RFC 2616], section 5.1.2.

The ‘http’, ‘host’ and (if given) ‘port’ components the HTTP URL SHALL always be taken from the @&ssServerURL’
element in the ‘Access’ fragment. The informatiorfill the ‘abs_path’ and ‘query’ components of tHe TP URL MAY be
signaled either in the ‘AccessServerURL’ elemerthim‘Access’ fragment or in the ‘contentLocatiattribute in the
‘Schedule’ fragment or in both places. Note thatc@ssServerURL' is an absolute URL and ‘contenttionaa relative one
which can override and/or complement informatiorAiocessServerURL’. This implies that ‘AccessSeldiet.’ MUST
comply with the syntax of an absolute HTTP URL defl in [RFC 2616]. The components in the HTTP BMALL be
filled as follows:

« incase ‘abs_path’ is not signaled in ‘AccessSé&iRir but ‘query’ is signaled there, then an illegambination has
occurred

* incase ‘abs_path’ is signaled in neither ‘Accesg&®RL’ nor ‘contentLocation’ but ‘query’ is sigted in
‘contentLocation’, then an illegal combination feasurred

e in case the ‘abs_path’ component is signaled itheeiAccessServerURL’ nor ‘contentLocation’, thersg “/”
SHALL be used as the ‘abs_path’ component of tkalteg HTTP URL, as defined in RFC 2616

« in case the ‘abs_path’ component is signaled irc&ssServerURL’ only, this information SHALL be useithe
‘abs_path’ component of the resulting HTTP URL, and

. in case the ‘query’ component is signaled in eitAecessServerURL’ or ‘contentLocation’ but nothith,
this information SHALL be used as the ‘query’ compaot of the resulting HTTP URL
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. in case the ‘query’ component is signaled in béttcessServerURL’ and ‘contentLocation’, the infotioa
in ‘contentLocation’ SHALL be used as the ‘quergneponent of the resulting HTTP URL

« in case the ‘abs_path’ component is signaled inteatLocation’ only, this information SHALL be used the
‘abs_path’ component of the resulting HTTP URL, and

. in case the ‘query’ component is signaled in ‘catitecation’ only, this information SHALL be used the
‘query’ component of the resulting HTTP URL

« in case the ‘abs_path’ component is signaled ih batcessServerURL’ and ‘contentLocation’, the infation in
‘contentLocation’ SHALL be used as the ‘abs_pathiponent of the resulting HTTP URL, and

* in case the ‘query’ component is signaled in ‘catitecation’, this information SHALL be used as the
‘query’ component of the resulting HTTP URL, regas$ whether or not the ‘query’ component is also
signaled in ‘AccessServerURL’

These rules SHALL also apply when the ‘VideoURARudioURI’, or ‘PictureURI’ elements of the Previewaka fragment
are used to provide preview data files over theratdtion channel (see also section 5.1.2.9 of [BCKBSG]). In this case
these elements MAY provide the ‘abs_path’ and ‘guesmponents corresponding to ‘contentLocationspscified within
this section.

The table below lists all the possible combinations

AccessServerURL carries contentLocation carries Resulting HTTP URL components
abs_path query abs_path query abs_path query
- - - - “rm -

- - - C illegal combination

- - C - C -

- - C C C C

- A - - illegal combination

- A - C illegal combination

- A C - illegal combination

- A C C illegal combination

A - - - A -

A - - C A C

A - C - C -

A - C C C C

A A - - A A

A A - C A C

A A C - C -

A A C C C C

Legend: “A” — component carried in AccessServerURL’, — component carried in contentLocation, “~temponent
not carried
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In the following, an example of the file requesgigen:
GET /news/latest.txt HTTP/1.1
HOST: www.example.com

The HTTP messages related to the associated depvecedures such as reception reporting anddair are specified in
section 5.3.
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6. Stream Distribution

6.1 Introduction

The purpose of the BCAST Stream Distribution Fuorcis to deliver stream services over IP. To feat#i stream
distribution, RTP SHALL be used.

The specification for the OMA BCAST Stream Distiiiom function consists of the specification of fonterfaces: SD-1,
SD-2, SD-5 and SD-6. The interfaces SD-5 and Sibe@eaminal-network interfaces and the functiomdltees across these
interfaces are the Stream Delivery Client Compo(8BIC) in the terminal and the Stream Delivery Comgnt (SD) in the
network. These interfaces are specified in secto®s6.3 and 6.5. The interfaces SD-1 and SD-bac&-end interfaces
within the system(s) serving the OMA Mobile Broasic&ervices and the functional entities acrosstierfaces are the
Stream Distribution Component (SD) and the Stregplisation Component (SA), both in the network. Sédack-end
interfaces are specified in section 6.4.

6.2 RTP as Stream Transport Protocol

The Real-Time Transport Protocol (RTP) [RFC 3550 iprotocol used for unreliable delivery of streaRTP provides
means for sending real-time or streaming data O\@P. The transmission of RTP Control Protocol (R} @&ckets in the
downlink (sender reports) is mandatory for synckaiog multiple RTP streams. The transmission of IRTgackets in the
uplink (receiver reports) is not allowed. RTCP reeereports SHALL be turned off by SDP RR bandwidiodifiers.

Over the interface SD-5 the following specificatapplies:

— Both the server and the terminal SHALL support RdiRthe delivery of streams.

— The sender SHALL send RTCP sender reports foreaBiisns involving more than a single RTP strearcabe the
service is made of a single RTP stream it is natdatory to send RTCP sender reports.

— The terminal SHALL support receiving RTCP packeengder reports).

— The sender SHALL turn off RTCP receiver reportsigssignalling in the SDP session description.

Over the interface SD-6 the following specificatapplies:

— If the sender has signalled that no RTCP recesgonts SHALL be sent, the terminal MUST NOT sendCRT
packets (receiver reports).

6.2.1 RTP Payload Formats

RTP can, in general, transport any audio/visua,déin RTP payload format is defined for it. Hawwg the BCAST
enabler does not specify media codecs and, constyguRTP payload formats are not be defined is #gecification. The
BCAST adaptation specifications [BCAST10-MBMS-Adaijin], [BCAST10-BCMCS-Adaptation ], and [BCAST10-
IPDC-DVBH-Adaptation] contain specification texynely in the context of making external referermethe use of codecs
and associated RTP payload formats for a codenetéfiy the BCAST enabler in conjunction with thepective standards
organization BDS.

6.2.2 Forward Error Correction

The FEC Raptor scheme (FEC encoding ID 1) MAY hgpsuted. The FEC Raptor scheme is specified in BGB 26.346]
for MBMS.
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6.2.3 Buffer Control for Stream Distribution

Due to the variable bit rate nature of some metleams (especially video streams), initial buffgrat the receiver becomes
necessary. The initial buffering delay SHOULD bgnsiled to the receiver in the SDP using the folfgninedia level
attribute:

e "a=X-initpredecbufperiod:<initial pre-decoder buffey period>"

The ‘X-initpredecbufperiod’ attribute shall be usesidefined in [3GPP TS 26.234], section 5.3.3k&s Parameter specifies
the removal delay of the first access unit expr#s& TP clock rate. The decoder buffer size SHOWeDset according to
the media profile and level requirements.

For various reasons, a BDS may require buffer obfdr streaming delivery. While being out of scagehis specification,
these reasons might have an impact on streamingedeln BCAST as well. When this happens, the éuffontrol
mechanism has to be taken into account in BCASTaiBdor this can be found in the correspondingpdtion
specification.

6.3 Associated Procedures for Stream Distribution

An associated procedure description instance (gordtion information) for the streaming associatetivery procedure
MAY be delivered to BCAST Terminals as follows:

¢ Inthe Service Guide prior to the BCAST stream\agly session along with the session descriptiob-dbband of
that session); or

¢ In-band within a BCAST stream delivery session.

The most recently delivered configuration file (tlee one with the highest version number) sh# fariority, such that
configuration parameters received prior to, andadttiand of, the download session they apply toregarded as “initial
defaults”, and configuration parameters receiveihdy and in-band with the streaming session, ovigewthe earlier
received parameters. Thus, a method to update pseesrdynamically on a short time-scale is provided as would be
desirable where dynamics are minimal, is not mamgtatn the Service Guide, the associated procedeseription instance
is clearly identified using a URI, to enable the-So cross-reference out-of-band configuratioesfil

The MIME application type “application/vnd.oma.btassociated-procedure-parameter” identifies aasetidelivery
procedure description instances (configuratiorsjile

In XML, each associated delivery procedure entafldhe configured using a ‘StreamingAssociatedPiace element. All
configuration parameters of one associated delipesgedure are contained as attributes of a
‘StreamingAssociatedProcedure’ element. The aswutielivery procedure description is specifiedrfalty as an XML
schema/table in section 6.3.1.

Following the reception of streaming content, &pion reporting procedure MAY be initiated by ®BB-C to the SD.
For BCAST streaming delivery, the reception repaytprocedure is used to report statistics on tteast.

If the SD provided parameters requiring receptiporting confirmation then the SD-C SHALL confirhetcontent
reception.

Transport errors can prevent a SD-C from deterntigaiy discovering whether the reception reportisgociated delivery
procedure is described for a session, and evéisife successful whether a sample percentages@ided. The SD-C
SHALL behave according to the information it hamgshe following procedure:

1. Identifies the reception of streaming content amahimences statistics gathering based upon the strgassociated
procedure.

2. Selects a time (random time) at which a receptigort will be sent and selects a SD from a listthirandomly and
uniformly distributed.
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3. Sends a reception report message to the selected tBB selected time.
The back-off timer used in section 5.3.3.3 SHALLUsed by the terminal when selecting a time to skadeception report.

A list of report server URIs is provided by a lidtserver URIs as elements of the streaming agsacfmocedure description
in the ‘StreamingAssociatedProcedure’ element. &ddRIs host identity may also be given as IP askire. The report
server URIs of a single associated procedure gegorishall be of the same type, e.g. all IP adsbe®f the same version,
or all domain names. The SD-C randomly selectsoftiee server URIs from the list, with uniform dibution.

Support for the streaming associated procedureigéisa and the streaming reception reporting iSTGMNAL for the
network as well as for the terminal.

6.3.1 Associated Procedure Description

A stream reception reporting procedure is requestéide SD-C by the SD via the Service Guide. Camgao reception
reporting of file delivery sessions in section 8,3vhere the reception confirmation units are c(ear files), reception
reporting for streaming sessions by its natureiregumeasurement periods to be defined to cremteasurement unit. For
collecting reception statistics of streaming sassite following six methods and respective measarg periods are
defined:

* Session based Measurements: Packet loss measusaareobnducted for a full duration of the relatedsion and
then reported.

« Fixed-duration based Measurements: Packet lossurezaents are conducted for a fixed duration and thported.
The duration is predefined with start and end tineggesented in RTP timestamps.

« Interval based Measurements: Packet loss measutearencontinuously conducted and reported in firest: fixed
intervals. The fixed interval is defined by an inved value to be calculated relative to RTP timegia.

« Threshold based Measurements: Packet loss measiseare continuously conducted and reported whereve
predefined threshold is reached. The thresholdevialeompared to the reception rate of the stream.

« Event-triggered Measurements: Packet loss measuaterage continuously conducted and reported whergeve
predefined threshold is reached. The trigger veduw®mpared to the reception rate of the stream.

« MBMS based Measurements: Measurements are condupted3GPP MBMS associated delivery procedures for
streaming content. 3GPP MBMS associated deliverggmture description elements and attributes sHuilgdsed as
defined in [3GPP 26.346].

A stream reception reporting procedure is delivdrgthe SD and requested of the SD-C using a
‘StreamingAssociatedProcedure’ element. The XMLtayifior the ‘StreamReceptionReport’ element is samred in the
table below.

Name Type Category Cardinality Description Data Type

StreamingAssod E Associated delivery procedure for stream delivery

iatedProcedure
Contains the following attributes:

offsetTime
randomTimePeriod

Contains the following elements:
ServerURI
MeasurementType
MBMSMeaurement
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offsetTime A (0] 0.1 The suppression time to waifobe requesting unsignedLon
repair. g
Refer to 5.3.3.4 for details.
randomTimePer| A 0] 0.1 The time window length over which a SD-@nsignedLon
iod SHALL calculate aandomtime. g
Refer to 5.3.3.4 for details.
ServerURI E1l M 1.N The return address for the reception report. anyURI
This element defines the type of measurement|and
MeeasurementTy El o 0.1 reception report that should be executed by |the
P terminal.
Contains the following elements:
SessionMeasurement
FixedDurationMeasurement
IntervalMeasurement
ThresholdMeasurement
EventTriggeredMeasurement
SessionMeasure E2 0] 0.1 This element requests the terminal tod sam boolean
ment reception report for the packet loss measurement
of a complete session.
FixedDuration | E2 0] 0.1 This element requests the terminal tod sam boolean
Measurement reception report for the packet loss measurement
of a fixed duration of time as defined by the
attributes.
Contains the following attributes:
startRTPTimestamp
endRTPTimestamp
startRTPTimest| A M 1 The RTP timestamp used to begin thensignedint
amp measurement.
endRTPTimesta A M 1 The RTP timestamp wused to finish thansignedint
mp measurement.
IntervalMeasure| E2 @) 0.1 This element requests the terminal tod sdmolean
ment periodic reception reports for the packet loss
measurement on a fixed interval basis.
Contains the following attributes:
interval
interval A M 1 The interval at which the terminatagild send unsignedint
reception reports. The start of the interval| is
calculated based on the moment the termjnal
receives the first RTP packet.

[0 2008 Open Mobile Alliance Ltd. All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.




OMA-TS-BCAST_Distribution-V1_0-20080807-C

Page 48 (78)

ThresholdMeas | E2 O 0..1
urement

This element requests the terminal tod sam boolean

reception report for the packet loss measurem

whenever the packet loss is greater than
designated threshold.

Contains the following attributes:

threshold

ents
the

threshold A M 1

The threshold value which the terahishould
use to check whether if it should send recep

reports. The terminal will begin measureme
when it receives the first packet but will only den

float
ion
nts

reception reports when the threshold valug is

breached.

EventTriggered | E2 0] 0.1
Measurement

This element requests the terminal tod sam boolean
reception report for packet loss measurement after

an event is triggered.
Contains the following attributes:

trigger

trigger A M 1

The trigger value which the termisdlould use tq

check whether if it should start to create datasf
reception report. The terminal will beg
measurements when it receives the first pa

but will only send a reception report with dad
reach

from when the trigger value was
onwards.

float
Dr

n
cket
ita

ed

MBMSMeasure | E1 O 0.1
ment

3GPP MBMS based reception reporting.

The associated delivery procedure description
streaming reception should be inserted here.

Refer to 3GPP 26.346 for details.

anyType

for

Table 10: XML Syntax for Stream Associated DeliveryProcedure Description

6.3.2

Stream Reception Report

A stream reception report is sent to the serveedapon the measurements made according to thealrigquest in the
‘StreamingAssociatedProcedure’ element. A strearepton report is delivered using a ‘StreamingRéoaReport’
element. Depending upon the type of measurememucded, one or more reception reports may be delivio the server.
The XML syntax for the ‘StreamReceptionReport’ edgncan be found in [BCAST10-XMLSchema-SD-Recepkieport]

and is summarized in the table below.
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Name

Type

Category

Cardinality

Description

Data Type

StreamingRecept|
nReport

e

Reception report for stream delivery

Contains the following attributes:
serverURI

globalServicelD

Contains the following elements:
DevicelD
SessionlD

MBMSMetrics

globalServicelD

The identifier of the service that the measureme
was performed on.

ThyURI

DevicelD

El

A unique device identification known to the BSM

Contains the following attribute:

type

unsignedint

type

Specifies the type of device ID. The following
values are allowed:

0 —DVB Device ID

1 —3GPP Device ID (IMEI)

2 —3GPP2 Device ID (MEID)
3-127 reserved for future use

128-255 reserved for proprietary use

unsignedByte

Session

El

1..N

Information identifiying the session and related
data that was monitored for recpetion reporting.

Contains the following attributes:
id
Contains the following elements:

Content

The identifier of the session that was monitorad

fo

reception reporting, originating from the o= lime i
the SDP description of the streaming session.

anyURI
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Contains the ID and the measurement results fo
content on which the measurement was perform

Contains the following attributes:
globalContentID

reportType
measurementStartRTPTimestamp

measurementEndRTPTimestamp

r the
ed.

Content E2 1..N
expectedTotalPacket
receivedTotalPackets
lostTotalPackets
receptionRatio
serviceArea
celllD
globalContentID | A 1 The identifier of the contegtobally unique anyURI
The type of the reception report
The following values are specified:
0 — SessionMeasurement
1 — FixedDurationMeasurement
2 — IntervalMeasurement
reportType A 1 unsingedByte
3 — ThresholdCheckingMeasurement
4 — EventTriggeredMeasurement
5 — MBMSMeasurement
6 - 127 reserved for future use
128 - 255 reserved for proprietary use
measurementSta;& The RTP timestamp used for the start time of the .
- 1 unsignedint
RTPTimestamp measurement.
measurementEndE The RTP timestamp used for the end time of the .
) 1 unsignedint
TPTimestamp measurement.
expectedTotaIPa(;& 0.1 The total number pf expected packets during theunsignedlnt
ets measurement period.
receivedTotaIPac%\ The total number of successfully received packets _.
0..1 : . unsignedint
ets during the measurement period.
lostTotalPackets | A 0.1 The total number of packets lost during the unsignedint

measurement period.
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The reception ratio during the measurement perjod.
receptionRatio A M 1 Calculated from expectedTotalPackets and Float
receivedTotalPackets.

serviceArea A 0] 0.1 The area in which the measengsnwere taken. unsignedint

The cell in which the measurements were taken
celllD A o 0.1 unsignedint
Note: Only applies to 3GPF

3GPP MBMS based reception reporting.

The associated delivery procedure reception repo
; ' . a
for streaming reception should be inserted here.

=

MBMSmetrics El (0] 0.1 Type

Refer to 3GPP 26.346 for details

Table 11: XML Syntax for Streaming Reception Report

6.3.3 Protocols

HTTP 1.1 over TCP/IP SHALL be used for associategbsning procedures. The HTTP POST command SHALUde# to
deliver the streaming reception report request ageEsand streaming reception report message defired.1 and 6.3.2.

6.3.4 XML Schema for Associated Streaming Procedures

The XML syntax for the streaming associated dejiy@ocedure description can be found in [BCAST10L3¢hema-SD-
AssociatedProcedure].

The XML syntax for the stream reception report barfound in [BCAST10-XMLSchema-SD-ReceptionReport].

6.4 Stream Distribution over Back-end Interfaces

This section specifies interfaces between logicahBT “back-end” entities. The specification is dpgble if the interfaces
are exposed in a BCAST implementation. If a BCABiplementation does not expose the interfaceshieg,are internal to
that implementation, they MAY be realized usingtpomls and methods not specified here.

The following two types of delivery are possible $tream distribution:

* Non-live stream delivery - SA delivers streams \hace stored in files which SHALL be streamed td-esers by
the SD when required.

« Live stream delivery - Live streams are providemhfrthe CC to the end-user. The SA receives thestigam from
the CC and SHALL forward the stream to the SD foeaming to users.

6.4.1 Interfaces SD-1 and SD-2 for Non-live Streaming

Interface SD-1 between the CC and SA providesttiibates of non-live stream files as well as ttream files themselves
for BCAST stream distribution services.

Interface SD-2 between the SA and SD providesttiiéates of non-live stream files as well as tlream files themselves
for BCAST stream distribution services.

6.4.1.1 Protocol Stacks

The protocol stack shown in Figure 3 SHALL be ukedon-live stream delivery over backend interla&®-1 between
CC and SA and SD-2 between SA and SD. For secuaipn over these backend interfaces, the entitipiementing the
interface SHALL support HTTPS, where HTTPS SHALLKb#sed on SSL3.0 [SSL30] and TLS 1.0 [RFC2246].
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HTTP/HTTPS HTTP/HTTPS
TCP TCP
IP IP
A A

Figure 3: Protocol Stack for Back-end Interface forStream Delivery

HTTP 1.1 over TCP/IP SHALL be used for file deliysia the interfaces, subject to the following citioths:

e The interfaces using HTTP 1.1 [RFC 2616] SHALL soippmzip, compress, deflate and identity contewirngs.
Other content codings MAY be supported.

¢ The interfaces using HTTP 1.1 [RFC 2616] MAY usesgent connections, pipelining and chunked tremsbding.

6.4.1.2 Back-end Interface Messages

Messages to and from the SA or SD are transposied) (HTTP as the transport by placing both the estpiand the
responses addressed to SA or SD into the paylod@diTTP messages. The requests SHOULD be tratesipasing HTTP
POST and the responses SHOULD be transported tigngTTP responses corresponding to the HTTP P@§lests.
The syntax for the requests SHOULD be as follows.

e POST <host>/oma/bcast/sd HTTP/1.1\r\n<StreamSeSsiationMessage>
* POST <host>/oma/bcast/sd HTTP/1.1\r\n<StreamSeBsietionMessage>
¢ POST <host>/oma/bcast/sd HTTP/1.1\r\n<StreamIrmevtessage>

e POST <host>/oma/bcast/sd HTTP/1.1\r\n<StreamRervesdage>

where the <host> denotes the part of the URI remitesy the address of the host.

Both the HTTP POST message and the correspondidgP’Ha@sponse MAY also contain the following HTTP dexafields:
« ‘Content-Length’,

« ‘Content-Type’ which if used SHALL be set to “textdl” and

* ‘Host’ in case the ‘Request-URI’ is not in the alose form specified in [RFC 2616].

6.4.1.2.1 Processing and Responding

The processing of the message to the SA or SDwesdirst the HTTP transport level to deliver thessage from the CC to
the SA or from the SA or SD. This is followed betHTTP level passing the embedded XML messagest&#hor SD.
While the status and error codes correspondingdgtocessing in the HTTP level are signaled ugiegHTTP headers, the
result of the SA or SD processing the XML requaghie HTTP payload is signaled using XML messad@segl into the
payloads of the HTTP responses corresponding tbITiEP requests carrying the XML requests. WheneMdiT TP
response contains an XML response from the FA gqrtR®HTTP status code SHALL be set to 200 OK rdigas of the
contents of the XML response.

6.4.1.2.2 Stream Session Creation

Stream session creation will be used for requeskiagreation of session for stream file delivefjhe parameters of the
session can be assigned by either the networkyeatjuesting session creation or the network ebging requested to
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create a session. When requesting the creatiosegsion, CC or SA SHALL use the following ‘StreaasonCreation’
XML message in the HTTP payload.

Name

Type

Category

Cardinality

Description

Data Type

Creation

StreamSession

Specifies the Session Creation Message.

Contains the following attributes:
startTime
endTime
datarate

fecRate

Contains the following element:

SDP

startTime

The first moment of the Session to be created.

the value is zero, the transmission is to be
started immediately. This field expressed as {
most significant 32 bits of NTP time format.

If

hLEJ’nS|gnedInt

endTime

The last moment of the Session to be created.

the value is zero, the transmission is to be en
only when requested explicitly by the client

using the “Session Deletion” request. This fie
expressed as the most significant 32 bits of N
time format.

If

ded
Olunsignedlnt
TP

datarate

Required data rate

Note: As this shall be streamed to end-users
reception time must be taken into account.

unsignedIint

fecRate

0.1

Required FEC code rate expressed as a deci
number between 0 and 1

nadcimal

SDP

El

A session description in SDP (IETF sess
description protocol) format

0srlring

Table 12: Request Message for Stream Session Cremti

Upon successful processing of the ‘StreamSessi@tiOre request message, the SA or SD SHALL usédatewing
‘StreamSessionCreationResessage in HTTP payload of the response.
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Name Type Category Cardinality Description Data Type
Specifies the Response message for Sessior
Creation Request. If an error occurs, then at
least one Parameter element SHALL be present
in the response.
. Contains the following attributes:
StreamSessiof
. E .
CreationRes sessionlD
Contains the following elements:
Sessioninfo
Parameter
sessionlID A M The assigned session identifier igmesdInt
Specifies the created session information.
Contains the following attributes:
startTime
endTime
Sessioninfo El M
fecRate
datarate
Contains the following elements:
SDP
The first moment of the Session to be created. If
. the value is zero, the transmission is to be .
startTime A o 0.1 started immediately. This field expressed as thgnagnedlnt
most significant 32 bits of NTP time format.
The last moment of the Session to be created. If
the value is zero, the transmission is to be ended
. only when requested explicitly by the client .
endTime A o 0.1 using the “Session Deletion” request. This fie dunS|gnedInt
expressed as the most significant 32 bits of NTP
time format.
fecRate A (@) Assigned FEC code rate decimal
datarate Required data rate unsignedint
A M 1 Note: As this shall be streamed to end-users
reception time must be taken into account.
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SDP E2

0.1

A session description in SDP (IETF session
description protocol) format. If this element is
present, it signals that the SDP as signaled in

thteing

request message was modified and this elemient

contains the modified SDP.

Parameter E1l

0..N

If this element is present, it signals that there
was an error with a parameter in the request.

Contains the following attributes:

field
reason

field A

0.1

Character string specifying the name of
faulty parameter in the request message. Th

he
Ssifing

a name of an element or attribute in the request.

reason

0.1

Contains the reason for the rejection of the

parameter, according to the global status code

(as specified in [BCAST10-Services]).

For instance, if the value is set to “17
Information Element non-existent”, it signd

|¢InsignedByt

that the FA or FD could not find the parametet

at all in the request. If the value is set to “G21L

Information Invalid”, it signals that although tf

e

parameter is present in the request, the value of

the parameter is not accepted by the FA or FD.

6.4.1.2.3

Table 13: Response Message for Stream Session Creat

Session Deletion

Session Deletion will be used for request to dedession for stream delivery from CC to SA or frékto SD.

When requesting the deletion of a session, cliefhtise SA or SD SHALL use the following XML messagehe HTTP

payload.
Name Type Category Cardinality Description Data Type
Specifies the Session Deletion Message
Strea.mSessmr E Contains the following attributes:
Deletion
sessionlD
endTime
sessionID A M 1 Session identifier unsignedlr
The moment the session is to be deleted. If the
endTime A M 1 value is zero, the transmission is to be ended unsignedint
immediately. This field expressed as the most
significant 32 bits of NTP time format.

[0 2008 Open Mobile Alliance Ltd. All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.

—



OMA-TS-BCAST_Distribution-V1_0-20080807-C Page 56 (78)

Table 14: Request Message for Stream Session Debeti

Upon successful processing of the ‘StreamSessi@tibel request message, the FA or FD SHALL useadliewing
‘StreamSessionDeletionResessage in the HTTP payload of the response.

Name Type Category Cardinality Description | Data Type

Specifies the response message to a session
deletion request.

If an error occurs, then at least one Parameter
element SHALL be present in the response

StreamSessiorn

DeletionRes Contains the following attributes:

session|D
Contains the following elements:

Parameter

sessionlD A M 1 Session identifier unsignedint

If this element is present, it signals that ther
was an error with a parameter in the reques

— (D

Parameter El o O-N Contains the following attributes:

field

reason

Character string specifying the name of the
faulty parameter in the request message. This, .
. . > String
is a name of an element or attribute in the

request.

field A 0] 0.1

Contains the reason for the rejection of the
parameter, according to the global status cade
(as specified in [BCAST10-Services]).

For instance, if the value is set to “17 —
reason Information Element non-existent”, it signals
that the FA or FD could not find the parame
at all in the request. If the value is set to “021
— Information Invalid”, it signals that although
the parameter is present in the request, the
value of the parameter is not accepted by the
FA or FD.

teLllnsignedByte
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6.4.1.2.4

Table 15: Response Message for Stream Session Delet

Stream Insertion

When requesting the insertion of a stream file agiream delivery session, the SA or SD SHALLtheefollowing as the
payload of the corresponding HTTP message; fissdiL message ‘StreamlInsertion’ described below ediately
followed by the payload of the file itself.

Name Type Category Cardinality Description Data Type
Specifies the Stream Insertion Message.
Contains the following attributes:
_ sessionlD
rS]treamlnsertlo E startTime
endTime
Contains the following element:
Streaminfo
SDP
sessionID A M 1 Sesgon identifier, to which the stream file is tounsignedlnt
be inserted
The first moment the stream is to be transmitted.
startTime A M 1 If the value is zero, the transmission is to be unsianedint
started immediately. This field expressed as the 9
most significant 32 bits of NTP time format.
The last moment the stream is to be transmitted.
If the value is zero, the transmission is to be
endTime A M 1 ended qnly whep requested expllsltly by the unsignedint
client using the “Stream Removal” request. This
field expressed as the most significant 32 bitg of
NTP time format.
StreamInfo E1l M 1..N Specifies the parameters sihgle media
stream.
Contains the following attributes:
ipAddress
portNumber
ipAddress A 1 Target IP Address of RTP string
portNumber A 1 Port number of target address BPR unsignedShg
rt
SDP El M 1 A session description in SDP (IETF sessi string
description protocol) format .
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Table 16: Request Message for Stream Insertion

Upon successful processing of the ‘StreamInsertiequest message, the FA or FD SHALL use the faligw
‘StreaminsertionReshessage in the HTTP payload of the response.

Name Type Category Cardinality Description Data Type
Specifies the response message to a stream
insertion request.
If an error occurs, then at least one Paramete
element SHALL be present in the response.
Contains the following attributes:
Streamlnsertio E .
nRes sessionlD
stream|D
Contains the following elements:
Streaminformation
SDP
Parameter
sessionID A M 1 Session identifier unsignedlr
streamID A M 1 Strea_lm identifier unique in the scope of the unsignedint
session
Contains the Stream Information
Contains the following attributes:
ipAddress
StreamInform E1 M 1N
ation - portNumber
startTime
endTime
Contains the following elements:
SDP
ipAddress A M 1 Target IP Address of RTP string
portNumber A M 1 Port number of Target Address PR ;Jtn3|gnedSho
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startTime

The first moment the stream is to be transmitled.

If the value is zero, the transmission is to be
started immediately. This field is expressed a|
the most significant 32 bits of NTP time formg

unsignedIint
t.

4

endTime

The last moment the stream is to be transmitt
If the value is zero, the transmission is to be
ended only when requested explicitly by the
client using the “Stream Removal” request. T
field expressed as the most significant 32 bitg
NTP time format.

ed.

unsignedint
his

of

SDP

El

A session description in SDP (IETF sess
description protocol) format. If this element
present, it signals that the SDP as signaled in
request message was modified and this elen
contains the modified SDP.

on .
i é}rlng
the
nent

Parameter

El

If this element is present, it signals that there
was an error with a parameter in the request.

Contains the following attributes:

field
reason

field

0] 0.1

Character string specifying the name of
faulty parameter in the request message. Th
a name of an element or attribute in the requg

he
Ssifing
st

reason

O 0.1

Contains the reason for the rejection of the
parameter, according to the global status cod
(as specified in [BCAST10-Services]).

For instance, if the value is set to “17
Information Element non-existent”, it signd
that the FA or FD could not find the parame
at all in the request. If the value is set to “62
Information Invalid”, it signals that although tf
parameter is present in the request, the valu

D

|¢insignedByt
e

1
e

e of

the parameter is not accepted by the FA or F

D,

Table 17: Response Message for Stream Insertion

6.4.1.2.5 Stream Removal

The SA or SD MAY request removal of stream filemnfrstream delivery sessions. When requesting theval of a stream
file from a stream delivery session, the SA or SEAEL use the following ‘StreamRemoval’ messagelaspayload of the
corresponding HTTP message.
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Name Type Category

Cardinality

Description

Data Type

StreamRemov
al

Specifies the Stream Removal Message

Contains the following attributes:
sessionID
streamID

endTime

sessionlD A M

Session identifier

unsignedlr

streamID A M 1

Stream identifier unique in the scope of the
session

unsignedIint

endTime A M 1

The moment the stream is to be removed. If t|
value is zero, the transmission is to be ended
immediately. This field is expressed as the m
significant 32 bits of NTP time format.

he

3gtnmgnedlnt

Table 18: Request Message for Stream Removal

Upon successful processing of the ‘StreamRemoegliest message, the SA or SD SHALL use the follgwin
‘StreamRemovalReshessage in the HTTP payload of the response.

Name Type Category

Description

Data Type

StreamRemov
alRes

Specifies the response message to a stream
removal request.

If an error occurs, then at least one Parametg
element SHALL be present in the response.

Contains the following elements:

Parameter

Parameter El (6]

If this element is present, it signals that there
was an error with a parameter in the request.

Contains the following attributes:
field

reason

field A 0] 0.1

Character string specifying the name of the
faulty parameter in the request message. Thi

5 &ring

a name of an element or attribute in the requert.
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reason

0.1

Contains the reason for the rejection of the
parameter, according to the global status code
(as specified in [BCAST10-Services]).

For instance, if the value is set to “17 —

Information Element non-existent”, it signals
that the FA or FD could not find the parameter
at all in the request. If the value is set to “021
Information Invalid”, it signals that although the
parameter is present in the request, the valug of
the parameter is not accepted by the FA or FD.

unsignedByt
e

Table 19: Response Message for Stream Removal

6.4.2 Interface SD-B1

Interface SD-B1 is use to provide attributes aéatning contents in addition to the streaming cdatiar BCAST streaming
services. Live streams are provided from the Cthéoend-user. The SD receives the live stream fren8A and forwards
the stream to the streaming distribution functiathin the BDS-SD. The stream MAY be service pratddby the BSDA.

6.4.2.1 Protocol Stacks
6.4.2.1.1 SD-B1

SD-B1 is the interface between BSD/A and BDS fogah distribution. This interface is defined focleaf the adaptation
specifications, if applicable [BCAST10-BCMCS-Adafita], [BCAST10-IPDC-DVBH-Adaptation], [BCAST-10-MBIS-

Adaptation].

6.5 Stream Distribution over Interaction Channel

Terminals and networks that support the Interacibannel SHALL support stream distribution over literaction

Channel.

Terminals that support stream distribution overltiteraction Channel SHOULD implement the streansiaryice as
defined either in [3GPP 26.234] or in [3GPP2 C.E)0with respect to the following:

e Transport of continuous media (video, audio, spesthtimed text) using RTP/UDP/IP;

e Support of the RTP Control Protocol (RTCP) to refeedback;

« Use of the Real Time Streaming Protocol (RTSPetaip and control the point-to-point stream session

« Session Description Protocol (SDP) shall be useteaformat of the presentation description fohkbie terminal
and BSDA. In addition, SDP delivered to the clish&ll declare the media types to be used in ts&@eusing a
codec-specific MIME media type appropriate for [F3GE6.234] or [3GPP2 C.S0046];

e Use of HTTP/TCP/IP for the transport of certain mdgipes which don’t currently have correspondifigPR
definitions (such as synthetic audio, Unicode tbitmap graphics, still images, and vector grapghics

e “.3gp”or*“.3g2" file formats when multiple med&ements are aggregated for combined delivery over

HTTP/TCP/IP;

« Capability exchange, to enable the streaming setegprovide a wide range of devices with conteitbble for the

particular client of concern.

The session establishment SHALL be based on an RIRFBPor an SDP identifying the streaming server drelcontent as
defined in [RFC 2326]. In the Service Guide, the®’SEHALL be designated by the ‘SDPRef element obedued in the
‘SDP’ element of the ‘SessionDescription’ elemefthe ‘UnicastServiceDelivery’ element in the ‘Asstfragment. The
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RTSP Request-URI according to [RFC 2326] SHALL bastructed from information declared in the Ser@gile as
defined below (see also sections 5.1.2.4 and 2.8fBCAST10-SG]):

The ‘rtsp’, ‘host’ and (if given) ‘port’ components the Request-URI SHALL always be taken from ‘thecessServerURL’
element in the ‘Access’ fragment. The ‘abs_pathlhponent of the Request-URI MAY be signaled eithethie
‘AccessServerURL’ element in the ‘Access’ fragmenin the ‘contentLocation’ attribute in the ‘Scheéel fragment or in
both places. Note that ‘AccessServerURL'’ is an hltedJRL and ‘contentLocation’ a relative one whizdm override
and/or complement information in ‘AccessServerURIlie corresponding components in the RTSP RequestSHALL

be filled as follows:

< in case the ‘abs_path’ component is signaled itheeiAccessServerURL’ nor ‘contentLocation’, thersg “/”
SHALL be used as the ‘abs_path’ component of tkaltieg ‘Request-URI’

« in case the ‘abs_path’ component is signaled heeitAccessServerURL’ or ‘contentLocation’ but motboth, this
information SHALL be used as the ‘abs_path’ compaé the resulting ‘Request-URI’

¢ in case the ‘abs_path’ component is signaled ih batcessServerURL’ and ‘contentLocation’, the infation from
‘contentLocation’ SHALL be used as the ‘abs_patiimponent of the resulting ‘Request-URI’, overridihg
information in ‘AccessServerURL’

These rules SHALL also apply when the ‘VideoURF 'AudioURI’, elements of the PreviewData fragmané used to
provide preview data stream over the interacticenclel (see also section 5.1.2.9 of [BCAST10-S@]}hls case these
elements MAY provide the ‘abs_path’ component cgpomding to the ‘contentLocation’ as specifiedhis section.

The terminal MAY use the RTSP range header fielebtpuest the unicast delivery to start from a gitmere point. The range
SHALL be in NPT format and the time values SHAL Lredative to the session start time as indicatatiénsession
description.

NOTE: Specification or negotiation of ports useddaicast service delivery is handled by the unidégribution
mechanism used for delivering that service. Formgple, for RTSP and PSS based systems (values 8)and
port negotiation is done within the RTSP signallexghange.

To improve user experience, there exist method&firswitching between unicast streaming chanB&IAST Terminals
MAY support the Fast Content Switching mechanisiimed in [3GPP 26.234 v7]. If the terminal contaars
implementation of the Fast Content Switching me@@raraccording to [3GPP 26.234 v7], that mechanistAlS. also be
supported in BCAST mode of operation.
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7. Media Codecs and Formats [Informative]

The BCAST enabler does not specify media codecsanthts.

If BCAST services are distributed over a BDS foriethan adaptation specification exists, the adaptatpecification MAY
include normative text about the use of media cedaa formats.

[0 2008 Open Mobile Alliance Ltd. All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-BCAST_Distribution-V1_0-20080807-C Page 64 (78)

8. Internet Protocol Usage for File and Stream Distribution
Functions

The BSDA MAY use IPv4 and/or IPv6 for stream distition and file distribution. It is RECOMMENDED thanly one
version of IP source and destination multicast eslslbe used for the delivery of the same streatmbdi8on session or the
same file distribution session.

Terminals SHALL support both IPv4 and IPv6.
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9. PUSH Delivery in BCAST

In addition to the file distribution functionalitMA Push can be used to deliver various types egsages between the
network and the terminal via the Interaction Netwdtxamples include, but are not limited to, ‘Nmt#ftionMessage’ and
‘InteractivityMediaDocument’ (as defined in [BCAST-Services]).

The network MAY support OMA Push, and the termikiY support it if the terminal supports the Intetiao Network. In
the case the terminal supports OMA Push, the tehSRIALL support OTA-WSP and MAY support the optid®@TA-
HTTP method as defined in [OMA Push].

All push messages are delivered to the OMA Pugmgliwvhich then routes received messages to thelT2ush client,
based on the PUSH Application ID value identifythg BCAST Push client as registered with OMNA:

¢« URN : x-oma-application:bcast.ua

¢ code: 0x13

The BCAST Push client is in turn responsible farting received messages to the correct BCAST teahfiimctions based
on the messages’ MIME media types (for exampléheédNTC when a message with the MIME media type
“application/vnd.oma.bcast.notification+xml” is eeed).
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Appendix B.  Static Conformance Requirements (Normative)

The notation used in this appendix is specifiefB@RRULES].

B.1 SCR for BCAST File Delivery Client (FD-C)

Note: BCAST adaptation specifications, in whicksispecified how the BCAST 1.0 enabler is impleradnt
over a specific BDS (Broadcast Distribution Systemay override or adapt requirements from this CBrovide
additional requirements.

Item Function Reference Status Requirement
Support ALC for file
BCAST-FD-C-001 distribution over 5.2 M

Broadcast Channel

Support LCT for file
BCAST-FD-C-002 distribution over 5.2 M
Broadcast Channel

Support UDP for file

BCAST-FD-C-003 distribution over 5.2 M
Broadcast Channel
BCAST-FD-C-005 Support IPv4 8 M
BCAST-FD-C-006 Support IPv6 8 M
Support FEC for file .
BCAST-FD-C-007 distribution over 5.2 M BCAST-FD-C-008 OR

Broadcast Channel BCAST-FD-C-009

Support Compact No-

BCAST-FD-C-008 Code FEC Scheme 5.2.2 M

BCAST-FD-C-009 Support Raptor FEC | 5 5 » 0
Scheme
Support FLUTE for file

BCAST-FD-C-010 distribution over 5.2 M
Broadcast Channel
Support reception of file

BCAST-FD-C-011 metadata in Service 5.2 M
Guide

ML Support reception of

BCAST-FD-C-012 GZIP encoded files 521 M

BCAST-FD-C-013 Support Reception 5.3.2 O | BCAST-FD-C-015
Reporting Procedure

BCAST-FD-C-014 Support File Repair | 5 5 5 O | BCAST-FD-C-015
Procedure

BCAST-FD-C-015 Support Associated | g 5 4 0
Delivery Procedure

BCAST-FD-C-016 Support for access o | ¢ O | BCAST-FD-C-017
Interaction Channel

BCAST-ED-C-017 Support file distribution 55 o

over Interaction Channe

Support FLUTE for file
BCAST-FD-C-018 distribution over 55.1 (@]
Interaction Channel
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Item Function Reference Status Requirement
Support HTTP for file
BCAST-FD-C-019 distribution over 5.5.2 (0] BCAST-FD-C-020
Interaction Channel
Support TCP for file
BCAST-FD-C-020 distribution over 5.5.2 (0] BCAST-FD-C-021
Interaction Channel
Support IP for file BCAST-FD-C-022 AND
BOASTRD GOzl | vl | © |acasrro.cors
BCAST-FD-C-022 Support IPv4 8 O
BCAST-FD-C-023 Support IPv6 8 O
o nae of of (BCAST-FD-C-025 AND
BCAST-FD-C-024 messages delivered usingg (0] BCAST-FD-C-026) OR
OMA PUSH BCAST-FD-C-027
BCAST-ED-C-025 Support Interaction 9 o
Channel
BCAST-FD-C-026 Support OMA PUSH 9 0] MCF : OMA PUSH
BCAST-FD-C-027 Support OTA-HTTP 9 (0]

B.2 SCR for BCAST File Delivery Application Component in BSA

(FDA)

Note: BCAST adaptation specifications, in whiclsispecified how the BCAST 1.0 enabler is impleradnt

over a specific BDS (Broadcast Distribution Systemay override or adapt requirements from this CBrovide

additional requirements.

Item Function Reference Status Requirement
BCAST-FDA-S-001 Support file distribution| 5 M
Expose back-end
BCAST-FDA-S-002 | interface for file 5.4 O | BCAST-FDA-S-003
distribution
Support back-end (BCAST-FDA-S-004 OR
BCAST-FDA-S-003 | interface for file 5.4 O | BCAST-FDA-S-005) AND
distribution BCAST-FDA-S-010
BCAST-FDA-S-004 | SUPPOILHTTP 1.1for o, 4 O | BCAST-FDA-5-006
back-end interface
BCAST-FDA-S-005 | SUPPOILHTTPS for 54.1.1 O | BCAST-FDA-5-006
back-end interface
BCAST-FDA-S-006 | SuPport TCP forback- | o, o O | BCAST-FDA-S-007
end interface
Support IP for back-end BCAST-FDA-S-008 OR
BCAST-FDA-S-007 | i ierface 5411 O | BCAST-FDA-S-009
BCAST-FDA-S-008 Support IPv4 8 o)
BCAST-FDA-S-009 Support IPv6 8 O
BCAST-FDA-S-010 | lle distribution back- |5, , o

end interface messages
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B.3 SCR for BCAST File Distribution Component in BSD/A (FD)

Note: BCAST adaptation specifications, in whiclsispecified how the BCAST 1.0 enabler is impleradnt
over a specific BDS (Broadcast Distribution Systemay override or adapt requirements from this CBrovide

additional requirements.

Item Function Reference Status Requirement
BCAST-FD-S-001 Support file distribution| 5 M
Support ALC for file
BCAST-FD-S-002 distribution over 5.2 M
Broadcast Channel
Support LCT for file
BCAST-FD-S-003 distribution over 5.2 M
Broadcast Channel
Support UDP for file
BCAST-FD-S-004 distribution over 8 M
Broadcast Channel
Support IP for file
BCAST-FD-S-005 | distribution over 8 M | BCAST-FD-S-006 OR
BCAST-FD-S-007
Broadcast Channel
BCAST-FD-S-006 Support IPv4 8 o]
BCAST-FD-S-007 Support IPv6 8 @]
Support FEC for file hLa.
BCAST-FD-S-008 distribution over 5.2.2 M BCAST-FD-5-009 OR
BCAST-FD-S-010
Broadcast Channel
. Support Compact No-
BCAST-FD-S-009 Code FEC Scheme 5.2.2 M
BCAST-FD-S-010 | SuPPortRaptorFEC ) 55 5 o
Scheme
BCAST-FD-s-011 | SuPPOrt FLUTE forfile |  , 0
metadata delivery
Support delivery of file
BCAST-FD-S-012 metadata in Service 5.2 (0]
Guide
BCAST-FD-S-013 | SuPportGZIP content | 5, ) 0o
encoding of files
BCAST-FD-S-014 Support Reception 5.3.2 O | BCAST-FD-S-016
Reporting Procedure
BCAST-FD-S-015 Support File Repair | g 3 5 O | BCAST-FD-S-016
Procedure
BCAST-FD-S-016 | SuPportAssociated g 5, 0o
Delivery Procedure
Expose back-end
BCAST-FD-S-017 interface for file 5.4 o] BCAST-FD-S-018
distribution
Support back-end (BCAST-FD-S-019 OR
BCAST-FD-S-018 interface for file 5.4 0] BCAST-FD-S-020) AND
distribution BCAST-FD-S-025
BCAST-FD-S-019 SUppOrt HTTP 1.1 for | g /4 4 O | BCAST-FD-5-021
back-end interface
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Item Function Reference Status Requirement
BCAST-FD-S-020 Support HTTPS for 5.4.1.1 O | BCAST-FD-S-021
back-end interface
BCAST-FD-S-021 Support TCP for back- | g , 4 4 O | BCAST-FD-S-022
end interface
MLa. Support IP for back-end BCAST-FD-S-023 OR
BCAST-FD-5-022 interface 54.1.1 0 BCAST-FD-S-024
BCAST-FD-S-023 Support IPv4 8 (@]
BCAST-FD-S-024 Support IPv6 8 @]
BCAST-FD-S-025 | ile distribution back- | 5, , o
end interface messages
BCAST-ED-S-026 Support file qllstnbutlon 55 o
over Interaction Channe|
Support FLUTE for file
BCAST-FD-S-027 distribution over 55.1 (0]
Interaction Channel
Support HTTP 1.1 for
BCAST-FD-S-028 file distribution over 5.5.2 (0] BCAST-FD-S-029
Interaction Channel
Support TCP for file
BCAST-FD-S-029 distribution over 55.2 (0] BCAST-FD-S-030
Interaction Channel
Support IP for file
R BCAST-FD-S-031 OR
BCAST-FD-S-030 dlstrlbut_lon over 5.5.2 (0] BCAST-ED-S-032
Interaction Channel
BCAST-FD-S-031 Support IPv4 8 (@]
BCAST-FD-S-032 Support IPv6 8 (@]
Support delivery of
BCAST-FD-5-033 deliver various types of | ¢ O | BCAST-FD-5-034
messages using OMA
PUSH
BCAST-ED-S-034 Support file distribution 9 o

over Interaction Channe

B.4 SCR for BCAST Stream Delivery Client (SD-C)

Note: BCAST adaptation specifications, in whiclsispecified how the BCAST 1.0 enabler is impleradnt
over a specific BDS (Broadcast Distribution Systemdy override or adapt requirements from this CRrovide

additional requirements.

Iltem

Function

Reference

Status

Requirement

BCAST-SD-C-001

Support RTP for stream
distribution over
Broadcast Channel

6.2

BCAST-SD-C-002

Support UDP for stream
distribution over
Broadcast Channel

6.2

BCAST-SD-C-003

Support IP for stream
distribution over
Broadcast Channel

6.2
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Item Function Reference Status Requirement
BCAST-SD-C-004 Support IPv4 8 M
BCAST-SD-C-005 Support IPv6 8 M
%‘:E{;ﬁoﬂﬁ e‘;"’r‘%"oad BCAST-SD-C-007 OR
BCAST-SD-C-006 distribution over 6.2.1 M BCAST-SD-C-008 OR
BCAST-SD-C-009
Broadcast Channel
Support codecs used fo
BCAST-SD-C-007 MBMS 6.2.1 (0]
P Support codecs used fo
BCAST-SD-C-008 BCMCS 6.2.1 (0]
P Support codecs used fo
BCAST-SD-C-009 IPDC over DVB-H 6.2.1 (0]
BCAST-SD-C-010 | Supportforward error | o, 0
correction
BCAST-SD-C-011 | Support buffer control | ¢ , o 0
for stream distribution
Support Stream (BCAST-SD-C-013 AND
BCAST-SD-C-012 Regg bl 6.3.2 O | BCAST-SD-C-014) OR
P P BCAST-SD-C-015
Support Associated
BCAST-SD-C-013 Procedures for Stream | 6.3, 6.3.1 (0]
Distribution
BCAST-SD-C-014 Support HTTP/TCP/IP 6.3.3 (@]
BCAST-SD-C-015 | Support MBMS Stream | ¢ o
Associated Procedures
BCAST-SD-C-016 | Supportinteraction | ¢ o O | BCAST-SD-C-017
Channel
BCAST-SD-C-017 Stream _recept|on over | o o
Interaction Channel
Transparent end-to-end
BCAST-SD-C-018 Packet-switched 6.5 (0]
Streaming Service (PSS
BCAST-SD-C-019 3G Mulimedia 6.5 0
Streaming Service
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B.5 SCR for BCAST Stream Delivery Application Component in
BSA (SDA)
Note: BCAST adaptation specifications, in whicksispecified how the BCAST 1.0 enabler is impleradnt

over a specific BDS (Broadcast Distribution Systemdy override or adapt requirements from this CRrovide
additional requirements.

Item Function Reference Status Requirement
BCAST-SDA-S-001 | SuPport stream 6 M
distribution
Expose back-end
BCAST-SDA-S-002 interface for stream 6.4 (@] BCAST-SDA-S-003
distribution
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Item Function Reference Status Requirement

Support back-end (BCAST-SDA-S-004 OR

BCAST-SDA-S-003 interface for non-live 6.4.1 (0] BCAST-SDA-S-005) AND
stream distribution BCAST-SDA-S-010

BCAST-SDA-S-004 | SUPPOTLHTTP L1for | ¢, 4 O | BCAST-SDA-S-006
back-end interface

BCAST-SDA-S-005 | SUPPOILHTTPS for ¢ ) 4 4 O | BCAST-SDA-S-006
back-end interface

BCAST-SDA-S-006 | SUPPOrt TCPforback- | ¢, 4 4 O | BCAST-SDA-S-007
end interface
Support IP for back-end BCAST-SDA-S-008 OR

BCAST-SDA-S007 | jnterface 6.4.1.1 © | BCAST-SDA-S-009

BCAST-SDA-S-008 Support IPv4 8 O

BCAST-SDA-S-009 Support IPv6 8 O

BCAST-SDA-S-010 | Stream distribution back- , ; , o)
end interface messages
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B.6 SCR for BCAST Stream Delivery Component in BSD/A (SD)

Note: BCAST adaptation specifications, in whicksispecified how the BCAST 1.0 enabler is impleradnt
over a specific BDS (Broadcast Distribution Systemdy override or adapt requirements from this CRrovide

additional requirements.

Item Function Reference Status Requirement
BCAST-SD-S-001 | SuPport stream 6 M
distribution
Support RTP for stream
BCAST-SD-S-002 distribution over 6.2 M
Broadcast Channel
Support UDP for stream
BCAST-SD-S-003 distribution over 6.2 M
Broadcast Channel
Support IP for stream BCAST-SD-S-005 OR
BCAST-SD-S-004 distribution over 6.2 M
BCAST-SD-S-006
Broadcast Channel
BCAST-SD-S-005 Support IPv4 8 0]
BCAST-SD-S-006 Support IPv6 8 0]
Support RTP payload
forr?%t for stregn): BCAST-SD-S-008 OR
BCAST-SD-S-007 distribution over 6.2.1 M BCAST-SD-S-009 OR
Broadcast Channel BCAST-SD-S-010
. Support codecs used fo
BCAST-SD-S-008 MBMS 6.2.1 0]
. Support codecs used fo
BCAST-SD-S-009 BCMCS 6.2.1 (0]
Support codecs used fo
BCAST-SD-S-010 IPDC over DVB-H 6.2.1 (0]
BCAST-SD-S-011 | Supporttforwarderror ) ¢ ; o
correction
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Item Function Reference Status Requirement
BCAST-SD-S-012 Support buffer control | ., 4 0
for stream distribution
SupbOrt Stream (BCAST-SD-S-014 AND
BCAST-SD-S-013 Asggciate ' Brocedure | 63 O | BCAST-SD-S-015) OR
BCAST-SD-S-016
BCAST-SD-5-014 | SUPPOIt BCAST Stream) ¢ 4 0
Associated Procedure
BCAST-SD-S-015 Support HTTP/TCP/IP 6.3.3 O
BCAST-SD-s-016 | SuPport MBMS Stream | ¢ 0
Associated Procedure
Exposes back-end
BCAST-SD-S-017 interface for stream 6.4 0] BCAST-SD-S-018
distribution
Support back-end (BCAST-SD-S-019 OR
BCAST-SD-S-018 interface for non-live 6.4.1 @] BCAST-SD-S-020) AND
stream distribution BCAST-SD-S-025
BCAST-SD-S-019 Support HTTP 1.1 for | o) 4 4 O | BCAST-SD-S-021
back-end interface
BCAST-SD-S-020 SUppOrt HTTPS for | ¢ /) 4 4 O | BCAST-SD-S-021
back-end interface
BCAST-SD-S-021 Support TCP for back- | ¢ , 4 ; O | BCAST-SD-S-022
end interface
. Support IP for back-end BCAST-SD-S-023 OR
BCAST-SD-S-022 interface 6411 0 BCAST-SD-S-024
BCAST-SD-S-023 Support IPv4 8 (@]
BCAST-SD-S-024 Support IPv6 8 (@]
BCAST-SD-S-025 Stregm distribution back- 6.4.12 o
end interface messages
BCAST-SD-S-026 Support Interaction 6.5 O | BCAST-SD-5-027
Channel
BCAST-SD-S-027 Stream _dlstrlbut|on over 6.5 o
Interaction Channel
Transparent end-to-end
BCAST-SD-S-028 Packet-switched 6.5 (@]
Streaming Service (PSS)
BCAST-SD-S-029 3G Multimedia 6.5 0

Streaming Service
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Appendix C. MIME Media Types

C.1 Media-Type Registration Request for
application/vhd.oma.bcast.associated-procedure-
parameter+xml

This section provides the registration requespeaigRFC 2048], to be submitted to IANA.

Type name: application

Subtype name: vnd.oma.bcast.associated-proceduaereter+xml
Required parameters: none

Optional parameters: none

Encoding considerations: binary

Security considerations:

OMA BCAST Associated Delivery Procedure Parametees passive, meaning they do not contain execu@bktive
content which may represent a security threat. fohmat does not include confidential fields. Howeuhe information
present in this media format is used to configine receiving application. Thus, the usage of thenéd is vulnerable to
attacks modifying or spoofing the content of thesnfiat. Depending on the system architecture, iec@mmended to use
source authentication and integrity protection.

Interoperability considerations:

This content type carries associated delivery ptome parameters within the scope of the OMA BCA8&alder. The OMA
BCAST enabler specification includes static confanee requirements and interoperability test camethis content.

Published specification:

OMA BCAST 1.0 Enabler Specification — File and &treDistribution for Mobile Broadcast Services, esally section 5.3.
Available from http://www.openmobilealliance.org

Applications, which use this media type:

OMA BCAST File Distribution Services

Additional information:
Magic number(s): none
File extension(s): none

Macintosh File Type Code(s): none
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Intended usage: Limited use.

Only for usage with OMA BCAST File Distribution Séces , which meet the semantics given in the maesti
specification.

Person & email address to contact for further imfation:

Uwe Rauschenbach, uwe.rauschenbach@nsn.com

Author/Change controller:

OMNA — Open Mobile Naming Authority, OMA-OMNA@ maidlpenmobilealliance.org

C.2 Media-Type Registration Request for
application/vnd.oma.bcast.simple-symbol-container

This section provides the registration requespeaigRFC 2048], to be submitted to IANA.

Type name: application

Subtype name: application/vnd.oma.bcast.simphebsy-container
Required parameters: none

Optional parameters: none

Encoding considerations: binary

Security considerations:

OMA BCAST File Repair Response Messages shall Issiya meaning they do not contain executable tiveacontent

which may represent a security threat. The cordéthiis media type are either source or repair ©mpart of a binary file
object. Thus, its security considerations dependhensecurity requirements on the file object andttte actual system
architecture. As modification of the response mgssaay corrupt the complete file object due toREE repair operations,
integrity protection is recommended. Source authation is also recommended to prevent man in tidelie or spoofing

attacks resulting in erroneous repair symbols.

Interoperability considerations:

This content type carries file repair response agss within the scope of the OMA BCAST enabler. TUiMA BCAST
enabler specification includes static conformamegiirements and interoperability test cases ferdhntent.

Published specification:

OMA BCAST 1.0 Enabler Specification — File and &treDistribution for Mobile Broadcast Services, esally section 5.3.
Available from http://www.openmobilealliance.org

Applications, which use this media type:
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OMA BCAST File Distribution Services

Additional information:
Magic number(s): none
File extension(s): none

Macintosh File Type Code(s): none

Intended usage: Limited use.

Only for usage with OMA BCAST File Distribution S&ces , which meet the semantics given in the raetl
specification.

Person & email address to contact for further imfation:

Uwe Rauschenbach, uwe.rauschenbach@nsn.com

Author/Change controller:

OMNA — Open Mobile Naming Authority, OMA-OMNA@ mailpenmobilealliance.org
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