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1. Scope

The scope of this specification is the Service @didhctionality of OMA Mobile Broadcast Enabler.dBervice Guide
functionality is used to provide information abdiu services and contents available via broadéastrel, interaction
channel or both.

The present document defines the Service Guidendatiel, the interfaces, the delivery and the discpof the Service
Guide functionality (including the declaration afr8ice Guides within a Service Guide) and the ddereviewData for
services switching, browsing and preview.
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Partnership Project, Technical Specification 3GBR22.022 Release 6,
URL: http://www.3gpp.org

“Numbering, Addressing and Identification"&eneration Partnership Project TS 23.003 Release 6
URL: http://www.3gpp.org/ftp/Specs/

“Multimedia Broadcast/Multicast Service (MBMS); Boools and codecs” BGeneration Partnership
Project TS 26.346 Release 6,
URL: http://www.3gpp.org/ftp/Specs/

“Characteristics of the Universal Subscriber Idgmtiodule (USIM) application”, ¥ Generation
Partnership Project, Technical Specification 3GBRT.102, Release 6,
URL: http://www.3gpp.org/

“Generic Authentication Architecture, Generic Bamtpping Architecture”, '8 Generation Partnership
Project, Technical Specification 3GPP TS 33.22@&st 6,
URL: http://www.3gpp.org

3GPP2 C.S0002-0 “Physical Layer Standard for cdd@ZXpread Spectrum Systems”, Release 0

3GPP2 C.S0024-D v2.0 “Upper Layer (Layer 3) Sigmatandard for cdma2000 Spread Spectrum
Systems,” Release D

“Removable User Identity Module for Spread Spect@ystems”, ¥ Generation Partnership Project 2,
Technical Specification 3GPP2 C.S0023, Releaseetsidh 1.0, June 2006,
URL: http://www.3gpp2.org/Public_html/specs/C.S0023-COvD60530.pdf

3GPP2 C.S0024-A v2.0 “cdma2000 High Rate Packet Batinterface Specification”, Release A

3GPP2 C.S0054-0 v2.0 “cdma000 High Rate Broadcastiddst Packet Data Air Interface
Specification”

“cdma2000 Application on UICC for Spread SpectiBystems”, & Generation Partnership Project 2,
Technical Specification 3GPP2 C.S0065, Releaseefsidh 1.0, June 2006,
URL: http://www.3gpp2.org/

“ME Personalization for cdma2000 Spread Spectrustedys”, 3 Generation Partnership Project 2,
Technical Specification 3GPP2 C.S0068, Releaseefsivh 1.0, May 2006,
URL: http://www.3gpp2.org/

“Broadcast Distribution System Adaptation — 3SGPR2VBCS”, Open Mobile Alliance™, OMA-TS-
BCAST_BCMCS_Adaptation-V1_0,
URL: http://www.openmobilealliance.org/

“File and Stream Distribution for Mobile Broadc&strvices”, Open Mobile Alliance™, OMA-TS-
BCAST Distribution-V1_0,
URL: http://www.openmobilealliance.org/

“Broadcast Distribution System Adaptation — IPD@oidVB-H", Open Mobile Alliance™, OMA-TS-
BCAST_DVB_Adaptation-V1_0,
URL: http://www.openmobilealliance.org/

“Broadcast Distribution System Adaptation — 3SGPPNE, Open Mobile Alliance™, OMA-TS-
BCAST_MBMS_Adaptation-V1_0,
URL: http://www.openmobilealliance.org/

“Mobile Broadcast Services Requirements”, Open NéoBiliance™, OMA-RD-BCAST-V1_0,
URL: http://www.openmobilealliance.org/

“Service and Content Protection for Mobile Broad&exrvices”, Open Mobile Alliance™, OMA-TS-
BCAST_SvcCntProtection-V1_0,
URL: http://www.openmobilealliance.org/

“Mobile Broadcast Services”, Open Mobile Alliance®WMA-TS-BCAST_Services-V1_0,
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[BCAST10-Schema-sg-f]

[BCAST10-Schema-sg-
be]

[BCAST10-Schema-sg-
sgdd]

[DRM20-Broadcast-
Extensions]

[HTML401]

[IOPPROC]

[ITU-MCC]

[MIGFG]

[OMA MLP]

[OMNA]

[RFC 1035]

[RFC 1123]

[RFC 130"]

[RFC 1952]

[RFC 2046]

[RFC 2119]

[RFC 2234]

[RFC 2246]

[RFC 2326]

URL: http://www.openmobilealliance.org/

“Mobile Broadcast Services — XML Schema for Sen@igde Fragments”, Open Mobile Alliance™,
OMA-SUP-XSD_bcast_sg_fragments-V1_0,
URL: http://www.openmobilealliance.org/

“Mobile Broadcast Services — XML Schema for SenBgde Backend Interfaces”, Open Mobile
Alliance™, OMA-SUP-XSD_bcast_sg_backend-V1_0,
URL: http://www.openmobilealliance.org/

“Mobile Broadcast Services — XML Schema for SGDDHen Mobile Alliance™, OMA-SUP-
XSD_bcast_sg_sgdd-V1_0,
URL: http://www.openmobilealliance.org/

“OMA DRM v2.0 Extensions for Broadcast Support”,&@pMobile Alliance™, OMA-TS-DRM-XBS-
V1 0,
URL: http://www.openmobilealliance.org/

HTML 4.01 Specification, W3C Recommendation 24 Deber 1999,
URL: http://www.w3.org/TR/htmi4/

“OMA Interoperability Policy and Process”, Versiarl, Open Mobile Alliance™, OMA-IOP-Process-
V1_1,

URL:_URL:http://www.openmobilealliance.org/

“List of Mobile Country or Geographical Area Codebl'U-T Telecommunication Standardization Sector
of ITU Complement To ITU-T Recommendation E.212/2084),

URL: http://www.itu.int/dms_pub/itu-t/opb/sp/T-SP212A-2007-PDF-E.pdf

Note: This List will be updated regularly by numéeiseries of amendments published in ITU
Operational Bulletin. For the latest version see:

URL: http://www.itu.int/itu-t/bulletin/annex.html

The Moving Image Genre-Form Guide, Library of USh@ress,
URL: http://www.loc.gov/rr/mopic/miggen.html

“Mobile Location Protocol”, Open Mobile Alliance™QMA-TS-MLP-V3_2,
URL:http://www.openmobilealliance.org/

Open Mobile Naming Authority, Open Mobile Alliance™
URL: http://www.openmobilealliance.org/tech/omna

“DOMAIN NAMES - IMPLEMENTATION AND SPECIFICATION", P. Mockapetris, November 1987,
URL: http://www.ietf.org/rfc/rfc1035.txt

“Requirements for Internet Hosts -- Application éwpport”, Internet Engineering Task Force, R.
Braden, Editor, October 1989,
URL: http://www.ietf.org/rfc/rfc1123.txt

"RFC 1305 Network Time Protocol (Version 3) Spemfion, Implementation and Analysis”, D. Mills,
March 1992,
URL: http://www.ietf.org/rfc/rfc1305.txt

“GZIP file format specification version 4.3”, P. tsech, May 1996,
URL: http://www.ietf.org/rfc/rfc1952.txt

“Multipurpose Internet Mail Extensions (MIME) Partvo: Media Types”, N. Freed, N. Borenstein,
November 1996,
URL: http:/www.ietf.org/rfc/rfc2046.txt

“Key words for use in RFCs to Indicate Requiremnlesvels”, S. Bradner, March 1997,
URL:_URL:http://www.ietf.org/rfc/rfc2119.txt

“Augmented BNF for Syntax Specifications: ABNF”. Drocker, Ed., P. Overell. November 1997,
URL: URL:http://www.ietf.org/rfc/rfc2234.txt

“The TLS Protocol, Version 1.0", T. Dierks, C.Allefanuary 1999,
URL: http://www.ietf.org/rfc/rfc2246.txt

IETF RFC 2326, “Real Time Streaming Protocol (RTSP)
URL : http://www.ietf.org/rfc/rfc2326.txt
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[RFC 2396] “Uniform Resource Identifiers (URI): Generic Syritax Berners-Lee et al., August 1998,
URL: http://www.ietf.org/rfc/rfc2396.txt

[RFC 2616] IETF RFC 2616, “Hypertext Transfer Protocol -- HTIR”,
URL: http://www.ietf.org/rfc/rfc2616.txt

[RFC 3066] “Tags for the Identification of Languages”, H. Abteand, January 2001,
URL: http://www.ietf.org/http://www.ietf.org/rfc/rfc30G6xt

[RFC 3450] “Asynchronous Layered Coding (ALC) Protocol Instatibn”, M. Luby, J. Gemmell, L. Vicisano, L.

Rizzo, J. Crowcroft, December 2002,
URL: http://www.ietf.org/rfc/rfc3450.txt

[RFC 3451] “Layered Coding Transport (LCT) Building Block”, NLuby, December 2002,
URL: URL: http://www.ietf.org/rfc/rfc3451.txt

[RFC 36“5] "Compact Forward Error Correction(FEC) Schemeshy, M. and L. Vicisano,
URL: URL: http://www.ietf.org/rfc/rfc3695.txt

[RFC 3926] “FLUTE - File Delivery over Unidirectional TransgdrT. Paila, October 2004,
URL: URL: http://www.ietf.org/rfc/rfc3926.txt

[RFC4234] “Augmented BNF for Syntax Specifications: ABNF”. Drocker, Ed., P. Overell. October 2005,
URL :http://www.ietf.org/rfc/rfc4234.txt

[RFC 4396] “RTP Payload Formaff3rd Generation Partnership Project (3GPP) Timed'T&.Rey, Y. Matsui,
February 2006, URLhttp://www.ietf.org/rfc/rfc4396.txt

[RFC 4566] “SDP — Session Description Protocol”, M. Handlayly 2006,
URL: URL: http://www.ietf.org/rfc/rfc4566.txt

[SCRRULES] “SCR Rules and Procedures”, Open Mobile Allianc&@MA-ORG-SCR_Rules_and_Procedures,
URL:http://www.openmobilealliance.org/

[SSL30] “SSL 3.0 Specification”, Netscape Communicationsyémber 1996,
URL: http://wp.netscape.com/eng/ss|3/draft302.txt

[TVA-Metadata] ETSI TS 102 822-3-1 v1.3.1, “Broadcast and On-Beevices: Search, select, and rightful use of etinte

on personal storage systems ("TV-Anytime")”,
URL: http://patal.etsi.org

[XML] Extensible Markup Language (XML) 1.1, W3C Recomnatimh 04 February 2004, edited in place 15
April 2004
URL: . http://www.w3.0rg/TR/xml11

[XML-Schema-2] XML Schema Part 2: Datatypes, Second Edition, W& drmendation 28 October 2004,

URL: http://www.w3.org/TR/xmlschema-2/#built-in-datatgpe

2.2 Informative References

[BCAST10-Architecture]  "Mobile Broadcast Services Architecture”, Open Melgilliance™, OMA-AD- BCAST-V1_0,
URL: http://www.openmobilealliance.org/

[OMADICT] “Dictionary for OMA Specifications”, Version x.y, izn Mobile Alliance™,
OMA-ORG-Dictionary-Vx_y,URL:http://www.openmobilealliance.org/
[RFC 2048] “Multipurpose Internet Mail Extensions (MIME) Pd&our: Registration Procedures”, N. Freed, J.

Klensin, and J. Postel, November 1996,
URL: http://www.ietf.org/rfc/rfc2048.txt
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3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHAL", “SHALL NOT”, “SHOULD”, “SHOULD NOT",
“RECOMMENDED”, “MAY”, and “OPTIONAL" in this documet are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” antrdbiuction”, are normative, unless they are exiiéghdicated to be
informative.

The following is the legend used in this specifimat
Type: E=Element, A=Attribute, E1=sub-element, EZ=element’s sub-element, E[n]=sub-element of elé¢mek]

Cardinality: x..y = the number of the presentedanse of this element/attribute is in the rangenfeoto y. If x=0, this
specific element/attribute is OPTIONAL for netwddkuse, otherwise it is MANDATORY for network toais

Category: NM = Mandatory for network to support; ¥@ptional for network to support; TM = Mandatdoy terminal to
support; TO = Optional for terminal to support. Miandatory to support; O = Optional to supporarfelement or attribute
has a cardinality greater than zero, it is alwdgsgified as M or NM to maintain consistency.

The following relationship applies between elememtd their sub-elements respectively attributes:

If an implementation chooses to support ... it MUST also support all its sub- ... it MAY also choose to support any of itssub-
an element of category, ... elements and attributes of category element or attribute of category

0] M 0]

NO NM NO

TO ™ TO

This is an informative document, which is not irded to provide testable requirements to implememsit

3.2 Definitions

Announcement session Transport sessions whichseptréhe Service Guide Announcement Channel.

Auxiliary Data Various types of media content, sasttext, static image, audio or video clips, eted to customize a
service or content item, or to provide enhancemenssipplementary information to that service or
content.

Barker A content item containing media that is preésd to the user in place of a selected contemt id which

the user is not subscribed.

BSMCode An identifier stored on the BCAST terminmapresenting the BSM of the Broadcast ServiceiBeovFor
example if the BSMCode is included in the ‘Purcl@sannel’ fragment, it informs the terminal whether
the purchase items belonging to that purchase ehamay be purchased by the user. BSMCode is
presently defined as corresponding to either Sraattbased terminals or non-Smartcard based tersninal

Cachecast A non real-time file distribution seryime which the content could consist of audio,iawhd video,
and/or other types of data. Once the subscribestlscribed to this service, the content is dedivéo
the subscriber’'s mobile device in the backgrounuingds the Distribution Window, transparently to the
user. The media is stored on the device and magbessed by the user during a scheduled avaijabili
period referred to as the Presentation Window.

Entry Point Connectivity related information reqdrby the BCAST Terminal to access service/contenyice
Guide, or Service Guide Delivery Descriptor.
GZIP Abbreviation for GNU zip, a file compressidgaithm defined by IETF RFC 1952, “GZIP file fortna

specification version 4.3".
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Preview Data

Service Class

Service Guide

Various types of media content, suctest, static image, audio clips, video clips, etcthe combination
of the above mentioned media components, usecesept the outline of a service, content or purchase
item to users. The preview data is described byRteviewData’' fragment of the Service Guide.

A unique name used to identify dqdatr broadcast service. The service class isrbauation of many
properties, such as media formats or file typesunde, handling of media, interaction with ustr,, e
used collectively to describe how a particular Eerworks.

A broadcast distribution channel over which Ser@egde Delivery Descriptors carried within

Announcement Channel announcement sessions, are delivered to the tdrmina

Service Guide Delivery

Channel

A broadcast distribution channel over which Sen@eede Delivery Units are delivered to the terminal

Service Guide Fragment An atomic information congydrof the Service Guide, which can be compressethpsulated and

transported in the absence of other parts of the&@eGuide.

3.3 Abbreviations

3GPP
ALC
BCAST
BCMCS
BDS
BSA
BSD/A
BSM
CcID
DRM
DVB
DVB-H
EXT_CENC
EXT_FT
FDT
FEC
FLUTE
GBA
GBA_ME
GBA_U
GzIP
HRPD
HTTP

P

IPDC
KMS
LCT
MBMS
MD5

3rd Generation Partnership Project
Asynchronous Layered Coding

Mobile Broadcast Services

Broadcast Multicast Service

Broadcast Distribution System

BCAST Service Application

BCAST Service Distribution/Adaptation
BCAST Subscription Management
Content ID

Digital Rights Management

Digital Video Broadcast

Digital Video Broadcast — Handheld

(LCT header) Extension (defining) Content Encoding
(LCT header) Extension (defining) FEC Transmisdidormation
File Delivery Table

Forward Error Correction

File Delivery over Unidirectional Transport
Generic Bootstrapping Architecture
Mobile Equipment (Terminal) based GBA
GBA with UICC-based enhancements
GNU zip

High Rate Packet Data

Hypertext Transfer Protocol

Internet Protocol

IP DataCast

Key Management System

Layered Coding Transport

Multimedia Broadcast / Multicast Service

Message Digest (Number) 5
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MIME
MLP
MMS
NID
NTP
OMA
OTI
PZID
RI

RO
RTP
RTSP
SDP
SG
SG-A
SG-C
SG-D
SGDD
SGDU
SG-G
SID
SMIL
SMS
TOI
TSI
URI
URL
USBD
uUsD
WAP
XML

Multipurpose Internet Mail Extensions

Mobile Location Protocol
Multimedia Messaging Service
Network Identification

Network Time Protocol

Open Mobile Alliance

Object Transmission Information
Packet Zone ID

Rights Issuer

Rights Object

Real-time Transport Protocol
Real-Time Streaming Protocol
Session Description Protocol
Service Guide

Service Guide Adaptation
Service Guide-Client

Service Guide-Distribution
Service Guide Delivery Descriptor
Service Guide Delivery Unit
Service Guide Generation

System Identification

Synchronized Multimedia Integration Language

Short Message Service
Transport Object Identifier
Transport Session Identifier
Uniform Resource Identifier
Uniform Resource Locator

User Service Bundle Description
User Service Description
Wireless Access Protocol

Extensible Markup Language
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4. Introduction

This document specifies the Service Guide Funcfanvice Guide enables the service and contentda®s/to describe the
services and content they make available, or éffiesubscription or purchase, as Mobile Broadcestises either over
Broadcast Channel or over Interaction Channelsti anables the way to describe how to accessthiess. From the user
perspective the Service Guide can be seen as gnpanht to discover the currently available oradtled services and
content and to filter those based on their prefe@enFurthermore, the Service Guide provides thg point to interactive
services.

4.1 Version 1.0

The Service Guide comprises of data model that fadbe services, schedules, content, related psecaad provisioning
data, access and interactivity data in terms ofiSeiGuide fragments. Further, this specificatiefies methods for initial
discovery of Service Guide and the declarationest/i8e Guide fragments through Service Guide Deji@escriptors that
are sent over Service Guide Announcement Chanheld€&livery methods are specified for Service Géiidgment delivery
over Service Guide Delivery Channel, both overBheadcast Channel as well as over the Interacthen@el. To manage
the Service Guide data, the specification definmtate and management methods. Finally, this docuspetifies the
relevant back-end interfaces for Service Guide.
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5. Service Guide
5.1 Service Guide Data Model

5.1.1  Service Guide Structure and Fragmentation

The structure of the Service Guide data modeliistilated in the Figure 1 below. The basic asswmp$ that the data is
represented as XML fragments. Each XML fragmembissidered as a separate well-formed XML documektl]]. The
XML text declaration MAY be omitted. In such a cage terminal SHALL assume the following defauMX text
declaration to ensure well-formedness:

<?xml version="1.1"?>

The namespaces used in a fragment SHOULD be dddlathe fragment according to XML rules [XML]. hio namespace
is declared, the terminal SHALL assume that thaulehamespace of the fragment is “urn:oma:xml:bsgsragments:1.0".

The meaning of the cardinalities shown in the Feguis the following: One instantiation of Fragménas in Figure 2
references c to d instantiations of Fragment B=tf, d is omitted. Thus, if c > 0 and Fragment Ases at least ¢
instantiation of Fragment B must also exist, bunast d instantiations of Fragment B may exist.eversa, one
instantiation of Fragment B is referenced by a tedtantiations of Fragment A. If a=b, b is omittdthe arrow connection
from Fragment A pointing to Fragment B indicatest thragment A contains the reference to Fragment B.

[0 2008 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-BCAST_Service_Guide-V1_0-20080807-C Page 16 (228)

ServiceGuide
DeliveryDescripto
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Figure 1: Structure of Service Guide

Any given ‘Purchaseltem’ fragment SHALL only be alb reference a single type among the followirgfnents:
‘Service’, ‘Schedule’, ‘Content’, or another ‘Pusgeltem’. ‘Access’ fragment SHALL have a link ttheir ‘Service’
fragment or ‘Schedule’ fragment.

As shown in Figure 1, all of the connection arrdvesween Service Guide fragments are uni-directispcially, there are
two pairs of opposite uni-directional arrows: orér s between ‘Schedule’ fragment and ‘Interatyivata’ fragment, and
the other pair is between ‘Acces’ fragment and visn@Data’ fragment. The reference arrow from ‘Salletfragment to
‘InteractivityData’ fragment declares the distrilout schedule of the interactive media documentsezhin a file stream
(referenced by the ‘InteractivityData’ fragmentjetreference arrow from ‘InteractivityData’ fragmém ‘Schedule’
fragment declares which ‘Schedule’ Fragment thigellactivityData’ Fragment is associated with. Téference arrow from
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‘Access’ fragment to ‘PreviewData’ fragment indiesithe service-by-serivce switching preview infaiorafor the access;
the reference arrow from ‘PreviewData’ fragment&ocess’ fragment declares how the preview datalmaccessed.

———»

Fragment A Fragment B
a.b c.d

Figure 2: Cardinalities and Reference Direction betieen Service Guide Fragments

The semantics of the elements in the model aselbfus follows:
Service

The ‘Service’ fragment describes at an aggregatd tbe content items which comprise a broadcastce. The
service may be delivered to the user using multipd&ns of access, for example, the broadcast chandi¢he
interactive channel. The service may be targetedcattain user group or geographical area. Depgrati the type of
the service it may have interactive part(s), breattonly part(s), or both.

Further, the service may include components netctly related to the content but to the functidyadif the service —
such as purchasing or subscription informationthspart of the Service Guide, the ‘Service’ fraghferms a
central hub referenced by the other fragments dtieji‘Access’, ‘Schedule’, ‘Content’ and ‘Purchaseh’
fragments. In addition to that, the ‘Service’ fragmhmay reference ‘PreviewData’ fragment. It maydferenced by
none or several of each of these fragments.

Together with the associated fragments the ternmveal determine the details associated with theseat any point
of time. These details may be summarized into afusndly display, for example, of what, how antiem the
associated content may be consumed and at what cost

Schedule

The ‘Schedule’ fragment defines the timeframes linclv associated content items are available feasting,
downloading and/or rendering. This fragment alwafsrences the ‘Service’ fragment. If it also referes one or
more ‘Content’ fragments or ‘InterativityData’ frangnts, then it defines the valid distribution amgi@sentation
timeframe of those content items belonging to #ise, or the valid distribution timeframe and thgomatic
activation time of the InteractivityMediaDocumeatssociated with the service. On the other harttigifSchedule’
fragment does not reference any ‘Content’ fragngr ‘InteractivityDat'a fragment(s), then it dedis the timeframe
of the service availability which is unbounded.

Content

The ‘Content’ fragment gives a detailed descriptibm specific content item. In addition to defigia type,
description and language of the content, it mayipi®information about the targeted user groupearggaphical
area, as well as genre and parental rating.

The ‘Content’ fragment may be referenced by Scheed@lirchaseltem or ‘InteractivityData’ fragmentmihy
reference ‘PreviewData’ fragment or ‘Service’ fragm

Access

The ‘Access’ fragment describes how the service beagiccessed during the lifespan of the servicis. fflIigment
contains or references Session Description infdomatnd indicates the delivery method. One or maceess’
fragments may reference a ‘Service’ fragment, affpalternative ways for accessing or interactirip the
associated service.

For the Terminal, the ‘Access’ fragment providdeimation on what capabilities are required from terminal to
receive and render the service. The ‘Access’ fragmeovides Session Description parameters eithtrd form of
inline text, or through a pointer in the form oJ&I to a separate Session Description. Sessionripdso
information may be delivered over either the br@stichannel or the interaction channel.
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SessionDescription

The ‘SessionDescription’ is a Service Guide fraghvenich provides the session information for acdess service
or content item. Further, the Session Descripti@y provide auxiliary description information, uded associated
delivery procedures.

The Session Description information is providedhgseither syntax of SDP in text format, or throegBGPP MBMS
User Service Bundle Description [3GPP TS 26.34&GB0).

Auxiliary description information is provided in XMformat and contains an Associated Delivery Dggizm as
specified in [BCAST10-Distribution].

Note that in case SDP syntax is used, an altematay to deliver the Session Description is by paakating the
SDP in text format in ‘Access’ fragment.

Note that Session Description as a concept maygée both for Service Guide delivery itself as veslifor the
content sessions.

Purchasel tem

The ‘Purchaseltem’ fragment represents a groumefar more services (i.e. a service bundle) oravmaore content
items, offered to the end user for free, for supsion and/or purchase.

This fragment can be referenced by ‘PurchaseDedghient(s) offering more information on differeat\dce
bundles. The ‘Purchaseltem’ fragment may be alsocated with:

- a'Service’ fragment to enable bundled servicessription and/or,

- a'Schedule’ fragment to enable consuming a cegairice or content in a certain timeframe (pay\pew
functionality) and/or,

- a'Content’ fragment to enable purchasing a sicglgent file related to a service.

- other ‘Purchaseltem’ fragments to enable bundlinguochase items

PurchaseData

The main function of the ‘PurchaseData’ fragmernbisxpress all the available pricing informatidioat the
associated purchase item.

The ‘PurchaseData’ fragment collects the infornratibout one or several purchase channels and massoeiated
with PreviewData specific to a certain serviceawie bundle. It carries information about priciofga service, a
service bundle, or, a content item. Also, inforraatabout promotional activities may be includethis fragment.

PurchaseChannel

The ‘PurchaseChannel’ fragment carries the infoionatbout the entity from which purchase of aceastior
content rights for a certain service, service barmlcontent item may be obtained, as definederiRnrchaseData’
fragment. The purchase channel is associatedomigior more Broadcast Subscription Managements @ SWhe
terminal is only permitted to access a particulaxchase channel if it is affiliated with a BSM thatalso associated
with that purchase channel.

Multiple purchase channels may be associated toRamehaseData’ fragment. A certain end-user cae lza
“preferred” purchase channel (e.g. his/her mohilerator) to which all purchase requests shoulditeeteéd. The
preferred purchase channel may even be the onhnehghat an end-user is allowed to use.

PreviewData

‘PreviewData’ fragment contains information thatiged by the terminal to present the service otecroutline to
users, so that the users can have a general idelabthe service or content is about. ‘PreviewDiaggment can
include simple texts, static images (for exampmgp), short video clips, or even reference to agrotlervice which
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could be a low bit rate version for the main segviService’, ‘Content’, ‘PurchaseData’, ‘Accessda’'Schedule’
fragments may reference ‘PreviewData’ fragment

I nteractivityData

The InteractivityData contains information thatised by the terminal to offer interactive servittethe user, which
is associated with the broadcast content. Thesedictive services enable users to e.g. vote diihghows or to
obtain content related to the broadcast contemteractivityData’ fragment points to one or many
‘InteractivityMedia’ documents that include xhtniles, static images, email template, SMS templddS template
documents, etc. The ‘InteractivityData’ fragmentymeference the ‘Service’, ‘Content’ and ‘Scheddtagments,
and may be referenced by the ‘Schedule’ fragment.

ServiceGuideDeliveryDescriptor

The ServiceGuideDeliveryDescriptor is transportadtee Service Guide Announcement Channel, andritgdhe
terminal the availability, metadata and groupinghef fragments of the Service Guide in the Ser@oa&le discovery
process (see section 6.1.1). A SGDD allows quiektidication of the Service Guide fragments that @ither cached
in the terminal or being transmitted. For that oeashe SGDD is preferably repeated if distribubgdr broadcast
channel. The SGDD also provides the grouping a@fteel Service Guide fragments and thus a meansdeomae
completeness of such group.

The ServiceGuideDeliveryDescriptor is especiallgfukif the terminal moves from one service coveragea to
another. In this case, the ServiceGuideDeliverybpsmr can be used to quickly check which of thevide Guide
fragments that have been received in the previensce coverage area are still valid in the curssmvice coverage
area, and therefore don't have to be re-parsedeapdocessed.

51.2 Service Guide Elements, Attributes and Meta D ata

This section defines the Service Guide metadatiyding elements and attributes of every Servical&fragment and the
type, cardinality, category, description and dgpeetof each element and attribute.

In ‘Service’ fragment, ‘Content’ fragment, ‘Purcledtem’ fragment, ‘PurchaseData’ fragment and ‘PasgChannel’
fragment, there are some elements or attributeshadrie particularly intended for end-user as pnoggaide. This kind of
metadata are grouped and highlighted between ttaet“& program guide” and “End of program guidells in the above
mentioned fragments. The program guide elemerastidbutes SHOULD be used for presentation purpaaes MAY be
used for terminal filtering, search, sort, etc. @tblements or attributes can be used for presemtanly, for terminal
interpretation only, or for both.

Every SG fragments specified in this section mayeheero, one or more than one instances in a Se@idde.

The tables specifying each Service Guide fragnretite following sections use various data type® déta types SHALL
conform to [XML-Schema-2].

Terminals with interaction channel (e.g. UMTS, GPBSIALL support all SG fragments. Terminals withneturn channel
MAY NOT support the ‘InteractivityData’ fragmentuybSHALL support all the other SG fragments.

Network SHOULD support and MAY use all SG fragments
The Service Guide Data Model is formally reflecesdXML Schema in [BCAST10-Schema-sg-f].

The terminal SHALL NOT offer an interface that all® modification or removal of any information cantd in the service
guide. As an exception it MAY be possible to remavhole fragments and the information containededim, however then
it SHALL NOT be possible to access or render theise or program described therein anymore. It MBeYpossible to add
fragments to the service guide.

"The normative statements in this paragraph aretestded to be a part of the SCR tables.
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5.1.21

Service

A service represents a bundle of content itemsc¢hvfirms a logical group to the end-user. An exampuld be a TV
channel, composed of several TV shows. A ‘SenfiGgment contains the metadata describing the Mdhibadcast
service. It is possible that the same metadata éitibutes and elements) exist in the ‘Contéayment(s) associated with
that ‘Service’ fragment. In that situation, for thelowing elements: ‘ParentalRating’, ‘TargetUsefle’, ‘Genre’ and
‘BroadcastArea’, the values defined in ‘Contenigment take precedence over those in ‘Servicehfead.

Name Type Category Cardinality Description Data Type
Service E ‘Service’ fragment
Contains the following attributes:
id
version
validFrom
validTo
globalServicelD
weight
baseCID
emergency
Contains the following elements:
ProtectionKeylD
ServiceType
Name
Description
AudioLanguage
TextLanguage
ParentalRating
TargetUserProfile
Genre
Extension
PreviewDataReference
BroadcastArea
TermsOfUse
PrivateExt
id A NM/ 1 ID of the ‘Service’ fragment. The value of this | anyURI
™ attribute SHALL be globally unique.”
version A NM/ 1 Version of this fragment. The newer version | unsignedint
™ overrides the older one starting from the time
specified by the ‘validFrom’ attribute, or as sogn
as it has been received if no ‘validFrom’ attribyte
is given.
validFrom A NM/ 0.1 The first moment when this fragment is valfid. | unsignedint
™ not given, the validity is assumed to have started
at some time in the past. This field contains the
32bits integer part of an NTP time stamp.
validTo A NM/ 0.1 The last moment when this fragment is vafid. | unsignedint
™ not given, the validity is assumed to end in
undefined time in the future.
globalServic | A NM/ 0.1 The globally unique identifier identifyg the anyURI
elD service this ‘Service’ fragment describes.

[0 2008 Open Mobile Alliance Ltd. All Rights Reserve
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.

d.




OMA-TS-BCAST _Service_Guide-V1_0-20080807-C

Page 21 (228)

™

weight

NM/
™

0.1

Intended order of display of this service treéa
to other services as presented to the end user
The order of display is by increasing weight
value (i.e., service with lowest weight is
displayed first).

Default: 65535

User preference, if available, SHALL override
the weight.

unsignedSho
rt

baseCID

NO/
TO

0.1

For the DRM Profile, part of the Service or
Program CID used to identify the correspondin
asset within a OMA DRM 2.0 Rights Object. T
Service or Program CID is obtained from the
BaseCID as described in [BCAST10-
ServContProt] section 5.5.1.

This element is only Mandatory to support for {
network and terminal in case the DRM Profile
supported [BCAST10-ServContProt].

Note: for uniqueness of the baseCID see
Appendix H.

string

[

emergency

NO/
TO

0.1

When assigned with value ‘true’, specified tha
this service is a service of emergency nature.
That also means that all content items belongi
to this service are contents of emergency natu
This attribute can be used for presentation
purposes to users.

It is RECOMMENDED that the Terminal
processes the reception of the services or con
of emergency nature with high priority, and
highlights their availability to user. How to orde
the emergency service or content is out of the
scope of the specification.

The default value of this attribute is ‘false’.

boolean

g
re.

tent

=

ProtectionKe
yID

El

NO/
TO

0..N

Key identifier needed to access protectedesun]
This information allows the terminal to determi
whether or not it has the correct key material t
access services within a Purchaseltem.

In a scenario where this fragment is shared
among multiple service providers, different key
identifiers from the different service providers {
access this specific protected service/content
be mixed in this element and the terminal
SHOULD be able to sort out the key identifiers
associated with the terminal’s affiliated service
provider based on the Key Domain ID. How th
is used is out of scope and is left to
implementation.

The network and terminal SHALL support this
element in case the Smartcard Profile is
supported [BCAST10-ServContProt].

The protection key identifiers to access a spec
service or content item SHALL only be signalle

[ base64Binar

ng
D

o

may

ific
d

in one of the following fragment types: 'Service
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'‘Content’, 'Purchaseltem’, 'PurchaseData’ or
'‘Access' fragments, but not mixed.

Contains the following attribute:
type

type A NM/TM 1

Type of ProtectionKeylD:

0: ProtectionKeylD = Key Domain 1D
concatenated with SEK/PEK ID, where both
values are as used in the Smartcard Profile
[BCAST10-ServContProt].

The Terminal MAY use the ProtectionKeyID tg
determine whether it already has SEK/PEK
required to access the related service. The
Terminal MAY use this information to indicate
to the user which services can currently be
accessed. The Terminal SHALL not use the

SEK/PEK ID in the ProtectionKeylD to request a

missing SEK. It is possible for the Terminal to
request missing SEK based on the information
from the secure function after the STKM
decryption has been failed.

1-127 Reserved for future use
128-255 Reserved for proprietary use

unsignedByt
e

NM/
™

ServiceType| E1 0..N

Type of the service.
Allowed values are:
0 - unspecified
1-Basic TV

2 - Basic Radio

3 - Rl services
4 - Cachecast

5 - File download services

6 - Software management services
7 - Notification

8 — Service Guide

9 - Terminal Provisioning services10 - 127
reserved for future use

128 -255 reserved for proprietary use

The mixed service types SHALL be indicated by

the presence of multiple instances of ServiceT]
(for example, for mixed Basic TV and Cachecd
two instances of ServiceType, with values 1 ar
4 are present for this ‘Service’ fragment.

This element SHALL be processed by the
terminal strictly for rendering to the user for
example as a textual indicator, an icon, or gray
representation for the service. However,
‘ServiceType’ with value of 3 and 9 SHALL
NOT be rendered and their existence SHOULLI
NOT be displayed to the user.

With value 6, i.e. sofware management service

unsigned
Byte

ype
1St,
d

hic

ES,
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users can select the desired software components
(Eg. desktop theme, ringtone, SG navigator
update) to download over broadcast channel ar
interaction channel. The software components
provided by this sofware management service|are
described by ‘Content’ fragments which belong
to this ‘Service’ fragment. It is not expected tha
terminals are able to automatically select and
download software components using this type of
service.

=3

Name El NM/ 1.N Name of the Service, possibly in multiple string
™ languages. The language is expressed using built-
in XML attribute ‘xml:lang’ with this element.
Description | E1 NM/ 0..N Description, possibly in multiple languagebeT | string
™ language is expressed using built-in XML
attribute ‘xml:lang’ with this element.
AudioLangu | E1 NM/ 0..N This element declares for the end users tist t | string
age ™ service is available with an audio track

corresponding to the language represented by|the
value of this element.

The textual value of this element can be made
available for the end users in different languages.
In such a case the language used to represent the
value of this element is signalled using the built
in XML attribute ‘xml:lang’. See section 7,
Multi-language support.

Contains the following attribute:
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languageSDPTag

languageSD | A NM/ 1
PTag TO

Identifier of the audio language described by t
parent ‘AudioLanguage’ element as used in th
media sections describing the audio track in a
Session Description.

e The ‘languageSDPTag’ SHALL be
formatted according to the rules of [RH
3066], for the described language.

» Each ‘AudioLanguage’ element
declaring the same audio stream
SHALL have the same value of the
‘languageSDPTag'.

hetring

a)

C

TextLangua | E1 NM/ 0..N
ge ™

This element declares for the end user tteat th
textual components of this service are availabl
in the language represented by the value of th
element. The textual components can be, for
instance, a caption or a sub-title track.

The textual value of this element can be made
available for the end users in different languag
In such a case the language used to represent
value of this element is signalled using the bui
in XML attribute ‘xml:lang’. See section 7 Multi
language support.

The same rules and constraints as specified fa
the element ‘AudioLanguage’ of assigning and
interpreting the attributes ‘languageSDPTag’ a
‘xml:lang’ SHALL be applied for this element
also.

Contains the following attribute:
languageSDPTag

string
e

%)

es.
the

=

languageSD | A NM/TO 1

PTag

Identifier of the text language descrildedthe

parent ‘TextLanguage’ element as used in the
media sections describing the textual track in
Session Description.

string

|

ParentalRati | E1 NM/ 0..N
ng ™

The ParentalRating element defines criteria
parents might use to determine whether the
associated item is suitable for access by childn
defined according to the regulatory requiremer
of the service area.

The terminal SHALL support ‘ParentalRating’
being a free string, and the terminal MAY
support the structured way to express the pare
rating level by using the ‘ratingSystem’ and
‘ratingValueName’ attributes as defined below
Contains the following attributes:

ratingSystem

ratingValueName

string

en,
ts

ntal

ratingSystem| A NO/ 0.1
™

Specifies the parental rating system in use, i
which context the value of the ‘ParentalRating]
element is semantically defined. This allows
terminals to identify the rating system in use in
non-ambiguous manner and act appropriately.

unsignedByt
e

a

This attribute SHALL be instantiated when a
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rating system is used. Absence of this attribute
means that no rating system is used. (i.e. the
value of the ‘ParentalRating’ element is to be
interpreted as a free string).

If this attribute is instantiated:

- The value of this attribute SHALL be
one of the ‘rating_type’ values as liste
in the OMA BCAST Parental Rating
System Registry at [OMNA].

- The ‘ParentalRating’ element SHALL
contain the string representation of a
number that is a valid ‘rating_value’ in
this particular rating system.

- This attribute MAY contain the value
‘10’ (OMA BCAST generic rating
scheme), allowing to define a rating
value in a non-registered parental rati
system. In such case, the
‘ParentalRating’ element SHALL
contain the string representation of a
number between 1 and 255, 1 being t
least and 255 being the most restrictiyv
rating value. As these values are
generic, the human-readable label of
that rating value SHALL be signalled i
the attribute ‘ratingvValueName’.

g

=

ratingValue | A NO/TM 0.1 The human-readable name of the ratisge string
Name given by this ParentalRating element.
This attribute SHALL be present in case the
‘ratingSystem’ attribute contains the value ‘10’
TargetUserP| E1 NO/ 0..N Profile attributes of the users whom the smEns
rofile TO targeting at. The detailed personal attribute

names and the corresponding values are speg
by attributes of "attributeName’ and
‘attributeValue'. Amongst the possible profile
attribute names are age, gender, occupation, ¢
(subject to national/local rules & regulations, if
present and as applicable regarding use of
personal profiling information and personal dat
privacy).

The extensible list of ‘attributeName’ and
‘attributeValue’ pairs for a particular service
enables end user profile filtering and end user
preference filtering of broadcast services. The
terminal SHOULD be able to support
‘TargetUserProfile’ element. The terminal
behavior for interpreting and acting upon
‘TargetUserProfile’ is out of the scope.

ified

2tC.

It is RECOMMENDED that use of
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‘TargetUserProfile’ element is an “opt-in”

capability for users. Terminal settings SHOULD

allow users to configure whether to input their
personal profile or preference and whether to
allow broadcast service to be automatically
filtered based on the users’ personal attributeg
without users’ request.

Contains the following attributes:
attributeName
attributeValue

attributeNam
e

NM/
™

Profile attribute name

string

attributeValu
e

NM/
™

Profile attribute value

string

Genre

El

NM/
™

0..N

Classification of service associated with
characteristic form (e.g. comedy, drama).
The OMA BCAST Service Guide allows
describing the format of the Genre element in
Service Guide in two ways:

» The first way is to use a free string

* The second way is to use the “href”
attributes of the Genre element to
convey the information in the form of g
controlled vocabulary (classification
scheme as defined in [TVA-Metadata]
or classification list as defined in
[MIGFG)).
The built-in XML attribute xml:lang MAY be
used with this element to express the languags
The Network MAY instantiate several different
sets of ‘Genre’ element, using it as a free strin
or with a ‘href’ attribute. The Network SHALL
ensure the different sets have equivalent and 1
conflicting meaning, and the terminal SHALL
select one of the sets to interpret for the end:u

Contains the following attributes:
type
href

string

he

D

non-

type

NO/
TO

0.1

This attribute signals the level of this ‘Genr
element.

The following values are allowed:
“main”

“secondary”

“other”

string

href

NO/
TO

0.1

This attribute signals the controlled vocabula
used for this ‘Genre’ element.

If this attribute is supported, the following
applies to the support and use of classification
schemes according to [TVA-Metadata]:

anyURI

» for values of the ‘type’ attribute equal

(@)
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"main” or "secondary"”, the terminal
MAY support levels 1-4 of the TV
Anytime ContentCS classification
scheme identified by the
classificationSchemeURI
urn:tva:metadata:cs:ContentCS:2005 as
defined in Annex A.8 of [TVA-
Metadata]

« for a value of the ‘type’ attribute equalfo
"other", the terminal MAY support
levels 1-3 of the TV Anytime
IntendedAudienceCS classification
scheme identified by the
classificationSchemeURI
urn:tva:metadata:cs:IntendedAudienceC
S:2005 as defined in Annex A.11 of
[TVA-Metadata]. When the
IntendedAudienceCsS is provided
simultaneously with an instantiation of
the ‘TargetUserProfile’, the two SHALL
have equivalent meaning.

»  The network SHALL use the following
URI syntax to signal terms from
classification schemes:
<classificationSchemeURI> “:"
<termID>

» If this attribute is instantiated by the
network, the element ‘Genre’ SHALL
be an empty string and the xml:lang
attribute SHALL NOT be used.

If this attribute is supported, the following
applies to the support and use of the classifinatio
from [MIGFG]:

» This classification SHALL be signalled
with the URI
“http://www.loc.gov/rr/mopic/miggen.h
ml”

e The string value carried in the ‘Genre’
element SHALL be used to convey the
actual value of the classification as
given in [MIGFG]

» The Network MAY use the values
“main” and “secondary” of the ‘type’
attribute so as to provide an ordering ¢
two classifications applying to the sane
Service.

Other Classification Schemes MAY be signalled
with the 'href' attribute, however how they are
used is out of scope of this specification.

If this attribute is not instantiated, the ‘Genre’
element SHALL be a free string.

=9

Extension E1l NM/ 0..N Additional information related to this fragnten
™
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Contains the following attribute:
url

Contains the following element:
Description

url

NM/
™

URL containing additional information related t
this fragment.

oanyURI

Description

E2

NM/
™

0..N

Description regarding the additional inforroati
which can be retrieved from a web page. The
language is expressed using built-in XML
attribute ‘xml:lang’ with this element

string

End of program guide

PreviewData
Reference

El

NM/
™

0..N

Reference to the ‘PreviewData’ fragment whic
specifies the preview data (Eg. picture, video
clip, or low-bit rate stream) associated with thig
service:

It is possible that there are more than one
‘PreviewDataReference’ instances associated
with the same fragment, in which case, the val
of ‘usage’ attributes of these
‘PreviewDataReference’ instances SHALL be
mutually exclusive.

Contains the following attributes:
idRef
usage

D

ues

idRef

NM/
™

Identification of the ‘PreviewData’ fragment
which this fragment is associated with.

anyURI

usage

NM/
™

Specifies the usage of the associated preview
data. Possible values:

0. unspecified

. Service-by-Service Switching

. Service Guide Browsing

. Service Preview

. Barker

5. Alternative to blackout

6-127. reserved for future use
128-255. reserved for proprietary use

A OWDN PR

The explanation and limitation on the above

preview data usages is specified in section 5.7

unsignedByt
e

BroadcastAr
ea

El

NO/
TO

0.1

Broadcast area to include location information|
for BCAST contents.

Contains the following attribute:
polarity

Contains the following elements:

TargetArea
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lev_conf

NO/
TO

polarity A 0.1

Indication of whether the associated targed &
intended for positive or negative terminal
reception of the service.

If polarity = true or 1, this indicates the
associated service is intended for reception by
terminals located within the corresponding
geographical area. (Default)

If polarity = false or 0, this indicates the
associated service is not intended for receptio
by terminals located within the corresponding
geographical area.

boolean

=

NO/ 0..N
™

TargetArea E2

The target area to distribute contents (asiipd
in the [OMA MLP] with modifications)

Contains the following elements:
shape

cc

name_area

ZipCode

CellTargetArea

NO/ 0.1
™

shape E3

Shapes used to represent a geographic atea tha

describes (as specified in the [OMA MLP])

NO/ 0.1
™

cc E3

Country code, 1-3 digits e.g. 355 for Albafda
specified in the [OMA MLP])

unsignedSho
rt

NO/ 0..N
™

name_area E3

Geopolitical name of area such as ‘Seoul’ (as
specified in the [OMA MLP]. The instances of
‘name_area’ element differ only in language. T|
language is expressed using built-in XML
attribute ‘xml:lang’ with this element.

string

he

NO/ 0.1
™

ZipCode E3

Zip code

string

NO/ 0.1
™

CellTargetA | E3
rea

The target area to distribute content spetliiie
he BDS specific service coverage area or
minimum transmit area

Contains the following attribute:
type

Contains the following element:
CellArea

NM/ 1
™

type A

Allowed values are:

0 — Unspecified

1 - 3GPP Cell Global Identifier as defined in
3GPP TS 23.003

2 — 3GPP Routing Area ldentifier (RAI) as
defined in 3GPP TS 23.003

3 — 3GPP Location Area Identifier (LAI) as
defined in 3GPP TS 23.003

4 — 3GPP Service Area ldentifier (SAIl) as
defined in 3GPP TS 23.003

5 - 3GPP MBMS Service Area ldentity (MBMS

unsignedByt
e

D

SAl) as defined in 3GPP TS 23.003
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6 — 3GPP2 Subnet ID as defined in [3GPP2
C.S0054-0]

7 — 3GPP2 SID as defined in [3GPP2 C.S0005

D]

8 — 3GPP2 SID+NID as defined in [3GPP2
C.S0005-D]

9 — 3GPP2 SID+NID+PZID as defined in
[3GPP2 C.S0005-D]

10 — 3GPP2 SID+PZID as defined in [3GPP2
C.S0005-D]

11 - DVB-H Cell ID (specified in section 6.3.4,

of [BCAST10-DVBH-IPDC-Adaptation] )12 -
127 reserved for future use

128 -255 reserved for proprietary use

o
1

1

CellArea

E4

NO/
™

0..N

The BDS specific transmit area given in the
format as defined by type.

Contains the following attribute:
value

Contains the following element:
PP2CelllD

value

NM/TM

The value of the cell ID dependiog the value
of the type attribute

unsignedSho
rt

PP2CelllD

E5

NO/
TO

0..N

If type = 4, the value is Sector_ID as defiired
[3GPP2 C.S0024-A]

If type =5, 6, 7 or 8, the value is BASE ID as
defined in [3GPP2 C.S0002-0]

3GPP2 terminals SHALL support this element

positivelnteg
er

lev_conf

E2

NO/TM

0.1

The target level of confiderthat the terminal is

indeed located within the indicated ‘TargetArea

in performing the service reception filtering in
accordance to polarity.

Note that lev_conf is allowed but less useful
when target area corresponds to any of the
allowed types of CellTargetArea, since it is
presumed that air interface technology specifig
signalling informs the terminal whether or not i
is currently located in the vicinity of the speedi
CellTargetArea”.

decimal

[

TermsOfUse

El

NO/
TO

0..N

Element that declares there are Terms of Use
associated with this fragment.

Contains the textual presentation of Terms of
or a reference to Terms of Use representation
through ‘PreviewData’, and information whethe
user consent is required for the Terms of Use.
Multiple occurrences of ‘TermsOfUse’ are
allowed within this fragment, but for any two
such occurrences values for elements ‘Countr
and ‘Language’ SHALL NOT be same at the
same time.

In addition to Terms of Use this element MAY
be used for disclaimers, legal text and other
pieces of information to be rendered to the use

Use

1)

-

-
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upon activation, purchase or consumption of
service or content.

Contains the following attributes:
type

id

userConsentRequired

Contains the following elements:
Country

Language

PreviewDatalDRef
TermsOfUseText

type

NM/
™

The way the terminal SHALL interpret the TermansignedByt

of Use:

0 — Display before purchasing or subscribing.
If ‘TermsOfUse’ element of type ‘0’ is present,
terminal SHALL render the Terms of Use prior
to initiating purchase or subscription request
related Purchaseltem associated with this
fragment.

1 — Display before playout.

If TermsOfUse’ element of type ‘1’ is present,
terminal SHALL present the Terms of Use prig
to playing out content or service associated wi
this fragment.

2 - 127 reserved for future use

128 -255 reserved for proprietary use

e

=

th

id

NM/
™

The URI uniquely identifying the Terms of Use.

VERI

userConsent
Required

NM/
™

Signals whether user consent for these Terms|
Use is needed.

true:

User consent is required for these Terms of Us
and needs to be confirmed in the subscription
purchase request message related to the
Purchaseltem associated with this fragment.

false:

User consent is not required for the Terms of
Use.

djoolean

be

Country

E2

NM/
™

0..N

List of countries for which the Terms of Use a
applicable if consuming the service in that
country. Each value is a Mobile Country Code
according [ITU-MCC].

If this element is omitted, the Terms of Use arg
applicable to any country.

string of 3
digits

Language

E2

NM/
™

Language in which the Terms of Use is given.
Value is a three character string according to |
639-2 alpha standard for language codes.

string
SO

PreviewData
IDRef

E2

NO/
™

0..N

Reference to the ‘PreviewData’ fragment whic

hanyURI

carries the representation of Terms of Use.
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If this element is not present, the
‘TermsOfUseText’ SHALL be present.

TermsOfUse| E2 NO/ 0.1 Terms of Use text to be rendered. string

Text TO If ‘PreviewDatalDRef element is present undef
the ‘TermsOfUse’ this element SHALL NOT be
present.

PrivateExt El NO/ 0.1 An element serving as a container for proprietary

TO or application-specific extensions.

<proprietary | E2 NO/TO 0..N Proprietary or application-specifieraents that

elements> are not defined in this specification. These
elements may further contain sub-elements or
attributes.

5.1.2.2 Schedule

The ‘Schedule’ fragment specifies the time whenteonitem(s) of a service are made available fstritiution and/or
presentation. For scheduling purposes a set oénbitems can be associated with each other thrt&aredule’ fragment.
In such cases the detailed breakdown of schedirfogmation can be hidden from the user. The Scleefilagment also
provides means for providing choices of consumpftidrese are defined in detail in sections 5.8 diditzon, the following

rules apply:

» If there are two or more ‘Schedule’ fragments néfigrto Content or ‘Service’ fragments overlapping,, valid at
the same *time*, then one of these ‘Schedule’ fragte SHALL be declared to be the default.

e The terminal A/V player SHALL rely on timing inforation declared by the Session Description inforomati
independent of what is announced in the ‘Schedtdgiment.

Examples for the use of the relations between iServ/Content’ and ‘Schedule’ fragment are givenAppendix C.

The ‘Schedule’ fragment also can specify the distion schedule and the automatic activation tifrithe
InteractivityMediaDocuments associated within theeractivityData’ fragment which is referencedhiiit this ‘Schedule’.

Name Type Category

Cardinality

Description

Data Type

Schedule E

‘Schedule’ fragment
Contains the following attributes:
id
version
defaultSchedule

onDemand
validFrom
validTo

Contains the following elements:
ServiceReference
InteractivityDataReference
ContentReference
PreviewDataReference
TermsOfUse

PrivateExt

id A NM/ 1

™

ID of the ‘Schedule’ fragment. The value of thig
attribute SHALL be globally unique.”

anyURI

NM/ 1
™

version A

Version of this fragment. The newer version
overrides the older one starting from the time

unsignedIint

specified by the ‘validFrom’ attribute, or as soo
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as it has been received if no ‘validFrom’ attribu
is given.

e

defaultSched
ule

NM/
™

0.1

Defines whether this schedule is the default
schedule of the content or service item it relate
in case there are multiple schedules valid at th
same time, see also section 5.8.

If present, this field SHALL only be set to true.

boolean
S,

D

onDemand

NM/TM

0.1

This attribute indicates Hubeduled
transmission of content that is accessible over
unicast channel where the transmission is not
necessarily bounded into any specific interval g
time. This type of content typically represents t
"on-demand" component of a service.

If this attribute is present and “true” it indicate
that the referenced content item SHALL NOT b
accessed automatically through this ‘Schedule’
fragment by the terminal when the associated
service is selected and this ‘Schedule’ fragmen
valid. This attribute SHALL NOT be present
when this schedule fragment has no
ContentReference element instantiated.
Furthermore, this attribute in the 'Schedule’
fragment MAY be set to ‘true’ if and only if the
'‘Access' fragments associated to the 'Schedule
fragment do not have the
'‘BroadcastServiceDelivery' element instantiate
See also section 5.8

If this attribute is present and “false” it indieat
that the referenced content item MAY be
accessed automatically through this ‘Schedule’
fragment by the terminal when the associated
service is selected and this ‘Schedule’ fragmen
valid, see section 5.8.

The default value of this attribute is “false”.

boolean
the

f
he

tis

tis

validFrom

NM/
™

0.1

The first moment when this fragment is vallid.
not given, the validity is assumed to have startg
at some time in the past. This field contains the
32bits integer part of an NTP time stamp

unsignedIint
od

validTo

NM/
™

0.1

The last moment when this fragment is vafid. |
not given, the validity is assumed to end in
undefined time in the future. This field contains
the 32bits integer part of an NTP time stamp.

unsignedint

ServiceRefer
ence

El

NM/
™

Reference to the ‘Service’ fragment to which th
‘Schedule’ fragment belongs.

If neither ‘InteractivityDataReference’ element
nor ‘ContentReference’ element is present in th
‘Schedule’ fragment, then this ‘Schedule’
fragment defines the timeframe of the service
availability as unbounded.

Contains the following attributes:
idRef

idRef

A

NM/

Identification of the ‘Service’ fragemt which this

anyURI
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™

‘Schedule’ fragment is associated with.

NM/
™

Interactivity | E1 0..N
DataReferen

ce

Identification of the ‘InteractivityData’ fragent
to which the ‘Schedule’ fragment is associated
Each occurrence of InteractivityDataReference
implies the existence of a dedicated delivery
schedule for those InteractivityMediaDocument

This ‘Schedule’ fragment declares the available

schedule for the file delivery of the
InteractivityMediaDocuments referenced within
the ‘InteractivityData’ fragment.

Contains the following attributes:
idRef

Contains the following elements:
AutoStart

DistributionWindow

Note: the presentation window is actually

declared by the ‘validFrom’ and ‘validTo’ values

in the InteractivityMediaDocument (see
[BCAST10-Services] section 5.3.6).

2

D

idRef A NM/ 1

™

Identification of the ‘InteractivityData’ fragmen
which the ‘Schedule’ fragment relates to.

anyURI

AutoStart E2 NM/

™

0..N

In the case the content or service the
‘InteractivityData’ fragment is related to is
rendered, this element indicates the moment w
the associated InteractivityMediaDocument is
automatically activated if it is not rendered atth
moment.

If this element is not present or the terminal is
turned on after ‘AutoStart’ time arrives, the
associated InteractivityMediaDocument will not

unsignedIint

hen

be automatically activated, but can be activated at

any time of the validity of the media object
document upon the user’s request.

Itis RECOMMENDED that the terminal setting
allow the users to configure whether to allow
InteractivityMediaDocument to be automatically
activated without users’ request.

This field contains the 32bits integer part of an
NTP time stamp.

12

Distribution | E2
Window

NO/
TO

0..N

Time interval in which the referenced
InteractivityMediaDocument referenced within
the ‘InteractivityData’ fragment is available for
delivery.

Contains the following attributes:

startTime

endTime

duration

id

startTime A NO/ 0..1

Start of DistributionWindowf. not given, the

unsignedint

validity is assumed to have begun at some timg

2 in
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™

the past.

This field contains the 32bits integer part of an
NTP time stamp.

NO/
™

endTime A 0..1

End of DistributionWindow. If not given, the
validity is assumed to end in undefined time in
the future.

This field contains the 32bits integer part of an
NTP time stamp.

unsignedIint

NO/
™

duration A 0..1

The maximum amount of time that the termina
which begins to acquire the Content item at the
distribution endTime should allow to complete
the acquisition. The unit of time is seconds.

unsignedIint

NO/
TO

0.1

Identification of the DistributionWindow.

DistributionWindow id should be unique in the
‘Schedule’ fragment where it is declared.

unsignedint

El NM/

™

ContentRefe 0..N

rence

Reference to the ‘Content’ fragments that the
‘Schedule’ fragment relates to.
Note:'DistributionWindow’ and/or
‘PresentationWindow’ can have multiple
instances only for the Cachecast contents. For
other type of contents, ‘PresentationWindow’ a
‘DistributionWindow’ SHALL have zero or one

the
nd

instance. So if the same content is rebroadcasted ,

multiple ‘ContentReference’ element will be
instantiated as multiple content fragments will K
defined in accordance of its schedule.

Contains the following attributes:
idRef

contentLocation

repeatPlayback

Contains the following elements:
AutoStart

DistributionWindow
PresentationWindow

e

idRef A NM/ 1

™

Identification of the ‘Content’ fragment whicheth
‘Schedule’ fragment relates to

anyURI

NM/
™

contentLocat| A 0..1

on

Identifies the location of the associated entt
item in the file or stream delivery session
described by the ‘Access’ fragment during the
schedule defined by this fragment.

When ALC is used for file delivery, this
corresponds to the ‘Content-Location’ attribute]
in the File element in the ‘Access’ fragment.
When FLUTE is used for file delivery, this
corresponds to the ‘Content-Location’ attribute
the FDT of the FLUTE session.

When HTTP is used for file delivery, this
attribute MAY be used to signal the ‘abs_path’
and ‘query’ components of the HTTP URL [RF
2616] to address the requested file See section
5.5.2 in [BCAST10-Distribution] for information

anyURI

in

I

how the HTTP URL is constructed from this
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attribute and the ‘AccessServerURL’ element in
the ‘Access’ fragment.

When RTSP is used for stream delivery, this
attribute MAY be used to signal the ‘abs_path’
component of the'Request-URI’ [RFC 2326] to
be used in the request line of the RTSP reques
See section 6.5 in [BCAST10-Distribution] for
information how the RTSP Request-URI is
constructed from this attribute and the
‘AccessServerURL’ element in the ‘Access’
fragment.

When the stream delivery is made available over

broadcast access and no control protocol is
necessary, this attribute SHALL NOT be used.

—

repeatPlayba A NO/ 0.1

ck TO

Indicates whether the content item refereitged
the Presentation Window and/or Distribution
Window in the ‘Schedule’ fragment is of the
repeat playback type.

Default: false

boolean

NM/
™

AutoStart E2 0..N

Indicates the moment when the associated kDI
is automatically activated if it is not rendered at
that moment.

If this element is not present, the associated
content will not be automatically activated, but
can be activated at any time upon the user’s
request.

It is RECOMMENDED that the terminal setting
allow the users to configure whether to allow
content to be automatically activated without
users’ request.

This field contains the 32bits integer part of an
NTP time stamp.

12

tansignedint

E2 NO/

TO

Distribution 0..N

Window

Time interval in which the referenced content
specified by ContentID is available for delivery.

Contains the following attributes:
startTime

endTime

duration

id

The terminal SHALL support this element if it

supports Cachecast and Cachecast related selvices

NO/
™

startTime A 0..1

Start of DistributionWindow. If not given,ah

unsignedIint

validity is assumed to have begun at some time in

the past.

This field contains the 32bits integer part of an
NTP time stamp.

NO/
™

endTime A 0..1

End of DistributionWindow. If not given, the
validity is assumed to end in undefined time in
the future.

This field contains the 32bits integer part of an

unsignedIint
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NTP time stamp.

duration

NO/
™

0.1

The maximum amount of time that the terminal
which begins to acquire the Content item at the
DistributionWindow ‘endTime’ should allow to
complete the acquisition. The unit of time is in
seconds

unsignedIint

NO/
TO

0.1

Identification of the DistributionWindow which
the each DistributionWindow relates to.
DistributionWindow id should be unique in the
‘Schedule’ fragment where it is declared.

unsignedint

Presentation
Window

E2

NM/
™

0..N

Time interval in which the referenced content

specified by ContentlID is available for rendering.

Contains the following attributes:
startTime

endTime

duration

id

startTime

NM/
™

0.1

Start of PresentationWindow. If not given the
validity is assumed is assumed to have begun
some time in the past.

Note: When the content item is associated with
the Cachecast service type, the startTime infor

the user of the earliest instant he/she can bégin t

rendering of the associated content item. It do
not represent the default start time at which the
content is rendered by the terminal.

This field contains the 32bits integer part of an
NTP time stamp.

unsignedIint
at

ms

eS

endTime

NM/
™

0.1

End of PresentationWindow. If not given, the
validity is assumed to end in undefined time in
the future.

Note: When the content item is associated with
the Cachecast service type, the endTime inforn
the user of the latest instant he/she can begin t
rendering of the associated content item. It do
not represent the default end time at which the
content ceases to be rendered by the terminal.
Rendering SHOULD run to completion.

This field contains the 32bits integer part of an
NTP time stamp.

unsignedInt

ns
he
BS

duration

NM/
™

0.1

Time duration of the referenced content for

rendering. It informs the user the latest stard@im

for which the content item can be rendered in it
entirety.

This attribute is REQUIRED when the content
item is associated with the Cachecast service t

unsignedIint

S

ype.

NM/
™

0.1

Identification of the PresentationWindow

PresentationWindow id should be unique in the
‘Schedule’ fragment where it is declared.

unsignedint

PreviewData
Reference

El

NM/
™

0..N

Reference to the ‘PreviewData’ fragment which

specifies the preview data (Eg. picture, video,c
or low-bit rate stream) associated with this

ip

schedule.
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The preview data associated with ‘Schedule’
fragment takes precedence over the preview d
associated with the ‘Content’ fragments
referenced by this ‘Schedule’ fragment.

It is possible that there are more than one

ata

PreviewDataReference instances associated with

the same fragment, in which case, the values qf

"usage" attributes of these PreviewDataRefere
instances SHALL be different.

Contains the following attributes:
idRef
usage

nce

idRef

NM/
™

Identification of the ‘PreviewData’ fragment
which this fragment is associated with.

anyURI

usage

NM/
™

Specifies the usage of the associated preview
data. Possible values:

0. unspecified

. Service-by-Service Switching

. Service Guide Browsing

. Service Preview

. Barker

5. Alternative to blackout

6 -127. reserved for future use
128-255. reserved for proprietary use

A OWDN PR

The explanation and limitation on the above
preview data usages is specified in section 5.7

unsignedByt
e

TermsOfUse

El

NO/
TO

0..N

Element that declares there are Terms of Use
associated with this fragment.

Contains the textual presentation of Terms of U
or a reference to Terms of Use representation
through ‘PreviewData’, and information whethe
user consent is required for the Terms of Use.
Multiple occurrences of ‘TermsOfUse’ are
allowed within this fragment, but for any two
such occurrences values for elements ‘Country
and ‘Language’ SHALL NOT be same at the
same time.

In addition to Terms of Use this element MAY &
used for disclaimers, legal text and other piede
information to be rendered to the user upon
activation, purchase or consumption of service
content.

Contains the following attributes:
type

id

userConsentRequired

Contains the following elements:

se

172
o

or
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Country

Language
PreviewDatalDRef
TermsOfUseText

NM/ 1
™

type A

The way the terminal SHALL interpret the Tern
of Use:

0 — Display before purchasing or subscribing.
If TermsOfUse’ element of type ‘0’ is present,
terminal SHALL render the Terms of Use prior
initiating purchase or subscription request relat
Purchaseltem associated with this fragment.
1- Display before playout.

If TermsOfUse’ element of type ‘1’ is present,
terminal SHALL present the Terms of Use prio
to playing out content or service associated wit
this fragment

2 - 127 reserved for future use

128 -255 reserved for proprietary use

nsunsignedByt
e

to
ed

id A NM/ 1

™

The URI uniquely identifying the Terms of Use

VERI

NM/ 1
™

userConsent| A
Required

Signals whether user consent for these Terms
Use is needed.

true:

User consent is required for these Terms of Usg
and needs to be confirmed in the subscription
purchase request message related to the
Purchaseltem associated with this fragment.

false:
User consent is not required for the Terms of U

oboolean

Se.

E2 NM/

™

Country 0..N

List of countries for which the Terms of Use a
applicable if consuming the scheduled content
that country. Each value is a Mobile Country
Code according [ITU-MCC].

If this element is omitted, the Terms of Use are
applicable to any country.

string of 3
irdigits

E2 NM/ 1

™

Language

Language in which the Terms of Use is given.
Value is a three character string according to I$
639-2 alpha standard for language codes.

string
50

E2 NO/

™

PreviewData| 0..N

IDRef

Reference to the ‘PreviewData’ fragment which anyURI

carries the representation of Terms of Use.

If this element is not present, the
‘TermsOfUseText’ SHALL be present.

E2 NO/

™

TermsOfUse 0..1

Text

Terms of Use text to be rendered.

If ‘PreviewDatalDRef’ element is present under
the ‘TermsOfUse’ this element SHALL NOT be
present.

string

El NO/

TO

PrivateExt 0..1

An element serving as a container for proprieta
or application-specific extensions.

=

Yy

<proprietary | E2 NO/TO 0..N

elements>

Proprietary or application-specifieraents that

are not defined in this specification. These
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elements may further contain sub-elements or
attributes.

5.1.2.3

Content

‘Content’ fragment describes a content or prograrttmeis a part of a service that the content setierA ‘Content’
fragment can be composed of several (audiovisuad)ianstreams originating from several sources wtagkther form a
logical entity. An example is a single TV show ldfoasted in several audio languages. A ‘Contengrfrant contains the
metadata to describe a content or programme, rapexs by the attributes and elements in the foligwable. In the case of
‘ParentalRating’, ‘TargetUserProfile’, ‘Genre’, atiffoadcastArea’, should one or more of these efgmexist in both the
‘Content’ fragment and its associated ‘Servicegfment, the values of those elements in the ‘Cohteagment take
precedence over its counterparts in ‘Service’ fragin

Name

Type

Category

Cardinality

Description

Data Type

Content

E

‘Content’ fragment
Contains the following attributes:
id
version
validFrom
validTo

globalContentID
emergency
baseCID

Contains the following elements:
ServiceReference
ProtectionKeylD

Name

Description

StartTime
EndTime
AudioLanguage

TextLanguage

Length

ParentalRating
TargetUserProfile
Genre

Extension
PreviewDataReference
BroadcastArea
TermsOfUse
PrivateExt

id

NM/
™

ID of the ‘Content’ fragment. The value of this
attribute SHALL be globally unique.

anyURI

version

NM/
™

Version of this fragment. The newer version
overrides the older one starting from the time
specified by the ‘validFrom’ attribute, or as soo
as it has been received if no ‘validFrom’ attribu
is given.

unsignedIint

validFrom

A

NM/

0.1

The first moment when thisgraent is valid. If

unsignedIint
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™

not given, the validity is assumed to have startg
at some time in the past.

This field contains the 32bits integer part of an
NTP time stamp.

ed

validTo

NM/
™

0.1

The last moment when this fragment is vafid. |
not given, the validity is assumed to end in
undefined time in the future.

This field contains the 32bits integer part of an
NTP time stamp.

unsignedint

globalConte
ntiD

NM/
™

0.1

The globally unique identifier identifying the
content that this ‘Content’ fragment describes.

anyURI

emergency

NO/
TO

0.1

When assigned with value ‘true’, specified tha
this content is content of emergency nature. Th
attribute can be used for presentation purposes
users.

Itis RECOMMENDED that the Terminal
processes the reception of the services or cont
of emergency nature with high priority, and
highlights their availability to user. How to orde
the emergency service or content is out of the
scope of the specification.

The default value of this attribute is ‘false’.

boolean
is
5 10

ent

:

baseCID

NO/
TO

0.1

For the DRM Profile, part of the Service or
Program CID used to identify the correspondin
asset within an OMA DRM 2.0 Rights Object.
The Service or Program CID is obtained from t
BaseCID as described in [BCAST10-
ServContProt], section 5.5.1].

In case this element is present the terminal
SHALL use this element to identify the
corresponding asset within an OMA DRM 2.0
Rights Object, instead of the baseCID(s) of the
‘Service’ fragment(s) this ‘Content’ fragment is
associated with.

In case this ‘Content’ fragment contains a
reference to a ‘Service’ fragment this element
MAY be present when:
- this ‘Content’ fragment is
referenced by a ‘Purchaseltem’
fragment or when
- a ‘Purchaseltem’ fragment
references a ‘Schedule’ fragment
that references this ‘Content’
fragment,
to identify the corresponding asset within an
OMA DRM 2.0 Rights Object, in case the
network supports the DRM profile.

In case this ‘Content’ fragment does not contai
reference to a ‘Service’ fragment this element
SHALL be present when:

- this ‘Content’ fragment is

string
)

ne

referenced by a ‘Purchaseltem’
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fragment or when
- a ‘Purchaseltem’ fragment
references a ‘Schedule’ fragment
that references this ‘Content’
fragment
to identify the corresponding asset within an
OMA DRM 2.0 Rights Object, in case the
network supports the DRM profile.

The network and terminal SHALL support this
element in case the DRM Profile is supported
[BCAST10-ServContProt].

Note: for uniqueness of the baseCID see
Appendix H.

ServiceRefer| E1 NM/ 0..N Reference to the ‘Service’ fragment(s) to Whic
ence ™ the ‘Content’ fragment belongs.
Contains the following attributes:
idRef
weight
idRef A NM/ 1 Identification of the ‘Service’ fragment whichigh| anyURI
™ ‘Content’ fragment is associated with.
weight A NM/ 0.1 Intended order of display of this ‘Content’ unsignedSho
™ fragment relative to other ‘Content’ fragments | rt
belonging to the same service as presented to the
end user. The order of display is by increasing
Weight value (i.e., content with lowest Weight is
displayed first).
Default: 65535
ProtectionKe| E1 NO/ 0..N Key identifier needed to access protectedertnt] base64Binar
yiD TO This information allows the terminal to determiney

whether or not it has the correct key material td
access services within a Purchaseltem.
In a scenario where this fragment is shared am
multiple service providers, different key
identifiers from the different service providers t
access this specific protected service/content n
be mixed in this element and the terminal
SHOULD be able to sort out the key identifiers
associated with the terminal’s affiliated service
provider based on the Key Domain ID. How thi
is used is out of scope and is left to
implementation.

The network and terminal SHALL support this
element in case the Smartcard Profile is suppo
[BCAST10-ServContProt].

The protection key identifiers to access a speci
service or content item SHALL only be signalle
in one of the following fragment types: 'Service
‘Content’, 'Purchaseltem’; 'PurchaseData' or
'‘Access' fragments, but not mixed.

Contains the following attributes:

ong

=4

nay

1°2)

rted

fic
d

type
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min
max

type A NM/TM 1

Type of ProtectionKeylD:

0: ProtectionKeylD = Key Domain ID
concatenated with SEK/PEK ID, where both
values are as used in the Smartcard Profile
[BCAST10-ServContProt].

The Terminal MAY use the ProtectionKeylD to
determine whether it already has SEK/PEK
required to access the related service. The
Terminal MAY use this information to indicate {
the user which services can currently be acces
The Terminal SHALL not use the SEK/PEK ID
the ProtectionKeylID to request a missing SEK.
is possible for the Terminal to request missing
SEK based on the information from the secure
function after the STKM decryption has been
failed.

1-127 Reserved for future use
128-255 Reserved for proprietary use

unsignedByt
e

sed.

It

min A NM/TM 0.1

Indicates the lower validity value of the key
needed to access the service / content.

For type 0, corresponds to the value of the low
timestamp (32 bits) of an STKM needed to acg
the service / content, as used in the Smart
Profile [BCAST10-ServContProt]

nonNegative
linteger

est

ess

card

max A NM/TM 0.1

Indicates the higher validity value of the key
needed to access the service / content.

For type 0, corresponds to the value of the hig
timestamp (32 bits) of an STKM needed to acg
the service / content, as used in the Smart

nonNegative
linteger

nest

ess

card

Profile [BCAST10-ServContProt].
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StartTime
EndTime
AudioLanguage
TextLanguage
Length
ParentalRating
TargetUserProfile
Genre

Extension

El NM/

™

Name 1..N

Name of the ‘Content’ fragment, possibly in
multiple languages. The language is expressed
using built-in XML attribute ‘xml:lang’ with this
element.

string

El NM/

™

Description 0..N

Description, possibly in multiple languages.
The language is expressed using built-in XML
attribute ‘xml:lang’ with this element.

string

StartTime El NM/

™

0.1

The start time of the content which is for
presentation purposes to the end user , expres
in UTC, using ‘dateTime’ XML built-in datatype
This element is applicable for scheduled
rendering of non-Cachecast content. For
Cachecast content, the start time is defined by
‘startTime’ attribute of the ‘PresentationWindow
element in the ‘Schedule’ fragment.

dateTime
sed

the

EndTime El NM/

™

0.1

The end time of the content which is for
presentation purposes to the end user, express
in UTC, using ‘dateTime’ XML built-in datatype
This element is applicable for scheduled
rendering of non-Cachecast content. For
Cachecast content, the end time is defined by t
‘endTime’ attribute of the ‘PresentationWindow
element in the ‘Schedule’ fragment.

dateTime
ed

El NM/

™

AudioLangu 0..N

age

This element declares for the end users Higt t
content is available with an audio stream
corresponding to the language represented by
value of this element.

The textual value of this element can be made
available for the end users in different languag
In such a case the language used to represent
value of this element is signalled using the buil
in XML attribute ‘xml:lang’. See section 7 Multi-
language support.

Contains the following attribute:
languageSDPTag

string

the

BS.
the

NM/ 1
TO

languageSD | A
PTag

Identifier of the audio language described by th
parent ‘AudioLanguage’ element as used in the
media sections describing the audio track in a
Session Description.

» The ‘languageSDPTag’ SHALL be
formatted according to the rules of [RF

estring

3066], for the described language.
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» Each ‘AudioLanguage’ element

declaring the same audio stream SHALL

have the same value of the
‘languageSDPTag'.

TextLangua
ge

El

NM/
™

0..N

This element declares for the end user tleat th
textual components of this content are availabl
the language represented by the value of this
element. The textual components can be, for
instance, a caption or a sub-title track.

The textual value of this element can be made
available for the end users in different languag
In such a case the language used to represent
value of this element is signalled using the buil
in XML attribute ‘xml:lang. See section 7 Multi-
language support.

The same rules and constraints as specified fof

element ‘AudioLanguage’ of assigning and

P in

ES.

interpreting the attributes ' languageSDPTag’ and

‘xml:lang’ SHALL be applied for this element
also.

Contains the following attribute:
languageSDPTag

string

the

the

languageSD
PTag

NM/TO

Identifier of the text language describdadthe
parent ‘TextLanguage’ element as used in the

media sections describing the textual track in a

Session Description.

string

Length

El

NM/
™

0.1

Duration of the A/V content declared

duration

ParentalRati
ng

El

NM/
™

0..N

The ParentalRating element defines criteria
parents may use to determine whether the
associated item is suitable for access by childr

defined according to the regulatory requirements

of the service area.
The parental rating level defined for ‘Content’

en,

fragment overrides the rating level defined for the

corresponding ‘Service’ fragment during the
validity of the ‘Schedule’ fragment.

If there are multiple content items associated with

a ‘Schedule’ fragment with different parental
ratings, then the one with the most restrictive
parental rating overrides the others.

The terminal SHALL support ‘ParentalRating’
being a free string, and the terminal MAY supp

the structured way to express the parental rating

level by using the ‘ratingSystem’ and
‘ratingValueName’ attributes as defined below.

Contains the following attributes:
ratingSystem
ratingValueName

string

ratingSystem

A

NO/

0.1

Specifies the parentahgatiystem in use, in

unsignedB

=Y
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™ which context the value of the'ParentalRating’ | e
element is semantically defined. This allows
terminals to identify the rating system in use inja
non-ambiguous manner and act appropriately.

This attribute SHALL be instantiated when a
rating system is used. Absence of this attribute
means that no rating system is used (i.e. the value
of the ‘ParentalRating’ element is to be
interpreted as a free string).

If this attribute is instantiated:

- The value of this attribute SHALL be
one of the ‘rating_type’ values as listed
in the OMA BCAST Parental Rating
System Registry at [OMNA].

- The ‘ParentalRating’ element SHALL
contain the string representation of a
number that is a valid ‘rating_value’ in
this particular rating system.

- This attribute MAY contain the value
‘10’ (OMA BCAST generic rating
scheme), allowing to define a rating
value in a non-registered parental rating
system. In such case, the
‘ParentalRating’ element SHALL
contain the string representation of a
number between 1 and 255, 1 being the
least and 255 being the most restrictive
rating value. As these values are geneic,
the human-readable label of that rating
value SHALL be signalled in the
attribute ‘ratingvValueName’.

ratingValue | A NO/TM 0.1 The human-readable name of the ratisge string
Name given by this ParentalRating element.

This attribute SHALL be present in case the
‘ratingSystem’ attribute contains the value ‘10'.

TargetUserP| E1 NO/ 0..N Profile attributes of the users whom the conig
rofile TO targeting at. The detailed personal attribute names
and the corresponding values are specified by
attributes of ‘attributeName’ and ‘attributeVValug'.
Amongst the possible profile attribute names are
age, gender, occupation, etc. (subject to
national/local rules & regulations, if present and
as applicable regarding use of personal profiling
information and personal data privacy).

The extensible list of ‘attributeName’ and
‘attributeValue’ pairs for a particular content
enables end user profile filtering and end user
preference filtering of broadcast contents. The
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terminal SHOULD be able to support
‘TargetUserProfile’ element. The terminal
behavior for interpreting and acting upon
‘TargetUserProfile’ is out of the scope.

Itis RECOMMENDED that use of
‘TargetUserProfile’ element is an “opt-in”
capability for users. Terminal settings SHOULL
allow users to configure whether to input their
personal profile or preference and whether to
allow broadcast content to be automatically
filtered based on the users’ personal attributes
without users’ request.

Contains the following attributes:
attributeName
attributeValue

attributeNam| A NM/ 1 Profile attribute name. string

e ™

attributevalu| A NM/ 1 Profile attribute value. string

e ™

Genre El NM/ 0..N Classification of content associated with string
™ characteristic form (e.g. comedy, drama).

The OMA BCAST Service Guide allows
describing the format of the Genre element in the
Service Guide in two ways:

* The first way is to use a free string

e The second way is to use the “href”
attributes of the Genre element to conyey
the information in the form of a
controlled vocabulary (classification
scheme as defined in [TVA-Metadata] pr
classification list as defined in
[MIGFG])).
The built-in XML attribute xml:lang MAY be
used with this element to express the language.
The Network MAY instantiate several different
sets of ‘Genre’ element, using it as a free stdng
with a ‘href’ attribute. The Network SHALL
ensure the different sets have equivalent and non-
conflicting meaning, and the terminal SHALL
select one of the sets to interpret for the end-use

Contains the following attributes:

type
href
type A NO/ 0.1 This attribute signals the level of this ‘Genr string
TO element.

The following values are allowed:
“main”

“secondary”

“other”

[0 2008 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-BCAST_Service_Guide-V1_0-20080807-C Page 48 (228)

href A NO/ 0.1 This attribute signals the controlled vocabula | anyURI
TO used for this ‘Genre’ element.

If this attribute is supported, the following apmgdi
to the support and use of classification schemes
according to [TVA-Metadata]:

« for values of the ‘type’ attribute equaltg
"main” or "secondary"”, the terminal
MAY support levels 1-4 of the TV
Anytime ContentCS classification
scheme identified by the
classificationSchemeURI
urn:tva:metadata:cs:ContentCS:2005 as
defined in Annex A.8 of [TVA-
Metadata]

» for avalue of the ‘type’ attribute equal {o
"other", the terminal MAY support
levels 1-3 of the TV Anytime
IntendedAudienceCS classification
scheme identified by the
classificationSchemeURI
urn:tva:metadata:cs:IntendedAudienceC
S:2005 as defined in Annex A.11 of
[TVA-Metadata]. When the
IntendedAudienceCs is provided
simultaneously with an instantiation of
the ‘TargetUserProfile’, the two SHALL
have equivalent meaning.

»  The network SHALL use the following
URI syntax to signal terms from
classification schemes:
<classificationSchemeURI> “:”
<termlID>

» If this attribute is instantiated by the
network, the element ‘Genre’ SHALL bge
an empty string and the xml:lang
attribute SHALL NOT be used.

If this attribute is supported, the following apgdi
to the support and use of the classification from

[MIGFG]:

e This classification SHALL be signalled
with the URI
“http://www.loc.gov/rr/mopic/miggen.ht
ml”

» The string value carried in the ‘Genre’
element SHALL be used to convey the
actual value of the classification as given
in [MIGFG]

* The Network MAY use the values
“main” and “secondary” of the ‘type’
attribute so as to provide an ordering 0
two classification applying to the same
Service.

Other Classification Schemes MAY be signalleg
with the 'href' attribute, however how they are

—h
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used is out of scope of this specification.
. If this attribute is not instantiated, the ‘Genre
element SHALL be a free string.

Extension

El

NM/
™

0..N

Additional information related to this fragnten

Contains the following attribute:
url

Contains the following element:
Description

url

NM/
™

URL containing additional information related t
this fragment.

panyURI

Description

E2

NM/TM

0..N

Description regarding theditional information
which can be retrieved from a web page. The
language is expressed using built-in XML
attribute ‘xml:lang’ with this element

string

End of program guide

PreviewData
Reference

El

NM/
™

0..N

Reference to the ‘PreviewData’ fragment which

specifies the preview data (Eg. picture, video,c
or low-bit rate stream) associated with this
content.

It is possible that there are more than one
PreviewDataReference instances associated w
the same fragment, in which case, the values @
"usage" attributes of these PreviewDataRefere
instances SHALL be different.

Contains the following attributes:
idRef
usage

ip

ith

nce

idRef

NM/
™

Identification of the ‘PreviewData’ fragment
which this fragment is associated with.

anyURI

usage

NM/
™

Specifies the usage of the associated preview
data. Possible values:

0. unspecified

. Service-by-Service Switching

. Service Guide Browsing

. Service Preview

. Barker

5. Alternative to blackout

6-127. reserved for future use
128-255. reserved for proprietary use

The explanation and limitation on the above
preview data usages is specified in section 5.7

A OWDN PR

unsignedByt

e

BroadcastAr
ea

El

NO/
TO

0.1

Broadcast area to include location informafimm
BCAST contents

Contains the following attribute:
polarity

Contains the following elements:
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TargetArea
lev_conf

NO/
TO

polarity A 0.1

Indication of whether the associated targed &
intended for positive or negative terminal
reception of the content item.

If polarity = true or 1, this indicates the assteih
content item is intended for reception by
terminals located within the corresponding
geographical area. (Default)

If polarity = false or 0, this indicates the
associated content item is not intended for
reception by terminals located within the
corresponding geographical area.

boolean

E2 NO/ 0..N

™

TargetArea

The target area to distribute contents (asiipé
in the [OMA MLP] with modifications)

Contains the following elements:
shape

cc

name_area

ZipCode

CellTargetArea

E3 NO/ 0.1

™

shape

Shapes used to represent a geographic atea t
describes (as specified in the [OMA MLP])

na

NO/ 0.1
™

cc E3

Country code, 1-3 digits e.g. 355 for Albafda
specified in the [OMA MLP])

unsignedSho
rt

E3 NO/ 0..N

™

name_area

Geopolitical name of area such as ‘Seoul’ (as
specified in the [OMA MLP]). The instances of
‘name_area’ element differ only in language. T
language is expressed using built-in XML
attribute ‘xml:lang’ with this element.

string

ne

E3 NO/ 0.1

™

ZipCode

Zip code

string

E3 NO/ 0.1

™

CellTargetA
rea

The target area to distribute content spettiiie
he BDS specific service coverage area or
minimum transmit area

Contains the following attribute:
type

Contains the following element:
CellArea

NM/ 1
™

type A

Allowed values are:

0 — Unspecified

1 - 3GPP Cell Global Identifier as defined in
3GPP TS 23.003

2 — 3GPP Routing Area ldentifier (RAI) as
defined in 3GPP TS 23.003

3 — 3GPP Location Area Identifier (LAI) as
defined in 3GPP TS 23.003

4 — 3GPP Service Area Identifier (SAI) as defin
in 3GPP TS 23.003

unsignedByte

5 - 3GPP MBMS Service Area ldentity (MBMS
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SAl) as defined in 3GPP TS 23.003

6 — 3GPP2 Subnet ID as defined in [3GPP2
C.S0054-0]

7 — 3GPP2 SID as defined in [3GPP2 C.S0005
8 — 3GPP2 SID+NID as defined in [3GPP2
C.S0005-D]

9 — 3GPP2 SID+NID+PZID as defined in [3GP
C.S0005-D]

10 — 3GPP2 SID+PZID as defined in [3GPP2
C.S0005-D]

11 - DVB-H Cell ID (specified in section 6.3.4.
of [BCAST10-DVBH-IPDC-Adaptation] )10 -
127 reserved for future use

128-255 reserved for proprietary use

D]

CellArea E4 NO/ 0..N The BDS specific transmit area given in the
™ format as defined by type.
Contains the following attribute:
Value
Contains the following element:
PP2CelllD
value A NM/TM 1 The value of the cell ID dependiog the value of unsignedSho
the type attribute. rt
PP2CelllD ES NO/ 0..N If type = 4, the value is Sector_ID as defiired | positivelnteg
TO [3GPP2 C.S0024-A] er
If type =5, 6, 7 or 8, the value is BASE ID as
defined in [3GPP2 C.S0002-0]
Note: See relevant BDS specification for the data
type of this element
Note: 3GPP2 terminals SHALL support this
element
lev_conf E2 NO/TM 0.1 The target-probabilitylevel of confidence that| decimal
the terminal is indeed located within the indicated
‘TargetArea’ in performing the content receptiop
filtering in accordance to polarity.
Note that lev_conf is allowed but less useful when
target area corresponds to any of the allowed
types of CellTargetArea, since it is presumed that
air interface technology specific signalling
informs the terminal whether or not it is currently
located in the vicinity of the specified
CellTargetArea”.
TermsOfUse| E1 NO/ 0..N Element that declares there are Terms of Use
TO associated with this fragment.

Contains the textual presentation of Terms of U
or a reference to Terms of Use representation
through ‘PreviewData’, and information whethe
user consent is required for the Terms of Use.
Multiple occurrences of ‘TermsOfUse’ are
allowed within this fragment, but for any two

se

such occurrences values for elements ‘Country
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and ‘Language’ SHALL NOT be same at the
same time.

In addition to Terms of Use this element MAY [
used for disclaimers, legal text and other piede
information to be rendered to the user upon
activation, purchase or consumption of service
content.

Contains the following attributes:
type

id

userConsentRequired

Contains the following elements:
Country

Language

PreviewDatalDRef
TermsOfUseText

NM/ 1
™

type A

The way the terminal SHALL interpret the Tern
of Use:

0 — Display before purchasing or subscribing.
If TermsOfUse’ element of type ‘0’ is present,
terminal SHALL render the Terms of Use prior
initiating purchase or subscription request relat
Purchaseltem associated with this fragment.

1 — Display before playout.

If TermsOfUse’ element of type ‘1’ is present,
terminal SHALL present the Terms of Use prio
to playing out content or service associated wit
this fragment.

2 - 127 reserved for future use

128 -255 reserved for proprietary use

nsinsignedByt
e

o
ed

id A NM/ 1

™

The URI uniquely identifying the Terms of Use

yeRl

NM/ 1
™

userConsent| A
Required

Signals whether user consent for these Terms
Use is needed.

true:

User consent is required for these Terms of Usg
and needs to be confirmed in the subscription
purchase request message related to the
Purchaseltem associated with this fragment.

false:
User consent is not required for the Terms of U

oboolean

Se.

E2 NM/

™

Country 0..N

List of countries for which the Terms of Use a
applicable if consuming the content in that
country. Each value is a Mobile Country Code
according [ITU-MCC].

If this element is omitted, the Terms of Use are
applicable to any country.

string of 3
digits

E2 NM/ 1

™

Language

Language in which the Terms of Use is given.

string

Value is a three character string according to I$

5O
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639-2 alpha standard for language codes. |
PreviewData| E2 NO/ 0..N Reference to the ‘PreviewData’ fragment which anyURI
IDRef ™ carries the representation of Terms of Use.
If this element is not present, the
‘TermsOfUseText’ SHALL be present.
TermsOfUse| E2 NO/ 0.1 Terms of Use text to be rendered. string
Text ™ If ‘PreviewDatalDRef’ element is present under
the ‘TermsOfUse’ this element SHALL NOT be
present.
PrivateExt El NO/ 0.1 An element serving as a container for proprietary
TO or application-specific extensions.
<proprietary | E2 NO/TO 0..N Proprietary or application-specifieraents that
elements> are not defined in this specification. These
elements may further contain sub-elements or
attributes.
5.1.2.4 Access

An ‘Access’ fragment describes to the terminal hbean access a service or a schedule duringfédsphln of the ‘Access’
fragment. If the service or content is protectéd,ftagment also contains service and content giioteinformation.

Name Type Category Cardinality Description Data Type
Access E ‘Access’ fragment
Contains the following attributes:
id
version
validFrom
validTo
Contains the following elements:
AccessType
KeyManagementSystem
EncryptionType
ServiceReference
ScheduleReference
TerminalCapabilityRequirement
BandwidthRequirement
ServiceClass
PreviewDataReference
NotificationReception
PrivateExt
id A NM/ 1 ID of the ‘Access’ fragment. The value of this | anyURI
™ attribute SHALL be globally unique.
version A NM/ 1 Version of this fragment. The newer version unsignedint
™ overrides the older one starting from the time
specified by the validFrom attribute, or as soon as
it has been received if no validFrom attribute is
given.
validFrom A NM/ 0.1 The first moment when this fragment is valid. | unsignedint
™ not given, the validity is assumed to have started
at some time in the past. This field contains the
32bits integer part of an NTP time stamp.
validTo A NM/ 0.1 The last moment when this fragris valid. If unsignedint
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™

not given, the validity is assumed to end in
undefined time in the future. This field contains
the 32bits integer part of an NTP time stamp.

El NM/ 1

™

AccessType

Defines the type of access.

Note: Either one of ‘BroadcastServiceDelivery’
or ‘UnicastServiceDelivery' but not both SHALL
be instantiated. Implementation in XML Schem
should use <choice>.

Contains the following elements:
BroadcastServiceDelivery
UnicastServiceDelivery

E2 NM/

™

BroadcastSe 0..1

rviceDeliver
y

This element is used for the indication of IP
transmission.

Contains the following elements:
BDSType

SessionDescription
FileDescription

E3 NM/

™

BDSType 0.1

Identifier of the type of underlying distriloar
system that this ‘Access’ fragment relates to.

Contains the following element:

Type
Version

E4 NM/

™

Type 0.1

Type of underlying BDS, possible values:
0. IPDC over DVB-H

1. 3GPP MBMS

2. 3GPP2 BCMCS

3 -127. reserved for future use

128 -255. reserved for proprietary use

unsignedByt
e

E4 NM/

™

Version 0..N

Version of underlying BDS. For instance,
possible values are Rel-6 or Rel-7 for MBMS a
1x or HRPD or Enhanced HRPD for BCMcS.

string
nd

E3 NM/ 1

™

SessionDesc|
ription

Reference to or inline copy of a Session
Description information associated with this
‘Access’ fragment that the media application in
the terminal uses to access the service.

Note: a referenced ‘SessionDescription’ fragme
may be delivered in two ways: via broadcast or
via fetch over interaction channel.

In the case of fetch over interaction channel, th
‘SessionDescription’ fragment can be acquired
accessing the URI (given as attribute of the
different Session Description reference elemen

Contains the following elements:
SDP

SDPRef

USBDRef

2Nt

ts).

ADPRef
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The presence of elements ‘SDP’, ‘SDPRef’, anf
USBDRef are mutually exclusive. This is
enforced in the XML schema by using <choice:

\'4

SDP E4 NM/ 0.1 An inlined Session Description in SDP format | string
™ [RFC 4566] that SHALL either be embedded in a
CDATA section or base64-encoded.

Contains the following attribute:
encoding

encoding A NM/TM 0.1 This attribute signals theywthe Session string
Description has been embedded:

e It SHALL NOT be present when the
Session Description is embedded into a
CDATA section.

* It SHALL be present and set to “base6#
in case the Session Description is
base64-encoded.

SDPRef E4 NM/TM 0.1 Reference to a Session Desonipn SDP format
[RFC 4566]

Contains the following attributes:
uri
idRef

If both ‘uri’ and ‘idRef are present, the
referenced Session Description information
SHALL be identical.

uri A NM/ 0.1 The URI referencing an external resource anyURI
™ containing SDP information. This URI is used for
interactive retrieval.
idRef A NM/ 0.1 The id of the referenced ‘SessionDescription’ | anyURI
™ fragment if the fragment is delivered over the
broadcast channel in SGDU, globally unique
USBDRef E4 NM/TM 0.1 Reference to an instance &WS User Service

Bundle Description as specified in [26.346]
section 5.2.2, with the restrictions defined in
section 5.1.2.5 of this spec.

Contains the following attributes:
uri
idRef

If both ‘uri’ and ‘idRef" are present, the
referenced Session Description information
SHALL be identical.

uri A NM/ 0.1 The URI referencing an external resource anyURI
™ containing MBMS-USBD information. This URI
is used for interactive retrieval.
idRef A NM/ 0.1 The id of the referenced ‘SessionDescription’ | anyURI
™ fragment if the fragment is delivered over the

broadcast channel in SGDU, globally unique
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ADPRef E4 NM/TM 0.1 Reference to an Associated@slProcedure for
File and Stream Distribution as specified in
[BCAST10-Distribution] section 5.3.4.
Contains the following attributes:
uri
idRef
If both ‘uri’ and ‘idRef” are present, the
referenced Session Description information
SHALL be identical.
uri A NM/ 0.1 The URI referencing an external resource anyURI
™ containing AssociatedDeliveryProcedure for File
and Stream Distribution. This URI is used for
interactive retrieval.
idRef A NM/ 0.1 The id of the referenced 'SessionDescription’ | anyURI
™ fragment if the fragment is delivered over the
broadcast channel in SGDU, globally unique
FileDescripti | E3 NO/ 0.1 File metadata for file delivery sessions.
on ™ This element SHALL be provided when ALC is
used. This element SHALL NOT be used in
conjunction with FLUTE.
The network SHALL support ‘FileDescription’
element and all its sub-elements and attributes| if
ALC is used for File Distribution function.
Contains the following attributes:
Content-Type
Content-Encoding
FEC-OTI-FEC-Encoding-ID
FEC-OTI-FEC-Instance-ID
FEC-OTI-Maximum-Source-Block-Length
FEC-OTI-Encoding-Symbol-Length
FEC-OTI-Max-Number-of-Encoding-Symbols
FEC-OTI-Scheme-Specific-Info
Contains the following elements:
File
Content- A NO/ 0.1 See RFC 3926, section 3.4.2 string
Type ™
Content- A NO/ 0.1 See RFC 3926, section 3.4.2 string
Encoding ™
FEC-OTI- A NO/TM 0.1 See RFC 3926, section 3.4.2 unsigned
FEC- e
Encoding-ID
FEC-OTI- A NO/ 0.1 See RFC 3926, section 3.4.2 unsigned
FEC- ™ ng
Instance-ID
FEC-OTI- A NO/ 0.1 See RFC 3926, section 3.4.2 unsigned
Maximum- ™ ng
Source-
Block-
Length

By
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FEC-OTI- A NO/ 0.1 See RFC 3926, section 3.4.2 unsigned
Encoding- ™ ng
Symbol-
Length
FEC-OTI- A NO/ 0.1 See RFC 3926, section 3.4.2 unsigned
Max- ™ ng
Number-of-
Encoding-
Symbols
FEC-OTI- A NO/TM 0.1 This attribute MAY be used to commuatie FEC | base64Binar
Scheme- information which is not adequately representedy
Specific-Info by the other attributes related to FeC.
File E4 NM/ 1..N Parameters of a file.
™
Contains the following attributes:
Content-Location
TOI
Content-Length
Transfer-Length
Content-Type
Content-Encoding
Content-MD5
FEC-OTI-FEC-Encoding-ID
FEC-OTI-FEC-Instance-ID
FEC-OTI-Maximum-Source-Block-Length
FEC-OTI-Encoding-Symbol-Length
FEC-OTI-Max-Number-of-Encoding-Symbols
FEC-OTI-Scheme-Specific-Info
Content- A NM/ 1 See RFC 3926, section 3.4.2 anyURI
Location ™
TOI A NM/ 1 See RFC 3926, section 3.4.2 positiveln
™ ger
Content- A NO/ 0.1 See RFC 3926, section 3.4.2 unsigned
Length ™ ng
Transfer- A NO/ 0.1 See RFC 3926, section 3.4.2 unsigned
Length ™ ng
Content- A NO/ 0.1 See RFC 3926, section 3.4.2 string
Type ™
Content- A NO/ 0.1 See RFC 3926, section 3.4.2 string
Encoding ™
Content- A NO/ 0.1 See RFC 3926, section 3.4.2 base64B
MD5 ™ y
FEC-OTI- A NO/TM 0.1 See RFC 3926, section 3.4.2 unsigned
FEC- e
Encoding-ID
FEC-OTI- A NO/ 0.1 See RFC 3926, section 3.4.2 unsigned
FEC- ™ ng
Instance-ID
FEC-OTI- A NO/ 0.1 See RFC 3926, section 3.4.2 unsigned
Maximum- ™ ng
Source-
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Block-
Length
FEC-OTI- A NO/ 0.1 See RFC 3926, section 3.4.2 unsigned
Encoding- ™ ng
Symbol-
Length
FEC-OTI- A NO/ 0.1 See RFC 3926, section 3.4.2 unsigned
Max- ™ ng
Number-of-
Encoding-
Symbols
FEC-OTI- A NO/TM 0.1 This attribute MAY be used to commuatie FEC | base64Binar
Scheme- information which is not adequately representedy
Specific-Info by the other attributes related to FeC.
UnicastServi| E2 NM/ 0..N This element indicates which server and/or
ceDelivery ™ protocol is used for delivery of service over
Interaction Channel.
Contains the following attribute:
type
Contains the following elements:
AccessServerURL
SessionDescription
type A NM/ 1 Specifies transport mechanism that is used fsr|tlunsignedByt
™ access. e
0-HTTP
1-WAP1.0
2- WAP 2.x
3- Generic RTSP to initialize RTP delivery
4- RTSP to initialize RTP delivery as per 3GPP-
PSS (3GPP packet-switched streaming serviceg)
5- RTSP to initialize RTP delivery as per 3GPP2-
MSS (3GPP2 multimedia streaming services)
6 - FLUTE over Unicast
7-127 Reserved for future use
128-255 Reserved for proprietary use
Note: Specification or negotiation of ports used
for unicast service delivery is handled by the used
unicast distribution mechanisms. For example,
RTSP and PSS based systems (values 3 and 4) do
port negotiation within the RTSP signalling
exchange.
AccessServel E3 NM/ 0..N Server URL which the terminal can use to anyURI
rURL ™ construct the URL to receive the service via the

Interaction Network as specified in section 5.5
and 6.5 of [BCAST10-Distribution].If there are
multiple instances of AccessServerURL signallgd,
the terminal SHALL randomly select one of them,
and keep using it for the duration of the session.
In case of HTTP, this element SHALL contain the
fields ‘http’ and ‘host’ according to [RFC 2616]

and MAY contain the fields ‘port’, ‘abs_path’ and
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‘query’. In case of RTSP, this element SHALL
contain the fields ‘rtsp’ and ‘host’ according to
[RFC 2326] and MAY contain the fields ‘port’
and ‘abs_path’.

Note that this information MAY be
complemented or overridden by information
signalled in the ‘contentLocation’ attribute in th
‘Schedule’ fragment, or the ‘VideoURI’,
‘AudioURI’, and ‘PictureURI’ elements in the
‘PreviewData’ fragment. See sections 5.5.2 an
6.5 in [BCAST10-Distribution] for information
how the RTSP Request-URI and the HTTP UR|
are constructed from this element and said the
‘contentLocation’ attribute.

If ‘type’ attribute has one of the values “3”, “ét
“5” either E3 element ‘SessionDescription’ or E
element ‘AccessServerURL’ or both SHALL be
instantiated.

D

[eY)

E3 NM/

™

SessionDesc 0..1

ription

Reference to or inline copy of a Session
Description information associated with this
‘Access’ fragment that the media application in
the terminal uses to access the service.

Note: a referenced ‘SessionDescription’ fragmé
may be delivered in two ways: via broadcast or
via fetch over interaction channel.

In the case of fetch over interaction channel, th
‘SessionDescription’ fragment can be acquired
accessing the URI (given as attribute of the
different Session Description reference elemen

Contains the following elements:
SDP

SDPRef

USBDRef

ADPRef

The presence of elements ‘SDP’, ‘'SDPRef’, an
USBDRef are mutually exclusive. This is
enforced in the XML schema by using <choices:

2Nt

by

ts).

\'4

If ‘SessionDescription’ E3 element is instantiated,

and the ‘type’ attribute has one of the values “3
“4” or “5”, the terminal MAY use it to acquire
Session Description information (including RTS
Control URL) via broadcast channel or interact
channel using ‘SDPRef" or use inlined SDP (E4
element ‘SDP’), instead of fetching Session

Description information via RTSP. Further, in thi

case, ‘AccessServerURL’ E3 element MAY NQ
be present.

If ‘type’ attribute has one of the values “3”, “ét
“5” either E3 element ‘SessionDescription’ or E
element ‘AccessServerURL’ or both SHALL be

[eY)
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instantiated.

SDP E4 NM/ 0.1 An inlined Session Description in SDP format | string
™ [RFC 4566] that SHALL either be embedded in a
CDATA section or base64-encoded.

Contains the following attribute:
encoding

encoding A NM/TM 0.1 This attribute signals theythe Session string
Description has been embedded:

e It SHALL NOT be present when the
Session Description is embedded into a
CDATA section.

e It SHALL be present and set to “base64
in case the Session Description is
base64-encoded.

SDPRef E4 NM/ 0.1 Reference to a Session Description in SDPdbrm
™ [RFC 4566]
Contains the following attributes:
uri
idRef

If both ‘uri’ and ‘idRef" are present, the
referenced Session Description information
SHALL be identical.

uri A NM/ 0.1 The URI referencing an external resource anyURI
™ containing SDP information. This URI is used for
interactive retrieval. The terminal SHALL support
HTTP URI for this purpose.

=

idRef A NM/ 0.1 The id of the referenced ‘SessionDescription’ | anyURI
™ fragment if the fragment is delivered over the
broadcast channel in SGDU, globally unique
USBDRef E4 NM/TM 0.1 Reference to an instance &S User Service

Bundle Description as specified in [26.346]
section 5.2.2, with the restrictions defined in
section 5.1.2.5 of this spec.

Contains the following attributes:
uri
idRef

If both ‘uri’ and ‘idRef" are present, the
referenced Session Description information
SHALL be identical.

uri A NM/ 0.1 The URI referencing an external resource anyURI
™ containing MBMS-USBD information. This URI
is used for interactive retrieval.
idRef A NM/ 0.1 The id of the referenced ‘SessionDescription’ | anyURI
™ fragment if the fragment is delivered over the
broadcast channel in SGDU, globally unique
ADPRef E4 NM/TM 0.1 Reference to an Associated@slyProcedure for
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File and Stream Distribution as specified in
[BCAST10-Distribution] section 5.3.4.
Contains the following attributes:
uri
idRef
If both ‘uri’ and ‘idRef are present, the
referenced Session Description information
SHALL be identical.
uri A NM/ 0.1 The URI referencing an external resource anyURI
™ containing AssociatedDeliveryProcedure for File
and Stream Distribution. This URI is used for
interactive retrieval.
idRef A NM/ 0.1 The id of the referenced 'SessionDescription’ | anyURI
™ fragment if the fragment is delivered over the
broadcast channel in SGDU, globally unique
KeyManage | E1 NM/ 0..N Information of Key Management
mentSystem ™ System(s)(KMS) that can be used to contact the
BCAST Permissions Issuer and, in case of the
SmartCard Profile whereby GBA is used for
SMK derivation, whether GBA_U is mandatory
or whether either GBA_ME or GBA_U can be
used.
Note that the BCAST Permissions Issuer can
support more than one KMS.
If KeyManagementSystem is not instantiated, i
means neither Service nor Content Protection is
applied” to the access method declared by the
parent fragment.
Multiple occurrences of
‘KeyManagementSystem’ elements are allowed
within this fragment only if all of the
‘KeyManagementSystem’ elements have
different ‘kmsType’ attribute.
Contains the following elements:
ProtectionKeylD
PermissionsissuerURI
TerminalBindingKeyID
Contains the following attributes:
kmsType
protectionType
kmsType A NM/ 1 Identifies the type of Key Management
™ System(s)(KMS). Possible values: unsignedByt
0. oma-bcast-drm-pki e
Indicates OMA BCAST DRM profile (Public Key
Infrastructure)
1. oma-bcast-gba_u-mbms
Indicates BCAST Smartcard profile using
GBA_U (Symmetric Key Infrastructure)
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2. oma-bcast-gba_me-mbms

Indicates BCAST Smartcard profile using
GBA_ME

3. oma-bcast-prov-bcmcs

Indicates provisioned 3GPP2 BCMCS SKI
4 -127 Reserved for future use

128 — 255 Reserved for proprietary use

protectionTy | A NM/ 1
pe ™

Specifies the protection type offered by the KM
Values:

0. Content protection only, as defined by the
LTKM

(protection_after_reception in STKM = 0x00 or
0x01 [BCAST10-ServContProt])

1. Service protection only
(protection_after_reception in STKM = 0x03
[BCAST10-ServContProt])

2. Content protection as defined by LTKM, plus
playback of protected recording permission
(protection_after_reception in STKM = 0x02
[BCAST10-ServContProt])

3 - 127 Reserved for future use

128 — 255 Reserved for proprietary use

This attribute may also be used for presentatio
purpose to users, to indicate whether the conte
item(s), associated with the referenced Schedy
by this ‘Access’ fragment, is protected or not.

SunsignedByt
e

-

le

Permissionsl| E2 NM/TM 1

ssuerURI

The semantics of this element are depatdn
the type of the key management system.

In case of the DRM Profile, the value of this
element corresponds to the ‘RightsissuerURL’
defined by [DRMDRM-v2.0].

In case of the Smartcard profile, this element
represents the address where the terminal
performs the following three service provisionin
procedures:

* Registration Procedure
(section 5.1.6.7 in [BCAST10-Services])

e LTKM Request Procedure
(Section 5.1.6.8 in [BCAST10-Services])
and

» Deregistration Procedure (section 5.1.6.
in [BCAST10-Services]).

In case the terminal needs to issue service
provisioning messages other than three listed
above, the terminal SHALL send these request
the address given by the ‘PurchaseURL’ eleme
of the corresponding ‘PurchaseChannel’

anyURI

S to
nt

fragment.
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For both the Smartcard and the DRM profile, if
Adapted PDCF is used, the value of this eleme
gives the value of the ‘RightsissuerURL’ or
‘KeylssuerURL’ as specified for the Adapted
PDCEF file format (section 8.3.2 in [BCAST10-
ServContProt)).

In the case of the Smartcard Profile, the hostna
part of the URI is the Fully Qualified Domain
Name of the BSM.

In the case of (U)SIM Smartcard Profile, the pa
component of PermissionsissuerURI SHALL b¢
equal to ‘’/keymanagement’, and the terminal
SHALL append a ‘requesttype’ parameter to th
URI, with a value set to ‘register’, ‘deregister’ o
‘msk-request’ for respectively registration,
deregistration and LTKM request procedure. In
this case, the resulting Request-URI SHALL be

compliant with respectively sections G.2.1, G.2,

and G.2.3 of [3GPP TS 33.246 v7]. As specifie
in [3GPP TS 33.246 v7], the terminal MAY add
additional URI parameters to this Request-URI

ime

h

—

1%

4%

o8

ProtectionKe
yID

E2

NO/
TO

0..N

Key identifier needed to access protectederint
This information allows the terminal to determir
whether or not it has the correct key material td
access services within a Purchaseltem. In a
scenario where this fragment is shared among
multiple service providers, different key
identifiers from the different service providers t
access this specific protected service/content n
be mixed in this element and the terminal
SHOULD be able to sort out the key identifiers
associated with the terminal’s affiliated service
provider based on the Key Domain ID. How thi
is used is out of scope and is left to
implementation.

The network and terminal SHALL support this
element in case the Smartcard Profile is suppo
[BCAST10-ServContProt].

The protection key identifiers to access a speci
service or content item SHALL only be signalle
in one of the following fragment types: 'Service
‘Content’, 'Purchaseltem’, 'PurchaseData’ or
'‘Access' fragments, but not mixed.

Contains the following attribute:
type

base64Binar
&

=4

nay

12}

rted

fic
d

type

NM/TM

Type of ProtectionKeylD:

0: ProtectionKeylD = Key Domain 1D
concatenated with SEK/PEK ID, where both
values are as used in the Smartcard Profile

unsignedByt
e

[BCAST10-ServContProt].
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The Terminal MAY use the ProtectionKeylID to
determine whether it already has SEK/PEK
required to access the related service. The
Terminal MAY use this information to indicate t
the user which services can currently be acces
The Terminal SHALL not use the SEK/PEK ID
the ProtectionKeylID to request a missing SEK.
is possible for the Terminal to request missing
SEK based on the information from the secure
function after the STKM decryption has been
failed.

1-127 Reserved for future use
128-255 Reserved for proprietary use

sed.
n
It

TerminalBin
dingKeylD

E2

NO/
TO

0.1

Number identifying the Terminal Binding Key |
(TBK ID) that is needed to access the service.
If the element is absent, no TerminalBindingKe
is used.

Both the network and the terminal with the
Smartcard Profile SHALL support this element,
is TM for terminals with the smartcard profile.

This element does not apply to the DRM profilg.

Contains the following attribute:
tbkPermissionslssuerURI

DunsignedIint

y

t

tbkPermissio
nslssuerURI

NO/
™

0.1

Specifies the Permissions Issuer URI for the
TerminalBindingKey if it is different from the
‘PermissionsissuerURI’ sub-element of the
‘KeyManagementSystem’ element.

If the attribute is not present the same
‘PermissionslissuerURI’ indicated for
KeyManagementSystem is used to acquire bot]
SEK / PEK and TerminalBindingKey.

anyURI

-

Encryption
Type

El

NM/
™

0..N

Specifies which encryption methods the tertnin
is to be able to support in order to utilize this
Access. Contains the same value as
traffic_protection_protocol signalled in STKM.

0 - IPsec

1-SRTP

2 — ISMACryp

3-DCF

4- 255 — Reserved for future use.

If this element is not present, this Access is not
encrypted.

aunsignedByt
e

ServiceRefer
ence

El

NM/
™

0..N

Reference to the ‘Service’ fragment(s) to wahic
the ‘Access’ fragment belongs.

Either one of ‘ServiceReference’ or
‘ScheduleReference’, or neither, but not both
SHALL be instantiated.

Each ‘Service’ fragment SHALL be associated
at least one ‘Access’ fragment to enable the

to

terminal to access the Service.
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A single ‘Access’ fragment MAY reference to
multiple ‘Service’ fragments. This is used when
there are several independent descriptions of g
single Service.

idRef A NM/ 1
™

Identification of the ‘Service’ fragment whichigh
‘Access’ fragment is associated with.

anyURI

ScheduleRef| E1 NM/ 0..N
erence ™

Reference to the ‘Schedule’ fragment(s) tockhi
the ‘Access’ fragment belongs.

This provides a reference to a ‘Schedule’
fragment to temporarily override the default
‘Access’ fragment of the Service addressed by
Schedule.

Either one of ‘ServiceReference’ or
‘ScheduleReference’, or neither, but not both
SHALL be instantiated. Note: Implementation i
XML Schema using <choice>.

Contains the following attribute:
idRef

Contains the following element:
DistributionWindowID

the

idRef A NM/ 1
™

Identification of the ‘Schedule’ fragment which
the ‘Access’ fragment relates to.

anyURI

Distribution | E2 NO/ 0..N
WindowlID ™

Relation reference to the DistributionWindowl[
to which the ‘Access’ fragment belongs.

The ‘DistributionWindowlID’ element declared in

this element SHALL be the complete collection
or a subset of the DistributionWindow ids
declared in the ‘Schedule’ fragment, to which
‘idRef’ reference belongs.

unsignedint

TerminalCap| E1 NO/ 0.1
abilityRequir ™
ement

Terminal capabilities needed to consume the
service or content.

This element provides a hint to the terminal of
what is needed to apply the consumption meth
represented by this ‘Access’ fragment. It is out
scope of this specification how the terminal
applies this information.

For video and audio, the media type and the
related media type attributes in the Session
Description information signal the audio/video
decoder. Additionally, this element provides a
hint on the decoder requirements to the termin
that it can use without inspecting the Session
Description information. For initiation of the
media consumption session, the parameters
defined in the Session Description information
SHALL take priority.

It is RECOMMENDED that the complexities of
the audio/video streams are described here if t
differ from the complexities which can be derive
from the media type attributes in the Session

od
of

=

hey
pd

Description information (e.g. level
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Contains the following elements:
Video

Audio

DownloadFile

Video

E2

NO/
™

0.1

Video codec capability related requirements

Contains the following elements:
MIMEType
Complexity

MIMEType

E3

NO/
™

0.1

MIME Media type of the video.
If the complexities that can be derived from the
MIMEType element and the codec parameters
below differ from the parameters defined under
the ‘Complexity’ element below, then the
parameters defined under the ‘Complexity’
element SHALL take priority.

Contains the following attribute:
codec

string

codec

NO/
™

0.1

The codec parameters for the associated MIM
Media type. If the MIME type definition specifie
mandatory parameters, these MUST be includé¢
in this string. Optional parameters containing
information that can be used to determine as ta
whether the terminal can make use of the med
SHOULD be included in the string. One examp
of the parameters defined for video/3GPP,
video/3GPP?2 is specified in [RFC4281].

Estring

S

ed

le

Complexity

E3

NM/
™

0.1

The complexity the video decoder has to deal
with.

It is RECOMMENDED that this element is

included if the complexity indicated by the MIME

type and codec parameters differs from the act
complexity.

Contains the following elements:
Bitrate

Resolution

MinimumBufferSize

ual

Bitrate

E4

NO/
™

0.1

The total bit-rate of the video stream.

Contains the following attributes:
average
maximum

average

NO/
™

0.1

The average bit-rate in kbit/s

unsigned$

ort

maximum

A

NO/
™

0.1

The maximum bit-rate in kbit/s

unsigned9
ort

Resolution

E4

NO/

0.1

The resolution of the video.
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™

Contains the following attributes:
horizontal

vertical

temporal

horizontal

NM/
™

The horizontal resolution of the video in pixels.| unsignedSh

ort

vertical

NM/
™

The vertical resolution of the video in pixels.

nsignedSh

ort

temporal

NM/
™

The maximum temporal resolution in frames perdecimal

second.

MinimumBu
fferSize

E4

NO/
™

0.1

The minimum decoder buffer size needed to
process the video content in kbytes.

unsignedInt

Audio

E2

NO/
™

0.1

The audio codec capability.

Contains the following elements:
MIMEType
Complexity

MIMEType

E3

NO/
™

0.1

MIME Media type of the audio.

If the complexities that can be derived from the
MIMEType element and the codec parameters
below differ from the parameters defined under
the ‘Complexity’ element below, then the
parameters defined under the ‘Complexity’
element SHALL take priority.

Contains the following attribute:
codec

string

codec

NO/
™

0.1

The codec parameters for the associated MIMEstring

Media type. If the MIME type definition specifies
mandatory parameters, these MUST be included
in this string. Optional parameters containing

information that can be used to determine as ta
whether the terminal can make use of the media
SHOULD be included in the string. One example
of the parameters defined for audio/3GPP,
audio/3GPP2 is specified in [RFC4281].

Complexity

E3

NM/
™

0.1

The complexity the audio decoder has to deal
with.

Itis RECOMMENDED that this element is
included if the complexity indicated by the MIME

type and codec parameters differs from the actual

complexity.

Contains the following elements:
Bitrate
MinimumBufferSize

Bitrate

E4

NO/
™

0.1

The total bit-rate of the audio stream.
Contains the following attributes:
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average
maximum

average

NO/
™

0.1

The average bit-rate in kbit/s

ort

unsigned$s

maximum

NO/
™

0.1

The maximum bit-rate in kbit/s

unsigned$
ort

bh

MinimumBu
fferSize

E4

NO/
™

0.1

The minimum decoder buffer size needed to
process the audio content in kbytes.

unsignedint

DownloadFil
e

E2

NO/
™

0.1

The required capability for the download files

Contains the following elements:
MIMEType

MIMEType

E3

NM/
™

1..N

Assuming a download service consists of @ket
files with different MIME types which together
make up the service, the terminal must support
of these MIME types in order to be able to pres
the service to the user.

The format of this string

» SHALL follow the ‘Content-Type’
syntax defined in [RFC 2045].

» Additionally the ‘Content-Type’ MAY
be augmented as defined in [RFC 428

In the latter case the ‘Content-Type’ SHALL
begin by

« “audio/3gpp”,

e ‘“audio/3gpp2”,

« ‘“video/3gpp”,

* ‘“video/3gpp2”

Contains the following attribute:
codec

string

all
ent

codec

NO/
™

0.1

The codec parameters for the associated MIM
Media type.

If the file's MIME type definition specifies

mandatory parameters, these MUST be include

in this string. Optional parameters containing
information that can be used to determine as tg
whether the terminal can make use of the file
SHOULD be included in the string. One examp
of the parameters defined for audio/3GPP,
audio/3GPP2, video/3GPP, video/3GPP2 is
specified in [RFC4281].

Estring

2d

le

BandwidthR
equirement

El

NO/
™

0.1

Specification of needed network bandwidth in
kbit/s to the access channel described in this
fragment.

A broadcast service can include multiple
accessible streams (same content) with differe
bandwidth, so that the terminal can make a cha
depending on its current reception condition.

unsignedint

ice

ServiceClass|

El

NM/
™

The ServiceClass identifies the class of service
This identification is more detailed than the

2. string
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‘ServiceType’ element in the ‘Service’ fragmen
and allows the association of service / access
combination to specific applications.

The Terminal SHALL be able to interpret the

ServiceClasses as defined in OMNA registry (see

Appendix E).

Contains the following element
ReferredSGinfo

0. unspecified

ReferredSGIn| E2 NM/ 0.1 Specifies the additional information for referred
fo ™ Service Guide. This element SHALL be present
only when ‘ServiceClass’ is
“urn:oma:bcast:oma_bsc;csg:1.0” or
“urn:oma:bcast.oma_bsc:sg:1.0".
Contains the following elements:
BSMSelector
SPName
Service
BSMSelector | E3 NMm/ 0..N Specifies the BSM associated with the referred
™ Service Guide.
Contains the following attribute:
idRef
idRef A NM/TM 1 Reference to the identifier of tB&MSelector anyURI
declared within the ‘BSMList’ in the
ServiceGuideDeliverDescriptor which is used for
receiving this fragment.
SPName E3 NO/TM 0.N Provides a user readable name for Service string
Provider, possibly multiple language.
This element can be used to provide informatiothéo
user for selecting relevant referred Service Guide.
Service E3 NM/TM 0.1 The value of this field istfragment ID of the anyURI
‘Service’ fragment related to the referred Service
Guide.
PreviewData| E1 NM/ 0..N Reference to the ‘PreviewData’ fragment which
Reference ™ specifies the preview data (Eg. picture, video,c|ip
or low-bit rate stream).associated with this access
It is possible that there are more than one
PreviewDataReference instances associated with
the same fragment, in which case, the values“qf
"usage" attributes of these PreviewDataReference
instances SHALL be different.
Contains the following attributes:
idRef
usage
idRef A NM/ 1 Identification of the ‘PreviewData’ fragment anyURI
™ which this fragment associated with.
usage A NM/ 1 Specifies the usage of the associated preview | unsignedByt
™ data. Possible values: e
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1. Service-by-Service Switching

2. Service Guide Browsing

3. Service Preview

4. Barker

5. Alternative to blackout

6-127. reserved for future use
128-255. reserved for proprietary use

The explanation and limitation on the above
preview data usages is specified in section 5.7

Notification
Reception

El

NM/
™

0.1

Reception information for service-specific
Notification Messages.

In case of delivery over Broadcast channel,
‘IPBroadcastDelivery’ specifies the address
information for receiving Notification message.
In case of delivery over Interaction channel,
‘RequestURL’ specifies address information fo
subscribing notification, ‘PollURL’ specifies
address information for polling notification.

If this element is present, at least one of the
elements “IPBroadcastDelivery”, “RequestURL|
or “PollURL” SHALL be present.

Contains the following elements:
IPBroadcastDelivery

RequestURL

PollURL

IPBroadcast
Delivery

E2

NM/TM

0.1

Provides IP multicast address and pomber for
reception of Notification Messages over the
broadcast channel.

The ‘port’ is MANDATORY in both Network
and Terminal because a designated UDP Port
to be used to deliver the Notification Message
through an on-going session or the designated
session while the ‘address’ is OPTIONAL to be
used for the delivery of Notification Messages
through the designated multicast or broadcast
session.

In case the ‘address’ attribute is not provided tt
destination address provided by this access
fragment SHALL be assumed.

Contains the following attributes:

port

address

has

e

port

NM/
™

Service-specific Notification Message delivery
UDP destination port number, delivery over
broadcast channel.

unsignedint

address

NM/
™

0.1

Service-specific Notification Message deliviRy
multicast address, delivery over broadcast
channel.

string

RequestURL

E2

NM/
™

0.1

URL through which the terminal can subscribe
service-specific Notification Messages.

tanyURI

PollURL

E2

NM/
™

0.1

URL through which the terminal can poll seevig

anyURI

specific Notification Messages.
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PrivateExt El NO/ 0.1 An element serving as a container for proprietary
TO or application-specific extensions.
<proprietary | E2 NO/TO 0..N Proprietary or application-specifieraents that
elements> are not defined in this specification. These
elements may further contain sub-elements or
attributes.
5.1.2.5 Session Description Information

The Session Description information MAY be direatbntained in the associated ‘Access’ fragmenttheny such
information, in the form of ‘SessionDescriptionagments MAY be referenced by ‘idRef attribute lire tassociated
‘Access’ fragment, and encapsulated into a SGDUfoadcast delivery. Finally, ‘SessionDescriptitmgments MAY be
referenced from the associated ‘Access’ fragmerihbyuri’ attribute containing an absolute URI piing to an external
resource which is fetched via the interaction clehnn

5.1.25.1 SessionDescription fragment

An ‘Access’ fragment MAY reference zero or more sSienDescription’ fragments by reference inside the
‘SessionDescription’ element in the following manne

- via the SDPRef element, the ‘Access’ fragment MAYerence zero or one ‘SessionDescription’ fragmertstaining
Session Description information, formatted accagdim the syntax of Session Description ProtocolRp[RFC 4566],
or

- viathe USBDRef element, the ‘Access’ fragment M#Aeference zero or one ‘SessionDescription’ fragmenntaining
MBMS User Service Bundle Descriptions (USBD) asciffed in [26.346] section 5.2.2, or

- via the ADPRef element, the ‘Access’ fragment MAafaerence zero or one ‘SessionDescription’ fragmeatgaining
associated delivery procedure description inforamatis specified in [BCAST10-Distribution] sectior8 4., formatted
in XML.

The following rules are applicable to associatei/dey procedures:

- In case of associated delivery procedures relatéitetdelivery (section 5.3 of [BCAST10-Distribati]), in the context
of one ‘SessionDescription’ instance

- If an MBMS User Service Bundle Description (USBB)irovided, the Associated Delivery Procedure detson
MAY be provided as part of the USBD, but SHALL N®€ provided through the ‘ADPRef’ element.

- Ifan ‘SDP’ or an ‘SDPRef’ element is provided, nhthe Associated Delivery Procedure description M#eY
provided through the ‘ADPRef’ element, but SHALL N®e provided as part of an MBMS USBD.

- In case of associated delivery procedures relatstiéam delivery (section 6.3 of [BCAST10-Disttibun])
- The Network MAY provide an Associated Delivery Pedare description either
- conformant with section 6.3.1 of [BCAST10-Distritart], through the ‘ADPRef’ element, or
- conformant with [26.346] and embedded in an MBM3B0OS

- but SHALL NOT provide both in the same ‘UnicastSeeDelivery’ instance of an ‘Access’ fragment

The following rules are applicable to file delivesgssions over the interaction channel:

- In order to declare such session, one or morerinetaof the ‘UnicastServiceDelivery’ element SHAh& provided.
Each of those instance SHALL be provided accortiingne of the following options:

- either along with an ‘AccessServerURL’ element #rel‘type’ attribute set to 0, 1, or 2, or
- along with a ‘SessionDescription’ element and tigpée’ attribute set to 6.

- An ‘Access’ fragment MAY provide more than one filelivery method over the interaction channel tgiothe use of
multiples instances of the ‘UnicastServiceDelivezsi¢ment.
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The following rules are applicable to stream delnsessions over the interaction channel:

- In case a ‘UnicastServiceDelivery’ element providesgeral instances of the ‘AccessServerURL’ eleftaose
instances SHALL provide URLs with the same protamiieme.

- In case a ‘UnicastServiceDelivery’ element providéSesssionDescription’ element, and one or mwtances of the
‘AccessServerURL’ that use the ‘rtsp’ protocol stiee no assumption is made regarding how the tefrag@tacts one
the two signalling methods. The network SHOULD eadhat the signalling provided through the ‘Ac@mverURL’
and the ‘SessionDescription’ element will leadite same terminal behaviour.

The following applies to the SDP-formatted ‘SesEiesacription’ fragment.

- For IPv6 support in SDP, RFC 3266 is used.

- For IPv4 support in SDP, RFC 4566 is used.

- ‘SessionDescription’ fragments MAY also containatlSDP extensions.

- If the SDP contains multiple media sections wite #ame media identifier (e.g. m=audio... or m=vidgathen the
selection between the media section to be usellebietminal SHALL be according to section 7.2.1.

The Session Description information SHALL be praddising either syntax of SDP in text format, eotlgh a 3GPP
MBMS User Service Bundle Description (USBD) [3GP® 26.346]. BCAST device SHALL support SDP and MAY
support USBD. The MBMS USBD as used in BCAST SHAldntain zero or one reference to FEC Repair Stream
Description and SHALL contain one UserServiceDgdin (USD). Each USD SHALL refer to one or more
DeliveryMethods (DM), and SHALL contain zero or maccessGroup elements (those containing accessRdaments).
Each DM SHALL refer to zero or one AssociatedDealjfrrocedureDescriptions, and SHALL refer to one
SessionDescription, and SHALL NOT refer to any SigDescription.

5.1.25.2 Session Description for broadcast streame  d media session

The SessionDescription SHALL provide the followipgrameters:

- Destination IP address and port number for eachianiedhe session
- The start time and end time of the session

- The transport protocol used

- Media types and media formats

- Data rates using SDP bandwidth modifiers

Additionally, the Session Description MAY provideetfollowing parameters:

- The sender IP address

- The mode of MBMS bearer per media

- FEC configuration and related parameters

- Initial buffering delay, using the ‘min-buffer-tirhattribute as specified in [ETSI 102 472] sect®f.4.
- Service protection parameters as defined in [BCABS&rvContProt]

- Declaration of subtitling / closed captioning paedens

For the above parameteres, either SDP [RFC 456&essionDescription’ fragments in MBMS user seevil@scription of
MBMS User Service Bundle Description (MBMS-USBDY[2346], or [ETSI 102 472] section 5.2 SHALL be used
describe a broadcast streamed media session. Ampéxé given below. If subtitling is provided tB®P signaling as
defined in [RFC 4396] SHALL be used and the TerhBI4ALL be able to interpret the signalling.

Each media line (m=<media> <port> <transport> digtt) in the SDP indicates a payload type whichxpressed using a
<fmt list> sub-field. If the type definition spei@f mandatory parameters, these MUST be includ#tkipayload type
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associated attributes. Optional parameters continformation that can be used to determine aghiether the decoder
installed in the terminal can decode the streantéirSHOULD be included in the payload type asgediattributes

SDP Example:

v=0

0=- 424 3292855200 IN IP6 FF15:0:0:0:0:0:81:1BC

s=Unencrypted Mobile TV Example

c=IN IP6 FF15:0:0:0:0:0:81:1BD

t=00

m=audio 49172 RTP/AVP 96

b=AS:64

a=rtpmap:96 mpeg4-generic/32000

a=fmtp:96 streamtype=5; profile-level-id=15; mode=AAC-hbr; config=1290; SizeLength=13;IndexLength=3;
IndexDeltaLength=3; Profile=1;

m=video 49170 RTP/AVP 97

b=AS:250

a=rtpmap:97 H264/90000

a=fmtp:97 profile-level-id=42c00d; packetization-mode=1;sprop-parameter-sets=Z0LADZtAoPiA,aN4liA==;
m=video 49174 RTP/AVP 98

a=rtpmap:98 3gpp-tt/1000

a=fmtp:98 sver=60;tx=20;ty=200;width=200;height=50; max-w=720;max-h=576

5.1.2.5.3 Session Description for broadcast file de  livery session

The ALC specification [RFC 3450] describes requiaed optional parameters for an ALC session andara&bcriptions.

The FLUTE specification [RFC 3926] also statesta$eequired and optional parameters for descglair-LUTE session.
This section specifies the Session DescriptionguSIDP for both ALC and FLUTE sessions that is Usedile distribution

sessions. The formal specification of the pararsesegiven in ABNF [RFC 2234].

5.1.2.5.3.1Session Descriptors for FLUTE Sessions

The Session Description for FLUTE sessions SHALbvjde the following parameters:

- Sender IP address

- The number of channels in the session

- Destination IP address and port number for eachratdan the session, given in the correspondingianiate
- The Transport Session ldentifier of the session

- The file delivery protocol ID

- The start time and end time of the session

Additionally, the Session Description MAY provideetfollowing parameters:
- The mode of MBMS bearer per media

- FEC configuration and related parameters

- Data rates using SDP bandwidth modifiers

The parameters SHALL be formatted according todéfnitions in section 7.3 of [3GPP TS 26.346] ectton 6.1.13 of
[ETSI 102 472].

The Session Description MAY be referenced in an MBWker Service Bundle Description (MBMS-USBD) [2863

Example of FLUTE Session Description:

v=0
o=userl23 2890844526 2890842807 IN IP6 2201:056D%:1 12E:144A:1E24
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s= Example of file delivery session description usi ng FLUTE
i=More information

t=2873397496 2873404696

a=FEC-declaration:0 encoding-id=0;

a=source-filter: incl IN IP6 * 2001:210:1:2:240:96F F:FE25:8EC9
a=flute-tsi:3

a=flute-ch:1

m=application 12345 FLUTE/UDP 0

c=IN IP6 FF1E:03AD°:7F2E:172A:1E24/1

b=AS:64

a=FEC:0

5.1.2.5.3.2Session Descriptors for ALC Sessions

The session parameters defined for FLUTE sessibl#LE also apply for ALC sessions. For these pararetSDP [RFC
4566] SHALL be used.

The Session Description MAY be referenced in an MBWker Service Bundle Description (MBMS-USBD) [268

The parameters for ALC sessions SHALL be formattecbrding to the following syntax and semantics.

Sender IP address

There SHALL be exactly one IP sender address [eedifstribution session, and thus there SHALL bactty one IP source
address per complete file distribution session 8B$tription. The source IP address SHALL be praVviggng a ‘source-
filter’ attribute, which has the following syntas ABNF:

source-filter="a=source-filter: incl IN* SP addrgg SP dest-address SP src-list
addr-type= “IP4” | “IP6”
dest-address="*"
src-list = unicast-address

unicast-address is an IP4 or IP6 address dependiagdr-type.

The following exceptions apply to the source-filter

» Exactly one source address MAY be specified by alftisbute such that exactly one source addregsvén by the
src-list field.

* There SHALL be exactly one ‘source-filter’ attrileyper complete file distribution session SDP detiom, and this
SHALL be in the session part of the Session Desorigi.e., not per media).

Note that the destination address is given asvtiich indicates that the source filter applieslt@eastination addresses.

Number of channels

Multiple channels MAY be used for several purposceivers that are capable of receiving multiplennels
simultaneously can benefit from the delivery ofemtyfiles over multiple channels to receive the &t a faster rate. Multiple
channels can also be used to deliver files witfedtht FEC encodings, so that receivers can s#ledEC code that they
support to receive the file.

The multiple channel attribute parameter indict&ethe receiver the number of channels the sesdgsing in the ALC
session to transmit data. The value specified Isydéscriptor MAY be used by the receiver to cheahsistency of the SDP
by counting the number ofi-lines describing the destinations.

The number of channels is given in SDP syntax foEAessions as follows:

alc-channel-line = “a=alc-ch:” ch CRLF
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ch = integer; integer is defined in [ABNF]

where chis the number of channels used by the senderrertria data in a file distribution session.

Destination IP Address and Port Number per Channel, and Media and Format List

Each channel SHALL be described by the media-lekahnel descriptor. These channel parameters SH&lper channel:
* |P destination address

e Destination port number.

The IP destination address SHALL be defined acogrdo the “connection data” field (“c=") of SDP [RF4566]. The
destination port number SHALL be defined accordioghe <port> sub-field of the media announceméitl f(*m=") of
SDP. The media announcement field is specifiedRifG 4566] as follows:

m=media SP port [*/” integer] SP proto 1*(SP fmt) CRLF

The protocol identifier, which is given by the pyatub-field, SHALL be ALC/UDP for ALC sessions. Thedia sub-field
SHALL be set to “application” and the format lidHALL be set to “0” to indicate that formats are motuse. Only one port
SHALL be defined per media-line, so that there SHAle exactly one media-line per channel.

The presence of an ALC session on a certain chaBiHALL be indicated by using thendine’ in the SDP description as
shown in the following example:

m=application 12345 ALC/UDP 0
c=IN IP6 FF1E:03AD°:7F2E:172A:1E24

Note that the above destination address is an fuicast address.

Transport Session Identifier (TSI)

The combination of the TSI and the IP source addidsntifies the ALC session. Each TSI SHALL unilguiglentify an
ALC session for a given IP source address duriegtithe that the session is active and also forgelanough time before
and after the active session time.

The TSI SHALL be defined according to the SDP kit given below. There SHALL be exactly one ocence of this
descriptor in a complete SDP Session DescriptiahieBHALL appear at session level.

The syntax for an ALC session is given below in ABfdrmat:

alc-tsi-line = “a=alc-tsi:” tsi CRLF
tsi=1*DIGIT
Wheretsi gives the TSI.

Session Timing Parameters

A file distribution session start and end times $HAe defined according to the SDP timing field<"t [RFC 4566].

FEC capabilities and related parameters

A FEC-declaration session-level attribute is defiméhich results in, e.g.:
a=FEC-declaration:0 encoding-id=0

Several FEC-declaration lines MAY be declared har $ame session. The FEC-declaration is OPTIONAbh&formation
may be available elsewhere (e.qg. in the codepaatlér field of LCT header). If this attribute i mged and is not available
elsewhere, the terminal SHALL assume that suppmrtFEC encoding id 0 (Compact No-Code FEC codejuificient
capability to enter the session.
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A new media-level FEC-reference attribute ‘FEC' SHAbe defined to refer to the used FEC declaratlbroan result in,
€.9.;

a=FEC:0

This attribute is used as a short hand to inherit of one or more session-level FEC-declaratiors $pecific media (i.e.
channel).

The syntax for the attributes in ABNF [18] is:
fec-declaration-line = "a=FEC-declaratioretfref SP fec-enc-id [";" SP fec-inst-id] CRLF
fec-ref = 1*3DIGIT (value is the SDP-interndéntifier for FEC-declaration).
fec-enc-id = "encoding-id=" enc-id
enc-id = 1*DIGIT (value is the FEC Encodirg Wised).
fec-inst-id = "instance-id=" inst-id
inst-id = 1*DIGIT (value is the FEC Instankiz used).
fec-line = "a=FEC:" fec-ref CRLF

The SDP declares the default FEC encoding schemadssion level). The FEC encoding scheme may heme&hange
from file to file and this is overwritten by decddions in the EXT_FTI ALC/LCT header, or in File §eiption of the
Service Guide.

Bandwidth Specification

The maximum bit-rate occupied by each channel ef AlbLC session SHALL be specified using the "AS" daidth

modifier [RFC 4566] on media level (i.e. for eadhgse channel). The Application Specific (AS) maxim bandwidth for
an ALC channel SHALL be the largest sum of the sia€ all packets transmitted during any one sedond period,
expressed in kilobits. The size of the packet SHAld the complete packet including the protocol kesd.e. IP, UDP,
ALC/LCT headers and the data payload.

Example of ALC Session Description

v=0
o=user123 2890844526 2890842807 IN 1P6 2201:056D°:1 12E:144A:1E24
s=Example of file delivery session description usin g ALC

i=More information

t=2873397496 2873404696
a=FEC-declaration:0 encoding-id=0;
a=FEC-declaration:1 encoding-id=1;
a=source-filter: incl IN IP6 *2201:056D°:112E:144A: 1E24
a=alc-tsi:3

a=alc-ch :2

m=application 12345 ALC/UDP 0

c=IN IP6 FF1E:03AD°:7F2E:172A:1E24
b=AS:64

a=FEC:0

m=application 12346 ALC/UDP 0

c=IN IP6 FF1E:03AD°:7F2E:172A:1E25
b=AS:64

a=FEC:1
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5.1.2.6

Purchase Item

A purchase item groups one or multiple serviceséms, or schedules associated with specific seswic contents that an
end-user can purchase or subscribe to as a whole.

An instance of the ‘Purchaseltem’ fragment SHALlyoreference one type of ‘Service’, ‘Schedule’, t€ent’, or
‘Purchaseltem’ fragments. This constraint is expedshy the using the ‘choice’ element in the SerGaide XML schema.

Name

Type

Category

Cardinality

Description

Data Type

Purchaselte
m

E

‘Purchaseltem’ fragment
Contains the following attributes:
id

version

validFrom

validTo

globalPurchaseltemID
binaryPurchaseltemID
weight
closed

Contains the following elements:
ServiceReference
ScheduleReference
ContentReference
PurchaseltemReference
ProtectionKeylD

Name

Description

StartTime

EndTime

ParentalRating

DependencyReference
ExclusionReference

PrivateExt

id

NM/
™

ID of the ‘Purchaseltem’ fragment. The value o
this attribute SHALL be globally unique.

fanyURI

version

NM/
™

Version of this fragment. The newer version
overrides the older one starting from the time
specified by the ‘validFrom’ attribute, or as soo

as it has been received if no validFrom attribate i

given.

unsignedIint

n

validFrom

NM/
™

0.1

The first moment when this fragment is vallid.

not given, the validity is assumed to have started

at some time in the past. This field contains the
32bits integer part of an NTP time stamp.

The validFrom time of the Purchaseltem SHAL
be no earlier than the latest of the validFrom
time(s) of the referenced Purchaseltem(s).

unsignedint

validTo

NM/
™

0.1

The last moment when this fragment is vafid. |
not given, the validity is assumed to end in

unsignedIint

undefined time in the future. This field contains
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the 32bits integer part of an NTP time stamp.
The ‘validTo’ time of the Purchaseltem SHALL
be no later than the earliest of the validTo tije
of the referenced Purchaseltem(s).

globalPurcha
seltemID

NM/TM

The globally unique identifier identifyqthe
purchase item described by this fragment. The
‘globalPurchaseltemID’ is used when identifyin
the purchase item during purchase or other
purchase item related actions (see [BCAST10-
Services)).

anyURI

binaryPurch
aseltemID

NO/TO

0.1

A 32-bit identifier generated by BSMentifying

unsignedint

the purchase item described by this fragment. The

binaryPurchaseitemID is used to relate this
purchase item with the corresponding BCRO.

Networks and Broadcast Devices implementing

the DRM Profile [BCAST10-ServContProt]
SHALL support this attribute.

weight

NM/TM

0.1

Intended order of display ofdlpurchase item

unsignedSh

relative to other purchase items as seen by the| et

user. The order of display is by increasing wei
value (i.e., purchase item with lowest weight is
displayed first).
Default: 65535

ght

closed

NM/TM

0.1

If present and value = trudaniicates the
Purchase Item is closed to new subscribers.

If value = false, unspecified.
Default: false.

boolean

ServiceRefer
ence

El

NM/
™

0..N

References to the ‘Service’ fragments which
belong to this Purchaseltem.

Note: a ‘Service’ fragment can be referenced b
multiple Purchaseltems.

Contains the following attribute:
idRef

idRef

NM/
™

Identification of the ‘Service’ fragment whichigh
‘Purchaseltem’ fragment is associated with.

anyURI

ScheduleRef
erence

El

NM/
™

0..N

References to the ‘Schedule’ fragments which
belong to this Purchaseltem.

Note: a ‘Schedule’ fragment can be referenced
multiple ‘Purchaseltem’ fragments.

Contains the following attribute:
idRef

Contains the following element:
PresentationWindowlIDRef

by

idRef

NM/TM

Identification of the ‘Schedule’dgment which
the ‘Purchaseltem’ fragment relates to.

anyURI

Presentation
WindowlIDR
ef

E2

NM/TM

0..N

Relation reference to the Presenttiindow to
which the ‘Purchaseltem’ fragment belongs.
The ‘PresentationWindowIDRef' declared in thi
element SHALL be the complete collection or g
subset of the PresentationWindow ids declared
the ‘Schedule’ fragment, to which the above

unsignedIint

2

n
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Schedule 'idRef reference belongs.

El NM/

™

ContentRefe 0..N

rence

References to the ‘Content’ fragments which
belong to this Purchaseltem.

Contains the following attribute:
idRef

Note: a ‘Content’ fragment can be referenced h
multiple ‘Purchaseltem’ fragments.

idRef A NM/ 1

™

Identification of the ‘Content’ fragment which

this ‘Purchaseltem’ fragment is associated with.

anyURI

Purchaselte | E1 NM/TM 0..N

mReference

References to the ‘Purchaseltem’ fnagts that
are included in the purchase or subscription of
this Purchaseltem, and thus need not be purch
separately.

Note: a ‘Purchaseltem’ fragment can be
referenced by multiple Purchaseltems.

The depth of the ‘Purchaseltem’ tree SHALL
NOT be more than three.

‘Purchaseltem’ fragment referencing other
‘Purchaseltem’ fragments SHALL NOT cause
contradictory or circular reference chains.

The reference to a Purchaseltem SHALL NOT
depend on, nor be excluded by, the subscriptio
other purchaseable Purchaseltem(s), if the latt
Purchaseltem(s) are indeed not subscribed.

Contains the following attribute:
idRef

ased

n to
er

idRef A NM/ 1

™

Identification of the ‘Purchaseltem’ fragment
which this ‘Purchaseltem’ fragment is associat¢
with.

anyURI
2d

ProtectionKe| E1 NO/TO 0..N

yID

Key identifier needed to access mtet content.
This information allows the terminal to determir
whether or not it has the correct key material td
access services within a Purchaseltem.

In a scenario where this fragment is shared am
multiple service providers, different key
identifiers from the different service providers t
access this specific protected service/content n
be mixed in this element and the terminal
SHOULD be able to sort out the key identifiers
associated with the terminal’s affiliated service
provider based on the Key Domain ID. How thi
is used is out of scope and is left to
implementation.

The network and terminal SHALL support this
element in case the Smartcard Profile is suppo
[BCAST10-ServContProt].

The protection key identifiers to access a speci
service or content item SHALL only be signalle
in one of the following fragment types: 'Service

base64Binar
&

ong

D
nay

12}

rted

fic

'Content’, 'Purchaseltem’, 'PurchaseData’ or
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'‘Access' fragments, but not mixed.

Contains the following attribute:
type

type A NM/TM 1

Type of ProtectionKeylID, possiblelvas:

0: ProtectionKeylD = Key Domain ID
concatenated with SEK/PEK ID, where both
values are as used in the Smartcard Profile
[BCAST10-ServContProt]

The Terminal MAY use the ProtectionKeylID to
determine whether it already has SEK/PEK
required to access the related service. The
Terminal MAY use this information to indicate {
the user which services can currently be acces
The Terminal SHALL not use the SEK/PEK ID
the ProtectionKeyID to request a missing SEK.
is possible for the Terminal to request missing
SEK based on the information from the secure
function after the STKM decryption has been
failed.

1-127 Reserved for future use

unsignedByt
e

[®)

sed.

It

128-255 Reserved for proprietary use

Name El NM/ 1.N Name of the Purchaseltem, possibly in multiple string
™ languages. The language is expressed using built-

in XML attribute ‘xml:lang’ with this element.

Description | E1 NM/TM 0..N Description of the purdsitem, possibly in string
multiple languages. The language is expressed
using built-in XML attribute ‘xml:lang’ with this
Element.

StartTime El NM/TM 0.1 The first moment when ttem can be dateTime
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purchased, which is for presentation purposes to

the end user in UTC, using ‘dateTime’ XML
built-in Datatype.

yyyy=year

mm=month

dd=day

T = time separator to clarify the different use of
‘mm’

hh=hour

mm = minutes

EndTime El NM/TM 0.1

The last moment when the itean be purchased

,dateTime

which is for presentation purposes to the end user

in UTC, using ‘dateTime’ XML built-in datatype
yyyy=year

mm=month

dd=day

T = time separator to clarify the different use of
‘mm’

hh=hour

mm = minutes

NM/
™

ParentalRati | E1 0..N

ng

The ParentalRating element defines criteria
parents can use to determine whether the

string

associated item is suitable for access by children,

defined according to the regulatory requirements

of the service area.

This determines the rating level for service
purchase, not the rating level of the actual seryv
consumption.

The terminal SHALL support ‘ParentalRating’
being a free string, and the terminal MAY supp
the structured way to express the parental ratin
level byusing the ‘ratingSystem’ and
‘ratingValueName’ attributes as defined below.

Contains the following attributes:
ratingSystem
ratingValueName

ic

ratingSystem A NO/TM 0.1

Specifies the parentihgasystem in use, in
which context the value of the ‘ParentalRating’
element is semantically defined.

This allows terminals to identify the rating syste
in use in a non-ambiguous manner and act
appropriately.

This attribute SHALL be instantiated when a
rating system is used.

Absence of this attribute means that no rating
system is used (i.e. the value of the
‘ParentalRating’ element is to be interpreted as
free string).

If this attribute is instantiated:
- The value of this attribute SHALL be

unsignedByt
e

m

one of the ‘rating_type’ values as listed
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in the OMA BCAST Parental Rating
System Registry at [OMNA].

- The ‘ParentalRating’ element SHALL
contain the string representation of a
number that is a valid ‘rating_value’ in
this particular rating system.

- This attribute MAY contain the value
‘10’ (OMA BCAST generic rating
scheme), allowing to define a rating
value in a non-registered parental ratin
system. In such case, the
‘ParentalRating’ element SHALL
contain the string representation of a
number between 1 and 255, 1 being th

least and 255 being the most restrictive

rating value. As these values are gene
the human-readable label of that rating
value SHALL be signalled in the
attribute ‘ratingValueName’.

0]

D

ric,

ratingValue | A NO/TM 0.1

Name

The human-readable name of the ratmige
given by this ParentalRating element.

This attribute SHALL be present in case the
‘ratingSystem’ attribute contains the value ‘10'.

string

El NM/

™

Extension 0..N

Additional information related to this fragnten
Contains the following attribute:
url

Contains the following element:
Description

NM/ 1
™

url A

URL containing additional information related t
this fragment.

panyURI

Description | E2 NM/TM 0..N

Description regarding théditional information
which can be retrieved from a web page. The
language is expressed using built-in XML
attribute ‘xml:lang’ with this element

string

End of program guide

Dependency| E1 NO/TO 0..N

Reference

Reference to those ‘Purchaseltengrfrants,
subscription to at least one of which is
REQUIRED before subscription SHOULD be
offered for this Purchaseltem.

The depth of the Purchaseltem tree SHALL NC
be more than three.

‘Purchaseltem’ fragment referencing other
‘Purchaseltem’ fragments SHALL NOT cause
contradictory or circular reference chains.
Contains the following attribute:

idRef

T

idRef A NM/TM 1

Identification of the 'Purchaseltefragment that
is referenced by this element.

anyURI

ExclusionRe| E1 NO/TO 0..N

Reference to those ‘Paseltem’ fragments,
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ference

subscription to which SHOULD NOT be offereg
after the user subscribes to this Purchaseltem.
The depth of the Purchaseltem tree SHALL NC
be more than three.

‘Purchaseltem’ fragment referencing other
‘Purchaseltem’ fragments SHALL NOT cause
contradictory or circular reference chains.
Contains the following attribute:

idRef

T

idRef A NM/TM 1

Identification of the 'Purchaseltefragment that
is referenced by this element.

anyURI

El NO/

TO

PrivateExt 0..1

An element serving as a container for proprieta
or application-specific extensions.

=

Yy

<proprietary | E2 NO/TO 0..N

elements>

Proprietary or application-specifieraents that
are not defined in this specification. These
elements may further contain sub-elements or
attributes.

5.1.2.7 Purchase Data

The Purchase Data fragment serves the followinggqaes:

» To express from which purchase channel a certaichpse item can be purchased

» To express all information about a purchase iteat ith specific for the purchase channel (which icetude the

price information)

Name Type Category

Cardinality

Description

Data Type

PurchaseDat| E
a

‘PurchaseData’ fragment
Contains the following attributes:
id

version

validFrom

validTo

Contains the following elements:
ProtectionKeylD

Description

Pricelnfo

Promotioninfo

Extension
PurchaseltemReference
PurchaseChannelReference
PreviewDataReference
TermsOfUse

PrivateExt

id A NM/ 1

™

ID of the ‘PurchaseData’ fragment. The value @
this attribute SHALL be globally unique.

fanyURI

NM/ 1
™

version A

Version of this fragment. The newer version
overrides the older one starting from the time
specified by the ‘validFrom’ attribute, or as soo
as it has been received if no ‘validFrom’ attribu

unsignedIint

is given.
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validFrom

NM/
™

0.1

The first moment when this fragment is valtid.
not given, the validity is assumed to have starte
at some time in the past. This field contains the
32bits integer part of an NTP time stamp.

unsignedint
>d

validTo

NM/
™

0.1

The last moment when this fragment is vafid. |
not given, the validity is assumed to end in
undefined time in the future. This field contains
the 32bits integer part of an NTP time stamp.

unsignedint

ProtectionKe
yID

El

NO/
TO

0..N

List of key identifiers needed to access protect
content. This information allows the terminal to
determine whether or not it has the correct key|

2thase64Binar
y

material to access services within a Purchaseltem.

In a scenario where this fragment is shared am
multiple service providers, different key
identifiers from the different service providers t
access this specific protected service/content n
be mixed in this element and the terminal
SHOULD be able to sort out the key identifiers
associated with the terminal’s affiliated service
provider based on the Key Domain ID. How thi
is used is out of scope and is left to
implementation.

If min and max values are present, these can b
used by the terminal to determine whether or n
acces to the service / content is possible given
current permissions..

The network and terminal SHALL support this
element in case the Smartcard Profile is suppo
[BCAST10-ServContProt].

The protection key identifiers to access a speci
service or content item SHALL only be signalle
in one of the following fragment types: 'Service
‘Content’, 'Purchaseltem’, 'PurchaseData’ or
'‘Access' fragments, but not mixed.

Contains the following attribute:
type
min
max

ong

D
nay

1°2)

e
ot
th

rted

fic
d

type

NM/TM

Type of ProtectionKeylD:

0: ProtectionKeyID = Key Domain ID
concatenated with SEK/PEK ID, where both
values are as used in the Smartcard Profile
[BCAST10-ServContProt].

1-127 Reserved for future use

128-255 Reserved for proprietary use

unsignedByt
e

min

NM/TM

0.1

Indicates the lower validity valwd the key
needed to access the service / content.

For type 0, corresponds to the value of the low
timestamp (32 bits) of an STKM needed to acc
the service / content, as used in the Smartcard

nonNegative
Integer

bSt

eSS

Profile [BCAST10-ServContProt]
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max A NM/TM 0.1 Indicates the higher validity valof the key nonNegative
needed to access the service / content. Integer
For type 0, corresponds to the value of the highest
timestamp (32 bits) of an STKM needed to access
the service / content, as used in the Smartcard

Profile [BCAST10-ServContProt].

Description | E1 NM/ 0..N Description of the purchase data, possibly in | string
™ multiple languages. The language is expressed
using built-in XML attribute ‘xml:lang’ with this
element.
Pricelnfo E1l NM/ 0.1 Specifies the price information of the purehas
™ item associated with this ‘PurchaseData’ fragment

If the price is not given, it will be negotiatedtiwi
the user as part of the purchase transactionidn|th
case, the ‘PurchaseData’ fragment merely reflgcts
that a certain purchase item can be purchased
from the purchase channel.

Contains the following attribute:
subscriptionType

Contains the following elements:
MonetaryPrice
TotalNumberCredits
SubscriptionPeriod

subscription | A NM/ 1 The type of subscription offered. Possible valueainsignedByt
Type ™ 0 — one-time subscription: the subscription will | €
last for as long as the ‘SubscriptionPeriod’
element indicates, and the user will be charged for
the amount indicated by the ‘MonetaryPrice’

[0 2008 Open Mobile Alliance Ltd. All Rights Reserve  d.
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element.

1 — open-ended subscription: the subscription
be valid until the user unsubscribes. In this cas
the subscription period, if present, indicates the
frequency at which the user will be charged for
the amount specified by the Price element.

2 - PPT Live allow time-based consumption of
live content (SPE 0x0C).

3 — PPT Playback allowing time-based
consumption for non-live content (SPE 0x0D).
4 — PPP Playback allowing a certain number of
playback for non-live content (SPE 0x07).

5 — Unlimited Playback allowing unlimited
playback of non-live content (SPE 0x05)

6 — Service Token PPT Live — as for 2 but usin
service tokens (SPE 0x00)

7 — Service Token PPT Playback — as for 3 but
using tokens (SPE 0x01)

8 - User Token PPT Live — as for 6 but using u
tokens (SPE 0x02)

9 — User Token PPT Playback — as for 7 but usi

user tokens (SPE 0x03)
10 — User Token PPV Live — PPVLive using us
tokens (SPE 0x08)

11 — User Token PPP Playback — PPP Playbac
using user tokens (SPE 0x09)

12 — buy extra service tokens to add to the ser
purse linked to this service / content SEK/PEK
key group(need a valid LTKM to use the servic
tokens)

13 - buy extra user tokens linked to the BSM I
to add to the user purse (not linked to this serv
or content, need a valid LTKM to use the user
tokens)

14 — 127 Reserved for future use

128-255 Reserved for proprietary use

For a definition of (Token) Pay Per Time,
(Token) Pay Per View, number of TEKs and
Purse see section 6.6.2 and 6.6.5 of [BCAST1
ServContProt].

ill
e

ice
ID

-

O Y

MonetaryPri
ce

E2

NM/
™

0..N

Specifies the monetary value of the price for
subscribing to the associated purchase item if
‘SubscriptionPeriod’ is present, or the monetar
value of a token package if ‘TotalNumberToker
is present.

Only one ‘MonetaryPrice’ per currency SHALL
be defined.

Contains the following attribute:
currency

decimal

currency

A

NM/

1

Specifies the monetary currencgiedefined in

string
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™

ISO 4217 international currency codes.

TotalNumbe
rCredits

E2

NM/
™

0.1

Specifies the number of credits which can be

unsignedSho

acquired as a token package for consumption ofrt

the associated purchase item.

Note: the value of ‘MonetaryPrice’ divided by th
value of ‘Credits Package’ is the cost per credit
the terminal can calculate and display this
information to the user if necessary.

Note: the value of ‘MonetaryPrice’ divided by th
value of ‘consumptionAmount’ is the cost per

time unit of play or the cost per instance of play.

The terminal can calculate and display this
information to the user if necessary.

Contains the following attributes:
creditType

consumptionAmount
consumptionUnit

maxReplay

When ‘consumptionUnit’= 3, the value of this
element divided by the value of
‘consumptionAmount’ represents the number o
credits consumed per instance of play.

When ‘tokenType’=0. 1 or 2, the value of this
element divided by the value of
‘consumptionAmount’ represents the number g
credits consumed per time unit of play.

e

e

creditType

NM/
™

Specifies the type of credit. Possible values are
0 — unspecified

1 — tokens for the DRM Profile

2 — user tokens for the Smartcard Profile
(subscriptionType 8,9,10,11,13)

3 — service tokens for the Smartcard Profile
(subscriptionType 6,7,12)

4 — number of plays (subscriptionType 4)

5 — number of TEKs (subscriptionType 2,3)
6-127 — reserved for future use

128-255 — reserved for proprietary use

For a definition of (Token) Pay Per Time,
(Token) Pay Per View, number of TEKs and
Purse see section 6.6.2 and 6.6.5 of [BCAST1
ServContProt].

> unsigneByte

consumption
Amount

NM/TM

0.1

Represents the amount of permittedstonption
corresponding to this crdits package.

When ‘consumptionUnit’ = 0 or 1 or 2, this
provides the total view time corresponding to th
total number of credits specified by
‘TotalNumberCredits’.

unsignedSho
rt

When ‘consumptionUnit’ = 3, this provides the
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total number of plays or views corresponding tg
the total number of credits specified by
‘TotalNumberCredits’.

This attribute SHALL be present when the
amount of permitted consumption correspondin
to this token package is a fixed number. When
that is not the case, due to variable cost per pla
instance or per time unit, as expressed in the
LTKM for a given SEK / PEK ID, this attribute
SHALL NOT be present.

g

y

consumption
Unit

NM/TM

Describes the type of consumption unit.
Allowed values are:

0 — time in seconds, used for ‘subscriptionType
2,3,6,7,80r9

1 —time in minutes, used for ‘subscriptionType
2,3,6,7,80r9

2 —time in hours, used for ‘subcsriptionType’ =
2,3,6,7,80r9

3 — number of plays, used for ‘subscriptionType

=49o0r11
4 -127 reserved for future use
128-255 reserved for proprietary use

unsignedByt

maxReplay

NM/
™

0.1

This attribute indicates the maximum number ¢
time of plays for this purchase item, as an integ
multiple of ‘consumptionAmount’. It informs the
user of the practical limit on the number of toke
packages that can be requested in the Token
Purchase Request message (as indicated by th
value of ‘purchaseUnitNum’) defined in section
5.1.5.5.1 of [BCAST10-Services]. How this is
managed by the BSM is out of scope.

If this attribute is not present, it means themeds
limitation on number or time of plays that can b
purchased..

runsignedSho
et

>

e

0]

Subscription
Period

E2

NM/
™

0.1

Specifies the time duration of the subscriptio
period of the purchase item referenced by this
‘PurchaseData’ fragment.

e.g. 1 year as P1Y, 2 month as P2M, 1 hour as
PT1H, etc.

This element is only applicable for live
consumption, not applicable for playback
consumption.

duration

Promotionin
fo

El

NO/
TO

0..N

Information of the promotion activities/couon
related to the Purchaseltem.

If “‘TargetUserProfile’ sub-element is present,
then Promotioninfo can be displayed if the prof
of the terminal user meets the requirements
described by ‘TargetUserProfile’.

Contains the following attributes:
id

validFrom

validTo

e
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Contains the following elements:

Title
TargetUserProfile
Description
PromotionExtension
id A NM/ 1 Identifier of one certain Promotioninfo, unique | unsignedint
™ for BSM. This id MAY be used in the purchase
process to identify the specific promotion
validFrom A NO/ 0.1 Start of validity; if not given, the startwdlidity | unsignedint
™ is assumed in the past. This field contains the
32bits integer part of an NTP time stamp.
validTo A NO/ 0.1 End of validity; if not given, the end of wdiliy is | unsignedint
™ assumed in the distant future, and the end time
can be specified later by updating the object. This
field contains the 32bits integer part of an NTP
time stamp.
Title E2 NM/ 1..N Title of the Promotioninfo. The instances @fel | string
™ element differ only in language. The language is
expressed using built-in XML attribute ‘xml:lang’
with this element.
TargetUserP| E2 NO/ 0..N Profile attributes of the users whom the
rofile TO information of the promotion activity/coupon is

targeting at. The detailed personal attribute names

and the corresponding values are specified by

attributes of ‘attributeName’ and ‘attributeValug'.

Amongst the possible profile attribute names a
age, gender, occupation, etc. (subject to

national/local rules & regulations, if present and

as applicable regarding use of personal profilin
information and personal data privacy.).

The extensible list of ‘attributeName’ and
‘attributeValue’ pairs for a particular
Promotioninfo enables end user profile filtering
and end user preference filtering of
Promotioninfo for the PurchaseData. The termi
SHOULD be able to support 'TargetUserProfile
element. The terminal behavior for interpreting
and acting upon ‘TargetUserProfile’ is out of th
scope of this document.

Itis RECOMMENDED that use of
‘TargetUserProfile’ element is an “opt-in”
capability for users. Terminal settings SHOULL
allow users to configure whether to input their
personal profile or preference and whether to
allow Promotioninfo to be automatically filtered
based on the users’ personal attributes without
users’ request.

Contains the following attributes:

e

¢

nal

11°

attributeName
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attributeValue
attributeNam| A NM/ 1 Profile attribute name. string
e ™
attributevalu| A NM/ 1 Profile attribute value. string
e ™
Description E2 NO/ 0..N Description or explanation about the string
™ Promotioninfo. The language is expressed using
the built-in XML attribute ‘xml:lang’ with this
element.
Either ‘Description’ or ‘PromotionExtension’
element or both of them SHOULD be specified
by the BSM to represent the detailed informatign
on this Promotioninfo.
PromotionE | E2 NO/ 0..N Additional detailed promotional informationge
xtension ™ information about coupon sponsors, server
location for purchases by using coupons).
Either ‘Description’ or ‘PromotionExtension’
element or both of them SHOULD be specified
by the BSM to represent the detailed information
on this Promotioninfo.
Contains the following attribute:
url
Contains the following element:
Description
url A NM/ 1 URL containing additional information related tpanyURI
™ this promotion.
Description E3 NO/ 0..N Description regarding the additional inforroati | string
™ which can be retrieved from a web page. The
language is expressed using built-in XML
attribute ‘xml:lang’ with this element
Extension E1l NO/ 0..N Additional information related to this fragnten
™
Contains the following attribute:
url
Contains the following element:
Description
url A NM/ 1 URL containing additional information related tpanyURI
™ this fragment.
Description E2 NO 0..N Description regarding the additional inforroati | string
J/TM which can be retrieved from a web page. The
language is expressed using built-in XML
attribute ‘xml:lang’ with this element
End of program guide
Purchaselte | E1 NM/ 1 The Purchaseltem to which this PurchaseData
mReference ™ applies to.
Contains the following attribute:
idRef
idRef A NM/ 1 Identification of the ‘Purchaseltem’ fragment | anyURI
™ which this ‘PurchaseData’ fragment is associated
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with.

PurchaseCh4
nnelReferen
ce

A E1

NM/
™

1..N

The PurchaseChannel through which the
identified Purchaseltem can be obtained.

Contains the following attribute:
idRef

idRef

NM/
™

Identification of the PurchasChannel fragment
which this ‘PurchaseData’ fragment is associat
with.

anyURI
ed

PreviewData
Reference

El

NM/
™

0..N

Reference to the ‘PreviewData’ fragment which

specifies the preview Data (eg. picture, video,c
or low-bit rate stream).associated with this
purchase data.

It is possible that there are more than one
PreviewDataReference instances associated w
the same fragment, in which case, the values @
"usage" attributes of these PreviewDataRefere
instances SHALL be different.

Contains the following attributes:
idRef
usage

ip

ith

nce

idRef

NM/
™

Identification of the ‘PreviewData’ fragment
which this ‘PurchaseData’ fragment is associat
with.

anyURI
ed

usage

NM/
™

Specifies the usage of the associated preview
data. Possible values:

0. unspecified

. Service-by-Service Switching

. Service Guide Browsing

. Service Preview

. Barker

5. Alternative to blackout

6-127. reserved for future use
128-255. reserved for proprietary use

The explanation and limitation on the above
preview data usages is specified in section 5.7

A OWDN PR

unsignedByt
e

TermsOfUse

El

NO/
TO

0..N

Element that declares there are Terms of Use
associated with this fragment.

Contains the textual presentation of Terms of U
or a reference to Terms of Use representation
through ‘PreviewData’, and information whethe
user consent is required for the Terms of Use.
Multiple occurrences of ‘TermsOfUse’ are
allowed within this fragment, but for any two
such occurrences values for elements ‘Country
and ‘Language’ SHALL NOT be same at the
same time.

In addition to Terms of Use this element MAY [
used for disclaimers, legal text and other piede
information to be rendered to the user upon

se

activation, purchase or consumption of service
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content.

Contains the following attributes:
type

id

userConsentRequired

Contains the following elements:
Country

Language

PreviewDatalDRef
TermsOfUseText

type A NM/ 1
™

The way the terminal SHALL interpret the Tern
of Use:

0 — Display before purchasing or subscribing.
If TermsOfUse’ element of type ‘0’ is present,
terminal SHALL render the Terms of Use prior
initiating purchase or subscription request relat
Purchaseltem associated with this fragment.

1 — Display before playout.

If TermsOfUse’ element of type ‘1’ is present,
terminal SHALL present the Terms of Use prio
to playing out content or service associated wit
this fragment.

2 - 127 reserved for future use

128 -255 reserved for proprietary use

nsunsignedByt
e

to
ed

id A NM/ 1
™

The URI uniquely identifying the Terms of Use

VERI

userConsent| A NM/ 1
Required ™

Signals whether user consent for these Terms
Use is needed.

true:

User consent is required for these Terms of Us
and needs to be confirmed in the subscription
purchase request message related to the
Purchaseltem associated with this fragment.

false:
User consent is not required for the Terms of U

oboolean

Se.

Country E2 NM/ 0..N
™

List of countries for which the Terms of Use i
applicable if purchasing associated Purchaselt
in that country. Each value is a Mobile Country
Code according [ITU-MCC].

If this element is omitted, the Terms of Use are
applicable to any country.

string of 3
eigigits

Language E2 NM/ 1
™

Language in which the Terms of Use is given.
Value is a three character string according to I$
639-2 alpha standard for language codes.

string
50

PreviewData| E2 NO/ 0..N
IDRef ™

Reference to the ‘PreviewData’ fragment which anyURI

carries the representation of Terms of Use.
If this element is not present, the

‘TermsOfUseText’ SHALL be present.
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TermsOfUse| E2 NO/ 0.1 Terms of Use text to be rendered. string

Text ™ If ‘PreviewDatalDRef’ element is present under
the ‘TermsOfUse’ this element SHALL NOT be
present.

PrivateExt E1l NO/ 0.1 An element serving as a container for proprietary

TO or application-specific extensions.

<proprietary | E2 NO/TO 0..N Proprietary or application-specifieraents that

elements> are not defined in this specification. These
elements may further contain sub-elements or
attributes.

5.1.2.8 Purchase Channel

The ‘PurchaseChannel’ fragment represents a syteamwhich access and content rights can be puechbyg the terminal

(and its end-user).

Name Type Category Cardinality Description | Data Type
PurchaseCha E ‘PurchaseChannel’ fragment
nnel Contains the following attributes:
id
version
validFrom
validTo
rightsissuerURI
Contains the following elements:
PortalURL
PurchaseURL
Name
Description
Contactinfo
Extension
TermsOfUse
PrivateExt
id A NM/ 1 ID of the ‘PurchaseChannel’ fragment. The anyURI
™ value of this attribute SHALL be globally
unique.
version A NM/ 1 Version of this fragment. The newer version | unsignedint
™ overrides the older one starting from the time
specified by the ‘validFrom’ attribute, or as sopn
as it has been received if no ‘validFrom’
attribute is given.
validFrom A NM/ 0.1 The first moment when this fragment is valiid. | unsignedint
™ not given, the validity is assumed to have started
at some time in the past. This field contains the
32bits integer part of an NTP time stamp.
validTo A NM/ 0.1 The last moment when this fragment is vafid. | unsignedint
™ not given, the validity is assumed to end in
undefined time in the future. This field contains
the 32bits integer part of an NTP time stamp.
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rightsissuer
URI

NO/
TO

0.1

ID of the rights issuer associated with theNBSJ
This information is needed to allow unconnec
devices to identify the Rights Issuer Services
(specified in section 12 of [DRM20-Broadcast;

e

anyURI
d

Extensions]) that may be operated by their Hagme

BSM.

The network and terminal SHALL support this
attribute when the DRM Profile with broadcast
only mode [DRM20-Broadcast-Extensions] is
supported.

PortalURL

El

NM/
™

0..N

The URL on which the BSM offers service
related information and/or web-based service
provisioning via HTTP or HTTPS.

Contains the following attributes:
supportedService
kmsType

At most one PortalURL per associated Key
Management System (signalled by the
"kmsType" element) SHALL be given.

anyURI

If the network expects the terminal not to use the

Web portal for the service provisioning
functionality, at most one PortalURL SHALL be
instantiated here, with the kmsType attribute
absent.

supportedSe
vice

NM/
™

0.1

Specifies how the Terminal is expected to use
‘PortalURL’ and ‘PurchaseURL"’.

0: The Terminal SHALL use the Service
provisioning messages of [BCAST10-Services]
to ‘PurchaseURL’ to enable the service
provisioning functionality. Further, the Terminal
MAY contact the ‘PortalURL’ via HTTP to
acquire further information on the purchase
items available on this purchase channel.

1: The Terminal SHALL be able to access the
‘PortalURL’ via HTTP to acquire further
information on purchase items available on this
purchase channel and to achieve service
provisioning functionality. Further, the Terminal
SHALL perform the service provisioning
directly on the ‘PortalURL’ and SHALL NOT
send the Service provisioning messages of
[BCAST10-Services] to ‘PurchaseURL’ to
enable the service provisioning functionality.
2: The Terminal SHALL be able to access the
‘PortalURL’ via HTTP to acquire further
information on purchase items available on th
purchase channel. Further, the Terminal MAY)|
perform the service provisioning directly on th
‘PortalURL’ or send the Service provisioning
messages of [BCAST10-Services] to
‘PurchaseURL’ to enable the service
provisioning functionality.

3-255: Reserved for future use.

n

11%

unsignedByte
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Default: 0

kmsType

NM/TM

0.1

Identifies the type of Key Magement
System(s)(KMS). This element MAY only be

unsignedByte

instantiated when the supportedService attribuite

value is equal to '1' or '2".
Possible values:
0. oma-bcast-drm-pki

Indicates OMA BCAST DRM profile (Public
Key Infrastructure)

1. oma-bcast-gba_u-mbms

Indicates BCAST Smartcard profile using
GBA_U (Symmetric Key Infrastructure)

2. oma-bcast-gba_me-mbms

Indicates BCAST Smartcard profile using
GBA_ME

3. oma-bcast-prov-bcmcs

Indicates provisioned 3GPP2 BCMCS SKI
4 -127 Reserved for future use

128 — 255 Reserved for proprietary use

PurchaseUR
L

El

NM/
™

0..N

The URL to which the BCAST Service

anyURI

Provisioning messages as specified in section 5.1

of [BCAST10-Services] SHALL be addressed

At most one PurchaseURL per Key Managem
System SHALL be given.

Contains the following attribute:
kmsType

ent

kmsType

NM/TM

Identifies the type of Key Managent
System(s)(KMS). Possible values:

0. oma-bcast-drm-pki

Indicates OMA BCAST DRM profile (Public
Key Infrastructure)

1. oma-bcast-gba_u-mbms

Indicates BCAST Smartcard profile using
GBA_U (Symmetric Key Infrastructure)

2. oma-bcast-gba_me-mbms

Indicates BCAST Smartcard profile using
GBA_ME

3. oma-bcast-prov-bcmcs

Indicates provisioned 3GPP2 BCMCS SKI
4 -127 Reserved for future use

128 — 255 Reserved for proprietary use

unsignedByte

Start of program guide

The program guide elements of this fragment
grouped between the Start of program guide §
end of program guide cells in this fragment.

The program guide elements are for user
interpretation. This enables the content creatq
provide user readable information about the
service. The terminal SHOULD use all declarg
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program guide elements in this fragment for
presentation to the end-user. The terminal MA
offer search, sort etc functionalities.

The Program Guide consists of the following
elements:

Name
Description
Contactinfo
Extension
Name El NM/ 1..N Name of the Purchase Channel, possibly in | string
™ multiple languages. The language is expressgd
using built-in XML attribute ‘xml:lang’ with this
element.
Description El NM/ 0..N Description of the purchase channel, possibly| string
™ multiple languages. The language is expressegd
using built-in XML attribute ‘xml:lang’ with this
element.
Contactinfo | E1 NM/ 0.1 A text string that indicates to a user how to string
™ contact a BSM to initiate an out-of-band
purchase transaction (e.g. phone number, URL
etc)
Extension El NM/ 0..N Additional information related to this fragnten
™
Contains the following attribute:
url
Contains the following element:
Description
url A NM/ 1 URL containing additional information related tanyURI
™ this fragment.
Description E2 NM/TM 0..N Description regarding theditional information | string
which can be retrieved from a web page. The
language is expressed using built-in XML
attribute ‘xml:lang’ with this element
End of program guide
TermsOfUse| E1 NO/ 0..N Element that declares there are Terms of Use
TO associated with this fragment.

Contains the textual presentation of Terms of
Use or a reference to Terms of Use
representation through ‘PreviewData’, and
information whether user consent is required f
the Terms of Use.

Multiple occurrences of ‘TermsOfUse’ are
allowed within this fragment, but for any two
such occurrences values for elements ‘Countr
and ‘Language’ SHALL NOT be same at the
same time.

In addition to Terms of Use this element MAY
be used for disclaimers, legal text and other
pieces of information to be rendered to the us
upon activation, purchase or consumption of

11%
-

service or content.
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When Terms of Use is declared for a ‘Purchag
Channel’ fragment the declared Terms of Use
SHALL be interpreted to apply all fragments
directly linked or indirectly linked (linked via
another fragment) with this fragment. Each of
those other fragments MAY declare its own
Terms of Use which SHALL take precedence
the Terms of Use declared in the ‘Purchase
Channel’ fragment.

Contains the following attributes:
type

id

userConsentRequired

Contains the following elements:
Country

Language

PreviewDatalDRef
TermsOfUseText

type

NM/
™

The way the terminal SHALL interpret the
Terms of Use:

0 — Display before purchasing or subscribing.
If TermsOfUse’ element of type ‘0’ is present,
terminal SHALL render the Terms of Use prio
to initiating purchase or subscription request
related Purchaseltem associated with this
fragment.

1 — Display before playout.

If ‘TermsOfUse’ element of type ‘1’ is present,
terminal SHALL present the Terms of Use prig
to playing out content or service associated wi
this fragment.

2 -127 reserved for future use

128 -255 reserved for proprietary use

unsignedByte|

=

id

NM/
™

The URI uniquely identifying the Terms of Use

> YR

userConsent
Required

NM/
™

Signals whether user consent for these Terms
Use is needed.

true:

User consent is required for these Terms of U
and needs to be confirmed in the subscription
purchase request message related to the
Purchaseltem associated with this fragment.

false:

User consent is not required for the Terms of
Use.

obolean

~

Country

E2

NM/
™

0..N

List of countries for which the Terms of Use a
applicable if consuming the service in that

string

country. Each value is a Mobile Country Code
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according to [ITU-MCC]

If this element is omitted, the Terms of Use ar
applicable to any country.

D

Language E2 NM/ 1 Language in which the Terms of Use is given, string
™ Value is a three character string according to
ISO 639-2 alpha standard for language codes|
PreviewData| E2 NO/ 0..N Reference to the ‘PreviewData’ fragment whigchanyURI
IDRef ™ carries the representation of Terms of Use.

If this element is not present, the
‘TermsOfUseText’ SHALL be present.

TermsOfUse| E2 NO/ 0.1 Terms of Use text to be rendered. string
Text TO If ‘PreviewDatalDRef' element is present under
the ‘TermsOfUse’ this element SHALL NOT be
present.
PrivateExt El NO/ 0.1 An element serving as a container for proprietary
TO or application-specific extensions.
<proprietary | E2 NO/TO 0..N Proprietary or application-specifieraents that
elements> are not defined in this specification. These
elements may further contain sub-elements o
attributes.

5.1.2.9 PreviewData

‘PreviewData’ fragment contains information abdw preview data that is used by the terminal tegmethe service or
content outline to users, so that the users caa a@eneral idea of what the service is aboutiritaiso be used to present an
alternative to a blacked-out service. The ‘PreviateDfragment can include simple texts, static binmages (for example,
logo), references to images, short video clipsaudio clips, or even reference to another servigielwcould be a low bit

rate version for the main service. Other fragmékés'Service’, ‘Content’, ‘Schedule’, ‘Purchase@atind ‘Access’ can link
to ‘PreviewData’ fragment.

Typically the preview data can be used for sertigeservice switching, Service Guide browsing, se\review, barker,
carrying representation of Terms of Use, alterraiivcase of blackout, etc. How to use the prewvata in different
circumstances are further specified in section 5.7.

The network MAY deliver the preview data over broast channel using BCAST File Distribution functidity or BCAST
Stream Distribution Functionality. Alternativelhe network MAY deliver the preview data over intgian channel.

The terminal SHALL support reception of previewalaver broadcast channel. The distribution sedsiopreview data
distribution is specified by the ‘Access’ fragmerttich is referenced by AccessReference within ‘fereidata’ fragment.

If the terminal supports interactive channel, theminal SHALL support the reception of preview datger interaction
channel.

In case the media components of the preview dataelivered via a file distribution session, theyew data SHALL be
distributed by the Network before time of distrilont of the associated main service, so that theited can retrieve, store
and show the preview data before the main sersiewailable

Name Type Category Cardinality Description Data Type
PreviewData| E ‘PreviewData’ fragment.
Contains the following attributes:
id
version
validFrom
validTo
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Contains the following elements:
SMIL

Video

Audio

Picture

Text

AccessReference

PrivateExt

NM/ 1
™

ID of the ‘PreviewData’ fragment. The value of
this attribute SHALL be globally unique.

This ID can be used by other fragments so as t
link different service descriptions, purchase
information, etc. to the PreviewData.

anyURI

NM/ 1
™

version A

Version of this fragment. The newer version
overrides the older one starting from the time
specified by the ‘validFrom’ attribute, or as soo
as it has been received if no ‘validFrom’ attribu
is given.

unsignedint

n
e

NMm/
™

validFrom A 0..1

The first moment when this fragment is vallid.

not given, the validity is assumed to have started

at some time in the past. This field contains the
32bits integer part of an NTP time stamp.

unsignedint

NM/
™

validTo A 0..1

The last moment when this fragment is vafid. |
not given, the validity is assumed to end in
undefined time in the future. This field contains
the 32bits integer part of an NTP time stamp.

unsignedIint

SMIL El NM/

™

0.1

Embedded SMIL to define and synchronize the string

multimedia components (video, audio, picture,
text) of the preview data. This SMIL instance
SHALL be well-formed.

The content of the ‘SMIL’ element SHALL eitheg
be embedded in a CDATA section or base64-
encoded.

SMIL (Synchronized Multimedia Integration
Language) is a language that allows authors to
able to easily define and synchronize multimed
elements (video, sound, still images) for Web-li
presentation and interaction.

Contains the following attributes:

type
encoding

=

be
ia
ke

NM/
™

type A 0..1

The type of SMIL profile associated with this
PreviewData.

0: 3GPP PSS SMIL Profile [3GPP TS 26.246]
1: 3GPP2 MSS SMIL Profile [3GPP2 C.S0050]
2 - 127: reserved for future use

128 - 255: reserved for proprietary use

If this attribute is not present, the SMIL profige

unsignedByt
e

unspecified.
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encoding

NM/TM

0.1

This attribute signals theythe SMIL data have
been embedded:

e It SHALL NOT be present when the
SMIL data are embedded into a CDAT
section.

e It SHALL be present and set to “base6
in case the SMIL data are base64-
encoded.

string

=

Video

El

NM/
™

0.1

Video defines how to obtain an audio/videddra
clip which can enable the user to preview the
service or content.

Contains the following elements:
VideoURI

MIMEType

AlternativeText
AlternativePicture

VideoURI

E2

NM/
™

The URI referencing the video clip.

When ALC is used for delivery of the video clip
this corresponds to the ‘Content-Location’
attribute’ in the File element in the ‘Access’
fragment.

When FLUTE is used for delivery of the video
clip, this corresponds to the ‘Content-Location’
attribute in the FDT of the FLUTE session.
When HTTP is used for delivery of the video cl
the rules defined for usage of HTTP with the
‘contentLocation’ attribute of the ‘Schedule’
fragment apply (see section 5.1.2.2 of this
specification).

When RTSP is used for negotiation of the vide
clip delivery, the rules defined for usage of RTS
with the ‘contentLocation’ attribute of the
‘Schedule’ fragment apply (see section 5.1.2.2
this specification).

anyURI

D
5P

of

MIMEType

E2

NM/
™

0.1

MIME Media type of the video clip.

Contains the following attribute:
codec

string

codec

NO/
™

0.1

The codec parameters for the associated MIM
Media type. I' the file's MIME type definition
specifies mandatory parameters, these MUST
included in this string. Optional parameters
containing information that can be used to
determine as to whether the terminal can make
use of the file SHOULD be included in the strin
One example of the parameters defined for
video/3GPP, video/3GPP2 is specified in
[RFC4281].

Estring

be

AlternativeT
ext

E2

NM/
™

0..N

Alternative Text to be displayed if the videip
is not available. Possibly in multiple languages
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The language is expressed using built-in XML
attribute ‘xml:lang’ with this element.

The same schema of element 'Text' is used for
'AlternativeText'.

AlternativeP | E2 NO/ 0..1
icture ™

Alternative Picture to be displayed if theead
clip is not available. AlternativePicture can be
PictureData or URI reference of the Picture.
The same schema of element ‘Picture’ is used
‘AlternativePicture’

for

NM/ 0.1
™

Audio E1l

Audio defines how to obtain an audio clip whic
can enable the user to preview the service or
content.

Contains the following elements:
AudioURI

MIMEType

Alternative Text
AlternativePicture

AudioURI E2 NM/ 1

™

The URI referencing the audio clip.
When ALC is used for delivery of the audio clip
this corresponds to the ‘Content-Location’
attribute’ in the File element in the ‘Access’
fragment.

When FLUTE is used for delivery of the audio
clip, this corresponds to the ‘Content-Location’
attribute in the FDT of the FLUTE session.

When HTTP is used for delivery of the audio cl
the rules defined for usage of HTTP with the
‘contentLocation’ attribute of the ‘Schedule’
fragment apply (see section 5.1.2.2 of this
specification).

When RTSP is used for negotiation of the audi
clip delivery, the rules defined for usage of RTS
with the ‘contentLocation’ attribute of the
‘Schedule’ fragment apply (see section 5.1.2.2
this specification).

anyURI

D
5P

of

MIMEType | E2 NM/ 0.1

™

MIME Media type of the audio clip.

Contains the following attribute:
codec

string

NO/ 0.1
™

codec A

The codec parameters for the associated MIM
Media type. If the file's MIME type definition
specifies mandatory parameters, these MUST
included in this string. Optional parameters
containing information that can be used to
determine as to whether the terminal can make
use of the file SHOULD be included in the strin
One example of the parameters defined for
audio/3GPP, audio/3GPP2 is specified in
[RFC4281].

Estring

be

AlternativeT | E2 NM/ 0..N

ext ™

Alternative Text to be displayed if the audiip
is not available. Possibly in multiple languages

The language is expressed using built-in XML
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attribute ‘xml:lang’ with this element.

The same schema of element 'Text' is used for
'AlternativeText'.

AlternativeP | E2 NO/ 0..1
icture ™

Alternative Picture to be displayed if the iaud
clip is not available. AlternativePicture can be
PictureData or URI reference of the Picture.
The same schema of element ‘Picture’ is used
'AlternativePicture’.

for

Picture E1l NM/ 0..1
™

Picture defines how to obtain a picture whiah

enable the user to preview the service or content,

or represents the service or content with an iagn,

logo, etc. The associated picture can be
represented with binary data embedded in the
‘PreviewData’ fragment or be referenced by UR

Contains the following elements:
PictureURI

PictureData

MIMEType

AlternativeText

PictureURI E2 NM/ 0.1
™

The URI referencing the picture.

When ALC is used for delivery of the picture fil
this corresponds to the ‘Content-Location’
attribute’ in the File element in the ‘Access’
fragment.

When FLUTE is used for delivery of the picture|
file, this corresponds to the ‘Content-Location’
attribute in the FDT of the FLUTE session.
When HTTP is used for delivery of the picture
file, the rules defined for usage of HTTP with th
‘contentLocation’ attribute of the ‘Schedule’
fragment apply (see section 5.1.2.2 of this
specification).

Either PictureURI or PictureData MUST be use
if Picture element is present.

anyURI

D

PictureData E2 NM/ 0..1
™

The binary data of the picture, encoded ireBds
to allow embedding into XML.

Either PictureURI or PictureData MUST be use
if Picture element is present.

base64Binar

y
d

MIMEType | E2 NM/ 0.1
™

MIME Media type of the picture.

string

AlternativeT | E2 NM/ 0..N
ext ™

Alternative Text to be displayed if the pictis
not available. Possibly in multiple languages. T
language is expressed using built-in XML
attribute ‘xml:lang’ with this element.

The same schema of element "Text" is used for
‘AlternativeText’.

Text El NM/ 0..N
™

Text represents textual preview of the service
content. For example, the contents of this elem
can be a title sentence, or brief description of

string
ent

service or content for preview purposes. Possibly

in multiple languages. The language is express

ed

using built-in XML attribute ‘xml:lang’ with this
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element.

Text format attributes (e.g. font, size and colouf)
are defined by HTML version 4.01.

The content of the ‘Text’ element SHALL either
be embedded in a CDATA section or base64-
encoded.

This element SHALL NOT override the value of
element ‘Name’ in ‘Service’ or ‘Content’
fragment.

Contains the following attribute:
encoding

encoding A NM/TM 0.1 This attribute signals theywhe HTML data string
have been embedded:

* It SHALL NOT be present when the
HTML data are embedded into a
CDATA section.

e It SHALL be present and set to “base64
in case the HTML data are base64-

encoded.
AccessRefer| E1 NM/ 0.1 ID of the ‘Access’ fragment that specifies the
ence ™ delivery of the associated preview data.

Contains the following attribute:

idRef
idRef A NM/ 1 Identification of the ‘Access’ fragment whichghi anyURI
™ ‘PreviewData’ fragment is associated with.
PrivateExt E1l NO/ 0.1 An element serving as a container for proprietary
TO or application-specific extensions.
<proprietary | E2 NO/ 0..N Proprietary or application-specific elemetatt
elements> TO are not defined in this specification. These
elements may further contain sub-elements or
attributes.

5.1.2.10 InteractivityData

The ‘InteractivityData’ fragment is used to assteiservices and/or individual pieces of conterthefservices with
interactivity components of service/content constiomp These interactivity components are used byéhminal to offer
interactive services to the user possibly in paralith the ‘regular’ broadcast content. Theserentévity services enable
users to e.g. vote during TV shows or to obtairteatrelated to the ‘regular’ broadcast contentevéas the
‘InteractivityData’ fragment can be thought to deel the availability of the interactivity compongrhe details of the
components are provided via one or many InteraghlediaDocuments (see [BCAST10-Services] secti@65l) that may
include xhtml files, static images, email templ&&]S template, MMS template documents, etc.

The ‘InteractivityData’ fragment SHALL always refar one ‘Service’ fragment. The ‘InteractivityDafaagment can also
reference ‘Content’ fragment, ‘Schedule’ fragmentreractivity Windows to further narrow down thesociation by
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linking the interactivity with part of the servicéhe presence of ‘ContentReference’ element, ‘Saleeference’ element
and ‘InteractivityWindow’ element in the ‘InteraciiyData’ fragment SHALL be mutually exclusive.

Whenever there are more than one ‘InteractivityDias@gments valid at the same time for a certamvise, the following

priority SHALL be maintained by the terminal forgmessing and rendering the associated interacthtityvever how the
terminal actually processes and renders the simemias interactivities with different prioritiesasit of the scope of this

specification.

»  Priority 1 (Highest) — ‘ServiceReference’ elemend dnteractivityWindow’ element are present in the
InteractivityData’ fragment:

In this case the interactivity is associated whth tleclared interactivity windows of this servicel dhe interactivity
can be activated during those interactivity windoWse actual validity for the terminal to access ithteractivity is
declared by ‘validFrom’ and ‘validTo’ attributes fhe corresponding InteractivityMediaDocuments.

» Priority 2 — ‘ServiceReference’ element, ‘ScheddffRence’ element and
‘ScheduleReference.PresentationWindowIDRef' sulbreld are present:

In this case the interactivity is associated with indicated subset of the presentation windowkeervice which
are originally declared in the referenced Schettalgment, and this interactivity can be activatadrm these sub-
set of presentation windows. The actual validitytfee terminal to access the interactivity is desticby
‘validFrom’ and ‘validTo’ attributes in the correspding InteractivityMediaDocuments.

» Priority 3 — ‘ServiceReference’ element and ‘ScHeReference’ element are present, but
‘ScheduleReference.PresentationWindowlIDRef” sulpela is not present:

In this case the interactivity is associated witlpeesentation windows of this service which arigioally declared
in the referenced Schedule fragment, and thisaoteity can be activated during all these preg@ravindows.
The actual validity for the terminal to accessititeractivity is declared by ‘validFrom’ and ‘vali@’ attributes in
the corresponding InteractivityMediaDocuments.

» Priority 4 — ‘ServiceReference’ element and ‘CotiRaference’ element are present

In this case the interactivity is associated wité tontent of this service and can be activateohduie life span of
the content. The actual validity for the termirabiccess the interactivity is declared by ‘validRtand ‘validTo’
attributes in the corresponding InteractivityMedeDments.

e Priority 5 (Lowest) — only ‘ServiceReference’ elamhé present

In this case the interactivity is associated wlitis service and can be activated during the lifnspf the service.
The actual validity for the terminal to accessititeractivity is declared by ‘validFrom’ and ‘vali@’ attributes in
the corresponding InteractivityMediaDocuments.

Terminals with no return channel MAY NOT suppontt8ractivityData’ fragments. Terminals with a retwhannel (e.g.
UMTS, GPRS) SHALL support ‘InteractivityData’ fragmts.

The concept of grouping of InteractivityMediaDocurtse(as defined in [BCAST10-Services] section 513.allows

» to group multiple InteractivityMediaDocuments irdoe logical unit representing the same interagtivit
» but also to associate InteractivityMediaDocumerith WinteractivityData’ fragments.

The network SHALL assign each ‘InteractivityDateagment one and only one InteractivityMediaDocunggotip identifier
(InteractivityMediaDocumentPointer) which is usgdtbe terminals to identify the InteractivityMediaBument belonging
to the interactivity represented by the ‘Interaityivata’ fragment in question.

The media objects listed in the InteractivityMedDments associated with the ‘InteractivityDatagiment can be
distributed before or at the same time of distirubf the ‘regular’ broadcast media stream. An
InteractivityMediaDocument distributed before thiate can be cached by the terminal. This is indiddty setting the Pre-
listenindicator to “true”.
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InteractivityMediaDocuments can be distributed a¥er same access channel as the service theysar@atisd with, or over
a different access channel. Distribution over &edént access is enabled by association of anrdotityData’ fragment to
a ‘Schedule’ fragment that is referred to by aatéht ‘Access’ fragment than service.

In case multiple groups of InteractivityMediaDocurtgeare transported using the same file delivesgisa, the network
MUST assign mutually exclusive InteractivityMediafdmnent group identifiers to the ‘InteractivityDafeagments in
question. This is in order to enable the termitaldistinguish between the InteractivityMediaDocumseof the different

interactivities.

‘InteractivityData’ fragment can specify that irdetion sent back from device to service provideildte distributed over
time, e.g. to avoid overload in network nodes wkdi caused by too many simultaneous interactiviégsages sent back.
This is done by declaring a time window during vwhisteractivity shall be sent back. The declaratibthis information in
an ‘InteractivityData’ fragment applies to all imaetivity declared through this ‘InteractivityDatimagment, but can be
superseded by explicit declaration of the sameim&bion per interaction, in an InteractivityMediafdonent.

If interaction is announced using ‘Interactivity@atragment, the service provider SHOULD deliver
InteractivityMediaDocuments corresponding to tHatéractivityData’ fragment.

Name Type Category Cardinality Description Data Type
Interactivity | E ‘InteractivityData’ fragment.
Data Contains the following attributes:
id
version
validFrom
validTo
preListenindicator
interactivityMediaDocumentPointer
Contains the following elements:
InteractivityType
ServiceReference
ContentReference
ScheduleReference
InteractivityWindow
InteractiveDelivery
Extension
BackOffTiming
TermsOfUse
PrivateExt
id A NM/TM 1 ID of the ‘InteractivityData’ fragmenfThe value | anyURI
of this attribute SHALL be globally unique.
version A NM/TM 1 Version of this fragment. The newwersion unsignedint
overrides the older one starting from the time
specified by the ‘validFrom’ attribute, or as soop
as it has been received if no ‘validFrom’ attribute
is given.
validFrom A NM/TM 0.1 The first moment when thim§ment is valid. If | unsignedint
not given, the validity is assumed to have started
at some time in the past. This field contains the
32bits integer part of an NTP time stamp
validTo A NM/TM 0.1 The last moment when this fragnt is valid. If unsignedIint

not given, the validity is assumed to end in

undefined time in the future. This field contains
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the 32bits integer part of an NTP time stamp

preListenind NM/TM 1

icator

If the attribute ‘prelistenindicator’ i%rue” the
terminal SHOULD retrieve and locally store the
Interactivity media objects included in the
InteractivityMediaDocuments carried in the
broadcast stream (see [BCAST10-Services]
section 5.3.6). The terminal SHOULD start the
retrieval of these Interactivity media objects pri
to the broadcast time of the ‘Service’, ‘Content’
‘Schedule’ or ‘InteractivityWindow’ it is
associated with or as soon as the
‘InteractivityData’ fragment is retrieved by the
terminal.

If the attribute ‘prelistenindicator’ is “false” ¢h
terminal MAY retrieve the Interactivity media
objects included in the
InteractivityMediaDocuments, before the
‘Service’, ‘Content’, ‘Schedule’ or
‘InteractivityWindow’ it is associated with, is
broadcasted.

boolean

interactivity NM/TM 1
MediaDocu

mentPointer

Reference to the GrouplD of the
InteractivityMediaDocuments which refer to the
interactivity media objects. The pointer points t
all InteractivityMediaDocuments with the same
GroupID. The InteractivityMediaDocument with
the highest GroupPosition (see [BCAST10-
Services] section 5.3.6) is rendered.

When multiple ‘InteractivityData’ fragments
point to the same GrouplD, this means that the
InteractivityMediaDocuments belonging to this
GrouplD applies to all of these ‘InteractivityDat
fragments.

(=)

anyURI

Interactivity | E1 NO/TO 0..N

Type

Description of the type of the Intdiee Service,
such as "voting" or "gambling", possibly in
multiple languages. The language is expressed
using built-in XML attribute ‘xml:lang’ with this
element.

Terminal devices supporting Interactive channe
SHALL support this attribute. It SHALL be used
for rendering only.

h

string

ServiceRefer| E1 NM/TM 1

ence

Reference to the ‘Service’ fragment ttied
‘InteractivityData’ fragment is associated with.

Contains the following attribute:
idRef

idRef NM/TM 1

Identification of the ‘Service’ figment which this
‘InteractivityData’ fragment is associated with.

anyURI

ContentRefe| E1 NM/TM 0..N

rence

Reference to the ‘Content’ fragmetitat the
‘InteractivityData’ fragment is associated with.

If this element is present, that means the
interactivity is associated with the referenced

content. If there is no ' InteractivityWindow'
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element declared in this ' InteractivityData'
fragment the terminal SHOULD assume the
interactivity can be activated during the life spa
of the content, i.e. the time the content is aceeks
or rendered. The actual validity for the termiraal
access the interactivity is declared by ‘validFro
and ‘validTo’ attributes in the corresponding
InteractivityMediaDocuments.

Contains the following attribute:
idRef

idRef A NM/TM 1

Identification of the ‘Content’ figment which
this ‘InteractivityData’ fragment is associated
with.

anyURI

ScheduleRef| E1
erence

NM/TM 0..N

Reference to the ‘Schedule’ fragmehist the
‘InteractivityData’ fragment is associated with.

If this element is present, that means the
interactivity is associated with the referenced
schedule. If there is no 'InteractivityWindow'
element declared in this ' InteractivityData'
fragment the terminal SHOULD assume the

interactivity can be activated during the lifespan

of the schedule, i.e. the time the content is
accessed or rendered through the schedule or
subset of the presentation windows of the
schedule indicated by
‘PresentationWindowIDRef' sub-element.

The actual validity for the terminal to access th
interactivity is declared by ‘validFrom’ and
‘validTo’ attributes in the corresponding
InteractivityMediaDocuments.

Contains the following attribute:
idRef

Contains the following element:
PresentationWindowlIDRef

a

11%

idRef A NM/TM 1

The id of the ‘Schedule’ fragmeihtis
‘InteractivityData’ fragment refers to, globally
unique.

anyURI

Presentation| E2 NM/TM 0..N
WindowlIDR

ef

Relation reference to the Presentatiindow to
which the ‘InteractivityData’ fragment belongs.

The ‘PresentationWindowlIDRef' declared in thi
sub-element SHALL be the complete collection
or a subset of the PresentationWindow ids
declared in the ‘Schedule’ fragment referenced
the above Schedule ‘idRef'. If the latter case is
true, then the interactivity SHALL only be
assumed to be associated with these presental
windows, as opposed to during every presenta
windows declared in the referenced ‘Schedule’

unsignedIint

by

ion
on

fragment.
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If ‘PresentationWindowIDRef' element is absen
the interactivity SHALL be assumed to be
associated with every presentation windows

declared in the referenced ‘Schedule’ fragment.

—

Interactivity
Window

El

NM/TM

0..N

Time interval during which this
‘InteractivityData’ fragment is associated with t
service specified by ‘ServiceReference’ elemer

If this element is present, that means the
interactivity is associated with the declared
InteractivityWindows and terminal SHOULD
assume the interactivity can be activated durin
any of those InteractivityWindows. The actual
validity for the terminal to access the interadtivi
is declared by ‘validFrom’ and ‘validTo’
attributes in the corresponding
InteractivityMediaDocuments.

Contains the following attributes :

startTime
endTime

ne

startTime

NM/TM

Start of the InteractivityWindo Whenever an
InteractivityWindow is specified, StartTime
SHALL be declared. This field contains the 32k
integer part of an NTP time stamp.

unsignedint

its

endTime

NM/TM

End of the InteractivityWindow. Nénever an
InteractivityWindow is specified, EndTime
SHALL be declared. This field contains the 32h
integer part of an NTP time stamp.

unsignedIint

its

InteractiveD
elivery

El

NO/TM

0.1

This element indicates the possipiiit receive
InteractivityMedia over the interaction channel.
Interactivity Media can either be pushed, using
OMA PUSH delivery, or pulled, using HTTP
requests to InteractivityMediaURL. If this
element is present, at least one of PushDeliver
and InteractivityMediaURL shall be included.

Contains the following attributes:
interactivityMediaURL
pushDelivery

interactivity
MediaURL

NO/TM

0.1

URL from which Interactivity Media cdre
retrieved. The Content-Type SHALL be
“multipart/mixed” in the HTTP response.

anyURI

pushDeliver
y

NO/TM

0.1

If this attribute is present and “tfuthe terminal
SHALL expect the delivery of InteractivityMedia
using OMA PUSH, as described in [BCAST10-
Distribution] section 9. In this case, the PUSH
messages contain InteractivityMedia whose
content type is
“application/vnd.oma.bcast.imd+xml”.

The default of this attribute is “false”.

boolean
L

Extension

El

NM/TM

0.1

Additional information rédal to this fragment.
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Contains the following attribute:
url

Contains the following element:
Description

url

NM/
™

URL containing additional information related t
this fragment.

panyURI

Description

E2

NM/TM

0..N

Description regarding théditional information
which can be retrieved from a web page. The
language is expressed using built-in XML
attribute xml:lang with this element

string

BackOffTim
ing

El

NM/TM

0.1

This element specifies default timimghaviour of
interaction sent back from the device to the
service provider. Its purpose is to provide a
mechanisms that ensures distribution over time
feedback sent from receivers, e.g. in order to
avoid overload in nodes or links.

If present, the interaction, if any, SHALL be ser
back in the time interval [offsetTime,
offsetTime+randomTime] after the event that
triggers the interactivity (e.g. user feedback)e T
exact time within the allowed time window shal
be random with uniform probability.

The declaration of this information in
InteractivityData applies as a default to all
interactivity declared through this
InteractivityData, but if explicit timing behaviou
is expressed in InteractivityMediaDocument, it
prevails over default timing behaviour expresse
in ‘InteractivityData’ fragment.

Contains the following attributes:
offsetTime
randomTime

of

—

offsetTime

NM/TM

The ‘offsetTime’ attribute spifies the minimum
time that a device SHALL wait after an event th
triggers interaction (e.g. user input), before
sending the interaction. The unit is seconds
(fractions can be expressed using data type
Decimal). ‘offsetTime’ shall be a non-negative
number.

decimal
at

randomTime

NM/TM

The ‘randomTime’ refers to ttime window
length over which a device SHALL calculate a
random time for the transmission of interaction
The method provides for statistically uniform
distribution over a relevant period of time.

The device SHALL calculate a uniformly
distributed random time out of the interval
between 0 and randomTime. The unit is secon
(fractions can be expressed using data type
Decimal). ‘randomTime’ shall be a non-negativ
number.

decimal
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TermsOfUse| E1 NO/TO 0..N Element that declaresthes Terms of Use
associated with this fragment.

Contains the textual presentation of Terms of Use
or a reference to Terms of Use representation
through ‘PreviewData’, and information whether
user consent is required for the Terms of Use.
Multiple occurrences of ‘TermsOfUse’ are
allowed within this fragment, but for any two
such occurrences values for elements ‘Country
and ‘Language’ SHALL NOT be same at the
same time.

In addition to Terms of Use this element MAY be
used for disclaimers, legal text and other piedes o
information to be rendered to the user upon
activation, purchase or consumption of service|or
content.

Contains the following attributes:
type

id

userConsentRequired

Contains the following elements:
Country

Language

PreviewDatalDRef
TermsOfUseText

type A NM/TM 1 The way the terminal SHALL interpriite Terms | unsignedByt
of Use: e

0 — Display before purchasing or subscribing.
If TermsOfUse’ element of type ‘0’ is present,
terminal SHALL render the Terms of Use prior to
initiating purchase or subscription request related
Purchaseltem associated with this fragment.

1 — Display before playout.

If TermsOfUse’ element of type ‘1’ is present,
terminal SHALL present the Terms of Use prio
to playing out content or service associated with
this fragment.

2 - 127 reserved for future use

128 -255 reserved for proprietary use

id A NM/TM 1 The URI uniquely identifying the Terntf Use. anyURI
userConsent| A NM/TM 1 Signals whether user consent for thesamieof boolean
Required Use is needed.

true:

User consent is required for these Terms of Use
and needs to be confirmed in the subscription
purchase request message related to the
Purchaseltem associated with this fragment.

false:
User consent is not required for the Terms of Use.
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Country E2 NM/TM 0..N List of countries for whicha Terms of Use are | string of 3
applicable if using the interactivity in that digits
country. Each value is a Mobile Country Code
according [ITU-MCC].

If this element is omitted, the Terms of Use are
applicable to any country.

Language E2 NM/TM 1 Language in which the Termblsé is given. string
Value is a three character string according to I$O
639-2 alpha standard for language codes.
PreviewData| E2 NO/TM 0..N Reference to the ‘PreviewData’ fragnnehich anyURI
IDRef carries the representation of Terms of Use.
If this element is not present, the
‘TermsOfUseText’ SHALL be present.

TermsOfUse| E2 NO/TM 0.1 Terms of Use text to be rendered. string
Text If ‘PreviewDatalDRef’ element is present under
the ‘TermsOfUse’ this element SHALL NOT be
present.
PrivateExt E1l NO/TO 0.1 An element serving as a container for proprietary
or application-specific extensions.
<proprietary | E2 NO/TO 0..N Proprietary or application-specifieraents that
elements> are not defined in this specification. These
elements may further contain sub-elements or
attributes.

5.2 Announcing Service Guides within a Service Guid e

It is possible to announce other Service Guidehiwia Service Guide. For the sake of clarity, tleeviee Guide that refers
to another Service Guide is callegferring Service Guidevhile the Service Guide that is referred to idezhreferred
Service GuideThere are two use cases that announcing otheic8&suides within a Service Guide enables:

= Service Guide complementing another Service Guid&or example, basic (referring) Service Guide megcribe
basic services on top level and while the compleémer(referred) Service Guides may describe furthetails of
services and/or additional services. In this chseréferred Service Guides will need the basehif@rination in the
referring Service Guide.

= Referring to standalone Service GuideFor example, basic (referring) Service Guide raggregate a number of
stand-alone (referred) Service Guides by referelncthis case the referred Service Guides willddb/fusable even
without the referring Service Guide.

= Referring Service Guide MAY include ‘ReferredSGInifo‘ServiceClass’ element of the ‘Access’ fragmeo that
additional information related to referred Serviagide can be provided.

The following applies when Service Guides are anced from other Service Guides:

= If the existence of and access to referred Ser@igiele is announced, the ‘Access’ fragment SHALLused to
announce those:

o Referring Service Guide MAY include 'ServiceClasement in the ‘Access’ fragment with value
urn:oma:bcast:oma_bsc:csg:1.0 meaning that therredfeService Guide provides complementary
information to the referring Service Guide.

o Referring Service Guide MAY include ’'ServiceClasdement in the ‘Access’ fragment with value
urn:oma:bcast:oma_bsc:sg:1.0 meaning that theregf&ervice Guide is a stand-alone Service Guide.

= |If all ‘Access’ fragments associated with a ‘Seeviragment announce referred Service Guides, #ieevof the
'ServiceType' element of ‘Service’ fragment SHALE Bet to “8 — Service Guide”.
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= If the referred Service Guide is complementary BerGuide, the SG-C SHOULD assume the existence of
referring Service Guide to make use of informapoovided in the referred Service Guide.

= |f the referred Service Guide is stand-alone Sen@uide, the SG-C SHOULD NOT assume the existerice o
referring Service Guide to make use of informapoovided in the referred Service Guide.

SG-C SHALL support announcing other Service Guidéhin a Service Guide and SG-D MAY announce ot8ervice
Guides within a Service Guide as defined above.

5.3 Interfaces for Service Guide Generation

Referring to OMA BCAST Architecture [BCAST10-Arckitture], this section normatively specifies theifétces SG-1,
SG-2, SG-4, SG-5 and SG-6 for Service Guide funetity.

5.3.1 Service Guide Data Model as Generic Interchan ge format

The Service Guide Data Model (as specified in sadhi.1) and its XML Schema definition (as specifieBCAST10-
Schema-sg-f] ) SHALL be used as generic interchdogeat for communicating Service Guide entriefragments over
interfaces SG-2, SG-4 and SG-B1 (system back+edaces) and over interfaces SG-5 and SG-6 {ates between
terminal and system). Over interface SG-1 the BCXBIL schema definition MAY be used.

The methods to deliver Service Guide fragments mterfaces SG-1, SG-2 and SG-4 are defined inmebt4.

The methods to deliver Service Guide fragments oterface SG-B1 are specific to each BDS in qoessind are covered
in the BDS adaptation specifications (see [BCASDMBH-IPDC-Adaptation], [BCAST10-MBMS-Adaptation],
[BCAST10-BCMCS-Adaptation]).

The method to deliver Service Guide fragments averface SG-5 is specified in section 5.4.2.

The method to deliver Service Guide fragments awerface SG-6 is specified in section 5.4.3.

5.4 Service Guide Delivery

Instantiated Service Guide consists of the Ser@igele XML fragments and the Session Descriptionrimfation fragments
described in the previous sections. Each fragnsedéesigned to be uniquelly identifiable in the $sGuide making it
possible to treate the Service Guide as a setesktfragments. This naturally makes it possibléHemetwork to divide the
set further into subsets each containing only softke fragments in the set but not necessarilgfathem. The network can
deliver the Service Guide using these subsets @duset independent of the other instead of platiedull set to the
transport as one atomic unit. This arrangementlesdhe network to isolate the changes on the elslilayer when only
some of the fragments in the Service Guide areealtén such a case the terminals that have alnesmbjved the full set of
fragments at least once, can utilise the isolatifothe changes by receiving only that subset @tfrants that contains the
changes.

The delivery of the Service Guide can be providgthmn means

» over the interactive channel the terminal requgssiome or all of the fragments of the Service Geixjdicitly or

» over the broadcast channel the terminals polliegftagments.

While both mechanisms have their unique charatiesithe mechanisms essentially share the datetstas used to manage
the organization of the fragments on the transpger. These data structures are the ‘Service Ghéleery Descriptor’

and the ‘Service Guide Delivery Unit’ short-hand&@DD and SGDU respectively. The latter is the stmgcthat the
network uses to encapsulate fragment subsetsddrahsport layer and it is purely transport indejent. The former, the
SGDD, on the other hand is partially transport deleat. The SGDD both describes service level inédion about the
Service Guide as well how each of the Service Girgment is available for the terminal in the sport layer.

The following sections are organised to addressprart layer independent mechanisms and definifiosisfollowed by the
transport level dependent sections.

[0 2008 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-BCAST_Service_Guide-V1_0-20080807-C Page 113 (228)

5.4.1 Encapsulating and identifying fragments

As discussed before, each of the Service Guiderfeags as an XML fragment or Session Descripti@ss&gned an
identifier for distinguishing any two fragmentsificeach other. These identifiers are called fragrtemitifiers and they are
represented with URIs. This identification scheraturally makes the fragments not only unique instt@pe of a single
Service Guide but in fact over all the Service @Gsid

In the transport frames, however, one prefers sigeafi integer based identification schemes ovargshrased identification
schemes. This is achieved by assigning for eagimfeait in addition to the fragment identifier a spart identifier. In the
transport layer the fragments are addressed usenggansport identifiers the transport layer alsavigling the binding
between these two types of identifiers.

While the specififcs of the common data struct8&0OD and SGDU are discussed in the later sectibasstrong
dependency between the two structures imposededotydhsport identifiers is defined first.

54.1.1 Fragment identifier versus transport identi  fier

As discussed before any two Service Guide fragmeatsbe distinguished by their fragment identifiefke way these
identifiers are represented depends on the typleedfragment:

* In case of XML fragments the identifier can be fdun the fragment itself as top level attribute @hd

 In case of Session Description the identifier isaduced in the SGDU carrying the fragment using field
‘fragmentlD’.

The transport identifiers used in the transporetay identify fragments are given in the ‘fragmienainsportID’ fields of the
SGDUs carrying the corresponding fragments. Thdibgnbetween the fragment identifier and the transidentifier is
provided using the SGDD where each fragment isadedlusing an XML element ‘Fragment’. This elemgines both the
fragment identifier and the transport identifier foe fragment providing explicit binding betweée two. In order for the
binding to be unambiguous the network SHALL enghesfollowing:

» During the whole lifetime of a Service Guide fragmthe ‘id’ attribute of the fragment is always Imoluto the same
‘fragmentTransportID’ value.

» For each Service Guide entry point (see sectiori.the binding between ‘fragmentTransportID’ aidd attribute
is one-to-one.

The terminal SHALL comply with the following rulem maintaining the binding between fragment idésf and transport
identifiers in the terminal:

= |f a terminal has received a Service Guide Delivegscriptor (SGDD), the terminal SHALL record thieding
between the ‘fragmentTransportID’ fields and theresponding ‘fragmentID’ fields of the ‘Fragmentement in
that descriptor.

= If a terminal has not encountered the binding fquaaticular ‘fragmentTransportID’ in the SGDD, tkerminal
SHALL decode the corresponding fragment deliverethe SGDU, associate the decoded fragment identifith
the ‘fragmentTransportID’ in the SGDU header antbrd that binding.

= A terminal SHALL NOT use any recorded ‘fragmentl@-fragmentTransportlD’ binding after the fragment
expires.

54.1.2 Resolving fragment references

Some Service Guide fragments have a capabilitgfer to other Service Guide fragments. This isegdil by including a
reference element to the referring fragment. Tkeneht is namedkfragment nameReference’ and the value of its attribute
‘idRef is of type ‘anyURI’ — this value containke identifier of the referred fragment. The terrhitem obtain the

referenced fragment in two ways either receivingviér broadcast channel or retrieving it over iatéve channel.
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= When receiving the referred fragment over broaddaahnel the ‘id’ attribute of the referred fragrmernresolved to
‘transportID’ and consequently to ‘fragmentTrangfi@rwithin the SGDU as specified in section 5.4.1.

=  When retrieving the referred fragment over intév@cthannel, the delivery method as specified atise 5.4.3 (the
case when a fragment is requested using the indil/idtagment ID) is used. In this context, the nefd fragment id
is used as a value in a name-value pair of at&ititagmentID’ in the outgoing interactive requestssage.

All the terminals SHALL support receiving the rafea fragment(s) over broadcast channel, whilesathinals able to access
the interaction channel SHALL support requesting eeteiving the referred fragment(s) over the extBon channel also.

5.4.1.3 Service Guide fragment encapsulation

In order to deliver the fragments from the netwtorkhe terminals the network needs to be abledaogthe fragments into
the underlying transport frames. The network isvted with means of delivering more than one fraghas a atomic unit
at the time but on the other hand the network tgestricted to deliver all the fragments at oneedber. For the terminals to
correctly receive and process any collection afrfrants as one delivery unit the network SHALL coynpith the

following:

= The Service Guide Delivery Unit structure as defie Table 1 SHALL be used for encapsulating Sen@uide
fragments for transport.

= The field ‘fragmentTransportID’ SHALL be assignediwthe ‘transportID’ values as defined in sectmd.1.1 to
identify each of the fragments carried in the Ssrvsuide Delivery Unit.

= When encapsulating the fragments into the Servic&l&Delivery Unit, the mapping defined in sectiod.1.1
SHALL be used.

= In case the SGDUs are listed in any FDT Instankescorresponding ‘Content-Type’ attributes SHALL d## to
“application/vnd.oma.bcast.sgdu” to describe thatttansport object contains an SGDU.

Using the ‘fragmentTransportID’ and ‘fragmentVersidields the terminal can quickly infer whetheretrassociated
fragment in the SGDU has changed.

Data Field Name Data Type
Service_Guide_Delivery_Unit {
Unit_Header {

extension_offset uimsbf32

reserved 16 bits

n_o_service_guide_fragments uimsbf24

for(i=0; i< n_o_service_guide_fragments; i++) {
fragmentTransportIDJi] uimsbf32
fragmentVersion[i] uimsbf32
offset]i] uimsbf32

}
Unit_Payload {

for(i=0; i< n_o_service_guide_fragments; i++) {

fragmentEncoding[i] uimsbf8
if(fragmentEncoding][i]=0) {
fragmentType uimshbf8
XMLFragment bytestring
}
else if(fragmentEncoding[il=1) {
validFrom uimsbf32
validTo uimsbf32
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fragmentID bytestring
SDPfragment bytestring
}
else if(fragmentEncoding[i]=2) {
validFrom uimsbf32
validTo uimsbf32
fragmentID bytestring
USBDfragment bytestring
}
else if(fragmentEncoding][i]=3) {
validFrom uimsbf32
validTo uimshf32
fragmentID bytestring
ADPfragment bytestring
}
}
}
if(extension_offset>0) {
extension_type uimshbf8
next_extension_offset uimshf32
extension_data bitstring
}
}

Table 1: Service Guide Delivery Unit structure

uimsbfN Unsigned Nbit Integer, most significant firist
bytestring Array of bytes, each occupying eighs bit
bitstring Array of bits, length is multiple of eigh

Table 2: Mnemonics used in Table 1

extension_offset

Offset in bytes from the starthef Unit_Payload to the start of th
first extension. Set to O if there is no extendfwasent.

D

reserved

A bitfield reserved for future extensiohBCAST. All bits in this
field SHALL be set to 0 in an SGDU conforming tasth
specification. Terminals MAY choose to ignore tfigdd.

n_o_service_guide_fragments

Number of Service Gluatgnents encapsulated in this specific
Delivery Unit.

offset[i]

Offset in bytes from the start of the WriPayload to the start of the
fragment_encoding field of the i:th Service Guidayiment. The
offset list is sorted in ascending order.

fragmentTransportIDJ[i]

Signals the identifier okthth Service Guide fragment which is
defined for transport (see 5.4.1.5)

fragmentVersion[i]

Signals the version of the S&rvice Guide fragment.

Note: The scope of the fragmentVersion is limitedhis transport
session. The value of fragmentVersion can turn &een 2732-1 to
0.
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fragmentEncoding]i] Signals the encoding of thie Bervice Guide fragment, with the
following values:

0 — XML encoded OMA BCAST Service Guide fragment
1 - SDP fragment

2 — MBMS User Service Bundle Description (USBD)spscified
in [26.346] (see 5.1.2.4 ‘SessionDescription’ elathe

3 — XML encoded Associated Delivery Procedure asidigd in
[BCAST10-Distribution] section 5.3.4.

4-127 — reserved for future BCAST extensions

128-255 — available for proprietary extensions
fragmentType[i] This field signals the type of aMK encoded BCAST Service
Guide fragment, with the following values:

0 — unspecified

1 - ‘Service’ Fragment

2 — '‘Content’ fragment

3 — ‘Schedule’ Fragment

4 — ‘Access’ Fragment

5 — ‘Purchaseltem’ Fragment

6 — ‘PurchaseData’ Fragment

7— 'PurchaseChannel’ Fragment

8 — ‘PreviewData’ Fragment

9 — ‘InteractivityData’ Fragment

10-127 —reserved for BCAST extensions

128-255 — available for proprietary extensions

fragmentID Null-terminated string containing thagment ID of an SDP or
MBMS USBD or Associated Delivery Procedure fragmest

referenced from an ‘Access’ fragment via
SessionDescriptionReference.

Note: for an XML encoded OMA BCAST Service Guidagment,
this information is contained in the fragment itsel

validFrom 32 bit word representation of the valioifarvalue of an SDP or
MBMS USBD or Associated Delivery Procedure fragmdihtis
field is expressed as the first 32bits integer pANTP time stamp.
When set to “0” the interpretation is that “validFr” is undefined.

Note: for an XML encoded OMA BCAST Service Guidagment,
this information is contained in the fragment itsel

validTo 32 bit word representation of the validTalue of an SDP or
MBMS USBD or Associated Delivery Procedure Desavipt
fragment. This field is expressed as the first 82initeger part of
NTP time stamp. When set to “0” the interpretaimthat
“validTo” is undefined.

Note: for an XML encoded OMA BCAST Service Guidagment,
this information is contained in the fragment itsel

XMLfragment String containing the actual XML datktlee encapsulated Service
Guide fragment without the termination character.

SDPfragment String containing the actual SDP dsithout termination
character.

USBDfragment String containing the actual MBMS US&#&a, without
termination character.

ADPfragment String containing the actual XML dafdahe encapsulated

Associated Delivery Procedure fragment, withoutiaeation
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character.

extension_type Signals the type of the extension.

0-127 — reserved for BCAST extensions
128-255 — available for proprietary extensions

Terminals MAY discard unknown extensions. In anye;ahey
SHALL NOT get into an error state when they enceunnknown
extensions.

next_extension_offset Offset in bytes from thetstéithe current extension to the start of
the next extension. Set to O if there is no nextm@sion. The start
of an extension is assumed to be the positioneétension type.

extension_data Content of the extension.

Table 3: Semantics for Table 1

54.1.4 Compression of Service Guide Delivery Units  and Service Guide Delivery
Descriptors

The network is provided with means of reducinggtze of the SGDUs and SGDDs being delivered toiteal®s by using
GZIP compression. For the algorithms and theireeSpe signalling there are the following rules aodstraints:

When FLUTE is used for transmission of the SDGUs

* the network MAY compress the SGDUs with the GZIgoaithm,
» terminals SHALL support both plain SGDUs and GZéfPnpressed SGDUSs,

*  When GZIP compression is used and the SGDUs aegli;m any FDT Instances the corresponding ‘Content
Encoding’ attributes SHALL be set to “gzip”.

» Additionally, when FLUTE is used for transmissidntloe SGDD, the network MAY compress the SGDDs wfith
GZIP algorithm. In this case the Content-Encoditighaute in the corresponding description of theTFBHALL be
set to “gzip”.

When HTTP is used for service guide delivery, tework MAY compress the HTTP response body with@Z8P algorithm. In this case
the Content-Encoding attribute in the correspondiescription of the HTTP response SHALL be setgzi”.

5.4.1.5 Service Guide Delivery Descriptor

Recall that all the fragments of the Service Guitenot necessarily placed into one and single SGMtUWather into
multiple SGDUs. Even though the details of the exiativery mechanisms are discussed in the latgiose one needs to
take one fundamental difference between the brehdeal interactive delivery into account here. Thithe strategy used to
divide the set of Service Guide fragments intogpamt layer subsets (each carried by its own SGDldshe broadcast case
the division is fixed at a certain point of timedathe division shared by the network and receit@rginals. In the
interactive case there is no fixed division, thenmek simply provides one subset per request theetucontents being
defined by the request.

In the broadcast case the division of fragments separate transport frames (SGDUSs) requires diggalf the details of
the division, basicly the SGDUs being used, how3fUs can be accessed on the transport and agftiag thich
fragment can be found in which SGDU. This transpayrbut signalling is provided by the network usthg aforementioned
SGDDs, Service Guide Delivery Descriptors, the altymg clearly representing transport dependent giathe information

in the SGDDs.

Even though the details of the fixed division o fragments into SGDUs are not applicable on tteractive delivery case,
both the terminals performing the interactive @ kimoadcast retrieval of the Service Guide, howeaety on the SGDDs to
provide exhaustive list of the fragments in thevier Guide.
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In addition to dividing the Service Guide fragmeintt® subsets for the transport layer, the netveank also divide the
fragments into subsets on the service layer inddg@ron the transport layer division. This latigret of division of the
Service Guide in the application layer is calleduging of the Service Guide and it is also sigmhifethe SGDDs. This
concept, however, depends on application layertoaets and it is discussed in its own section.

When FLUTE is used for transmission of the SGDI®@,ktwork MAY compress the SGDDs with the GZIP &thm. In
this case the Content-Encoding attribute in theesponding description of the FDT SHALL be setgaip”. If HTTP is
used for transmission of the SGDD and SGDU, thet€&drEncoding attribute in the corresponding desiom of the HTTP
response SHALL be set to “gzip”.

Next section describes in more detail the transgpependent uses of the SGDD.

54.15.1 Transport dependencies

Similarly as in the case of the network using ntben one SGDU frame for delivering the Service @didgments, the
network can also use multiple SGDDs for declarlmgexhaustive list of the fragments in the Ser@céde. In such a case it
is easy to see that in order for the terminalsst@Ware of all the Service Guide fragments, thaiteals need to be aware of
all the SGDDs the network uses. For the broadaastety of the SGDDs, the network SHALL therefotage all the
SGDDs representing a Service Guide into one anglaré delivery session. This session is calledSwice Guide
Announcement Channel. The network SHALL also make that the SGDDs declare all fragments that aelieeted over
the broadcast channel.

As mentioned before for interactive delivery of Hevice guide, the main role of the SGDD is toakecall fragments that
describe one or more services. The information abivision of the fragments into SGDUs in this casaot essential, since
all fragments are retrieved interactively and indiially for each terminal, and thus a fixed divisioto SGDUs does not
exist. However, the grouping in the service layar be used to provide information about fragmenteriging to the same
service. The SGDD MAY declare fragments that aleveleed over the interaction channel, but it SHA&1 least declare a
set of fragments that allow interactive retrievilie complete SG. For example, the SGDD couldateabnly ‘Service’
fragments. The terminal could then interactivelyieze fragments related to specific selected sesjiusing the request
mechanism described in section 5.4.3.

5.4.1.5.2 Service Guide Delivery Descriptor

The following structure SHALL be used for declariggilability, metadata and grouping of the fragtsesf Service Guide,
and for delivery of the SG to point to the actualivkery channel and the delivery unit where thelaled fragments are to be
delivered. The terminal SHALL support the Serviogde Delivery Descriptor syntax as defined by XM¢h8ma in
[BCAST10-Schema-sg-sgdd]. For delivery, the Ser@Geide Delivery Descriptor SHALL be instantiatedeess XML
document.

The network is provided with means of reducinggize of the SGDDs being delivered to terminals &appressing SGDDs.
For the algorithms and their respective signaltimgre are the following rules and constraints:

» the network MAY compress the SGDDs with the GZIgoathm,

» terminals SHALL support both plain SGDDs and GZéfPnpressed SGDDs,

In the case of broadcast delivery of SGDDs, thevodt SHALL signal GZIP compression of SGDDs by isettthe
‘content-encoding’ attribute of the FLUTE FDT inst&s listing the SGDDs. In the case of interactigbvery of SGDDs
and SGDUs using HTTP, the network SHALL signal GZ&iémpression setting the ‘Content-Encoding’ attigbof the
HTTP response.

Name Type Category Cardinality Description Data Ty
ServiceGuid | E The Service Guide Delivery Descriptor
eDeliveryDe Contains the following attributes:
scriptor id
version
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Contains the following elements:
NotificationReception

BSMList

DescriptorEntry

id

NM/TM

0.1

Unique identifier of the SGDD withione
specific SG

anyURI

version

NM/TM

0.1

Version of SGDD. The newer si®n overrides
the older one as soon as it has been received.

unsignedIint

Notification
Reception

El

NM/TM

0.1

Reception information for general Nicttion
Messages.

In case of delivery over Broadcast channel,
IPBroadcastDelivery specifies the address
information for receiving Notification message.
In case of delivery over Interaction channel,
RequestURL specify address information for
subscribing notification, PollURL specify addre
information for polling notification.

When the Notification Message resource point¢
by this element provides Notification Messages
carrying Service Guide update, those SHALL
relate to the currently bootstrapped Service
Guide.

If this element is present, at least one of the
elements “IPBroadcastDelivery”, “RequestURL|
or “PollURL” SHALL be present.

Contains the following elements:
IPBroadcastDelivery
RequestURL

PollURL

2d

IPBroadcast
Delivery

E2

NM/TM

0.1

Provides IP multicast address and pomber for
reception of Notification Messages over the
broadcast channel.

Contains the following attributes:
port
address

port

NM/TM

General Notification Message deliyéyDP
destination port number; delivery over Broadca
Channel.

unsignedint
St

address

NM/TM

General Notification Message &y IP
multicast address; delivery over Broadcast
Channel.

string

RequestURL

E2

NM/TM

0.1

URL through which the taral can subscribe to
general Notification Messages; delivery over
Interaction Channel.

anyURI

PollURL

E2

NM/TM

0.1

URL through which the termin@an poll general
Notification Messages over Interaction Channe

anyURI
l.

BSMList

El

NM/TM

0.1

Declaration of the BSM Selerg which can be
used in the GroupingCriteria sections defined
below.

Contains the following element:

BSMSelector
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BSMSelecto | E2 NM/ 1..N Specifies the BSM associated with the fragment
r ™ in this Service Guide Delivery Unit

Allows a terminal to determine whether the
SGDU’s in this SGDD DescriptorEntry — among
the SGDU's that are announced in various
DescriptorEntries in various SGDD'’s — is
associated with the terminal’s affiliated BSM(s)
The terminal’s affiliated BSM(s) are represente
within terminal as Management Objects with
identifier ‘<X>/ BSMSelector/BSMFilterCode’ of
as codes on the Smartcard as defined by [3GPP
TS 22.022], [3GPP2 C.S0068-0], [3GPP TS
31.102], [3GPP2 C.S0023-C], or [3GPP2
C.S0065-0]...

For the interpretation of the BSMSelector within
the SGDD the following SHALL apply:

» If the BSMFilterCode present in this
element matches to any of the
‘<X>BSMSelector//BSMFilterCode’
entries within the terminal, or to any of
the codes on the Smartcard, i.e. all of the
instantiated attributes of BSMFilterCode
have matching instantiated attributes
under the ‘<X>/BSMFilterCode’ or
matching codes on the Smartcard, the
terminal is able to process, render,
interpret and handle the fragments
without restrictions.

Note that it is considered a match when
the instantiated attributes under the
BMSFilterCode matches a subset of the
instantiated attributes of
‘<X>/BSMSelector/BSMFilterCode’ or
matches a subset of the codes on the
SmartCard. However, when the
instantiated BSMFilterCode representg a
superset of attributes of the
‘<X>/BSMSelector/BSMFilterCode’ or
a superset of the codes on the Smartcard,
it is not considered a match, because not
all instantiated attributes under the
BSMFilterCode matches to instantiated
attributes of
‘<X>/BSMSelector/BSMFilterCode’ or
codes on the Smartcard. If the
BSMFilterCode present in this element
does not match to any of the
‘<X>/BSMSelector/BSMFilterCode’
entries within the terminal, , i.e. not all
of the instantiated attributes of
BSMFilterCode have matching
instantiated attributes under the
‘<X>/BSMSelector/BSMFilterCode’ or
codes on the Smartcard, the terminal dan
render, interpret and handle the
fragments according to RoamingRules

o
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associated with this BSMSelector
(identified by the attribute ‘id’). In case
the terminal does not have these
RoamingRules the terminal SHALL
NOT render the fragments to the user.
The terminal MAY acquire the rules by
sending a RoamingRuleRequest to
address indicated by attribute
“roamingRuleRequestAddress”.

In case the terminal has no

‘<X>/BSMSelector/BSMFilterCode’ entries or n
codes on the Smartcard, for the interpretation ¢
the BSMSelector within the SGDD the following
SHALL apply:

» The terminal can render, interpret and
handle the fragments according to
RoamingRules associated with this
BSMSelector (identified by the attribute
‘id"). In case the terminal does not have
these RoamingRules the terminal
SHALL NOT render the fragments to the
user. The terminal MAY acquire the
rules by sending a RoamingRuleRequest
to address indicated by attribute
“roamingRuleRequestAddress”.

Note: RoamingRuleRequest message and
associated roaming methods are specified in
[BCAST10-Services].

= O

Contains the following attributes:
id
roamingRuleRequestAddress

Contains the following elements:
BSMFilterCode

Name

RoamingRule

ode

id A NM/TM 1 Identifier of the BSMSelector. Thisdiis unique | anyURI
within network.
roamingRule| A NO/ 0.1 Address to which the terminals can send the | anyURI
RequestAddr ™ RoamingRuleRequests to request RoamingRules
ess associated with this BSMSelector (identified with
the ‘id’ attribute).
BSMFilterC | E3 NM/TM 0.1 The code that specifies this BSMS&lec

Contains the following attributes:
type

serviceProviderCode
corporateCode
serviceProviderName
nonSmartCardCode

Contains the following elements:
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NetworkCode3GPP

NetworkCode3GPP2

Note: At most either ‘NetworkCode3GPP’ or
‘NetworkCode3GPP2’ SHALL be present.
Implementation in XML Schema should use
<choice>.

NM/ 1
™

type A

The type of bsmFilterCode.
1 - BSMCode (Smart Card Code)

This is used if the determination is made based
the country and operator code in the (U)SIM/(R
JUIM/CSIM

2 — BSMCode (Non Sma rt Card Code):

This is used if the determination is made based
the country and operator code in the terminal
Other values are reserved.

unsignedByt
e

on

on

NO/ 0.1
™

serviceProvi | A
derCode

Service Provider Code as specified by [3GPP
22.022] or [3GPP2 C.S0068-0].

Applicable only when “type” == 1

T8nsignedByt
e

NO/ 0.1
™

corporateCo | A
de

Corporate Code as specified by [3GPP TS
22.022] or [3GPP2 C.S0068-0].

Applicable only when “type” == 1

unsignedByt
e

NO/ 0.1
™

serviceProvi | A
derName

Service Provider Name (SPN) as specified by
[3GPP TS 31.102], [3GPP2 C.S0023-C], or
[3GPP2 C.S0065-0].

Applicable only when “type” == 1

string

NO/ 0.1
™

nonSmartCa| A
rdCode

Value of BSMFilterCode when “type” == 2

sgin

NetworkCod NO/TM

e3GPP

E4

IMSI-based Network, Network Subset or
SIM/USIM codes as specified by [3GPP TS
22.022]. Applicable only when “type” == 1.

Contains the following attributes:

- mobileCountryCode

- mobileNetworkCode

- networkSubsetCode

- networkSubsetCodeRangeStart
- networkSubsetCodeRangeEnd
- codeRangeStart

- codeRangeEnd

NO/ 0.1
™

mobileCount| A
ryCode

Mobile Country Code (3 digits) as specified by
[BGPP TS 22.022].

string of 3
digits

NO/ 0.1
™

mobileNetw | A
orkCode

Mobile Network Code (2-3 digits) as specifigd
[3GPP TS 23.003].

string of 2-3
digits

NO/ 0.1
™

networkSubs| A
etCode

Network Subset Code (2 digits) as specified b
[BGPP TS 22.022].

string of 2
digits

NO/ 0.1
™

networkSubs| A
etCodeRang
eStart

Instead of providing an explicit code in &ttitie

string of 2

‘networkSubsetCode’, the network MAY instead digits

provide a continuous range of codes.
In such a case the network SHALL
» provide the smallest code for the

terminal to accept in this attribute,
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» the greatest code in the attribute
‘networkSubsetCodeRangeEnd’ and

* SHALL not instantiate attribute ‘networ|
SubsetCode’.
The terminal SHALL interpret all the code valug
between the smallest and the greatest code as
values to Be accepted.

£S

networkSubs| A NO/ 0.1 This attribute signals the end of the range of | string of 2
etCodeRang ™ Network Subset Codes as specified above. digits
eEnd
codeRangeStd A NO/TM 0.1 This attribute signals the lowest code value fromsging of 8
rt continuous range of one or more codes, which|igligits

used by the BCAST Terminal to determine

whether a match exists with the local SIM/USIM

code. The Terminal SHALL accept all code

values between (and inclusive of) the lowest and

highest code value for matching against the logal

SIM/USIM code.
codeRangeE| A NO/TM 0.1 This attribute signals the highest eaglue for the string of 8
nd BCAST Terminal to be considered valid for matching digits

against the local SIM/USIM code, as described above
NetworkCod | E4 NO/TM 0.1 IMSI and/or NAI based Network or (R-
e3GPP2 JUIM/CSIM codes as specified by [3GPP2

C.S0068-0]. Applicable only when “type” == 1.

Contains the following attributes:

- mobileCountryCode

- mobileNetworkCode

- iRMBasedMIN

- hRPDRealm

- ruimCSIMCodeRangeStart

- ruimCSIMCodeRangeEnd
mobileCount| A NO/TM 0.1 Mobile Country Code (3 digits) as sifiec for string of 3
ryCode Network Type 1 by [3GPP2 C.S0068-0]. digits
mobileNetw | A NO/TM 0.1 Mobile Network Code (2-3 digits) asesjfied for | string of 2-3
orkCode Network Type 1 by [3GPP2 C.S0068-0]. digits
iRMBasedM | A NO/TM 0.1 First 4 digits of IRM-based MIN as sjfeed for | string of 4
IN Network Type 2 by [3GPP2 C.S0068-0]. digits
hRPDRealm| A NO/TM 0.1 REALM code of the relevaRIPD network as | integer

specified by [3GPP2 C.S0068-0].
ruimCSIMC | A NO/TM 0.1 (R-)UIM or CSIM code, as specified[BGPP2 string
odeRangeSta C.S0023-C], [3GPP2 C.S0065-0] or [3GPP2
rt C.S0068-0].

This attribute signals the lowest code value from a

continuous range of one or more codes, whichl|is

used by the BCAST Terminal to determine
whether a match exists with the local (R-
JUIM/CSIM code. The Terminal SHALL accept
all code values between (and inclusive of) the
lowest and highest code value for matching

against the local (R-)UIm/CSIM code.
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ruimCsIMC | A
odeRangeEn
d

NO/TM 0.1

(R-)UIM or CSIM code, as specified[BGPP2
C.S0023-C], [3GPP2 C.S0065-0] or [3GPP2
C.S0068-0].

This attribute signals the lowest code value fro
continuous range of one or more codes, which
used by the BCAST Terminal to determine
whether a match exists with the local (R-

JUIM/CSIM code. The Terminal SHALL accept

all code values between (and inclusive of) the
lowest and highest code value for matching
against the local (R-)UIm/CSIM code.

string

m a
is

Name E3 NM/TM 1.N

Provides a user readable nam&hf
BSM_Selector, possibly in multiple languages.
The language is expressed using built-in XML
attribute xml:lang with this element.

This element can be used to provide informatig

to the user so he can select the BSMSelector t
terminal Has to use.

string

>

RoamingRule| E3 NO/TM 0..N

Specifies a Roaming Rule associatild w
BSMSelector.

Contains the following attributes:
allowAll
denyAll

Contains the following elements:
TimeFrame
AllowPurchaseltem
AllowPurchaseData
AllowService
AllowContent
DenyPurchaseltem
DenyPurchaseData
DenyService
DenyContent

The terminal SHALL interpret RoamingRule for
each fragment so that in case ‘allow’ rule and
‘deny’ rule apply simultaneously, the ‘deny’ rule
takes precedence.

allowAll A (@] 0.1

Rule that, when set to “true”, allows frerminal
to use all the fragments associated with
BSMFilterCode associated with these
RoamingRules.

The default value of this attribute is “false”.
This attribute SHALL not be present if attribute
‘denyAll’ is present.

boolean

denyAll A O 0.1

Rule that, when set to “true”, prohibitet
Terminal to use any the fragments associated
BSMFilterCode associated with these
RoamingRules.

The default value of this attribute “false”.

boolean
with

This attribute SHALL not be present if attribute
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‘allowAll’ is present.

TimeFrame

E4

0..N

Rule that defines the time frame(s) this
RoamingRule is applies to.

Contains the following attributes:
startTime
endTime

startTime

Start of the time frame. If not given, tirae
frame is assumed to have started at some time

the past. This field is expressed as the firstt32hi

integer part of NTP time stamps.

unsignedint
n

endTime

End of the time frame. If not given, thee

frame is assumed to end at some time in the
future. This field is expressed as the first 32bits
integer part of NTP time stamps.

unsignedint

Allow
Purchaseltem

E4

Rule that allows the Terminal to useligted
Purchaseltems.

Contains the following element:
Id

E5

This element contains value that reprssen
GlobalPurchaseltemID that is allowed to be
interpreted, rendered and accessed.

anyURI

Allow
PurchaseData

E4

Rule that allows the Terminal to useligted
PurchaseData items.

Contains the following element:
Id

E5

This element contains value that reprssen
PurchaseData fragment ID that is allowed to be
interpreted, rendered and accessed.

anyURI

Allow
Service

E4

Rule that allows the Terminal to use the
fragments corresponding to listed
GlobalServicelDs.

Contains the following element:

Id

ES5

This element contains value that repressen
GlobalServicelD. Fragments associated with th
GlobalServicelD are allowed to be interpreted,
rendered and accessed.

anyURI

is

Allow
Content

E4

Rule that allows the Terminal to use the
fragments corresponding to listed ContentIDs.

Contains the following element:
Id

E5

This element contains value that reprissen
GlobalContentID. Fragments associated with tk
GlobalContentID are allowed to be interpreted,
rendered and accessed.

anyURI
S

Deny
Purchaseltem

E4

Rule that denies the Terminal to usdisked
Purchaseltems.

Contains the following element:

Id
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1.N

This element contains value that repressen
GlobalPurchaseltemID that is denied to be
interpreted, rendered and accessed..

anyURI

Deny E4 O 0.1

PurchaseData

Rule that denies the Terminal to usdished
PurchaseData items.

Contains the following element:
Id

1.N

This element contains value that repressen
PurchaseData fragment ID that is denied to be
interpreted, rendered and accessed..

anyURI

Deny
Service

E4 O 0.1

Rule that denies the Terminal to usdrigments
corresponding to listed GlobalServicelDs.

Contains the following element:
Id

1.N

This element contains value that reprssen
GlobalServicelD. Fragments associated with th
GlobalServicelD are denied to be interpreted,
rendered and accessed.

anyURI
is

Deny
Content

E4 O 0.1

Rule that denies the Terminal to usdrigments
corresponding to listed ContentlDs.

Contains the following element:
Id

1.N

This element contains value that repressen
GlobalContentID. Fragments associated with th
GlobalContentID are denied to be interpreted,
rendered and accessed.

anyURI
S

El NM/

™

DescriptorE 1..N

ntry

An entry in the Service Guide Delivery
Descriptor.

Contains the following elements:
GroupingCriteria,

Transport,
AlternativeAccessURL,
ServiceGuideDeliveryUnit

E2 NM/

™

GroupingCri 0.1

teria

Specifies the criteria for grouping Servicedgu
fragments in this Service Guide DescriptorEntr
If several criteria for grouping are present at th
same time, all those grouping criteria apply to t
set of Service Guide fragments in this Service
Guide DescriptorEntry.

S5<

Please note the same fragment may be declared in

multiple DescriptorEntry of the same SGDD in
case this fragment can meet multiple grouping
criteria.

Contains the following elements:
TimeGroupingCriteria
GenreGroupingCriteria
BSMSelector

ServiceCriteria

The ‘GroupingCriteria’ MAY be present as sub-
element of ‘DescriptorEntry’ covering all

fragments in this DescriptorEntry. Further, the
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‘GroupingCriteria’ MAY be present as sub-
element of ‘Fragment’ assigning the criteria to

particular fragment. When the ‘GroupingCriteria

is present on both of the mentioned levels, the
terminal SHALL consider the fragment-level
‘GroupingCiriteria’ providing additional (not
overriding) grouping criteria for the fragment.

A

E3 NM/

™

TimeGroupi 0.1

ngCriteria

Specifies the period of time this Descriptdrizn
describes. (For example: declares a certain
subgroup of valid Service Guide fragments for
next 2 hours). This field contains the 32bits
integer part of an NTP time stamp.

Contains the following attributes:

startTime,

endTime

A fragment matches the TimeGroupingCiriteria
it describes information related to content or
interactivity that can be distributed, consumed,
activated during a time interval that is not disjoi
with the time interval specified by
startTime/endTime.

if

or

NM/ 1
™

startTime A

Start of the time period of TimeGroupingCiriteri
This field contains the 32bits integer part of an
NTP time stamp.

aunsignedint

NM/ 1
™

endTime A

End of the time period of TimeGroupingCiriterigd. unsignedint

This field contains the 32bits integer part of an
NTP time stamp.

E3 NM/

™

GenreGroupi 0.1

ngCriteria

Specifies the classification of the servicestent
associated with the fragments in this Service
Guide Delivery Unit (e.g. comedy, action,
drama).

The OMA BCAST Service Guide allows
describing the format of the Genre element in t
Service Guide in two ways:

* The first way is to use a free string

* The second way is to use the “href”
attributes of the Genre element to con
the information in the form of a
controlled vocabulary (classification
scheme as defined in [TVA-Metadata]
classification list as defined in
[MIGFG])).

The built-in XML attribute xml:lang MAY be

used with this element to express the language.

The Network MAY instantiate several different
sets of ‘Genre’ element, using it as a free stdng
with a ‘href’ attribute. The Network SHALL
ensure the different sets have equivalent and n
conflicting meaning, and the terminal SHALL
select one of the sets to interpret for the end:us

Contains the following attributes:

string

he

ey

on-

e

type
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href

type A NO/ 0.1
TO

This attribute signals the level of this ‘Ge&nr string
element.

The following values are allowed:
“main”

“secondary”

“other”

href A NO/ 0..1
TO

This attribute signals the controlled vocabula | anyURI
used for this ‘Genre’ element.

If this attribute is supported, the following apmgdi
to the support and use of classification schemes
according to [TVA-Metadata]:

« for values of the ‘type’ attribute equal t
"main” or "secondary"”, the terminal
MAY support levels 1-4 of the TV
Anytime ContentCS classification
scheme identified by the
classificationSchemeURI
urn:tva:metadata:cs:ContentCS:2005 as
defined in Annex A.8 of [TVA-
Metadata]

« for avalue of the ‘type’ attribute equal {o
"other", the terminal MAY support
levels 1-3 of the TV Anytime
IntendedAudienceCS classification
scheme identified by the
classificationSchemeURI
urn:tva:metadata:cs:IntendedAudienceC
S:2005 as defined in Annex A.11 of
[TVA-Metadata]. When the
IntendedAudienceCsS is provided
simultaneously with an instantiation of
the ‘TargetUserProfile’, the two SHALL
have equivalent meaning.

e The network SHALL use the following
URI syntax to signal terms from
classification schemes:
<classificationSchemeURI> “.”
<termlD>

» If this attribute is instantiated by the
network, the element ‘Genre’ SHALL bg
an empty string and the xml:lang
attribute SHALL NOT be used.

©

If this attribute is supported, the following apmgdi
to the support and use of the classification from
[MIGFG]:

e This classification SHALL be signalled
with the URI
“http://www.loc.gov/rr/mopic/miggen.ht
ml”

e The string value carried in the ‘Genre’
element SHALL be used to convey the
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actual value of the classification as giv
in [MIGFG]

* The Network MAY use the values
“main” and “secondary” of the ‘type’
attribute so as to provide an ordering o
two classifications applying to the sam
Service.

Other Classification Schemes MAY be signal‘e
w'th the 'href* attribute, however how they are
used is out of scope of this specification.

If this attribute is not instantiated, the ‘Genre’
element SHALL be a free string.

—h

D

BSMSelecto | E3 NM/
r ™

0..N

Specifies the BSM associated with the fragmer
in this Service Guide Delivery Unit by
referencing a BSMSelector structure declared
above.

Contains the following attribute:
idRef

nt

idRef A NM/TM 1

Reference to the identifier of tB&MSelector
declared within the ‘BSMList’ above.

anyURI

ServiceCrite | E3 NM/TM 0..1

rna

Allows to group fragments by servidée value
of this field is the fragment ID of the ‘Service’
fragment related to that service.

anyURI

NM/
™

Transport E2 0..1

The pointer to the transport session deliggttire
Service Guide fragments within Service Guide
Delivery Units announced in this DescriptorEnt

Contains the following attributes:
ipAddress,

port,

srclpAddress,
transmissionSessionID,

hasFDT

ry.

ipAddress A NM/ 1

™

Destination IP address of the target delivery
session

string

NM/ 1
™

port A

Destination port of target delivery session

unsifSho
rt

NM/
™

srclpAddress A 0.1

Source IP address of the delivery session

In case source specific multicast scheme is
applied in the transmission, then the
'srclpAddress' attribute SHALL have as its valu

the IP address found in the IP-packets belonging

to the IP-stream in question.

In case this attribute is omitted, there SHALL
only be one source IP address from which the
delivery session originates which is defined by
the combination of destination IP address, port
and transmission session ID given.

string

e

ile

NM/ 1
™

transmission| A
SessionID

This is the Transmission Session Identifier (TS
of the session at ALC/LCT level

lunsignedSho
rt

hasFDT A NO/

™

0.1

If FDT is transmitted in the transport session
delivering the Service Guide fragments, this
attribute SHALL be set to “true”. Otherwise thig

boolean
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attribute SHALL be set to “false”. The default
value of this attribute is “true”.
If this element is set to “false”,

» the FEC parameters related to transpo
objects delivering SGDUs in the
transport session SHALL be signalled
using EXT_FTI [RFC 3926].

» the optional compression of SGDUs
SHALL be signalled using EXT_CENC

[RFC 3926]. Note that EXT_CENC was

originally defined in [RFC 3926] for
signaling the encoding of the FDT, but
assigned to a different usage in this
specification for the specific case of
SGDU delivery directly using ALC.

—

r

is

AlternativeA
ccessURL

E2

NM/
™

0..N

Declares the alternative URL for retrieving th
Service Guide fragments, declared in the parer
‘DescriptorEntry’ element, via the interaction
channel. In addition, fragments not declared in
parent ‘DescriptorEntry’ MAY also be available
Terminal MAY check the availability of
undeclared fragments by issuing an unspecific
Service Guide request against the
‘AlternativeAccessURL’, as specified in section
5.4.3.2 of the present document.

If there are multiple instances of
AlternativeAccessURL signalled, the terminal
SHALL randomly select one of them to use.
Note: usage of this element is specified in sect
5.4.1.5.4 of the present document.

anyURI

—

the

on

ServiceGuid
eDeliveryUn
it

E2

NM/
™

1..N

A group of fragments.

Contains the following attributes:
transportObjectID,
versionIDLength,
contentLocation,

validFrom,

validTo

Contains the following element:
Fragment

transportObj
ectiD

NM/
™

0.1

The transport object ID of the Service Guide
Delivery Unit carrying the declared fragments
within this group.

If ‘hasFDT is assigned with value ‘true’, then th
value of ‘transportObjectiD’ SHALL match the
value of the TOI paired in the FDT instance wit
the ‘Content-Location’ having as its value the
value of the ‘contentLocation’ attribute below.

If and only if element E2 ‘Transport’ is
instantiated, SHALL this attribute be instantiate

positivelnteg
er

d.

versionlDLe
ngth

NO/
TO

0.1

Indicates the number of least significant bits
representing the version ID in the
transportObjectID, when Split TOI is used. If th

unsignedLon

g
s
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element is omitted, the terminal assumes Split-
TOl is not used.

contentLocat
ion

NM/TM

This is the location of the Service iGe Delivery
Unit. It corresponds to the ‘Content-Location’
attribute in the FDT.

If and only if element E2 ‘Transport’ is
instantiated, SHALL this attribute be instantiate

anyURI

d

validFrom

NM/
™

The first moment of time this group of Service
Guide fragments is valid. This field contains the
32bits integer part of an NTP time stamp.

Note: If this attribute is not present, ‘validFrom’
attribute MUST be present in the ‘Fragment’ sy
element.

unsignedIint

D

b-

validTo

NM/
™

The last moment of time this group of Service
Guide fragments is valid. This field contains the
32bits integer part of an NTP time stamp.

Note: If this attribute is not present, ‘validTo’
attribute MUST be present in the ‘Fragment’ sy
element.

unsignedint

D

b-

Fragment

E3

NM/
™

Declaration of Service Guide fragment. If the
fragment is available over the broadcast chann
MUST be present here. If the fragment is
available over the interaction channel it MAY b
present here.

Contains the following attributes:
transportiD,

id

version

validFrom

validTo

fragmentEncoding
fragmentType

Contains the following element:
GroupingCriteria

el it

(1%

transportlD

NM/
™

The identifier of the announced Service Guide
fragment to be used in the Service Guide Deliv
Unit header.

Note: if the SG is delivered over the broadcast
channel only, this element MUST be present

unsignedint
ery

id

NM/
™

The identifier of the announced Service Guide
fragment.

anyURI

version

NM/
™

The version of the announced Service Guide
fragment.

Note: The scope of the version is limited to the
given transport session. The value of version tu
over from 2"32-1to O.

unsignedIint

m

validFrom

NM/
™

The first moment when this fragment is vallid.
not given, the validity is assumed to have starte
at some time in the past. This field contains the
32bits integer part of an NTP time stamp.

Note: If this attribute is present and ‘validFrom’

unsignedint
>d
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attribute of ‘ServiceGuideDeliveryUnit’ is also
present, the value of this attribute overrides the
value of ‘ServiceGuideDeliveryUnit’ attribute
‘validFrom’.

validTo A NM/ 0.1

™

The last moment when this fragment is vafid. |
not given, the validity is assumed to end in
undefined time in the future. This field contains
the 32bits integer part of an NTP time stamp.
Note: If this attribute is present and ‘validTo’
attribute of ‘ServiceGuideDeliveryUnit’ is also
present, the value of this attribute overrides the
value of ‘ServiceGuideDeliveryUnit’ attribute
‘validTo’.

unsignedIint

fragmentEnc| A NM/TM 1

oding

Signals the encoding of a Service Guitkgent,
with the following values:

0 — XML encoded OMA BCAST Service Guide
fragment

1 — SDP fragment

unsignedByt
e

2 — MBMS User Service Description as specified

in [26.346] (see 5.1.2.4,
SessionDescriptionReference)

3 — XML encoded Associated Delivery Procedu
as specified in [BCAST10-Distribution] section
5.3.4.

4-127 - reserved for future BCAST extensions
128-255 — available for proprietary extensions

fragmentTyp| A NM/TM 0.1

e

This field signals the type of an XMincoded
BCAST Service Guide fragment, with the
following values:

0 — unspecified

1 — ‘Service’ Fragment

2 — ‘Content’ fragment

3 — ‘Schedule’ Fragment

4 —‘Access’ Fragment

5 — ‘Purchaseltem’ Fragment

6 — ‘PurchaseData’ Fragment

7—- ‘PurchaseChannel’ Fragment

8 — ‘PreviewData’ Fragment

9 — ‘InteractivityData’ Fragment

10-127 —reserved for BCAST extensions
128-255 — available for proprietary extensions

This attribute SHALL be present in case
‘fragmentEncoding’=0.

Default: 0

unsignedByt
e

E4 NM/

™

GroupingCri 0.1

teria

Specifies the criteria for grouping this Seevi
Guide fragment.

If several criteria for grouping are present at th
same time, all those grouping criteria apply ta t
fragment.

Contains the following elements:

=5

TimeGroupingCriteria
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BSMSelector

The ‘GroupingCriteria’ MAY be present as sub-
element of ‘DescriptorEntry’ covering all
fragments in this DescriptorEntry. Further, the
‘GroupingCriteria’ MAY be present as sub-
element of ‘Fragment’ assigning the criteria to a
particular fragment. When the ‘GroupingCriteria
is present on both of the mentioned levels, the
terminal SHALL consider the fragment-level
‘GroupingCriteria’ providing additional (not
overriding) grouping criteria for the fragment.

TimeGroupi | E5 NM/ 0.1 Specifies the period of time as a groupintpdd
ngCriteria ™ for the fragment. (For example: declares a certai
subgroup of valid Service Guide fragments for
next 2 hours). This field contains the 32bits
integer part of an NTP time stamp.

Contains the following attributes:

startTime

endTime

n

=Y

A fragment matches the TimeGroupingCriteria fi
it describes information related to content or
interactivity that can be distributed, consumed or
activated during a time interval that is not disjoi
with the time interval specified by
startTime/endTime.

If a ‘TimeGroupingCriteria’ element exists at
DescriptorEntry level which is applicable to thig
fragment, the time interval defined here at
‘Fragment’ level MUST NOT exceed the time
interval defined at ‘DescriptorEntry’ level.

startTime A NM/ 1 Start of the time period of TimeGroupingCriteriaunsignedint
™ This field contains the 32bits integer part of an
NTP time stamp..
endTime A NM/ 1 End of the time period of TimeGroupingCriterid. unsignedint
™ This field contains the 32bits integer part of an

NTP time stamp.

Note: this is different than fragment validity time

BSMSelecto | E5 NM/ 0..N Specifies the BSM associated with this fragmen
r ™ by referencing a BSMSelector structure declared
above.
Contains the following attribute:
idRef
idRef A NM/TM 1 Reference to the BSMSelector deethwithin the| anyURI
BSMList structure above.
PrivateExt E1l NO/ 0.1 An element serving as a container for proprietary
TO or application-specific extensions.
<proprietary | E2 NO/TO 0..N Proprietary or application-specifieraents that
elements> are not defined in this specification. These

elements may further contain sub-elements or
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| | | | | attributes. | |
5.4.1.5.3 Grouping of Service Guide

One can divide the set of fragments comprisingrai&e Guide into subsets. These subsets, alsaedféw as groups, are
formed by first selecting a criterion (or possibhteria). Examples of a criterion are intervalginfe, BSM codes and
identifiers of ‘Service’ fragments. Once a criterig selected, each subset (or group) to be foimassigned a value from
the domain of the criterion. The contents of eadtsst are then determined by comparing the valtieeo€riterion
represented by the subset to each of the fragméthe Service Guide. If and only if the valuegttd subset and the
fragment match, the fragment is placed into thessub

For example, one could have a subset represerititiggdragments representing the contents of Bedlay from 10 a.m.

to 12 a.m. In such a case the grouping criteramigterval of time, the value represented by thgset is the interval from 10
o'clock to 12 o'clock and any fragment representimg contents of the Service Guide within that tinaene belongs to the
subset.

The network MAY

e use multiple grouping criteria simultaneously,
» form overlapping (i.e. mutually non-exclusive) setss(or groups) and

» place the declaration(s) of the subsets or evémgiessubset into multiple SGDDs.

But the network SHALL NOT

» place afragment into a subset if the fragmentaiosta reference to a fragment not present ingheesubset.

This restriction introduces the constraint of cetesicy on the Service Guide subsets (or groupSemice Guide subset is
consistent when no fragment from that subset re@m® any fragment that is not in the said subfatd only if all the
subsets formed by the network comply with this ridghe Service Guide considered consistent.

5.4.15.4 Availability of the SG fragments over bro  adcast and over interactive channel

In the 'DescriptorEntry’ element of the 'SGDD' @ae declare fragments to be available explicithylmioadcast and/or via
interactive channel. The availability over broadedsnnel is declared using the 'Transport' eleroktite 'DescriptorEntry’
whereas the availability over interactive chansealéclared using the 'AlternativeAccessURL'. Thesence of these
elements in the 'DescriptorEntry' SHALL be intetpteby the terminal as follows:

« If only 'Transport' element is instantiated thegfreents declared in the corresponding 'DescriptoyEate available
only over the broadcast channel according to tHerrimation in the 'Transport' element. In such aectse
‘ServiceGuideDeliveryUnit' element represents adpart object in the broadcast file delivery sassiontaining
exactly those fragments that are listed within'8erviceGuideDeliveryUnit' element in question.

« If only 'AlternativeAccessURL' elements are insiated the fragments declared in the corresponding
'‘DescriptorEntry' are available only over the iat#ive channel from the locations designated byHiaes of the
‘AlternativeAccessURL' elements. Further, theresdoet necessarily exist any 'SGDUS' correspondmghe
'ServiceGuideDeliveryUnit' elements but these (Be@uideDeliveryUnit) elements merely act as listb
fragments that are available to be requested tneinteractive channel from the address desigratdatie value of
the 'AlternativeAccessURL' element.

« If both the 'Transport' element and at least orleerAativeAccessURL' element are instantiated tagrhients
declared in the corresponding 'DescriptorEntrymelet are available over both the broadcast andntieeactive
channels.

5.4.2 Delivery over the Broadcast Channel
Over the Broadcast Channel, interface SG-5, theiG@eGuide is delivered using broadcast file delvgessions. The

network places the fragments of the Service Guittedane or more SGDUs and constructs one or moi23¥Go represent
the contents of the Service Guide as well as thisidn of the fragments into the SGDUs. The SGDR®) the SGDU(s)
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are placed into file delivery session(s) to begpamted as transport objects, TOs. While the SGEdusbe transported using
one or more file delivery sessions, the SGDDs avgiged using only one of the sessions, namel\Siwice Guide
Announcement Channel as defined in section 5.4.1.5.

In the Service Guide Announcement Channel, the ot8HALL use FLUTE [RFC 3926] as the broadcasiveey
protocol and FDT Instances SHALL therefore be piedi In the Service Guide Delivery Channel, thevoet SHALL
either use FLUTE (in which case FDT instances SHAkLprovided) or ALC (in which case FDT InstancesA&EL NOT
be provided).

The following enhancements apply for the case wtherfile information is conveyed in the Service @Guor in a file
delivery table:
* SG-Din BSD/A MAY apply the "Compact No-Code FEQisme" [RFC 3695] (FEC Encoding ID 0, also known as
"Null-FEC").

* SG-Din BSD/A MAY utilize the split-TOI scheme agexified in section 5.4.2.1.3 in conjunction withUTE, for
signalling the identifier and version of any trangpd object (e.g. the Service Guide Delivery WmiService Guide
Delivery Descriptor).

e SG-D in BSD/A MAY utilize the scheme as specifiadsiection 5.4.2.1.3 in conjunction with FLUTE, &gnalling
the identifier and version of the Service Guideisly Unit.

In order for the terminals to distuinguish the SGD&hd SGDUs from other transport objects the nétv&HALL set the
‘Content-Type’ attribute of the ‘File’ element iheg FDT Instances

» to “application/vnd.oma.bcast.sgdd+xml” for SGDarsd

» to “application/vnd.oma.bcast.sgdu” for SGDUs.
As there is no signalling whether the network uBBS Instances in the Service Guide delivery sessiather than the
Service Guide Announcement Channel, the terminal

» SHALL assume that the Transport Object Identifiegd|, zero is reserved for the FDT Instances.

* And the network SHALL not use the TOI zero for dpges of files than FDT Instance.

The network SHALL signal the Forward Error Correati FEC, parameters for the transport objects énShrvice Guide
delivery sessions using one of the mechanisms elfin FLUTE [RFC 3926] and the terminal SHALL suppall these
mechanisms.

54.2.1 Signaling Changes in the Service Guide over  Broadcast Channel

In the following, the way of signaling changes ien8ce Guide fragments is specified. The changésdrService Guide are
signaled through the change in the transmitted S&®hich consequently cause a change in the tratesh$GDDs.
Observing these changes, the terminal SHALL be tabtketermine the change. However, this specificatioes not specify
the normative terminal behavior for this. Informvatiexamples for four cases of localizing changeksaahieving their
discovery are outlined in section 5.5.1.1.

54.2.1.1 Signalling Addition of a New SGDU
Upon addition of a newn SGDU to be delivered on Seevice Guide Delivery Channel, a new TOI is aled for the
delivery of the SGDU.

 If FLUTE is used on the Service Guide Delivery Cheln the allocated TOI SHALL be introduced in thBTF
associated with Service Guide Delivery Channel.

» If ALC is used on the Service Guide Delivery Chdniigs assumed that the Terminal detects the gbari TOI by
observing the session.
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Further, the allocated TOI SHALL be introducedhe SGDD on the Service Guide Announcement Cha@uelsequently,
the TOI of SGDD itself SHALL change. This SHALL badicated through introducing the new TOI of the[d®in the
FDT associated with Service Guide Announcement GdlaiVhile using FLUTE, the filenames associatethwach
Service Guide Delivery Descriptor withinto the FBHALL be set so that the terminal can use the Riddrination to
identify the transported Service Guide Delivery €rgstor, and its version.

* The ‘Content-Location’ attribute of the ‘File’ elemt within the FDT is used for this purpose. Thevige Guide
Delivery Descriptor is identified by its SGDDid éseection 5.4.1.5.2), which SHALL be used as aumidRI for
the ‘Content-Location’ attribute.

* The version change of the Service Guide Delivergddigtor is signalled based on the TOIl and FDTdnsg ID as
specified in section 5.2.4 in [BCAST10-Distributjon

In addition, if Split-TOI scheme is used, the netkvMAY signal version relation between a removed®Gand a newly
inserted SGDD by allocating the TOI for the newlgérted SGDD, i.e. by taking the Most Significaits ®f the removed
SGDD’s TOI and changing only the Least SignificBits of the TOI.

5.4.2.1.2 Signalling Change in SGDUs

Upon change in SGDUs one or more SGDUs are insestedremoved from the Service Guide Delivery GreinThe TOls
corresponding to the removed SGDUs SHALL be disdased with the SGDDs which the SGDUs were assediatith
before, and the TOIs corresponding to the inse8@®®Us SHALL be signaled according to chapter 52411.

* In addition, if Split-TOI scheme is used, the natkvbIAY signal version relation between a removedD&Gand a
newly inserted SGDU by allocating the TOI for thewhy inserted SGDU, i.e. taking the Most Signifit&its of
the removed SGDU'’s TOI and changing only the L&ghificant Bits of the TOI.

* In addition, if Split-TOI scheme is used, the natkvbIAY signal version relation between a removedDEGand a
newly inserted SGDD by allocating the TOI for thenty inserted SGDD by, i.e. taking the Most Sigrafit Bits of
the removed SGDD’s TOI and changing only the L&aghnificant Bits of the TOI.

5.4.2.1.3 Split-TOI scheme

To provide a mechanism for terminals to easilykr&8ervice Guide updates when the Service Guidelisated over
broadcast channel using ALC or FLUTE, this sectipacifies a method to use the LCT TOI field ofamsported
SGDD/SGDU to indicate its identifier and its versigo that terminals can track the delivery of vensions of this
SGDD/SGDU without parsing its payload.

When FLUTE is used, the Split TOl mechanism esfligaiaduces the need to distribute FDT Instancestionally
restricted to signal new versions of SGDDs/SGDUs EDT Instances not describing new SGDDs/SGDUspbupdating
the “Expires” time for some SGDDs/SGDUs, etc.). Ageom the potential reduction of distributed FID&tances, this
mechanism still relies on the distribution of FDBtances, and not does relieve the FD-C of itaqmaabligations with
regard to any received FDT Instances.

The LCT TOlI field is 32*O + 16*H bits in length whethe Transport Object Identifier flag (O) lenggl2 bits and the Half-
word flag (H) length is 1 bit. The maximal lengthtioe TOI is therefore 112 bits (i.e. 14 bytes).\Wlaeversion identifier is
assigned to a transported object through the LGH&e the TOI field is split into two parts: thesfipart (Most Significant
Bits) called Object ID part is allocated to theritification of SGDU/SGDD, the second part (LessnBigant Bits) called
Version ID part is allocated to the version of ibentified SGDU/SGDD. The terminal can track SGDGL®D updates
based on the changes in the Version ID part ofrtbe

The receiver detects whether the TOIl is split drthmugh in-band signalling as specified below:

» for an SGDD/SGDU transported in a FLUTE sessioa,itidication of a split TOI SHALL be signalled ili BDT
Instances declaring this SGDD/SGDU by the inclusibfiVersion-ID-Length” attribute either in <FDT-$tance>
top-level element or in the <File> element desagbihis SGDD/SGDU. The former case signals thatTi®¢ of
each SGDD/SGDU described in the FDT Instance i$, $ging “Version-ID-Length” specified at <FDT-ltasce>
element level unless overriden by “Version-ID-Ldrigbrovided at <File> element level.
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« for an SGDU transported in an ALC session, thedation of split TOlI SHALL be signalled in all SGDddructures
describing this SGDU, by the inclusion of “versibhlength” attribute in the element declaring the Tot this
SGDU (i.e. <ServiceGuideDeliveryUnit> element).

Whatever use is made of Split TOI scheme in an 8lwaty session (such as TOIs split possibly witfiedent Version 1D
lengths, mixed with TOls not split), the uniquenegsach LCT TOI value generated in the sessionedkas the one-to-one
mapping between TOIs and transport objects SHALLagtply.

Besides, for all SGDDs with a split TOI deliveredthe same FLUTE session:

e there SHALL be a one-to-one mapping between SGADURI) and Object ID part in LCT TOI.
» SGDD “version” number SHALL be equal to Versionpart in LCT TOI.

The network MAY utilize the Split-TOI scheme fogsalling the identifier and version of transportdgject, and terminals
MAY be able to interpret the split TOI field in ALBeader.

5.4.3 Delivery over the Interaction Channel

If a terminal has access to the Interaction Chariheh it SHALL support the mechanisms for accegsie Service Guide
over Interaction Channel as defined by the prowsiof this section.

The following gives a brief overview on the waysrefjuesting Service Guide over the Interaction @eaim the light of use
cases enabled:

1. Terminal can request Service Guide fragments byr tldentifiers. This requires that the terminal ko the
identifiers of the fragments prior to request. Gansently, the terminal can use this request to tapitie version of
the fragments it already has or to retrieve fragmeteclared in the Service Guide Delivery Descriptohad
acquired earlier.

2. Terminal can request Service Guide Delivery Desorgpby their identifiers. This requires that tleentinal knows
the identifiers of the Service Guide Delivery Dagtars prior to request. Consequently, the termugaai use this
request to update the version of the Service GDiglevery Descriptors.

3. Terminal can specify within the request whethavants responses as SGDDs or SGDUSs. This way thenalrcan
either get the declarations of fragments, the frgitself or both.

4. Terminal can request Service Guide Delivery Desorgpby using the grouping criteria present in ®enGuide
Delivery Descriptors as request criteria. This wlag terminal can request all Service Guide Delivieescriptors
fulfilling the given criteria. If the terminal alsequested to have the fragments, it will receieftagments that are
available over Interaction Channel.

5. Terminal can request Service Guide fragments hyguitie attributes / elements present in Servicel&fragments
as request criteria. This way the terminal can estjall Service Guide fragments fulfilling the giveriteria. If the
terminal also requested to have the SGDDs, itredkive the SGDDs that declare the fragments.

6. Terminal can request Service Guide fragments anB&svice Guide Delivery Descriptors without any dfie
criteria or identifiers. This way terminal can regti“any” view of Service Guide and let networkdiecide which
set to provide to terminal.

7. Terminal can request all Service Guide fragmentBarService Guide Delivery Descriptors. This wasntinal can
request the widest possible view to Service Guide.

In the use cases 3-7 the terminal should provideaat one BSMSelector value as a part of the qgueeliynit the response
only to SG information that is associated with tiweninal’s affiliated BSM(s).
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5431

Rules applicable to all requests and respon  ses

When requesting either Service Guide fragments ewi€& Guide Delivery Descriptors over Interacti@hannel, the
terminal and network SHALL comply with the follovgrrules:

The terminal SHALL originate requests. The netwBHALL respond to requests.
The request SHALL be made using ‘POST’ method off AM..1

The parameters associated with the request SHALtob@nmunicated as key-value pairs following the @ntions
defined in section 17.13 of [HTML4.01] for submiigi HTML form data by the ‘POST' method using the
"application/x-www-form-urlencoded" encoding typklore specifically, once encoded as "applicationiwy
form-urlencoded", the parameters to be passed feominal to system SHALL be communicated in the Ssage-
body’ of HTTP/1.1 ‘Request’ message as defineceittion 5 of [RFC 2616].

Within a single request, the terminal MAY includeultiple key-value pairs. As defined by [HTML4.01]
these key-value pairs SHALL be delimited by an ‘&'.

Within the request, the terminal MAY specify theuested format of response.

When the terminal requests only Service Guide RejivDescriptors, the terminal SHALL send
“type=sgdd” as the first key-value-pair in the regu

When the terminal requests only Service Guide [RejivUnits, the terminal SHALL send
“type=sgdu” as the first key-value-pair in the regti

When the terminal requests Service Guide Deliveegddiptors and all Service Guide fragments
declared within the Service Guide Delivery Desaniptthat are available over Interaction
Channel, the terminal SHALL send “type=sgdd+sgdaitte first key-value-pair in the request.

When the terminal makes a specific request for S&Haction 5.4.3.3) but requests the result as
SGDUSs, the server SHALL interpret this as a reqteeseturn all matching fragments associated
with the SGDDs that the network would return if thetwork returned SGDDs as a result of the

query.

When the terminal makes a specific request for &@nfients (section 5.4.3.4) but requests the
result as SGDDs, the network SHALL interpret thesaarequest to return all currently valid and
matching SGDDs associated with the requested Sfmiats.

When the terminal wants to minimize the informatibat are present in the server response, when
no update occurred during a given period of timeMAY prefix the ‘message-body’ of the
HTTP/1.1 request with the key equal to “lastRespdfession”: the value of this key is then the
last cached “lastResponseVersion” of the resporiiehaupdates are requested by the terminal.
The terminal can be also informed by the serveil wiich time a requested given part of a
Service Guide is expected to be up-to- date thamkke use of the “ResponseValidity” element
(see section 5.4.3.1.1).

The following two notes give examples of contextsheve the terminal can use
“lastResponseVersion” and “ResponseValidity” infation provided by the server

Note 1: for example, if the terminal did an unsfieciequest (See 5.4.3.2) for retrieving the
service guide over the interaction channel, thevesercould, for instance, instantiate the

SGResponse with SGDD(s) and SGDU according to &Girmuping criteria from present time to

time Tx and inform the terminal that the (part b&)} service guide is up-to-date up until Tx
through the “ResponseValidity” element in the SGRese. The server can also indicate the
version of the current response in the “lastRespdassion” attribute. The terminal can then

repeat the same (unspecific) request after Tx taioka response containing the SGDD(s) and
SGDU with the (part of the) service guide thatpsta date until later time Ty.

Note 2: the terminal can also use this mechanismtife request of specific Service Guide
Delivery Descriptors (see section 5.4.3.3) or Sggrinents (see section 5.4.3.4) using various key
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and value pairs, such as the “globalServicelD’eciiin. However, in the case when the terminal
performed a request for specific SGDD(s) using tBBds)” as the key(s), the terminal cannot

assume it can repeat the initial request, i.e.gugie same “sgddID(s)” values to obtain an update
view of the target service guide parts. For instaffier a given fragment signalled at a given time
by a given sgddID, the update of the fragment meaysignalled at another time by a different

sgddID.

o Furthermore, the terminal MAY announce a specif€AST release number under which to interpret the
request, using the key ‘bcastrelease’. In such, ¢hseserver SHALL provide a response accordinthéo
requested release number or SHALL announce theested release number is not supported by using
status code ‘012’ in the ‘status’ attribute of is€sResponse” instance.

= As of the present release of this specificatioe, thlue ‘1.0’ is defined. This is also the default
value in case the ‘bcastrelease’ key is omitted.

* The response to the request SHALL be HTTP/1.1 mespwith status ‘200 OK'.

* The response SHALL have HTTP header field ‘Confieyge’ set to “application/octet-stream”

* The HTTP payload of response SHALL contain oneaimst of element “SGResponse”. See 5.4.3.1.1 for the
definition of element “SGResponse”.

o The element “SGResponse” carries the status codeciated with the response, and the optional
“lastResponseVersion” attribute.

o If Service Guide Delivery Descriptors are returiwgth the response, those SHALL be carried withia th
element “SGResponse”.

o If the optional ResponseValidity element is retarnéth the response, this SHALL be carried withiie t
element “SGResponse”.

o In case the ‘status’ attribute of the element “S&Rmse” holds value ‘012’ or value ‘016’, the serve
SHALL neither instantiate the “ServiceGuideDeliviegscriptor” nor provide an SGDU in the response.

* In the HTTP payload, the XML root closing tag oEthlement “SGResponse” MAY be immediately followsd

one Service Guide Delivery Unit. If Service Guideagments are returned with the response, those SH#
encapsulated in that Service Guide Delivery Unit.

543.1.1 Definition of element “SGResponse”

Name Type Category Cardinality Description Data Type

Delivers the status of response to interactive
Service Guide request. Also contains Service
Guide Delivery Descriptors associated with the
response.

Contains the following attribute:
status
lastResponseVersion

SGResponsg E

Contains the following elements:
SupportedVersion
ServiceGuideDeliveryDescriptor
ResponseValidity

PrivateExt

Declares status of the interactive Service Guidensigned
delivery response using ‘GlobalStatusCode’ | Byte

status A M 1
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defined in the section 5.1.4 of [BCAST10-
Services]. The following status codes SHALL
NOT be used:

001-006, 009011, 013--016, 019, 022, 024-02

7

lastResponse
Version

2 A

0.1

Signals the version of this response s iy
the server. The purpose of this attribute is the
following.

When further request is sent by a terminal wit

the key "lastResponseVersion", the server

behaviour is defined as follows:

- the server SHOULD send a status code
equal to "016" with no
ServiceGuideDeliveryDescriptor element
and no ServiceGuide Delivery Unit if no
update on the requested (part of the) ser
guide has been done compared to the
version signalled by the
"lastResponseVersion" value indicated in
the request.

- the server SHALL send a complete
Response if any update on the requested

(part of the) service guide has occurred (i.

returns the same response as if the key
"lastResponseVersion" was not present g
not considered by the server).
The behaviour of the server when the elemer
PrivateExt, and/or <proprietary elements> hg
been updated is not specified
Note, that in both specified cases, the server
MAY instantiate the element
"ResponseValidity" e.g. to indicate a new
"expirationTime" attribute and MAY instantiat
the "lastResponseVersion" attribute.
It is out of the scope of this specification to
decide how this attribute is managed on the
server side.

%

unsignedint

h

ice

e.

=

ts
ve

SupportedVe
rsion

El

0..N

This element is used in case the server respqg
with a ‘GlobalStatusCode’ of value ‘012’
(unsupported version) to signal the BCAST
release numbers supported by the server.

If this element is not instantiated while the
server responds with a ‘GlobalStatusCode’ of
value ‘012, the terminal SHALL assume ‘1.0’
is the supported release number.

nds

string

ServiceGuid
eDeliveryDe
scriptor

El

0..N

Service Guide Delivery Descriptor. See sectig
5.4.15.2.

n
complexType

ResponseVa
idity

El

0.1

Signals information about the validity of the
response.

Contains the following attributes:
expirationTime
timeWindow

complexType

expirationTi

me

Its purpose is to indicate to the termindlatt

this received (part of the) service guide

unsignedint
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constituted by the SGDD(s) and/or SGDU

provided in this response is scheduled to be at

least up- to-date from the current response time

up to the expirationTime'value. There is no
assumption that the Service Guide element”

"PrivateExt", "<proprietary elements>" will be
up-to-date until the expirationTime value.

If "expirationTime" is present, a terminal that
wants to track updates of this received (part @
the) service guide, SHOULD not renew the
request before the expirationTime is reached
without further instruction. If the

—

"timeWindow" attribute is not instantiated, there

is no assumption that this (part of the) service
guide is up-to-date after the "expirationTime"
time has been reached.

This field is expressed as the first 32bits integ
part of NTP time stamps.

er

timeWindow

0.1

Its purpose is to provide a tratsm that
ensures distribution over time of a given updg
request sent from terminals, e.g. in order to
avoid overload in network nodes of links.

If "expirationTime" and "timeWindow" are
present, a terminal that wants to track update
this received (part of the) service guide
SHOULD renew the request in the time interv
[expirationTime,
expirationTime-+timeWindow].

The exact time within the allowed time windo
SHALL be random with uniform probability.

There is no assumption that this received (pa
of the) service guide is still up-to-date after th
("expirationTime"+"timeWindow") time has
been reached.

The unit is seconds (fractions can be express
using data type Decimal”."timeWindow"
SHALL be a non-negative number.

Note that if a large number of terminals have
cached a server's response with the same
expirationTime and without an appropriately-
sized timeWindow instantiate’, then there is a|
risk of network nodes/links congestion

decimal
te

PrivateExt

El

0.1

An element serving as a container for
proprietary or application-specific extensions.

<proprietary
elements>

E2

0..N

Proprietary or application-specific elensethat
are not defined in this specification. These
elements may further contain sub-elements o
attributes.

r

5.4.3.2

Unspecific request for retrieving service g

uide over Interaction Channel

If the terminal supports unspecific request foriesing service guide over Interaction Channel,tdreninal SHALL request
Service Guide fragments and Service Guide Delild@gcriptors over the Interaction Channel as foltows

* When terminal requests Service Provider's defaelivwo Service Guide, the ‘message-body’ of HTTPfequest
message SHALL contain no data.
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* The ‘Request-URI’ of HTTP POST request SHALL betsethe Service Guide entry point address (URL).
* The response of the request MAY contain Servicel&lielivery Descriptors, Service Guide fragmentbaih.

When the response contains Service Guide fragm#rsieturned set of fragments SHALL be consistenspecified in
5.4.1.5.3.

5.4.3.3 Requests for specific Service Guide Deliver y Descriptors

If the terminal supports requests for specific 8xvGuide Delivery Descriptors, the terminal SHAk&quest specific
Service Guide Delivery Descriptors over the IntéoecChannel as follows:

* When terminal requests individual Service Guidei@el Descriptors by their identifiers, the ‘messdmpdy’ of
HTTP/1.1 request message SHALL contain one or séda@y-value pairs, using "sgddID" as the key ahd t
attribute ‘id’ of the requested SGDD as the valliee network SHALL interpret this as a request tbthe newest
version of the requested SGDD.

* When terminal requests Service Guide Delivery Dptmrs with criteria other than SGDD identifiergthmessage-
body of HTTP/1.1 request message SHALL contain omeseveral key-value pairs, using <key> as the key
representing the criteria and the <value> as thgevisom the domain of the criteria. If several kalue pairs are
given, they are combined as follows

0 key-value pairs having the same key are combinéguSR logic, i.e. the expected reply are Service
Guide Delivery Descriptors that satisfy at least ofithe given criteria. The group of OR-combinegskis
in the next step below treated as one entity.

0 Key-value pairs (or groups of pairs having the s&eyd having different keys are combined using AND
logic, i.e. the expected reply are Service GuidbvBry Descriptors that satisfy all given criteria.

*  Furthermore, terminal and server SHALL supportfti®wing assignments for the <key> and <valueidfie

o <key> . “tgc-start”
<value> : Attribute ‘startTime’ associated witlerlent ‘TimeGroupingCriteria’ used within SGDD
Meaning : Terminal requests SGDD grouped with ‘@noupingCriteria’, whose ‘startTime’ equals
to <value>.
Note . This <key> SHALL be used if and only if <keftgc-end” is used.
If this <key> is present, only one instance @ tkkey> SHALL be present.
o <key> . “tgc-end”
<value> : Attribute ‘endTime’ associated with ekemh ‘TimeGroupingCriteria’ used within SGDD
Meaning : Terminal requests SGDD grouped with ‘@BnoupingCriteria’, whose ‘endTime’ equals
to <value>.
Note . This <key> SHALL be used if and only if <kef§tgc-start” is used.

If this <key> is present, only one instance @ ttkkey> SHALL be present.

<key> : “ggcli
<value> . Value of element ‘GenreGroupingCritetiaed within SGDD.
Meaning . Terminal requests SGDD grouped with ‘@&roupingCriteria’, whose value equals
o} to <value>.
o <key> o “srve”
<value> : Value of element ‘ServiceCriteria’ useithin SGDD.
Meaning : Terminal requests SGDD grouped withvieCriteria’, whose value equals to <value>.
o <key> . “bsms”
<value> : Value of element ‘BSMSelector’ used witBGDD. The value is given as a string having
the following syntax:
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If the‘type’ attribute of the ‘BSMSelector’ elemigin question equals “1”:

"1;" <mobileCountryCode>";" < mobileNetworkCode>%<networkSubsetCode> ";"
<networkSubsetCodeRangeStart> ";" < networkS@s#¢RangeEnd > ";"
<serviceProviderCode> ";" <corporateCode> ";"reg®ProviderName>

If the ‘type’ attribute of the ‘BSMSelector’ elemt in question equal” to™2":

"2;" <nonSmartCardCode>

Individual values of the attributes (mobileCountoge. mobileNetworkCode, etc.) SHALL
be separated by single semicolons. A value of @ithate SHALL be encoded using digits
and each attribute SHALL be immediately precedatifatiowed by a semicolon ‘;’ even if
the attribute value is empty, except the lastkaite of the key which SHALL not be
followed by a semicolon. Empty value is such thaginot have any digits between the
preceding and following semicolons. Empty valuaofattribute means the attribute is not
given.

The key SHALL begin with eith“r"digit "1" “r'digit"2" immediately followed by a
semicolon. The individual attributes SHALL be orgeias listed above.

Meaning : Terminal requests SGDD grouped with
‘BSMSelector’, whose value equals to <value>.

Note . This <key> SHOULD always be ugdtn requesting SGDD(s) with a key other than
“sgddID”.

o <key> . “complete”

<value> : “true”

Meaning : Terminal requests a complete set of S&DD

Note . This key SHOULD NOT be combined with cridere. keys, restricting the set of SGDDs.
o <key> . “user”

<value> : Userid.

Meaning : Terminal requests a set of SGDDs petsmtbto the user associated with user

identification of <value>.

* The ‘Request-URI' of HTTP POST request SHALL betsethe Service Guide entry point address (URL).

» The response of the request MAY contain Servicel&lielivery Descriptors, Service Guide fragmentbath.

5.4.3.4 Requests for specific Service Guide fragmen  ts

If the terminal supports requests for specific 8nGuide fragments, the terminal SHALL requestcfie Service Guide
fragments over the Interaction Channel as follows:

* When terminal requests individual Service Guidgyfnants by their identifiers, the ‘message-bodyHdfTP/1.1
request message SHALL contain key-value pair, usirggmentID" as the key and the attribute ‘id’ thfe
requested fragment as the value.

*  When terminal requests Service Guide fragmentscéed to an SGDD, the ‘message-body’ of HTTP/&duest
message SHALL contain key-value pair, using "sgddi®the key and the attribute ‘id’ of the SGDDtlses value.

»  When terminal requests Service Guide fragments gviteria other than the fragment identifier or SG Dlentifier,
the ‘message-body’ of HTTP/1.1 request message IHAdntain key-value pairs, using <key> as the key
representing the criteria and the <value> as thgeviaom the domain of the criteria. These key-egbairs SHALL
be delimited by a ‘&'. If several key-value paineajiven, they are combined as follows:

o If there are several key-value pairs having the‘keyviceType”, these are combined using AND logk,
the expected reply are Service Guide fragmentsstitafy all given criteria.
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(0]

If there are several key-value pairs having the ‘kgnre”, these are combined using AND logic, the
expected reply are Service Guide fragments thifgatl given criteria.

Otherwise, key-value pairs having the same keycarebined using OR logic, i.e. the expected repd ar
Service Guide fragments that satisfy at least dribeogiven criteria. The group of OR-combined kiy
the next step below treated as one entity.

Key-value pairs (or groups of pairs having the s&end having different keys are combined using AND

logic, i.e. the expected reply are Service Guidgrnents that satisfy all given criteria.

= The response to a terminal request containing ledyevpairs specifying the set of fragments the irahexpects to
receive SHOULD contain all the fragments matchimg given criteria and MAY include in addition fragnis that
do not match the given criteria. If the terminatjuest does not contain any key-value pairs havieg keys
“validFrom” or “validTo”, then the response SHALlowitain only fragments that are currently valid.

»  Furthermore, terminal and server SHALL supportfti®wing assignments for the <key> and <valueidie

o <key>
<value>
Meaning

equal to

o <key>
<value>
Meaning

“globalServicelD”
Attribute ‘globalServicelD’ used withiBervice’ fragment
Terminal requests ‘Service’ fragmentgihg ‘globalServicelD’ equal to <value> and

Service Guide fragments associated with ‘Senfiggments having ‘globalServicelD’
<value>.

“globalContentID”
Attribute ‘globalContentID’ used withi@ontent’ fragment
Terminal requests 'Content’fragmentsgifig’globalContentID’globalContentID’ equal to

<value>and Service Guide fragments associatedd ‘®@itntent’ fragments having ‘globalContentID’

equal to

o <key>
<value>
Meaning
to the

o <key>
<value>
Meaning

o <key>
<value>
Meaning

<value>.

“validFrom”

Attribute ‘validFrom’ used within SerécGuide fragments

Terminal requests Service Guide fragsaititose attribute ‘validFrom’ is greater or equal
<value>.

“validTo”
Attribute ‘validTo’ used within Servicguide fragments
Terminal requests Service Guide fragsaititose attribute ‘validTo’ is less or equal to the

<value>.

“serviceType”
Attribute ‘serviceType’ used within ‘S@e’ fragment
Terminal requests ‘Service’ fragmentgihg ‘serviceType’ equal to <value> and Service

Guide fragments associated with ‘Service’ fragméiatang ‘serviceType’ equal to <value>.

o <key>
<value>
Meaning

<value>.

o <key>
<value>
Meaning

o <key>
<value>
Meaning

“genre”

Element ‘genre’ used within Service Guichgments

Terminal requests Service Guide fragsaatiing element ‘genre’ equal to <value> and
Service Guide fragments associated with fragmieatng element ‘genre’ equal to

“fragmentEncoding”

Possible values listed in Table 3 uriiieagmentEncoding’.

Terminal requests Service Guide fragsdrdt are encoded with encoding scheme defined
by <value>.

“fragmentType”
Possible values listed in Table 3 urilegmentType’.
Terminal requests Service Guide fragsehthat are of type <value>.
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o <key> ;o tall”
<value> : “true”
Meaning : Terminal requests all available Ser@eade fragments.
o <key> . “consistent”
<value> : “true”
Meaning : Terminal requests consistent set ofiSei@uide fragments.
o <key> . “bsms”
<value> : Value of element ‘BSMSelector’ used witBGDD. The value is given as the following
structure:

If ‘type’ equals “1”:
“1;"<mobileCountryCode>";"< mobileNetworkCode>shetworkSubsetCode>";"

<networkSubsetCodeRangeStart>";"< networkSubsé¢®angeEnd >";"
<serviceProviderCode>"+"<corporateCode>

If ‘type’ equals “2";
“2;"<nonSmartCardCode>

Individual values of the attributes (mobileCountogieé. mobileNetworkCode, etc.) SHALL
be separated by single semicolons. A value of @ithate SHALL be encoded using digits
and each attribute SHALL be immediately precedeatifahowed by a semicolon ‘;" even if
the attribute value is empty, except the lasttatte of the key which SHALL not be
followed by a semicolon. Empty value is such thaginot have any digits between the
preceding and following semicolons. Empty valuaofattribute means the value is not
given.

The key SHALL begin with “i”her digit “1” or digit2" immediately followed by a
semicolon. The individual attributes SHALL be orgéias listed above.

Meaning : Terminal requests Service Guide fragsent
filtered with ‘BSMSelector’, whose value equalgo <value>.

Note : This <key> SHOULD always be used when reting Service Guide fragments with a key
other than “fragmentID” or “sgddID”.

o <key> . “modified-since”

<value> : NTPtime

Meaning : Terminal requests a set of fragmentsifiealdsince the specified point in time.
o <key> . “BroadcastAccess”

<value> : Attribute ‘Type’ under element ‘BDSTy@de’ Access fregment

Meaning : Terminal requests Service Guide fragsesteivable over the specified Broadcast access
o <key> . “UnicastAccess”

<value> : Attribute ‘type’ under element ‘Unicast8iceDelivery’ in Access fregment

Meaning : Terminal requests Service Guide fragmesteivable over the specified Unicast access

» The following applies for the selection of the ®&trépr the request:

0 Upon the terminal requesting an individual Sen@gde fragment by its identifier the terminal dabkis
as follows: In case the terminal had acquired amBGhat declared the fragment in question and the
element ‘AlternativeAccessURL’, the ‘Request-URIf (1TTP POST request SHALL be set to

‘AlternativeAccessURL’.

o In any other case, the ‘Request-URI' of HTTP PO8duest SHALL be set to the Service Guide entry
point address (URL)
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In the response the requested Service Guide fragn8HALL be encapsulated in a SGDU as defined atice
5.4.1.3.

If the request contained <key> “consistent” withatue> “true”, the returned set of fragments SHAld donsistent
as specified in 5.4.1.5.3.

The following applies for requests for associatredjfents:
o If the request did not contain <key> “all” with dua> “true”, then:

The term “fragments associated with a ‘Contentyifn@nt” specifies the fragments describing schedule
information related to the respective ‘Contentgirgent and related access information.

The term “fragments associated with a ‘Servicegfn@nt” specifies the ‘Content’ fragments referegcin
that ‘Service’ fragment, the ‘PreviewData’ fragmemelated to those ‘Content’ fragments, the ‘Actess
fragments that reference directly to the ‘Servigment and the ‘Access’ fragments that reference
‘Schedule’ fragments that themselves only refereicthe ‘Service’ fragment (i.’. that doesn't refiece
either Contents or InteractivityData or PreviewDatggments). It also includes the fragments coirgin
interactivity information related to the respecti@ervice’ fragment, and the fragments describingeas
and schedule information related to the respedtinteractivityData’ fragments,

o If the request contained <key> “all” with <valuetsiie”, then:

The term “fragments associated with a ‘Contentgfn@nt” specifies the fragments describing access,
schedule, and provisioning information (‘Purchemmitand related ‘PurchaseData’ fragments) relabed t
the respective ‘Content’ fragment, the fragmentst@iming preview and interactivity information regd to

that ‘Content’ fragment and to the related schedwdgment(s), the fragments describing access and
schedule information related to the ‘Interactivipt fragments, and the fragments describing access
related to the ‘PreviewData’ fragments.

The term “fragments associated with a ‘Servicegfent” specifies the fragments describing access,
schedule, and provisioning information (‘Purchasmitand related ‘PurchaseData’ fragments) related t
the respective ‘Service’ fragment, the fragmentstaiming preview and interactivity information ridd to
that ‘Service’ fragment, the fragments describingcess and schedule information related to the
‘InteractivityData’ fragments, the fragments delitrg access related to the ‘PreviewData’ fragmethies,
‘Content’ fragments referencing that ‘Service’ fragnt, and all the fragments associated with those
‘Content’ fragments.

o0 Note that in requests for associated fragmentsehef requested fragments can be confined by ugeo
<key> “fragmentType”.

5.4.3.5 Retrieving files referenced within Service  Guide

When using the Interaction Channel for retrieviitgsfreferenced within Service Guide by URLs, therinal and network
SHALL comply with the following rules:

The terminal SHALL support HTTP protocol for retrieg files referenced within Service Guide.
The terminal SHALL originate requests. The netwBHALL respond to requests.

The request SHALL be made using ‘GET’ method of RTI.1.

The ‘Request-URI’ of HTTP GET SHALL be assignedwiihe URI to be retrieved.

Files referenced within the Service Guide are esleresources that might not have static conteminguthe
lifetime of the fragments that refer to those fildhe terminal MAY cache such files. The terminahaetect
updates of a cached file when re-issuing the cpomrding HTTP request. Network and terminal MAY use
HTTP/1.1 cache-control mechanisms to optimize updainagement. The network MAY signal updates ied¥
updating the referencing URI.
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5.5 Service Guide Update and Management

Over time, as services, content and schedules emichgo, the metadata associated with Service Gihideges. The
terminal needs to be able identify the changest@amaanage the updates of Service Guide and assdcistadata
accordingly. There are two ways the terminal SHAlUpport: 1) update and management of Service Guielebroadcast;
and; 2) update and management of Service Guideiotezaction. These ways differ in the specificatad delivery method.
However, in both of the cases the metadata manageméone finally on the level of Service Guidagments. Hence, the
terminal SHALL be able to determine the identifioat version and validity of each Service Guidgfmnt using the
respective fields in the Service Guide fragmemditg-urther, the terminal SHALL be able to interpthe following cases:

* Fragment to be processed has fragment id that dtase®n previously received. This means that theital has
received a new piece of metadata.

» Fragment to be processed has same fragment idaene gersion than has been previously received. Mieigns
that no change is implied. The metadata that wasdy received is still valid.

 Fragment to be processed has same fragment idighgrhversion than has been previously receiveds eans
that the metadata related to the fragment in questieeds to be updated. If ‘validFrom’ attributetb& new
fragment is not present or indicates some timeaist,ghe terminal SHALL replace the previous metadéth the
newly received metadata immediately. If ‘validFroattribute of the new fragment is present and iagis some
time in future, the terminal SHALL store the nevagment and keep using the existing one until thve oree gets
valid.

 Fragment to be processed has same fragment icbWer lversion than has been previously receiveds hieans
that the previously received metadata related ¢ofthgment in question is more recent than the adedd in the
fragment that was just received. Terminal SHALLcdisl the new fragment.

* The terminal SHALL handle the possible wrap-aroohthe version.

Further, overall validity of a Service Guide fragm®&AY be expressed with OPTIONAL attributes ‘vdiiebm’ and
‘validTo’. The terminal SHALL support the interpegion of these attributes in determining whethgiven Service Guide
fragment is valid on a given moment of time: If therent time is within the time span defined baltdFrom’ and ‘validTo’
the terminal SHALL consider that the metadatavslad member of the set of fragments comprisingSk&e Outside of the
specified validity, the fragment SHALL NOT be cahesied part of the currently applicable SG (e.ghwéspect to
consistency), and the fragment information SHOULDTNbe used by the terminal, or rendered to the aistis point of
time.

If the set of fragments belonging to the Servicéd&ware announced using the mechanism definecctioaes.4.1.1, then the
terminal MAY assume from the absence of any fragnrethe updated version of the SGDDs that theditgliof the
fragment has ended.

5.5.1 Service Guide Update and Management using the = Broadcast
Channel

Over the broadcast channel the transmitted Sefigde can be large and consist of several delisesgions carrying
several parts of the Service Guide. Thus, as tia¢ 4ze of Service Guide can be large — bothrimseof data amount per
fragment as well as in terms of fragments — itssful to localize the changes to parts of Servio&l& This allows a
terminal to identify as narrow changes as posshether it allows the terminal to receive the updand manage data only
for the relevant part(s) of Service Guide.

On the other hand, assuming that the terminal déxeivred the Service Guide or a part of Service &utuk structure of the
Service Guide makes it possible for the terminaletermine quickly whether there is relevant infation available in the
Service Guide, which the terminal does not posgetssSince the content of the Service Guide candanchange over time,
and one aims to minimize the time needed by theitedls to update their view of the Service Guide wants to have a
mechanism for declaring the contents of the Ser@igele without forcing the terminal to traverseotingh the entire set of
fragments of the Service Guide.

The methods for localized changes and their disgpamd, for determining the well-defined subsdtthe Service Guide
are specified in the following sections.
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55.1.1 Localized changes and their discovery (Info  rmative)

The flow of changes and how they propagate in #hei€ Guide is illustrated in the Figure 3-6 beldWis way even the
smallest changes in the Service Guide (i.e. changalividual fragments) can be accurately poirmet!

When Split-TOI scheme is not used
In delivery of SGDDs and SGDUs

Change in the FDT that is used in the
Service Guide Announcement Channel:

TOI of SGDD changes

|

Change in the SGDD that is delivered on
Service Guide Announcement Channel:

TransportObjectld of SGDU changes

%)

\ 4

Change in the SGDU that is delivered on
Service Guide Delivery Channel:

Version increments for Fragment X.
Fragment X encapsulated in SGDU.

4 N

Fragment X,
version Y

- J

*) Find the ALC packet transporting SGDU with
TOI equal changed TOI of changed SGDU.

Fragment X,
version Y+1

\ 4

Figure 3: SG fragment change and its propagation othe different levels of Service Guide, when Split-Ol is not used
neither for SGDU nor for SGDD

(Note: when FLUTE is used as the delivery of SGDids,FDT of the session carrying the SGDUs is afsdated when TOI
of the SGDU is changed.)

This flowchart in Figure 3 assumes that Split-T€hame is not used in the delivery of SGDDs/SGDU=eHthe change of
Fragment X version Y to Fragment X version Y+1 @aua change in the respective SGDU, whose TOI @samig the
Service Guide Delivery Channel. Consequently, itses the declaration of the SGDU in the respe&®8&D to change.
Further, as the SGDD changes, so does its TranSjett Identifier on the Service Guide Announcet@mannel. Finally
the SG-C notices this change through observinghia@ge in the FDT table available on the Servicel&Announcement
Channel. Correspondingly, if the original corresgiog fragment was of interest to the terminal, iit store and parse the
associated SGDU. However, if that original fragmeas not of interest to the SG-C, then the fragmergion update would
similarly be of no interest, and the SG-C will digard the associated SGDU.
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When Split-TOI scheme is used in
delivery of SGDUs and SGDDs,
and terminal supports Split-TOI

Change in the FDT that is used in the
Service Guide Announcement Channel,
Version portion of the TOI of a

SGDD has changed:

‘ TOIl of SGDD changes

Change in the SGDD that is delivered on
Service Guide Announcement Channel:
SGDU identifier portion of the TOI of
corresponding SGDU is unchanged ->
indicating SGDU Version is changed **)

*)

\ 4

Change in the SGDU that is delivered on
Service Guide Delivery Channel:

Version increments for Fragment X.
Fragment X encapsulated in SGDU.

A 4
Fragment X, » | Fragment X,
version Y 7 version Y+1
*) Find the ALC packet transporting SGDU with *) |If the SG-C is not interested in the corresponding
TOI equal changed TOI of changed SGDU. SF fragment, it will not need to parse the SGDU

Figure 4: Fragment version change and its detectioat ALC packet header level of SGDU/SGDD deliverywhen Split-
TOl is used

The flowchart in Figure 4 assumes that Split-T@lesue is used in the delivery of SGDUs/SGDDs. Hie change of
Fragment X version Y to Fragment X version Y+1 esua change in the respective SGDU, whose Versidiop of the

TOl is changed on the Service Guide Delivery Chardensequently, it causes the declaration of 888 in the
respective SGDD to change. Further, as the SGDRgeg® so does its Transport Object Identifier @Sbrvice Guide
Announcement Channel, and particularly the Vergiorion of the TOI. The SG-C notices this changeulgh observing
the change in the FDT available on the Service &didnouncement Channel. In addition, the SG-Mis ® detect the
indicated SG fragment change as a version updaderespondingly, if the original corresponding fregnt was of interest to
the terminal, it will store and parse the assodi@&DU. However, if that original fragment was obtinterest to the SG-C,
then the fragment version update would similarlyobao interest, and the SG-C will disregard theoagated SGDU.
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When Split-TOI scheme is used in
delivery of SGDUs and SGDDs,
and terminal supports Split-TOI

Change in the FDT that is used in the
Service Guide Announcement Channel,
Version portion of the TOl of a

SGDD has changed ***)

TOI of SGDD changes

v

Change in the SGDD that is delivered on
Service Guide Announcement Channel:

SGDU Version portion of
TransportObjectID

of corresponding SGDU is changed or a
new SGDU ID is crea!led **)

v
Change in the SGDU that is delivered on
Service Guide Delivery Channel:

New Fragment Z (version M).
Fragment X encapsulated in SGDU.

______ _ Presence of brand new
Fragment Z, - SG Fragment Z
version M

K l.:r'g? ;giaAIIE%a%ag%;t'l}Cr)alT‘Jsfp(?hrgﬂgesdGSDGuD‘ﬁnh **) SG-C recognizes presence of new SG fragment,
. and must parse the associated SGDU.

***) In most of cases, a new ESG fragment will not involve a creation of a new
SGDD ID, however it's not forbidden

Figure 5: New fragment introduced and its detectiorat ALC packet header level of SGDU delivery, whe®plit-TOI is
used

The flowchart in Figure 5 assumes that Split-TGlesue is used in the delivery of SGDUs. Here, tlesgnce of a brand
new SG fragment Z causes a change in the resp&@BiHJ, whose Version portion of the TOI is changadhe Service
Guide Delivery Channel, or causes a new SGDU itienportion to be created. Consequently, it catesleclaration of
the SGDU in the respective SGDD to change. Furtieethe SGDD changes, so does its Transport Obdjectifier on the
Service Guide Announcement Channel, and partiguted Version portion of the TOI. The SG-C notitleis change
through observing the change in the FDT availabl¢he Service Guide Announcement Channel. Correpgly, to find
out about this new fragment, the SG-C will stord parse the associated SGDU.
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Change in the FDT that is used in

the
Service Guide Announcement
Channel:

TOI of SGDD changes

v

Change in the SGDD that is delivered

0é]ervice Guide Announcement
‘ Qransportobjectld of SGDU changes

\ A

Change in the SGDU that is delivered
on ) ; )

New Fragment Z (version M).
Fragment X encapsulated in SGDU.

\ 4

4 N

D " Presence of brand new
Fragment Z, SG Fragment Z

\ version M )

*) Find the ALC packet transporting SGDU with **) SG-C recognizes presence of new SG fragment,
and must parse the associated SGDU.
TOI equal changed TOI of changed

SGDU.

Figure 6: New fragment introduced and its propagatn on the different levels of Service Guide, whenp8t-TOI is not
used

This flowchart in Figure 6 assumes that Split-T€hame is not used in the delivery of SGDDs/SGDHesre, the presence
of a brand new SG fragment Z causes a change medpective SGDU, whose Object identifier portiéthe TOI is
changed on the Service Guide Delivery Channel. Equmesntly, it causes the declaration of the SGDthénrespective
SGDD to change. Further, as the SGDD changes,emittTransport Object Identifier on the Servieéd® Announcement
Channel. Finally the SG-C notices this change thinoabserving the change in the FDT available orStheice Guide
Announcement Channel. As the SG-C in the termintitas the change in either of these ways, follgwthre chain of
propagation allows the SG-C to accurately locagectianged parts of the Service Guide and onlydos@n receiving
those.

5.5.1.2 Enabling Terminal to determine Service Guid e completeness

At each given time, the terminal is proposed a6&GDD over the Service Guide Announcement Chamméhe form of
Transport Objects.

In addition to the construction rules defined ia tirevious section, in order for the terminal teedmine it is receiving a
consistent set of the Service Guide, the followsigmalling in the FLUTE FDT is specified. A newrditite ‘FUllFDT" is
added to the ‘FDT-Instance’ element of the FDT sTdditribute signals a complete description oftel Transport Objects
that are currently scheduled for transmission exdbrresponding FLUTE session.

The XML syntax of the ‘FullFDT’ attribute is thelfowing:
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<attribute name="FullFDT" type="boolean" use="optio nal" default="false" />

When the 'FullFDT"* attribute is set to “true” ingi=DT instance of a given FLUTE session, this méhatsall the Transport
Objects that are scheduled in the said FLUTE sesmie described. When the 'FullFDT" attribute if te false, the terminal
cannot make any assumptions about the descripliorenable SG-C in the terminal to determine anyssulbbf a Service
Guide the SG-D SHALL comply with the following rsle

* In the context of the FLUTE session providing tleev&e Guide Announcement Channel, the ‘FullFDTilatite
SHALL always be set to “true”.

* The set of fragments declared by the SGDDs SHA&lekhaustive, i.e., each fragment in the SG has eclared
at least in one SGDD

In addition, should several FDT instances be abkglat the same time, the terminal SHALL only cdesithe FDT Instance
with the highest value of the FDT Instance ID tgkinto account the possible wrap around of the Fixtance ID.

5.5.1.3 Terminal behaviour determining the Service  Guide completeness
(Informative)

The following state diagram Figure 7 below defittess deduction algorithm for Service Guide complesswhen FLUTE is
used for SGDD delivery. In principle, the exhaustiisting of fragments makes it possible to detesrprecisely the
fragments that are needed and their location irSdreice Guide delivery.

Explanation of variables used in the algorithm:

Lp Set of SGDDs representing a subset of Servicedsuid
Lp Previously stored set of SGDDs.

Lg Set of SGDDs to be received.

Fr Set of fragments to be received

Fo Set of fragments to be deleted

Cr Set of SGDUs delivering the fragments in Fg

[0 2008 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-BCAST _Service_Guide-V1_0-20080807-C

Page 153 (228)

Terminal
Service Guide
storage empty

SG reception
criteria set

Ready for SGDD
processing

Receive
FDT* on a SG
announcement
channel carrying
SGDDs

Set LD of SGDDs
representing a subset
of SG

Compare set L,
to the previously
stored set L.

Terminal Service
Guide storage
contains data

SGDU
missing/
timeout

Determined the set of
SGDDs L = Ly/L,
to be received

Receive the set Ly
of SGDDs

Determine using L, and
terminal storage the set Fy
of fragments to be
received and the set F
fragments to be deleted

Receive the
set C, of SGDUs
delivering the
fragments in F_

Reconcile terminal
storage based on the
received information

| *Note: FDT must be complete, i.e., it has
:_to declare all the SGDDs on this channel.

Figure 7: Algorithm for determining a subset of Sevice Guide

55.2
Channel

Service Guide update and management using the

Interaction

1
|

The Service Guide update and management over thi@btion Channel is enabled in two ways: In a ieatrbased way and
in a system-based way. The terminal-based way pstdra-based way can be applied mutually complemgach other.

In the terminal-based way the terminal keeps thesif version and validity of acquired Service dauiragments and
Service Guide Delivery Descriptors. Based on thidrimation and the information available via Seeviguide Delivery
Descriptors possibly made available over BroadCastnnel the terminal detects the changes and rieasdhe necessary
fragments. The terminal can also poll for changesying to reacquire the already acquired Ser@cide fragments and/or
SGDDs over the Interaction Channel and deduceltbeges that way. The delivery of Service Guide ¢nvaractive

Channel is normatively specified in section 5.4.3.

In the system-based way the terminal requestsysters to keep the terminal updated upon changéiseorequested Service
Guide fragments and/or on Service Guide Delivergddtors. If the terminal supports OMA PUSH thertmal SHALL
support the system-based way of update and manageisiag the Interaction Channel as follows:

 Upon terminal requesting Service Guide Delivery @gdors or Service Guide fragments through meams a
specified in section 5.4.3., the ‘message-body’HdfTP/1.1 request SHALL be suffixed with string “&dqe-
updated=true” meaning that terminal requests ttstesy to keep the terminal updated on changes toested
Service Guide Delivery Descriptors or Service Guidgments.
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* Upon changes or updates to the Service Guide fratgnand/or Service Guide Delivery Descriptors fdriak the
terminal has requested system to keep the termpddted the following happens. The system SHOULmi ¢he
updated Service Guide fragments and/or ServiceeaDilivery Descriptors to the terminal using OMA $Hl

o For Service Guide fragments, the MIME type “appgima/vnd.oma.bcast.sgdu” SHALL be used to identify
that the PUSH message carries an SGDU containenffabgments.

o For Service Guide Delivery Descriptor, the MIME é&/fapplication/vnd.oma.bcast.sgdd+xml|” SHALL be
used to identify that the PUSH message carries@DLs Each SGDD will be delivered as a separate
PUSH message.

5.5.3  Service Guide Update and Management Cases for  Hybrid
Broadcast/Interactive Scenario (Informative)

When Service Guide is delivered both over Broad€hsinnel and over Interactive Channel, three daseservice Guide
update and management can be envisioned:

* The SG consists of two parts, one being distribotest broadcast (typically a “basic” SG consistiigsGDDs and
possibly “basic” fragments, which may for exampezidre the available services), and one beingilligad over
interaction channel (the “supplementary” fragmedtscribing e.g. programs and further details efgérvices). In
this case, the broadcasted parts are updated andgeth as described in previous sections. If a ‘ismpentary”
fragment changes, the version of the “basic” fragifsd that are used to retrieve the “supplementaggments is
increased. If a terminal observes that a “basiagfnent changes, it assumes that the corresponslipgpfementary”
fragments may have changed. The Terminal can snctge re-acquire those fragments.

e The SG is completely distributed over the inteattichannel only. In this case, the SGDDs may contai
information announcing notifications (see sectioh52.5), and the BCAST notification function (setion 5.14
of [BCAST10-Services]) can be used to announce gbdrSGDDs and/or fragments from server to Terminal.
Alternatively, the Terminal can request SGDDs andfamgments interactively, and determine changes by
comparison with the stored SG information.

* The SG is completely broadcasted, and the samouerbthe SG is also alternatively available otrer interaction
channel. In this case, the Terminal can use thadwasted SG to detect changes or updates in thasSé@&scribed
in previous sections. Alternatively, the Terminahaequest SGDDs and/or fragments interactivelgl, dgetermine
changes by comparison with the stored SG informatidternatively, the BCAST natification functiosde section
5.14 of [BCAST10-Services]) can be used to annowhemged SGDDs and.or fragments from server to ihatm

5.6 Service Guide Backend Interfaces

The following sections specify interfaces betwemgidal BCAST “backend” entities. The specificatisrapplicable if the
interfaces are exposed in a BCAST implementatiioa. BCAST implementation does not expose the iates$, i.e. they are
implementation internal, they may be realized ugirggocols and methods not specified here. If a BCAmplementation
does expose the interfaces, the network SHALL stighe Service Guide Backend Interfaces syntaxefiaed by XML
Schema in [BCAST10-Schema-sg-be].

5.6.1 Service Guide management in the backend

The server side clients of the BCAST representethbyogical entity ‘Content Creation’, CC, are aegded as providing
information about services and/or individual pieoésontents for the BCAST system, which are imtsupplied to the users
consuming the services. This exchange of informasgerformed over the interface SG-1 betweeriSkevice Guide
Content Creation Source’ entity, SGCCS, of the @€ the ‘Service Guide Application Source’ entit{sAS, of the BSA.
The consumers of the services get this informatidghe form of the Service Guide, SG, via the head-interfaces SG-5
and SG-6. These interfaces are not provided dyrbgtiSGAS, but instead by the ‘Service Guide Disttion’ entity, SG-D,
residing in the BSD/A. The SGAS supplies the infation it receives from CC first to the ‘Service @aiGeneration’ entity,
SG-G, also residing in BSD/A, over the interface&@he SG-D then receives the information from$& G via an
internal interface in BSD/A. In addition to receigiinformation from SGAS, the SG-G also aggreg&mwice Provisioning
information provided by the ‘Service Guide Subsiioip Source’ entity, SGSS, of the BSM. This exchaiggperformed
over the interface SG-4.
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This arrangement makes it possible for the BSD/A

* to act as a central control point of the programtent control on behalf of the CC, BSA and BSM Iojlecting
information from BSA, BSM and internally from théfdrent entities in BSD/A,

» to act only as an aggregator of the program/corgpetific portion of the Service Guide in the foohService
Guide fragments to be delivered for the terminateugh head-end interfaces SG-5 and SG-6 whereaB3H is

given the control of creating the content-specsigvice Guide fragments on behalf of the Conterttion entities
or

* to act in some combined mode of the two.

The arrangements in practise between the BSA, BBMBSD/A with respect to Service Guide managemestteowever,
out of the scope of this specification.

5.6.2  Service Guide contents exchange

This specification defines only the interface S@Hile leaving interfaces SG-1 and SG-2 undefined.
5.6.2.1 Protocol Stacks
The following protocol stack SHALL be used for e&alging messages between the backend SG entitidR T HTTPS

that SHALL be based on SSL 3.0 [SSL30] and TLS [RBC2246] over TCP/IP SHALL be used for the delverf
messages.

HTTP/HTTPS HTTP/HTTPS
TCP TCP
P P

Messages to and from CC, BSA, BSD/A or BSM aregpanted using HTTP by placing both the requeststiamdesponses
addressed to CC, BSA, BSD/A or BSM into the paylohthe HTTP messages. The requests SHOULD bepoates! using
HTTP POST and the responses SHOULD be transposiad the HTTP responses corresponding to the HTO8TP
requests. The syntax for the requests SHOULD Hellasvs:

= POST <host>/oma/bcastl.0/sg HTTP/1.1\r\n<request>

where the <host> denotes the part of the URI remtesy the address of the host and the <requesistelethe XML
element providing the request parameters.

Both the HTTP POST message and the correspondidgP’Ha@sponse MAY also contain the following HTTP dhexafields:
e ‘Content-Length’,
* ‘Content-Type’ which if used SHALL be set to “textil” and

* ‘Host in case the ‘Request-URI’ is not in the aloge form specified in [RFC 2616].
5.6.2.2 Service Guide content delivery

This section specifies the service guide deliveegsage from SGSS to SG-G via SG-4 interface.
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56.22.1

Delivery Message

The following is the delivery message sent from S@$SG-G over the interface SG-4. In order tcetfany possible
grouping of SG in the head-end interfaces SG-53%@¢e5, SGSS can inform SG-D via SG-G of the groupingssociating
each ‘SGData’ element with one or more ‘BSMSeléataments and/or ‘bsmSelectorID’ attributes in t8&Delivery’

request.
Name Type Category Cardinality Description Data Type
Specifies the delivery message of Service Guide
data over interface SG-4which is used for
generating Service Guide in SG-G.
SGDelivery | E Contains the following elements:
BSMSelector
BSMSelectorID
SGData
PrivateExt
This element provides the details on the
visibility of the enclosed ‘SGData’. All the
‘BSMSelectorID’ values used in the request
BSMSelecto E1 M 0N ‘SHALL have one and only one of these complexType
r BSMSelector’ elements instantiated with
matching identifier.
Element ‘BSMSelector’ is specified in section
5.4.1.5.2.
This element represents constraints on the
visibility of the all enclosed ‘SGData’ elements.
BSMSelecto This identifier corresponds to the ‘id’ attribute
riD El M O-N of the ‘BSMSeIector’peIement. See the anyURl
corresponding description in the ‘SGDD’ for
more details.
Contains source information to be included into
the Service Guide. It is RECOMMENDED that
the information is delivered in the form of
BCAST Service Guide fragments.
Contains the following attributes:
id
transportiD
SGData El M 1.N version
validFrom
validTo
encoding
type
Contains the following element:
Body
Identifier of the data enclosed in element
id A M 0.1 ‘Body’. See also the description of the ‘id’ anyURI
attribute in the ‘SGDeliveryRes’ message.
transportiD A o 0.1 Transpor‘t iden'tifier of the data enclosed in unsignedLong
element ‘Body’.
version A M 1 Version of the data enclosed in elemBody’. | unsignedint
validFrom A M 1 Start time of the validity of tliata enclosed in| unsignedint
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element ‘Body’.

validTo

End time of the validity of the data enclosed i
element ‘Body’.

K unsignedint

encoding

Fragment encoding type of the data enclosed
element ‘Body’.

0 — XML encoded OMA BCAST Service Guid
fragment

1-SDP

2 — MBMS User Service Bundle Description
(MBMS-USBD) as specified in [3GPP TS
26.346] section 5.2.2. It may contain one or
more SDP descriptions.

3 — AssociatedDeliveryProcedure for File and
Stream Distribution as specified in [BCAST10
Distribution] section 5.3.4

4 -127 Reserved for future use
128-255 Reserved for proprietary use

n

unsignedByte

type

0.1

Fragment type of the data enclosed in elemer
‘Body’. This SHALL be present and set to ong
of the values listed below f the ‘Body’ contain
a Service Guide XML fragment and the value
‘encoding’ is set to ‘0.

5 — Purchaseltem Fragment

6 — PurchaseData Fragment

7— PurchaseChannel Fragment

nt

D

of
unsignedByte

Body

E2

Contains the delivered Service Guide data. T
value SHALL be an instance of ‘Purchaselten
‘PurchaseData’ or ‘PurchaseChannel’ elemer
as specified in 5.1.2.6, 5.1.2.7 and 5.1.2.8 of
[BCAST10-SG].

he
',
tcomplexType

PrivateExt

El

0.1

An element serving as a container for
proprietary or application-specific extensions.

<proprietary

E2

0..N

Proprietary or application-specific elensethat

elements> are not defined in this specification. These
elements may further contain sub-elements of
attributes.
5.6.2.2.2 Response Message

The following is the response message for ‘SGDgjiveequest to be used over interface SG-4.

Name

Type

Category

Cardinality

Description

Data Type

SGDelivery
Res

Specifies the response message to be used i
response to ‘SGDelivery’ HTTP request.

Contains the following elements:
SGDataResult
PrivateExt

n the

SGDataResu
It

El

0..N

Represents the status for each of the ‘SGDat
elements of the corresponding HTTP request
there are more than one ‘SGData’ element

present in the HTTP request, these elements
SHALL correspond to the ‘SGData’ elements

f

of
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the HTTP request in the same order as in the
HTTP request.

Contains the following attributes:
id
statusCode

Identifier of the Service Guide data contained|in
the ‘SGData’ element of the HTTP request. The

assignment of this identifier is performed as

follows:

CASE 1: The value of the ‘id’ attribute in the

‘SGData’ element of the ‘SGDelivery’ HTTP

request equals ‘oma-bcast-unknown’. In this
case the identifier of the fragment SHALL be

assigned by the issuer of the response message

and the value of the identifier SHALL be set gs
the value of the ‘id’ in this response.

CASE 2: The value of the ‘id’ attribute in the

‘SGData’ element of the HTTP request does hanyURI

equal ‘oma-bcast-unknown’. In this case the
identifier of the fragment SHALL be interpreted
as assigned by the issuer of the ‘SGDelivery’
HTTP request and the issuer of the response
SHALL simply copy the value of the ‘id’
attribute of the request into the ‘id’ attribute of
the response.

The issuer of the ‘SGDelivery’ HTTP request

SHALL use this returned identifier in any future

‘SGDelivery’ HTTP requests representing
updates on the information in the ‘SGData’
element in question.

statusCode

D

Indicates the outcome of the processing of th
‘SGData’ element with matching value of ‘id’
attribute. The value SHALL be set as specifie

in [BCAST10-Services] for global status codes.

dunsignedByte

PrivateExt

El

0.1

An element serving as a container for
proprietary or application-specific extensions.

<proprietary

E2

0..N

Proprietary or application-specific elensethat

elements> are not defined in this specification. These
elements may further contain sub-elements of
attributes.
5.6.2.3 Service Protection Information Requests

In order to be able to fill in information aboutgsible service and content protection into ‘SerfviceéContent’ fragments,
the SG-G of BSD/A needs to be able to requestdhmsponding parameters from the SGSS of BSM reptig in turn

access to the ‘'SP Management’ of BSM. This request SG-G to SGSS over SG-4 SHALL be an HTTP PO&Wirg an
instantiation of the following ‘SGSPServicelnfoeahent as the payload.

Name Type Category Cardinality Description Data Type
Specifies the message for SG-G to request the
. value of the ‘baseCID’ and ‘ProtectionKeyID’ tp
SGSPServic : ‘ Al Ap )
elnfo E be used in a ‘Service’ or ‘Content’ fragment and

to query if a particular service should be sigrdal

as protected or not from the SGSS.
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Contains the following attributes:
globalServicelD
globalContentID

Contains the following element:
PrivateExt

Globally unique identifier of the service in

elements>

elements may further contain sub-elements o
attributes.

globalServic question. This is the value of the element
elD A M 0.1 ‘GlobalServicelD’ in the ‘Service’ fragment anyURl
representing the service in question.
Globally unique content identifier of the piece qf
lobalConte content in question. This is the value of the
gtID A M 0.1 element ‘GlobalContentID’ in the ‘Content’ anyURI
fragment representing the piece of content in
question.
. 0.1 An element serving as a container for proprietary
PrivateExt El o or application-specific extensions.
Proprietary or application-specific elements that
<proprietary E2 o 0N are not defined in this specification. These

r

The following is the response message for the ‘S&8WRcelnfo’ to be used over the interface SG-4 fésponse from
SGSS of BSM to SG-G of BSD/A SHALL be an instandiatof the following ‘SGSPServicelnfoRes’ messatgeed into
the payload of the corresponding HTTP response.

Name

Type

Category

Cardinality

Description

Data Type

SGSPServic
elnfoRes

Specifies the response message for a
‘SGSPServicelnfo'.

Contains the following attributes:
statusCode
baseCID

Contains the following elements:
ProtectionKeylD
PrivateExt

statusCode

Specifies the result of the ‘SGSPServicelnfo’
this response corresponds to using the Status
Code as specified in [BCAST10-Services].

5 unsignedByte

baseCID

0.1

The value to be filled in by th8 as the
value of the ‘baseCID’ attribute of the

corresponding ‘Service’ or ‘Content’ fragment.

If this attribute is omitted in the response, the
BSA SHALL not instantiate the attribute
‘baseCID’ in the corresponding ‘Service’ or
‘Content’ fragment.

string

ProtectionKe
yID

El

0..N

The value to be filled in by the BSM s t
value of the ‘ProtectionKeylD’ element of the
corresponding ‘Service’ fragment.

If this element is omitted in the response, the

base64Binary

BSM SHALL not instantiate the element
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‘ProtectionKeyID’ in the corresponding
‘Service’ fragment.

This attribute SHALL not be instantiated whemn
the corresponding request addresses ‘Content
fragment using the ‘GlobalContentID’ element.

Contains the following attribute:
type

type A M 1 Type of ProtectionKeylD: unsignedByte
For the possible values of this atttribute, see
‘Service’ fragment specififed in section 5.1.2.1.

PrivateExt E1l (0] 0.1 An element serving as a container for
proprietary or application-specific extensions.

<proprietary | E2 0] 0..N Proprietary or application-specific elensethat

elements>

are not defined in this specification. These
elements may further contain sub-elements of
attributes.

In order to be able to fill in information aboutgsible service and content protection in ‘Accessjents, the SG-G of
BSD/A needs to be able to request the corresporgimgmeters from the SGSS of BSM representingrindacess to the
‘SP Management’ of BSM. This request from SG-G &6S over SG-4 SHALL be an HTTP POST having an intistton

of the following ‘SGSPAccessInfo’ element as thglpad.

Name

Type

Category

Cardinality

Description

Data Type

SGSPAccess
Info

Specifies the message for SG-G to request the
values of the ‘KeyManagementSystem’ and
‘EncryptionType’ elements to be used in an
‘Access’ fragment from the SGSS.

Contains the following attribute:
globalServicelD

Contains the following element:
PrivateExt

globalServic
elD

Globally unique identifier of the service providi
indirect identification of the access(es) in
guestion. This is the value of the element
‘GlobalServicelD’ in the ‘Service’ fragment into
the which ‘Access’ fragment in question is
associated to.

g

anyURI

PrivateExt

El

0.1

An element serving as a container for proprieta
or application-specific extensions.

=

Yy

<proprietary
elements>

E2

0..N

Proprietary or application-specific elements tha
are not defined in this specification. These
elements may further contain sub-elements or

attributes.

The following is the response message for the ‘S&8EssInfo’ to be used over the interface SG-4. fHsponse from
SGSS of BSM to SG-G of BSD/A SHALL be an instangiatof the following ‘SGSPAccessInfoRes’ messageet into
the payload of the corresponding HTTP response.

Name

Type

Category

Cardinality

Description

Data Type

SGSPAccess

E

M

Specifies the response message for a
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InfoRes

‘SGSPAccessInfo’.
Contains the following attribute:
statusCode

Contains the following elements:
KeyManagementSystem
EncryptionType

PrivateExt

statusCode

Specifies the result of the ‘SGSPAccessInfo’
this response corresponds to using the Status
Code as specified in [BCAST10-Services].

5 unsignedByte

KeyManage
mentSystem

El

0.1

The value to be filled in by the BSD/Athe
value of the ‘KeyManagementSystem’ eleme
of the corresponding ‘Access’ fragment.

If this element is omitted in the response, the
BSA SHALL not instantiate the element
‘KeyManagementSystem’ in the correspondin
‘Access’ fragment.

The element ‘KeyManagementSystem’ is
specified in section 5.1.2.4.

complexType
nt

«Q

Encryption
Type

El

0..N

The value to be filled in by the BSA &s tvalue
of the ‘EncryptionType’ element of the
corresponding ‘Access’ fragment.

If this element is omitted in the response, the
BSA SHALL not instantiate the element
‘EncryptionType’ in the corresponding ‘Acces
fragment.

unsignedByte

PrivateExt

El

0.1

An element serving as a container for
proprietary or application-specific extensions.

<proprietary
elements>

E2

0..N

Proprietary or application-specific elensethat
are not defined in this specification. These
elements may further contain sub-elements o

r

attributes.

5.6.2.4

Service Provisioning Information Request

In order for SG-G of BSD/A to be able to provideyisioning fragments over interfaces SG-5 and S&® SG-G needs to
be able to request these from the SGSS of BSM. rEligest from SG-G to SGSS over SG-4 SHALL be afMPOST
having an instantiation of the following ‘SGProwisinginfo’ element as the payload.

Name

Type

Category

Cardinality

Description

Data Type

SGProvision
ingInfo

Specifies the message for SG-G to request
provisioning fragments from the SGSS.

Contains the following elements:
GlobalServicelD
GlobalContentIlD

PrivateExt

If both elements are omitted, the SGSS SHALL

interpret this message requesting for
‘PurchaseChannel’ fragments.

GlobalServic
elD

El

0.1

Globally unique identifier of the service for which

the SGAS request provisioning fragments.

anyURI
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GlobalConte GIoba!Iy unique identifier of the p!epe -of content
ntlD El M 0.1 for which the SGAS request provisioning anyURI
fragments.
PrivateExt E1l O 0.1 An element serving as a container for proprietary
or application-specific extensions.
<proprietary | E2 0] 0..N Proprietary or application-specific elensethat
elements> are not defined in this specification. These
elements may further contain sub-elements or
attributes.

The following is the response message for the ‘®@BioningInfo’ to be used over the interface SG#e response from
SGSS of BSM to SG-G of BSD/A SHALL be an instantiatof the following ‘SGProvisioninginfoRes’ mesgaglaced into
the payload of the corresponding HTTP response.

Name Type Category Cardinality Description Data Type

Specifies the response message for a
‘SGProvisioningInfoRes’.

Contains the following attribute:
SGProvision statusCode

ingInfoRes
Contains the following elements:
ProvisioningFragment
PrivateExt

Specifies the result of the ‘SGProvisioningInfo
statusCode A M 1 this response corresponds to using the Status unsignedByte
Code as specified in [BCAST10-Services].

Provisioning This element contains the SG data in question

as
Fragment El M O.N a standard BCAST provisioning fragment. complexType
. 0.1 An element serving as a container for
PrivateExt El 0o proprietary or application-specific extensions.
Proprietary or application-specific elements that
<proprietary E2 0 0N are not defined in this specification. These
elements> " elements may further contain sub-elements or
attributes.
5.7 Use of PreviewData to Support Service Switching , Browsing
and Preview

Within the Service Guide, any or all of the Seryi€Centent, Access, Schedule and ‘PurchaseDatarieats MAY be
associated with ‘PreviewData’ fragments. The ‘Peaxdata’ fragment can include simple text, binarages, references to
images, video clips and audio clips, or the comtimmneof the aforementioned, or reference anothesice which could be a
low bit rate version for the main service. The refeees to these media components of the previeavodat be provided with
remote URIs (for example, HTTP URL, RTSP URL).

The following uses are specified for ‘PreviewDdtagment:
(1) Service-by-Service Switching: rendering thevipe data associated with ‘PreviewData’ fragment
» during the waiting time while terminal discoversewitry point to, and actually joins a service ontent item, or

» during the delay associated to user-initiated @viitg from one service/content item to another.

(2) Service Guide Browsing: using the preview degsociated with ‘PreviewData’ fragment as the regméative item (eg.
icon, logo) of a service, content, or purchase agek
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(3) Service Preview: presenting the preview dasaciated with ‘PreviewData’ fragment to users wtenusers want to
briefly preview the service, content or purchasekpge;

(4) Barker: presenting the preview data associaitd'PreviewData’ fragment to users in place &fedected service or
content to which the user does not have rightetess or is not subscribed.

(5) Terms of Use: presenting the preview data aatamtwith ‘PreviewData’ fragment as a represeatatif Terms of Use.
This use of ‘PreviewData’ is allowed in a Serviceid® fragment only when ‘TermsOfUse’ element issprd in that
fragment.

(6) Alternative to blackout: presenting the previgata associated with ‘PreviewData’ fragment torsisghen the terminal
has determined that the requested service is Unhaekout, as specified in [BCAST10-SvcCntProtedtisgction 7.1.

When a reference to ‘PreviewData’ fragment is midm another fragment for the uses (1), (2), (8).dqr (6) above, the
following applies:

* The referring fragment SHALL assign E1 element VieeDataReference’ with the fragment id of the redfd
‘PreviewDataFragment’.

» The attribute ‘usage’ of the ‘PreviewDataReferericethe referring fragment SHALL be assigned witiiue ‘1’,
121, 531’ 541 Or l51'

When a reference to ‘PreviewData’ fragment is mfadi® another fragment for the use (5) above, thieviang applies:

» The referring fragment SHALL assign E2 element \RreDatalDRef’ with the fragment id of the referred
‘PreviewDataFragment’.

* The ‘PreviewDatalDRef’ in the referring fragment Sl be a sub-element of ‘TermsOfUse’ E1 element.

It is possible that there are more than one ‘Predigta’ fragments associated with the same Ser@oatent, Access,
Schedule or PurchaseData fragment. In this castpheuihstances of the ‘PreviewDataReference’ elemall be present in
the associated fragment; however the values dtidage’ attributes of these ‘PreviewDataReferemmtgtances SHALL be
mutually exclusive.

The following Table 4 summarizes the allowed udeBeviewData’' fragment when referenced by othen&e Guide
fragments for various usages. In this table, “X"am& the fragment that appears on the respectiveao reference
‘PreviewData’ fragment for the usage stated orréispective column. The terminal SHALL support eatthe identified
uses of ‘PreviewData’ fragment, but MAY NOT suppihrdse unidentified uses of ‘PreviewData’ fragmértr instance, the
Service fragment can reference the ‘PreviewDatajfient as the representative item of the assocatweite for “Service
Guide Browsing”, however while the ‘PreviewDataadiment is associated with Service fragment with“@ervice-by-
Service Switching”, there is no guarantee that A48T 1.0 terminal supports such use.

- Service-by- Service Guide Service Preview | Barker Terms of Use Blackout

Service Browsing

Switching

Service fragment X X X X
(as (as preview of | (when no rights| (present only
representative | the service) to view the within element
item of the selected ‘TermsOfUse’)
service) service)

Content fragment X X X X
(as (as preview of | (when no rights| (present only
representative | the content) to view the within element
item of the selected ‘TermsOfUse’)
content) content)

Schedule fragment X X X
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(as (as preview of (present only
representative | the schedule) within element
item of the ‘TermsOfUse")
schedule)
Access fragment X X
PurchaseData X X X
fragment (as (as preview of (present only
representative | the purchase within element
item of the data) ‘TermsOfUse’)
purchase data)
PurchaseChannel X
fragment (present only
within element
‘TermsOfUse’)
InteractivityData X
fragment (present only
within element
‘TermsOfUse’)

Table 4: Uses of ‘PreviewData’ fragment when refemeced by other Service Guide fragments

The details of the above usages of the previewatat&urther explained in the following sub-section

5.7.1  Preview Data for Service-by-Service Switching

When switching services, the terminal can rendeiptteview data declared by ‘PreviewData’ fragmentrd) the delay
associated with terminal discovering of the entrinpand actually joining to receive a service ontent, or between user-
initiated switching from one service or contenatwther. Which part or what media components optegiew data are
used in rendering and with what layout is spe¢dieach implementation. For example, a lower-enditeal could render
just the descriptive text while a higher-end temhicould render the associated video clip.

This feature can be enabled by declaring the ifientf the ‘PreviewData’ fragment in the associbt&ccess’ fragment,
and indicating the usage value as “1” (Service-byige Switching). Upon accessing content or aiserwhich has a
related Access fragment with a reference to a ievedata’ fragment, the media components declaretign'PreviewData’
fragment SHOULD be received and rendered by thmitex, if available, before and until the main seevappears.

The informative diagram Figure 8 below illustratgsexample case how preview data supports Seryi&ebvice
switching. In the diagram, the user first switcfresn Service X to Service Y (step 1a) and the teahcorrespondingly
switches from the Access related with Service ¥h®Access related with Service Y (step 1b). Coneetly, the preview
data referenced from Access Fragment related vethi& Y is rendered (step 2). Finally, after stneaitialization delay,
content of Service Y is rendered (Step 3). At gost of time the preview data is removed fromsbeeen. The following
rendering for Service-by-Service switching is samil
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Service X Service Y Service Y Service Z Service Z
Content of ‘ Preview Data @ Content of Preview Data of Content of
Service X for Service Y Service Y Service Z Service Z

Service Rendering @
Service Guide Fragments @

Access Access Access
fragment for fragment for fragment for
Service X Service Y Service Z

Figure 8: Example case how preview data supports sece-by-service switching

5.7.2  Preview Data for Service Guide Browsing

When browsing services, contents or purchase paskasg a list, a tree or similar structure on thmiteal, multiple services,
contents, services or contents within a specifietslot, or purchase packages will be visible atsame time. In such case
the terminal can render the associated previewatathe representative item (eg. icon, logo) ohevice, content,
schedule or purchase package. Which part or whdianwemponents of the preview data are used inerémgiand with

what layout is specific to each implementation. &ample, a lower-end terminal could render justall icon next to the
service or content title while a higher-end terrhuld render a simplified version of the actugdvice or content in a small
size next to the service or content title and dpson.

This feature can be enabled by declaring the ifientf the ‘PreviewData’ fragment in the assoaib&ervice, Content,
Schedule or PurchaseData fragments, and indictitengsage value as “2” (Service Guide Browsing).

The informative diagrams Figure 9 and Figure 1@Wellustrate the support for Service Guide browsivith schedule view
and purchase view. In Figure 9, the Service Guidavber displays multiple services and contentée structure according
to the scheduling. In this example the preview @ét8ervice X, Content A, Content B, Content C &uthedule AM are
shown as small icons next to the tile of the asdediservice, content and schedule. Similarlyjgufe 6.2 the Service
Guide browser displays multiple services accordinthe purchase packaging. In this example, thepwohase packages
corresponding to purchase data A and B are asedoidth the same purchase item X with differentipg scheme a and b
respectively, hence the services belonging to @msellata A and B are identical (i.e. service isewdice j), but the pricing
scheme and other information of these two purchase are different.

Error! Objects cannot be created from editing fieldcodes.

Figure 9: Example case how preview data supports 8ece Guide browsing with schedule view
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Service Guide Fragments i Service Guide Display

Purchaseltem fragment

for purchase item X Service Guide Viewer / Browser
PreviewData Purchase Package A
—» for purchase Pricing scheme a and other info of purchase
PurchaseData fragment data A data A...
for purchase data A
(with pricing scheme a PreviewData Service i
of purchase item X) / for service i Some description of service i...
. PreviewData Service j
PreviewData / for service j Some description of service j...
PurchaseData fragment
for purchase data B reviewData Purchase Package B
(with pricing scheme b for purchase Pricing scheme b and other info of purchase
of purchase item X) data B data B...
L PreviewD PreviewData Service i
reviewData ™ for service i Some description of service i...
Service .
fragment for PreviewData Service |
service i / for service j Some description of service j...

L‘ PreviewData

Service
fragment for
service j

M PreviewData

Figure 10: Example case how preview data supportse8/ice Guide browsing with purchase view

57.3 Preview Data for Service Preview

When viewing the detailed information of one spieckrvice, content, schedule or purchase packageeoterminal, the
terminal can render the associated preview dafeetosers as an advance showing part (eg. trpdsters) of the associated
services, content, schedule or purchase packagehWhrt or what media components of the previeta dee used in
rendering and with what layout is specific to eamplementation. For example, a lower-end termimaild render just a big
poster image(s) while a higher-end terminal coelttler an A/V trailer in a big size or even fullesem as the service
preview.

This feature can be enabled by declaring the ifientf the ‘PreviewData’ fragment in the associb&ervice, Content,
Schedule or PurchaseData fragments, and indictitengsage value as “3” (Service Preview).

The informative diagram Figure 11 below illustraties support for service preview.
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Service Guide Fragments §Service Guide Display

Service Guide Viewer / Browser

Content A
Name:

Type:

Length:

Parental Rating:
Target User Profile:
Content fragment for H Audio Language:

content A Description:

L‘ PreviewData Preview of Content A

\ PreviewData
I

for content A

Figure 11: Example case how preview data supportesrice preview

5.7.4 Preview Data for Barker

The BCAST services can be provided with or with8atvice or Content Protection. Even when the seng@rotected and
a particular user does not have rights to accessetvice, the preview data of the service canidible in the Service Guide.
When browsing the services or contents within thevi8e Guide the user might want to select theiseror content which

the user does not have rights to access or hasibstribed to, the preview data can be renderpthae of the actual service
or content to give the user a preview on the seteservice or content, or inform the user he/stes dwt has the rights to
access or has not subscribed to the selected senwvimontent.

This feature can be enabled by declaring the iflentf the ‘PreviewData’ fragment in the assodibafervice or Content
fragments and indicating the usage value as “4tK&d.

The informative diagram Figure 12 below illustraties support for barker.
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Service Guide Fragments ‘ Terminal Display

Sorry, you have not subscribed to the selected content A, please
proceed with necessary purchase transaction first !

Content fragment for H
content A

L‘ PreviewData
PreviewData

/ for content A

Figure 12: Example case how preview data supportsaker

575 Preview Data as an alternative to blackout

Upon selection of a BCAST service by the end-user, the terminal fetches the corresponding Access fragment and
performs the necessary steps to render the service. When the service is protected, the terminal may receive an
STKM carrying an Access Criteria Descriptor enforcing a blackout in the current area of reception. In that case,
the terminal has the possibility to check the Access fragment for a reference to a ‘PreviewData’ fragment with a
‘usage’ value of 5. If such ‘PreviewData’ fragment exists, it contains alternative payload the terminal can render
instead of the blacked-out service. The ‘PreviewData’ fragment could also point to an Access fragment. In such a
case the terminal can use that Access fragment to tune to an alternate service. The figure below illustrates these
possibilities.
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/ Alternative logo I

or —1 Alternative Video clip I

o

Terminal @ Terminal
determines the fetches and
service is renders the

Terminal tunes
to service X

blacked out PreviewData o

Service \ Alternative streamed ‘
Rendering service
Service Guide @
fragments

Access

fragment for
service X

\—{ PreviewData

Figure 13: Example case how preview data supportdtarnative to blackout

5.8 Associating accesses with services and content

There can be different choices for the end usecsmbsume services. These choices are represeritectiis ‘Access’
fragments associated to ‘Service’ fragments andirg@etly via ‘Schedule’ fragments) ‘Content’ fragnis, the latter two
representing services and individual pieces ofg¢bevices respectively. The mechanisms for astogisgservice’ and
‘Content’ fragments with ‘Access’ fragments, howeVeave different characteristics. Whereas a serigioot always bound
by time, a piece of content is. This is reflectgccbntent having more specialized association ¢catttess details than the
service. The following sections define how the retninstantiates Service Guide fragments in pradie signaling access
parameters and how the terminal is expected topreethem. Note that the distribution and pres@ntasemantics for
“Cachecast” services are different, and descrilepdusately in section 5.8.6.

5.8.1 Multiple accesses

Each ‘Access’ fragment represents different aspeconsumption of a service, or a content item ihgilog to that service,
that ‘Access’ fragment is associated with. The mekacan give the terminal and to the end user iiffeoptions for
consuming services. In such a case the correspprganvice’ or ‘Content’ fragment could be assoetatvith more than one
‘Access’ fragment. The different options could beamt for the terminal to make the choice on betfdlfie end user or by
the end user himself/herself. In either case theesls to be a common understanding between thereand the terminal
on how the choice is meant to be taken.

5.8.1.1 Choices of access

When the network provides different means of aéngsa service or content items of that servicentsvork also needs to
provide a meaning for each choice. Depending oretiterion for which each choice is based, the teats first decides
whether the selection is meant for terminal oreghd user to make. In case the network providesipteitAccess’ fragments
associated with ‘Service’ or ‘Content’ fragmentgaeding those information contained in the ‘Accdsagment meant for
the terminal to use, transparent to the end user:

» the network SHALL ensure that these ‘Access’ fragia differ in value with respect to at least ohthe
following elements:

0 ‘AccessType’(e.g. ‘BDSType’)

o0 ‘KeyManagementSystem’
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o ‘EncryptionType’

o0 ‘TerminalCapabilityRequirement’
0 ‘BandwidthRequirement’

o ‘ServiceClass’

» the terminal SHALL choose an ‘Access’ fragment timattches the best the terminal capabilities ars#tings (e.qg.
user settings). How the terminal actually makesctiwice is out of scope of this specification.

The network SHALL declare the time interval when'Access’ fragment applies as follows:
» Using the “t=" field of the SDP formatted SessioesDription instantiated in either the ‘Access’ or’

‘SessionDescription’ fragment. In case the field ttee value” t=0 0" it is considered to be an unizad live
stream.

» Using the ‘startTime’ and ‘endTime’ attributes bet‘PresentationWindow’ element in a ‘Schedulegfreent that
the ‘Access’ fragment is associated with.

»  Should the PresentationWindow be present, it is BE®ENDED that the time period defined by <startémand
<stop time> in the Session Description encompatsgesne defined by the PresentationWindow.

The terminal SHALL consider the latter first andcase no such ‘Schedule’ fragment or ‘Presentatioddiv’ is available,
the terminal SHALL consider the former.

5.8.2  Association between ‘Service’ and ‘Access’ fr  agment

The network can signal a service to be consumetireygt refererence of one or more ‘Access’ fragr(grio the ‘Service’
fragment representing the service. In such a case
» the terminal SHALL assume that the consumption oetiepresented by the ‘Access’ fragment is avaglabl
0 during the interval constraint by the associatessi®® Description or
0 anytime in case of absence of the constraint.

* In order for the terminal make a distinction betw#ee different access methods the network SHAkke iato
account the constraints in the section 5.8.1 Migitgzcesses and

«  furthermore the network SHALL instantiate in theximum one ‘Access’ fragment referring to the \Ses’
fragment where the ‘Access’ fragment declares Hication component associated with the servicagishe
element ‘NotificationReception’. The network MAY dare several ‘Access’ fragments referring to tBervice’
fragment given that not more than one ‘Access’riragt contains such a notification component. Notere is no
meaningful way for the terminal to choose betwerem notification services and hence the restriction.

5.8.3  Association between ‘Service’ and ‘Access’ fr  agment through
‘Schedule’ fragment

In addition to the case described in the previaasien, the network can also associate a ‘Serfiegment with ‘Access’
fragments using ‘Schedule’ fragments. This mechmargsused to enable the concept of multi-languaggart as discussed
in details in section 7. However, the basic intemii to represent a single language-specific ehofcconsumption to the
end user. Therefore, the network SHALL instanteseh of the ‘Schedule’ fragments in question

» with the ‘ServiceReference’ element referring te tBervice’ fragment but

» without any instantiations of the element ‘ContesféRence’

*  Without any ‘onDemand’ attribute set to “true”.

In order for the terminal to make a distinctionvioegn the different access methods the network SHi&ke into account
the constraints in section 5.8.1 (Multiple accesaes furthermore the network SHALL not associatg motification
component with the service using the element ‘NeffonReception’ in the ‘Access’ fragment in quest If there are
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multiple ‘Schedule’ fragments referring to the ‘@ee’ fragment, at most one fragment SHALL have ‘hefaultSchedule’
attribute set to “true’.

5.8.4  Association between ‘Content’ and ‘Access’ fr  agment through
‘Service’ or ‘Schedule’ fragment

The ‘Content’ fragment provides means for the nekwo declare for the end user that a particularise is constructed of
individual content parts. For example, traditiobedadcast stations often make themselves knowmetertd users as a
service but provide their services as individualcgs of content often also called as programsc®hsumption of a single
piece of content can be made available to the eadusing the following four mechanisms:

» using a scheduled transmission over a broadcassscc

» using a scheduled transmission over an interaetieess,

« using an end user initiated consumption of theamnbver the interaction channel (i.e. ‘OnDemaiod’)
» using a (previously) downloaded file.

In the first two cases the availability of a singlece of content for the end user to consumesisiceed implicitly. The
stream for a particular content is available onlyinnly a specific interval of time and the netwodnalso control when the
terminals are allowed to access content over tieedntion channel. The latter case, however, regutre terminal to control
when the end user is allowed to consume the dowehbéle.

5.8.4.1 Content access through service access

‘Content’ fragments can ‘inherit’ the ‘Access’ fragnts that are associated with the ‘Service’ fragmEhis is the use case
where the network uses the same broadcast acedbe feervice itself as for the individual piecésantent of the service.
For this the network associates

* An ‘Access’ fragment directly with a ‘Service’ fragent as specified above in section 5.8.2 or

* An ‘Access’ fragment with a ‘Schedule’ fragmentttigassociated with the ‘Service’ fragment as d@etabove
in section 5.8.3

In order to enable the terminal to interpret the cise correctly, each of the ‘Content’ fragmemtguiestion SHALL contain
one and only one instantiation of the ‘ServiceRafiee’ element referring to the ‘Service’. In orétmrthe terminal to
represent these different methods of consumptiothBbend user to choose from, the terminal needsimply with the
following:

In the first case the terminal SHALL consider arc¢Ass’ fragment (that is associated with a sentiwep associated with a
‘Content’ fragment if

» the ‘Content’ and ‘Access’ fragment(s) in questiefer to the same ‘Service’ fragment. In this calé¢hose text
languages or audio languages of content itemseirGbntent’ fragments (see section 7 Multi-langu&ggport)
which do not have their own dedicated ‘Schedulajfnent (as outlines below or in section 5.8.4.8)aasumed to
be accessible using the ‘Access’ fragment thasseaated with the ‘Service’ fragment (either dileor through a
‘Schedule’ fragment as defined in section 5.8.8.8t3).

* and there is no ‘Schedule’ fragment associated thdhsame Content fragment that has the ‘onDenstribute set
to ‘true’

In the second case the terminal SHALL considercag8ule’ fragment (that is associated with a sereialy) and its
associated ‘Access’ fragment to be associated avi@ontent’ fragment

» If the ‘Content’ and ‘Schedule’ fragment(s) in gties refer to the same ‘Service’ fragment, the ‘@b’ fragment
refers to one and only one ‘Service’ fragment

* There is no ‘Schedule’ fragment associated withsimae Content fragment that has the ‘onDemandbaté set to
‘true’.
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5.8.4.2 Content specific access via ‘Schedule’ frag  ment

There can be cases where it is desired for anitheiV piece of content of a service to have acossthods specific only to
the individual piece of content. These access niistiaoe associated with the content using ‘Schediagiments referring to
the ‘Content’ and ‘Access’ fragments referring tie tSchedule’ fragments in turn. Similarly as ie tase of service access
described above in section 5.8.2, the network needsmply to the following rules in order for therminals to interpret this
use case correctly. In such a case the network $HAdtantiate a ‘Schedule’ fragment in accordandé the following:

* with the ‘PresentationWindow’ element declaring #wailable time period of rendering. This Presénidt/indow
element SHOULD have the startTime and endTimebaitei matching the “t="field in the SDP formatteelsSion
Description information instantiated by either thecess’ fragment (referencing this ‘Schedule’ fregnt) or the
‘SessionDescription’ fragment, with the exceptionen the time field is set to “t=0 0“.

» with the ‘ContentReference’ element referring te ontent’ fragment but
« without instantiation of the element ‘Interactiigference’.
e and the ‘Content’ fragment and the ‘Schedule’ fragir'SHALL refer to the same ‘Service’ fragment.

e in order for the terminal to make a distinctionvbegn the different access methods the network SHi&kE into
account the constraints in the section 5.8.1 Migitgzcesses and

» furthermore the network SHALL not associate anyfivattion component with the service using the edain
‘NotificationReception’ in the ‘Access’ fragment question.

The terminal in turn SHALL expect that the consuimpimethod(s) represented by the ‘Access’ fragns@mgn only be
used during the time period restricted by the ‘BnéstionWindow’ element of the ‘Schedule’ fragment.

Furthermore the network MAY set the ‘onDemand’ikttte to “true” in the ‘Schedule’ fragment.

0 In case there are one or more ‘Schedule’ fragmetesed to a ‘Content’ fragment that have the ‘omiaad’
attribute set to ‘true’, the terminal SHALL expéhat that content item is only accessible througisé ‘Schedule’
fragments, i.e. the ‘Access’ fragment associatetl thie ‘Service’ fragment, which is associated wtfitis
‘Schedule’ fragment and related ‘Content’ fragmiemot valid for that ‘Content’ item.

o and in case the ‘onDemand’ attribute is false drdezlared in any of the ‘Schedule’ fragments méfgrto the
‘Content’ fragment, the terminal SHALL expect thia¢ content item is also accessible through theeas’
fragment associated with the ‘Service’ fragmentl@scribed in section 5.8.4.1.

5.8.4.2.1 PresentationWindow, StartTime and EndTime

When a ‘Content’ fragment is associated with a &tilte’ fragment the terminal is provided a paitiwfe intervals

» oneinterval declared by the ‘StartTime’ and ‘Enad&i elements of the ‘Content’ fragment and
« another declared by the ‘PresentationWindow’ of 8ehedule’ fragment.

The former is intended for direct display to the eiser the fixed interval during which the corrasgiog piece of content
can be consumed by the end user. The latter nfagrdie used to signal to the terminal when theiipeaccess method
represented by the ‘Schedule’ fragment and thecéseo ‘Access’ fragment is to be used.

In case the interval declared by the ‘Presentatioiaiv’ does not cover the entire interval decldogdhe ‘StartTime’ and
‘EndTime’ elements of the ‘Content’ fragment, tieenhinal SHALL cover the remaining time using ondtaf ‘Access’
fragments associated with the ‘Service’ fragmeat'‘@ontent’ fragment is associated with or using ofthe ‘Access’
fragments associated with other ‘Content’ fragmefithe same service. In case no such ‘Accesshfeag is available there
are no expectations defined by this specificatanrttie terminal. If in turn there are multiple swardtesses available the
terminal SHALL choose as specified in sections1518.

5.85 Use of ‘defaultSchedule’ and ‘onDemand’ attri  butes

The usage of the ‘defaultSchedule’ and ‘onDemaitdbate defines the access method that the tetrhemto take into
account when entering the ‘Service’ and the acoetbod that takes precedence.

[0 2008 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-BCAST_Service_Guide-V1_0-20080807-C Page 173 (228)

The ‘defaultSchedule’ attribute indicates the asaasthod that takes precedence in case multipkesacoethods are defined
for a certain content item. If there are multipbehedule’ fragments referring to the ‘Content’ freant, at most one
fragment MAY have the ‘defaultSchedule’ attribuéd ® ‘true’. A ‘Schedule’ fragment that has thefaultSchedule’
attribute set to ‘true’ and has a link to the ‘Gamit fragment takes precedence over the ‘Schedhagiment that has the
‘defaultSchedule’ attribute set to ‘true’ but oflgs a link to the ‘Service’ fragment of which thabntent’ fragment is
associated to. It should be noted that specifinitgal (language) settings may override the ‘defschiedule’.

The ‘onDemand’ attribute indicates the scheduladgmission of content items that are accessibletbeeunicast channel
where the transmission is not necessarily bounatedany specific interval of time. This type of tent typically represents
the "on-demand" component of a service. If thiskaite is present and “true” it indicates that teferenced content item
SHALL NOT be accessed automatically through thish&lule’ fragment by the terminal when the assediaervice is
selected and this ‘Schedule’ fragment is valid sTdtiribute in the 'Schedule’ fragment MAY be sétrue’ if and only if the
'Access' fragments associated to the 'Schedugghizat do not have the 'BroadcastServiceDelivegyheht instantiated. In
section 5.8.4.1.it is described how a ‘Contentgfreent can ‘inherit’ the ‘Access’ fragments that associated with the
‘Service’ fragment. However, in the case the ‘ormiaad’ attribute of a ‘Schedule’ fragment associatéti a content item
is ‘true’ the terminal SHALL assume that the ‘Acseagment associated with the ‘Service’ fragmielOT applicable for
a certain ‘Content’ fragment. In the case a ‘Cotiteagment has multiple ‘Schedule’ fragments asastea with it, but only
one or a subset of those ‘Schedule’ fragment ha@eonDemand’ attribute set to ‘true’ the termiSdALL ignore all
‘Schedule’ fragment that have the ‘onDemand’ atiébset to ‘false’ (either declared or by abserfag.o

With regard to the combination of ‘defaultSchedwat ‘onDemand’ the following applies:

« for ‘Content’ fragments that have one or more ‘@tthe’ fragments associated with it that have thDemand’
attribute set to ‘true’, the ‘Schedule’ fragmenttwihe ‘defaultSchedule’ set to ‘true’ determinies favourable
access method of that content item. The terminalvyMi&e this information to facilitate the end uselestion
between the options of the various applicable acoesthods.

» for Content’ items’ that are only associated wiithedule’ fragments that all have the ‘onDemantiiatte set to
false (either declared or by absence of it) theniteal SHALL interpret the access method represehyeitie
‘Schedule’ fragment to be applicable without pokes#nd user intervention. In this case the ‘Sche&dthgment
associated with the ‘Content’ fragment that hasdieéaultSchedule’ attribute set to true takes pdence. If none
of the ‘Schedule’ fragment referring to the ‘Cortdragment have the ‘defaultSchedule’ attributetsetrue’ the
terminal SHALL use the ‘Access’ fragment that is@sated with the ‘Service’ fragment as the deféaée section
5.8.4.1).

5.8.6  Terminal interpretation for content consumpti on

When the terminal receives the complete Servical&uhe terminal will find it has a collection @&érvice’ fragments and
for each ‘Service’ fragment there is a set of ‘@’ fragments, ‘Schedule’ fragments and ‘Accdesments associated
with it. It is important to note that the elemeatsl attributes provided by the ‘Service’ and ‘Coittécagments provide
information how particular content can be offeredite end user for consumption. The ‘Schedule’ Aedess’ fragments
on the other hand provide the true availability andess methods of content. From a terminal pdiviewv, whenever a
service is selected by the end user, the termiillfimd itself with a set of ‘Schedule’ and/or ‘Aess’ fragments. This set of
‘Schedule’ and/or ‘Access’ fragments can be considéo have a time order where at a certain paititie multiple
fragments can be valid. This is regardless of wdrethese ‘Schedule’ fragments do or do not haygeaific reference to a
‘Content’ fragment associated with the correspogdiervice. Therefore whenever a service is selgbgeterminal has to
access the content through the ‘Access’ fragmaettishapplicable at that particular point in tirRecall section 5.8.1.1,
Choices of access.

At any point in time the terminal might find theaee more ‘Access’ fragments valid for the servieeduse of one or more
of the following use cases:

e Both unicast and broadcast accesses are avaitatitesf service,
« multiple text and/or audio languages are avail&dni¢he service or

« multiple text and/or audio languages are availfdrie specific piece of content at that point meti
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The consumption of a single piece of content thaiairt of a service can made available for theused in the following
ways:

0 automatically without user intervention upon emtgrihe service by terminal selection of the acoesthod that is
valid at the point in time, based on the contearhi that are part of the regular programming, diséted by
Schedule fragments that have the ‘onDemand’ attibat to ‘false’ (either declared or by absencé) of

0 upon user selection.

In the first case terminal SHALL only be requiredmake a selection from ‘Access’ fragments thataasociated:

o with the ‘Service’ fragment as described in secbd2.
o with the ‘Service’ fragment through a Schedule fnagt as described in section 5.8.3.

o with ‘Schedule’ fragments related to ‘Content’ fragnts that that are not part of the “on demandtexatnwhich
are defined by having the ‘onDemand’ attributetséfalse’ (either declared by absence of it).

to determine which ‘Access’ fragment is valid aales precedence and MAY be used for automatic sbotemsumption.
In the latter case, access based on user seléstmplicable for:

o ‘Content’ fragments that have the ‘Schedule’ fragtrelated to it with the ‘onDemand’ attribute settrue’

o ‘Content’ fragments that have ‘Schedule’ fragmemrtated to it that have the both the ‘onDemand’ éed
‘defaultSchedule’ attributes set to false (eithecldred or by absence of it).

Whenever there are multiple text or audio languayedlable the terminal can give the end user thi®p to make a
selection. The terminal can for example highlighplace blinking icons with the content in the SeevGuide that has at that
point in time an applicable access associatediwiBased on the specific terminal language sedtiomgbased on the
‘Schedule’ fragment that is declared to have tledddltSchedule’ attribute set to ‘true’ the terntioan make a decision
which ‘Access’ fragment provides the preferableesscparameters for the service.

It is important to note that the ‘StartTime’ anchtHime’ elements in the ‘Content’ fragment do netlare any validity of
the content whatsoever, these elements are puntelyded to present to the end user enabling thertal to tell the end user
which piece of content is currently being playadaltypical case the network could declare a s&aftent’ fragments
associated with the same 'Service’ fragment, with‘StartTime’ element and ‘weight’ attribute setrépresent a
chronological order of pieces of content belongmg service. The ‘StartTime’ of a ‘Content’ fragmeould then implicitly
serve as the ‘EndTime’ of the ‘Content’ fragmenthathe next lower ‘weight’ attribute. For the casé®ve it is very well
possible that a c'rtain ‘Access' fragment thatssoziated with a ‘Content’ fragment, is applicadileing an interval that
mismatches with the time window, as defined by 8tartTime’ and ‘EndTime’ elements (either explioitimplicit
declared), of that ‘Content’ fragment. For instaita®uld have a partial overlap of a time windofrother ‘Content’
fragments belonging to the same service.

Despite the Service Guide having coherent strud¢here can be three cases in which the termindlkewdounter unexpected
events:

* In the event that by accident the Service Guidesdwve overlapping ‘Schedule’ fragments with th®emand’
attribute set to ‘false’ (either declared by absentit) and that are associated to different ‘@atitfragments the
terminal might not be able to determine the ‘Actdéssgment that is valid and should be selectesl, multiple
‘Access’ fragments are valid and the terminal cahumiquely decide which one takes precedence tnventher
based on the ‘defaultSchedule’ attribute. In suchase the terminal MAY assume that of these ovpitap
‘Schedule’ fragments the ‘Schedule’ fragment whiths the ‘PresentationWindow' element with the eatli
‘startTime’ attribute to take precedence and adogtg the ‘Access’ fragment associated with thich8dule’
fragment.

* In the event that a certain ‘Access’ fragment leced but there is no IP stream available on #etaded IP address
in the ‘SessionDescription’ fragment. This can ég. the case when the live broadcast session dehéds
changed, but the Service Guide could not be updatedst because the access is currently unaveiklal. due to
radio reception conditions. In such a case theit&inMAY select another applicable ‘Access’ fragmdn case no
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5.8.7

such ‘Access’ fragment is available the terminal Wi@Aresent an error to the end user. In any casdettmainal
SHOULD be able to handle such a case and not ¢uan error-state.

In the event that a ‘Content’ fragment has multifet and audio languages declared, where all aad text
languages are associated with ‘Schedule’ fragntaatdirectly reference that ‘Content’ fragmentt bane of these
“Schedule’ fragments have the ‘defaultSchedul&ilatte set to ‘true’ and none of these ‘Schedtd@yments have
the ‘onDemand’ attribute set to ‘true’ and 'noné’tbe languages match the specific terminal langusgtings. In
this case the terminal SHALL use the ‘Access’ fragithat is associated with the ‘Service’ fragmg@miich is

referenced by that ‘Content’ fragment, see sedii@m.1).

In the event a ‘Content’ fragment has multiple ‘Sdtle’ fragments associated with it, but only on@subset of
those ‘Schedule’ fragment have the ‘onDemand’ laitg set to ‘true’. In this case the terminal SHAighore all
‘Schedule’ fragment that have set the ‘onDemantibatte to ‘false’ (either declared or by absent#)o

Distribution Window and Presentation Window f or Cachecast
Services

In addition to streaming services, for which thadering time is the same as the delivery time,Sfealso supports file
delivery services for which the network can disitié the content prior to rendering. For file diition services, the
terminal downloads the content beforehand and stibfer later user consumption. Two types of filelivery services are
possible: those which pertain to scheduled rendesnch as Cachecast, and others which are natiassbwith scheduled
rendering, such as music or video downloads. €hgpbral semantics of Cachecast services are sgmbbifi the Distribution
Window and Presentation Window elements in the Galeefragment. Note in particular that for Caclecaeither window
is necessarily fixed in time or size:

The terminal can begin the download as early astBime’ of Distribution Window; the ‘startTime’ @s not
represent the default start time of the download.

The terminal can begin the download as late asTené' of Distribution Window and should still belalto acquire
the entire file within the ‘duration’ of the Digtution Window; the ‘endTime’ does not represent dieault end
time of the download.

The user can begin rendering as early as the Tataet of the Presentation Window; the ‘startTimeded not
represent the default start time of rendering;

The user can begin rendering as late as the ‘erelTafthe Presentation Window, and still be ableexpect the
rendering to run to completion; the ‘endTime’ daast represent the default end time of renderinglThe
presentation duration is given by the ‘durationPoésentation Window.
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6. Discovery of Service Guide

6.1 Service Guide Transmitted over Broadcast Channe |

The service guide discovery mechanisms that arefggakin this section relate to the discovery @ervice Guide that is
distributed over Broadcast Channel (i.e. they dorelate to Service Guides that are not using tteaécast Channel). In this
case, the Terminal will need to know how to findl @tcess the broadcast IP flows that carry thedoast Service Guide.

6.1.1  Service Guide Discovery over Broadcast Channe |

When the Service Guide is delivered using the brasidchannel the Service Guide Announcement Chéastieught as the
starting point of the retrieval. Recall that thexse Guide Announcement Channel provides all tfiermation the

terminals need for retrieving the Service GuideerElfore to discover the Service Guide the termibatscally need to locate
the file delivery session carrying the Service @udnouncement Channel. The access parameters BIHTE session
representing the Service Guide Announcement Chanealalled the entry point to a Service Guide &naadcast Channel.

In one broadcast area there MAY exist multiple 8erGGuides and any number of these MAY be deliversuiltaneously
using the broadcast channel. In such a case,niple, it is the responsibility of the underlyiB®S to provide the
signalling of the entry points of the Service Guide the terminals. However, if such a signallisgot available or being
used, the following parameters SHALL be used atitey point:

- (OPTIONALLY) IP Source Address
- Fixed Destination Multicast IPAddress: 224.0.23.1&5Pv4 or FF0X:0:0:0:0:0:0:132 for IPv6
- Fixed Destination Port: 4090

The terminal SHALL assume that

- there is at most one FLUTE session per entry point.

- the value of the Transport Session Identifier (TBAY be any valid value and the number of ALC/LChatinels
in the FLUTE session for Service Guide announcensefited to 1.

If the underlying BDS supports specific signalliofithe Service Guide entry points the terminal SHAdxpect the BDS
also to provide the specific signalling. The detifuidelines for such signalling in specific Broast Distribution Systems
are given in the BDS Adaptation Specifications (FB@AST10-DVBH-IPDC-Adaptation], [BCAST10-MBMS-Adaation]
and [BCAST10-BCMCS-Adaptation]).

The terminal SHALL support the initial Service Geidiscovery over Broadcast Channel.

6.1.2  Service Guide Discovery over Interaction Chan  nel

The entry point to a Service Guide on an Interac@hannel SHALL be defined as the URL to a filetaiming Session
Description or URL to a resource resolving to asg8esDescription which describes the file distribotsession carrying
Service Guide announcement information and posS§blyice Guide. This file distribution session oraes from Service
Guide Generation Function and Service Guide Distidim Function (over interface SG-5). The entrypod a Service
Guide on an Interaction Channel MAY be either fixedprovisioned to the terminal (e.g. through B&pecific signalling),
or provided out-of-band (e.g. through a public dvgte web site).

Within a single BDS, there MAY be different ServiGaiide generated for different service coveragasarequiring a
different entry point for each particular serviaeserage area. It is not in scope of this specificato define how the device
learns about the applicable URL.

The terminal with interaction channel SHALL suppibrt initial Service Guide discovery over InterantiChannel.
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6.2 Service Guide Transmitted over Interaction Chan nel

The service guide discovery mechanisms that arefgakin this section relate to the discovery @ervice Guide that is to
be distributed over Interaction Channel. The Teahireeds to get some discovery information, andsére request to
acquire Service Guide.

The entry point to Service Guide acquisition oveetaction Channel SHALL be a URL which indicaties bocation of
Service Guide. Example of such URL is (http://pd®mricom/serviceguide) .This is the address thaBtheC in the Terminal
accesses in order to get Service Guide data otenaktion Channel as specified in section 5.4.&ré@lare several possible
ways terminal can get the entry point informatidhe Terminal SHALL support the following two means:

- the entry point information is provided using tidternativeAccessURL’ element of SGDD; and;
- the entry point information is provisioned to therfinal via Terminal Provisioning function.

For the first case, considering that it has norgkimwledge of the ‘AlternativeAccessURL’, therténal performs a two-
step discovery operation, by first discovering 8eevice Guide transmitted over the broadcast cHaane then requesting
those fragments that are declared, in the retri&@BDs, as being available from the interactiomoleh Note that, in this
case, retrieval of Service Guide fragments oveirttexaction channel is scoped by the SGDDs tratsgmver the
broadcast channel, unless the terminal issues speaific Service Guide request, and the servedrnlesta answer such
request.

For the latter case the terminal SHALL support OBBAST Management Object parameter /<X>/SGServerAdsi'as
specified in [BCAST10-Services]. Further the eqtojnt information MAY be fixed in the Terminal orqvided out-of-band
by the means not specified in this specificatiarcksas WAP PUSH, SMS, MMS, Web page, user inpaj, et
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7. Multi-language Support

This section defines how the language informatimmveyed in the Service Guide can be used bothecialze the
presentation of the Service Guide itself for indiwél languages and to provide language specifiopfor consuming the
services declared by the Service Guide. Whereafothreer is in principle about textual descriptigmevided in individual
languages, the latter also considers possible Egegdependent audio tracks and sub-titles. Theadstorganized to
address the specialization of the Service Guidartkag how to declare the language specific optafronsuming the
services. It should be noted that the technicalidedf enabling multi-language support are progideconjunction with the
corresponding attributes and elements of the Se@idide and that the following sections merely pievogically
meaningful binding of these individual details.

7.1 Declaring service guide elements in different|  anguages in
the Service Guide

The Service Guide may provide both technical infation not visible to the end user and purely desiee information
meaningful only to the end user. Whereas the fopaetris independent of such things as the natitiegbf the end users,
the latter can be explicitly specialized for endnsswith different nationalities. The data modethad Service Guide enables
the network to provide textual descriptions in 8exvice Guide multiple times, one description paguage. This is simply
achieved by allowing an individual element repréisgna textual description to be instantiated nplétitimes and
specializing each of the individual instances @it elements using the ‘xml:lang’ attribute defibgdXML standard itself.

In case an individual element of the Service Guéresents textual description intended only ferlth purposes the
following applies:

* In case the element is instantiated more than anes individual SG fragment, the network MUST und¢ the
‘xml:lang’ attribute to each of the instances of #lement in the SG fragment where

» each of the instantiated ‘xml:lang’ attributes MUBave a different value.

» On the other hand if the ‘xml:lang’ attribute isitted in the element the terminal SHALL interptfe¢ element to
be applicable independent of any language settings.

Table 5 below summarizes the elements that capéaaized for different languages.
Service | Content | Purchase | Purchase | Purchase | Preview | Interactivity | SGDD
Item Channel Data Data Data
Name X X

X X X
X X X X

Description

Extension.Description

AudioLanguage
TextLanguage

Genre

XXX XXX ]| X
XXX X[ XXX

BroadcastArea.TargetArea.
name_area

Promotioninfo.Title X

Promotioninfo.Description X

Promotioninfo. X
PromotionExtension.
Description

Promotioninfo.Title X
Video.AlternativeText

Audio.AlternativeText

Picture.Alternative Text
Text

XXX [X>
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Interactivity Type X
BSMList.BSMSelector.Name X
DescriptorEntry.GroupingCriteria. X
GenreGroupingCriteria

Table 5: Elements that can be specialized for diffent languages

7.2 Declaring components of the broadcast service i n different
languages in the Service Guide

The services, declared by ‘Service’ fragments, el & individual parts of the services, declargdSthedule’ and
‘Content’ fragments, are possible to be providethiritiple ways to be consumed. Language is oneifgessriterion for end
users to differentiate and consume various servingzrder for the end users to understand the inganf the different
options, the Service Guide needs to be able tesept the criterion as well as the individual chsifor the end user. For
this purpose the Service Guide provides speciémehts and attributes that can be used to sigeadmantics of the
different choices, in this case the specific larggsa

7.2.1  Service and content specialization with audio tracks and sub-titles

The network can declare both services as well dividual pieces of services, represented by a iehand ‘Content’
fragments respectively, to be available in diffélanguages

»  with multiple audio streams and/or
»  with multiple sub-title streams.

In the Service Guide the available language isated| by the ‘AudioLanguage’ and/or ‘TextLanguagkngents of the
‘Content’ and ‘Service’ fragments respectively. Tégsociation to the specific details of consumpt®im turn achieved
through ‘languageSDPTag’ attributes of the ‘Audiogaage’ and ‘TextLanguage’' elements. When insttattiathe values
of these attributes correspond to values foundhénmedia sections (m=audio..., m=video..., etc.) irPSiks. Where the
SDP files are associated with ‘Content’ and ‘SexVvfcagments via ‘Schedule’ and ‘Access’ fragmesgsspecified in section
5.8, the exact association between a value ofhglageSDPTag’ and a media section is signaledlas/fo

The terminal SHALL associate a particular ‘Audiobalage’ element to a media section in SDP file & anly if

» the media section is of the type ‘m=audio...” and

» the media section contains an attribute line “aglalanguage tag>" where the value in place of ‘glaage tag>’
is an exact match of the value of the ‘languageSagfattribute in the ‘AudioLangauage’ element iregtion.

The terminal SHALL associate a particular ‘TextLaage’ element is associated to a media sectio®Dm f8e if and only if

» the media section is of the type ‘m=video...” and
» the media section contains an attribute line famép' with the media subtype '3gpp-tt' and

» the media section contains an attribute line “aglalanguage tag>" where the value in place of ‘glaage tag>’
is an exact match of the value of the ‘languageS&fattribute in the ‘TextLangauage’ element in sfia.

In case a ‘Content’ or ‘Service' fragment is asatmil with a ‘Schedule’ fragment having the ‘defaaliedule’ attribute
instantiated and the ‘Schedule’ fragment is assedi#do an SDP file having multiple media sectioos dither audio or
subtitle tracks, then the choice between the meeliions to be applied is out of scope of this ifigation.

Recall that a ‘Content’ fragment can be associatigil a ‘Schedule’ fragment either

» directly by the ‘Schedule’ fragment referring tti@ontent’ fragment or

* indirectly the ‘Schedule’ fragment referring to tiservice’ fragment the ‘Content’ fragment is adabted with.
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Therefore the terminal SHALL first consider the edule’ fragments associated directly with the ‘t@ail fragment and if
none of them is applicable only then consider &y indirectly associated ‘Schedule’ fragments.
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Appendix A. Change History (Informative)
A.1 Approved Version History

Reference Date Description
n/a n/a No prior version
A.2 Draft/Candidate Version 1.0 History
Document Identifier Date Sections Description
Draft Versions xx Jan 2005 n/a Initial Draft
OMA-TS_BCAST_ServiceGuide-V1_0 | 17 Jan 2005 5, Agreed Draft
6
26 Jan 2005 5.4 CR agreed during BCAST interim imgé Seoul:

OMA-BCAST-2005-0009R01-CR-TS-ServiceGuide-Delivery

04 Feb 2005 5.2.1 CRs agreed during BCAST meeting in Frankfurt:
5.4.3 OMA-BCAST-2005-0008R01-CR-TS-ServiceGuide-Data-Mode
6.1 OMA-BCAST-2005-0035R01-LATE-New-Service-Guide-Dediy-
Unit
OMA-BCAST-2005-0040R01-LATE-CR-TS-SG-Bootstrapping
29 Mar 2005 5.2.1 CRs agreed during BCAST meeting in Chicago:
5.4.3 OMA-BCAST-2005-0109-LATE-CR-TS-ServiceGuide-DataMod
OMA-BCAST-2005-0084-CR-GPP2_Metadata_Envelope
06 May 2005 5.2.2 CRs agreed during BCAST meetiringapore:

OMA-BCAST-2005-0143R01-CR-BCAST-TS-SG-
Preview_Data_in_Service_Guide

12 May 2005 5.2.2 CRs agreed during BCAST meetingimgapore:
OMA-BCAST-2005-0129R02-CR-Service-Guide-data-mobletess-
Fragments

OMA-BCAST-2005-0130R03-CR-Service-Guide-data-madete-
Fragments

03 June 2005 5.2.2 CRs agreed during BCAST CC on May 18 2005:

5.4 OMA-BCAST-2005-0148R02-CR-BCAST-TS-SG-
Location_information_in_Service_Guide

CRs agreed during BCAST meeting in Singapore:
OMA-BCAST-2005-0131R04-CR-Service-Guide-Datamodel-
Provisioning-Fragments
OMA-BCAST-2005-0180R03-CR-TS-Service-Guide-Delivery
Descriptor

OMA-BCAST-2005-0213-CR-BCAST-TS-SG-
Bandwidth_Requirement
OMA-BCAST-2005-0214-CR-BCAST-TS-SG-
Alternative_Access_URL
OMA-BCAST-2005-0215-CR-BCAST-TS-SG-Content_Timing
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22 June 2005

7
6.2
5.45
55
5.2.2
511
5.4.2
Appendix C
5.2.1

CRs agreed during BCAST meeting in San Diego:
OMA-BCAST-2005-0239-MIME-media-type-of-Service-Geid
OMA-BCAST-2005-0240R03-LATE-Service-Discovery-Meclisams
OMA-BCAST-2005-0241R01-LATE-Service-Guide-Updatedan
Management
OMA-BCAST-2005-0242R02-LATE-CR-Service-Guide-Sepsc
Preview
OMA-BCAST-2005-0244R01-add-column-for-datatype-iGAST-
tables
OMA-BCAST-2005-0252R01-CR-BCAST-TS-SG-Promotion dnf
OMA-BCAST-2005-0253R01-CR-BCAST-TS-SG-
Target_User_Profile
OMA-BCAST-2005-0254-CR-BCAST-TS-SG-terminology
OMA-BCAST-2005-0257R01-Updated-SGDD-definition
OMA-BCAST-2005-0258R01-Streamlining-SG-Core-fragtsen
OMA-BCAST-2005-0259R01-Attributes-common-to-all-Biee-
Guide-fragments
OMA-BCAST-2005-0265R02-Proposed-initial-Service-GeiXML-
Schema
OMA-BCAST-2005-0270R01-Streamlining-SG-Provisioning
fragments
OMA-BCAST-2005-0271R01-Clean-up-of-Service-Guidet@dModel-
Figure
OMA-BCAST-2005-0274-LATE-CR-clarification-on-cardifities
OMA-BCAST-2005-0276R01-LATE-Service-Guide-accessgfnent-
OMA-BCAST-2005-0283-LATE-Service-Guide-Bugfix
OMA-BCAST-2005-0284-SG-Diagram

11 July 2005

5.2.2

CRs agreed during BCAST Confere€@all on July 6 2005
OMA-BCAST-2005-0296R01-CR-SG-Datatypes

OMA-BCAST-2005-0301R01-CR-
SG_Change_Proposal_for_Distribution_and_Presentafitndow

05 Aug 2005

2.1
5.2.2.2
5224
5229
5411
5.4.2

CRs agreed during BCAST Conference Call on Aug @20
OMA-BCAST-2005-0261R02-Proposed-change-introdudvhg:-as-
Service-Guide-delivery-protocol
OMA-BCAST-2005-0277R01-LATE-Add-Medialnformation-&thent-
to-Scheduleltem
OMA-BCAST-2005-0292R05-Enhancements-to-SGDD
OMA-BCAST-2005-0297R02-CR-SG-AccessType-and-
AssociateDeliveryProc
OMA-BCAST-2005-0309R02-G_Change_Proposal_for_aatbdime
_info

OMA-BCAST-2005-0317R01-CR-SG-PreviewData-Picture

18 Aug 2005

5.2.2.3
Appendix C

CRs agreed during BCAST Conference Call on Augads2
OMA-BCAST-2005-0282R03-XML-Schema-for-SGDD
OMA-BCAST-2005-0304R02-CR-SG-File-Signalling
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02 Sep 2005 2.1 CRs agreed during OMA BCAST Montreal meeting:
3.2 OMA-BCAST-2005-0298R02-CR-SG-ServiceType
521 OMA-BCAST-2005-0312R02-CR-SGDD_Clarification
522 OMA-BCAST-2005-0315R01-LATE-ALC_for_ESG_Delivery
5411 OMA-BCAST-2005-0332R03-Change-the-DW-and-PW
5.4.2 OMA-BCAST-2005-0334-CR-SG-Content-Type
5.4.5 OMA-BCAST-2005-0335-CR-SG-PreviewData-XML-Schema
6.1 OMA-BCAST-2005-0352R01-SessionDescription-for-filelivery-

Appendix E | session-+-corrections
OMA-BCAST-2005-0353-XML-Schema-for-provisioning-framents
OMA-BCAST-2005-0354-language-and-xml-lang-in-SG
OMA-BCAST-2005-035501-Clarification-related-to-eyypoint-of-SG-
discovery
OMA-BCAST-2005-0356-Service-Guide-Delivery-bug-txd-
clarification
OMA-BCAST-2005-0357R01-Clarification-of-ExtensionUR
OMA-BCAST-2005-0358-Clarification-on-the-use-of-GmngCriteria
OMA-BCAST-2005-0359R01-Proposal-to-use-32-bit-iretefpr-
fragment-id-and-version
OMA-BCAST-2005-0361R01-CR-SG-Data-Maintenance-anuiate
OMA-BCAST-2005-0368R02-CR-
SG_Identification_of_DW_and_PW_in_the_Shedule_ltem
OMA-BCAST-2005-0370R01-CR-SGDD-
Identification_of_Service_Provider

OMA-BCAST-2005-0373R01-CR-SG-bug-fix-AccessURI-and-
SessionDescription

CRs agreed during the Conference Call on Aug 35200
OMA-BCAST-2005-0389R01-Fixing-Cardinalities-ServiGaide-

Figure
10 Sep 2005 5.2.2.4 CR agreed during the Confei@att@n Aug 31 2005:
OMA-BCAST-2005-0383R03-CR-Access_Relation_to_Schedu
30 Sep 2005 5.2.1 CR agreed during the Conference Call on Sep 14:2005
5.2.2 OMA-BCAST-2005-0364R02-CR-TS-Service-Guide-Claation-on-
53.1 Access-Fragment
5.4.2 OMA-BCAST-2005-0386R03-Service-Guide-fragments-dgsons

544
Appendix C | CRs agreed during OMA BCAST Tokyo interim meeting:
OMA-BCAST-2005-0392R01-CR-Service-Guide-TS-Fragrignt
URI-Mapping
OMA-BCAST-2005-0402R01-Specification-of-the-Genre
OMA-BCAST-2005-0414-Bug-fix-for-the-content-fragnten
OMA-BCAST-2005-0421R04-CR-
Ordering_Content_Appearance_on_Display
OMA-BCAST-2005-0437R02-Clarification-on-the-signag-of-FEC
OMA-BCAST-2005-0440R01-CR-SG-category-and-cardtgadi-
Description-elements
OMA-BCAST-2005-0442R01-CR-SG-changes-on-PurchaseDat
fragment
OMA-BCAST-2005-0444R01-CR-SG-changes-on-Rights|dstie-
PurchaseChannel
OMA-BCAST-2005-0445-CR-SG-update-of-XML-schema
OMA-BCAST-2005-0447-CR-SG-SGDD-Delivery
OMA-BCAST-2005-0450R01-CR-SG-Backend-Interfacestesl-
SCR-tables

OMA-BCAST-2005-0453-CR-MBMS-USD-in-SG
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26 Oct 2005

2.2
5.2.1
54
7
8
Appendix D

CR agreed during the Conference Call on Oct 5 2005:

OMA-BCAST-2005-0456-CR-SG-link-between-PreviewDatad-
Schedule

OMA-TS-BCAST_Service_Guide-V1_0-20080522-D-cb.doc

CRs agreed during OMA Sydney meeting:
OMA-BCAST-2005-0406R04-Interaction-fragment-for-thervice-
guide
OMA-BCAST-2005-0407R01-CR-DW-and-PW-fragment-foeth
service-guide
OMA-BCAST-2005-0412R02-Modification-of-SGDD-for-Néitation-
Function
OMA-BCAST-2005-0413R02-Notification-Section-for-T&ervice-
Guide
OMA-BCAST-2005-0423R03-CR-SG_Changes_For_Open-dndec
State

OMA-BCAST-2005-0426R06-CR-
Inclusion_of_Purchaseltems_by Reference
OMA-BCAST-2005-0431R01-Key-Management-Signalling
OMA-BCAST-2005-0451R02-CR-SG-Change-mgmt-over-boaest
OMA-BCAST-2005-0452R01-CR-SG-Completeness
OMA-BCAST-2005-0492R03-CR-SG-Cell-ID-based-broadcas
OMA-BCAST-2005-0498R01-CR-SG-MIME-types-for-SG
OMA-BCAST-2005-0500R01-CR-SG-Bring-back-missing-Beg-
URI
OMA-BCAST-2005-0511R01-Add-note-to-clarify-cardirtegds-in-SG-
figure

OMA-BCAST-2005-0519R02-CR-SG-Terminal-Capability
OMA-BCAST-2005-0520-CR-SG_Changes_for_Medialnfoiiorat
OMA-BCAST-2005-0521-CR-SG-Scenario-for-codec-baselgctive-
viewing
OMA-BCAST-2005-0522R02-CR-SG-Application-Scenarnio-f
bandwidth-based-scalable-viewing
OMA-BCAST-2005-0525R01-CR-SGDD-for-interactive-S&rieval
OMA-BCAST-2005-0531-CR-Program-Rating
OMA-BCAST-2005-0552R01-CR-SG-Notification-serviogé
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29 Nov 2005

3.3
5.2.1
5.2.2
5.3
5.5.2.2
5.6
8.1
8.2.2
8.3
8.4
Appendix F

CR agreed during the Conference Call on 2 Nov 2005:
2005-0422R04-CR-SG_Blackout_Service_Reception_Areas

CRs agreed during OMA BCAST Madrid interim meeting:
OMA-BCAST-2005-0643R01-CR-Prelisten-Behaviour
OMA-BCAST-2005-0637R01-CR-SG-Service-Description

OMA-BCAST-2005-0635R01-CR-Clarifications-on-purchashannel-
data

OMA-BCAST-2005-0609R01-CR-SG-Associated-Deliverpéadures
OMA-BCAST-2005-0597-TS-SG-Interface-SG1
OMA-BCAST-2005-0596R01-TS-SG-Interface-NT4
OMA-BCAST-2005-0595R01-TS-SG-Interface-NT3
OMA-BCAST-2005-0593R02-TS-SG-Interface-NT1
OMA-BCAST-2005-0592R01-TS-SG-refining_section_8 2_2
OMA-BCAST-2005-0587R03-SG-target-user-profile
OMA-BCAST-2005-0586-SG-datatype-in-XMLSchema
OMA-BCAST-2005-0585R02-SG-bug-fix-of-Interactivityda-
fragment
OMA-BCAST-2005-0584R01-clarification-on-arrow-dit@mn-in-SG-
Data-Model-Figure
OMA-BCAST-2005-0581-CR_Clarification_to_PresentatiaVindow
OMA-BCAST-2005-0580R02-
CR_Adding_Duration_to_Distribution_Window
OMA-BCAST-2005-0575R01-CR-SG-Referred-ServiceGuides
OMA-BCAST-2005-0548-CR-SG-Terminal-Provisioninggee-type
OMA-BCAST-2005-0523R03-CR-Availability_of Purchaths
OMA-BCAST-2005-0501R01-Categorization-of-SG-elenseamd-
attributes

OMA-BCAST-2005-0471R01-CR-SG-cardinality-betweemizmt-
and-service

06 Jan 2006

2.1
3.3
5.2.1
5.2.2
55.1.2
5.5.2.2
555
5.6.2
5.6.3
8
Appendix D.

CRs agreed during OMA BCAST Athens meeting:
OMA-BCAST-2005-0755R01-Include-user-start-and-einuetin-the-
Program-guide-info-for-the-ESG
OMA-BCAST-2005-0739R02-CR-location-based-broadcast
OMA-BCAST-2005-0709-CR-SG-Notification-Cleanup
OMA-BCAST-2005-0708R01-CR-remove-type-in-SGDD

OMA-BCAST-2005-0686R01-CR-
Additional_Radio_Related_Service_Types

OMA-BCAST-2005-0678-CR-SG-framgents-update-and-rgengent

OMA-BCAST-2005-0677R04-CR-missing-categorizatiorsichedule-
fragment

OMA-BCAST-2005-0676R01-CR-SG-TS-Abbreviation
OMA-BCAST-2005-0669-GlobalContentID-SG
OMA-BCAST-2005-0666R01-Zapping_support
OMA-BCAST-2005-0614R04-Program-guide-info-for-th&&
OMA-BCAST-2005-0599R01-TS-SG-Interface-SG4
OMA-BCAST-2005-0598R01-TS-SG-Interface-SG2
OMA-BCAST-2005-0555R03-CR-BDS-indicators-in-SG

OMA-BCAST-2005-0526R02-CR-HTTP-request-format-for-
interactive-SG-retrieval
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15 Feb 2006 2.1 CRs agreed during OMA BCAST Review and Approvaldess 05-18
52.1 Jan 2006:
522 OMA-BCAST-2005-767R01-Enhancement ESG Delivery

OMA-BCAST-2005-0754R01-Selector-Type

54113 OMA-BCAST-2005-0705R01-CR-InteractivityMedia-ovezpmrate-
5.5.1.1 access
5.5.2.2
5.5.4 CRs agreed during OMA BCAST Paris meeting:
56.1.2.1 OMA-BCAST-2006-0131-Compact-No-Code-for-SG-delivener-
5.7 broadcast-channel
OMA-BCAST-2006-0127-
8. Clean_up_the_sentences_related_with_ServiceClass
8.2 OMA-BCAST-2006-0124R02-TS-SG-Auxiliary-Data-Trigger
8.3 OMA-BCAST-2006-0111-CR-clarification-on-backenderfiaces

Appendix B OMA-BCAST-2006-0106-CR-SG-Service-Access-Relation
OMA-BCAST-2006-0094R01-CR-SG_Bug_Fixes
OMA-BCAST-2006-0076R01-CR-SG-PreviewData-Uses
OMA-BCAST-2006-0071R01-CR-Interface-SG-1
OMA-BCAST-2006-0070R01-CR-SG-and-Notification-SCéables
OMA-BCAST-2006-0063R01-CR-SG-RepeatType
OMA-BCAST-2006-0062-Data-types-of-zip_code-and-Ridamber
OMA-BCAST-2006-0061R01-Proposed-Changes-to-SGDD
OMA-BCAST-2006-0057R03-CR-Parameters-for-Sessioaeliption
OMA-BCAST-2006-0042-Using-unsignedByte-for-Type
OMA-BCAST-2006-0041R01-Deletion-of-ServiceProtentio-
Service-Fragment
OMA-BCAST-2006-0040R01-Cleanup-in-Purchaseltem-and-
PurchaseChannel
OMA-BCAST-2006-0038-Adding_a_type_of_ServiceClans SG
OMA-BCAST-2006-0035-Clean-up-of-Content-Fragment
OMA-BCAST-2006-0034-Bug-fix-in-Schedule-Fragment
OMA-BCAST-2006-0031-CR-SG-Fragment-Encoding-Fiel@EsJ
OMA-BCAST-2006-0007R01-CR-Content-type-clarificatio
OMA-BCAST-2005-0616R02-CR-SG-Interaction-Servicep&y
OMA-BCAST-2005-0513R04-Service-Guide-Context

Appendix F
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22 Mar 2006

O NN

Appendix C.
Appendix F.
Appendix G.
Appendix H.

CR agreed during the Conference Call on 25 Jan 2006

OMA-BCAST-2006-0017-CR-SG-ApplicationSpec-to-Seefass-
Bug-Fix

CRs agreed during OMA BCAST Seoul interim meeting:
OMA-BCAST-2006-0254-CR-SG-Scope-and-Introduction
OMA-BCAST-2006-0250-CR-Bugfix-on-Codec
OMA-BCAST-2006-0249R01-CR-initial-buffering-delag-SDP
OMA-BCAST-2006-0246R01-Notification-Subscription
OMA-BCAST-2006-0245R01-SG-BackendInterface
OMA-BCAST-2006-0244R01-NT-BackendInterface
OMA-BCAST-2006-0238R02-CR-refine-SplitTOl-section

OMA-BCAST-2006-0237R03-CR-SG-Content-Encoding-Slting-
for-SGDU

OMA-BCAST-2006-0235R01-Clarification-text-for-SG-beery-and-
Request

OMA-BCAST-2006-0233-CR-SG-Cleanup
OMA-BCAST-2006-0232R01-Status-Codes-TS-Service-&uid
OMA-BCAST-2006-0231R01-SG-MIMETypes-Namespaces
OMA-BCAST-2006-0227-Add-text-language-informatian$G
OMA-BCAST-2006-0225R01-CR-harmonized-BCAST-crossrefices
OMA-BCAST-2006-0216-CR-removal-of-bearer
OMA-BCAST-2006-0215-CR-offset-in-SGDU

OMA-BCAST-2006-0200R03-CR-
Revised_SG_Update_Detection_Flowchart

OMA-BCAST-2006-0199R01-Notificaiton-ServiceClass
OMA-BCAST-2006-0197R01-CR-time-based-interactivede®quest
OMA-BCAST-2006-0196R02-CR-Some-Fixes-in-Access-Rragt
OMA-BCAST-2006-0193R03-CR-ESG-Unicast-support
OMA-BCAST-2006-0192R04-CR-Adding_SGDU_Version_to_[H5
OMA-BCAST-2006-0184-CR-Simplify-Messages-over-Niatiftion-
Interfaces
OMA-BCAST-2006-0182R01-Clarification-on-Aux-triggeupport
OMA-BCAST-2006-0180-CR-SG-Global-Purchase-Item-Id

OMA-BCAST-2006-0177R03-CR-
Structure_of_FilteringData_in_AuxDataTrigger

OMA-BCAST-2006-0175R01-CR-Reinstate_Mixed_RT-
NRT_ServiceTypes

OMA-BCAST-2006-0173R01-CR-Notification-Bug-Fix
OMA-BCAST-2006-0172R02-CR-PreviewData-usage
OMA-BCAST-2006-0171R01-CR-refine-SplitTOl-section
OMA-BCAST-2006-0170-CR-errors-of-multiple-attritlast
OMA-BCAST-2006-0161-CR-SG-Fragments-Schema-Update
OMA-BCAST-2006-0160-CR-SGDD-Schema-Update
OMA-BCAST-2006-0159-Terminal-Binding-use-in-ESG
OMA-BCAST-2006-0154-Consistent--WindowID-types-iGS

OMA-BCAST-2006-0141R01-SG-Delivery-and-Request-BB&M-
and-BSDA

OMA-BCAST-2006-0043R02-Clean-up-of-Pricelnfo
OMA-BCAST-2005-0697R04--SG-sdp

CR agreed during the Conference Call on 15 March 2T:
OMA-BCAST-2006-0257R01-CR-Aux_Data_Distribution_\grap

24 Mar 2006

Appendix A

1. Changed the year in all copyright footer and caghritext from
“2005"/"2004" to “2006".

2. Corrected the section indexes of 5.6.1, 5.6.235.6.
3.  Corrected some editorial errors in Change History

22 Dec 2006

all

Incoporated the resolutions of* Xound of BCAST1.0 consistenc
review comments
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04 Jan 2007

all

CRs agreed in Washington

meeting but

TS_BCAST_ServiceGuide-V1_0_0-20061222-D:

OMA-BCAST-2006-0928R09
OMA-BCAST-2006-1097R02
OMA-BCAST-2006-1080R01
OMA-BCAST-2006-1070R01
OMA-BCAST-2006-1064R01
OMA-BCAST-2006-1061R01
OMA-BCAST-2006-1052
OMA-BCAST-2006-1043R02
OMA-BCAST-2006-0999R03
OMA-BCAST-2006-0979R01
OMA-BCAST-2006-0977R02
OMA-BCAST-2006-0973R02
OMA-BCAST-2006-0965R01
OMA-BCAST-2006-0952R02
OMA-BCAST-2006-0951
OMA-BCAST-2006-0946R01
OMA-BCAST-2006-0922R01
OMA-BCAST-2006-0866R03
OMA-BCAST-2006-0865
OMA-BCAST-2006-0857R01
OMA-BCAST-2006-0856R02
OMA-BCAST-2006-0855R01
OMA-BCAST-2006-0853R02
OMA-BCAST-2006-0814R01
OMA-BCAST-2006-0801R01
OMA-BCAST-2006-0785R04
OMA-BCAST-2006-0777
OMA-BCAST-2006-0770R02
OMA-BCAST-2006-0758R01
OMA-BCAST-2006-0743R01
OMA-BCAST-2006-0737R03
OMA-BCAST-2006-0735
OMA-BCAST-2006-0712R04
OMA-BCAST-2006-0711R01
OMA-BCAST-2006-0709R01
OMA-BCAST-2006-0708R02
OMA-BCAST-2006-0702
OMA-BCAST-2006-0698R01
OMA-BCAST-2006-0697R01
OMA-BCAST-2006-0689R03
OMA-BCAST-2006-0678R01
OMA-BCAST-2006-0662R01
OMA-BCAST-2006-0650R01
OMA-BCAST-2006-0649R01
OMA-BCAST-2006-0567R02
OMA-BCAST-2006-0513
OMA-BCAST-2006-0512R02
OMA-BCAST-2006-0511R01
OMA-BCAST-2006-0496
OMA-BCAST-2006-0445R03
OMA-BCAST-2006-0444R02
OMA-BCAST-2006-0431R01
OMA-BCAST-2006-0428R03
OMA-BCAST-2006-0369;
OMA-BCAST-2006-0368R01
OMA-BCAST-2006-0367R01;
OMA-BCAST-2006-0342;
OMA-BCAST-2006-0335R01;

missed

in  ON

A-
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22 Mar 2007

all

Incoporated the resolutions of follow-up review coemts of
BCASTL1.0 consistency review

27 Mar 2007

all

Move Notification function related content to TSr8ees, and do
corresponding changes.

A few editorially clean-up.

29 Mar 2007

All

Cleanup in preparation for Approeal Candidate

04 Apr 2007

All

Bug-fix CRs agreed over email:
OMA-BCAST-2007-0429R01-CR-SG-SessionDescription-Fix

OMA-BCAST-2007-0430R01-
CR_ValidTo_and_ValidFrom_in_SGDU

OMA-BCAST-2007-0166R02-
CR_Definition_of_RI_Service_service_type_in_the V@& Guide

In adtion, a few other editorials are made.

05 Apr 2007

All

CRs agreed in BCAST CC on 04 April 2007
OMA-BCAST-2007-0441-CR_SG_Fragments_Datamodel_Budfi
OMA-BCAST-2007-0449-CR_SG_Backend_Bugfix

In adtion, a few other editorials are made.

19 Apr 2007

All

CRs agreed by email R&A from 10-12 April 2007:
OMA-BCAST-2007-0453-CR_TS_SG_update_section_5 5 1 1
OMA-BCAST-2007-0407R03-
CR_TS_Distribution_Stream_Creation_Correction
OMA-BCAST-2007-0464-CR_clarify_software_managmeatvices

CRs agreed by BCAST/DLDRM joint CC on 11 April 20Q7:
OMA-BCAST-2007-0418R02-CR_SG_ protection_againstngea

CRs agreed in OMA Frankfurt meeting from 16-19 April 2007:
OMA-BCAST-2007-0462-CR_clerical_error
OMA-BCAST-2007-0463-CR_spelling_error

OMA-BCAST-2007-0443-
CR_Blackout_declaration_in_SG_alternative_usingvieveData

OMA-BCAST-2007-0491R03-CR_TS_SG_SCR_Tables
OMA-BCAST-2007-0509R01-CR_optional_attributes_déau

In adtion, a few other editorials are made.

21 Apr 2007

All

CRs agreed on Tursday of Frankfurt meeting:
OMA-BCAST-2007-0498R02-CR_Uniqueness_of_identifiers
OMA-BCAST-2007-0512R01-CR_Distribution_FEC_SDP_Corr
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27 Apr 2007

All

Bug-fix for cross-reference
OMA-BCAST-2007-0399R01
OMA-BCAST-2007-0394
OMA-BCAST-2007-0386R03
OMA-BCAST-2007-0381R01
OMA-BCAST-2007-0364R01
OMA-BCAST-2007-0363
OMA-BCAST-2007-0360R01
OMA-BCAST-2007-0357R01
OMA-BCAST-2007-0356R01
OMA-BCAST-2007-0352R01
OMA-BCAST-2007-0343R02
OMA-BCAST-2007-0330R02
OMA-BCAST-2007-0319
OMA-BCAST-2007-0315R01
OMA-BCAST-2007-0313R02
OMA-BCAST-2007-0312R01
OMA-BCAST-2007-0309R01
OMA-BCAST-2007-0243
OMA-BCAST-2007-0224R02
OMA-BCAST-2007-0216
OMA-BCAST-2007-0210R01
OMA-BCAST-2007-0208R02
OMA-BCAST-2007-0164R01
OMA-BCAST-2007-0161R03
OMA-BCAST-2007-0157R03
OMA-BCAST-2007-0128R01
OMA-BCAST-2007-0124R04
OMA-BCAST-2007-0111R02
OMA-BCAST-2007-0108R02
OMA-BCAST-2007-0107R02
OMA-BCAST-2007-0098R02
OMA-BCAST-2007-0097R01
OMA-BCAST-2007-0094R01
OMA-BCAST-2007-0093
OMA-BCAST-2007-0092R02
OMA-BCAST-2007-0091
OMA-BCAST-2007-0080R01
OMA-BCAST-2007-0042R02
OMA-BCAST-2007-0040R01
OMA-BCAST-2007-0028R03
OMA-BCAST-2007-0027R02
OMA-BCAST-2007-0011R02
OMA-BCAST-2006-1104R02
OMA-BCAST-2006-1099R02
OMA-BCAST-2006-1098
OMA-BCAST-2006-1095R01
OMA-BCAST-2006-1084R02
OMA-BCAST-2006-1078R01
OMA-BCAST-2006-0962
OMA-BCAST-2006-0925R06
OMA-BCAST-2006-0755R01

Candidate Version
OMA-TS_BCAST_ServiceGuide-V1_0

29 May 2007

n/a

Status changed to Candidate by TP
TP ref#t OMA-TP-2007-0129R01-

INP_BCAST_V1_0_ERP_for_Candidate_approval
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27 Jul 2007

5.1.1,

5121,
5.4.3.3,
5.1.2.10,

G.2,
5.4.1.4,
5.4.15.2,

2.1, 51.24,
5.1.2.1,
5.1.2.3,
5124, 21,
5.4.15.2

Incorporated the following agreed CRs:
OMA-BCAST-2007-0538R01
OMA-BCAST-2007-0539R02
OMA-BCAST-2007-0554R01
OMA-BCAST-2007-0570
OMA-BCAST-2007-0571R02
OMA-BCAST-2007-0579
OMA-BCAST-2007-0574R01
OMA-BCAST-2007-0555
OMA-BCAST-2007-0550R01
OMA-BCAST-2007-0592
OMA-BCAST-2007-0627R01

03 Sep 2007

Incorporated the following agreed:CRs
OMA-BCAST-2007-0688
OMA-BCAST-2007-0591R01
OMA-BCAST-2007-0645
OMA-BCAST-2007-0646
OMA-BCAST-2007-0665
OMA-BCAST-2007-0668R01
OMA-BCAST-2007-0684R01
OMA-BCAST-2007-0690R01
OMA-BCAST-2007-0694R01

07 Sep 2007

54.15.2,
5.1.2.4,
5.1.2.9,
5.6.2.2.2

Incorporated the following agreed CRs:
OMA-BCAST-2007-0692
OMA-BCAST-2007-0694R03
OMA-BCAST-2007-0701R01
OMA-BCAST-2007-0705

21 Sep 2007

5.1.24

Fixed the Session Description after editor’s eimahe incorporation of
CR 0694R03

25 Sep 2007

5.4.1.x

Incorporated the following agreed CR:
OMA-BCAST-2007-0667R02

05 Dec 2007

All

Incorporated the following agreed CRs:
OMA-BCAST-2007-0590R01

OMA-BCAST-2007-0635R01
OMA-BCAST-2007-0681R04
OMA-BCAST-2007-0700R01
OMA-BCAST-2007-0703R02
OMA-BCAST-2007-0723
OMA-BCAST-2007-0730
OMA-BCAST-2007-0744R01
OMA-BCAST-2007-0748R02
OMA-BCAST-2007-0757R03
OMA-BCAST-2007-0761
OMA-BCAST-2007-0762R01
OMA-BCAST-2007-0764R02
OMA-BCAST-2007-0770R02
OMA-BCAST-2007-0773
OMA-BCAST-2007-0776
OMA-BCAST-2007-0782
OMA-BCAST-2007-0790R01
OMA-BCAST-2007-0791
OMA-BCAST-2007-0794
OMA-BCAST-2007-0802R01
Updated with the latest template

20 Dec 2007

All

Incoporated the following CR:
OMA-BCAST-2007-0888R01

Draft Versions
OMA-TS_BCAST_ServiceGuide-V1_0

03 Jan 2008

All

Incorporated the following agred®l: C
OMA-BCAST-2007-0925
Updated with the 2008 template
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28 Jan 2008

54152

Editorial corrections
Correction to implementation of agreed CR 668R01

11 Feb 2008

54152

Incorporated the following CR
OMA-BCAST-2008-0029

Candidate Versions 26 Feb 2008

OMA-TS_BCAST_ServiceGuide-V1_0

All

Status changed to Candidate by TP
TP ref# OMA-TP-2008-0042-
INP_BCAST_V1_0_for_Candidate_Re_approval

Draft Version 10 Mar 2008

OMA-TS_BCAST_Service_Guide-V1_0

All

Updated with agreed CRs:
OMA-BCAST-2007-0608R01
OMA-BCAST-2007-0678R04
OMA-BCAST-2007-0740R01
OMA-BCAST-2007-0747R02
OMA-BCAST-2007-0768R03
OMA-BCAST-2007-0772R02
OMA-BCAST-2007-0788R01
OMA-BCAST-2007-0808
OMA-BCAST-2007-0809R01
OMA-BCAST-2007-0863
OMA-BCAST-2007-867R01
OMA-BCAST-2007-0877
OMA-BCAST-2007-0901
OMA-BCAST-2007-0905
OMA-BCAST-2007-0924R01
OMA-BCAST-2007-0926R01
OMA-BCAST-2008-0018R01
OMA-BCAST-2008-0040
OMA-BCAST-2008-0041R01
OMA-BCAST-2008-0061

28 Apr 2008

All

Updated with agreed CRs
OMA-BCAST-2007-0745R01
OMA-BCAST-2008-0002R03
OMA-BCAST-2008-0006
OMA-BCAST-2008-0029
OMA-BCAST-2008-0058R01
OMA-BCAST-2008-0062R01
OMA-BCAST-2008-0063R01
OMA-BCAST-2008-0074R01
OMA-BCAST-2008-0094
OMA-BCAST-2008-0100
OMA-BCAST-2008-0135
OMA-BCAST-2008-0137
OMA-BCAST-2008-0143R01
OMA-BCAST-2008-0153R01

22 May 2008

All

Updated with agreed CR:
OMA-BCAST-2008-0201R01

Candidate Versions 09 Jun 2008

OMA-TS_BCAST_ServiceGuide-V1_0

n/a

Status changed to Candidate by TP
TP ref# OMA-TP-2008-0236R01-
INP_BCAST_ERP_V1_0_For_Notification

Draft Version 21 Jul 2008

OMA-TS_BCAST_Service_Guide-V1_0

All

Updated with agreed CRs
OMA-BCAST-2008-0059R03
OMA-BCAST-2008-0129R01
OMA-BCAST-2008-0147R02
OMA-BCAST-2008-0150R02
OMA-BCAST-2008-0151R03
OMA-BCAST-2008-0238R02
OMA-BCAST-2008-0244
OMA-BCAST-2008-0246
OMA-BCAST-2008-0250R01
OMA-BCAST-2008-256R01
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24 Jul 2008 All Editorial change — ensuring texbco is correct
04 Aug 2008 54311 Reformatting & Editorial ches
05 Aug 2008 5.4.2 Editorial

Candidate Version 07 Aug 2008 n/a Status changed to Candidate by TP

OMA-TS-BCAST_DVB_Adaptation-
V1.0

TP ref# OMA-TP-2008-0294R03-
INP_BCAST_ERP_V1_0_for_Notification
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Appendix B.

The notation used in this appendix is specified@PPROC].

B.1 SCR for BCAST Service Guide Client (SG-C)

Static Conformance Requirements

Item

Function

Reference

Status

Requirement

BCAST-SG-C-001

Support for access
Interaction Channel

t&eneral

O

BCAST-SG-C-003 AND
BCAST-SG-C-006 AND
BCAST-SG-C-012 AND
BCAST-SG-C-014

BCAST-SG-C-002

Support  for  Servig

Guide data model and

XML Schema for
Schedule, Conten
Access, Purchaselten
PurchaseData,
PurchaseChannel arn
PreviewData fragment]
of Service Guide

eSection 5.1

=]

[}

BCAST-SG-C-003

Support for
Schema fo
InteractivityData
fragment  of
Guide

Service

XML Section 5.1

h

BCAST-SG-C-004

Display of all declarg
program guide element
or attributes in Servics
Guide
presentation to end-use

fragments  for

dSection 5.1.2
S

D

S

BCAST-SG-C-005

Support for reception
preview  data
Broadcast Channel

over

ofection 5.1.2.9

BCAST-SG-C-006

Support for reception
preview  data
Interaction Channel

over

ofection 5.1.2.9

BCAST-SG-C-007

Support  for
scheme

split-TQ

|Section 5.4.1.1

BCAST-SG-C-008

Support Service Gui
encapsulation

d&ection 5.4.1.3

BCAST-SG-C-009

Support GZIP for SGD|
and SGDD compression

USection 5.4.1.4

BCAST-SG-C-010

Support Service Gui
Delivery Descriptor

d&ection 5.4.1.5

BCAST-SG-C-011

Service Guide delive
over Broadcast Channel

nSection 5.4.2

[0 2008 Open Mobile Alliance Ltd. All Rights Reserve
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Item Function Reference Status | Requirement
BCAST-SG-C-012 Service Guide delivenySection 5.4.3 (0]
over Interaction Channe
BCAST-SG-C-013 Support Service Guig&ection 5.5.1 M
update and management
over Broadcast Channel
BCAST-SG-C-014 Support Service Guid&ection 5.5.2 (0]

update and management

over Interaction Channe|

B.2 SCR for BCAST Service Guide
Generation/Adaptation/Distribution (SG-GAD)

Item Function Reference Status | Requirement
BCAST-SGGAD-S-001| SGGAD-S serving BD$ General (0] BCAST-SGGAD-S-019 AND
that is gapagle 0(; t BCAST-SGGAD-S-021 AND
supporting Broadcas i o
Channel BCAST-SGGAD-S-023
BCAST-SGGAD-S-002] SGGAD-S serving BD$ General O BCAST-SGGAD-S-020 AND
thatis <t>_apalb'te of . BCAST-SGGAD-S-022 AND
supporting Interaction i o
Channel BCAST-SGGAD-S-024
BCAST-SGGAD-S-003| Backend interface SG-RSection 5.6 0] BCAST-SGGAD-S-004
exposed in
implementation
BCAST-SGGAD-S-004| Support backend Section 5.3.1 (0] BCAST-SGGAD-S-005
interface SG-2 for SG
function
BCAST-SGGAD-S-005| Support Service Guide| Section5.1.2, | O
data model and the Section 5.3.1
corresponding XML
schema for the Service
Guide data exchange
BCAST-SGGAD-S-006| Backend interface SG-#Section 5.6 o] BCAST-SGGAD-S-007
exposed in
implementation
BCAST-SGGAD-S-007| Support backend Section 5.6 o] (BCAST-SGGAD-S-008 OR
interface SG-4 for SG BCAST-SGGAD-S-009) AND
function BCAST-SGGAD-S-010 AND
(BCAST-SGGAD-S-011 OR
BCAST-SGGAD-S-012) AND
BCAST-SGGAD-S-013 AND
BCAST-SGGAD-S-005
BCAST-SGGAD-S-008| Support IPv4 Section5.6.2.1 O
BCAST-SGGAD-S-009| Support IPv6 Section5.6.2.1 O
BCAST-SGGAD-S-010[ Support TCP Section5.6.2.1 O
BCAST-SGGAD-S-011| Support HTTP1.1 Section 5.6.2.1 O
BCAST-SGGAD-S-012| Support HTTPS Section 5.6.2.1 O
[0 2008 Open Mobile Alliance Ltd. All Rights Reserve  d.
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Item Function Reference Status | Requirement
BCAST-SGGAD-S-013| SG backend messages Section 5.6.2.2| O
for content delivery
BCAST-SGGAD-S-014| Support announcing | Section 5.2 0]
Service Guides within a
service guide
BCAST-SGGAD-S-015| Support Service Guide| Section 5.4.1.1| M
fragment identification
BCAST-SGGAD-S-016[ Support Service Guide| Section 5.4.1.3| M
encapsulation
BCAST-SGGAD-S-017| Support GZIP for SGDUSection 5.4.1.4| O
and SGDD compression
BCAST-SGGAD-S-018| Support Service Guide| Section 5.4.1.5| M
Delivery Descriptor
BCAST-SGGAD-S-019| Service Guide delivery| Section 5.4.2 (0]
over Broadcast Channel
BCAST-SGGAD-S-020[ Service Guide delivery| Section 5.4.3 (0]
over Interaction Channe
BCAST-SGGAD-S-021| Support Service Guide| Section 5.5.1 (0]
update and management
over Broadcast Channel
BCAST-SGGAD-S-022| Support Service Guide| Section 5.5.2 (0]
update and management
over Interaction Channe|
BCAST-SGGAD-S-023| Support delivery of Section 5.1.2.9] O
preview data over
Broadcast Channel
BCAST-SGGAD-S-024| Support delivery of Section 5.1.2.9| O

preview data over
Interaction Channel

B.3 SCR for BCAST Service Guide Subscription Source

(SGSS)

Item Function Reference Status | Requirement
BCAST-SGSS-S-001 Backend interface SG14Section 5.6 O BCAST-SGSS-S-002
exposed in
implementation
BCAST-SGSS-S-002 Support backen&ection 5.6 0] (BCAST-SGSS-S-003 OR BCAST-
interface SG-4 for SG SGSS-S-004) AND BCAST-SGS$-
function S-005 AND (BCAST-SGSS-S-006
OR BCAST-SGSS-S-007) AND
BCAST-SGSS-S-008 ANL
BCAST-SGSS-S-009
BCAST-SGSS-S-003 Support IPv4 Section 5.6.2.1 O
BCAST-SGSS-S-004 Support IPv6 Section5.6.2.1 O
BCAST-SGSS-S-005 Support TCP Section5.6.2.1 O
BCAST-SGSS-S-006 Support HTTP1.1 Section 5.6.2.1 O
BCAST-SGSS-S-007 Support HTTPS Section5.6.2.1 O
BCAST-SGSS-S-008 SG backend message ®ection 5.6.2.2| O
content delivery
[0 2008 Open Mobile Alliance Ltd. All Rights Reserve  d.
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Item Function Reference Status | Requirement
BCAST-SGSS-S-009 Support Service Gu|d8ection 5.3.1 (0]

data model and the

corresponding XML

schema for the Service

Guide data exchange

B.4 SCR for BCAST Service Guide Application Source

Item

Function

Reference

Status

Requirement

BCAST-SGAS-S-001

Backend interface SG+
exposed in
implementation

1Section 5.6

@)

BCAST-SGAS-S-002

BCAST-SGAS-S-002

Support backe

interface SG-1 for SG

function

n&Gection 5.3.1

BCAST-SGAS-S-003

Backend interface SG-
exposed in
implementation

2Section 5.6

BCAST-SGAS-S-004

BCAST-SGAS-S-004

Support backe

interface SG-2 for SG

function

n&Gection 5.3.1

BCAST-SGAS-S-005

BCAST-SGAS-S-005

Support Service Gui
data model and th
corresponding XML

schema for the Service

Guide data exchange

d&ection 5.3.1
e
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Appendix C.  Service Guide Application Scenarios (Informative)

C.1 Scenario of selective viewing based on the code ¢
requirement in the SG

This application scenario describes how the sameobusing different codec can be subscribed anduwmed by the
terminals with different AV Codec capabilities \ddferent channels.

Assuming there is a video streaming program indvfferent formats, MPEG-2 and H.264. To facilitdte terminals that
support H.264 to access the high quality videcastreand the terminals that only support MPEG-2cteas the low quality
video stream, the following steps may be used.

Stepl. SG provider creates one ‘Service’ fragmeinttfe video streaming program that is encodedidifferent formats
MPEG-2 and H.264.

Step 2. SG provider creates two ‘Access’ fragmaatociated with the above ‘Service’ fragment tpeetively specify the
two access channels for the two video stream farnhathe "TerminalCapabilityRequirement" elemehéwery ‘Access’
fragment, the video codec support requirement jidi@ity specified.

Step 3. After receiving and reading the Serviced@uihe terminal or the user selects the prefexcedss channel based on
the terminal’s AV decoding capabilities. Then teeminal accesses to the selected channel whidkedethe corresponding
video stream. Please note, if the service is rea, fsome necessary subscription procedures wiitivadved.

C.2 Scenario of selective viewing based on the band  width
requirement in the SG

This application scenario describes how the SGsogport the selective viewing of the different vens (for example, basic
version only contains audio; normal version corgdiath audio and video; or the basic version coattie low bit rate
stream of the live show, but the normal versiontaimis the high bit rate stream of the same livengtad the same real-time
program with different bandwidth requirements. Bletective viewing provides more flexibility to therminal users and
ensures the users can always consume their irgdrpsbgram even as the terminal is under a bagbtiececondition,
consequently enhances the user experience.

Assuming there are two versions of the same strggpriogram, the basic version requires 200kbpth®bandwidth and
the normal version requires 500kbps as the bantwidt facilitate the terminals that are under gosxkption condition
(>500kbps) to access the normal version of thenaragand the terminals that are under the bad tiecepondition
(<200kbps) to access the basic version of the progthe following steps may be used.

Stepl. SG provider creates a ‘Service’ fragmentHerstreaming program.

Step 2. SG provider creates two ‘Access’ fragmaasociated with the above ‘Service’ fragment tpeetively specify the
two access channels, one access only deliversasiie version of the live show which only contains dudio component or
contains the low bit rate streams of the originalia and video streams, another access delivensatheal version of the
live show which contains the original high bit rateeams of the audio and video streams. In thed®athRequirement"
element of every ‘Access’ fragment, the bandwidtfuirement for every access is explicitly specified

Step 3. As the program is broadcast via two acdessnels, the terminal or the user selects theopppte access channel
based on the current reception condition of thaiteal. If the terminal reception condition can notet the bandwidth
requirement of the normal version of the acce®s) the terminal will listen to basic access chan@éherwise, the terminal
will be able to access to the normal access channel

C.3 Scenario of a TV program which is broadcastedi  n two
languages.

In this scenario a TV show on a certain TV chamnéroadcasted in two different languages.

[0 2008 Open Mobile Alliance Ltd. All Rights Reserve  d.
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Service —— Video: DVB IP address = x.x.xx
Schedule Access Audio: DVB IP address =y.y.yy

name; BBC

description: no 1 in the UK LanguageReflD=defaut

Presentation_start: 1 Dec 2005 18:00
Presentation_end: 1 Dec 2005 19:00

|, Video: DVB IP add =30XX,
Content Schedule Access Audio: DVR IP address = 2722
name: Top Gear LanguageReflD=1
description: Coll cars Presentation_start: 1 Dec 2005 18:00

Language: English | D=clefault Presentatior_end: 1 Dec 2005 19:00
Language: Geman |D=1

Figure 14: Use of service, content, schedule and¢éess’ fragment to declare a service with a TV pragm in different
languages.

The default language of the show “Top Gear” is myksh. However, there is a second language avaifab this program,
German. The default language inherits the accasengters from the ‘Service’ fragment it is relatedThe second
language declares a different source IP addregsbdaaudio stream.

This is not only useful for TV programs with a seddanguage, but also for roaming users. They nhighrovided with an
‘Access’ fragment pointing to a UMTS stream, whgtes them the audio comment in their local languég the
interactive link. These ESG fragments for roamiegra could be either distributed via the back-estesns over the
broadcast bearer or retrieved via the interactie |
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C.4 Scenario of a broadcast streaming service prote  cted by
multiple Key Management Systems

Legend:
Content 1

sveConPro = “serviceContentProtection” attribute
baseCID = “baseCID” attribute

ProKeyID = “ProtectionKeyID” element

KMS = “KeyManagementSystem” element
proType = “protectionType” attribute

PIURI = “PermissionsIssuerURI” element
TBKID = “TerminalBindingKeyID” element
Purct Item 1 tbkPIURI = “tbkPermissionsIssuerURI” attribute
riURI = “rightsIssuerURI” attribute

Service 2 ‘

Attributes or Elements in red: NM/TM
T T Attributes or Elements in green: NO/TM

Service1 ‘ ‘

PurchaseData1 PurchaseData 2

KMS:

kmsType: 0 (oma-bcast-drm-pki) ‘ ‘
proType: 0 (CP) Access 1 l l

PIURI: www.ri.bcast.org/ri_01

type: false (DRM profile)
PurchaseChannel 1 PurchaseChannel 2
KMS:
—_—
kmsType: 3 (oma-bcast-prov-bcmcs)
proType: 2 (CP & playback of recording) Access 2
PIURI: www.ri.bcast.org/ri_01
type: true (Smartcard profile)
Purcl Item 2

1

KMSType: 1 (oma-bcast-gba_u-mbms) ‘ ‘
proType: 2 (CP & playback of recording) Access 3
PIURI: www.ri.bcast.org/ri_03 PurchaseData 3 PurchaseData 4

type: true (Smartcard profile)

tbkPIURI: www.ri.bcast.org/ri_02 ‘ ‘ ‘ L

PurchaseChannel 3 PurchaseChannel 4 PurchaseChannel 5

KMS:
kmsType: 2 (oma-bcast-gba_me-mbms)
proType: 1 (SP)
PIURI: www.ri.bcast.org/ri_04
type: true (Smartcard profile)

Figure 14: Use of SG to signal service and conteptotection information

This application scenario describes how the semimkcontent protection information of a broadsasvice protected by
multiple Key Management Systems (KMS) is signallsihg the Service Guide.

In the example shown in Figure 15, to access theepted Service 1 there are three accesses spduyfignree ‘Access’
fragments, Access 1, Access 2 and Access 3, for @aghich different KMS are used. The KMS relatsfibrmation is
signalled by ‘KeyManagementSystem’ element in thecess’ fragment. From the linkage between thevier fragment
and the ‘Access’ fragments, the terminal can ediity out by how many and what exact KMSs a spedaifirvice is
protected.

In this example, the KMS type of Access 1 is “ontadi-drm-pki”, the protection type used with this1& is Content
Protection as defined by LTKM (i.e. protection_afteception in STKM = 0x00 or 0x01 [BCAST10-Serv@®rot]); the
Permissions Issuer URI to acquire SEK/PEK is “wvilvaast.org/ri_01", and in case of Access 1 therfisions Issuer is
synonymous with the Rights Issuer because DRMilBrisfused here.
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The KMS type of Access 2 is “oma-bcast-prov-bcmdsg, protection type used with this KMS is Conterdtection as
defined by LTKM, plus playback of protected recogipermission (i.e. protection_after_reception KBl = 0x02); The
Permissions Issuer URI to acquire SEK/PEK is alsaw.ri.bcast.org/ri_01", identical to that for Ag=1, and which
means one Permissions Issuer can support multiglsK

For Access 3 two types of KMS are supported; orferiga-bcast-gba_u-mbms”, the other is “oma-bcast-gie-mbms”.
The protection type of the former is Content Pritecas defined by LTKM, plus playback of protectedording
permission (i.e. protection_after_reception in STKNIX02). Protection type of the latter KMS is \Bee Protection only
(i.e. protection_after_reception in STKM = 0x03heTPermissions Issuer URIs are “www.ri.bcast.or§31 and
“www.ri.bcast.org/ri_04" respectively.

Besides the above service and content informatioiclware common to both DRM profile and Smartcafile, some
other parameters in SG are only specific to onéilprdhose parameters are only required to be supd when the relevant
profile is supported.

For the DRM Profile, part of the Service or Progr@fd used to identify the corresponding asset withOMA DRM 2.0
Rights Object are signalled as ‘baseCID’ attridntéhe corresponding ‘Service’ fragment and ‘Cotitéragment. The
Service or Program CID is obtained from the Base@3d@lescribed in [BCAST10-ServContProt]. Furthemnts inform the
terminal which Rights Issuer may provide the Righssier Services [DRM20-Broadcast-Extensions] dpdrhy its home
BSM, a ‘rightsisserURI’ attribute may also be sigain the ‘PurchaseChannel’ fragment in case BMDprofile.

For the Smartcard profile, the list of the key itiiéers needed to access the protected servicergent are signalled as
‘ProtectionKeylD’ element in ‘Service’, ‘ContentAccess’ or ‘Purchaseltem’ fragment so that thenieal can determine
whether or not it has the correct key materialdoess the service or content. In the above exanimeey identifiers for
Content 1 and Service 2 are indicated in the fragritgelf because they are not shared by multipteise providers.
However, for Service 1, because multiple meansoéss, associated with different KMS(s) are pravigmssibly each
from a different service provider), the protectla@ys in each KMS are different. In this case thaqmtion key identifiers
are signalled under ‘KeyManagementSystem’ elemeatich ‘Access’ fragment, rather than in the ‘Segviragment.
Furthermore, in the case of Smartcard Profile, TeairBinding Key (TBK) can be used to bind the latoast service to
valid terminals for content protection. The ideietifof the TBK is signalled as ‘TerminalBindingK&ylsub-element of
‘KeyManagementSystem’. The GBA_U KMS of Access 3hie above example uses TBK. Because the Permiskisuner
from which the TBK is acquired may be differentrththe Permissions Issuer from which the SEK/PE&ciguired, a TBK
specific Permissions Issuer is specified as ‘tbkitesionsissuerURI’ attribute under ‘TerminalBindikeyID’ element.
However in some cases the same Permissions Issused to provide both SEK/PEK and TBK, and forchitthe
‘tbkPermissionsissuerURI’ attribute will not be tastiated.
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C.5 Scenario of a main service with interaction

This application scenario describes how the Sem@igiele can be used to describe the scenario inhvthiz main service (for
example, mobile TV) is enhanced with interactiarr @xample, SMS voting). Figure 16 depicts the aderon a timeline.
Figure 17 depicts the necessary Service Guide feagand their relation. Figure 18 depicts the eXdarepcapsulation to
SGDU. Note: in this example case the schedule wofect is the same as the delivery schedule of
InteractivityMediaDocuments. If different schedweuld be needed, can one achieve that by instargiawo ‘Schedule’
fragments — one for Content and one for the defieéinteractive Media Documents.

Service: Music Channel
Content: Music Top 20

Delivery of InteractivityMediaDocuments

Service Interactivity (voting)

250ct2006 25 Oct 2006 25 Oct 2006 25 Oct 2006 25 Oct 2006
10:00 GMT  16:00 GMT 16:10 GMT 16:50 GMT 17:00 GMT
S~— -
T~

Fragment validity time in this example

Figure 15: Service example on a timeline

Service Access SessionDescription

id="//this.example.com/service/401" (& id="//this.example. 901" P id="//this.example.com/access/001"

Describes the main service,

D (S G b T CEnn] Describes the access to main servicg SDP file

A

A

Schedule Access
RTP-based AV
id="//this.example.com/schedule/501" |4 id="//this.example.com/access/902" session on DVB-H

Schedules delivery of
InteractivityMediaDocuments that ——
realize the service interaction

Describes the access to the delivery
of Interactivity Media Documents

¥

SessionDescription

Content

id="//this.example.com/access/002" FLUTE-based file

session on DVB-H

id="//this.example.com/content/601"

Describes the program of the main SDP file
service, in this case music TV show
with SMS voting. *IMD = Interactivity Media Document

InteractivityData

id="//this.example.com/int/801" <

Indicates that there is service
interaction associated with
the music TV show

Figure 16: Service Guide example for main serviceith interactivity
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SGDU 1 <

SGDU Header

Service

id="//this.example.com/service/401"

Content

id="//this.example.com/content/601"

Schedule

id="//this.example.com/schedule/501"

Access

id="//this.example.com/access/901"

SessionDescription

N

id="//this.example.com/access/001"

SGDU Header

InteractivityData

id="//this.example.com/int/801"

Access

id="//this.example.com/access/902"

SessionDescription

id="//this.example.com/access/002"

Figure 17: Simple encapsulation of Service Guide figments in this example

The following sections give example instantiatiofishe Service Guide fragments in this example.

C.5.1 Service (//this.example.com/service/401)

Name Type Example Data Type
Service E
id A /I this.example.com/service/401 anyURI
version A 1 unsignedint
validFrom A 25 Oct 2006, 10:00 GMT in NTP unsigned|
validTo A 25 Oct 2006, 17:00 GMT in NTP unsignedIint
weight A 2 unsignedIint
ServiceType El 1 unsigned Byte

(Basic TV)
Start of program guide
Name El Music Channel (xml:lang="eng") string
Name El Musiikkikanava (xml:lang="fin") string
Genre E1l Music string
Extension El
url A http://this.example.com/music_channel.html nydRlI
Description E2 Home page of this service (xml:lategrg") string
Description E2 Kanavan kotisivu (xml:lang="fin") ristg
End of program guide

C.5.2 Schedule (//this.example.com/schedule/501)

Name Type Example Data Type
Schedule E
id A /I this.example.com/schedule/501 anyURI
version A 5 unsignedint
defaultSchedule A true boolean
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validFrom A 25 Oct 2006, 10:00 GMT in NTP unsigrrad|
validTo A 25 Oct 2006, 17:00 GMT in NTP unsignedint
ServiceReference El
idRef A /I this.example/service/401 anyURI
InteractivityDataReference El
idRef A /I this.example.com/int/801 anyURI
DistributionWindow E2
startTime A 25 Oct 2006, 16:00 GMT in NTP unsigmed|
endTime A 25 Oct 2006, 16:50 GMT in NTP unsignedint
C.5.3 Content (//this.example.com/content/601)

Name Type Example Data Type
Content E
id A /lthis.example.com/content/601 anyURI
version A 10 unsignedIint
validFrom A 25 Oct 2006, 10:00 GMT in NTP unsigrred|
validTo A 25 Oct 2006, 17:00 GMT in NTP unsignedIint
Type A “video” string
ServiceReference El
idRef A /I this. example.com/service/401 anyURI

Start of program guide
Name El Music Top 20 (xml:lang="eng") String
StartTime El 2006-10-25T16:00:00Z dateTime
EndTime E1l 2006-10-25T17:00:00Z dateTime
Genre El Music string
End of program guide

C.5.4 InteractivityData (////this.example.com/int/8  01)

Name Type Example Data Type
InteractivityData E
id A [Ithis.example.com/int/801 anyURI
version A 2 unsignedint
validFrom A 25 Oct 2006, 10:00 GMT in NTP unsigrned|
validTo A 25 Oct 2006, 10:00 GMT in NTP unsignedint
preListenindicator A false boolean
interactivityMediaDocumentP| A 1881rt45tqw anyURI
ointer
InteractivityType El "voting" string
ContentReference El
idRef A /lthis.example.com/content/601 anyURI
InteractivityWindow El
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startTime A 25 Oct 2006, 16:10 GMT in NTP unsigmed|
endTime A 25 Oct 2006, 16:50 GMT in NTP unsignedint
BackOffTiming El
offsetTime A 3 decimal
randomTime A 2 decimal
C.5.5 Access (//this.example.com/access/901)

Name Type Example Data Type
Access E
id A [lthis.example.com/access/901 anyURI
version A 2 unsignedIint
validFrom A 25 Oct 2006, 10:00 GMT in NTP unsigrned|
validTo A 25 Oct 2006, 17:00 GMT in NTP unsignedint
AccessType El
BroadcastServiceDelivery E2
BDSType E3 0 unsignedByte

(IPDC over DVB-H)

Version E4 1 string
SessionDescriptionReference  E3
type A 0 - SDP unsignedByte
idRef A bcast://this.operator/access/001 anyURI
ServiceReference El
idRef /lthis.example.com/service/401 anyURI
ServiceClass El urn:oma:bcast:oma_bsc:st:1.0 string
C.5.6  Access (//this. example.com/access/902)

Name Type Example Data Type
Access E
id A [lthis. example.com/access/902 anyURI
version A 8 unsignedint
validFrom A 25 Oct 2006, 10:00 GMT in NTP unsigrrad|
validTo A 25 Oct 2006, 17:00 GMT in NTP unsignedint
AccessType El
BroadcastServiceDelivery E2
BDSType E3 0. IPDC over DVB-H unsignedByte
Version E4 1 string
SessionDescriptionReference  E3
type A 0 - SDP unsignedByte
idRef A /lthis. example.com/access/002 anyURI
ScheduleReference El
idRef A /Ithis. example.com/schedule/502 anyURI
ServiceClass E1l urn:oma:bcast.oma_bsc:fc:1.0 String
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C.6 Scenario of a main service with purchasable pro  tected

auxiliary data content

This application scenario describes how the Ser@igiele can be used to describe the scenario intvthie main service (for
example, mobile TV) is enhanced with purchasalietegted auxiliary data (for example, sports sfiasgelated to sports
event main service). In this case, the main sefigipeovided free to air. Figure 19 depicts thensec® on a timeline. Figure
20 depicts the necessary Service Guide fragmentshair relations. Figure 21 depicts the exampleapaulation to SGDU.

Service: Sports Channel

Content: Baseball Foo vs. Bar

Value-added data (sports statistics) — IPSEC protected

25 0ct 2006 25 Oct 2006 25 Oct 2006 25 Oct 2006 25 Oct 2006
10:00 GMT 16:00 GMT 16:10 GMT 16:50 GMT 17:00 GMT
~_ -
—
Fragment validity time in this example
Figure 18: Service example on a timeline
Purchaseltem Service Access SessionDescription

id="//this.example.com/pitem/102" id="//this.example.com/service/402" [&—— id="//this.example.com/access/903" P id="//this.example.com/access/003"

Purchaseltem for value-added Describes the main service, Describes the access to SDP file

data session (sports statistics) in this case mobile TV channel main service
v
PurchaseData Schedule Access

RTP-based A/V session

id="//this.example.com/pdata/202"

id="//this.example.com/schedule/502"

le—

id="//this.example.com/access/904"

on DVB-H

PurchaseData for value-added
data session (sports statistics)

Schedules content within service

Describes the access to the delivery
of value-adding data content
(IPSEC-protected)

Sports Event

l

}

PurchaseChannel

Content

SessionDescription

id="//this.example.com/pitem/202"

id="//this.example.com/content/602"

id="//this.example.com/access/004"

IPSEC-protected session
delivering value added data

PurchaseChannel where to
purchase the associated
Purchaseltem/PurchaseData

Describes the program of the main
service, in this case sports event.

SDP file

(encapsulation UDP, format
not in scope of BCAST)

Content

id="//this.example.com/content/603"

le—

Describes the value-added
data session content
(sports statistics)

Figure 19: Service Guide example for main Serviceith value-added, protected data
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/ SGDU Header

Purchaseltem

/ SGDU Header id="//this.example.com/pitem/102"
) Purchaseltem for value-added
Service data session (sports statistics)
id="//this.example.com/service/402"
P PurchaseData
Describes the main service, - -
in this case mobile TV channel id="//this.example.com/pdata/202"
PurchaseData for value-added
Schedule data session (sports statistics)
id="//this.example.com/schedule/502"
el Y PurchaseChannel
Schedules content within service id="//this.example.com/pitem/202"
PurchaseChannel where to
Content SGDU 2 purchase the associated
SGDU 1 Purchaseltem/PurchaseData
id="//this.example.com/content/602"
P Content
Describes the program of the main
service, in this case sports event. id="//this.example.com/content/603"
Describes the value-added
Access data session content

(sports statistics)

id="//this.example.com/access/903" Access

Describes the access to

main service id="//this.example.com/access/904"

Describes the access to the delivery

SessionDescription of value-adding data content
(IPSEC-protected)

id="//this.example.com/access/003" SessionDescri ption

\ SDP file id="//this.example.com/access/004"
\ SDP file

Figure 20: Simple encapsulation of Service Guide figments in this example

C.7 Scenario of multiple services provided with sin gle channel
each

This application scenario describes how the Sem@igiele can be used to describe the scenario inhwhidtiple services
provided with single channel each. Figure 22 depité necessary Service Guide fragments and #iatians. Figure 23
depicts the example encapsulation to SGDUs.
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’ Purchaseltem \ Service Access SessionDescription
’ PurchaseData ‘ id="//this.example.com/service/410" [&—— id="//this.example.cg 10" P id="//this.example. 010"
Describes the service 1 e s _only e SDP file
PurchaseChannel service 1
« ’ Purchaseltem \ Service Access SessionDescription
Q
=] ’ PurchaseData ‘ id="//this.example.com/service/411" [&—— id="//this.example. 11" »{  id="//this.example.com/access/011"
>
- .
&5 Describes the service 2 Rescibesiiie _only EEEED D SDP file
PurchaseChannel service 2
’ Purchaseltem \ Service Access SessionDescription
’ PurchaseData ‘ id="//this.example.com/service/412" [@—— id="//this.example. 12" »{  id="//this.example.com/access/012"
Describes the service 3 DesERes o _only EEEE SDP file
PurchaseChannel service 3
Figure 21: Service Guide example
Purchaseltem / Purchaseltem Purchaseltem
PurchaseData PurchaseData PurchaseData
PurchaseChannel PurchaseChannel PurchaseChannel
Service Service Service
id="//this.example.com/service/410" id="//this.example.com/service/411" id="//this.example.com/service/412"
Describes the service 1 Describes the service 2 Describes the service 3
SGDU 1 SGDU 2 SGDU 3
Access Access Access
id="//this.example.com/access/910" id="//this.example.com/access/911" id="//this.example.com/access/912"
Describes the only access to Describes the only access to Describes the only access to
service 1 service 2 service 3
SessionDescription SessionDescription SessionDescription
id="//this.example.com/access/010" id="//this.example.com/access/011" id="//this.example.com/access/012"
SDP file \ SDP file SDP file

Figure 22: Simple encapsulation of Service Guide _gments in this example

C.8 Scenario of bundling multiple channels into a s ingle service

This application scenario describes how the Se@igiele can be used to describe the scenario inhwhidtiple channels
are bundled with single service. In practice, egdwdnnel is represented as service and bundlingrie through
Purchaseltem. Figure 24 depicts the necessarycgeBuide fragments and their relations. Figure &fiads the example
encapsulation to SGDUs.
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Purchaseltem

Service

Access

SessionDescription

id="//this.example.com/pitem/120"

Purchaseltem that
bundles channels

i

PurchaseData

id="//this.example.com/pdata/220"

PurchaseData for channel bundle

l

PurchaseChannel

id="//this.example.com/pitem/320"

PurchaseChannel where to
purchase the associated
Purchaseltem/PurchaseData

id="//this.example.com/service/420" id="//this.example.com/access/920" —{ id="//this.example.com/access/020"
Describes the service 1 Rescibeslihe _only Secessl SDP file
service 1
Service Access SessionDescription
id="//this.example.com/service/421" id="//this.example.com/access/921" | id="//this.example.com/access/021"
Describes the service 2 IDEEEaEs e pnly EEREE D SDP file
service 2
Service Access SessionDescription
id="//this.example.com/service/422" id="//this.example.com/access/922" | id="//this.example.com/access/022"

Describes the service 3

Describes the only access to
service 3

SDP file

Figure 23: Service Guide figure
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/ SGDU Header / SGDU Header

Purchaseltem Access
id="//this.example.com/pitem/120" id="//this.example.com/access/920"
Purchaseltem that Describes the only access to
bundles channels service 1
PurchaseData SessionDescription
id="//this.example.com/pdata/220" id="//this.example.com/access/020"
PurchaseData for channel bundle SDP file
PurchaseChannel Access
id="//this.example.com/pitem/320" id="//this.example.com/access/921"

PurchaseChannel where to

SGDU 1 burchase the associated SGDU 2 Describes the _only access to
service 2
Purchaseltem/PurchaseData

Service SessionDescription
id="//this.example.com/service/420" id="//this.example.com/access/021"
Describes the service 1 SDP file
Service Access
id="//this.example.com/service/421" id="//this.example.com/access/922"

Describes the only access to

Describes the service 2 .
service 3

Service SessionDescription

id="//this.example.com/service/422" id="//this.example.com/access/022"

\ Describes the service 3 k SDP file

Figure 24: Simple encapsulation of Service Guide figments in this example

C.9 Scenario of using single Service Guide to provi  de service
descriptions for multiple service providers

This application scenario describes how single iBer@uide provides separate service descriptionsfdtiple service
providers. In this case the main Service Guidaiaggregate of individual service descriptionshegssociated with an
individual Service Provider. Figure 26 depicts tleeessary Service Guide fragments and their oekatin this example,
two Service Providers (X and Y) are providing SeevGuide fragments within the same Service Guide.

The association between the service providerstaméhtividual fragments is provided using the giagpmethod of SGDD.
The example grouping applying to this example éagpeovided in Tables 6 and 7. The eight fragmefithe example are
thought to be delivered using two SGDUs having Ti@s and nine. The SGDU having TOI two containsftagments
associated with the operator X and the SGDU havidgnine contains the fragments associated withhaipeY. The
exception is ‘Service’ fragment having id //thisaexple.com/service/431. That fragment is associatddboth the operators
X and Y being delivered in the SGDU having TOI tWiese eight fragments are in turn declared usiwngSGDDs, one
representing the fragments associated with theatpeX and the other representing the fragmeniscéated with operator
Y. Both the SGDDs also represent the subset oBdreice Guide representing information for timesiatl from one to two
P.M. on the 2B of December 2006. This is achieved using two girmyipriteria, namely the time grouping criteria &3@&M
selector criteria, simultaneously.
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Service

Access

id="//this.example.com/service/430"

Describes Service #1
(Provided by operator X only)

Service

id="//this.example.com/service/431"

]
1
'
'
]
1
'
'
'
E
'
i Describes Service #2
'
]
]
]
]
]
)
]
]
]
]

Provider X

SessionDescription

id="//this.example.com/access/930"

Access to Service #1
(Provided by operator X only)

Access

id="//this.example.com/access/030"

(Provided by operator X only)

SessionDescription

id="//this.example.com/access/931"

P id="//this.example.com/access/031"

:
.
1
1
1
1
1
1
1
1
1
;
.
SDP file ]
;
.
.
.
‘
|
|
!
|
|
|
!
!
!
!
!
!
!
!
!
!
!
!
|
|
!
!

Access to Service #2 SDP file
(Provided by operator X and Y) (Operator X only) (Operator X only)
--------------------------------- i Access SessionDescription i
E id="//this.example.com/access/932" »| id="//this.example.com/access/032" i
E Access to Service #3 SDP file E
f (Operator Y only) (Operator Y only) i
' Provider Y |
Figure 25: Service Guide figure
Name Type Example Data Type

ServiceGuideDeliveryDescrigt E

or

id A /lbsda.com/sgdd/1234 anyURI

version A 3 unsignedint

NotificationReception El

port A 34343 unsignedIint

address A 232.0.0.1 string

DescriptorEntry El

GroupingCriteria E2

TimeGroupingCriteria E3

startTime A 20 Dec 2006, 13:00 GMT in NTP unsigmed|

endTime A 20 Dec 2006, 14:00 GMT in NTP unsignedint

BSMSelector E3

id A operatorX.com anyURI

BSMFilterCode E4 OPERATOR_X string

type A 1 unsignedByte

Name E4 Operator X string
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Transport E2
ipAddress A 232.0.0.2 string
port A 8765 unsignedShort
srclpAddress A 1.2.34 string
transmissionSessionID A 456 unsignedShort
ServiceGuideDeliveryUnit E2
transportObjectID A 2 unsignedint
validFrom A 20 Dec 2006, 13:30 GMT in NTP
validTo A 20 Dec 2006, 14:00 GMT in NTP
Fragment E3
transportID A 1001 unsignedIint
id A [lthis. example.com/service/430 anyURI
version A 4 unsignedIint
Fragment E3
transportiD A 1002 unsignedint
id A /lthis.operatorexample.com/access/930 anyURI
Version A 2 unsignedIint
Fragment E3
transportiD A 1003 unsignedint
id A [lthis. example.com/access/030 anyURI
Version A 6 unsignedIint
Fragment E3
transportiD A 1004 unsignedIint
id A /lthis. example.com/service/431 anyURI
version A 2 unsignedint
transportiD A 1005 unsignedIint
id A /lthis. example.com/access/931 anyURI
version A 1 unsignedint
Fragment E3
transportID A 1006 unsignedIint
id A [lthis. example.com/access/031 anyURI
version A 3 unsignedIint
Table 6: SGDD Example

Name Type Example Data Type
ServiceGuideDeliveryDescrigt E
or
id A /lbsda.com/sgdd/4567 anyURI
version A 2 unsignedIint
NotificationReception El
port A 34343 unsignedint
address A 232.0.0.1 string
DescriptorEntry El
GroupingCriteria E2
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TimeGroupingCriteria E3

startTime A 20 Dec 2006, 13:00 GMT in NTP unsigmed|

endTime A 20 Dec 2006, 14:00 GMT in NTP unsignedint

BSMSelector E3

id A /loperatorY.com anyURI

BSMFilterCode E4 OPERATOR_Y string

type A 1 unsignedByte

Name E4 Operator Y string

Transport E2

ipAddress A 232.0.0.2 string

port A 8765 unsignedShort

srclpAddress A 1.2.34 string

transmissionSessionID A 456 unsignedShort

ServiceGuideDeliveryUnit E2

transportObjectID A 2 unsignedIint

validFrom A 20 Dec 2006, 13:30 GMT in NTP

validTo A 20 Dec 2006, 14:00 GMT in NTP

Fragment E3

transported A 1004 unsignedint

id A /lthis. example.com/service/431 anyURI

version A 2 unsignedIint

ServiceGuideDeliveryUnit E2

transportObjectID A 9 unsignedint

validFrom A 20 Dec 2006, 13:30 GMT in NTP

validTo A 20 Dec 2006, 14:00 GMT in NTP

Fragment E3

transportID A 1007 unsignedint

id A [lthis. example.com/access/932 anyURI

version A 9 unsignedIint

Fragment E3

transportiD A 1008 unsignedIint

id A [lthis. example.com/access/032 anyURI

version A 1 unsignedint
Table 7: SGDD Example

C.10 Scenario of Service Guide announcing other Ser  vice Guides

This application scenario describes how single iBer@uide can refer to other Service Guides (f@neple, to provide
Service Guides for multiple service providers)this case the main Service Guide is an aggregdtelvidual Service
Guides that are referred from the top level Ser@o@le. Provisions of section 5.2 (“Announcing SesvGuides within a
Service Guide”) can be applied. Figure 27 depintsrtecessary Service Guide fragments and thetraiesa Figure 28
depicts the example encapsulation to SGDUs.
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Service

id="//this.example.com/service/430"

Access

A

Describes the Service Guide - service
(Type 8 - Service Guide)

id="//this.example.com/access/930"

SessionDescription

Access to stand -alone or
complementary Service Guide 1
(e.g. by Provider X)

id="//this.example.com/access/030"

SDP file

Access

id="//this.example.com/access/931"

SessionDescription

Access to stand -alone or
complementary Service Guide 2
(e.g. by Provider Y)

id="//this.example.com/access/031"

SDP file

Access

id="//this.example.com/access/932"

SessionDescription

Access to stand -alone or
complementary Service Guide 3
(e.g. by Provider Z2)

id="//this.example.com/access/032"

Figure 26: Service Guide example

SDP file
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/ SGDU Header - SGDU Header
Service

id="//this.example.com/service/430"

Describes the Service Guide-service SG DUS 2p <

(Type 8 - Service Guide)

Fragments belonging
to Service Guide 1

Access

id="//this.example.com/access/930"

Access to stand -alone or
complementary Service Guide 1
(e.g. by Provider X)

Access

id="//this.example.com/access/931"

Access to stand -alone or SGDU Header

complementary Service Guide 2
(e.g. by Provider Y)

Access
SGDU 1 id="//this.example.com/access/932" SGDUs p+1 r <

Access to stand -alone or Fragmen.ts belo_ngmg
complementary Service Guide 3 to Service Guide 2
(e.g. by Provider Z)

SessionDescription

id="//this.example.com/access/030"

SDP file

SessionDescription SGDU Header

id="//this.example.com/access/031"

SDP file
SGDUs r+1..s <

SessionDescription

id="//this.example.com/access/032"

Fragments belonging
to Service Guide 3

SDP file

N

Figure 27: Simple encapsulation of Service Guide figments in this example

C.11 Scenario of Service Guide with both Broadcast and Unicast
Services

A common use of Service Guide is to enable theodsy of both broadcast and unicast services anteobwithin a single
place. The application scenario in this sectionarp how the Service Guide can be instantiatesbfiport such use. In this
application scenario, broadcast services are pedviover the Broadcast Channel and are live, umitineal, multicast
streaming services. The unicast services are pedvitver the Interaction Channel and are streamengces available per
request, on-demand.
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Service: Music Channel

) . Live Broadcast
Content: Music Top 20 Content: Music News e Streams over
Broadcast Channel

Content: Music News h
Content: . .. )
Available for
. . streaming over
Content: Music Video 1 Interactivge Channel
. . N
Content: Music Video 2 ,
= Available for

— downloading over
; ] Interactive Channel
Content: Music Video 3

10 Jul 2007 10 Jul 2007 10 Jul 2007
10:00 GMT 11:00 GMT 12:00 GMT

Figure 28: Service example on a timeline

In this example scenario the following is assumed

There is a service called “Music Channel” that espnts a mobile TV / video service delivering musiated
contents. The users are able to access the “Musmi!” in two ways — either receiving the broatlcieams
over Broadcast Channel or accessing the contergs lmieraction Channel. These two ways are unifgrmi
represented as a single service on the user interfa

On the Broadcast Channel the “Music Channel” defivantent so that individual programs such as ‘iMTI®p
20" and “Music News” are sequentially scheduledafTimeans, as the “Music Top 20" ends, it is folldwsy the
next program “Music News”.

Some of the contents associated with service “MGsiannel” are available over the Interaction Charoehat the
user can select those for streaming. In the exagrfidiesic News”, “Music Video 1” and “Music Video 24re such
contents. “Music Video 1” and “Music Video 2” dotimave a defined availability time meaning theseashs have
been available since undefined point of time anll é available until undefined point of time fotreaming.
“Music News”, on the other hand, is scheduled toabeilable since July ) 2007 at 11:00 GMT and remain
available until undefined point of time.

Furthermore, some of the contents associated vethice “Music Channel” are available over the lat#ion
Channel so that the user can select those for daditlg. In the example, “Music Video 2” and “Musideo 3”
are such contents. Neither of these have definadadiity time meaning these contents have beeilave since
undefined point of time and will be available untitdefined point of time for delivery as files oveteraction
Channel.

Note that Music News is available over both thedBizast Channel as well as the Interaction Chanmdle “Music
Video 17, “Music Video 2" and “Music Video 3” arenty available over the interaction channel.

Contents that are delivered over Broadcast Chamealefined as a purchasable item.

Contents that are available over Interaction Chieamrgedefined as another purchasable item.

[0 2008 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-BCAST _Service_Guide-V1_0-20080807-C

Page 217 (228)

= Note that the same content “Music News” is avadatsh both Broadcast Channel and Interaction Chaaindlily
10", 2007 at 11:00 GMT. While at July 102007 at 12:00 the Broadcast Channel starts fwataiext content, the
“Music News” remains available on the Interactiome@nel.

= Figure 29 above depicts the scenario on a timeline.

Service

id="//this.example.com/service/450"

Purchaseltem

Purchaseltem

id="//this.example.com/pitem/151"

id="//this.example.com/pitem/152 "

Purchaseltem that declares the content
available over Broadcast Channel as
purchaseable entity.

Purchaseltem that declares the content

[| available over Interactive Channel as

purchaseable entity.

Schedule

Access

SessionDescription

id="//this.example.com/schedule/551"

id="//this.example.com/access/951"

—>

id="//this.example.com/access/051"

Describes the main service,
in this case music TV channel

TAAAA

)

Content

id="//this.example.com/content/651"

Describes the program of the main

service, in this case “Music Top 20"

Content

id="//this.example.com/content/652"

Describes the availability of broadcast
stream (defaultSchedule == TRUE
- use the related Access as default access)

Describes the broadcast access
(l.e. the default Access)

SDP file of default Access
(inline in Access fragment
or delivered separately)

Schedule

A

Describes the program of the main
service, in this case “Music News”

Content

id="//this.example.com/content/653"

id="//this.example.com/schedule/552"

Describes the alternative access to
“Music News” via Interactive Channel

\
f\—

1\

onDemand = =true > Accessible through the access fragment associated
with this schedule. The schedule associated with the service isnot valid.
defaultSchedule == true - favourable access for these content items.

Schedule

Access

Describes the program of the main

service, in this case “Music Video 1”

Content

id="//this.example.com/content/654"

™~

id="//this.example.com/schedule/553"

id="//this.example.com/access/952"

Describes the availability of
streamable on-demand content

Describes the access to the

unicast delivery overlnteractive Channel

(RTSP Server)

Schedule

Describes the program of the main

service, in this case “Music Video 2"

Content

id="//this.example.com/schedule/554"

Describes the availability of
downloadable on-demand content

el

=

schedule. The schedule associated with the service is not valid.

ﬁnDemand ==true - Accessible through the access associated with this

schedule. The schedule associated with the service is not valid.By lack of

onDemand == true ? Accessible by the access associated with this

other Schedule fragment thisisthe default access for this content item

id="//this.example.com/content/655"

Schedule

Access

Describes the program of the main

service, in this case “Music Video 3"

id="//this.example.com/schedule/555"

B

id="//this.example.com/access/953"

Describes the availability of
downloadable on-demand content

Describes the access to the

unicast delivery over Interactive Channell

(HTTP Server)

The Service Guide is instantiated to support tlemado as follows:

= Asingle ‘Service’ fragment describes the “MusicaBhel”.

= For each of the contents “Music Top 20", “Music N&w'Music Video 1", “Music Video 2” and “Music Vido 3”
there are an individual ‘Content’ fragments desogbthe contents. The ‘StartTime’ and ‘EndTime’ kit the
‘Content’ fragments declare the time windows whes ¢orresponding contents are available (either Bugadcast
Channel or over Interaction Channel).

Figure 30: Example of Service Guide instantiation

= ‘Access’ fragment with identifier “//this.examplem/access/951" describes the access to “Music Gitaorer
Broadcast Channel. Within the ‘Access’ fragmentE2eelement ‘Access.BroadcastServiceDelivery' stantiated
to declare this access is over the Broadcast Chanrtee attribute ‘Access. BroadcastServiceDelivery
BDSType.type’ is set to “0 — IPDC over DVB-H” tomigte that the delivery takes place over DVB-H beare
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= ‘SessionDescription’ is instantiated as SDP desiorip and associated with ‘Access’ fragment
“/Ithis.example.com/access/951” and hence desgitiire way to access the service “Music Channel’r dlie
Broadcast Channel. Alternatively, the ‘SessionDesion’ could be instantiated as an inline elemeithin the
‘Access’ fragment.

= Five ‘Schedule’ fragments are used to describataéability of contents as follows:

0 The ‘Schedule’ fragment with identifier “//this.ax@le.com/schedule/551” schedules the content
associated with “Music Channel” on the Broadcasar@tel. This ‘Schedule’ fragment declares itselhgei
the default ‘Schedule’ for “Music Channel”. Thisdene by setting the attribute ‘defaultSchedulethia
‘Schedule’ fragment to ‘true’. Consequently thickdeation means that the associated ‘Access’ fragme
“/lthis.example.com/access/951” will be the defaaticess for the “Music Channel”. Note that this
‘Schedule’ fragment does not refer to any individ@antent’ fragments.

0 The ‘Schedule’ fragment with identifier “//this.ax@le.com/schedule/552” declares that:
= the content “Music News” is available for the atréng delivery over the Interaction Channel.

= this ‘Schedule’ fragment describes the alternativeess to the “Music News”. This is done by
associating ‘Access’ fragment “//this. example.cacoess/952” with a ‘Schedule’ fragment
without a ‘defaultSchedule’ attribute declared

= the reference to “Music News” is instantiated asitaite ‘idRef under ‘ContenReference’
element to ‘Content’ fragment “//this.example.coamtent/652”.

= the ‘contentLocation’ attribute under the ‘Contefé®ence’ element contains the ‘abs_path’ part
of the RTSP ‘Request-URI' used when “Music News'tdsbe streamed through the associated
‘Access.

0 The ‘Schedule’ fragment with identifier “//this.ax@le.com/schedule/553” declares that:

= the contents “Music Video 1” and “Music Video 2reaavailable for the streaming delivery over
the Interaction Channel.

= the ‘Access’ fragment “//this.example.com/acces®/9%hich describes the streaming delivery, is
associated with ‘Schedule’ fragment through thenezice within the ‘Access’ fragment.

= This is the favourable schedule of the content itemvith identifier
“/lthis.example.com/content/653” and “//this.exampbm/content/654”. This is done by setting
the attribute ‘defaultSchedule’ in the ‘Scheduleigment to ‘true’.

= the references to two associated pieces of coaterinstantiated as individual ‘ContenReference’
elements with attribute ‘idRef’ to ‘Content’ fragmis “//this.example.com/content/653” and
“/lthis. example.com/content/654.

= the ‘contentLocation’ attribute under each ‘ConReference’ contains the ‘abs_path’ part of the
RTSP ‘Request-URI’ used when “Music Video 1" and usic Video 2" are to be streamed
through the associated ‘Access’

= jtis part of the “on demand” service and the aiged content is not accessed automatically
through this ‘Schedule’ fragment by the terminalentthis ‘Schedule’ fragment is valid. This is
done by setting the ‘onDemand’ attribute to ‘true’.

= it is not accessible through the main Schedule nfilg with identifier
“/Ithis.example.com/schedule/551". This is also@by setting the ‘onDemand’ attribute to ‘true’.

0 The ‘Schedule’ fragment with identifier “//this.ax@le.com/schedule/554” declares that:
= the contents “Music Video 2” is available for tth@wnload delivery over the Interaction Channel.

= the ‘Access’ fragment “//this.example.com/acces3/9which describes the download delivery,
is associated with ‘Schedule’ fragment throughréference within the ‘Access’ fragment.

= the reference to associated content is instantiasedttribute ‘idRef’ under ‘ContenReference’
elements to ‘Content’ fragments “//this.example.fmmtent/654”.
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= the ‘contentLocation’ attribute under ‘ContenRefare’ contains the ‘abs_path’ part of the HTTP
URL used when “Music Video 2" is to be downloadkerbugh the associated ‘Access’.

= jtis part of the “on demand” service and the asted content is not accessed automatically
through this ‘Schedule’ fragment by the terminalewtthis ‘Schedule’ fragment is valid. This is
done by setting the ‘onDemand’ attribute to ‘true’.

= it is not accessible through the main Schedule nfixg with identifier
“IIthis.example.com/schedule/551". This is also@by setting the ‘onDemand’ attribute to ‘true’.

o0 The ‘Schedule’ fragment with identifier “//this.ex@le.com/schedule/555” declares that:
= the contents “Music Video 3" is available for tth@wnload delivery over the Interaction Channel.

= the ‘Access’ fragment “//this.example.com/acce€s3/9which describes the download delivery,
is associated with ‘Schedule’ fragment throughréference within the ‘Access’ fragment.

= the reference to associated content is instadtiaseattribute ‘idRef under ‘ContenReference’
elements to ‘Content’ fragments “//this.example.fmntent/655".

= the ‘contentLocation’ attribute under ‘ContenRefare’ contains the ‘abs_path’ part of the HTTP
URL used when “Music Video 3" is to be downloadbobtigh the associated ‘Access’.

= jtis part of the “on demand” service and the asted content is not accessed automatically
through this ‘Schedule’ fragment by the terminalewtthis ‘Schedule’ fragment is valid. This is
done by setting the ‘onDemand’ attribute to ‘true’.

= jt is not accessible through the main Schedule nfiag with identifier
“/lthis.example.com/schedule/551". This is also@by setting the ‘onDemand’ attribute to true.

o Each of the mentioned ‘Schedule’ fragments have eference to ‘Service’ fragment
“IIthis.example.com/service/450” associating theseedules with the service “Music Channel”.

= ‘Access’ fragment with identifier “bcast://this.aor/access/952” describes the access over tharabtion
Channel to the contents associated with ‘Schedugiments with identifiers “//this.example.com/sdhke/552"
and “//this.example.com/schedule/553”, i.e. thetents “Music News” , “Music Video 1” and “Music Vi 2.
Within the ‘Access’ fragment, the E2-element ‘Urst@erviceDelivery’ is instantiated to declare thizess is over
the Interaction Channel and the attribute ‘typesésto “3 - RTSP” to indicate this is a streamiiedjvery for which
the stream setup and negotiation is done usin®T&P protocol.

0 The ‘AccessServerURL’ of this fragment carries foeme ‘rtsp://’ and the hostname/port of the serve
with which the terminal will establish the RTSPsies.

o From that server, the terminal will request theresponding content through the RTSP method using a
RTSP ‘Request-URI' created from the values of tecessServerURL' element and the attribute
‘contentLocation’ of element ‘ContentReference*®thedule’ fragment

= ‘Access’ fragment with identifier “//this.examplem/access/953” describes the access over the dtitaraChannel
to the contents associated with ‘Schedule’ fragmenith identifiers “//this.example.com/schedule/55#nd
“/lthis.example.com/schedule/555”, i.e. the corgeiMlusic Video 2” and “Music Video 3”. Within theAtcess’
fragment the E2-element ‘UnicastServiceDelivery'instantiated to declare this access is over therdntion
Channel and the attribute ‘type’ is set to “O - H'To indicate this is a download delivery.

0 The ‘AccessServerURL’ of this fragment carries sitheme ‘http://’ and the hostname/port of the serv
with which the terminal will establish the HTTP sies.

o From that server, the terminal will request theresponding content through the HTTP GET method as
addressed by the HTTP URL created from the valfi¢seo'AccessServerURL’ element and the attribute
‘contentLocation’ under ‘ContentReference’ of ‘@dule’ fragment “//this.example.com/schedule/554".

= ‘Purchaseltem’ fragment with identifier “//this.ex@le.com/pitem/151” is refers to ‘Schedule’ fragmenith
identifier “//this.example.com/schedule/551". Thigy the contents of “Music Channel” delivered oBepadcast
Channel are defined as a purchasable item.

= ‘Purchaseltem’ fragment with identifier “//this.exp@le.com/pitem/152” is refers to ‘Schedule’ fragrsemvith
identifiers “/Ithis.example.com/schedule/552”, “btAthis.operator/schedule/553”,
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“/lthis.example.com/schedule/554” and “//this.exdamgom/schedule/555”. This way the contents of “Mus
Channel” delivered over Interaction Channel aréngef as another purchasable item.

= Figure 30 above depicts the necessary Service Guaigments and their relations.
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Appendix D. Example of SGDD and SGDU

The following diagram provides an illustrative exagimof the relationship between SGDD and SGDU, el as the
containers in which they reside — SG AnnouncemdmatnGel and SG Delivery Channels, respectivelythimexample, it is
assumed that the grouping of SG fragments is by timthe delivery over hourly, daily and weekly 8divery channels.

Announcement Session_X Announcement Session_Y Announcement Session_Z
SG Announcement SGDD #1 SGDD #2 SGDD #3
Channel DescriptionEntry|| ® @ @ DescriptionEntr)1 |DescriptionEntry | L) |DescripEntry| |DESCI’ipEnU’y||DescripEntr)1
A B C D E E
DescripEntry_A carries DescripEntry_B carries DescripEntry_E carries
metadata for SGDU_1 " metadata for SGDU_N / metadata for SGDUs
- Pand Q
¥
Hourly
SG Channel SGDU_1 SGDU_2 0% O
: 4
SG Dally /
Delivery { sG channél OO C SGDU_M SGDU_N [
Channels -
Weékl
SG Ghannel SGDU_P SGDU_Q e
/SGDU_1 carries T J—— >
/ all SG fragments i s carries
9 SGDU_N carries all SG fragments
for Monday all SG fragments ———————» for entire week
00:00-01:00..-- for Tuesday
e v 00:00-24:00
Mon ' Tues Tues Tues Wed Sun
i 0:00 — 01:00 0:00 — 01:00 01:00 — 02:04 23:00 — 24:0( 0:00 — 01:00 23:00 — 24:00
Entire ) _ _ i ;
S G Service Service Service Service Service S?TVICE
(1-week's s:c:f]edule eo e s:c:fnedule s:c:fmedule ee e s:c:ﬁedule s:c::hedme e Schedule
worth is Content Content Content Content Content antent
shown) Access Access Access AEf:ess A'é_'cess Access
Pu:rchase data F'u:rchase data Pu:rchase data Pu:rchase data Pu:rchase data Purchase data

Figure 29: Service Guide Delivery Descriptor rolen Service Guide delivery showing SG fragments growga by time
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Appendix E. Service Class Identifier Handling (Normative)

E.1 Definition of service class values

E.1.1  Service Class Definition

A service class identifier is a unique name usddeatify a particular service class. The serviesgis a combination of
many properties, such as used media formatsyfilest handling of media, interaction with user, aticich describes how a
particular service works. A service class SHALLdmeumented in a specification, and a unique seclass identifier
SHALL be assigned to it, following the syntax amdqedure in E.1.2.. Individual service providersymat have a formal
specification for a service, however the particakgpabilities of a specific implementation of tleevice is recommend to be
provided with a service class identifier.

The service class identifier is provided with the¢ess’ fragment and allows a terminal to matckises and applications.

E.1.2 Service Class Naming and Registration

The Open Mobile Naming Authority [OMNA] maintaingegistry of service classes. The service classesamthis registry
are structured as a URN to assure uniqueness. dHelrollows the following grammar:

{d assNane} :={ {OMAnane} | {Ext Nane} }

{OvAnane} := urn: oma: bcast: oma_bsc: {C assLabel }: { Ver si on}
{ Ext Nane} := urn: oma: bcast: ext _bsc_{Org}: {C assLabel }: { Versi on}
Where:
- {d asslLabel } is a string made up of lowercase alpha characters
- {Version} is a string consisting of numbers and periods (e.g .'1.2Y)
- {Org} is astring that conveys the name of the external organization

Service classes defined in an OMA enabler SHAL ledggistered with [OMNA], providing a description thfe service, a
reference to the specification where it is docuérnd a service class identifier proposal follgntime above syntax for
{OMAName}.

External organizations defining service classedREEOMMENDED to register a URN prefix for their giee class
identifiers with [OMNA] and publish their servicéasses in their own registry. Uniqueness of sergiass identifiers can
then be managed as the prefix will be unique taelyéstering organization and the {ClassLabel}:{$i@n} need only be
unique within that organization's local registry.

To assist with communication of service classemddfby external organizations, [OMNA] will providieks to registration
information available from these groups, as appab@r Organizations seeking a prefix assignmengédwised to check with
[OMNA] for information.

E.2 Service Classes defined in OMA BCAST

This section defines the service classes for theA@®@AST enabler.

E.2.1 urn:oma:bcast.oma_bsc:sg:1.0

Services of this service class deliver metadatgnfients using a broadcast channel or the interactimanel. The discovery
of Service Guide is defined in section 6.
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E.2.2 urn:oma:bcast.oma_bsc:fc:1.0

Services of this service class offer a file carbasevice, using the File Delivery function of OMBCAST. Files are
transmitted and locally stored in a file cachee&ire uniquely identified by the URI. Files in fihe carousel are
periodically re-transmitted. It may happen thatéatty received files are replaced by a new filelaster repetition. An
example of a file carousel is a teletext service.

E.2.3 urn:oma:bcast.oma_bsc:tp:1.0

Services of this service class of offer a TermPalvisioning service either using the broadcashobbover TP-5 or
interaction channel over TP-7. The management tbgivered over sdo.oma.tp SHALL be of MIME type
“application/vnd.syncml.dm+wbxml". [BCAST10-Servgledefines Terminal Provisioning in section 5.2.

E.2.4 urn:oma:bcast.oma bsc:nt:1.0

Services of this service class deliver NotificatMassages over NT-5 or NT-6. Both over the broaddaasnnel as well as
over the interactive channel, the delivered mess&$ALL follow the format as specified in sectioii4 of [BCAST10-
Services]. The discovery and signaling of NotifioatMessages SHALL follow the specification in sect5.14.1 of
[BCAST10-Services].

E.2.5 urn:oma:bcast.oma bsc:csg:1.0

Services of this service class deliver a compleargrervice Guide. The discovery of Service Gu#dedfined in section 6.

E.2.6  urn:oma:bcast:oma_bsc:st:1.0

Services of this service class offer a streamingic® using the Stream Delivery function of OMA BET. Streams are
transmitted as specified in section 6 of [BCAST1i8tibution]. Examples of this service are live Tand live Radio,
realized as streaming audiovisual or audio-onlyises.

E.2.7 urn:oma:bcast.oma_bsc:rifc:1.0

Services of this class offer a file carousel serviar transmission of Registration Layer and Rigki@nagement Layer
objects and messages. Rl Services are specifigetiion 12 of [DRM20-Broadcast-Extensions].
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Appendix F.  Global Status Codes

The Global Status Codes specified in [BCAST10-3sij lists all the possible status codes for arage, and their
applicability to each transaction. The codes afgetased for Response in SG-4 and NT-1, NT-3, N&sfjonse messages in
this specification. The codes may also be usedhaeragesponse messages in other BCAST technicelfigations.

The Table 8 below shows example values from théd&I8tatus Codes specified in [BCAST10-Servicesitie transaction
messages that require the use of Global StatussCotie values shown below are for informative pagscand the full
range of values of the Global Status Codes arecgight to all messages if deemed required.

TS-BCAST_ServiceGuide 5.6.2.2.2 Response Messagmiient 000, 007, 008, 011, 012, 015, 016, 017, 018,
delivery 019, 020, 021, 022, 023
5.6.2.3 Response Message for service | 000, 007, 008, 011, 012, 015, 016, 017, 018,
protection information delivery 019, 020, 021, 022, 023
5.6.2.4 Response Message for service | 000, 007, 008, 011, 012, 015, 016, 017, 018,
provisioning information delivery 019, 020, 021, 022, 023
7.5. 2.2 Response Message 000, 007, 008, 0110052016, 017, 018,
019, 020, 021, 022, 023
7.5.3.2 Response Message 000, 007, 008, 0110052016, 017, 018,
019, 020, 021, 022, 023

Table 8: Cross Reference Table (Informative)
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Appendix G. MIME media types

G.1 Media-Type Registration Request for
application/vnd.oma.bcast.sgdu

This section provides the registration requespeaigRFC 2048], to be submitted to IANA.

Type name: application

Subtype name: vnd.oma.bcast.sgdu
Required parameters: none

Optional parameters: none

Encoding considerations: binary

Security considerations:

BCAST Service Guide Delivery Unit data are passimeaning they do not contain no executable or @atontent which
may represent a security threat. The format BCA8iviSe Guide Delivery Units does not contain inéuwbnfidential fields
which are confidential. However, the informatioregent in this media format is used to configureréeeiving application.
Thus, the usage of the format may be vulnerablgticks modifying or spoofing the content of thesnfiat. Depending on
the system architecture, it is recommended to agece authentication and integrity protection.

Interoperability considerations:

This content type carries service guide fragmeritisinvthe scope of the OMA BCAST enabler. The OMEAST enabler
specification includes static conformance requinetm@nd interoperability test cases for this canten

Published specification:

OMA BCAST 1.0 Enabler Specification — Service GuideMobile Broadcast Services, especially seciahl.3. Available
from http://www.openmobilealliance.org

Applications, which use this media type:

OMA BCAST Service Guide

Additional information:
Magic number(s): none
File extension(s): none

Macintosh File Type Code(s): none

Intended usage: Limited use.
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Only for usage with BCAST Service Guide DeliveryitJwhich meet the semantics given in the mentiosetification.

Person & email address to contact for further imfation:
Uwe Rauschenbach

Uwe.Rauschenbach@nsn.com

Author/Change controller:

OMNA — Open Mobile Naming Authority, OMA-OMNA@ maidlpenmobilealliance.org

G.2 Media-Type Registration Request for
application/vnd.oma.bcast.sgdd+xml

This section provides the registration requespesigRFC 2048], to be submitted to IANA.

Type name: application

Subtype name: vnd.oma.bcast.sgdd+xml
Required parameters: none

Optional parameters: none

Encoding considerations: binary

Security considerations:

BCAST Service Guide Delivery Descriptor data arespge, meaning they do not contain no executablactive content
which may represent a security threat. Also, theméd BCAST Service Guide Delivery Descriptor dataesl not
containinclude confidential fields which are comdidial. However, the information present in thisdmeformat is used to
configure the receiving application. Thus, the @safthe format may be vulnerable to attacks maagfyor spoofing the
content of this format. Depending on the systenhitgcture, it is recommended to use source autteditn and integrity
protection.

Interoperability considerations:

This content type carries service guide deliverfiprimation within the scope of the OMA BCAST enabléhe OMA
BCAST enabler specification includes static confanee requirements and interoperability test casethis content.

Published specification:

OMA BCAST 1.0 Enabler Specification — Service GuideMobile Broadcast Services, especially seciahl.5. Available
from http://www.openmobilealliance.org

Applications, which use this media type:

OMA BCAST Service Guide
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Additional information:
Magic number(s): none
File extension(s): none

Macintosh File Type Code(s): none

Person & email address to contact for further imfation:
Uwe Rauschenbach

Uwe.Rauschenbach@nsn.com

Intended usage: Limited use.

Only for usage with BCAST Service Guide Delivery dogptor, which meet the semantics given in the tinaeed
specification.

Author/Change controller: OMNA — Open Mobile Namiagthority, OMA-OMNA@mail.openmobilealliance.org
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Appendix H. Identification of unique elements (Normative)

H.1 Definition of BCAST Ildentification Authority

In order to permit unique identification of itenmsthe Service Guide, items URI have to be constdiot a way that allows
such unique identification. In the context of BCASTich responsibility is delegated to Identificatiuthorities who are
responsible for providing unique identifiers withireir domain of control. Global uniqueness of isesithen ensured by
having the Identification Authority registered itammon registry.

The Open Mobile Naming Authority [OMNA] maintainach registry of Identification Authorities. The Htdication
Authority name in this registry is structured ddRN to ensure uniqueness. The model follows theviehg grammar:

{1 dent Aut hLabel } ::= urn:oma:bcast:iauth:{ | Ai D}

Where{ | Ai D} is a string assigned to a BCAST Identification Rarity. It is made up of lowercase alphanumericabgers
and the characters “-” and “.” where the latter wharacters are not allowed at the first and lasttjpns in the string.

Organizations willing to act as ldentification Aotities providing item identification in the BCASTervice Guide are
advised to register with [OMNA]. To assist in t{i®MNA] will provide links to registration informatn available as
appropriate. Organizations seeking a prefix assegrare advised to check with [OMNA] for informatidOMNA]
registeredlAiD} values are restricted to lowercase alphanumesrcacters.

Note 1: for testing purposes, the pattern “x-*",ax “*” is a string of lowercase alphanumeric cleéees, is reserved for the
{IAID} in the OMNA registry. This pattern is not open fegistration and can be used for private values.

Note 2: an alternative to registeringf®AiD} with [OMNA] is to use a domain name registeredth® Identification
Authority as part of thflAiD}. In such case, the formatAiD} SHALL be “dns-*" where “*" is a valid domain name
according to [RFC 1035] section 2.3.1, with theatpddefined in [RFC 1123] section 2.1. It shoulchbeed, however, that
using domain names can cause collision problemiefiors with a long lifetime when the owner of th@whin name
changes. This pattern is not open for registration.

H.2 Identification of content with baseCID

Unique identification of one content is done byldentification Authority, extending its own identation URN into a URI.
The model follows the following grammar:

{BaseClI D} ::= {Ident Aut hLabel }: baseci d: { BaseCl DExt }
Where :

- {ldent Aut hLabel } is the URN of the Identification Authority as dedid in section H.1.
- {BaseCl DExt} is an extension string that identifies the conteitiiin the scope of the Identification Authority.

- {BaseCl D} provides a fully qualified identification of the mi@nt that is usable as a ‘baseCID’ in the ‘Service
and ‘Content’ fragment.

The {BaseCl D} URIs are communicated in the Service Guide aretls the construction of program_CID and
service_CID. They must comply with the syntax ridpecified for program_CID and service_CID in Satt.5.1 of
[BCAST10-ServContProt]), in particular to the syntd the ‘local-part’ of the ‘cid-url’. This means:

» Escaped Encoding according to RFC 2396 MUST beegpp disallowed characters before tiBa§eCl D} URI
is included in the Service Guide ‘baseCID’ attribut

0 in particular, the “.” character MUST be replaced‘#3A".

» The {BaseCl DExt } part, which is under the responsibility of theeidification Authority, also inherits those
restrictions.
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