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1. Scope

This specification, together with the other speaifion comprising the Mobile Broadcast Servicestgra(BCAST 1.0),
define a technological framework and specify globiziteroperable technologies for the generatioanagement and
distribution of mobile broadcast services overatight broadcast distribution systems. The comtiktef the specifications
for BCAST 1.0 is defined in the Enabler Releaseimbn of BCAST 1.0 [BCAST10-ERELD]. This enablsuite includes
specifications for the following functions: ServiGaiide; Service and Content protection; File amdé8h distribution;
Terminal Provisioning; Service Provisioning; Natdtions; and; Service Interaction. In additionpacification is provided
for Roaming, Mobility and Charging. Adaptationssiecific broadcast distribution systems (3GPP/MBBISPP2/BCMCS
and “IP Datacast over DVB-H") are specified in theaptation Specification documents.

Overall, the scope of the BCAST 1.0 enabler isiserlayer technologies. Thus, all specificationdrads the protocol layers
on top of the radio bearer level. Furthermore, mmon nominator for all the BCAST 1.0 technologieshiat they are based
on Internet Protocol (IP) and technologies relateldP. This scoping applies to all features andcfiomalities specified in
BCAST 1.0.

The following functions are included in this spéztion: Service Provisioning; Terminal Provisiogirinteraction,
Personalization and Support for User-Based ProditesPreferences; Security and Privacy; Charginghildy; Broadcast
Roaming; Notification; and; Location Informatiorufher, this document provides mappings betwee®B@&&ST 1.0
interfaces as defined in BCAST Architecture [BCA®TArchitecture] and the various BCAST 1.0 TechniBpkcifications.
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CONF-1_3.doc.
URL: http://www.openmobilealliance.org/

“MMS Message Template Specification 1.3", Open MeBiliance™, Open Mobile Alliance. OMA-
MMS-TEMP-1_3.doc.
URL: http://www.openmobilealliance.org/

“Charging Architecture”, Open Mobile AllianceOperolile Alliance™, OMA-AD-Charging-V1_0-
20060511-D,
URL: http://www.openmobilealliance.org/

“Enabler Release Definition for OMA Device Managernel.2”, OMA-ERELD-DM-V1_2_ 0,
URL: http://www.openmobilealliance.org/

"OMA Enabler Release Definition for Firmware Upd&anagement Object v1.0", Open Mobile
Alliance™, OMA-ERELD-FUMO-V1_0,
URL: http://www.openmobilealliance.org/

“Mobile Location Protocol”, Open Mobile AllianceOpéJobile Alliance™TM, OMA-TS-MLP-V3_2
URL: http://www.openmobilealliance.org/

“DEFLATE Compressed Data Format Specification v@rsi.3”, P. Deutsch, May 1996,
URL:http://www.ietf.org/rfc/rfc1951.txt

“ZIP file format specification version 4.3", P. Disah, May 1996,
URL:http://www.ietf.org/rfc/rfc1952.txt

“Multipurpose Internet Mail Extensions (MIME) Pdrour: Registration Procedures”, N. Freed, J.
Klensin, J. Postel, November 1996,
URL: http://www.ietf.org/rfc/rfc2048.txt

“Key words for use in RFCs to Indicate Requiremesxels”, S. Bradner, March 1997,
URL: http://www.ietf.org/rfc/rfc2119.txt

“Augmented BNF for Syntax Specifications: ABNF”. Drocker, Ed., P. Overell. November 1997,
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URL: http://www.ietf.org/rfc/rfc2234.txt

[RFC 2246] “The TLS Protocol, Version 1.0”, T. Dierks, C.Allefanuary 1999,
URL: http://www.ietf.org/rfc/rfc2246.txt
[RFC 2822] RFC 2822, “Internet Message Format”, P. Resnick Afdil 2001,
URL: http://www.ietf.org/rfc/rfc2822.txt
[RFC 2865] “Remote Authentication Dial In User Service (RADIJSThe Internet Engineering Task Force RFC
2865,
URL: http:// www.ietf.org/
[RFC 3261] “SIP: Session Initiation Protocol”, Rosenberg,tlaleJune 2002,
URL: http://www.ietf.org/rfc/rfc3261.txt
[RFC 3966] “The tel URI for Telephone Numbers”, Schulzrinne, Becember 2004,
URL: http://www.ietf.org/rfc/rfc3966.txt
[RFC4234] “Augmented BNF for Syntax Specifications: ABNF". Drocker, Ed., P. Overell. October 2005,
URL :http://www.ietf.org/rfc/rfc4234.txt
[SCRRULES] “SCR Rules and Procedures”, Open Mobile Alliance@MA-ORG-SCR_Rules_and_Procedures,
URL :http://www.openmobilealliance.org/
[SSL30] “SSL 3.0 Specification”, Netscape Communicationsyé&mber 1996,
URL: http://wp.netscape.com/eng/ss|3/draft302.txt
[URI-Schemes] “URI Schemes for the Mobile Applications EnvironrtieVersion 1.0, Open Mobile Alliance™,
URL: http://www.openmobilealliance.org/
[XHTMLMP11] "XHTML Mobile Profile 1.1", Open Mobile AllianceOpeMobile Alliance™. OMA-WAP-XHTMLMP-
V1 1.
URL: http://www.openmobilealliance.org/
[XML] Extensible Markup Language (XML) 1.1, W3C Recomnatimh 04 February 2004, edited in place 15
April 2004.
URL: http://www.w3.org/TR/xml11
[XMLSchema] XML Schema,

URL: http://www.w3.org/XML/Schema

2.2 Informative References

[BCAST10-Architecture] "Mobile Broadcast Services Architecture”, Open Melgilliance™, OMA-AD- BCAST-V1_0,
URL: http://www.openmobilealliance.org/

[BCAST10-ERELD] "Enabler Release Definition for Mobile Broadcastvizs”, Open Mobile Alliance™, OMA-ERELD-
BCAST-V1_0,
URL: http://www.openmobilealliance.org/

[DMACMO] “White Paper on Provisioning Objects”. Open Molldance] . OMA-WP-AC_MO.
URL: http://www.openmobilealliance.org/

[ETSI 102 470] ETSI TS 102 470 v1.1.1 (2006-06), “Digital Videodadcasting (DVB); IP Datacast over DVB-H:

Program Specific Information (PSl)/Service Informoat(Sl)”,
URL: http://portal.etsi.org

[OMADICT] “Dictionary for OMA Specifications”, Version X.y, i&n Mobile Alliance™,
OMA-ORG-Dictionary-Vx_y,URL:http://www.openmobilealliance.org/
[RFC 4281] “The Codecs Parameter for "Bucket" Media Types"GRllens, D. Singer, P. Frojdh, November 2005,

URL:http://www.ietf.org/rfc/rfc4281.txt
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3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHAL", “SHALL NOT”, “SHOULD”, “SHOULD NOT",
“RECOMMENDED”, “MAY”, and “OPTIONAL" in this documet are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” antrdbiuction”, are normative, unless they are exiiéghdicated to be
informative.

The following is the legend used in this specifimat
Type: E=Element, A=Attribute, E1=sub-element, EZ=element’s sub-element, E[n]=sub-element of elé¢mek]

Cardinality: x..y = the number of the presentedanse of this element/attribute is in the rangenfeoto y. If x=0, this
specific element/attribute is OPTIONAL for netwddkuse, otherwise it is MANDATORY for network toais

Category: NM = Mandatory for network to support; ¥@ptional for network to support; TM = Mandatdoy terminal to
support; TO = Optional for terminal to support. Miandatory to support; O = Optional to supporarfelement or attribute
has a cardinality greater than zero, it is alwdgsgified as M or NM to maintain consistency.

The following relationship applies between elememtd their sub-elements respectively attributes:

If an implementation chooses to ... it MUST also support all its ... it MAY also choose to support any of

support an element of category,  sub-elements and attributes of itssub-element or attribute of category
category

(o] M (o]

NO NM NO

TO ™ TO

This is an informative document, which is not imted to provide testable requirements to implemiamtst

3.2 Definitions

Broadcast Roaming Broadcast Roaming is the ability of a user to nezéiroadcast services from a Mobile Broadcast Servi
Provider different from the Home Mobile Broadcast\ice Provider with which the user has a
contractual relationship.

Broadcast Service A Broadcast Service is a “content package” suitédiisimultaneous distribution to many recipients
(potentially) without knowing the recipient. Eitheach receiver has similar receiving devices er th
content package includes information, which alltkesclient to process the content according to his
current conditions.

Examples of Broadcast Services are:

e pure Broadcast Services:
- mobile TV
- mobile newspaper
- mobile file downloading (clips, games, SW upgsadeher applications, applications)

« combined broadcast/interactive Broadcast Services:
- mobile TV for file downloading with voting
- betting Broadcast Services
- auction Broadcast Services
- trading Broadcast Services

Broadcast Service Area The geographical or logical area in which a Broati&ervice is distributed.

[0 2008 Open Mobile Alliance Ltd. All Rights Reserve  d.
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CSIM

Home Mobile Broadcast
Service Provider

IRM (International
Roaming MIN)
ISIM

Long-Term Key Message

MIN (Mobile Identification
Number)

Mobile Broadcast Service

Mobile Broadcast Service
Provider

Mobility

Purchase Item

Rights Issuer
Rights Object

R-UIM

Short-Term Key Message

Acronym for ‘cdma2000 Subscriber Identify Modulegrresponding to an application defined in [3GPP2
C.S0065] residing on the UICC to register servimewided by 3GPP2 mobile networks with the
appropriate security.

The Mobile Broadcast Service Provider with which tiser has a subscription. Typically a user has one
Home Mobile Broadcast Service Provider. Howeveg,iker may also have no Home Mobile Broadcast
Service Provider or several Home Mobile Broadcasvige Providers

A form of MIN defined by IFAST (International Foruan ANSI-41 Standards Technology) towards
facilitating international roaming by minimizing eflicts with the North American MIN.

An IP Multimedia Services Identity Module is an &pgtion defined in [3GPP TS 31.103] and [3GPP2
C.S0069] residing in the memory of the UICC, pravifiP service identification, authentication and
ability to set up Multimedia IP Services.

Collection of keys and possibly, depending on tiofile, other information like permissions and/dher
attributes that are linked to items of content@wies.

MIN is a numeric ID that uniquely identifies a migbdefined by TIA standards for Cellular and PCS
technologies. The MIN may be in the form of an IRKternational Roaming MIN). Note: the MIN may
be in the form of the IRM.

Mobile Broadcast Services include a wide rangeroéticast services, which jointly leverage both the
unidirectional one-to-many broadcast paradigm ardirbctional unicast paradigm in a mobile
environment, covering one-to-many services ranfiiog classical broadcast to mobile multicast.
Typically, Mobile Broadcast Services deliver corttenitable for simultaneous one-way distributiomto
potentially large number of recipients without ety on specific addressing information of eachpirit.
Associated two-way interactive transactions hawogtextual relevance to the broadcast programs
typically rely on established unicast delivery noeth requiring specific recipient addressing infatiora

Examples of Mobile Broadcast Services include ttleing:

e pure Broadcast Services:
o mobile TV
o mobile newspaper
o mobile file downloading

« combined broadcast/interactive Broadcast Services:
o mobile TV for file downloading with voting
0 Broadcast Services for betting
o Broadcast Services for auction
0 Broadcast Services for trading

Business entity that has a role of providing thebMoBroadcast Services to the user. Mobile Broatica
Service Provider may operate any set of serverfaigietionalities as outlined in Mobile Broadcast
Services Architecture [BCAST10-Architecture]. MabBroadcast Service Provider may have a
subscription with the user. Note: In this speciima Mobile Broadcast Service Provider is not técah
or architectural concept

The ability to receive service independent of lmrabr while moving. (from OMA Dictionary)

A purchase item groups one or multiple servicgsieces of content that an end-user can purchase or
subscribe to as a whole [BCAST10-SG].

An entity that issues Rights Objects to OMA DRM @&wmant Devices [DRMDRM-v2.0].

A collection of Permissions, Constraints, and o#taibutes which define under what circumstances
access is granted to, and what usages are definddRM Content. All OMA DRM Conformant Devices
must adhere to the Rights Object associated witMXRntent [DRMDRM-v2.0].

Acronym for ‘Removable User Identity Module’, casmnding to a non-UICC platform based module as
defined in [3GPP2 C.S0023] to register servicesigem by 3GPP2 mobile networks with the appropriate
security.

Message delivered alongside a protected servicgjicg key material to decrypt and optionally
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Smartcard

Smartcard Profile

User ID

Visited Mobile Broadcast
Service Provider

authenticate the service, and access rights teedeli content.

A non-UICC secure function platform which may @ntthe SIM or R-UIM module, or a UICC-based
secure function platform which may contain one orenof the following applications: a 3GPP USIM,
3GPP2 CSIM or 3GPP/3GPP2 ISIM. Note that the tapplications/modules residing on the Smartcard
are typically governed by the affiliation of the &mtard to 3GPP or 3GPP2 specifications, as inelicay
the definition below for “Smartcard Profile”.

Alias for a set of Smartcard-based technologiesraachanisms which provide key establishment and key
management, as well as permission and token hanidlirthe Service and Content Protection solutam f
BCAST Terminals. In particular, subscriber keyabfishment and both short and long term key
management may be based on GBA mechanisms andrec&mavith (U)SIM/ISIM as defined by 3GPP,
or based on a pre-provisioned shared secret kep &mdartcard with R-UIM/CSIM/ISIM or a UIM as
defined by 3GPP2.

The Smartcard Profile is described in [BCAST10-8amtProt] Section 6.

A unique ID that can be used to identify the usghie BCAST service areas of both the Home Mobile
Broadcast Service Provider and the Visited MobiledBicast Service Provider. An example is the
3GPP/3GPP2 IMSI (International Mobile Subscribaniity) as specified in 3GPP TS 23.003 and 3GPP2
C.S0005 (for the case the Broadcast Service Proigdecellular mobile operator).

Any other Mobile Broadcast Service Provider thamuker's Home Mobile Broadcast Service Provider.

3.3 Abbreviations

3GPP 3rd Generation Partnership Project

BCAST Mobile Broadcast Services

BCMCS Broadcast Multicast Service

BDS Broadcast Distribution System

BSA BCAST Service Application

BSD/A BCAST service distribution/adaptation

BSDA BCAST Service Distribution and Adaptation
BSM BCAST Subscription Management

BSM BCAST Subscription Management

BSP-C Broadcast service provisioning Client Function
BSP-M Broadcast service provisioning Management Function
CID Content ID

DCF DRM Content Format

DRM Digital Rights Management

DVB Digital Video Broadcast

DVB-H Digital Video Broadcast — Handheld

DVB-T Digital Video Broadcast — Terrestrial

EN European Norm

ESG Electronic Service Guide

ETSI European Telecommunications Standards Institute
FDT File Delivery Table

FEC Forward Error Correction

FLUTE File Delivery over Unidirectional Transport
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GZIP
HTTP
HTTPS

IMEI
IMS
INT

IP
IPDC
IPsec
ISMACryp
KMS
LTKM
MBMS
MIKEY
MMS
MPE
MTD
OMA
OSF
PSI/SI
RI

RO
RTCP
SDP
SG
SG-C
SG-D
SGDU
SIP
SMIL
SMS
SRTP
STKM
TCP
TP-C
TP-M
TR

TS
UbP

GNU zip

Hyper Text Transfer Protocol

Secure Hyper Text Transfer Protocol
Interaction Channel

International Mobile Equipment Identity
IP Multimedia Subsystem

IP/MAC Notification Table

Internet Protocol

IP DataCast

IP security

Internet Streaming Media Alliance (ISMA) Encryptiand Authentication

Key Management System

Long-Term Key Message

Multimedia Broadcast / Multicast Service
Multimedia Internet KEYing

Multimedia Messaging System
Multi-Protocol Encapsulation

Message Template Definition

Open Mobile Alliance

Open Security Framework

Program Specific Information/Service Information
Rights Issuer

Rights Object

Real Time Control Protocol

Session Description Protocol

Service Guide

Service Guide-Client

Service Guide-Distribution

Service Guide Delivery Unit

Session Initiation Protocol

Synchronized Media Integration Language
Short Message Service

Secure Real-time Transport Protocol

Short Term Key Message

Transmission Control Protocol

Terminal Provisioning Client Component
Terminal Provisioning Management Component
Technical Report

Technical Specification

User Datagram Protocol
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WAP Wireless Application Protocol
XHTML Extensible Hypertext Markup Language
XML Extensible Markup Language
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4. Introduction

The term "Mobile Broadcast Services" refers to@aldrrange of Broadcast Services, which jointly tege the
unidirectional one-to-many broadcast paradigm &ecdoi-directional unicast paradigm in a mobile emwiment, and covers
one-to-many services ranging from classical brostdmamobile multicast.

Building on mobile network systems, which providellvectional links, and digital broadcast systembijch provide uni-
directional broadcast, Mobile Broadcast Servicesbendistribution of rich, interactive, and bandiidonsuming media
content to large mobile audiences.

4.1 Version 1.0

In general, the availability of both broadcast aferand interaction channel are assumed for the BICA O enabler.
However, both broadcast channel and interactionmdlanay be temporarily unavailable, for example thulack of radio
coverage. Further, devices without access to &anaation channel are possible within the BCAST ieckture and
specifications. However, such devices may havedidniunctionality. Optimizations for devices withianteraction channel
are optional to implement in devices with interactchannel and are optional to use (for detaildlse&SCR tables). Parts of
the enabler are adaptation specifications for IRDE& DVB-H [BCAST10-DVBH-IPDC-Adaptation], 3SGPP MB#
[BCAST10-MBMS-Adaptation], and 3GPP2 BCMCS [BCASTRCMCS-Adaptation].

This specification is structured as follows. Chaptstarts by mapping the interfaces as defind8IGAST Architecture
[BCAST10-Architecture] to the various BCAST 1.0 heccal Specifications. Further, chapter 5 specifiesfollowing
BCAST 1.0 functions: Service Provisioning; TermiRabvisioning; Interaction, Personalization and gupfor User-Based
Profiles and Preferences; Charging; Mobility; Broast Roaming; Notification; and; Location Infornuetti Appendix D
provides informative examples related to serviteraction and Appendix E illustrates the roamingtesl flows.

It is assumed that in BCAST 1.0 the network willkeaise of the BDS resources in accordance witledbabilities of the
BDS.
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5. Mobile Broadcast Services

Mobile Broadcast Services Architecture [BCAST104itecture] defines the Mobile Broadcast Servicealier as a set of
service-enabling functions. Within the overall aretture, each function has a set of interfacesh eadwhich forms the
basis for interoperability. Although the architeetas such is not normatively specified, the iategt provide a useful tool
to map the various parts of BCAST specificationth context of the overall architecture. The foilog table outlines how
different parts of the BCAST Enabler are specifiethe Technical Specifications.

Service Guide SG-1 Out of scope of BCAST 1.0
SG-2 Out of scope of BCAST 1.0
SG-4 Refer to [BCAST10-SG], section 5.3 and 5.6
SG-5 Refer to [BCAST10-SG], sections 5.3, 5.4.2 Guidl
SG-6 Refer to [BCAST10-SG], sections 5.3, 5.4.3,5and 6.2
SG-B1 Refer to [BCAST10-SG], sections 5.3 and €208 Adaptation
Specification.
File Distribution FD-1 Refer to [BCAST10-Distribution], section 5.4.1
FD-2 Refer to [BCAST10-Distribution], section 5.4.1
FD-5 Refer to [BCAST10-Distribution], section 5.2
FD-6 Refer to [BCAST10-Distribution], section 5.8d85.5
FD-B1 Refer to [BCAST10-Distribution] section 5.4a8d each BDS
Adaptation Specification.
Stream Distribution SD-1 Refer to [BCAST10-Distribution], section 6.4.1
SD-2 Refer to [BCAST10-Distribution], section 6.4.1
SD-5 Refer to [BCAST10-Distribution], section 6.2
SD-6 Refer to [BCAST10-Distribution], section 6.366.5
SD-B1 Refer to [BCAST10-Distribution] section 6.48d each BDS
Adaptation Specification.
Service Protection SP-2 Uses SD-2 and FD-2
SP-4 Refer to [BCAST10-ServContProt] section 13.1
SP-5-1 Refer to [BCAST10-ServContProt] sectionb®®. 5.6.2.1,
6.8.1.1, and 6.8.2.1
SP-5-2 Refer to [BCAST10-ServContProt] section 5.8, 5.5, 6.5, 6.6,
and 6.7
SP-7 Refer to [BCAST10-ServContProt] section 5.3, 6.5, and 6.6
SP-9 Out of scope (this is a terminal internalriistee and is not
standardized within OMA BCAST)
Content Protection CP-2 Uses SD-2 and FD-2
CP-4 Refer to [BCAST10-ServContProt] section 13.2
CP-5-1 Refer to [BCAST10-ServContProt] sectionsb& 5.6.2.2,
6.8.1.2, and 6.8.2.2
CP-5-2 Refer to [BCAST10-ServContProt] sections 5.8, 5.5, 6.5, 6.6
and 6.7
CP-7 Refer to [BCAST10-ServContProt] sections 5.8, 6.5, and 6.6
CP-9 Out of scope of BCAST 1.0 (this is a termin&rnal interface
and is not standardized within OMA BCAST)
Service Interaction SI-8 Refer to this specification, section 5.3
Service Provisioning SPR-7 Refer to this specification, section 5.1
SPR-8 Out of scope (this interface is for out-ofidbaubscription)
Notification NT-1 Refer to this specification, section 5.14
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NT-3 Refer to this specification, section 5.14
NT-4 Refer to this specification, section 5.14
NT-5 Refer to this specification, section 5.14
NT-6 Refer to this specification, section 5.14
Terminal Provisioning TP-4 Refer to this specification, section 5.2
TP-5 Refer to this specification, section 5.2
TP-7 Refer to this specification, section 5.2

Table 1: BCAST functions, Interfaces and Specificabns

In addition to specific functions, the BCAST Enatdiefines such horizontal, or universal, featureswgpport for Mobility,
Roaming and Charging. These aspects are in the sxfdpis specification.

5.1 Service Provisioning

BCAST Terminal SHALL support Service Provisioningssages if it supports the interaction channelifabdupports
service and/or content protection as defined inABT10-ServContProt]. This section specifies thesages used in Service
Provisioning function over interface SPR-7, betwBepadcast Service Provisioning Client (BSP-C)ie Terminal and

Broadcast Service Provisioning Management (BSPrMhé BSM. The Service Provisioning function supgtine following
operations:

= Requesting pricing information related to PurchiEseldeclared in Service Guide

= Requesting / subscribing to service related toratraseltem

= Renewing LTKMs related to already requested Pubters

= Requesting /subscribing to a service that was dyrparchased (e.g. via out of band means)
= Cancelling a subscription related to already retpteBurchaseltem

= Requesting a token or LTKM

= |nquiring the status of an account

= Subscription and unsubscription to user-specifiifications

To archive the above operations, the Service Faniigy function works with Service Guide functid®ervice Protection
function, and Content Protection function. The #igk to Service Guide is through the use of Purdteasdragment which
provides the identifiers (PurchaseltemID) usechimmessages of Service Provisioning function. iiege to Service and
Content Protection function is through service esjand subscription management messages, whigiagthe
functionality of Service Protection Function andn@mt Protection Function.

This section has two sub-sections, one for BCASTega Service Provisioning message and one fori&ePRrovisioning
message based on Smartcard profile. BCAST GePReoalsioning messages supports the various kih@ewvice
Protection Function and Content Protection Funcotvith the sub-elements and Smartcard service gianing message are
specified for Terminal supporting Smartcard peofil
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The following two tables specify under which coratis each message is mandatory or optional to sufipdhe general
Service Provisioning message and Smartcard SelPvimésioning message respectively.

Pricing Information Request 5.1.5.1.1 OPTIONAL OPTIONAL
Pricing Information Response 5.1.5.1.2 MANDATORY MANDATORY
Service Request 5.1.5.2.1 MANDATORY MANDATORY
Service Response 5.1.5.2.2 MANDATORY MANDATORY
Service Completion 5.1.5.2.3 MANDATORY MANDATORY
LTKM Renewal Request 5.1.5.3.1 MANDATORY MANDATORY
LTKM Renewal Response 5.1.5.3.2 MANDATORY MANDATORY
LTKM Renewal Completion 5.1.5.3.3 MANDATORY MANDATORY
Unsubscribe Request 5.1.54.1 MANDATORY MANDATORY
Unsubscribe Response 5.1.5.4.2 MANDATORY MANDATORY
Token Purchase Request 5.1.5.5.1 OPTIONAL OPTIONAL
Token Purchase Response 5.1.5.5.2 OPTIONAL OPTIONAL
Token Purchase Completion 5.1.5.5.3 OPTIONAL OPTIONAL
Account Inquiry Request 5.1.5.6.1 MANDATORY MANDATORY
Account Inquiry Response 5.1.5.6.2 MANDATORY MANDATORY

Pricing Information Request
Pricing Information Response

LTKM Renewal Request
LTKM Renewal Response
LTKM Renewal Completion
Unsubscribe Request
Unsubscribe Response
Token Purchase Request
Token Purchase Response
Token Purchase Completion
Account Inquiry Request
Account Inquiry Response
Registration Procedure
LTKM Request Procedure
Deregistration Procedure

5.1.1

Service Request

Service Response

Transport Protocol for Service Provisioning M

Table 2: Summary General Service Provisioning mesgas

5.16.1.1
5.1.6.1.2
51.6.2.1
51.6.2.1

5.1.6.3
5.1.6.3
5.1.6.3
5.164.1
5.164.1
51.65.1
51.6.5.1
5.1.65.1
5.1.6.6.1
5.1.6.6.2
5.1.6.7
5.1.6.8
5.1.6.9

OPTIONAL

MANDATORY
MANDATORY
MANDATORY

MANDATORY
MANDATORY
MANDATORY
MANDATORY
MANDATORY
MANDATORY
MANDATORY
OPTIONAL

MANDATORY
MANDATORY
MANDATORY
MANDATORY
MANDATORY

OPTIONAL

MANDATORY
MANDATORY
MANDATORY

MANDATORY
MANDATORY
MANDATORY
MANDATORY
MANDATORY
MANDATORY
MANDATORY
OPTIONAL
MANDATORY
MANDATORY
MANDATORY
MANDATORY
MANDATORY

Table 3: Summary Smartcard Service Provisioning mesages

essages

Service Provisioning operations are executed bjaxging the Service Provisioning messages overfaate SPR-7. All the
Service Provisioning messages specified in thesaipl the following sections and instantiated asbddcuments.
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All request and reply messages defined below corteequestiDfield which MAY be used by a terminal to map alyep
message to the corresponding request messagéisputpose, the network SHALL copy the requesttidrf a request
message into to the corresponding reply message.

The URL towards which the service provisioning nages are directed is signaled through the Purclase@l| fragment in
SG as PurchaseURL [BCAST10-SG].

5.1.1.1 Transport Protocol for General Service Prov  isioning Messages

The BSP-M in the BSM SHALL support HTTP POST ashwry method to exchange Service Provisioningsages over
SPR-7.

The BSP-M in the BSM MAY support HTTPS POST as kivdey method to exchange Service Provisioning ragss over
SPR-7, where HTTPS SHALL be based on SSL 3.0 [SBag0 TLS 1.0 [RFC 2246].

The BSP-C in the Terminal SHALL support HTTP POSitl MAY support HTTPS POST as a delivery methodxchange
Service Provisioning messages over SPR-7, wherdA$TIHALL be based on .SSL 3.0 [SSL30] and TLS R 2246].

For proper operation of Service Provisioning fungfithe terminal needs to know the URL for HTTRHGITPS sessions.
This is supported by ‘purchaseURL’ element contaiimethe PurchaseChannel fragment of Service Guide.

5.1.1.2 Transport Protocol for Smartcard Service Pr  ovisioning Messages

Most of the messages used for the Smartcard Peolspecified in [3GPP TS 33.246]. The remainiagyf8e Provisioning
messages are specified in the tables in the faligwections and are instantiated as XML documents.

For the Smartcard Profile using (U)SIM or (R-)UINB®/, the BSP-M in the BSM SHALL support HTTP POSida
SHALL support HTTP digest authentication as perPBGTS 33.246] or [3GPP2 X.S0022-A], respectivetyaaelivery
method to exchange Service Provisioning messagas3RR-7.

For the Smartcard Profile using (U)SIM or (R-)UIMB®/, the BRP-C in the Terminal SHALL support HTTR®T and
SHALL support HTTP digest authentication as perPBGTS 33.246] or [3GPP2 X.S0022-A], respectively.

For proper operation of Service Provisioning funigfithe terminal needs to know the URL for HTTRsaass. This is
enabled by the ‘PurchaseURL’ element containetiénRurchaseChannel fragment of the Service Guide.

5.1.2 HTTP Binding
5.1.2.1 HTTP Binding for General Service Provisioni ng Message

Request messages are sent as HTTP content ofdppécation/vnd.oma.bcast.sprov+xml”. Responsesvays sent as
part of the “200 OK” response to the original resfu@he content type is “application/vnd.oma.bsastv+xml”

5.1.2.2 HTTP Binding for Smartcard Service Provisio  ning Messages

HTTP Binding rule specified in [3GPP TS 33.246] SHAbe applied. If error is occurred on the proceduHTTP response
message SHALL have the error code defined in [3G8RB3.246]. If General Provisioning Messages aesl uthe same
HTTP binding rule defined in the previous sectiaiti e applied.

5.1.3  Authentication
5.1.3.1 Message Authentication for General Service  Provisioning Messages

For the general Service Provisioning messages,agessuthentication SHALL be provided using HTTP& SHALL be
based on SSL 3.0 [SSL30] and TLS 1.0 [RFC 2246].
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5.1.3.2 Subscriber Authentication for Smartcard Pro  file Service Provisioning
Messages

Subscriber authentication for the Smartcard Pr&HALL be provided using HTTP digest as explaineBiGPP TS
33.246] or [3GPP2 X.S0022-A].

5.1.4 Use of Global Status Codes for Service Provis ioning Messages
Table 4 proposes example values from Table 35hfmtransaction messages that require the use baGhtatus Codes. The

values shown below are for informative purposestaadull range of values of Table 35 are applieablall messages if
deemed required.

5.1.5.1.2 Pricing Information Response 000, 002, 003, 007, 008, 011, 013, 015,
016, 017, 018, 019, 020, 021, 023

5.1.6.2.2 Service Response 000, 001, 002, 003,00%4,006, 007, 008,
009, 011, 013, 014, 015, 016, 017, 018, 019
020, 021, 023

5.1.5.3.2 Long-Term Key Renewal 000, 001, 002, 004, 005, 006, 007, 008, 010,

Response 011, 013, 015, 016, 017, 018, 019, 020, 021,
022, 023, 024,

5.1.5.4.2 Unsubscribe Response 000, 001, 002,007,010, 011, 013, 015,
016, 017, 018, 019, 020, 021, 022, 023

5.1.5.5.2 Token Purchase Response 000, 001, 0820086, 006, 007, 008, 009,
011, 013, 015, 016, 017, 018, 019, 020, 021,
022, 023, 024

5.1.5.6.2 Account Inquiry Response 000, 001, 002, 005, 007, 008, 011, 013,

014, 015, 017, 018, 019, 020, 021, 023
5.7.2.3. Roaming Authorization Response 000, 002, 003, 004, 005, 006, 007, 008,
009, 010, 011, 013, 014, 015, 016, 017, 018,
019, 020, 021, 022, 023, 024, 025, 026
5.7.2.5 RoamingServiceResponse 000, 001, 002,023,005, 006, 007, 008,
009, 010, 011, 013, 014, 015, 016, 017, 018,
019, 020, 021, 022, 023, 024, 025, 026

Table 4: Cross Reference Table (Informative)

5.1.5 General Service Provisioning Messages

This section specifies the General Service Pronis@pMessages. As described, many of the messagdbis icategory
support the Service Provisioning function of bdte Smartcard Profile and DRM Profile BCAST Term&abhereas others
specifically pertain to Service Provisioning for BIRProfile terminals. The XML schema for these megssais defined in
[BCAST10-XMLSchema-orderqueries].

5151 Pricing Information Request Messages
This message is sent by the terminal to the BSMdaest the pricing information of a particularghase item or items. It is
used in the following situations:

— the Service Guide announces Purchase Data eleassusiated with the Purchase Item, but does naienoe any
price for some or all of them, or

— the user wishes to discover whether a differerttepoir additional purchase options are availabldi®or her
subscriber ID.

The response message returns information aboutriteeand subscription options for each purchasm,ind optionally the
full Service Guide fragments that describe them.

[0 2008 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-BCAST_Services-V1_0-20081010-C Page 25 (164)

5.15.1.1 Pricing Information Request
|_Name [ Type | Category [ Cardinalty | Descripton [ DaaType |
Pricinginfo | E Pricing Information Request Message.
Request
Contains the following attributes:
requestiD
Contains the following elements:
UserlD
DevicelD
PurchaseltemID
requestiD | A (0] 0.1 Identifier for the Price Information rectie unsignedIint
message.

UserID El 0] 0..N The user identity known to the BSM. string
For the DRM profile, this element SHALL be
included.

For the Smartcard profile, this element SHALL
be omitted, and the user identity SHALL be
provided by the network with HTTP DIGEST
authentication procedure defined in section 6{6
Contains the following attributes:
type

type A M 1 Specifies the type of User ID. Allowed vatue | unsignedByt
are: e
0 — username defined in [RFC 2865]
1-IMSI
2-URI
3 - IMPI
4 — MSISDN
5 - MIN
6-127 reserved for future use
128-255 reserved for proprietary use

DevicelD | E1 (0] 0..N A unique device identification known bet string
BSM. For the DRM profile, this element
SHALL be included if the device supports IMEI
or MEID. A device supporting the DRM profile
SHALL NOT allow the user to modify the
DevicelD.
Contains the following attributes:
type

type A M 1 Specifies the type of Device ID. Allowed unsignedByt
values are e
0 — reserved for future use
1 - IMEI [3GPP TS 23.003]
2 — MEID [3GPP2 C.S0072]
3-127 reserved for future use
128-255 reserved for proprietary use

Purchase | E1 M 1..N Identifier of the Purchase Item for whitle
ltem user wants to know the price.

[0 2008 Open Mobile Alliance Ltd. All Rights Reserve  d.
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Contains the following attribute:
globallDRef

The ID of the Purchase Item. A purchase item anyURI
identified by the GlobalPurchaseltemID found
in the Purchaseltem fragment.

Identifier the PurchaseData fragmentswioich
the user wishes to know the price. If this
element is omitted, the user is asking for the
price of all the Purchase Data fragments
associated with the Purchase Item, and available
to the particular user.

Identification of the ‘PurchaseData’ fragmemt
guestion.

globallDRef | A M 1

PurchaseDa | E2 (@]
taReference

0..N

idRef A M 1 anyURI

Table 5: Structure of Pricing Information Request in General Service Provisioning Message

5.1.5.1.2 Pricing Information Response

If the price information request is accepted by B&hn the message from BSM contains following data

PricinginfoRes | E Pricing Information Response
[eImEE Contains the following attributes:

requestiD

globalStatusCode

Contains the following elements:
Purchaseltem

requestiD A 0] 0.1 Identifier for the corresponding Pricing unsignedIint

Information request message or Service Req
message.

lest

global
Status

0.1

The overall outcome of the request, acitwydo
the return codes defined in the section 5.11.

unsignedByt
e

cri = |f this attribute is present and set to value

“0”, the request was completed
successfully. In this case the
‘itemwiseStatusCode’ SHALL NOT be
given per each requested ‘Purchaseltem’

= |f this attribute is present and set to some
other value than “0”, there was a generic
error concerning the entire request. In this
case the ‘itemwiseStatusCode’ SHALL
NOT be given per each requested
‘Purchaseltem’.

= If this attribute is not present, there was a
error concerning one or more
‘Purchaseltem’ elements associated with
the request. Further, the
‘itemwiseStatusCode’ SHALL be given per
each requested ‘Purchaseltem’.

Describes the purchase-related informatioa
purchase item requested in the related

>

Purchaseltem | E1 M 1..N

[0 2008 Open Mobile Alliance Ltd. All Rights Reserve  d.
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PricinginfoRequest message or ServiceRequgst
message.. It is possible to provide one or more
price of a purchase item by currency.
This element SHALL not be instantiated in case
the ‘globalStatusCode’ attribute is present and
set to a value different from ‘0. In any other
case, it SHALL be instantiated.

In case the child ‘itemwiseStatusCode’ indicates
success, or the ‘globalStatusCode’ is present
and set to ‘0, at least one of
‘PurchaseDataReference’ or
‘PurchaseDataFragment’ element SHALL be
instantiated.

Note that it is permitted to include instances qf
both ‘PurchaseDataReference’ and
‘PurchaseDataFragment’ elements into the same
response.

Contains the following attribute:
globallDRef
itemwiseStatusCode

Contains the following element:
PurchaseDataReference
PurchaseDataFragment

globallDRef | A M 1 Identifier of the Purchase Item for whichiéce | anyURI
was requested. A purchase item is identified by

the GlobalPurchaseltemID found in the
Purchaseltem fragment.

itemwise A M 0.1 Specifies a status code of each Purchesslt | unsignedByt
Status using GlobalStatusCode defined in the sectione
Code 5.11.
PurchaseData | E2 o] 0..N Describes the purchase-related optioagadle
Reference for this user.

Contains the following attribute:
idRef

Contains the following elements:
Price

SubscriptionPeriod
SubscriptionType

TermsOfUse

idRef A M 1 Identifier of this Purchase Data, to be ubgd | anyURI
the terminal when referencing to the purchase
data in a subsequent Service Request message.

Price E3 M 1..N Price information of purchase item thatsar decimal
wants to know. This element takes precedence
over the ‘MonetaryPrice’ element of the
referenced PurchaseData fragment.
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Contains the following attributes:
validTo
currency

validTo A 0] 0.1 The last moment when this price informaii® | unsignedint
valid. If not given, the validity is assumed to

end in undefined time in the future. This field
expressed as the first 32bits integer part of NTP
time stamps.

The validity indicated by this attribute SHALL
be equal to or be within the range of the
fragment validity of the associated
‘PurchaseData’ fragment.

currency A M 1 Specifies the currency codes defined in ISO | string
4217 international currency codes.
SubscriptionPe | E3 @) 0.1 Specifies the subscription period fordpton | duration
riod represented by this PurchaseData. If the

Purchase Item represents a bundle of servicg
the SubscriptionPeriod SHALL be returned.
Otherwise it MAY be omitted. This element
takes precedence over the ‘SubscriptionPeriqd’
element of the referenced PurchaseData

n

fragment.
SubscriptionTy | E3 M 1 The type of subscription offered as defiired
pe section 5.1.2.7 of [BCAST10-SG].

Allowed values are:

0 — one-time subscription

1 — open-ended subscription

2 — free trial subscription

3 — (not applicable)

4 — 127 Reserved for future use
128-255 Reserved for proprietary use

The Token-based modes defined in the
PurchaseData fragment SHALL NOT be
signalled here.

TermsOfUse | E3 0] 0..N Element that declares there are Ternusef
associated with the ‘PurchaseData’ fragment
and parent ‘Purchaseltem’ this ‘Pricing
Information Response’ relates to.

Contains the textual presentation of Terms of
Use or a reference to Terms of Use
representation through ‘PreviewData’, and
information whether user consent is required for
the Terms of Use.

Multiple occurrences of ‘TermsOfUse’ are
allowed within this message, but for any two
such occurrences values for elements “Country”
and “Language” SHALL NOT be same at the
same time.

Contains the following attributes:
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type

id

userConsentRequired
Contains the following sub-elements:

Country

Language

PreviewDatalDRef

TermsOfUseText

type

The way the terminal SHALL interpret the
Terms of Use:

0 — Display before purchasing or subscribing.
If ‘TermsOfUse’ element of type ‘0’ is present|
terminal SHALL render the Terms of Use prig
to initiating purchase or subscription request
related Purchaseltem associated with this
message.

1-—

Not used.

2 -127 reserved for future use

128 -255 reserved for proprietary use

unsignedByt
e

=

id

The URI uniquely identifying the Terms of Us

eanyURI

userConsentRe
quired

Signals whether user consent for these Tarin
Use is needed.

true:

User consent is required for these Terms of U
and needs to be confirmed in the subscriptior
purchase request message related to the
Purchaseltem associated with this message.

false:

User consent is not required for the Terms of
Use.

5 boolean

Country

E3

0..N

List of countries for which the Termsuse is
applicable if consuming the service in that

country. Each value is a Mobile Country Code

according to [ITU-MCC].

If this element is omitted, the Terms of Use a
applicable to any country.

string of
three digits

D

Language

E3

Language in which the Terms of Use is giver
Value is a three character string according to

ISO 639-2 alpha standard for language codes.

.string

PreviewDatalD
Ref

E3

0.1

Reference to the PreviewData fragmenthvhi
carries the representation of legal text.
If this element is not present, the
‘TermsOfUseText’ element SHALL be presen
(Implementation in XML schema using
<choice>).

anyURI

TermsOfUseTe
xt

E3

0.1

Terms of Use text to be rendered.

If this element is not present, the
‘PreviewDatalDRef element SHALL be
present (Implementation in XML schema usin
<choice>).

string
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PurchaseDataF | E2 (0] 0..N . This element holds PurchaseData fratggrian| Complex
ragment the the format specified in [BCAST10-SG] Type
This element SHALL NOT be used to provide a
PurchaseData fragment that does not relate tp a
purchase item requested by the user

Table 6: Structure of Pricing Information Responsein General Service Provisioning Message
5.1.5.2 Service Request Message

This message is sent by the terminal to the BSkdaoest the subscription to, or purchase of, teecated purchase
item(s), and is applicable to both the DRM Profitel Smartcard Profile. This message is usedlgtfastthe
subscription/purchase of purchase item(s) whidré&(not associated with token-based payment. Shin@rtcard Profile also
uses this message to submit a request for a SEK#3E#&Ciated with a specific Key Validity periodnge of STKM Time
Stamp values), when the SEK/PEK required to englalg-back of protected recording is not availatethe Smartcard
(see Section 6.9.1 of [BCAST10-ServContProt]).

Note that for the Smartcard Profile, (U)SIM SmartcBrofile terminals shall not release the PaclatalProtocol (PDP)
context [3GPP TS 23.060] used by the "Service Rettjuatil a "De-registration” procedure has beeriggened. This is to
ensure that the BSM is aware of the correct terhtiihaddress for the purpose of performing LTKMideties. The network
may initiate the release of terminal PDP conteagsdefined in [3GPP TS 23.060], in the case thaetfs a limit on the
number of active PDP contexts that it can maintain.

5.1.5.2.1 Service Request

This message is sent by the terminal to the BSMdaest the subscription to, or purchase of, teeaated purchase item.
If the price is specified in the request messagkitadiffers from the price calculated by the BSt bne or more of the
purchase items included in the request, the BSM ISH®&spond with Pricing Information Response mess@gl.5.1.2).
Also, if the price is not specified for one or marfehe purchase items in the request messag&3MSHALL respond
with Pricing Information Response message (5.12%.Otherwise, the BSM SHALL respond with ServicesBonse
message (5.1.5.2.2).

ServiceReq | E Service Request Message to subscribe or
uest purchase Purchaseltem
Contains the following attributes:
requestiD

Contains the following elements:
UserlD
DevicelD
ServiceEncryptionProtocol
Purchaseltem

DrmProfileSpecificPart
SmartcardProfileSpecificPart

Note: The Service Request message MAY
contain either the DrmProfileSpecificPart or
SmartcardProfileSpecificPart, but not both.
Furthermore, in the case of the Smartcard
Profile, the ‘SmartcardProfileSpecificPart’
SHALL be omitted if the message is used for
the purpose of subscription or purchase, and
SHALL be included if the message is used to
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request delivery of SEK(s)/PEK(s).

requestiD | A O 0..1

Identifier for the Service request message

unsignedint

UserlD E1l (@] 0..N

The user identity known to the BSM.
For the DRM profile, this element SHALL be
included.

For the Smartcard profile, this element SHAL
be omitted, and the user identity SHALL be

provided by the network with HTTP DIGEST
authentication procedure defined in section 6

Contains the following attributes:
type

string

type A M 1

Specifies the type of User ID. Allowed vatue
are:

0 — username defined in [RFC 2865]
1-IMSI

2 - URI

3 - IMPI

4 — MSISDN

5 - MIN

6-127 reserved for future use
128-255 reserved for proprietary use

unsignedByt
e

DevicelD El (0] 0..N

A unique device identification known bt
BSM. For the DRM profile this element

SHALL be included if the device supports IME
or MEID. A device supporting the DRM profile.

SHALL NOT allow the user to modify the
DevicelD.

Contains the following attributes:
type

string

type A M 1

Specifies the type of Device ID. Allowed
values are

0 — reserved for future use

1 - IMEI [3GPP TS 23.003]

2 — MEID [3GPP2 C.S0072]

3-127 reserved for future use
128-255 reserved for proprietary use

unsignedByt
e

ServiceEncr | E1 (@] 0..N
yptionProto
col

Lists each service encryption protocglpsuted
by the device, including the mandatory ones.
Defined values: “ipsec”, “srtp”, and
“ISMACryp”. The device is allowed to include
more identifiers, however depending on the
protocols supported by the network they may

ignored.

Note: This element is only included in the
message if a service is to be delivered over
Interaction channel.

string

Purchase | E1 M 1..N
Iltem

Contains the list and price of items tiser
wants to order and the list of services the use
wants to subscribe notification.

Contains the following attributes:

globallDRef
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Contains the following elements:
PurchaseDataReference
Service

globallDRef

The identifier of the Purchase Item. The
Purchase Item identifier is advertised in the
Purchaseltem fragment of the Service Guide
GlobalPurchaseltemID and is inserted in this
message in the same format.

anyURI

PurchaseDa
taReference

E2

0.1

Contains the price information.

This specifies the PurchaseData fragment in
Service Guide which is to be used for this
subscription.

Contains the following attribute

idRef

Contains the following Element:
Price

he

idRef

References the identifiers of PurchaseData
Fragment advertised in Service Guide.

anyURI

Price

E3

0.1

The price of the Purchase Item knowin¢o t
user from Service Guide. If PurchaseData in
Service Guide contains multiple price entries
currency, this element should be specified to
indicate to the BSM the entry desired by the
user.

Contains the following attribute:
currency

decimal
the

by

currency

0.1

Specifies the currency codes defined @ IS
4217 international currency codes.

string

UserConsen
tAnswer

E2

0.1

Signals whether user agreed to the Tefrdse

boolean

as represented by id of the related TermsOfUse

element.

true: User agrees the terms of the

Terms of Use.

false: User disagrees the terms of

the Terms of Use.

If this element is not present the interpretat®on i

that the user has not read or understood the
Terms of Use.

id

The URI uniquely identifying the Terms of Us
this ‘UserConsentAnswer’ relates to.

eanyURI

Service

E2

0..N

Reference of the Service. This elemeanig
used for subscribing service-specific
Notification. As of this version of the
specification, it is assumed that service-speci
Notifications delivered over the Broadcast

i

c

Channel do not require subscription as they gre

sent in the clear. Hence, this element only
applies for subscription to service-specific
Notification delivered over the Interaction
Channel.

Contains the following attributes:
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globallDRef
notification

Note: This element is only used for the purpose

of subscribing to service-specific Notification.
In addition, this element should not be confug
with the MBMS User Service ID (the latter is
the equivalent MBMS designation for the
concatenation of the attributes
‘PurchaseltemID.@goballDRef and
‘PurchaseData.@idRef in BCAST.

globallDRef

Unique ID of the Service, as representedHey t
GlobalServicelD of the ‘Service’ fragment. It i
used to identify the Service to which the
service-specific Notification relates..

anyURI

12}

notification

This attribute declares whether subscription
receive service-specific Notification message

over the Interaction Channel is required. If sgt

to "true”, the terminal wishes to subscribe to

delivery of the service-specific Notification over

the Interaction Channel.

If setto "false”, the terminal does not wish to
subscribe to delivery of service-specific
Notification over Interaction Channel.

boolean

DrmProfile
SpecificPart

El

0.1

Service & Content Protection DRM-profile
specific part. This part is MANDATORY to
support for the DRM Profile, and is not
applicable to the Smartcard Profile.

Contains the following attributes:
rightsissuerURI

Contains the following element:
BroadcastMode

rightsissuer
URI

0.1

ID of the rights issuer associated with BEM.

anyURI

Broadcast
Mode

E2

0.1

Indicates whether or not the device stppbe
optional broadcast mode of operation for righ
acquisition, in addition to the interactive mode
of operation.

boolean
S

1y

SmartcardP
rofileSpecifi
cPart

El

0.1

Service & Content Protection Smartcanfiler
specific part. This part is MANDATORY to
support for the Smartcard Profile, and is not
applicable to the DRM Profile.

Contains the following elements:
ProtectionKeylD

Note: This message is used to submit a requg

for SEK(s) or PEK(s) associated with a specif

range of TEK values, due to unavailability of

that key in the BCAST Terminal, necessary tg

enable play-back of protected recording.

pSt
ic

ProtectionkK
eylD

E2

1..N

The 7-byte long concatenation of KeyDamhi
and SEK/PEK ID corresponding to the conter
for which the SEK(s) or PEK(S) is requested.

unsignedLo
tng

Contains the following attributes:
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timestampMin
timestampMax

timestamp values (4 bytes) for which the SEK
or PEK is requested.

timestamp | A (e 0.1 The lower bound of the range of STKM hexBinary
Min timestamp values (4 bytes) for which the SEK
or PEK is requested.
timestamp | A (0] 0.1 The upper bound of the range of STKM hexBinary
Max

Table 7: Structure of Service Request in General $éce Provisioning Message

5.1.5.2.2 Service Response

This message is sent to the terminal from the B&késponse to the request for subscription to #rei& Request message.

This message is applicable to both the DRM Praiild Smartcard Profile.

ServiceResp| E
onse

Service Response Message

Contains the following attributes:
requestiD
globalStatusCode
adaptationMode

Contains the following elements:
Purchaseltem
DrmProfileSpecificPart

requestiD | A o 0..1

Identifier for the corresponding Servieguest
message.

unsignedint

global A O
Status
Code

0.1

The overall outcome of the request, adogrtb

the return codes defined in section 5.11.

= |[f this attribute is present and set to value
“0”, the request was completed
successfully. In this case the
‘itemwiseStatusCode’ SHALL NOT be
given per each requested ‘Purchaseltem’

= If this attribute is present and set to some
other value than “0”, there was a generic

error concerning the entire request. In this

case the ‘itemwiseStatusCode’ SHALL
NOT be given per each requested
‘Purchaseltem’.

= |f this attribute is not present, there was an

error concerning one or more
‘Purchaseltem’ elements associated with
the request. Further, the
‘itemwiseStatusCode’ SHALL be given pe
each requested ‘Purchaseltenm’.

unsignedByt
e

=

adaptation | A O
Mode

0.1

Informs the terminal of the operational
adaptation mode: Generic or BDS-specific
adaptation

false — indicates Generic adaptation mode

boolean
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true — indicates BDS-specific adaptation mod
Note: this attribute SHALL be present only if
the ‘globalStatusCode’ indicates “Success”, g
the underlying BDS is BCMCS.

[¢]

Purchaselte | E1 M
m

1..N

Describes the results of the request agessf
subscribing to or purchasing the Purchaselte
For the DRM Profile, if subscription or

purchase is successful, rightsValidityEndTime

of Purchaseltem will be present. For either th
DRM Profile or Smartcard Profile, in the case
subscription/purchase failure,

itemwiseStatusCode will be present to indicate

the reason why the request is not accepted b
BSM.

Contains the following attributes:
globalDRef
itemwiseStatusCode

Contains the following element:
SubscriptionWindow

B

D

of

y

globallDRef | A M 1

The ID of the Purchase Item. A purchase iten
identified by the GlobalPurchaseltemID found
in the Purchaseltem fragment.

nanyURI

itemwiseSta | A (e}
tusCode

0.1

Specifies a status code of each Purcremslt
using GlobalStatusCode defined in the sectio
5.11.

unsignedByt
he

Subscriptio | g2 o)
nWindow

0.1

The time interval during which the subscriptio
is valid.

The network SHOULD include this element fg
time-based subscriptions and MAY include it
for pay-per-view.

The terminal MAY use this information to

determine the validity period of a subscription.

Contains the following attributes:
startTime
endTime

>

=

startTime | A M 1

NTP timestamp expressing the start of supsion.

unsignedint

endTime A 0]

NTP timestamp expressing the end of sutsmn.
This attribute SHALL NOT be present for open-
ended subscriptions.

unsignedint

DrmProfile | E1 @]
SpecificPart

0.1

Service & Content Protection DRM-profile
specific part. This part is MANDATORY to
support for the DRM Profile, and is not
applicable to the Smartcard Profile.

Contains the following attributes:
rightsValidityEndTime

Contains the following elements:
roap Trigger

rights A O
Validity

0.1

The last time and date of validity of theng-

unsignedint

Term Key Message, after which it has to be
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EndTime renewed. This attribute will be present when
BSM accept the request message. This field is
expressed as the first 32bits integer part of NTP
time stamps.

Note: this element is validated if RO is
broadcasted. Otherwise, this element is not

necessary.
roap E2 (0] 0.1 ROAP RO Acquisition Trigger**. The deviise| reference to
Trigger expected to use the trigger to initiate one or | “roapTrigge
more Long-Term Key Message acquisitions. | r” element
as defined in
OMA DRM
2.0 XML
namespace
SmartcardP | E1 (0] 0.1 Service & Content Protection Smartcawafgr
rofileSpecifi specific part. This part is MANDATORY to
cPart support for the Smartcard Profile, and is not
applicable to the DRM Profile.
Contains the following elements:
LTKM
LTKM E2 @] 0..N Smartcard profile BCAST LTKM (base64- base64Binar

encoded MIKEY message). This elementis |y
present if the terminal and the BSM have agreed
on “HTTP” as a LTKM delivery mechanism
during the registration procedure (see section
5.1.6.10)

Table 8: Structure of Service Response in Generak8vice Provisioning Message

** These (ROAP Messages) are DRM profile specifioey are defined in [DRMDRM-v2.0].

5.1.5.2.3 Service Completion (DRM Profile only)

This message MAY be sent by a terminal after itdeagived a Service Response Message and retadetKMs. The
network SHALL reply with a HTTP 200 OK response sage when this message is received.

ServiceCom | E Service Completion Message
pletion Message.
Contains the following attribute:
requestiD

Contains the following element:
LTKMessagelD

requestiD | A (0] 0.1 Identifier for the corresponding Servieguest | unsignedint
message.
LTK E1l M 1..N A list containing the IDs of one or m&r€KMs | string
MessagelD received by the device.

This isthe RO ID .

[0 2008 Open Mobile Alliance Ltd. All Rights Reserve  d.
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Table 9: Structure of Service Completion in GeneraBervice Provisioning Message

5.1.5.3 LTKM Renewal Messages

The following messages in this section are spetifitie DRM Profile. For the Smartcard Profiles #guivalent messages
and procedures pertaining to LTKM renewal are aefim Section 5.1.6.3.
5.1.5.3.1 LTKM Renewal Request (DRM Profile only)

The Long-term Key Message Renewal request messagat if a terminal needs to renew the LTKM(spasged to a
certain Purchase Item or group of purchase itenis only applicable to the DRM Profile.

This message can also be sent by the terminabtB8M to request the subscription to any purchases that the end user
has already purchased (e.g. via out of band melnshas not yet received key material for. Thislddor example be used
the first time the BCAST application is startecbider to register the terminal to “free” or “deféiudhannels.

LTKMRene | E Long Term Key Message Renewal Request
walRequest Message
Contains the following attributes:
requestiD

Contains the following elements:
UserlD
DevicelD
Purchaseltem
requestiD | A (0] 0.1 Identifier for the LTKM renewal request unsignedint
message.
UserlD E1l 0] 0..N The user identity known to the BSM. string

For the DRM profile, this element SHALL be
included.

Contains the following attributes:

type
type A M 1 Specifies the type of User ID. Allowed vatue | unsignedByt
are: e
0 — username defined in [RFC 2865]
1-1IMSI
2 - URI
3 - IMPI
4 — MSISDN
5 - MIN

6-127 reserved for future use
128-255 reserved for proprietary use

DevicelD | E1 (0] 0..N A unique device identification known bt string
BSM.

For the DRM profile, this element SHALL be
included if the device supports IMEI or MEID.
A device supporting the DRM profile SHALL
NOT allow the user to modify the DevicelD

Contains the following attributes:
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type
type A M 1 Specifies the type of Device ID. Allowed unsignedByt
values are e

0 — reserved for future use

1 - IMEI [3GPP TS 23.003]

2 — MEID [3GPP2 C.S0072]

3-127 reserved for future use
128-255 reserved for proprietary use

Purchase | E1 M 1..N A list of Purchase Items that the usentwado
Item renew.
Contains the following attribute:
globallDRef

If the terminal wants to request from the BSM
the delivery of a list of all purchase items that|
the end user has already purchased, the ternjinal
has to set the globallDRef attribute equal to
“oma-bcast-allservice$ This could for
example be used the first time the BCAST
application is started in order to register the
terminal to “free” or “default” channels.

If the terminal wants to request from the BSM a
list of all those purchase items that the end usger
has already purchased (e.g. via out of band
means), but has not yet received a ROAP trigger
for, the terminal has to set the globallDRef
attribute equal todma-bcast-newservices

If either “oma-bcast-allservicesor “oma-
bcast-newservicesis used, there SHALL be
exactly one ‘Purchaseltem element’ in the
request.

globallDRef | A M 1 GlobalPurchaseltemID to identify this anyURI
Purchaseltem, found in the Purchaseltem
fragment.

Table 10: Structure of LTKM renewal request in Geneal Service Provisioning Message

5.1.5.3.2 LTKM Renewal Response (DRM Profile only)
LTKMRene | E Long Term Key Message Renewal Response
walRespons Message
€ Contains the following attributes:
requestiD

globalStatusCode

Contains the following elements:
Purchaseltem
DrmProfileSpecificPart

requestiD | A 0] 0.1 Identifier for the corresponding LTKM resgt | unsignedint
message.
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global A M
Status
Code

0.1

= The overall outcome of the request,
according to the return codes defined in
section 5.11.If this attribute is present ang
set to value “0”, the request was completg
successfully. In this case the
‘itemwiseStatusCode’ SHALL NOT be
given per each requested ‘Purchaseltem’

= |[f this attribute is present and set to some
other value than “0”, there was a generic
error concerning the entire request. In thi
case the ‘itemwiseStatusCode’ SHALL
NOT be given per each requested
‘Purchaseltem’.

= |f this attribute is not present, the request
was completed successfully but there wa:
an error concerning one or more
‘Purchaseltem’ elements associated with
the request. Further, the
‘itemwiseStatusCode’ SHALL be given pe
each requested ‘Purchaseltem’.

In case this message is a response to an
LTKMRenewalRequest with ‘globallDRef’ set
to “oma-bcast-newservicé'sor “oma-bcast-
allservices, an empty result list SHALL be
signalled by setting ‘globalStatusCode’ equal
“010” (No Subscription) and not instantiating
the ‘Purchaseltem’ element.

unsignedByt
e

]
ed

h

=

to

Purchaselte | E1 M
m

0..N

Describes the results of the request agessf
LTKM Renewal. If renewal is successful,
LTKValidityEndTime of Purchaseltem will be
present. If not, itemwiseStatusCode will be

present to show user the reason why the request

is not accepted by BSM.

This element SHALL NOT be instantiated in
case the ‘globalStatusCode’ attribute is prese
and set to a value different from ‘0’. In any
other case, it SHALL be instantiated.

Contains the following attributes:
globallDRef
ltkValidityEndTime
itemwiseStatusCode

Contains the following sub-elements:
SubscriptionWindow
PurchaseDataReference

In case the globallDRef attribute of the
Purchaseltem element has been set equal to
“oma-bcast-allservicesin the corresponding
request message, the reply message SHALL
contain a list of all Purchaseltem elements

which the terminal has already purchased an
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which it is entitled to access currently or in the

future

In case the globallDRef attribute of the
Purchaseltem element has been set equal to
“oma-bcast-newservicesin the corresponding
request message, the reply message SHALL
contain a list of those Purchaseltem elements
which the terminal has already purchased (e.
via out of band means) and which it is entitleg
to access currently or in the future, but for
which it has not received key material.

globallDRef | A M 1

The ID of the Purchase Item to which the

validity end time is related. A purchase item i$

identified by the GlobalPurchaseltemID found
in the Purchaseltem fragment.

anyURI

D

ltkValidityE | A (@]
ndTime

0.1

The last time and date of validity of tteng-

Term Key Message, after which it has to be
renewed again. This attribute will be present
when BSM accept the request message. Thig

unsignedint

field is expressed as the first 32bits integer part

of NTP time stamps.

Note: the information on this element can be
provided in RO.

itemwiseSta | A M
tusCode

0.1

Specifies a status code of each Purcherssit
using GlobalStatusCode defined in the sectio
5.11.

unsignedByt
ne

Subscriptio | g2 o)
nWindow

0.1

The time interval during which the subscriptio
is valid.

The server MAY omit this element if the
response is not successful. Otherwise:

« For time-based subscriptions, the netwo|
SHALL include this element when
responding to andma-bcast-allservices
or “oma-bcast-newservicesrequest and
SHOULD include it otherwise.

e For pay-per-view, the network MAY
include this element.

The terminal MAY use this information to

determine the validity period of a subscription.

Contains the following attributes:
startTime
endTime

>

rk

startTime A M 1

NTP timestamp expressing the start of supsiomn.

unsignedint

endTime A 0]

NTP timestamp expressing the end of sitsmn.
This attribute SHALL NOT be present for open-
ended subscriptions.

unsignedint

PurchaseDa | E2 (0]
taReference

0.1

Describes the PurchaseData associatedheit

[0 2008 Open Mobile Alliance Ltd. All Rights Reserve

d.

Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.




OMA-TS-BCAST_Services-V1_0-20081010-C Page 41 (164)

subscription to the Purchase. The device MAY
use this information to update its internal
subscription information concerning the user.

The server SHALL include this element if the

not.

Contains the following attributes:
idRef

Contains the following sub-element:
Price

idRef A M 1 The id of the Purchase Data fragment that is | anyURI
being referred to.

Price E3 (0] 0..N The price currently associated for theetoshe | decimal
subscription, possibly in multiple currencies.

Contains the following attribute:
currency

currency | A (0] 0.1 Specifies the currency codes defined @ IS | string
4217 international currency codes. If not give
value of price is amount of Tokens.

DrmProfile | E1 (0] 0.1 Service & Content Protection DRM-profile
SpecificPart specific part. This part is MANDATORY to
support for the DRM Profile. Note that as this
message is only applicable for the DRM profi
this element SHALL always be present for
successful responses (i.e. ‘globalStatusCode
being equal to 0 or not instantiated).

Contains the following elements:
Trigger

Trigger E2 (0] 0.1 ROAP RO Acquisition Trigger**. If the KM | RoapTrigger
renewal failed because the device was

unregistered, the response MAY include a
ROAP Registration Trigger**. In that case, the
device is expected to use the trigger to initiat¢ a
registration and repeat the LTKM renewal once
it is registered.

=]

o

Table 11: Structure of LTKM renewal response in Geeral Service Provisioning Message

** These (ROAP Messages) are DRM profile specific

5.1.5.3.3 LTKM Renewal Completion (DRM Profile Only )

This message, sent by the terminal to the BSMegts an acknowledgment of the terminal’s readigiie LTKM
Renewal Response. The network SHALL reply with arfRT200 OK response message when this messageigatc

LTKMRene | E Long-Term Key Message Renewal Completion
walComplet Message
ion Contains the following attributes:
requestiD

Contains the following elements:
LongTermKeylD
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requestiD | A (0] 0.1 Identifier for the corresponding LTKM reggt | unsignedint
message.
LongTerm | E1 M 1..N A list containing the IDs of one or mdreng- | string
KeylD Term Key Messages received by the device.

Table 12: LTKM renewal completion in General Servce Provisioning Message

5.1.5.4 Unsubscription Messages

These messages pertain to the request and redporsacellation of the existing subscription te fhurchase item as
identified by the ‘globallDRef attribute’ of Purckeltem or the notification as identified by theoighlIDRef attribute’ of
Service.

Depending on the specific situation, a subscriptionld still be valid after this procedure has bsaccessfully executed, for
example because the user has already paid a namdedfle amount for a time span that is yet to elalpsthis case, the
subscription is to be considered valid until thediindicated in the “subscribedUntil” attributetbé response.

A device supporting the DRM Profile SHALL continteerenew keys with the LTK renewal procedure wttie
subscription is still valid, even if the user hasubscribed.

When the device unsubscribing supports the smarfmarfile, some additional actions need to occurupuccessful
completion of the unsubscribe procedure. The BSMWafso invalidate SEKs associated with the releyamthase ID on
the unsubscribing device which are not used byathgr purchase items to which the device is sulbsdriThe BSM
invalidates SEKs/PEKSs by sending an LTKM with iridey Validity data, i.e. the lower bound is greathan the upper
bound, where the bounds define the allowed rangétloér TEK IDs or TimeStamp values.

5.1.5.4.1 Unsubscribe Request
[_Name [ Type [ Category | Cardinalty |  Descripon [ DaaType |
Unsubscrib | E Unsubscribe Request Message
eRequest Contains the following attributes:
requestiD
keepSubscription
Contains the following elements:
UserlD
DevicelD
Purchaseltem
requestiD | A (0] 0.1 Identifier for the Unsubscribe request sage. | unsignedint
keepSubscri | A (@] 0.1 This element declares whether this boolean
ption UnsubscribeRequest message requests un-

subscription from both the Purchaseltem and
related service-specific Notification delivered
over the Interaction Channel, or only the latter.
When the user wants to unsubscribe from
service-specific Notifications delivered over the
Interaction Channel but keep the subscription to
Purchaseltem, this attribute SHALL be set to
“true”. If this attribute is not present or holds
value “false”, it means both Purchaseltem ar
its relevant notification are requested for un-
subscription.

UserlD E1l 0] 0..N The user identity known to the BSM. string
For the DRM profile, this element SHALL be

o
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included.

For the Smartcard profile, this element SHAL
be omitted, and the user identity SHALL be

provided by the network with HTTP DIGEST
authentication procedure defined in section 6

Contains the following attributes:
type

type

Specifies the type of User ID. Allowed vatue
are:

0 — username defined in [RFC 2865]
1-IMSI

2 - URI

3 - IMPI

4 — MSISDN

5 - MIN

6-127 reserved for future use
128-255 reserved for proprietary use

unsignedByt
e

DevicelD

El

0..N

A unique device identification known bt
BSM. For the DRM profile this element

SHALL be included if the device supports IME

or MEID. A device supporting the DRM profilg
SHALL NOT allow the user to modify the
DevicelD.

Note: If a user has multiple devices, then this
element indicates a device or a group of devi
that the user wants to unsubscribe.

Contains the following attribute:
type

string

Ces

type

Specifies the type of Device ID. Allowed
values are

0 — reserved for future use

1 - IMEI [3GPP TS 23.003]

2 — MEID [3GPP2 C.S0072]

3-127 reserved for future use
128-255 reserved for proprietary use

unsignedByt
e

Purchase
Iltem

El

1..N

Specifies identifier of the Purchase It user|
wants to unsubscribe from. Also, contains
ServicelD to unsubscribe service-specific
notification.

Contains the following attribute:
globallIDRef

Contains the following element:
Service

globallDRef

Identifier of Purchaseltem.
GlobalPurchaseltemID found in the
Purchaseltem fragment will be used.

anyURI

Service

E2

0..N

This element is only used for unsubsegbi
service-specific Notification. See section

5.14.4.2.1. As of this version of the
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specification, it is assumed that service-specific
Notifications delivered over the Broadcast
Channel do not require un-subscription as they
are sent in the clear. Hence, this element only
applies for un-subscription from service-specifi
Notification delivered over the Interaction
Channel.
Contains the following attributes:
globallDRef
notification

globallDRef | A M 1 GlobalServicelD of the ‘Service’ fragment to| anyURI
identifying the service to which this service-
specific Notification relates.

notification | A M 1 This attribute declares un-subscription from | boolean
delivery of the service-related Notification over
the Interaction Channel is required. If set to
“true”, the terminal wishes to unsubscribe from
delivery of service specific Notification over the
Interaction Channel.

If set “false” or is absent, it means there is no
change in current status of subscription for
service-specific Notification delivered over the
Interaction Channel.

C

Table 13: Structure of Unsubscribe Request in Garal Service Provisioning Message

5.1.5.4.2 Unsubscribe Response
UnsubscribeRe | E Unsubscribe Response Message
el Contains the following attributes:
requestiD
globalStatusCode
Contains the following elements:
Purchaseltem
requestiD A o] 0.1 Identifier for the corresponding Unsubkeri | unsignedint
request message.
global A M 0.1 The overall outcome of the request, acitmyd| unsignedByt
Stagus to the return codes defined in section 5.11. | e
Code

= |f this attribute is present and set to value
“0”, the request was completed
successfully. In this case the
‘itemwiseStatusCode’ SHALL NOT be
given per each requested ‘Purchaseltem’.

= |f this attribute is present and set to some
other value than “0”, there was a generic
error concerning the entire request. In this
case the ‘itemwiseStatusCode’ SHALL
NOT be given per each requested
‘Purchaseltem’.

= If this attribute is not present, there was
an error concerning one or more
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‘Purchaseltem’ elements associated wit
the request. Further, the
‘itemwiseStatusCode’ SHALL be given
per each requested ‘Purchaseltem’.

Purchase
Item

El

1..N

The ID of the Purchase Item to which the
message is related.

This element SHALL NOT be instantiated in
case the ‘globalStatusCode’ attribute is
present and set to a value different from ‘0.
any other case, it SHALL be instantiated.

Contains the following attribute:
globallDRef
itemwiseStatusCode

globallDRef

Identifier of Purchaseltem.
GlobalPurchaseltemID found in the
Purchaseltem fragment will be used.

anyURI

itemwiseStatus
Code

0.1

Indicates the results of the Unsubscribe
Request message. If Value is successful, if]
means relevant Purchaseltem is unsubscrih
GlobalStatusCode specified in section 5.11
will be used for this code.

UnsignedBYy
te
ed.

subscribedUnti
|

0.1

The date and time until which the subgimip
is still valid. If missing, the subscription is to|
be considered terminated immediately.

For the DRM profile, this is the time until
which the terminal SHALL continue to issue

LTK renewal requests for the purchase item.

For Smartcard Profile, this is the time until
which the BSM SHALL continue to include
the purchase item in subsequent registratio
responses.

This field is expressed as the first 32bits
integer part of NTP time stamps.

unsignedint

=]

SmartcardProf
ileSpecificPart

El

0.1

Service & Content Protection Smartcard-
profile specific part. This part is
MANDATORY to support for the Smartcard
Profile, and is not applicable to the DRM
Profile.

Contains the following elements:
LTKM

LTKM

E2

0..N

Smartcard profile BCAST LTKM (base64-
encoded MIKEY message). This element is
present if the terminal and the BSM have
agreed on “HTTP” as a LTKM delivery
mechanism during the registration procedur

base64Binar
y

D

(see section 5.1.6.10)

Table 14: Structure of Unsubscribe Response in Geral Service Provisioning Message
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5.1.5.5 Token Purchase Request Messages

5.1.5.5.1 Token Purchase Request

This message is sent by the terminal to the BShdaest the purchase of tokens, or credits, toleriature consumption of
broadcast services/content. The quantity of wheddéntified by the requested token amount. Théssage is applicable to
both the DRM Profile and Smartcard Profile.

Note that for the Smartcard Profile, (U)SIM SmartcBrofile terminals shall not release the PacksalProtocol (PDP)
context [3GPP TS 23.060] used by the "Token PueRasjuest” until a "De-registration” procedure l@sn performed.
This is to ensure that the BSM is aware of theemrterminal IP address for the purpose of perfogntoken deliveries. The
network may initiate the release of terminal PDRtegts, as defined in [3GPP TS 23.060], in the thatthere is a limit on
the number of active PDP contexts that it can raint

TokenPurcha | E Token Purchase Request Message
seRequest Contains the following attributes:
requestiD

Contains the following elements:
UserlD
DevicelD
PermissionsissuerURI
TokenRequest
SmartcardProfileSpecificPart
requestiD | A O 0.1 Identifier for the Token Purchase request unsignedIint
message.
UserlD El 0] 0..N The user identity known to the BSM. string
For the DRM profile, this element SHALL be
included.
For the Smartcard profile, this element SHALL
be omitted, and the user identity SHALL be
provided by the network with HTTP DIGEST
authentication procedure defined in section 6{6

Contains the following attributes:

type
type A M 1 Specifies the type of User ID. Allowed vatue | unsignedByt
are: e
0 — username defined in [RFC 2865]
1-1IMSI
2 - URI
3 - IMPI
4 — MSISDN
5 - MIN

6-127 reserved for future use
128-255 reserved for proprietary use
DevicelD E1l 0] 0..N A unique device identification known bet string
BSM. For the DRM profile this element
SHALL be included if the device supports IME
or MEID. A device supporting the DRM profile
SHALL NOT allow the user to modify the
DevicelD.
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Contains the following attribute:
type

type

Specifies the type of Device ID. Allowed
values are

0 — reserved for future use

1 - IMEI 3GPP TS 23.003

2 — MEID 3GPP2 C.S0072

3-127 reserved for future use
128-255 reserved for proprietary use

unsignedByt
e

Permissionsl
ssuerURI

El

0.1

The identification of the Permissionsiéss
depending on the Profile.

For the DRM Profile, this element is
MANDATORY. It identifies the Rights Issuer
from which the BSM can retrieve the ROAP
Trigger**,

For the Smartcard Profile, this element SHAL|
NOT be instantiated as only the BSM can gra
tokens in the case of the Smartcard Profile.
Contains the following attribute:

type

anyURI

type

The type of the Permissions Issuer identitigd
the PermissionslssuerURI. Allowed values al

false — DRM Profile
true — Reserved for future use

As of this version of the specification, this
attribute SHALL be set to “false” when
instantiated.

boolean
re:

TokensReque
sted

El

0.1

Purchase request for tokens
Contains the following attributes:

type

amount

chargingType

type

Specifies the type of tokens requested
Allowed values are:

0 - unspecified

1 — tokens for the DRM Profile

2 — service tokens for the Smartcard Profile,
added to the live_ppt_purse of the specified
SEK/PEK key group

3 — service tokens for the Smartcard Profile,
the playback_ppt_purse of the specified
SEK/PEK key group

4 — user tokens for the Smartcard Profile add
to the user purse associated to the BSM ID
5 - 127 reserved for future use

128-255 reserved for proprietary use

Note: type 1 tokens are applicable only to DR
Profile, whereas types 2-4 are applicable only
Smartcard Profile

For a definition of user tokens and service

unsignedByt
e

1%
o

M

tokens, see Sections 6.6.4.2 and 6.6.7 of
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[BCAST10-ServContProt].

amount A M 1

Specifies the amount of tokens requested.

For types 0 and 1, this value corresponds to|
number of tokens requested

For types 2 and 3, this value corresponds to|
requested number of service tokens, valid
any LTKM using service tokens associated
the given SEK/PEK key group.

For type 4, this value corresponds to
requested number of user tokens, valid for
LTKM using user tokens associated to the 1D
the BSM.

unsignedint
the

the
for
to

he
any
of

charging A M 1
Type

The type of charging (pre-paid or post-pal
user wishes to use. The BSM will verify that t
requested charging type is available for this
user. The following values are defined:

0 — undefined

1 — prepaid

2 — postpaid

3-127 — reserved for future use
128-255 — reserved for proprietary use

unsignedByt
he

SmartcardPr | E1 0]
ofileSpecificP
art

0.1

Service & Content Protection Smartcanfiler
specific part. This part is MANDATORY to
support for the Smartcard Profile, and is not
applicable to the DRM Profile.

Contains the following elements:
ProtectionKeylD
Purchaseltem

ProtectionKe | E2 (e
yID

0.1

The 7-byte long concatenation of KeyDomain
and SEK/PEK ID corresponding to the
SEK/PEK ID for which service tokens are
requested.

Key number part MAY be set to any value as
the service tokens are associated to a key gr

The element is only present when service tok
are requested AND the Purchaseltem eleme
absent.

IInsignedLo
ng

DUP.
ens
nt is

Purchaselte | E2 (@]
m

O.N

Identifier of the content(sir service(s), or

purchase item(s) to which the type of tokens
the token purchase request corresponds, if th
information comes from the Service Guide.

This is given by the globalPurchaseltemID as
defined in [BCAST10-SG].

Contains the following attributes:
globallDRef
purchaseDatalDRef
purchaseUnitNum

Note: PurchaseltemID SHALL be present if th
SmartcardProfileSpecificPart is present

D S

globallDRef | A M 1

Identifier of Purchaseltem.

anyURI

GlobalPurchaseltemID found in the
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Purchaseltem fragment will be used.

Num

purchaseDat | A 0.1 Identifies the associated ‘PurchaseData’ anyURI
alDRef fragment to which the requested credit package
belongs.
purchaseUnit | A 0.1 The number of token-based credit packages| unsignedShqg

requested by the terminal, where the number

aft

tokens in one package is indicated by ‘amount
attribute above.

In Smartcard Profile, the value of ‘amount’
attribute SHALL be identical to the value of
‘TotalNumberCredits’ element specified in the
associated ‘PurchaseData’ fragment in the SG.
Therefore the actual number of tokens requested
by the terminal is ‘PurchaseUnitNum’ times
‘amount’.

Table 15: Structure of Token Purchase Request in Geral Service Provisioning Message

** These (ROAP Messages) are DRM profile specific

5.1.5.5.2 Token Purchase Response

This message, sent from the BSM to the terminplteasents a successful outcome, either unconditmmabnditional in
nature, in response to the Token Purchase Redueéstmessage is applicable to both the DRM Praifild Smartcard
Profile.

TokenPurcha | E Token Purchase Response
seResponse Contains the following attributes:

requestiD

globalStatusCode

Contains the following elements:
DrmProfileSpecificPart
SmartcardProfileSpecificPart

Note: DrmProfileSpecificPart and

SmartcardProfileSpecificPart are mutually

exclusive — TokenPurchaseResponse SHALL

contain either the DrmProfileSpecificPart or

SmartcardProfileSpecificPart.

Identifier for the corresponding Token éhase | unsignedint

request message.

globalStatus | A M 1 The outcome of the request, according to the| unsignedByt
Code return codes defined in Table 1. e
DrmProfileS | E1 0] 0.1 Service & Content Protection DRM-profile
pecificPart specific part. This part is MANDATORY to
support for the DRM Profile, and is not
applicable to the Smartcard Profile..
Contains the following elements:
roap Trigger
If the token purchase succeeded, themssp | reference to

SHALL include a ROAP Trigger** as an “roapTrigge

additional payload. The device is expected to| r’ element

requestID A O 0..1

roap Trigger | E2 (@) 0..1

[0 2008 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-BCAST_Services-V1_0-20081010-C

Page 50 (164)

use the trigger to initiate one or more token
acquisitions.

If the token purchase failed because the devi
was unregistered, the response includes a R
Registration Trigger** as an additional payloa
The device is expected to use the trigger to
initiate a registration and repeat the token
purchase once it is successfully registered.

as defined in

OMA DRM
c2.0 XML
DAgMeEspace
d.

SmartcardPr
ofileSpecificP
art

El

0.1

Service & Content Protection Smartcanfiler
specific part. This part is MANDATORY to
support for the Smartcard Profile, and is not
applicable to the DRM Profile.

Contains the following element:
TokensGranted
LTKM

TokensGrant
ed

E2

0.1

Granted tokens in response to the token
purchase request.

It contains the following attributes:

type

amount

chargingType
Note: The element TokensGranted simply
represents the information on the outcome of
token purchase request. The actual token
delivery is fulfilled by the MIKEY LTKM.

the

type

Specifies the type of tokens granted in thieeh
purchase transaction.

Allowed values are:

0 — reserved

1- tokens for the DRM Profile

2 — service tokens for the Smartcard Profile,
added to the live_ppt_purse of the specified
SEK/PEK key group

3 — service tokens for the Smartcard Profile
added to the playback _ppt_purse purse of th¢
specified SEK/PEK key group

4 — user tokens for the Smartcard Profile add
to the user purse associated to the BSM ID
5-127 reserved for future use

128-255 reserved for proprietary use

unsignedByt
e

%

1%
o

amount

Specifies the number of tokens granted in the
token purchase transaction.

For type 0, 1, 2, 3 and 4, the value correspon
to the number of tokens granted.

unsignedint

ds

charging
Type

The type of charging to be associated with th
token purchase transaction. The following
values are defined:

0 — unspecified
1 — prepaid
2 — postpaid

unsignedByt
e
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3-127 — reserved for future use
128-255 — reserved for proprietary use

LTKM E2 (0] 0..N Smartcard profile BCAST LTKM (base64- base64Binar
encoded MIKEY message). This elementis |y

present if the terminal and the BSM have agreed

on “HTTP” as a LTKM delivery mechanism
during the registration procedure (see section
5.1.6.10)

Table 16: Structure of Token Purchase Response ingBeral Service Provisioning Message

*These (ROAP messages) are OMA DRMv2.0 spectiiey &re defined in [DRMDRM-v2.0mplementation in XML
schema will be done by referenceing the “RoapTrigdement from the OMA DRM2.0 ROAP protocol schebther
service protection mechanisms will map their owspeetive messages to the corresponding fields.

5.1.5.5.3 Token Purchase Completion

Token Purchase Completion Message MAY be senttbynainal after it receives Token Purchase Respbtessage.

TokenPurc | E Token Purchase Completion Message for
haseComple terminal to send.
jol Contains the following attributes:
requestiD
requestiD | A (0] 0.1 Identifier for the corresponding Token éhase | unsignedint
request message.

Table 17: Structure of Token Purchase Completion irGeneral Service Provisioning Message

5.1.5.6 Account Inquiry Messages

Account Inquiry allows the End user to requestit@sfaccount information such as active purchase litt, Service Guide
Fragments associated with subscribed PurchasedteBilling Information. The Accountinquiry Elemeint the Account
Inquiry Request message (5.1.5.6.1) indicates wihificiimation the End user wants to receive andélsponse message can
include GlobalPurchaseltem List or SG Fragmen®Biling Information as per the request message.

5.1.5.6.1 Account Inquiry Request

AccountRe | E Account Inquiry Request message
quest Contains the following attributes:
requestiD

Contains the following elements:
UserlD
DevicelD
Accountinquiry

requestiD | A (0] 0.1 Identifier for this request message unasiint
UserID El (0] 0..N The user identity known to the BSM. string

For the DRM profile, element SHALL be
included if the device supports IMEI or MEID.
For the Smartcard profile, this element SHALL
be omitted, and the user identity SHALL be
provided by the network with HTTP DIGEST
authentication procedure defined in section 6|6
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Contains the following attributes:
type

type A M 1

Specifies the type of User ID. Allowed vatue
are:

0 — username defined in [RFC 2865]
1-IMSI

2 - URI

3 - IMPI

4 — MSISDN

5 - MIN

6-127 reserved for future use
128-255 reserved for proprietary use

unsignedByt
e

DevicelD | E1 (0] 0..N

A unique device identification known bt
BSM. For the DRM profile this element

SHALL be included if the device supports IME
or MEID. A device supporting the DRM profile

SHALL NOT allow the user to modify the
DevicelD.

Contains the following attribute:
type

string

type A M 1

Specifies the type of Device ID. Allowed
values are

0 — DVB Device ID

1 — 3GPP Device ID (IMEI) [3GPP TS 23.003]

2 — 3GPP2 Device ID (MEID) [3GPP2
C.S0072]

3-127 reserved for future use
128-255 reserved for proprietary use

unsignedByt
e

Accounting | E1 M
uiry

1..N

Specifies the account information whiceu
want to receive from the BSM. Possible valu
are:

0 — undefined

1 — Purchaseltem List

2 — Service Guide Fragments

3 — Billing Information

4 ~ 127 — Reserved for future use

128 ~ 255 — Reserved for proprietary use
Note: If value is 0, BSM SHOULD deliver the

unsignedByt
%

response message as eitherone of the message

types defined above, or
- defined by the BSM operator.

Table 18: Structure of Account Inquiry Request in General Service Provisioning Message

5.1.5.6.2 Account Inquiry Response

AccountRe | E
sponse

Account Inquiry Response Message
Contains the following attributes:
requestiD

[0 2008 Open Mobile Alliance Ltd. All Rights Reserve
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globalStatusCode

Contains the following elements:
BillingInformation
Purchaseltem

requestiD | A 0] 0.1 Identifier for the corresponding Accountjuiry | unsignedint
message
global A M 1 The overall outcome of the request, accordmg@ unsignedByt
Status the return codes defined in section 5.11. e
Code
Billinginfor | E1 0] 0..N Describes the total billing informatigossibly | string
mation in multiple languages. The language is

expressed using built-in XML attribute xml:lang
with this element.

Purchaselt | E1 0] 0..N Specifies the Purchaseltem or the SeGidde
em Fragments which user subscribed or purchasgd.

Contains the following attributes:
globallDRef

Contains the following elements:
Description
PurchaseltemFragments

globallDRe | A M 1 GlobalPurchaseltemID of Purchase Item whigchanyURI
f the End user subscribed or purchased.

Description | E2 0] 0..N Describes the subscription informatiochsas | string
price, period, etc., possibly in multiple
languages. The language is expressed using
built-in XML attribute xml:lang with this

element.
Purchaselt | E2 O 0..N Contains the Purchaseltem Fragmentsrketat | ComplexTyp
emFragme the Purchaseltem to which the End user e
nts subscribed or purchased. The format is

specified in [BCAST-SG].

Table 19: Structure of Account Inquiry Response irGeneral Service Provisioning Message

5.1.6  Smartcard Profile Service Provisioning Messag es

This section specifies the Smartcard Service Piaviisg Messages. These messages support the SBragisioning
function of BCAST Terminals with Smartcard Profdapability. The messages in Sections 5.1.6.1, 2 a6d 5.1.6.4
through 5.1.6.6 below are identical to General BerfProvisioning Messages. The messages in Se&tlof.3 are somewhat
unique as described in the corresponding sectitowbeThe messages in Sections 5.1.6.7 througls.8.are unique to the
Smartcard Profile (i.e. no counterparts for thedstén the General Service Provisioning Messages).

The XML schema for these messages is defined irAfBIL0-XMLSchema-orderqueries].
5.16.1 Pricing Information Messages

5.1.6.1.1 Pricing Information Request

This message is the same as the general servigisipring message. See section 5.1.5.1.1.

5.1.6.1.2 Pricing Information Response

This message is the same as the general servigisipring message. See section 5.1.5.1.2.
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5.1.6.2 Service Request Messages

Service Request and Service Response messagés aante as those specified in Section 5.1.5.2.

Although there is no Service Completion messagéhi®iSmartcard profile, the BSM can determineéftérminal has
successfully received the Service Response by stiggean LTKM verification message (specified ictéen 6.6.6.1 of
[BCAST10-ServContProt]) in at least one of the LTKBuUbsequently transmitted to the terminal in threext of this
Service Request procedure. The LTKM verificatiorseage(s) sent by BCAST terminal to BSM will confitarBSM the
successful reception of this Service Response.

5.1.6.3 LKTM Renewal, Response and Completion Messa ges

LTKMs can be explicitly renewed with a Registratidrocedure (Section 5.1.6.7), the LTKM Request &dace (Section
5.1.6.8) or implicitly renewed via MSK delivery mredure as described in [SGPP TS 33.246].

5.1.6.4 Unsubscription Messages

5.1.6.4.1 Unsubscribe Request and Response

These messages are the same as those specifiections.1.5.4.

5.1.6.5 Token Messages

These messages are the same as those specifiection.1.5.5.

5.1.6.6 Account Inquiry Messages

These messages are the same as the General $okcsoning Account Inquiry messages as specifiedlection 5.1.5.6.
This message is the same as the general servigisiprong message. See section 5.1.5.6.2

5.1.6.7 Registration Procedure

The Registration procedure is invoked by the teaiivhen the BCAST Client is started or re-activadad upon re-
establishing connectivity to the interactivity nerk after having lost coverage or in response BS# Solicited Pull
Procedure where BM-SC Solicited Pull message mé#tted according t8ection 6.6.2 of [BCAST10-ServContProt].

The Registration procedure is used by the terminabtify the BSM that it is available to receiv&@ KMs. The Registration
procedure is not used in OMA BCAST to request dmnge in the subscription/ purchase status ofetimibal. This
functionality is provided by the Service Provisiogimessages, e.g. Service Request. For the (U)8isft8ard Profile
terminal, this procedure is the MBMS User ServiegiRtration procedure as defined by [3GPP TS 33,246vhich one
single MBMS User Service ID is indicated in the Rémtion Request: the value is “oma-bcast-alises’. The
Registration Response returned by the BSM SHALliciaté the total list of (Purchaseltem, PurchasaDfatr which the
terminal is authorized to receive the related LTK{uteluding LTKMs to invalidate SEKs/PEKS). Moreesgifically, the
response SHALL contain one Response element per B1BBEr Service ID, where each MBMS User Serviceldhtifies
a (Purchaseltem, PurchaseData) pair, encoded asiicatenation of GlobalPurchaseltemID and PurdbasdReference
values. Items that are unsubscribed but still vdlid to the presence of the “subscribedUntil” bt in the “Unsubscribe
Response” message SHALL be also included in thésRation Response. This procedure is not applecabthe case of the
(R-)UIM/CSIM Smartcard Profile, i.e., when BCMCStie underlying BDS.

Note that for the Smartcard Profile, (U)SIM SmartcRBrofile terminals SHALL not release the PackatdDProtocol (PDP)
context [3GPP TS 23.060] used by the "Registrationtil a "De-registration” procedure has been penfm or a
deactivation procedure has been initiated by tiworl as defined in [3GPP TS 23.060]. This is tewge that the BSM is
aware of the correct terminal IP address for thpgse of performing LTKM deliveries. Deactivatioropedure can be
initiated from the network in the case that thara limit on the number of active PDP contexts ithean maintain.
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The terminal MAY include in the registration requese RegistrationRequestExtension in order to:

* indicate the LTKM delivery mechanisms it suppottsting from the time of this request. This meckanis
defined in sections 5.1.6.7.1 and 5.1.6.10.1.

The BSM MAY include in the registration response ¢tegistrationResponseExtension in order to:

» indicate the LTKM delivery mechanisms it plans sedor further LTKM deliveries to the terminal. Ehi
mechanism is defined in sections 5.1.6.7.2 and3.0.1.

The BSM can also include in the registration resgoone or several RegistrationResponseServicekoitsngs order to:

» deliver the LTKMs the terminal is authorized toeee. This information MAY be included. The undénky
mechanism is defined in sections 5.1.6.7.2 and3.0.3.

* indicate the subscription start and end timesh& Rurchaseltem/PurchaseData pairs for which tharial is
authorized to receive the related LTKMs. For tinzesdxd subscriptions, this information SHALL be. pay-per-
view, this information MAY be included.

The following is an informative example illustragithe BCAST extensions (printed in boldface) pdggibesent in a
Registration Response:

<?xm version="1.0" encodi ng="UTF-8"?>
<nmbrsSecuri t yRegi st er Response
xm ns="ur n: 3GPP: net adat a: 2005: MBVS: securi t yRegi strati onResponse”
xm ns: xsi ="http://ww. w3. or g/ 2001/ XM_Schema- i nst ance"
xmins:bcast="urn:oma:xml:bcast:pr:orderqueries:1.0" >
<Response>
<servi cel D>ur n: 3gpp: mbs: exanpl e: servi ce: i dentification: 123456789abcdef </ servi cel D>
<ResponseCode>200 OK</ ResponseCode>
<bcast:RegistrationResponseServiceExtension >
<LTKM>...</LTKM>
<SubscriptionWindow startTime="3408134400" endTi me="3410812800"/>
</bcast:RegistrationResponseServiceExtensio n version="0">
</ Response>
<Response>
<servi cel D>ur n: 3gpp: nbns: exanpl e: service:identification: fedcba987654321</servi cel D>
<ResponseCode>200 OK</ ResponseCode>
<bcast:RegistrationResponseServiceExtension >
<LTKM>...</LTKM>
<LTKM>...</LTKM>
<SubscriptionWindow startTime="3408134400" endTi me="3410812800"/>
</bcast:RegistrationResponseServiceExtensio n>
</ Response>
<bcast:RegistrationResponseExtension version="0" >
<LTKMDelivery>
<Trigger>1</Trigger> <!-- indicates ‘SMS Te->
<Type>1</Type> <!--indicates ‘HTTP Te>
<LTKMDelivery>
</bcast:RegistrationResponseExtension>
</ nbnsSecuri t yRegi st er Response>

5.1.6.7.1 Registration Request Extension

The Registration Request payload is an “mbmsSgRedgister’ message defined according to XML schama3GPP:
metadata:2005:MBMS:securityRegistrationRequesttifigel in section 11.4.1 of [3GPP TS 26.346 v7].

To allow the inclusion of BCAST-specific informati@t <mbmsSecurityRegister> level of Registrati@gest payload, a
RegistrationRequestExtensielement is defined in the namespace “urn:oma:aakbpr:orderqueries:1.0” [BCAST10-
XMLSchema-orderqueries]. When included, this elenSHALL be present exactly once, as a child of
<mbmsSecurityRegister> element matching the <xsawildcard defined there.

The RegistrationRequestExtensielement is structured as follows:
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Registration | E 0.1 Defines a container for the inclusion of ABT-
RequestExte specific information at the
nsion <mbmsSecurityRegister> level of Registration

Request payload defined in section 11.4.1 of
[BGPP TS 26.346 v7].

Contains the following attributes:
version

Contains the following elements:
LTKMDelivery

version A NM/ 1 Version of this extension element. unsignedByt
™ 0x00 identifies BCAST 1.0 €
LTKMDelive | E1 NO/ 0.1 This element lists all the LTKM delivery
ry TO mechanisms the terminal will support from this

registration request till next registration request

Detailed use of this element is further specified
section 5.1.6.10.1.

Contains the following elements:

Trigger
Type
Trigger E2 NM/TM 1..N Specifies the trigger delivery meclsans unsignedByt
supported by the terminal at the time of e

registration request (triggers designating:
messages to initiate BSM solicited pull procedure,
and BSM solicited pull messages to initiate
registration). Allowed values are:

0 - UDP

1 — SMS as per section 5.1.6.10.2

2 — 127 reserved for future use

128 — 255 reserved for proprietary use

Type E2 NM/ 1..N Specifies the LTKM delivery mechanisms unsignedByt
™ supported by the terminal at the time of e
registration request. Allowed values are:
0 - UDP

1 - HTTP as per section 5.1.6.10.3
2-127 reserved for future use
128-255 reserved for proprietary use

Table 20: Structure of RegistrationRequestExtension

5.1.6.7.2 Registration Response Extension

The Registration Response payload is an “mbmsSgReagisterResponse” message defined according th ¥#iema
“urn:3GPP: metadata:2005:MBMS:securityRegistratiesfponse” specified in section 11.7.1 of [3GPP TS4%Vv7].
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To allow the inclusion of BCAST-specific informati@at <mbmsSecurityRegisterResponse> level of Ratjish Response
payload, &RegistrationResponseExtensiglement is defined in the namespace “urn:oma:cakbpr:orderqueries:1.0”
[BCAST10-XMLSchema-orderqueries]. When includeds glement SHALL be present once as a child of
<mbmsSecurityRegisterResponse> element matchingxiany> wildcard defined there.

This RegistrationResponseExtensiglement is structured as follows:

Registration | E 0.1 Defines a container for the inclusion of ABT-
ResponseExt specific information at the
ension <mbmsSecurityRegisterResponse> level of

Registration Response payload defined in sectjon
11.7.1 of [3GPP TS 26.346 v7].

Contains the following attributes:
version

Contains the following sub-elements:
LTKMDelivery

version A NM/ 1 Version of this extension element. unsignedByt
™ 0x00 identifies BCAST 1.0 e
LTKMDelive | E1 NO/ 0.1 This element lists all the LTKM delivery
ry TO mechanisms the BSM plans to use from this

registration response (included) till next terminal
registration request occurs.

Detailed use of this element is further specified
section 5.1.6.10.1.

Contains the following elements:
Trigger Type

Trigger E2 NM/TM 1..N Specifies the delivery mechanisms athihe unsignedByt

BSM intends to use to deliver triggers to the e

terminal till next registration request (triggers

designating: messages to initiate BSM solicited

pull procedure, and BSM solicited pull messages

to initiate registration). Allowed values are:

0 - UDP

1 — SMS as per section 5.1.6.10.2

2 — 127 reserved for future use

128 — 255 reserved for proprietary use

Type E2 NM/ 1..N Specifies the delivery mechanisms which the | unsignedByt
™ BSM intends to use to deliver LTKMs to the e
terminal, till next registration request. Allowed
values are:
0 - UDP

1 - HTTP as per section 5.1.6.10.3
2-127 reserved for future use
128-255 reserved for proprietary use

Table 21: Structure of RegistrationResponseExtensio
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5.1.6.7.3 Registration Response Service Extension

The Registration Response payload is an “mbmsSgRarjisterResponse” message defined according th ¥d¥lema
“urn:3GPP: metadata:2005:MBMS:securityRegistratiesfponse” specified in section 11.7.1 of [3GPP TS4®Vv7].

To allow the inclusion of BCAST-specific informatiat <Response> level of Registration Responsepdyi.e. at the
level corresponding to one registered PurchaseRernhaseData pair),RegistrationResponseServiceExtengtament is
defined in the namespace “urn:oma:xml:bcast:prigpaeries:1.0” [BCAST10-XMLSchema-orderqueries]. §hlement
MAY be included in each/any <Response> elemertéRegistration Response. When included in a <Respoelement, it
SHALL be present once as a child of <Response>at¢matching the <xs:any> wildcard defined there.

This RegistrationResponseServiceExtengtement is defined below:

Registration | E 0..1 Defines a container for the inclusion of AXT -
ResponseSer specific information at the <Response> level of
viceExtension Registration Response payload defined in sectjon

11.7.1 of [3GPP TS 26.346 v7].

Contains the following attributes:
version

Contains the following elements:

LTKM
version A NM/ 1 Version of this extension element. unsignedByt
™ 0x00 identifies BCAST 1.0 €
LTKM E1l NO/ 0..N Smartcard profile BCAST LTKM (base64- base64Binar
TO encoded MIKEY message) associated with the| y

successfully registered
Purchaseltem/PurchaseData pair identified by
<servicelD> element sibling of
<RegistrationResponseServiceExtension>
element.

This element SHALL NOT be included if
<ResponseCode> element sibling of

<RegistrationResponseServiceExtension> does
not indicate status code “200 OK”.

9%
o

More details on this element are further specifi
in section 5.1.6.10.3.
Subscription | E1 NO/TM 0.1 The time interval during which the subscription|is
Window valid, where the subscription is associated with
the successfully registered
Purchaseltem/PurchaseData pair identified by the
<servicelD> sibling element of the
<RegistrationResponseServiceExtension>
element.

For time-based subscriptions, the network
SHALL include this element. For pay-per-view,
the network MAY include this element.The
terminal MAY use this information to determine
the validity period of a subscription.
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Contains the following attributes:

startTime

endTime
startTime | A NO/TM 1 NTP timestamp expressing the start of subscription.| nsignedint
endTime A NO/TM 0.1 NTP timestamp expressing the end of subscription. | ynsignedint

This attribute SHALL NOT be present for open-endgd
subscriptions.

Table 22: Structure of RegistrationResponseService@ension

5.1.6.8 LTKM Request Procedure

Upon the completion of the subscription/purchaardaction (as defined by the Service Request messadection
5.1.5.2), or once the lifetime of the current SHEKFn the Smartcard has expired, the required nEW/BEK can be
obtained via the LTKM Request procedure. Thisaegur:

 When the BCAST Terminal has missed a SEK/PEK kelatg procedure, due to, for example, being out of
coverage;

* Inresponse to a BM-SC solicited pull procedure.

For the Smartcard Profile, this procedure is theMBMSK request procedure as defined by [3GPP T3483, in which
the key identification information comprises a bi§tone or more Key Domain ID — SEK/PEK ID pairsbgect to the
following clarification. For the (U)SIM SmartcaRfofile terminal, the SRK used in the HTTP digaghantication of the
subscriber corresponds to the MBMS Request Key (MR the (R-)UIM/CSIM Smartcard Profile termingihe SRK is
the BCMCS Authentication Key (Auth-Key).

The BSM MAY include in the LTKM response one or el LTKM ResponseMSKExtensions in order to:

* include the LTKM(s) carrying the SEK(s)/PEK(s) regted in the LTKM request. This mechanism is defiime
sections 5.1.6.8.1 and 5.1.6.10.3.

5.1.6.8.1 LTKM Response MSK Extension

The LTKM Response payload is an “mbmsMSKResponssssage defined according to XML schema
“urn:3GPP:metadata:2005:MBMS: mskResponse” specifietction 11.8.1 of [3GPP TS 26.346 v7].

To allow the inclusion of BCAST-specific informati@at <Response> level of LTKM Response payload di.¢he level
corresponding to one requested SEK/PEK), BKMResponseMSKExtensielement is defined in the namespace
“urn:oma:xml:bcast:pr:orderqueries:1.0” [BCAST10-XBchema-orderqueries]. This element MAY be incluthed
each/any <Response> element in the response. Wbleidléd in a <Response> element, it SHALL be presece as a child
of <Response> element matching the <xs:any> wittldafined there.

This LTKMResponseMSKExtensietement is structured as follows:
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LTKMRespo | E 0.1 Defines a container for the inclusion of AT -
nseMSKExte specific information at the
nsion <mbmsMSKResponse> level of LTKM Response
payload defined in section 11.8.1 of [3GPP TS
26.346 v7].

Contains the following attributes:
version

Contains the following sub-elements:

LTKM
version A NM/ 1 Version of this extension element. unsignedByt
™ 0x00 identifies BCAST 1.0 e
LTKM E1l NO/ 0.1 Smartcard profile BCAST LTKM (base64- base64Binar
TO encoded MIKEY message) carrying the y

SEK/PEK identified by the <MSK> element
sibling of <LTKMResponseMSKExtension>
element.

This element SHALL NOT be included if
<ResponseCode> element sibling of
<LTKMResponseMSKExtension> does not
indicate status code “200 OK”.

More details on this element are further specified
in section 5.1.6.10.3.

Table 23: Structure of LTKMResponseMSKExtension

5.1.6.9 Deregistration Procedure

The Deregistration procedure is invoked by the teafrupon termination or suspension of the BCASiE@]| or whenever
the terminal wishes to indicate that it is not anyenavailable to receive LTKMs.

For the Smartcard Profile, this procedure is theMBUser Service Deregistration procedure as defoyed@GPP TS
33.246], in which one single MBMS User Service Hiridicated in the Deregistration Request: theev&édlfoma-bcast-
allservices”. This procedure is not applicabl¢hia case of the (R-)UIM/CSIM Smartcard Profile,,ivghen BCMCS is the
underlying BDS.

The BSM SHALL interpret the Deregistration Requeest deregistration to the total list of (Purchssms, PurchaseData)
pairs for which the terminal is authorized to reedhe related LTKMs.

The BSM SHALL include in the Deregistration Respains

» Either one “Response” element, in which each MBM2tService ID ID value is “oma-bcast-allservices”.

« Orone or more“Response” elements in which each NBbM4er Service ID SHALL be identified by the
concatenation of GlobalPurchaseltemID and Purdasdreference values. These response elements SHALL
contain the total list of MBMS User Service IDs fehich the terminal is authorized to receive tHatesl LTKMSs.

In the latter case, the BSM MAY include in the dgs&ration response one or several
DeregistrationResponseServiceExtensions, in oder t

» deliver LTKMs corresponding to the services that titrminal has deregistered to. This mechanisrefiae in
sections 5.1.6.9.1 and 5.1.6.10.3. The LTKMs coet@in the deregistration response MAY be used\talidate
SEKSs/PEKS, e.g. by carrying invalid Key Validity @a
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5.1.6.9.1 Deregistration Response Service Extension

The Deregistration Response payload follows them&brof Registration Response payload: it is an
“mbmsSecurityRegisterResponse” message defineddingado XML schema “urn:3GPP:
metadata:2005:MBMS:securityRegistrationResponsetifigd in section 11.7.1 of [3GPP TS 26.346 v7].

To allow the inclusion of BCAST-specific informati@at the <Response> level of Deregistration Resppagload (i.e. at
the level corresponding to one deregistered sepédeeregistrationResponseServiceExtensgtament is defined in the
namespace “urn:oma:xml:bcast:pr:orderqueries: BCAST10-XMLSchema-orderqueries]. This element MA& ibcluded
in each/any <Response> element in the responsen Wbleided in a <Response> element, it SHALL bes@né once as a
child of <Response> element matching the <xs:anydcard defined there.

This DeregistrationResponseServiceExtenstament is structured as follows:

Deregistratio | E 0.1 Defines a container for the inclusion of ABT-
nResponseSe| specific information at the <Response> level of
rviceExtensio Deregistration Response payload defined in

n section 11.7.1 of [3GPP TS 26.346 v7].

Contains the following attributes:
version

Contains the following sub-elements:

LTKM
version A NM/ 1 Version of this extension element. unsignedByt
™ 0x00 identifies BCAST 1.0 e
LTKM El NO/ 0..N Smartcard profile BCAST LTKM (base64- base64Binar
TO encoded MIKEY message) associated to the |y

service successfully deregistered to identified by
<servicelD> element sibling of
<DeregistrationResponseServiceExtension>
element.

This element SHALL NOT be included if
<ResponseCode> element sibling of

<DeregistrationResponseServiceExtension> does
not indicate status code “200 OK”.

More details on this element are further specified
in section 5.1.6.10.3.

Table 24: Structure of DeregistrationResponseServeExtension

5.1.6.10 LTKM delivery mechanisms

The BSM can send LTKMs over UDP to the terminaidi@ing BCAST-specific service provisioning messa@srvice
Response, Subscription Long-Term Key Renewal Resgofoken Purchase Response, Unsubscribe RespondBMS-
based provisioning messages (Registration respbesegistration response, LTKM response). The Bal also push to
the terminal unsolicited LTKMs over UDP, to upd&ieKs/PEKSs. Finally, the BSM can push messages 0ét (called
triggers in this section) to trigger the terminalinitiate a LTKM request procedure or a registnatprocedure.

The terminal as well as the BSM MUST support LTKMidery over UDP.

There are however situations where the termin@ngorarily or permanently not reachable by UDP:
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» temporarily if for instance the terminal is configd to release its PDP context shortly after an PFbased
procedure with the BSM, including the registratocedure.

Note: this configuration must be avoided if the fa@mof maintained PDP contexts is not an issugi@mnetwork.

* permanently if for instance the terminal is attattea private IP network behind a NAT , or if teeminal sends
the registration request via an HTTP Proxy whicldifies sender’s IP address.

To cope with these situations, other LTKM delivergchanisms than UDP MAY be used, such as the iinclug LTKMs
in the HTTP response to a service provisioning estjuas well as trigger delivery over SMS bearer.

Note: this version of the specification definestools enabling terminal or BSM to detect networkfigurations
problematic for the reliability of trigger/LTKM diglery over UDP (e.g. NAT equipments, HTTP Proxy rifigidg sender’s
IP address, short-term PDP contexts, etc). Foethasblematic network configurations, it is reconmahed that both
terminal and BSM support and use SMS bearer fggér delivery, and HTTP bearer for LTKM delivery this case,
terminal would declare to support UDP, SMS and HTiTRegistration Request, and BSM would narrow dofvg list to
SMS and HTTP in Registration Response).

5.1.6.10.1 Signaling of supported delivery mechanis  ms for triggers and LTKMs

The terminal SHALL indicate in the registration vegt the complete list of LTKM delivery mechanisingill support
starting from the time of this registration requéshext registration request. This indicationpéips to all the LTKMs the
BSM will deliver to the terminal during this periogdhether these LTKMs actually carry a SEK/PEK ot i.e. with
KEMAC Encr Data Len = 0).

The terminal SHALL indicate in the registration vegt the complete list of trigger delivery mecharsst will support
starting from the time of this registration requiéshext registration request. Triggers in sc@ve messages initiating a
BSM solicited pull procedure, and BSM solicitedIpukssages initiating a registration procedure.

The terminal SHALL indicate these supported delvmechanisms by including in the registration rexjuae
<RegistrationRequestExtension> element containimg<d. TKMDelivery> element, itself containing zeroraore
<Trigger> sub-elements to denote trigger deliveechanisms, and one or more <Type> sub-elementntatel LTKM
delivery mechanisms.

The terminal MAY however omit in the request thdigation of supported delivery mechanisms, if pgorts no more and
no less than UDP and SMS bearers for trigger dslivand UDP bearer for LTKM delivery.

The BSM SHALL handle this terminal indication afidovs:

» For each successfully authenticated registratignest it receives, the BSM SHALL determine whigbger
and LTKM delivery mechanisms the terminal will soppfrom this registration request till next regiiton
request:

o If <RegistrationRequestExtension> element is prieaed includes an <LTKMDelivery> sub-element,
the BSM SHALL read terminal-supported trigger arikKIM delivery mechanisms from respectively
<Trigger> and <Type> sub-elements.

0 Otherwise the BSM SHALL conclude that the termisigbports UDP and SMS bearers for trigger
delivery, and UDP bearer for LTKM delivery.

» If the BSM supports one or more of the terminalganped LTKM delivery mechanisms, the BSM SHALL
include in the registration response a <Registin&&sponseExtension> element, and this element SHALL
include an <LTKMDelivery> sub-element listing #tle terminal-supported mechanisms which the BSMgpla
to use for further trigger and LTKM deliveries tod terminal, starting from this registration respe.

0o The BSM MAY choose to not return an <LTKMDelivergub-element to implicitly signal to the
terminal it only plans to use UDP bearer for triggad LTKM delivery.
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o For this terminal, the BSM SHALL NOT later on usigger and LTKM delivery mechanisms other
than those implicitly or explicitly signaled to tkerminal in the registration response.

o If the BSM supports none of the terminal-suppoti&&M delivery mechanisms (regardless of
supported trigger delivery mechanisms), the BSM &Haignal this to the terminal by a “403
Forbidden” in the HTTP status line of the response.

0 The BSM SHALL NOT attempt to deliver triggers or KWs to this terminal, from this registration
response included, till next registration request.

<RegistrationRequestExtension> element and rekit&d&MDelivery> sub-element are defined in sectiof.5.7.1.

<RegistrationResponseExtension> element and retdf€dMDelivery> sub-element are defined in sectm.6.7.2.

5.1.6.10.2 LTKM delivery over SMS

In this version of specification, LTKM delivery ov8MS designates the delivery of an LTKM initiatiaddSM solicited
pull procedure (specified in section 6.6.1 of [BAOAB-ServContProt]) or BSM initiated registratioropedure (specified in
section 6.6.2 of [BCAST10-ServContProt].

5.1.6.10.3 LTKM delivery over HTTP
The terminal MAY support LTKM delivery over HTTP defined in this section.
In this version of specification, LTKM delivery oveITTP designates the delivery of LTKMs:

= in the Registration Response payload, by the smaiuof RegistrationResponseServiceExtension(syaated
<LTKM> sub-element(s), as defined in section 52.3.

= inthe LTKM Response payload, by the inclusion ®KIMResponseMSKExtension(s) and related <LTKM> sub-
element(s), as defined in section 5.1.6.8.1.

= inthe Deregistration Response payload, by theigich of DeregistrationResponseServiceExtensian(d)related
<LTKM> sub-element(s), as defined in section 59.5.

= inthe Service Response payload, by the inclusiertL®KM> elements in the Smartcard Profile specfiart of the
message, as defined in section 5.1.5.2.2.

= inthe Unsubscribe Response payload, by the irmtusi <LTKM> elements in the Smartcard Profile spepart
of the message, as defined in section 5.1.5.4.2.

= inthe Token Purchase Response payload, by thesiod of <LTKM> elements in the Smartcard Profiesific
part of the message, as defined in section 5.2.5.5.

The following applies for the delivery of LTKMs Bmy of these HTTP responses:

. The BSM SHALL NOT include LTKMs in unsuccessful HPfesponses.

* The BSM SHALL NOT include LTKMs initiating a BSM &ocited pull procedure or BSM solicited pull
messages initiating a registration procedure

* In case multiple LTKMs are carried in the same HpERload, the BSM SHALL insert them in order of
increasing TS.

5.1.6.10.4 LTKM general processing

Unless otherwise stated, the terminal SHALL proadisthe LTKMs delivered by the BSM using any oéttielivery
mechanisms signaled by the BSM in the registrati@ponse, or using UDP if the BSM omitted this algmg in the
registration response. The terminal MAY ignore LTKRBklivered by the BSM using other delivery mechiansi. Note that
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as the terminal signals the LTKM delivery mecharsghmat it supports in the registration requestBB& should not deliver
LTKMs using a mechanism that is not supported leyténminal.

In case multiple LTKMs are carried in the same pagl the terminal SHALL process them one by onerder of inclusion
in the payload.

For each processed LTKM with V flag in HDR set, theminal SHALL send one verification message dyBP to the
BSM IP address resolved from NAF FQDN encoded inp@yload. In case multiple LTKMs are carried ie ttame
payload, the verification messages SHALL be septlpnone in order of LTKM processing.

5.1.7 Message Compression

The Service Provisioning messages MAY be compredggdg the transport of the messages. In that, tasecompression
applies to entire Service Provisioning message hvisithe payload of HTTP message. If the compressiased, in the
HTTP message delivering the Service Provisioningsage the “Content-Encoding” attribute SHALL beserd in the
HTTP header and set to MIME value representingti|mpression scheme.

The BSP-M in the BSM SHALL support the GZIP algonit for the delivery of Service Provisioning messagée BSP-C
in the Terminal SHALL support the GZIP algorithnr fbe delivery of Service Provisioning messagesase GZIP
compression is used for the delivery of ServicevBioning messages, the “Content-Encoding” attet®HALL be set to

“gzip”.
5.1.8  Provisioning Trigger Message (DRM Profile onl y)

The message below is defined to trigger the terhdinsend a provisioning message to the BSM. A Tealrand a BSM
supporting the DRM profile and the Web-based SeriAmvisioning feature SHALL support the Provisianirrigger
Message.

The BSM SHALL use SMS to send this message to grenihal. The SMS SHALL satisfy the following coridits:
e The SMS carries a WAP connectionless push (WDP/\&fgeding) as defined in [OMA Push]

 The WSP content type header contains the Contgre €9de registered by OMNA for
‘application/vnd.oma.bcast.provisioningtrigger’' és&ppendix H.6,) i.e. the binary value 0xZZ2ZZ

 The WSP X-Wap-Application-ld header contains theaby code registered by OMNA for the PUSH Applicati
ID identifying the BCAST Push client, as specifiacsection 9 of [BCAST10-Distribution].

The message SHALL be structured as follows. Natetthe ‘type’ parameter signals the type of thesage and as such
determines its structure (i.e. number, semantidssae of the parameters contained).

Data Field Name Data Type
Provisioning_Trigger_Message {
type uimsbf8
if(type==0) {
LTKMRenewalRequestTrigger.idCode uimshbf8
LTKMRenewalRequestTrigger.url bytestring
}
}

Table 25: DRM Profile Trigger Message Structure
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uimsbfN Unsigned Nbit Integer, most significant firist
bytestring Array of bytes

Table 26: Mnemonics used in Table 1

type Signals the type of the message.

0 — BCAST 1.0 LTKMRenewalRequest Trigger Message
1-255 —reserved for future use

Terminals MAY discard messages with an unknowneatuthe
‘type’ field.

LTKMRenewalRequestTrigger.idCode  Code signallingstring to put into the ‘globalIDRef’ attribute
0 — “oma-bcast-allservices”

1 - “oma-bcast-newservices”

2-255 — reserved for future use

LTKMRenewalRequestTrigger.url Signals the URL toiethto send the LTKMRenewalRequest
message as a null-terminated string

Table 27: Semantics for Table 1

If the terminal receives a message with the ‘typgrameter equals to 0, it SHALL send an LTKMRen&egjuest to the
BSM addressed by the URL signalled in the paraniefd¢MRenewalRequestTrigger.url’, containing onesfance of
‘Purchaseltem’ with the ‘globalIDRef’ attribute detthe value signalled by the parameter
‘LTKMRenewalRequestTrigger.idCode’. This messageAEHNOT be sent if the URL is not available to ttegminal as
‘purchaseURL’ in any ‘PurchaseChannel’ fragmerthia Service Guide, and is also not trusted bydhaihal based on
some other mechanism outside the scope of thisfiaion.

5.1.9 Web-based Service Provisioning

A Terminal and server MAY support Service Provisigvia a web-portal. The description of web popavisioning is
based on the following assumptions:

= The web portal is a completely separate entity ftbenBSM (NAF), BSF, etc. and has no knowledgeeyf k
management.

= No HTTP digest authentication as per [3GPP TS 3.84[3GPP2 X.S0022-A](used in the Smartcard peofi
service provisioning messages) is required bytreal.

The Terminal MAY receive additional information aéd to the Purchaseltem, PurchaseData, and Paftiasnel
fragments using thautl’ attribute of the éxtensiohelement in each fragment. The Terminal SHALL tise ‘PortalURL’
element of the PurchaseChannel fragment, defingukitservice Guide, as the entry point for SeriAngvisioning via a web
portal. ThePortalURL can be used to support three purposes:

1. The PortalURL provides additional information on services aua#aover this PurchaseChannel. This method
SHALL be signalled by setting the attribuigapportedServiceinderPortalURL to “0”. In this case the Terminal
MAY access thePortalURL to retrieve information on supported services RHALL NOT purchase or
(un)subscribe to the services by accessing the URIthis case, the service provisioning functiondABL be
achieved by addressing Service Provisioning messagiePurchaseURIlas defined in section 5.1.5.

2. ThePortalURL supports the full set of service provisioning ftiocality via the web-portal in addition to providj
service related information. This method SHALL hgnslled by setting the attributsupportedServicainder
PortalURL to “1”. The Terminal SHALL access theortalURL where the Terminal SHALL expect that the
facilities for service provisioning are provided liye web-portal. When theupportedServicattribute under
PortalURL is set to “1”, the Service Provisioning messagas $0 thePurchaseURLas defined in section 5.1.5
SHALL NOT be used.
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3. The PortalURL provides additional information on services auagaover this PurchaseChannel. The Terminal
MAY achieve the service provisioning either via wadrtal or by addressing Service Provisioning mgssdo the
PurchaseURL as defined in section 5.1.5. This method SHALL bignalled by setting the attribute
supportedServicanderPortalURLto “2”.

Note: care must be taken when value “2” of ‘suppd®ervice’ is used that the web-portal and the BSM¥ correctly
synchronized, as synchronization delays can réstiite user being subscribed twice to the sameacsgerv

In the context of the above three methods, therd¢taee ways the requestRortalURL can be formed.

1. Request without reference to a specific Purchaselte

When Terminal accesses tRertalURL without any specific reference to any Purchaseltéim Terminal SHALL issue
an HTTP POST request to tRertalURL This request SHALL be made over SSL/TLS whengtittscheme is present
in PortalURL. This request SHALL besides follow thenventions defined in section 17.13 of [HTML4.O}
submitting HTML form data by the "post" method githe "application/x-www-form-urlencoded" encoditype. For
example, ifPortalURL is http://server.example.org/webshop”. The HTTPSF@equest sent to the web portal would be
"http://server.example.org/webshop", not contairang associated data block.

2. Request with reference to a specific Purchaseltem.

When the Terminal accesses thertalURL with specific reference to a Purchaseltem or ao$dturchaseltems, the
Terminal knows the relevant globalPurchaseltem ftbs the Service Guide.

3. Request with reference to a specific Purchaseltethazsociated PurchaseData. In similar fashion thetihod 2,
the terminal knows the identifier of the relevantéhaseData fragments from the Service Guide.

For methods 2 and 3 defined above, the Terminal ISHAsue an HTTP POST request to ertalURL This request
SHALL be made over SSL/TLS when “https:” schemerissent in PortalURL.This request SHALL besidetofelthe
conventions defined in section 17.13 of [HTMLA4.0&} submitting HTML form data by the "post" methading the
"application/x-www-form-urlencoded” encoding type.The Purchaseltem(s) are identified using the
globalPurchaseltem_ID(s). Each globalPurchaseltBiSHALL be signalled in a separate name-value pasing
"globalPurchaseltemID" as the name. The Purchasefragments are identified using their ‘id’ attribu each
PurchaseData fragment id SHALL be signalled ingasste name-value pair, using "purchaseDatalDhasame. For
example, if PortalURL is “http://server.example.org/webstiopand the globalPurchaseltemIDs are
"aaul7135@bsda.example.org” and "fhh7982@bsda.d@ary’ and "jkel32486@bsda.example.org”, and there
also a related PurchaseData fragment id "bbul7138@éxample.org”, the HTTP POST request sent tavétteportral
would be http://server.example.org/webshppontaining a data block of the following struetu

"globalPurchaseltemiD=aaul7135@bsda.example.org&
globalPurchaseltemID=fhh7982@bsda.example.org&
globalPurchaseltemID =jke132486@bsda.example.org&
purchaseDatalD= bbul7135@bsda.example.org"

NOTE 1: itis reminded that, according to [BCASTR@], the PurchaseData fragment points to one, alydone,
Purchaseltem fragment. This allows mapping thetmseDatalD with the correct globalPurchaseltemIbrup
processing the request.

NOTE 2: “globalPurchaseltemID” name is intentiogakused for each name-value pair. This reuserifocmant with
[HTMLA4.01] and the web-based system is assumedpgpat it.

The Terminal MAY receive an HTTP response messhge dontains a list of Purchaseltems, each of whidissociated
with either price information or price informaticand purchase options. Price information for eastedi Purchaseltem
SHOULD be consistent with that in the relevant aseData fragment announced in the Service Guideekier, user
specific purchase options such as promotions cbaldhcluded in the response. The implementation digplay of user
specific purchase options is out of scope for BCAST.

After a successful subscription or purchase ewbet,BSM SHALL send a Trigger message to the termifiae Trigger
message and its further processing differs in tRM2nd Smartcard profiles
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For the DRM Profile:

1. Once the web-based subscription/purchase transaisticompleted, the web-based system informs thie BSthe
completed transaction via means that are outselscbpe of this specification.

2. The BSM SHALL send a Provisioning Trigger messagge (section 5.1.8) the Terminal, providing a URIwtach
the terminal can send the subsequent provisioning essage, setting ‘type’=0 and
‘LTKMRenewalRequestTrigger.idCode’=1, i.e. ‘oma-btaewservices'.

3. . The Terminal SHALL process this message as pdén section 5.1.8) and send an LTKMRenewalRsgtethe
BSM.

4. The BSM SHALL respond with an LTKMRenewalResponbkattcontains all those Purchaseltem/PurchaseData
combinations for which the Terminal has not yetereed a ROAP trigger, plus a ROAP trigger that afiothe
terminal to acquire those keys.

The BSM MAY re-send the trigger message if the teatndoes not react to it within an assumed tinteriral. The terminal
MAY send the LTKMRenewalRequest with ‘globallDRegt to “oma-bcast-newservices” without having reegia trigger
message. The Terminal MAY ignore a trigger messlageother trigger message with identical paransetes been
previously received within a short time frame andcessfully processed.

For the Smartcard Profile:

1. Once the web-based subscription/purchase transdstmmpleted, the web-based system informs thé BS&he
completed transaction via means that are outsiledbpe of this specification.

2. If the terminal is in a registered state in BSMd &rat least one LTKM trigger bearer (e.g. UDP 8MS) has been
successfully negotiated between BSM and termihalBSSM SHALL send a BSM solicited pull messagehto t
terminal to trigger registration procedure and sgjpent delivery of LTKMs, including at a minimunmethTKMs
associated to the items just purchased on the \&sbebsystem.

3. Otherwise, the BSM SHALL wait for another opportyrib deliver these LTKMs, such as the registration
procedure initiated by terminal on BCAST applicatgiart.

In case of the other subsequent operations suciikasl renewal, Token Purchase, Account Inquiry, Tr@minal SHOULD

use either the general service provisioning procesiwr Smartcard Profile Service Provisioning pdoces, defined in
Sections 5.1.5 and 5.1.6 respectively, accordirthecsecurity profile. The Terminal MAY unsubscriliging the web portal
or using the General Service Provisioning procedefeed in section 5.1.5.

5.2 Terminal Provisioning

The Terminal Provisioning function SHALL support @MDevice Management [OMA DM], as specified in tolsapter. To
allow firmware upgrades using DM over the interactchannel, the Terminal Provisioning function SH@MMUJsupport OMA
FUMO 1.0 [OMA FUMO].

Terminal Provisioning function provides data stuwes to provision and manage the terminal throbghrteraction channel
using OMA DM [OMA DM].

The interfaces related to Terminal Provisioningction, as outlined in BCAST Architecture [BCAST 10ehitecture] are
normatively specified as follows:

o Over interface TP-7, both the network and the teainEHALL support exchange of terminal provisionamy
management messages as specified in [OMA DM]
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5.2.1  Terminal Provisioning of BCAST Client

The Terminal Provisioning Client Component (TP-E)&L receive the parameters needed for OMA BCASivise (see
[BCAST10-Services] Appendix F) by the Terminal Asioning function which manage the terminal confajion
parameters, e.g. data, parameters and applicatitimshe help of OMA DM [OMA DM]. This informationvould be
delivered through TP-7 as specified in OMA DM [ONDM].

The Terminal Provisioning Client Component (TP-E)&L be able to:

- receive the parameters needed for BCAST servidadad in the terminal provisioning messages seat o¥-7.
- update the parameters needed for BCAST servicadredlin the terminal provisioning messages sent tie’.

- perform firmware upgrades of the BCAST client udiing interaction channel over TP-7.

Further, the existence and access descriptionrmifal Provisioning function MAY be declared thrduthe Service Guide
using the Service, Access and Content fragmen®eofice Guide or through the process as spedéifi@MA DM. Both of
the following cases are specified in section 5.2.2:

o Declaration of the existence and access to the @WRrbased exchange over TP-7.
5.2.2  Declaring the existence of and access to Term inal Provisioning

There are two ways to declare the existence otlamdccess to Terminal Provisioning with ServicéedeuTerminal
Provisioning declared as a Service; and; TerminaviBioning declared as a means for accessingSgfraice. The terminal
SHALL support both methods of declaring the TerrhPrvisioning within the Service Guide. The follog sections
specify both of these ways.

The TP-C MAY also be bootstrapped with the TermPivisioning server information to access the TeahProvisioning
by TP-7.

5.2.2.1 Declaring Terminal Provisioning as a Servic e within Service Guide

When the Terminal Provisioning is declared as giserthe following applies:

= There SHALL be at least one Service fragment withvalue of attribute “ServiceType” equals “9 - maral
Provisioning service”.

= There SHALL be at least one Access fragment thetifps the access to the above-mentioned Service:

0 In case Terminal Provisioning over TP-7 is declated AccessType SHALL contain
“UnicastServiceDelivery” element, which defines #ezess to the respective provisoning server.

= There MAY be one or more Content fragments thati§pée Terminal Provisioning messages as filsgjefined
in section 5.2.1.

5.2.2.2 Declaring Terminal Provisioning as an Acces s of a Service within Service
Guide

When the Terminal Provisioning is declared as aess of a service, the following applies:

= There SHALL be at least one Service fragment tefinds a service of arbitrary type.

= There SHALL be at least one Access fragment astsatigith the above-mentioned Service. The Accesmiient
SHALL have “ServiceClass” element present with edlurn:oma:bcast:oma_bsc:tp:1.0". Further:

0 In case Terminal Provisioning over TP-7 is declated AccessType SHALL contain
“UnicastServiceDelivery” element, which defines #ieeess to the respective OMA DM server.
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5.2.2.3 Declaring Terminal Provisioning through Boo  tstrap
5.2.23.1 Initiation of Terminal Provisioning by DM server

Terminal Provisioning through bootstrap (e.g. semformation or account for such as the SessioscBgtion,
Authentication, and/or Connectivity) MAY be suppattas specified in [OMA DM]. Bootstrap informatioomprising DM
server's Connectivity information, would be deligdrto the terminal. Then, the DM server would dalito the terminal
information for the Terminal Provisioning servecbBlas Session Description, Authentication Infororaficertificate, OCSP
Response) for secure delivery and/or Connectidtgecified in [OMA DM].

5.2.2.3.2 Initiation of Terminal Provisioning by Sm  artcard

Terminals with cellular interface and (U)SIM/R-UIWBIM that support BCAST and OMA DM [OMA DM] SHALL
support bootstrap from the smartcard as specifigdMBOOT]. In these terminals DM TND SerializatifpMTNDS]
SHALL also be supported otherwise

The following table shows the DM Client Requirengerithe table is based on section 8 of [ERELDSC].

DM Client MANDATORY [DMPROQO]
[DMREPU]
[DMSEC]
[DMTND]
[DMSTDOBJ]
[DMDDFDTD]
DM Client Bootstrap MANDATORY if Terminal with cellular [DMBOOT]
radio interface and (U)SIM/(R-)UIM/CSIM
DM TND Serialization MANDATORY if Terminal with cellular [DMTNDS]
radio interface and (U)SIM/(R-)UIM/CSIM

Table 28: OMA BCAST Device Management Client Requiements

5.2.3 Carrying OMA DM messages through Interaction Channel

Over interface TP-7, DM provisioning messages SHAdkeldelivered using DM mechanism. The details foltbe OMA
DM procedure.

5.3 Interaction

The BCAST enabler specifies different types ofriatdéions between the end user and their terminaltlae service
provider.

These are the following:

1. Interactive retrieval of the Service Guide (SG)eTarminal requests, and receives, the serviceeguidhanged
parts of the service guide for a service. This typmteraction is described in the [BCAST10-SG¢ton 5.4.3.

2. Interactive retrieval of additional information aébd to Service Guide fragments, for example imfof a webpage
presenting additional information. This is enahlisthg the ExtensionURL which can optionally be imtgd into
some SG fragments for retrieving further informatabout the fragment by accessing the URL. Forildetae in
the [BCAST10-SG].

3. Service interaction, i.e. interaction as part @& slervice (in contrast to the previous two typemiaraction, which
are used to receive information abalgervice). Examples for such interactions withgervice are voting about
the service or actor, or the offer to the userrttena ring-tone matching the music that is juayet in a show. This
is enabled using interactivity information in th& &s an entry point and interactivity media thatdistributed in a
channel associated with the service itself. Thideiscribed in more detail in this document in sech.3.6.

[0 2008 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-BCAST_Services-V1_0-20081010-C Page 70 (164)

4. Interactive delivery of BCAST services, i.e. defiv@ver the interaction channel. This is enablddgithe
UnicastServiceDelivery in the SG.

In general, the availability of the interaction nhal is assumed. However, the interaction chanmgl lme temporarily
unavailable, for example due to lack of radio cager. Further, devices without access to an interachannel are possible;
however, such devices may have limited functiopalit

53.1 Protocols and media codecs for Service Intera  ction Function

This section describes the protocols which areigesl/by the Service Interaction Function of the BBJAenabler at the
interface between BSI-G and BSI-C through SI-8 tedmedia codecs the BCAST application supports.

With respect to the protocols, please note thatdattion only specifies the protocols to be usedhfe Service Interaction
Function. The use of the interaction channel byothnctions (e.g. Service Guide Function) is dafiin the respective
other parts of the BCAST specifications and ispant of this section.

The available interaction protocols for a servicesignalled in the Service Guide according toisad.1.2.4 in the BCAST
Service Guide specification. If a terminal does sugtport any of the interaction protocols specifiede, it SHALL not offer
the interactive parts of the service to the user.

A service making use of the interaction function ¥WlAse any of the following protocols.

Regarding support of the protocols in the termfoalise by the Service Interaction Function, thiWaing rules apply:

e The terminal SHALL support the following protocol®., TCP, HTTP.

e The terminal MAY support the following protocolsMS, IPSEC, UDP, MMS, WAP, HTTPS based on SSL 3.0
[SSL30] and TLS 1.0 [RFC 2246], SIP/IMS.

. If a terminal supports SMS, it SHALL support SMSaasinteraction protocol for BCAST services.
. If a terminal supports MMS, it SHALL support MMS as interaction protocol for BCAST services.

«  Furthermore, the terminal MAY offer the user aniopto initiate a voice call from the service applion of an
interactive broadcast service. In this case, tiraitel SHALL prompt the user before actually makthg call.

5.3.2 Interactive retrieval of Service Guide

If the Terminal has a capability for interactionSHALL support interactive retrieval of Service i@e fragments as
specified in [BCAST10-SG].

5.3.3 Interactive retrieval of Service related info  rmation

Within the Service Guide itself, the network MAYclnde an “ExtensionURL” element with any fragmertte semantics of
this element is to provide a pointer to a web resaproviding further information related to thagment (For example, a
www page related to the certain content can beneghby following an extension URL in Content fragmjelf the Terminal
has a capability for interaction, it SHALL suppthis element and SHALL be capable of accessing additional
information by using HTTP.

5.3.4 Interactive service ordering

After receiving Service Guide, Terminal can suliser purchase Purchaseltem via Interaction Netwdrkeractive
service ordering includes service request for sugtsan or purchase, Subscription LTK Renewal resju&oken purchase
request and also unsubscription request speciiigitki section 5.1.6 of this specification.

5.3.5 Interaction for service and content protectio  n

Service and Content Protection have four layerss€&Hour layers are the registration layer, the Mi#elivery layer, the
STKM delivery layer and the traffic encryption lay&erminal executes registration procedure wittvVB8 acquire
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Registration Data. After that Terminal acquires Sktd/or PEK from LTKM delivered from BSM or BSD/Aerminal can
perform traffic decryption using TEK after receigiSTKM from BSD/A.

5.3.6 Service related interaction and feedback

The mechanism described in this section allowsufer to interact with the service, for examplevioting applications. The
main entry point for interactivity services is tmeractivityData fragment in the SG (see sectidnZ10). This
InteractivityData fragment points to one or morefactivity media documents, which contain the akinteractivity media
objects.

5.3.6.1 Interactivity Media Document

An instance of ‘InteractivityMediaDocument’ reprasedetails of an interactive component of a setvihis component is
thought as interactive means for a user to conghmservice. The interactive component can con$istultiple instances of
‘InteractivityMediaDocument’ and can be associdtetioth services and individual pieces of servibesugh the
‘InteractivityData’ fragment of the Service Guide.practice, the contents of an ‘InteractivityMdd@ument’ triggers the
Terminals to render the details of the interacsdtifiteractivity media objects” message onto thdl @hich in turn is
thought to prompt the user of the terminal to resucit..

5.3.6.1.1 Media Object Group and Media Object Set

Each instance of ‘InteractivityMediaDocument’ gamsist of multiple media object groups, and eaeldimgroup can
consist of one or more media object sets. A meljecd set is a bundle of related media objectstoendered as a unit (e.g.
XHTML pages + external stylesheet + pictures) dedrty identified as pertaining to a specific irtetivity technology
(SMS, MMS template, XHTML...). From each media objgaiup only one media object set is rendered asdinee time by
the terminal. This is indicated by the media obgattwith the highest relative priority, expresbgdhe element
‘RelativePreference’, and that is besides suppdiietthe terminal. If a media object set is not sarpgd by the terminal it is
discarded. If none of the media object sets gppatied by the terminal the terminal SHALL dispthg alternative text.

The media objects of a media object set are paicitedne file bundle transported separately fromitistances of
'InteractivityMediaDocument’ (except for email agd1S). The element ‘MediaObjectGroup’ of
InteractivityMediaDocument only describes eachllimaet the involved interactivity technology, tigpe of included
media objects, and the file delivery informatioreded to retrieve the set of media objects. Thisdged structure allows
the terminal to discard the unsupported media oBjets at the very beginning of file bundle recaptiand more importantly
to avoid storing them. Content promotion can bebkathby one media object group in the InteractMiggiaDocument . By
referring to this same media object group throdmghdttributeOnActionPointer of the element ‘Actiadariptor’ the
terminal will always return to the same media obget when the end-user triggered the terminagta ©ut a message over
the interaction channel. Referring to informationan external web-site can be enabled by declaregmedia object group
with an XHTML MP media object set in the InteradiediaDocument . By omitting the attribute OnAmtPointer of the
element ‘ActionDescriptor’, the XHTML hyperlinks caefer the user to external web-sites. FurtherSSMRIs according to
[URI-Schemes] can also be embedded in XHTML. If Teeminal supports XHTML, it SHALL support SMS URIHRI-
Schemes].

Time-dependent behaviour of the interaction caer@bled by defining 3 media object groups in the
InteractivityMediaDocument . The first media gralgfines the media to start with, e.g. a list ofgille answers of a
voting. When the user answers in time (as definethé attribute InputAllowedTime of the element tAmDescriptor’), the
user is presented the media object set from thensemedia group (as defined by the OnActionPointéthe user waits too
long or does not provide any input the media obgetfrom the third media group is presented (éiseld by the attribute
OnTimeOutPointer of the element ‘ActionDescriptoBetting the Update Flag in turn in an instance of
‘InteractivityMediaDocument’ having group positiaero to “true” enables the rendering of the medijgat set for the next
question. When the amount of time represented &wattiibute InputAllowedtime is passed the termimidll start listening to
the file delivery channel for an instance of IntdndtyMediaDocument with a higher value of GrougRion.

Interactivity Media Document can specify that iaieion sent back from device to service provideilidte distributed over
time, e.g. to avoid overload in network nodes wkdi caused by too many simultaneous interactiviégsages sent back. The
explicit signaling of the required parameters itetactivity Media Document prevails, for that irgtetion, over default

values possibly signaled in the corresponding thtgvity Data’ fragment.
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Instances of ‘InteractivityMediaDocument’ and tliled declared in the element ‘MediaObjectSet’ alvéred using
BCAST File Distribution Function. The system MAYlider instances of ‘InteractivityMediaDocuments’daassociated
files over broadcast file distribution or servegbmver interactive channel. Terminals supportiveginteractive channel
SHALL support reception of the instances of ‘IntdhdtyMediaDocuments’ and the associated filesrdu®adcast file

distribution.
5.3.6.1.2

Format of Interactivity Media Document

The following table defines the message formantéractivity Media Documents. . The XML schematfis message
format is defined in [BCAST10-XMLSchema-InteractiMedia].

Interactivity | E NO/TM
MediaDocum

ent

The InteractivityMediaDocument definegth
actual InteractivityMedia objects
Contains the following attributes:

grouplD

groupPosition

id

version

validFrom

validTo

Contains the following sub-elements:
MediaObjectGroup
PrivateExt

grouplD A NM/TM 1

ID of the group of Interactivity Media doment,
globally unique

anyURI

groupPositio | A NM/TM 1

n

Relative position of this document in tigeoup.
The greater value has higher priority to handke
2 has higher priority than 1).

unsignedSho
(irt

id A NM/TM 1

ID of the InteractivityMediaDocument , abally
unique.

anyURI

version A NM/TM 1

Version of this InteractivityMediaDocumernThe
newer version overrides the older one with the
same id as soon as it has been received.

unsignedint

validFrom A NM/TM 0..1

The first moment when the media objsets in
this document is valid to be rendered. If not
given, the media object sets SHALL be rendere
as soon as they are available. This field expres
as the first 32bits integer part of NTP time
stamps.

unsignedint

2d
sed

validTo A NM/TM 0.1

The last moment when the media obpadtis
valid to be rendered. If not given the rendering
assumed to end in undefined time in the future
This field expressed as the first 32bits integet
of NTP time stamps.

Whenever there is an
InteractivityMediaDocument available with the
same GrouplD but with a higher GroupPosition
and the ‘validFrom’ time of that
InteractivityMediaDocument arrives, the termin
SHALL stop rendering the current document ar
render the new InteractivityMediaDocument.

unsignedint
is

a

2

d

MediaObject | E1
Group

NM/TM 1..N

Grouping of the media object setsjchhserve

the same purpose during interactivity, e.g. as a
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starting media object set, as a media object se
be shown after action was taken or to be show
after time-out was reached.
Has the following attributes:

id

startMediaFlag

Has the following sub-elements:
ActionDescriptor
BackOffTiming
MediaObjectSet
SMSTemplate
EmailTemplate
VoiceCall
Weblink
Alternative text

id

NM/TM

The ID of the media group

anyURI

startMediaF|
ag

NM/TM

The flag indicates, whether the mediaeattjsets
in this MediaObject-Group should be started wi
There SHALL only be one MediaObjectGroup
with this flag set to “true” in an
InteractivityMediaDocument

boolean
th.

Action
Descriptor

E2

NM/TM

0.1

The action descriptor describes tehaviour of
the terminal when the media objects enable en
user input.
Has the following attributes
inputAllowedTime
onTimeOutPointer
updateFlag
onActionPointer

inputAllowed
Time

NM/TM

0.1

The last moment the terminal allows tbnd-user
to provide end-user input for the active media
object set in this media object group. This field
expressed as the first 32bits integer part of NT
time stamps.

unsignedint

U

onTimeOutP
ointer

NM/TM

0.1

This pointer refers to the ID of a miaabject
group in this InteractivityMediaDocument. Whe
the InputAllowedTime is passed the terminal
SHALL present the appropriate media object s
of the MediaObjectGroup indicated by the
OnActionPointer.

The terminal SHALL NOT present this media
object set if the terminal has already presented
media object set indicated by the
OnActionPointer.

anyURI

h

—

updateFlag

NM/TM

0.1

Whenever this flag is “true” the temnail shall
listen to and fetch the following interactivity
media document and the associated media obj
from the file delivery stream when the
Inputallowedtime is passed. The following inter
activity media document is identified by the
document with the same group ID and a higher

boolean

ects

GroupPosition number.
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onActionPoin
ter

NM/TM

0.1

This pointer refers to the ID of a miaabject
group in this interactivity media document. Whe¢
the end-user undertakes action before the
InputAllowedTime, which triggers the terminal {
send out a message over the interaction chann
(e.g. MMS, SMS or HTTP request), the terming
SHALL present the appropriate media object s
of the media object group indicated by this
pointer.

If this pointer refers to the same ID as the curre
media object group, the terminal SHALL return
the same media object set after completing the
action. In this case InputallowedTime and

OnTimeOutPointer SHALL NOT be declared.

anyURI
2N

(o]
el
|l
bt

BackOffTimi
ng

E2

NM/TM

0.1

This element specifies timing behawiof
interaction sent back from the device to the
service provider. Its purpose is to provide a
mechanisms that ensures distribution over time
feedback sent from receivers, e.g. in order to
avoid overload in nodes or links.

If present, the interaction, if any, SHALL be ser
back in the time interval [OffsetTime,
OffsetTime+RandomTime] after the event that
triggered the interactivity (e.g. user feedback).
The exact time within the allowed time window
shall be random with uniform probability.
Explicit timing behaviour expressed in
Interactivity Media Document prevails over
possible default timing behaviour expressed in
InteractivityData.

of

—

offsetTime

NM/TM

The OffsetTime specifies the minimum tirtreat

a device SHALL wait after an event that trigger|
interaction (e.g. user input), before sending the
interaction. The unit is seconds (fractions can &
expressed using data type Decimal). OffsetTim
shall be a non-negative number.

decimal
5

e
e

randomTime

NM/TM

The RandomTime refers to the time window
length over which a device SHALL calculate a
random time for the transmission of interaction
The method provides for statistically uniform
distribution over a relevant period of time.

The device SHALL calculate a uniformly
distributed random time out of the interval
between 0 and RandomTime. The unit is secor|
(fractions can be expressed using data type
Decimal). RandomTime shall be a non-negativ
number.

decimal

ds

11%

MediaObject
Set

E2

NM/TM

0..N

A media object set is defines the meaubjects
attached to one interactivity technology propos
in the MediaObjectGroup. These media objects
are related to each other, and form an interagti
unit to be rendered upon MediaObjectGroup
activation (provided this interactivity technology

is the one selected for rendering).
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The set of media objects is not stored in the
MediaObjectGroup itself (i.e. in the
InteractivityMediaDocument ) but as another
external file, where this external file is :

either one uncompressed media file (like a .3G
video, a .JPEG picture).

or one GZIP archive file containing one or seve
compressed media objects (a .GZ file e.qg.
containing a compressed SMIL + 3GP video +
text)

The GZIP archive format is the one defined in
[RFC 1951] and [RFC 1952]. In case the archiy
contains multiple media objects, it consists of t
plain concatenation of each compressed medis
object (i.e. each GZIP member), as specified in
section 2.2 of [RFC 1952].

The optional FNAME field SHOULD be set by
the sender in each GZIP member header, with
FNAME value in accordance with the ‘Object’
Content-Location one (see below Content-
Location description).

The ‘MediaObjectSet’ element contains the
following attributes:

relativePreference
............ Content-Type
Content-Location

The language of a MediaObjectSet element is
expressed by using the built-in XML attribute
xml:lang with this element. In case this attribute
is not instantiated, the terminal SHALL interpre
the MediaObjectSet element to be applicable f
any language.

The ‘MediaObjectSet’ element contains the
following elements:

Description
Object
File

U

ral

ne
3

an

D

relativePrefe | A NM/TM 0.1

rence

This attribute gives the relative peeénce of this
media object set. The greater value has higher
priority to handle (i.e 2 has higher priority than
1).

If multiple media object sets elements are
instantiated in this 'MediaObjectGroup' then all
the media object sets SHALL have mutually
exclusive values of 'relativePreference’.

If multiple media object sets are instantiated in
this 'MediaObjectGroup ' then all of these
elements SHALL have the 'relativePreference'

unsignedint
(32 bits)

attribute instantiated. If only a single media abj

(1%
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set is instantiated in 'MediaObjectGroup' then t

ne

'relativePreference’' attribute MAY be instantiated

for that element.

Content-
Type

NM/TM

Gives the media type of the ‘MediaObjeetS
external file :

If this media type is ‘application/x-gzip’, the
external file is a GZIP archive file containing on
or several media objects.

Otherwise (in this version of the specificationg t
external file is one uncompressed media file (e
‘video/3gpp’ for a 3GP video file containing a
SMIL presentation).

In case the external file is transported by FLUT]
this attribute MUST match the ‘File’ Content-
Type value provided in the FDT instance(s)
describing this file.

string

Content-
Location

NM/TM

Uniquely identifies the ‘MediaObjectSet”
external file within the file delivery session.
In case this external file is transported by FLUT
this attribute MUST match the ‘File’ Content-
Location value provided by the FDT instance(s
describing this file.

Using this attribute, multiple ‘MediaObjectSet’
instances belonging to the same or different
‘MediaObjectGroup’ instances of the same or
different instance of
‘InteractivityMediaDocument’ MAY point to the
same external file.

anyURI

Ey

Description

E3

NM/TM

0.1

Description of the Media Object Sextpressed in
the same language as the parent ‘MediaObject
element. This is used to provide the end-user
extra information regarding the Media Object S
content.

string
Set’

et

Object

E3

NM/TM

0..N

Describe each media object contaiimeithe
media object set.

Depending on ‘MediaObjectSet”s external file
nature:

if a single uncompressed file, this element is ng
needed unless it can provide supplemental

information not given by parent ‘MediaObjectSet

(such as ‘PartType’, etc.).

if a GZIP archive, the sequence order of ‘Objec
in ‘MediaObjectSet’ MUST be the same as the

sequence of members in the GZIP archive (side-

by-side relationship between ‘Object’ sequence
and GZIP members).

Contains the following attributes:
.......... Content-Location
Content-Type
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Contains the following elements:
PartType

Content- A NM/TM
Location

0.1

If ‘MediaObjectSet”’s external file is an anyURI
uncompressed filaiseless

If ‘MediaObjectSet’’s external file is a GZIP
archive:

The external file can be found by decompressing
the n-th member of the GZIP archive, given n i$
the position of the ‘Object’ in the
‘MediaObjectSet’.

The Content-Location value SHALL be a
Relative-Path Reference as defined in [RFC 3986]
and SHALL represent the sub-folder(s) + the
filename of the deflated GZIP member to be used
on storage.
This relative storage content location is intended
to be directly pointed by common markup
language references (typically via src="" and
href™).

If present, the FNAME field of the GZIP membe¢
MAY be verified against the filename part of
Content-Location, ignoring case differences. In
case these two values differ, the terminal MAY
choose to discard the Media Object Set.

When storing the deflated media object, the
terminal MUST create any indicated sub-folder(s)
specified in the Content-Location, and store the
media object in the leaf sub-folder, using the fil
name indicated in the Content-Location.The
terminal SHOULD preserve the letter case
specified in the Content-Location value when
deflating the subfolders and the media file locally
The dot-segment “.” MUST be supported.
Content-Location value SHALL be unique withi
the sequence of ‘Object’ elements belonging to
the same ‘MediaObjectSet’ in the following
respect: A folder (including root folder) SHALL
NOT contain two different subfolders or files fo
which the names only differ by the letter case.
For security reasons, the terminal SHOULD
discard the Media Object Set in case a naming
conflict is detected.

For security reasons, the terminal SHOULD
discard the Media Object Set if one or several
dot-segments “..” are present in the Content-
Location.

=

D

)

Content- A NM/TM
Type

If ‘MediaObjectSet”’s external file is an string
uncompressed filaiseless (information already
given in ‘MediaObjectSet’).

If ‘MediaObjectSet’s external file is a GZIP
archive:

Gives the media type of the GZIP archive
member mapped to the ‘Object’.

start A NM/TM

0.1

If ‘MediaObjectSet”’s external file is an boolean
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uncompressed file, or else a GZIP archive
containing one media objeatseless (implictly
“true”).
If ‘MediaObjectSet’’s external file is a GZIP
archive containing multiple media objects :
This attribute must be set to “true” for exactlyeon
‘Object’ and one only in the ‘Object’ sequence,
the “start media object” on which the interactivity
client must be launched.
Default value, and applicable value for the other
‘Object’ elements : false
PartType E4 NM/TM Indicates the media types that shded string
supported also in order to correctly render an
‘Object’ consisting of several sub-media objects.
E.g. a 3GP “Extended-presentation profile” would
be one ‘Object’ with one “application/smil”
‘PartType’ advertising the presence of a SMIL
presentation in the file.
File E3 NO/TM Present in case ALC without FLUTEused for
the delivery of ‘MediaObjectSet”s external file.
Structure identical to the ‘File’ child element of
‘FileDescription’ in the Access fragment.
[BCAST10-SG].
Content- A NM/ See RFC 3926, section 3.4.2 anyURI
Location ™
TOI A NM/ See RFC 3926, section 3.4.2 positivelnteg
™ er
Content- A NO/ See RFC 3926, section 3.4.2 unsignedl.on
Length ™ g
Transfer- A NO/ See RFC 3926, section 3.4.2 unsignedl.on
Length ™ g
Content- A NO/ See RFC 3926, section 3.4.2 string
Type ™
Content- A NO/ See RFC 3926, section 3.4.2 string
Encoding ™
Content- A NO/ See RFC 3926, section 3.4.2 base64Binar
MD5 ™ y
FEC-OTI- A NO/TM See RFC 3926, section 3.4.2 unsignedBy
FEC- e
Encoding-1D
FEC-OTI- A NO/ See RFC 3926, section 3.4.2 unsignedlLon
FEC- ™ g
Instance-ID
FEC-OTI- A NO/ See RFC 3926, section 3.4.2 unsignedlLon
Maximum- ™ g
Source-
Block-Length
FEC-OTI- A NO/ See RFC 3926, section 3.4.2 unsignedlLon
Encoding- ™ g
Symbol-
Length
FEC-OTI- A NO/ See RFC 3926, section 3.4.2 unsignedlLon
Max- ™ g
Number-of-
Encoding-
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Symbols

FEC-OTI-
Scheme-
Specific-Info

NO/TM

0.1

This attribute MAY be used to commuatie FEC
information which is not adequately represente
by the other attributes related to FEC.

base64Binar
dy

SMSTemplat
e

E2

NM/TM

0.1

Contains the following attributes:
relativePreference

Contains the following elements:
Description

SelectChoice

Note: the SMSTemplate is a media object set,
although not encoded using the ‘MediaObjectS
generic structure.

Note: The SMS Template provides information
about the option(s) in an interaction, but does 1
contain rendering information. If rendering is to
be specified by the service provider, the
interaction can alternatively be described in an
XHTML document with in-lined SMS URIs.

ot

relativePrefe
rence

NM/TM

0.1

This attribute gives the relative peeénce of this
media object set. The greater value has higher
priority to handle (i.e 2 has higher priority than
1).

If multiple media object sets are instantiated in
this 'MediaObjectGroup ' then all the media obj
sets SHALL have mutually exclusive values of
‘relativePreference’.

If multiple media object sets are instantiated in
this 'MediaObjectGroup ' then all of these

elements SHALL have the 'relativePreference’
attribute instantiated. If only a single media abj
set is instantiated in 'MediaObjectGroup' then t
‘relativePreference’ attribute MAY be instantiaté
for that element.

unsignedIint

ect

¢
he
pd

Description

E3

NM/TM

0..N

Text describing the interaction tetand user,
possibly in multiple languages. The language i
expressed using the built-in XML attribute
xml:lang with this element.

This text can e.g. describe the overall scope ®f
interaction, valid for all interaction options
described below. It might e.g. also contain
information about the prize of the SMS
interaction.

For an interaction with only one choice (e.g. an
offer to purchase merchandise like a ringtone),
'Description' element SHOULD be used to
provide information regarding the interaction ar
the 'ChoiceText' element MAY be discarded by
the terminal.

string

D

the

d

text

NO/TM

0.1

This attribute can contain a stringttiean be
inserted into SMS messages specified by SMS
URI attributes below.

string

Note: this attribute enables message size savirn

Js
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for the case where the same text appears in th
SMS bodies of several choices, i.e. if multiple
SelectChoice elements are present

11%

SelectChoice

E3

NM/TM

1..N

Contains the following attributes:
smsURI

Contains the following elements:
ChoiceText

Note: For an interaction with multiple choices
(like a voting between several options), the
SelectChoice elements describe the different
options to the user, and declare the SMS
interaction to be executed when the user selec
this option. For an interaction with one choice
(e.g. an offer to purchase merchandise like a

ringtone), there is only one SelectChoice element.

Rendering of the choice(s) to the user is out of
scope of this specification.

smsURI

NM/TM

SMS receiver address and payload encaded
“sms:” URI scheme.

Value of this attribute SHALL comply with
“sms:” URI scheme [URI-Schemes], with the
following exceptions:

If the sms-body [URI-Schemes] of the sms UR
scheme contains the string “$userid$”, it shall i
replaced by the user ID.

If the sms-body [URI-Schemes] of the sms UR
scheme contains the string “$deviceid$”, it sha
be replaced by the device ID.

If the sms-body [URI-Schemes] of the sms UR
scheme contains the string “$userinput$”, it
should be replaced by a string that the user cal
enter. This may be an empty string. If $userinp
is present in the SMS-URI, the terminal SHALL
open the SMS template in SMS editor (or simil
to allow user input before sending the SMS. If,
however, the $userinput$ string is not present |
the sms-body, the terminal SHALL not provide
the SMS for the end user to modify. The termin
SHOULD prompt the end user before sending
SMS out.

If the sms-body [URI-Schemes] of the sms UR
scheme contains the string “$text$”, it SHALL
replaced by the string signalled in the attribute
“Text” (if this attribute is present).

anyURI

=]

al
he

ChoiceText

E4

NM/TM

0..N

Description of the interaction optigrossibly in
multiple languages. This is used to provide the

end-user information on this interaction choice..

The language is expressed using the built-in X
attribute xml:lang with this element.

For an interaction with one choice (e.g. an ofte
purchase merchandise like a ringtone), the
'‘Description’ element SHOULD be used to
provide information regarding the interaction al

string

d

the 'ChoiceText' element MAY be discarded by
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the terminal and the ChoiceText element MAY
omitted.

For interactivity with multiple choices, the

"ChoiceText” element SHALL be instantiated fd

each “SelectChoice’.

be

=

EmailTempla
te

E2

NO/TM

0.1

Contains attributes:

relativePreference
toHeader
ccHeader
bccHeader
subjectHeader

Contains the following elements:
Description
MessageBody

Note: the EmailTemplate is a media object set,

although not encoded using the ‘MediaObjectSet’

generic structure.

relativePrefe
rence

NO/TM

0.1

This attribute gives the relative medfnce of this
media object set. The greater value has higher
priority to handle (i.e 2 has higher priority than
1).

If multiple media object sets are instantiated in
this 'MediaObjectGroup ' then all the media obj
sets SHALL have mutually exclusive values of
'relativePreference’.

If multiple media object sets are instantiated in
this 'MediaObjectGroup ' then all of these

elements SHALL have the 'relativePreference'
attribute instantiated. If only a single media abj
set is instantiated in 'MediaObjectGroup' then |

unsignedint

ect

a)

ne

'relativePreference' attribute MAY be instantiated

for that element.

toHeader

NM/TM

The e-mail recipient(s) as defined in [RR822]

string

ccHeader

NO/TM

The e-mail cc-recipient(s) as definedRFC
2822]

string

bccHeader

NO/TM

0.1

The e-mail bce-recipient(s) as definedRFC
2822]

string

subjectHeade
r

NO/TM

0.1

The e-mail subject header as defimefRFC
2822]

string

Description

E3

NO/TM

0..N

Description of the Email Template spibly in
multiple languages. This is used to provide the
end-user extra information regarding the Email
message.

The language is expressed using the built-in X
attribute xml:lang with this element.

string

ML

MessageBody

E3

NO/TM

0.1

The e-mail message body (text fordedined in
[RFC 2822]

The value of this element SHALL be base64-
encoded.

Note: At least one of Subjectheader and

MessageBody in an EmailTemplate SHOULD be

base64Binar
y
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present

VoiceCall E2 NO/TM 0.1

Contains the following attributes:
relativePreference
Contains the following elements:
Description

PhoneNumber

Note: the VoiceCalllnteraction is a media objec
set, although not encoded using the
‘MediaObjectSet’ generic structure.

It allows for voice call based interaction, by
giving a description to the user and one or mor
telephone numbers that the user can call.

—F

D

relativePrefe | A NO/TM 0..1

rence

This attribute gives the relative medfnce of this
media object set. The greater value has higher
priority to handle (i.e 2 has higher priority than
1).

If multiple media object sets are instantiated in
this 'MediaObjectGroup ' then all the media obj
sets SHALL have mutually exclusive values of
'relativePreference’.

If multiple media object sets are instantiated in
this 'MediaObjectGroup ' then all of these
elements SHALL have the 'relativePreference'
attribute instantiated. If only a single media abj
set is instantiated in 'MediaObjectGroup' then t
'relativePreference' attribute MAY be instantiate
for that element.

unsignedint

ect

2]
he
pd

Description | E3 NM/TM 0..N

Text describing the interaction tetand user,
possibly in multiple languages. The language is
expressed using the built-in XML attribute
xml:lang with this element.

This text can e.g. describe the overall scope ®f
interaction, valid for all interaction options
described below. It might e.g. also contain
information about the prize of the voice call
interaction.

string

PhoneNumbe NM/TM

r

E3 1..N

Phone number to which the terminétistes a
voice call when the interactivity related to this
InteractivityMediaDocument is triggered. The
terminal SHALL prompt the user before actuall
making the call. If several phone numbers are
present, the user SHALL be able to select the
to be used.

A terminal with voice call capabilities MUST
support telephone URI [RFC 3966]. Further, a
terminal with SIP capabilities MUST support Sl
URI [RFC 3261].

anyURI

hne

)

Weblink E2 NM/TM 0..1

This provides a reference to an enakwebsite.
Contains attributes:
- relativePreference

- webURL
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Contains the following elements:
- Description

Note: the Weblink is a media object set, althou

not encoded using the ‘MediaObjectSet’ generi

structure.

Q
Oj

relativePrefe
rence

A NM/TM

0.1

This attribute gives the relative peeénce of this
media object set. The greater value has higher
priority to handle (i.e 2 has higher priority than
1).

If multiple media object sets are instantiated in
this 'MediaObjectGroup ' then all the media obj
sets SHALL have mutually exclusive values of
'relativePreference’.

If multiple media object sets are instantiated in
this 'MediaObjectGroup ' then all of these

elements SHALL have the 'relativePreference'
attribute instantiated. If only a single media abj
set is instantiated in 'MediaObjectGroup' then t

unsignedIint

ect

a)

ne

‘relativePreference’ attribute MAY be instantiated

for that element.

webURL

A NM/TM

URL to an external website.

anyURI

Description

E3 NM/TM

Description of the Weblink, possibtymultiple

languages. This is used to provide the end-user

extra information regarding the Weblink.

The language is expressed using the built-in X
attribute xml:lang with this element.

string

ML

AlternativeT
ext

E2 NM/TM

0..N

Alternative Text to be displayed ibme of the
other media object sets is supported by the
terminal

Possibly in multiple languages. The language i
expressed using the built-in XML attribute
xml:lang with this element.

string

12}

PrivateExt

El NO/TO

0.1

An element serving as a containepfoprietary
or application-specific extensions.

<proprietary
elements>

E2 NO/TO

0..N

Any number of proprietary or applioatspecific
elements that are not defined in this specificati

These elements may further contain sub-elements

or attributes.

5.3.6.1.3

Table 29: Data structure of InteractivityMediaDocument

On the rendering

The terminal SHALL render the information containedhe instances of ‘InteractivityMediaDocumenti@n these are
completely and successfully retrieved from the digdivery stream and when the interactivity is stthed to take place, i.e.
one or more InteractivityMediaDocuments are vatid are associated with the service or contentisha¢ing rendered at
that moment. When instances of ‘InteractivityMedi@Dments’ with the same GrouplD are valid at theestime, the
terminal SHALL render those media objects in thewtoent with the highest GroupPosition.
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Upon parsing, or activation of, a received ‘IntéiratyMediaDocument’ instance, the BCAST applicatiSHALL identify
the supported ‘MediaObjectSet’ instances accorting

- the interactivity technology(ies) supported, segtien 5.3.6.1.4 below
AND

- supported language options for rendering the destinteractivity, see section 5.3.6.1.6 below

and discard those instances that are not suppactaiding to the two criteria above.

After having done this filtering step, the termindtains a list of languages supported for theaatéve technologies it
supports. From this list of languages, the termiagliest the user to select one language, or petfis step automatically

Note: it is the responsibility of the network toseine an instance of ‘InteractivityMediaDocumentsdgbes the interactivity
in a given language for the given interactivitytteology.

Furthermore the following applies:

- If multiple media object sets are instantiated IMadiaObjectGroup' the BCAST application SHALL den the
media object set with the highest value of thatre¢Preference' attribute among the media obgstissupports.

- If only a single media object sets is instantiated 'MediaObjectGroup' the BCAST application SHAtdnder that
media object if that media object set is supported.

- In the two previous cases, the BCAST applicatioiABHonly select media object sets that correspanthée
selected language or, alternatively, that applgrty language.

- If multiple 'MediaObjectGroups' are defined in 8@ected instance of 'InteractivityMediaDocumemd' BCAST
application SHALL go through all of them and rend#ithe media object sets that are supported doapto the
three previous rules.

- The terminal SHALL support keeping track and reideof several ‘InteractivityMediaDocument’ instaasc
belonging to multiple groups (i.e. with differeralues of ‘groupID’) at the same time.

The InteractivityMediaDocument defines the actwahds, which enable e.g. voting or ringtone ondgriThe terminal
SHALL be able to acquire and render the media t¢bjeitached to the ‘InteractivityMediaDocument’ watit interrupting
the acquisition and rendering of the ‘regular’ lstoast media stream.

5.3.6.1.4 MediaObjectSet parsing for interactivity =~ technology selection

Information provided in the <MediaObjectSet> eletrisrsufficient to determine whether the media obget is supported
or not by the terminal. There is no need to opahgarse the external file bundle. The terminal Mt&aKe guidance of the
following rules to determine this support :

» if <MediaObjectSet>'s external file is a single ontpressed file, the media object set SHOULD be ssen
“supported” if :

o the “Content-Type” attribute value of the <Media@tijSet> is supported, and
o if present, the 'PartType’ s values of the 'Objeate all supported.

» if <MediaObjectSet>'s external file is an archiVle fthe media object set SHOULD be seen as “supdbif :
o the “Content-Type” attribute value of each <Objeistsupported, and

o if present, the <PartType>s values in each <Objact>all supported.
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5.3.6.1.5 InteractivityMediaDocument generation and  parsing for language selection

The following table provides the list of elemeriiattthe terminal can use for language selectiomvplaesing an instance of
the <InteractivityMediaDocument>:

Element name Language selection Parent element
Description Through the <xml:lang> attribute of | <SMSTemplate>, <EmailTemplate>,
this element <VoiceCall>, and <Weblink> elements
ChoiceText Through the <xml:lang> attribute of | <SelectChoice> element of the
this element <SMSTemplate> element.
MediaObjectSet Through the <xml:lang> attribute of | <MediaObjectGroup> element.
this element

Table 30: elements of <InteractivityMediaDocument>used for language selection

In order for the terminal to provide a single laage choice to the user (or perform an automatectieh), the language(s)
available for a given interactivity have to be @eetl in a consistent manner across all the <MedeBbBroup> instances in
an <InteractivityMediaDocument> instance that diégs such interactivity. In order to enable thie server SHALL
comply with the following rule:

- The instance of the <MediaObjectGroup> that hasstartMediaFlag> set to true SHALL explicitly daig all
available languages for the interactivity scenagjaresented by the <InteractivityMediaDocumenttanse, that is
to say

o If the said <MediaObjectGroup> provides any inseaoE<SMSTemplate>, <EmailTemplate>,
<VoiceCall>, or <Weblink>, then the correspondirigescription> element SHALL be instantiated for
each language

o If the said <MediaObjectGroup> provides one or mostances of <MediaObjectSet>, there SHALL be at
least one such instance per language option

- For each language declared as specified above

0 Each <Description> element as pointed by Tableha0is to be used within its parent instance SHAkL
instantiated for the said language

o0 Each <ChoiceText> element as pointed the Tablé&0is to be used within its parent instance SHALL
also be instantiated for the said language

o For each instance of the <MediaObjectGroup> thétAl3 be at least one instance of <MediaObjectSet>
for the said language or, alternatively, an instamic<MediaObjectSet> configured for any language.

o For any of the element pointed by Table 30 ther&lSHNOT be any instance for a language that is not
part of the available language options

Upon parsing the <InteractivitityMediaDocument>tarsce, the BCAST application identifies the avd#édanguages from
the <MediaObjectGroup> instance that has the {dtatiaFlag> set to true. The BCAST application MAgdhrd the
languages that it does not support.

Upon activation of the <InteractivityMediaDocumenttre BCAST application SHALL select the media abpets for
rendering that:

- are defined for the selected language or,

- are defined as applicable to any language
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5.3.6.1.6 MediaObjectSet definition for some intera  ctivity technologies

A media object set conveying 8MS Message Templateconforming to [MMSTEMP] SHALL consist of the foldng:

* one GZIP archive file containing all the media @tgeg(Message Template Definition, MMS presentagiart,
fixed/replaceable media objects).

» one <MediaObjectSet>, with Content-Type attribuwgkte “application/x-gzip”, and containing :

0 one “MTD” <Object>, with Content-Type attribute get“application/vnd.omammsg-mtd+xml", and Start
attribute set to “true”.

o0 zero or one “MMS presentation part” <Object>, withntent-Type attribute set to “application/smif". |
<MediaObjectSet> contains MMS presentation pae silib-folder(s) SHALL NOT be used in <Content-
Location> since MMS-SMIL cannot support sub-folegr(

0 one <Object> per other bundled file, if any (fixeglaceable media objects).

Note: If the end user decides to interact as triggeseifiédia Object Set of typRIMS Message Templateit implies that
the Terminal SHALL be able to execute any intem@ctiver the Interaction channel by sending the MMS filled-in MMS
Template).

A media object set conveying XtHTML MP bundle conforming to [XHTMLMP11] SHALL consist of the fiawing:

» one GZIP archive file containing all the media abge(e.g. XHTML MP page(s), external ECMAScript Nlies,
external WAP CSS stylesheets, audio/visual mediectd..).

» one <MediaObjectSet>, with Content-Type attribuwgkte “application/x-gzip”, and containing :

0 one “XHTML MP” <Object>, with Content-Type attribaiset to “application/vnd.wap.xhtml+xml" and Start
attribute set to “true”.

0 one <Object> per other bundled file, if any (thatynbe additional XHTML MP pages).

Note: If the end user decides to interact as triggereMbgia Object Set of typgHTML MP bundle , it implies that the
Terminal SHALL be able to execute any interactioerahe Interaction channel by executing HTTP ratgiéollowing the
hyperlinks present in XHTML). Further, if the Temal supports SMS-based messaging, the Terminal $H&lable to
support “sms:”-URI scheme as defined in sectionéb13and consequently be able to perform SMS-baserhction over
the Interaction channel.

A media object set conveying3&PP PSS SMIL bundleconforming for the presentation part to [3GPP 26R6]) SHALL
consist of the following:

* one GZIP archive file containing all the media abge(SMIL presentation, audio/visual media objec}s...
* one <MediaObjectSet>, with Content-Type attribuwgete “application/x-gzip”, and containing :

0 one “3GPP PSS SMIL” <Object>, with Content-Typeibtite set to “application/smil"* and Start attribet to
“true”.

0 one <Object> per other bundled file, if any.

Note: If the end user decides to interact as triggereMbglia Object Set of typ@GPP PSS SMIL bundle it implies that
Terminal SHALL be able to execute any interactioerathe Interaction channel by executing HTTP ratgiéollowing the
hyperlinks present in SMIL). Further, if the Termirsupports SMS-based messaging, the Terminal SH#d_able to
support “sms:”-URI scheme as defined in sectionéb13and consequently be able to perform SMS-baserhction over
the Interaction channel.

A media object set conveying3&PP2 MSS SMIL bundleconforming for the presentation part to [3GPP20058)])
SHALL consist of the following:

[0 2008 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-BCAST_Services-V1_0-20081010-C Page 87 (164)

e one GZIP archive file containing all the media atge(SMIL presentation, audio/visual media
objects...).

» one <MediaObjectSet>, with Content-Type attribugkte “application/x-gzip”, and containing :

* one “3GPP2 MSS SMIL” <Object>, with Content-Typé&iaute set to “application/smil* and
Start attribute set to “true”.

* one <Object> per other bundled file, if any.

Note: If the end user decides to interact as trigdjdy Media Object Set of type 3GPP2 MSS SMIL benidimplies that
Terminal SHALL be able to execute any interactioerathe Interactive Channel by executing HTTP retgiéfollowing the
hyperlinks present in SMIL). Further, if the Termirsupports SMS-based messaging, the Terminal SH#d_able to
support “sms:”-URI scheme as defined in section6s13and consequently be able to perform SMS-biaserhction over
the Interactive Channel.

See Appendix C for some informative examples of did®bjectSet> elements.
5.3.6.1.7 Using URI scheme “sms:”

Terminals that support SMS-based messaging arttdbstupport XHTML based Media Object Sets SHALLEupthe
“sms:” URI scheme as specified in [URI-Schemesd &alid scheme for hyperlinks.

5.3.6.1.8 Service Interaction using MMS Message Tem plate

This section describes how to retrieve and use NMiMSsage Template for Service Interaction.

5.3.6.1.8.1Service Interaction retrieval

The terminal SHALL retrieve MMS Message TemplataririnteractivityMediaDocument (refer to 5.3.6.Ihe terminal
MAY retrieve MMS Message Template from MMS.

The terminal SHOULD store MMS Message Templatétsistorage area after retrieval.

The terminal MAY use Application ID described in B8CONF] to launch client software, which handles BMlessage
Template (MMS Message Template Client), in the ¢haethe Template is retrieved from MMS.

5.3.6.1.8.2Service Interaction launch and feedback

The terminal SHALL launch MMS Message Template @li@ccording to the timing described in
InteractivityMediaDocument , in a similar way teethther Service Interaction methods.

MMS Message Template Client SHALL create Multimelliessage (MM) according to the process defined MSV
Message Template Definition (MTD) [MMSTEMP].

After creating the resulting MM, MMS Message Ten@l8HOULD send the Message to Service Applicatoldress
defined in MTD.

5.3.6.2 Broadcast delivery of InteractivityMediaDoc  uments

The broadcast delivery of the instances ‘InterégfitediaDocument’ and any associate files has tilewing
characteristics and constraints. For the delivieeyrtetwork SHALL

» use FLUTE file delivery session containing at least FDT Instance,
» list all the delivered files in every instance &F,

e use the string “application/vnd.oma.bcast.imd+xadthe value of ‘Content-Type’ for every instan€e o
‘InteractivityMediaDocument’ in every FDT Instanaad

» use the following convention for allocating the iEent-Location’ values for the instances of the
‘InteractivityMediaDocument’: <GrouplD>:<GroupPdsit> where the
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» <GrouplD> stands for the group identifier and <GxBusition> for the group position represented leyitistance
of ‘InteractivityMediaDocument'.

Furthermore in the case of broadcast delivery gtevork SHALL use the string “oma:bcast1.0:imd:"ths prefix of the
interactivity media group identifier (GroupID).

5.3.6.3 Interactive delivery of InteractivityMediaD  ocuments
5.3.6.3.1 Transport protocols

There are the two following mechanisms for delingrinteractivityMediaDocuments to the terminal gsihe interactive
channel:

» using HTTP as the transport the terminal speclfiaglquesting the InteractivityMediaDocuments frim
network and

» using OMA PUSH the network pushing the InteracgiviediaObjects to the terminals.

If the terminal supports the interaction chantted, terminal SHALL support the former and additibnd the terminal
supports OMA PUSH, the terminal SHALL also suppbe latter.

When the InteractivityMediaDocuments are delivausshg OMA PUSH the content type SHALL be set to
“application/vnd.oma.bcast.imd+xml”.

5.3.6.3.2 InteractivityMediaDocument request messag  es

When the terminal requests InteractivityMediaDocuotadrom the network, the terminal SHALL use HTTO$T

with the following syntax : “POST <interactivityMe&dJRL> HTTP/1.1\r\n<InteractivityMediaDocumentRegtre’ where
<interactivityMediaURL> denotes the destinationtfoee HTTP requests as signaled in the ‘interagfid@diaURL’ attribute
of the ‘InteractivityData’ fragment representing timteractivity in question, see section 5.1.2 i[B€AST10-SG].. Both
the HTTP POST request and the corresponding HT3porese SHALL also contain the following HTTP hedfikdds:

» ‘Content-Length’,

» for request message: ‘Content-Type’ which SHALLSeg&to “text/xml”.

» for response message: ‘Content-Type’ which SHALLseeto “multipart/mixed” and
* ‘Host in case the ‘Request-URI’ is not in the aloge form specified in [RFC 2616].

The XML structure in Table 23 defines the syntaxtfe ‘InteractivityMediaDocumentRequest’ placetbithe payload of
the HTTP POST request.

The HTTP response of the HTTP POST request respoassage SHALL be of type “multipart/mixed”.
The first body part of the multipart in the respens

e SHALL contain one ‘InteractivityMediaDocumentRespehXML document as defined in Table 24.
e SHALL include Content-Type header set to ‘text/xml’

Other body parts may follow the first body partlie response. In that case each body part:

« SHALL contain one file representing the full setnoédia objects associated to exactly one <Mediat®g> of a
MediaObjectGroup of the returned InteractivityMeldocument. This file SHALL be either one uncompeess
media file (e.g. 3GP file) being the media objéstlf, or one GZIP archive file containing the corgsed media
objects, as described in section 5..3.6.1.2.

e SHALL include Content-Location header set to Cotitartation attribute value of <MediaObjectSet> edain

» SHALL include Content-Type header, set to actuaWItype of uncompressed media file (e.g. ‘videof3ypr to
‘application/x-gzip'if the media objects are cadi@ a GZIP archive.
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In case the response message does not contdie dilles associated with the ‘InteractivityMediaDoents' contained in the
response message, the terminal MAY use HTTP GE®&ttieve these missing files.

Interactivity | E
MediaDocum
entRequest

The request to be used by the terminal to itque
InteractivityMediaDocuments.

Contains the following attributes:
requestiD

Contains the following elements:
UserlD
DevicelD
GrouplID

requestiD A O 0..1

Identifier for the InteractivityMediaDocuant
request message.

unsignedint

UserlD El (@]

The user identity known to the BSM. Carddhe
following attributes:

type

string

type A M 1

Specifies the type of User ID. Allowed vatue
are:

0 — username defined in [RFC 2865]
1-1IMSI

2 -URI

3 - IMPI

4 — MSISDN

5 - MIN

6-127 reserved for future use
128-255 reserved for proprietary use

unsignedByt
e

DevicelD El O

A unique device identification known ket
BSM.

Contains the following attributes:
type

string

type A M 1

Specifies the type of Device ID. Allowed vak
are

0 — reserved for future use

1 - IMEI [3GPP TS 23.003]

2 — MEID [3GPP2 C.S0072]

3-127 reserved for future use
128-255 reserved for proprietary use

unsignedByt
e

GrouplD El M 1

ID of the requested group of

InteractivityMediaDocument, globally unique
The GrouplD is carried in BCAST SG fragment
called InteractivityData

anyURI

Table 31: Structure of Interactivity Media Document Request

Interactivity | E
MediaDocum

The response to the
‘InteractivityMediaDocumentRequest’ message.
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entResponse
Contains the following attributes:
requestiD
statusCode
Contains the following elements:
InteractivityMediaDocument
requestiD | A 0] 0.1 Identifier for the corresponding unsignedint
InteractivityMediaDocument request message.
status A M 1 The overall outcome of the request, according | unsignedByt
Code the return codes defined in section 5.11. e
Interactivity | E1 M 1 The InteractivityMediaDocument as specified | complexTyp
MediaDocum 5.2.6.1 €
ent

Table 32: Structure of Interactivity Media Document Response

5.4 Personalization/Support for User-based Profiles and
Preferences

54.1 User-based Profiles over Broadcast Channel

The BCAST Enabler enables targeted reception thralajvery of user-based profiles over the broaticlaannel using the
Service Guide. The “TargetUserProfile” element ef\ice Guide SHALL be used for that purpose.

Exact terminal behavior for interpreting the “TattdgserProfile” is not specified. However, the teraliMAY be able to
filter the Service Guide based on the “TargetUssiler.

5.4.2 Communicating the End User Preferences to Net  work

The terminal MAY communicate the End User prefeemnio the network using the scheme defined inseision. Both the
Terminal and the network MAY support the schemee behavior of the network and any subsequent actegond
providing the End User preferences are not specifiddCAST Enabler.

The data structure for communicating the End Usefepences from terminal to network is as follows:

EndUserPref | E O The end user preferences signalled to theer
erences Provider

Contains the following elements:
UserlD
Preference

UserlD E1l M 1 User Identity known to the BSM. It descriids | string
identification of the end user whose preferences
are described here.

Contains the following attribute:

type
type A M 1 Specifies the type of User ID. Allowed vatue | unsignedByt
are: e
0 — username defined in [RFC 2865]
1-IMSI
2 - URI
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3 - IMPI
4 — MSISDN
5-MIN

6-127 reserved for future use
128-255 reserved for proprietary use

Preference | E1 M 1..N The attribute-value pair describing agividual
preference. NOTE: the exact attribute for

preference shall be defined by service or content
provider.

Contains the following attributes:
attribute
value

attribute A M 1 Attribute being described string

value A M 1 Value of the attribute string

Table 33: Structure of End User Preference Message

The above data structure SHALL be instantiated s ¥stance according to XML Schema [BCAST10-XML &cha-
Userpreference].. The XML instance in turn SHALLdmmmunicated from terminal to network by HTTP POBar
confidentiality, HTTPS based on SSL 3.0 [SSL30] ah& 1.0 [RFC 2246] MAY be used.

5.5 Charging

This section specifies the use of OMA Charging Herafo realize the charging of OMA Mobile Broadc&strvices. OMA
Charging Enabler defines a set of interfaces tomatither Enablers to access the charging funciiyndhe interfaces are
specified in [OMA Charging AD]. This section defsnkow, when and by whom the charging is triggerethahich
functional entity invokes the charging using thieiface of OMA Charging Enabler. This section alefines the data that
will be exchanged within the charging event.

5.5.1 Chargeable Events in the Scope of the BCAST E nabler

Chargeable evens a service related event that has taken plackcan be specified and recorded. This sectiortiften
chargeable events in the scope of the OMA MobileeBcast Services technical specification. It shbeldoted that
chargeable events can also occur for example iroadgast Distribution System or in other entitiethe OMA BCAST
Architecture to record the usage of the mechantbaisthey provide (e.g. distribution and protectinachanisms) but these
chargeable events are not specified in this doctumen

Not all chargeable events lead necessarilydbaaging eventi.e. the sending of charging information to tHeagjing
Enabler for further processing. The events thatateally charged for can depend on the implemiemtat herefore, the list
in this section should be regarded as a list ohtsvihat potentially trigger charging events.

Subscription-Based Charging

Subscribe/Purchase Request 5.1.5,5.1.6 BSM
End-user subscribes or purchases a certain sdyagzd on information [BCAST10-Architecture]
received through the Service Guide. 5.4.6.1

Subscription Update 5.1.5,5.1.6 BSM
In case of open-ended subscriptions, the BSM mag h@ generate [BCAST10-Architecture]
charging information from time to time until thebseription is 5.4.6.7

cancelled.

Unsubscribe Request 5.1.6.7 BSM

Open-ended subscriptions, and possibly other sigtieers, are valid [BCAST10-Architecture]
until they are cancelled by the end-user. Dependimthe contract, they 5.4.6.8
may also have to be cancelled (and renewed byniggunew order
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request) when the price per subscription periochgbs.

Consumption-Based Charging

Token Purchase Request 5.15,5.1.6 BSM
Token Purchase Request can be used to order ttiensan be used in [BCAST10-Architecture]
consumption-based charging models. As to calleedcharging 5.4.6.9

Enabler, tokens can be used in two ways:

* Pre-paid tokens: When the BCAST client orders tek&SM
calls the Charging Enabler and tokens are chargeldey are
ordered before the actual service delivery

» Post-paid tokens: When the BCAST client ordersnské the
subscriber uses online charging, a respective tarestervation
is made. In the offline case, a positive credipogse is
assumed implicitly. Used service units are repottetthe
Charging Enabler only when the BCAST client repogsd
tokens to the BSM.

NOTE! It is important to note here that the prepaid/paist distinction
is independent of the type of the subscriber’s aotin the Charging
Infrastructure (i.e. pre-paid or post-paid subgip.

Service Interaction

Interactive Service Ordering [BCAST10-Architecture] BSI-G
The end-user reacts to an interaction pointer agdests for an 5.4.5

additional service, such as voting or related vadded content.

Charging for interactive service ordering is in B@AST Enabler's

scope only in simple cases where the additionaicecan be identified

with a simple combination of a purchase item ID pndchase option or

equivalent. In more complex cases, it is likelyttharvice interaction is

redirected to a separate application the chargdinghcch is outside the

scope the BCAST Enabler.

Table 34: List of chargeable events

5.5.2  When to Trigger Calls to the Charging Enabler

This section identifies when charging informatiaeds to be sent to the Charging Enabler in relaticdhe different
chargeable events.

In the case of Subscription/Purchase Request, 8ptisn Update, Unsubscribe, Token Purchase Regaestteractive
Service Ordering, the high-level charging flowhs following:

* When the request arrives, before service delivery

0 The BCAST Enabler implementation may know basegrerconfigured information or through a query to
an external system whether online or offline chaggnterface should be used towards the Charging
Enabler. It this information is not available, BEAST Enabler may assume online and make the first
request to the online (CH-2) interface, which metyirn an error code indicating that offline sholoéd
used.

o If online charging is to be used, send an InitiajRest using CH-2 to make a credit reservation
» During service delivery

o Inthe online case, Interim Requests to CH-2 magd®ed if the quota granted in the previous stép(s
depleted

»  After service delivery

o If the online-offline determination outcome waslio#, report service usage using CH-1
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o If the online-offline determination outcome wasioal| report the final service usage step using
Termination Request of CH-2

5.5.3 BCAST-related Information in Charging Message s

This section specifies how charging informationB&@AST services is mapped to OMA Charging Data Eets of the
Charging Enabler.

5.5.3.1 Subscription-Based Charging: Subscribe/Purc  hase, Subscription Update,
Unsubscribe Request

Value: String Service Context Id Fixed value to identifg tservice
BCAST@openmobilealliance.org specification in the context of
which the charging events must be
interpreted.
Values: SUBSCRIBE, String Service Identifier Identifies more precistie type
SUBSCRPITION_UPDATE, of service within the context
UNSUBSCRIBE defined by the Service Context Id.
(for Subscription-Based Charging) NOTE: Different from Service ID.
Field: UserID String Subscription Id Data The globally uniqueritiy of the
subscriber
Field: type attribute under UserlD  unsignedByte Subscription Id Type Type of the stibsc identity (e.g.
MSISDN, IMSI, SIP_URI)
Field: PurchaseltemID anyURI Service Key The globally unique ID of the

Service Guide fragment that
describes what the end-user has
ordered or cancelled. It should be
noted that a particular Service Item
may be available through several
Purchase Items (e.g. because of
bundling and several order options
or purchase channels).

Values: depending on context String Correlation Id Depending on the deployment,
different identifiers can be used
here to enable correlation between
the charging events generated by
BCAST service entities and
charging events generated by other
entities (such as distribution
entities or content protection
mechanisms).

Field: Price decimal Unit Value, Value Digits, Amount to be reserved/debited

Exponent from the end-user’s account. In

case of reservation, the listed data
elements must be included in the
requested service units data
element. In case of reporting units
to be debited, the used service units
data element must be used in the
charging interface.

Field: currency String Currency Code Numeric representation of
Currency Code as specified in
1ISO4217

Field: DevicelD String User Equipment Info Value A unique deviceritification
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known to the BSM

Field: type attribute under DevicelD  unsignedByte User Equipment Info Type The typehefunique device
element identification (e.g. IMEI, MEID).

Table 35: Mapping table for Subscription based Chaging

5.5.3.2 Consumption-Based Charging: Token Purchase Request

Value: String Service Context Id Fixed value to identifig tservice
BCAST@openmobilealliance.org specification in the context of
which the charging events must be
interpreted.
Values:TOKEN_PURCHASE String Service ldentifier Identifies more precistig type
(for Consumption-based charging) of service within the context

defined by the Service Context Id.
NOTE: Different from Service ID.

Field: UserID String Subscription Id Data The globally uniqueritiy of the
subscriber
Field: type attribute under UserlD  unsignedByte Subscription Id Type Type of the stibsc identity (e.g.
MSISDN)
Field: PurchaseltemID anyURI Service Key The globally unique ID of the

Service Guide fragment that
represents the token product.

Values: depending on context String Correlation Id Depending on the deployment,
different identifiers can be used
here to enable correlation between
the charging events generated by
BCAST service entities and
charging events generated by other
entities (such as distribution
entities or content protection
mechanisms).

Field: currency String Currency Code Numeric representation of
Currency Code as specified in
1ISO4217.

If the Currency Code element is
present, the Unit Value, Value
Digits and Exponent elements
below will be used.
If the CurrencyCode element is not
given, the Service Specific Units
element below will be used.

Field: Price decimal Unit Value, Value Digits, Amount to be reserved/debited

Exponent from the end-user’s account. These

sub-elements of the Money data
element are used in the charging
interface if the BCAST Enabler is
able to determine the price of the
request (either in monetary or non-
monetary terms).
In case of reservation for post-paid
tokens, the listed data elements
must be included in the requested
service units data element. In case
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of reporting used post-paid tokens
or ordering pre-paid tokens, the
used service units data element
must be used in the charging
interface.

Field: Price decimal Service Specific Units Amount of tokend&o
reserved/debited from the end-
user’s account. The Service
specific units data element is used
in the charging interface if price
determination is left to the
Charging Enabler.

In case of reservation for post-paid
tokens, the listed data elements
must be included in the requested
service units data element. In case
of reporting used post-paid tokens
or ordering pre-paid tokens, the
used service units data element
must be used in the charging
interface.
Field: DevicelD String User Equipment Info Value A unigue deviceritification

known to the BSM

Field: type attribute under DevicelD unsignedByte User Equipment Info Type The typehefunique device

element identification (e.g. IMEI, MEID)

Table 36: Mapping table for Consumption based Charimg
5.5.3.3 Service Interaction

Service interaction pointers may lead the end-tssarcompletely different service from BCAST (¢@gMMS sending), and
these external services usually have their owngthgmwhich is not in the scope of this specificatidhis specification,
however, caters for cases where the additionaldotive service does not have charging specifipdrsgely and the price of
the interaction transaction is available to the BBTAEnabler or some part of the BCAST Enabler imgletation can
determine the price. Also cases where price detetioin is delegated to the Charging Enabler buepcan be calculated
simply based on the InteractivityDatald accessedbeasupported.

Value: string Service Context Id Fixed value to identifie tservice
BCAST@openmobilealliance.org specification in the context of
which the charging events must be
interpreted.
Value:SERVICE_INTERACTION  string Service ldentifier Identifies more precistig type
(for Service Interaction) of service within the context

defined by the Service Context Id.
NOTE: Different from Service ID.

Field: UserID string Subscription Id Data The globally uniqueritiy of the
subscriber
Field: type attribute under UserlD  unsignedByte Subscription Id Type Type of the stibsc identity (e.g.
MSISDN)
Field: InteractivityDatalD anyURI Service Key The globally unique ID of the

Service Guide fragment that
describes what the end-user has
accessed.
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Values: depending on context string Correlation Id Depending on the deployment,
different identifiers can be used
here to enable correlation between
the charging events generated by
BCAST service entities and
charging events generated by other
entities (such as distribution
entities or content protection
mechanisms).

Field: Price decimal Unit Value, Value Digits, Amount to be reserved/debited

Exponent from the end-user’s account. In

case of reservation, the listed data
elements must be included in the
requested service units data
element. In case of reporting units
to be debited, the used service units
data element must be used in the
charging interface.

Field: currency string Currency Code Numeric representation of
Currency Code as specified in
1ISO4217

Field: DevicelD String User Equipment Info Value A unigue deviceritification

known to the BSM

Field: type attribute under DevicelD unsignedByte User Equipment Info Type The typenefunique device
element identification (e.g. IMEI, MEID)

Table 37: Mapping table for Service Interaction

5.5.4  Exchange of charging data among systems

It can be assumed that entities that are refldotéte BCAST architecture may need to exchangenessirelated data.

However, the BCAST enabler does not specify a éeffiormat for the exchange of charging data betviBeadcast Service
Providers, or between a Broadcast Service Prowdéra Content Provider.

5.6 Mobility

The location of the Terminal may change over tiDiéferent usage scenarios typically involve differeates of change in
the location of the Terminal. However, what is #igant in the change is not the speed of the chdng the fact that the
change in the location of Terminal may involve amde in the set of available Mobile Broadcast $esiAlong with the
change in the location of Terminal the currentlgiéable transmission may become unavailable dedémging radio
reception conditions. Alternatively, the changd@rminal’s location may move the Terminal away frissncurrently
available Broadcast Service Area. In both casesuhent set of available Mobile Broadcast Servitey change.

There are two cases to consider in the contextddfility and Mobile Broadcast Services. Firstly, teeminal may be
currently receiving a Mobile Broadcast Service whig affected by the change. Secondly, the ternmireg} only be

receiving and updating the Service Guide thatleted to the Service, affected by the change. Basies are exceptions in a
normal service consumption process and requirelimandin the former case, the change affects thieeot access to the
Service while in the latter case the change affetite possible ways of accessing the Service Guide

This section provides normative specification fue hetwork side (Service Guide function) to supfoetmitigation of
mobility effects. On the network side the supportiiroadcast mobility is centralized in the Serv&gide function. The
methods outlined in the following sections are sufgd by the SG-D and MAY be used in the transmhifervice Guide.
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5.6.1  Specifying Alternative Accesses for a Service

Service Guide allows describing several Accesses frarticular Service. The Service Guide can dedzsService in the
Service Guide that MAY have several Accesses aatativith it. In case the selected Access becomagailable due to
mobility (or some other reason), the Terminal MAdhtinue accessing the Service via another Accegndhat the other
Access semantically represents same or similar oot of the Service.

5.6.2 Global Identification of Services and Content

The Service Guide MAY declare global identificatiimn both Service (attribute GlobalServicelD in 8ee Fragment) and
Content (attribute GlobalContentID in Content Frag). Two fragments with the same global identifidescribe the same
asset. How the terminal uses the global serviodtiitkr or the global content identifier is out &fope of this specification.

5.7 Broadcast Roaming

Broadcast Roaming allows a user to receive Broa@®@=wices from a Mobile Broadcast Service Provitifferent from his
Home Mobile Broadcast Service Provider. This cgmplea, for example, when the user is not able tessthe services
provided by Home Mobile Broadcast Service Provitiethat case the Broadcast Roaming enables thidauseceive
Broadcast Services from another Mobile Broadcasti&zProvider independent on the underlying Breat®istribution
System.

The Mobile Broadcast Services (BCAST) 1.0 Enabtexbies the Broadcast Roaming through the use @usafunctions of
the enabler: through the Service Guide, througming signaling between Terminal and Visited MolBl@adcast Service
Provider, through roaming signaling between Visitéabile Broadcast Service Provider and Home MoBileadcast
Service Provider and through the Terminal Provisigriunction. The following gives the overview oavithese functions
relate in the context of Broadcast Roaming:

= Service Guide Delivery Descriptors (SGDD) withirtBervice Guide declare the existence and theadviy
of Service Guide fragments. The SGDD allows themieal to deduce which fragments are associated with
which Mobile Broadcast Service Provider (through a6BSMFilterCodes). Related to this signalingréhare
visibility rules that the terminals are expecteddoonply with. Further, SGDD enables a method tovegn
points of contact which the visiting terminals @amtact in case Broadcast Roaming is needed. Thischof
Broadcast Roaming is normatively specified witlie specification of SGDD, in section 5.4.1.5 of
[BCAST10-SG].

= Terminal Provisioning enables the Home Mobile Biazesd Service Provider to maintain a terminal-raside
elements used by the roaming function. These elemnireciude the list of Mobile Broadcast Servicerders
(their BSMFilterCodes) affiliated with the termired well as entry details of default roaming conpaint - the
server that terminal can send roaming requestseirtase terminal does not find any other entrytpaiithin
the Service Guide signaling. They also include peatar that determines whether the terminal inisidite
service provisioning requests to Visited BSM oHmme BSM. Finally, these elements include pararadtet
can be used to control terminal behavior in thaexrof Broadcast Roaming: an element that contublsther
roaming requests should always be sent to Home B&iMan element that determines terminal behavior fo
fragments that are not associated with any BSM&mtecThese aspects of Broadcast Roaming are nivetyat
specified within this document, Appendix F (ManageiObject). In addition to using Terminal Provisiay,
the management information in Appendix F can becprdigured in the Terminal, or can be conveyeth®
terminal by some other means which are out of sobpieis specification.

= Roaming Rule request and response messages befemrimal and BSM associated with Home and/or Vikite
Mobile Broadcast Service Provider allow Terminalsgéquest and Mobile Broadcast Service Providers to
provide the visibility constraints defined by RoagiRules. This aspect of Broadcast Roaming is niiveig
specified within this document (section 5.7.1). Toheatact points for the request messages are sigjmathin
the SGDDs — that aspect of Broadcast Roaming imatively specified within the specification of SGDD
section 5.4.1.5 of [BCAST10-SG].

= Specific Service Provisioning messages that enbdaminal to request for service, request for Tokaems
request for renewal of subscriptions. In the contéBroadcast Roaming, the Service Provisioningsages
sent by the Terminal trigger roaming message exgdhéetween Home and Visited Mobile Broadcast Servic
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Provider. This aspect is normatively specified wittihis document (section 5.1). Subsequent of ssfak
Roaming Service Response, LTKMs can be delivergddderminal (via Push LTKM with Smartcard profile
or Trigger with DRM profile). The LTKM acquisitiois not covered in this document as it is a Seraitg
Content protection procedure.

= The roaming messages between Home and Visited MBbdadcast Service Providers allow the either the
Home or Visited Mobile Broadcast Service Provideinitiate the roaming as a reaction to initial useming
request. This aspect of Broadcast Roaming is navetatspecified within this document (section 5)7.2

= The informative walk-through of Broadcast Roamisgiven in this document (Appendix E).

Broadcast Roaming in BCAST 1.0 allows a Termindbécassociated with multiple Home BSMs (and hengkipfe
BSMFilterCodes). While this allows a model whertsie Terminal is associated with different servicaviers, the primary
use of this functionality will be of specifying t&fent subscription types per a single provider.

Roaming agreements between Home Mobile Broadcagic8d’rovider and Visited Mobile Broadcast Servirevider and
the related trust relationship are out of BCASTpeco

5.7.1 Roaming messages between Terminal and BSM

Terminal uses the RoamingRuleRequest to requeRdhemingRules associated with BSMSelector (idexttifiy the id of
the selector). As a response, the Terminal recé&e@sningRuleResponse that carry the RoamingRules.

The XML schema for these messages is defined irAfBICLO-XMLSchema-Roaming-frontend].
5.7.1.1 RoamingRuleRequest

RoamingRul | E Request message of Roaming Rules.
eRequest
Contains the following elements:
UserlD
HomeBSMFilterCode
BSMSelectorld

UserlD E1l M 1 A unique ID that SHALL be used to identifiet | string
terminal in BCAST service area of both the Home
Mobile Broadcast Service Provider and Visited
Mobile Broadcast Service Provider.

Contains the following attributes:

type
type A M 1 Specifies the type of User ID. Allowed vatue | unsignedByt
are: e
0 — username defined in [RFC 2865]
1-IMSI
2 -URI
3 - IMPI
4 — MSISDN
5 - MIN

6-127 reserved for future use
128-255 reserved for proprietary use

HomeBSMFil | E1 M 1..N The code that specifies the Home BSM. complexTyp
terCode e as defined
This element has the same structure as the | 07
‘BSMFilterCode’ element in the I?:jSI,\/I.FllterC
ode’ in

‘ServiceGuideDeliveryDescriptor’.
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section
5.4.1.5.2 of
[BCAST10-
SG]
BSMSelector | E1 M 1..N Identifier of the BSMSelector associatéth anyURI
Id BSM for which terminal is requesting Roaming
Rules. The identifier is unique within the
network.

Table 38: Structure of RoamingRuleRequest Message

5.7.1.2 RoamingRuleResponse

RoamingRul | E Response message of Roaming Rules
eResponse

Contains the following element:

ResponseEntry
ResponseEnt | E1 M 1..N Entry containing response to each regaest
ry BSMSelectorld
Contains the following attribute:
exclusive

Contains the following element:
BSMSelectorld
RoamingRule
exclusive | A o] 0.1 Indicates whether the rules deliverechia t boolean
response are exclusive.
If “true”, the rules are exclusive and terminaltth
accesses fragments covered by these rules (i.g.
associated with the BSMSelectorld) SHALL
NOT access fragments associated with any other
BSMSelectorld.
This means that — if this attribute is set to “true
the Terminal SHALL only use the SG fragment
of a single BSM at the time and not mix SG
fragments from other BSM even if the Termina
already got access to those.
BSMSelector | E2 M 1 Identifier of the BSMSelector of the BSM for | anyURI
Id which this ResponseEntry applies. The identifi¢
is unique within the network.

[*Y)

172}

=

RoamingRul | E2 M 1..N Entry specifying the RoamingRule ass@&dat complexTyp
e with BSMSelector. e as defined
This element has the same structure as the for _
‘RoamingRule’ element in the ‘RoamingRu
‘ServiceGuideDeliveryDescriptor’. le’ in section
5.4.1.5.2 of
[BCAST10-
SG]

Table 39: Structure of Roaming RuleResponse Message

It is RECOMMENDED that:
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0 in case the roaming rules are not subject to fregcieanges, the Network delivers them following a
RoamingRuleRequest from the terminal in a RoamingResponse.

0 and, in case the roaming rules are subject to &eigchanges, the Network delivers them througtRib@mingRule
element in the SGDD.

Note: delivery of roaming rules through SGDD oveeg tnteraction channel is not subject to eitherr@epmmendations or
limitations.

5.7.2 Roaming messages between Home BSM and Visited @ BSM

Roaming messages between Home BSM and Visited BS8Msed to carry out the roaming negotiation betvibe two
BSMs. The exchange of these messages is trigggrétellerminal sending the Service Provisioningsage. Four cases
exist as follows.

If the value of Management Object “<X>/Roaming/UssddServiceProvisioningMode” is assigned withuetfalse” the
following SHALL apply:

= Terminal sends Home BSM the Service Request messageing service provided by the Visited BSM tiife
Home BSM deduces from the message that it neettstact Visited BSM to get clearance for the regues
Home BSM SHALL send the ‘RoamingServiceRequestt{sa 5.7.2.2) to the Visited BSM. Visited BSM SHAL
respond to the request by sending ‘RoamingServiggdtese’ (section 5.7.2.3). ). In case the respalhses
roaming, then the Home BSM sends a successful i@Response’ to the terminal. This leads to a sy
LTKM delivery (push LTKM with Smartcard Profile dirigger with DRM Profile).

If the value of Management Object “<X>/Roaming/UsstdServiceProvisioningMode” is assigned withueaftrue” the
following SHALL apply:

= Terminal sends Visited BSM the Service Request agessvolving service provided by the Visited BSkthe
Visited BSM deduces from the message that it needentact Home BSM to get clearance for the retties
Visited BSM SHALL send the ‘RoamingServiceRequéséction 5.7.2.2) to the Home BSM. Home BSM SHALL
respond to the request by sending ‘RoamingServige®tese’ (section 5.7.2.3). In case the respongesiloaming,
then the Visited BSM sends a successful ‘Servicp®ese’ to the terminal. This leads to a subseqUEKM
delivery (push LTKM with Smartcard Profile or Triggwith DRM Profile).

The XML schema for these messages is defined ilABICLO-XMLSchema-Roaming-backend].

The Network MAY support Broadcast Roaming, the TieehSHALL support Broadcast Roaming. IF operatquorts
roaming, backend interfaces for roaming SHALL bppsarted.

5.7.2.1 Protocol stack for message exchanges betwee n BSMs

The following protocol stack SHALL be used for mags exchange between BSMs. HTTP over TCP/IP SHOb&. Dsed
for the delivery of the roaming procedure authditsamessages. HTTPS based on SSL 3.0 [SSL30] a8dL 0 [RFC
2246] SHALL be used in conjunction with TCP/IP tmyide secure delivery of the authorisation message
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Roaming Message Roaming Message
HTTPS HTTPS
TCP TCP
IP IP
f f

5.7.2.2 RoamingServiceRequest

RoamingServ | E Request message for Roaming Service between
iceRequest Home BSM and Visited BSM.
Contains the following attributes:
requestiD
Contains the following elements:
HomeBSMFilterCode
VisitedBSMFilterCode
TerminalSubscriptionType
UserlD
GlobalPurchaseltemID
requestiD | A M 1 An ID that is unique in the scope of this baaoge unsignedint
that SHALL be used throughout the roaming service
procedure. It SHALL be generated by the party that
initiates the message exchange when it first raques
roaming service.
HomeBSMFil | E1 M 1 The code that specifies the Home BSM. complexType
terCode as defined for
This element has the same structure as the ‘BSMFilterCod
‘BSMFilterCode’ element in the e’ In section
‘ServiceGuideDeliveryDescriptor’. 5.4.1.5.2 of
[BCAST10-
SG]
VisitedBSMF | E1 M 1 The code that specifies the Visited BSM. complexType
ilterCode as defined for
- This element has the same structure as the | BSMFilterCo
‘BSMFilterCode’ element in the de’ in section
‘ServiceGuideDeliveryDescriptor’. 5.4.1.5.2 of
[BCAST10-
SG]

[0 2008 Open Mobile Alliance Ltd. All Rights Reserve

d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.

[OMA-Template-S

pec-20070926-1




OMA-TS-BCAST_Services-V1_0-20081010-C

Page 102 (164)

Terminal El M 1
Subscription

Type

A field that SHALL indicate the subscriptisnope
of the terminal in terms of roaming. The Home
Service Provider and the Visited Service Provider
have a common understanding of the field accordin
to roaming agreements between them.

This element is not further specified in this
specification.

anyURI

g

UserlD E1l M 1..N

A unique ID that SHALL be used to ideptihe
terminal in both the Home Service Provider and
Visited Service Provider BCAST service area.

Contains the following attributes:
type

string

type A M 1

Specifies the type of User ID. Allowed vatuare:
0 — username defined in [RFC 2865]

1-IMSI

2 - URI

3 - IMPI

4 — MSISDN

5 - MIN

6-127 reserved for future use

128-255 reserved for proprietary use

unsignedByte

GlobalPurch 1..N

aseltemID

El M

Set of Purchaseltems (represented by
GlobalPurchaseltemIDs) which are associated with
the VisitedBSM and which the terminal wants to
subscribe /to purchase.

anyURI

Table 40: Structure of RoamingServiceRequest Messag

5.7.2.3 RoamingServiceResponse

RoamingServ | E
iceResponse

Response message for Roaming Service between
Home BSM and Visited BSM.

Contains the following attribute:
requestiD

roamingServiceStatusContains the following
elements:

UserlD
HomeBSMFilterCode
VisitedBSMFilterCode
GlobalPurchaseltemID

requestiD A M 1

An ID that is unique in the scope of this baoge
SHALL be used throughout the roaming service
procedure. It SHALL be generated by the party
that initiates the message exchange when it firs
requests roaming service.

—

unsignedint

roamingServi | A M 1
ceStatus

A field that SHALL indicate whether the tenmail
has been authorized for roaming services or note.
The return codes are defined in section 5.11.

unsignedByt

UserlD E1l M 1

A unique ID that SHALL be used to identihget

string
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terminal in both the Home Service Provider andl
Visited Service Provider BCAST service area.
Contains the following attribute:
type
type A M 1 Specifies the type of User ID. Allowed vatue | unsignedByt
are: e
0 — username defined in [RFC 2865]
1-1IMSI
2 - URI
3 - IMPI
4 — MSISDN
5 - MIN
6-127 reserved for future use
128-255 reserved for proprietary use
HomeBSMFil | E1 M 1 The code that specifies the Home BSM. complexTyp
terCode e as defined
This element has the same structure as the Tor .
‘BSMFilterCode’ element in the BSMFilterC
‘ServiceGuideDeliveryDescriptor’. ode’ in
section
5.4.1.5.2 of
[BCAST10-
SG]
VisitedBSMF | E1 M 1 The code that specifies the Visited BSM. complexTyp
ilterCode e as defined
This element has the same structure as the | 1O ,
‘BSMFilterCode’ element in the ‘FilterCode
‘ServiceGuideDeliveryDescriptor’. In section
5.4.1.5.2 of
[BCAST10-
SG]
GlobalPurch | E1 M 1..N Set of Purchaseltems (represented by anyURI
aseltemiD GlobalPurchaseltemIDs) which are associated
with the VisitedBSM and which the terminal
wants to subscribe /to purchase.

Table 41: Structure of RoamingServiceResponse Megga

5.8 Availability of Location Information

BCAST Enabler MAY use Location Information for vaumis purposes in conjunction with functions of BCASiich as File
and Stream Distribution and Service Guide. Localidarmation MAY be used to enable location baskdrfng of services;
location based targeting of services; service ldatkegions; and so on. It is out of scope of t@ABT Enabler how the
Location Information is used by the functions of 8&T Enabler and what the exact behaviour of thmiteal is. The
following rules define the availability of Locatidnformation to BCAST Enabler and the dependendg©AST Enabler
has with respect to Location Information:

= The BCAST system MAY utilize Location Information OMA MLP format [OMA MLP].

= The BCAST system MAY utilize Location Information BDS-specific cell_id (for example cell_id of 3GPP

3GPP2, DVB-H, etc. system) format.

= The BCAST system MAY utilize Location Information zip code format
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The BCAST system SHALL NOT expect all the BCASTnt@rals to have capability to utilize Location
Information in either of the allowed formats.

= The method how BCAST terminal acquires the Localidarmation is out of scope of BCAST Enabler.
= The BCAST terminal MAY support the use of Locatioformation in OMA MLP format [OMA MLP].

= The BCAST terminal MAY support use the Locationdmmhation in BDS-specific cell_id format (for exarepl
cell_id of 3GPP, 3GPP2, DVB-H, etc. system)..

= The BCAST terminal MAY support use the Locationdimhation in zip code format

= BCAST Service Guide MAY include the Location Infaation in the designated Service Guide fragmenspézify
the intended target area for BCAST Services. Theation Information MAY be included in either of théowed
formats, as define above. The exact specificatiomoluding the Location Information, refer to [BGA10-SG]

The BCAST Terminal may have features or functidiredithat are dependent on the availability of eatilocation
information. However, it is not in the scope of BEREnabler to ensure the availability of valid ltbga information,
Consequently, it is not in the scope of BCAST Erabd enforce correct functioning of the featulest tare dependent on the
location information.

5.9 XML for Signalling

The BCAST enabler uses XML as a format for manpailjng messages (e.g. Service Guide Fragmentsjdryning
Messages, Interactivity). This section describes tmfacilitate a maximum degree of backward anevérd compatibility
between the current and future versions of BCASIFtHermore, it ensures that vendor- and operatecifip extensions will
not lead to inconsistent states when interpretmBIL instance. Related to this, design rules feading XML schemas
are given in Appendix G.

5.9.1 Namespace identifier

Each XML schema targets one XML namespace. The swace identifiers of the BCAST XML schemas arecttmed as
follows: <prefix>:<version>, where <prefix> is aloa-separated list of strings like “urn:oma:xml:btag:fragments” and
<version> is the representation of the versiorhefBCAST enabler, structured as <major>.<minor>ndse_indicator>.
While the <major> and <minor> parts of <version>/AH be provided, the <service_indicator> part atsdéading dot are
OPTIONAL. A decoder SHOULD use <prefix> to determihat a particular piece of XML information is cplmant with
OMA BCAST, and SHOULD use <version> to determirgeviérsion.

5.9.2  Proprietary extensions

XML schemas defined in BCAST MAY be extended bypsietary elements. Such extensions SHALL be locatsidle a
container called <PrivateExt> as defined in the Xdtlhemas, and SHALL be defined in a non-BCAST naiaess.
Decoders MAY discard proprietary extensions. In ease, they SHALL NOT get into an error state wtihery encounter
such extensions.

5.9.3 BCAST extensions

Decoders being able to interpret XML instances d@anpto an earlier version of the OMA BCAST XMLIamas but not
able to interpret possible extensions MAY discéuiake extensions. In any case, they SHALL NOT detam error state
when they encounter unknown extensions.

5.10 Service Provisioning of Unicast Services

BCAST 1.0 enables a provider to offer services ehhunicast and broadcast access methods. SemgessiBning for
services that can be accessed via a Broadcast €lhtgpitally involves Service and Content ProtetfiBCAST10-
ServContProt]. Additionally, Service and ContenttEction can be applied to services that can besaed via the
Interactive Channel. Alternatively, the accesdhtuse services can also be controlled by the BSkhdnatter case the BSM
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only allows access to the resource over the Intisea€hannel after the user has purchased or sbbddo the associated
purchase item of the service. So Service and CoPRteection might not always be required for segsithat can be
accessed via the Interactive Channel.

In such a case the terminal performs the regudari& Request and Service Response message seqsedefined in
section 5.1.5.2. Upon successful purchase or sipiiser the ‘Service Response’ message from the BSMains the
‘itemwiseStatusCode’ attribute set related to respe ‘PurchaseltemID’ set to ‘029’ (now subscripegurther, in this case,
the ‘DRMProfileSpecificPart’ element MAY be omittedpon reception of the request message the BSM M#asibly
proceed with the required charging event. Upoep#on of the response message the terminal SHAkLUrae the network
resource is accessible, i.e. the service can bsucoed via the announced Access fragment in thacee®uide [BCAST10-
SGJ.

5.11 Global Status Codes

The following table lists all the possible statasles for success or error case, and their applityatiol each transaction. The
table is to be used for GlobalStatusCode and rogénithorizationStatus in Provisioning and Roamingpanse messages.
The codes may also be used in other response nesssagther BCAST technical specifications.

000 Success
The request was processed successfully.
001 Device Authentication Failed

This code indicates that the BSM was unable toemiibate the device, which may be
due to the fact that the device is not registerigd the BSM, or that inappropriate
security credentials were submitted by the device.

In this case, the user may contact the BSM, arabksh a contract, or get the
credentials in place that are used for authentinati

002 User Authentication Failed

This code indicates that the BSM was unable toemittate the user, which may be
due to the fact that the user is not registeret thie¢ BSM, or that inappropriate
security credentials were submitted by the user.

In this case, the user may contact the BSM, arabksh a contract, or get the
credentials in place that are used for authentinatlternatively, if offered another
opportunity, the user may re-enter the securitdentials required for user
authentication.

003 Purchase Item Unknown

This code indicates that the requested purchasei#t@nknown. This can happen e.g.
if the device has a cached service guide with milormation.

In this case, the user may re-acquire the servi@meg

004 Device Authorization Failed

This code indicates that the device is not autledrip get Long-Term Key Messages
from the RI. For example, the device certificaisswevoked in the case of the DRM
Profile, or because trust relationship could noeseblished between the terminal and
the BSM, in the case of the Smartcard Profile.

005 User Authorization Failed

This code indicates that the user has not substththe requested broadcast servic
in the case of either the DRM Profile or the SrerddProfile. In this case, the user
may be given an opportunity to contact the BSM afmerfor service subscription.”.
006 Device Not Registered

This code indicates that the device is not registevith the RI that is used for the
transaction in the case of the DRM Profile, or thatdevice is not registered with the
BDS-SD or the BSM, in the case of the Smartcardilero

In this case, the device may automatically perftrenregistration, and, if the
registration is successful, re-initiate the origitnansaction.

D
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007

Server Error

This code indicates that there was a server esogh as a problem connecting to a
remote back-end system.

008

Mal-formed Message Error

This code indicates that there has been a devitfeamstion, such as a mal-formed
XML request.

In such a case, the transaction may or may notifetere is an interoperability
problem) succeed if it is re-initiated later.

Note: This code can also be used between netwaitiesn

009

Charging Error

This code indicates that the charging step faiéed. (agreed credit limit reached,
account blocked).

The user may in such a case contact the BSM operato
Note: This code can also be used between netwaitiesn

010

No Subscription
This code indicates that there has never beenstgption for this service item, or tha
the subscription for this item has terminated.

The user may in such a case issue a service refgueshew subscription.

at

011

Operation not Permitted

This code indicates that the operation that thécgeattempted to perform is not
permitted under the contract between BSM and user.

The user may in this case contact BSM operatorchadge the contract.
Note: This code can also be used between netwaitiesn

012

Unsupported version

This code indicates that the version number spaetifi the request message is not
supported by the network.

In case the terminal cannot fall back to anothesiva, the user may contact the BSN
operator.

Note: This code can also be used between netwditiesn

013

lllegal Device

This code indicates that the device requestingses\s not acceptable to the BSM.
E.g. Blacklisted.

In this case, the user may contact the BSM operator

014

Service Area not Allowed

This code indicates that the device is not allowetthe requested area due to
subscription limits

In this case, the user may contact the BSM opetateubscribe to the applicable
service.

015

Requested Service Unavailable

This code indicates that the requested servicaasailable due to transmission
problems.

In this case, the request may be re-initiatedlates time.
Note: This code can also be used between netwditiesn

016

Request already Processed
This code indicates that an identical request lea®s Ipreviously processed.

In this case, the user or the entity may checletifthe request had already been
processed (i.e. received an LTK), if not retry tequest.

f
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017

Information Element Non-existent

This code indicates that the message includesnrEtion elements not recognized
because the information element identifier is reftrebd or it is defined but not
implemented by the entity receiving the message.

In this case related entities should contact edoéro

018

Unspecified
This code indicates that an error has occurrediwtamnot be identified.
In this case related entities should contact e&oéro

019

Process Delayed
Due to heavy load, request is in the queue, watbtrige processed.
In this case the user or entity should wait fortda@saction to complete.

Note: If this error occurs between network entjttbe system should wait for the
transaction to complete.

020

Generation Failure
This code indicates that the request informatioasgage) could not be generated.
In this case the user or entity should retry later.

021

Information Invalid

This code indicates that the information givemigiid and cannot be used by the
system.

In this case the request should be rechecked antégain.

022

Invalid Request

This code indicates that the requesting key madseaiad messages (e.g., LTKM) are
not valid and can not be fulfilled.

In this case the request should be rechecked anichgain.

023

Wrong Destination
This code indicates that the destination of thesags is not the intended one.
In this case the request should be rechecked aniégain.

024

Delivery of Wrong Key Information

This code indicates that the delivered key infoioraand messages (e.g., LTKM) are
invalid.

In this case the request should be rechecked antégain.

025

Service Provider ID Unknown

This code indicates a confliction when the VisitedHome Service Provider requests
message to the Home or Visited Service Provider.

026

Service Provider BSM_ID Unknown
This code indicates a confliction when the VisitgdHome Service Provider BSM
requests a message to the Home or Visited Servieder BSM.

027

Already in Use
This indicates requested setup value is already insthe Network Entity. Response
message may contain the recommended value to use.

028

No Matching Fragment
No fragment or SGDD matches the given requestriaite

029

Now Subscribed
Specifies whether the subscription did succeednUpoeption of this status code the
terminal SHALL assume the service associated i¢hetssociated purchase item ca
be consumed via the associated ‘Access’ fragmetiteo$ervice as defined in the
Service Guide [BCAST10-SG]. This status code SHAQDT be returned if the
Purchase Item in question is associated with dceethiat is protected by Service or
Content Protection.
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030 User already subscribed with different purchase opbns

Indicates that the user tries to repurchase aadyreubscribed item, but with different
options. This can happen when terminal loses sigter information. In this case, the
terminal MAY issue an Accountinquiry request totoes the subscription information|.

031 ~ 127 | Reserved for future use
128 ~ 255 | Reserved for proprietary use

Table 42: Global Status Codes

5.12 Auxiliary data insertion and support for adver  tisements

The BCAST enabler supports the insertion of auxilata within the service in two ways.

The first method is based on triggers that areveeid within notification messages. Such triggenrs loe used to trigger
presentation of terminal-resident data or to itétidownloading of data to be presented. Furtheigger can be targeted to a
certain set of terminals by specifying a targefifgoThis way of inserting auxiliary data can beed to a variety of
purposes, including insertion of terminal-residgrsonalized advertisements upon trigger. Thidhwatetwuxiliary data
insertion, related signaling and message formatsamatively specified in chapter 5.14.

The second method is entirely based on networkadiper The network elements that schedule andrirdrike service can
perform the insertion of auxiliary data as nornmitent, multiplexed with the service. This methdduwaxiliary data
insertion does not support rendering of terminalelent auxiliary data nor personalization. The ®erGuide data model
inherently supports this method of auxiliary datseirtion: auxiliary data can be augmented in astiexj content or a new
‘Content’ fragment can be instantiated for auxilidata.

5.13 Subtitling and Closed Captions

The Network MAY provide the subtitling or closedptians for a service using 3GPP Timed Text forriiae Terminal
SHOULD support 3GPP Timed Text as a format for iflifyy and closed captions. The 3GPP Timed Texnftris defined
in [3GPP TS 26.245]. The signalling for subtitliisgdefined in section 5.1.2.5.2 of [BCAST10-SG].

5.14 Notification Function

Notification function can be used to provide infation about forthcoming, imminent or immediate dgemessages and
notifications related to the BCAST system, to atidricast services, or to a specific broadcasta®rVihe notifications may
be targeted to all reachable terminals or userspecific terminals or users. Notifications areitired as Notification
Messages, which can be delivered over Broadcastr@&har over Interaction Channel, and stored inténeinal.
Notification Messages fall into at least two catégm, one category is user-oriented Notificationsb&ges which are to be
displayed to terminal users, the other categotgriminal-oriented Notification Messages which arée¢ used for terminal
operation and should not be displayed to usersuskes are able to subscribe to user-orientedcsesgecific notifications
using Service Provisioning Function specified it 5. Advertisement may be directly sent as fatiion Messages, or
triggered for local insertion by notification. TRalowing outlines the purpose of Notification fuian in terms of types of
Notification Messages that are specified:

= Emergency messages
= General announcements (informing about BCAST sygterhlems, operator announcements, etc.)
= Broadcast main service or content associated oatiifins
o Information regarding the availability of a specifiervice such as service breaks, abrupt chandpe in schedule
(start time / end time) or access entry point efghrvice
Service-specific information that is a part of seevexperience (such as news, sports scores, etc.)
Information about services available in neighbogisgstems, messages providing roaming support
Download or update announcement on SGDD or SG fea¢gn
Download or update announcement on normal filek sisamovie, music, software, etc.
Auxiliary data downloading or insertion trigger (wh are related to the main service or contents)
Other information related to the main service arteat

O O0OO0OO0OO0OOo
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= Notification-based information that the user habssuibed (i.e. asked to get delivered as soonrtfgmation is
available).

Specification of Natification function consistsfoflowing parts:

Discovery of availability and access to notificatso
Specification of event types of natifications (etfype)
Format of Notification Message (syntax as defingdkKML Schema in [BCAST10-XMLSchema-Notification])
Notification Message delivery
o Delivery over Broadcast Channel
o Push delivery over Interaction Channel (includéndpscribing to notifications over Interaction Cheln
o Polling notifications over Interaction Channel
= Notification interfaces(syntax as defined by XMLh&ma in [BCAST10-XMLSchema-Notification]).

5.14.1 Discovery of Availability and Access to Noti  fications

5.14.1.1 Discovery of availability and access to ge  neral notifications

General notifications are not bound to any spesiivice. Usually they are meant to be receiveditier all or majority of
terminals. Examples of general notifications areeency messages and announcements related tpetational aspects
of BCAST system.

General notifications can be delivered either ®mradcast Channel or over Interaction Channel.aMaéability and access
to general notifications can be discovered throBGDD.

5.14.1.1.1 General notifications: discovery through SGDD

The availability and access to general notificatioan be signalled using the Service Guide Delifpasgcriptor by including
the ‘NotificationReception’ element in the SGDDdefined in section 5.4.1.5 of [BCAST10-SG].

= NTC in the Terminal SHALL support the signalling thie availability and access to general notifiaagiohrough
the SGDD.

= NTDA in the Network SHALL support the signalling tife availability and access to general notifigatithrough
the SGDD.

5.14.1.2 Discovery of availability and access to se  rvice-specific notifications

Service-specific notifications are notificationsathare associated with a specific service. Usutlgy are meant to be
received by the terminals that are accessing thdceein question. Examples of service-specificifitzitions are sports
goals, news and operational announcements relatdpecific service.

Service-specific notifications can be deliveretheitover Broadcast Channel or over Interaction @aarThe availability
and access to service-specific notifications cadiseovered through ‘Access’ fragment.

5.14.1.2.1 Service-specific notifications: discover  y through ‘Access’ fragment

The availability and access to service-specifidfivations can be signalled by including the ‘Nat#tionReception’ element
in any of the ‘Access’ fragments associated wieavice as defined in section 5.1.2.4 of [BCAST1&S

= NTC in the Terminal SHALL support the signalling thie availability and access to service-specifitifications
through ‘Access’ fragment.

= NTDA in the Network SHALL support the signalling tife availability and access to service-specifitifications
through the ‘Access’ fragment.

5.14.2 Specification of event types of notification s (eventType)

Attribute ‘eventType’ describes the type of notfiion and is used both in Notification Message iandotification Request.
In the Notification Message the eventType allows Werminal to identify the type of the received ification. In the
Notification Request the eventType allows the Teahio specify the type of the requested notifmadi The following are
the values for eventType that both Terminal andvwget SHALL support.

0 Unspecified notification
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1-63: User oriented notifications

1 Emergency notification To announce emergency messggusers.

2 SG download or update To announce download or update of SGDD or SG
notification fragments

3 File download or update | To announce download or update of normal files fasch
notification movie, music, software, etc.

4 Service availability To announce the errors, problems or interruption of
notification broadcast main services or contents.

To announce the abrupt schedule changes of brdadcas
main service or content

To announce the abrupt changes on access entrygioin
broadcast main service or content.

5 Supplemental service To announce service supplemental information thatpart
notification of service experience (such as news, sports scores,

promotional events etc.)

6 Roaming support To announce the information about services availabl
notification neighbouring systems, providing roaming support

7-63 For future use
64-127: Terminal oriented notifications

64 Auxiliary Data Trigger for | To trigger either the auxiliary data downloadinglan

Real-time main contents | storage, or the auxiliary data insertion, assodiati¢h the
real-time main service or content. This notificatimay be
associated with filtering related data to support
customization of the auxiliary data storage oritise.

65 Auxiliary Data Trigger for | To trigger either the auxiliary data downloadinglan
Non-Real-time main storage, or the auxiliary data insertion, assodiati¢h the
contents non-real-time main service content. This notifimatmay

be associated with filtering related data to suppor
customization of the auxiliary data storage oritise.
66 -127 For future use
128 -255 For proprietary use

Table 43:

Event Types of Notifications

5.14.3 Format of Notification Message
Notification Message structure consists of:

= Generic fields:id, version, notificationType, eventType, IDRefliddo, Title, Description, PresentationType and
Extension

= Notification content: Sessioninformation, Medialnformation, SGDD, SGDf#Rence, FragmentReference and
AuxDataTrigger

While the generic fields can be used with all typEsotifications, the notification content variascording to the
notification type and event type. For example: egaacy notification could contain generic fields edfalnformation; SG
download or update notification could contain SGIEGDDReference, or FragmentReference, etc.

A Notification Message carrying Service Guide upd@ventType with value 2) SHALL only notify updatdat relate to
the currently bootstrapped Service Guide.

Notification | E
Message

Notification Message

Contains the following attributes:
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id

version
notificationType
eventType
validTo

Contains the following elements:
IDRef

Title

Description

PresentationType

Extension

SessionIinformation
Medialnformation

SGDD
SGDDReference
FragmentID
AuxDataTrigger
PrivateExt
id A NM/ 1 Identifier of Notification Message anyURI
™
version A NM/ 1 Notification Message version information. It@s { unsignedint
™ be used to check for Notification Message
Redundancy and new Notification Messages. This
field can be expressed as the first 32bits integer
part of NTP time stamps.
notificationT | A NM/ 1 Notification Type. Allowed values are: unsignedByt
e ™ 0 - this message is user-oriented message, su¢ifas
notice from SP, emergency, etc.
1- this message is terminal-oriented message,
such as AuxData Trigger, etc.
2-127: For future use
128-255: For proprietary use
eventType | A NM/TM 1 Type of naotification event carried in thi unsignedByt
Notification Message. See section 5.14.2 e
validTo A NM/ 0.1 Valid time of Notification Message. This field | unsignedint
™ expressed as the first 32bits integer part of NTP
time stamps.
If ‘validTo’ is specified, the Notification Message
SHOULD be expired at the specified time.
IDRef El NM/ 0..N Fragment ID references of the main services or anyURI
™ contents which the Notification Message is
related to
Title El NM/ 0..N Title of Notification Message, possibly in string
™ multiple languages.
The language is expressed using built-in XML
attribute ‘xml:lang’ with this element.
Description | E1 NM/ 0..N Description or Messages of Notification, pbSsi | string
™ in multiple languages

The language is expressed using built-in XML

attribute ‘xml:lang’ with this element
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Presentation
Type

El

NM/
™

0.1

Recommends the type of presentation for the
received Notification Messages based on the
priority of the Notification Message. Allowed
values are:

0 — For high priority Notification Messages,
Terminal MAY immediately render the messag
after interrupting all the applications.

1 — For medium priority Notification Messages,
Terminal MAY immediately render the messag
overlaying the present playing services.

2 — For low priority Notification Messages,
Terminal MAY NOT immediately render the
message, the user can see the stored message
whenever he or she wants.

3-127: For future use

128-255: For proprietary use

unsignedByt
e

1Y%

D

Extension

El

NM/
™

0..N

Additional information related to this Notifiton
Message.

Contains following attribute:
url

Contains following sub-element:
Description

url

NM/
™

URL containing additional information related t
this notification.

panyURI

Description

E2

NM/
™

0..N

Description regarding the additional inforroati
which can be retrieved from a web page. The
language is expressed using built-in XML
attribute ‘xml:lang’ with this element

string

Sessioninfor
mation

El

NM/
™

0..N

This element SHALL be present when the
Notification Message carries pointer to another
delivery session, for example for file download
update, SG download or update, or auxiliary dg
download.

Sessioninformation defines the delivery sessio
information, transport object identifiers of the
objects delivered through the indicated session
and URI as alternative method for delivery ove
interaction channel. After receiving Notification
Message with Sessioninformation, Terminal
would access the relevant session specified by
SessionIinformation and take a proper action lik
receiving contents.

Contains the following attributes:
validFrom

validTo

usageType

Contains the following elements:
DeliverySession
AlternativeURI

or
ta

-
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Relatively long-lived auxiliary data associated
with this Notification Message SHOULD be
scheduled for distribution using the Service
Guide. On the other hand, dynamic updates of
auxiliary data MAY be delivered on the delivery
session referenced by this SessionInformation,

NM/
™

validFrom A 0.1

The first moment when the session for termina
receive data is valid. This field expressed as th
first 32bits integer part of NTP time stamps.

| unsignedint
e

validTo A NM/

™

0.1

The last moment when the session for terna|
receive data is valid. This field expressed as th
first 32bits integer part of NTP time stamps.

unsignedIint
e

NM/
™

usageType | A 0.1

Defines the type of the object transmittedtigh
the indicated delivery session. Allowed values
are:

0 — unspecified

1 - files

2- streams

3 — SGDD only

4 — mixed SGDD and SGDU

5 - notification

6-127 reserved for future use
128-255 reserved for proprietary use

Note: the delivery session only carrying SGDU
is declared through ‘SGDD’ element or
“SGDDReference” element in this Notification
Message.

Default: 0

unsignedByt
e

"2

E2 NM/

™

Delivery 0..1

Session

Target delivery session information indicatgd
the Notification Message.

Contains the following attributes:
ipAddress

port

sourcelP
transmissionSessionID

Contains the following element:
TransportObjectID

ipAddress | A NM 1

™

Destination IP address of the target delivery
session

string

NM/ 1
™

port A

Destination port of target delivery session

unsifSho
rt

NM/
™

sourcelP A 0..1

Source IP address of the delivery session

ngstri

NM/ 1
™

transmission | A
SessionID

This is the Transmission Session Identifier (TS
of the session at ALC/LCT level.

lunsignedSho
rt

Transport E3 NM/ 0..N

The transport object ID (TOI) of thejett

positivelnteg
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Contains the following attributes:

ObjectID ™ transmitted through the indicated delivery sess| er
AlternativeU | E2 NM/ 0.1 Alternative URI for receiving the object vizet anyURI
RI ™ interaction channel. If terminal cannot access the

indicated delivery session, the terminal can
receive the objects associated with the
Notification Message by AlternativeURI.
Media E1l NO/ 0.1 This element SHALL be present when the
Information ™ Notification Message carries information for
rendering support of the notification.
Media Information is used to construct and render
Notification Messages.
The natification media objects declared below ¢an
be delivered over a file delivery session specified
by ‘Sessioninformation’ element, or be retrieved
via interaction channel via URI of the media
object.
Contains the following elements:
Picture
Video
Audio
Picture E2 NO/ 0..N Defines how to obtain a picture and MIME type.
™
Contains the following attributes:
mimeType
pictureURI
mimeType | A NO/ 0.1 MIME type of Picture string
™
pictureURI | A NO/ 0.1 The URI referencing the picture anyURI
™
Video E2 NO/ 0..N Defines how to obtain a video and MIME type.
™
Contains the following attributes:
mimeType
codec
videoURI
mimeType | A NO/ 0.1 MIME type of Video string
™
codec A NO/ 0.1 The codec parameters for the associated MIMEstring
™ Media type. If the file's MIME type definition
specifies mandatory parameters, these MUST pe
included in this string. Optional parameters
containing information that can be used to
determine as to whether the terminal can make
use of the file SHOULD be included in the string.
One example of the parameters defined for
video/3GPP, video/3GPP2 is specified in [RFC
4281].
videoURI A NO/ 0.1 The URI referencing the video anyURI
™
Audio E2 NO/ 0..N Defines how to obtain a audio and MIME type.
™
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mimeType
codec
AudioURI

NO/
™

mimeType | A 0..1

MIME type of Audio

string

NO/
™

codec A 0.1

The codec parameters for the associated MIM
Media type. If the file's MIME type definition
specifies mandatory parameters, these MUST
included in this string. Optional parameters
containing information that can be used to
determine as to whether the terminal can make
use of the file SHOULD be included in the strin
One example of the parameters defined for
audio/3GPP, audio/3GPP2 is specified in [RFC
4281].

Estring

be

audioURI A NO/

™

0.1

The URI referencing the audio

anyURI

SGDD El NO/

TO

0..N

Service Guide Delivery Descriptor(s) embedde
in the Notification Message.

SGDD(s) described within this element SHALL
relate to the currently bootstrapped Service
Guide.

dcomplexTyp
e as
specified in
[BCAST10-
SG]

SGDDRefere
nce

El NO/

™

0..N

Reference to the Service Guide Delivery
Descriptor(s).

This element SHALL be present when the
Notification Message notifies update of the
SGDD(s) referenced by this element. All
attributes of ‘'SGDDReference’ element SHALL
be supported by the network if ‘SGDDRefereng
element is supported by the network.

SGDD(s) referenced by this element SHALL
relate to the currently bootstrapped Service
Guide.

Contains the following attributes:
id
version

id A NO/

™

0.1

Unique identifier of the SGDD within one
specific SG

anyURI

NO/
™

version A 0.1

Version of SGDD

unsignedInt

El NO/

™

FragmentRef 0..N

erence

Reference to the Service Guide fragments.
This element SHALL be present when the
Notification Message notifies update of the SG
fragments referenced by this element.

All attributes of ‘FragmentReference’ element
SHALL be supported by the network if

‘FragmentReference’ element is supported by the

network.

Contains the following attributes:
id

anyURI
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version
id A NO/ 0.1 Identifier of the fragment anyURI
™
version A NO/ 0.1 Version of the fragment unsignedin
™
AuxDataTrig | E1 NO/ 0..N This Element contains information to triggee t
ger TO auxiliary data downloading and storage, or the
auxiliary data insertion associated with main
service or content.
‘globalContentID’ and/or ‘FilteringData’ can be
used to identify and/or fetch the auxiliary data
content, and/or FilteringData associated with th
auxiliary data content.
Note: The auxiliary data downloading trigger
indicates that auxiliary data should be
downloaded and stored when the filtering criter
are met. Absence of FilteringData in the
downloading trigger implies that the auxiliary
data should be stored. Persistence of storage
terminal implementation dependent.
Contains the following Elements:
GlobalContentID
FilteringData
PresentationRule
GlobalConte | E2 NO/ 0.1 Globally Unique Identifier of the auxiliarytda | anyURI
ntlD ™ content.
FilteringData | E2 NO/ 0..N Reference to the location of the filteringateld
TO information associated with the AuxDataTrigger
Notification Message, or the filtering—related
information embedded within this Notification
Message.
Note: filtering related information can include
attributes, values, rules, filter IDs, etc.
Contains the following sub-elements:
Location
TargetProfile
FilterIDs
Either Location, TargetProfile, or FilterIDs, but
not more than one of these sub-elements, MAY
be present in FilteringData.
Location E3 NO/ 0.1 Reference to the location of the filteringatet anyURI
™ information associated with the AuxDataTrigger,
from which that data can be retrieved.
TargetProfile | E3 NO 0..N Filter rules and/or attributes to be usechim t
J/TM selection of auxiliary data for downloading and
storage, or insertion.
The extensible list of TargetProfile for a
particular AuxDataTrigger notification enables
the filtering/customization of the auxiliary data
triggered by the notification, according to any
specified filtering characteristic, e.g. user
preference, user age, user location, service
provider, etc.
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The number of TargetProfile entries SHALL be
the same as the number of Sessioninformation
entries, and specifically, TargetProfile 1 maps t
Sessioninformation 1, TargetProfile 2 maps to
Sessioninformation 2, and so on.

Attribute:

filterlD

Sub-elements:

Attribute

FilterRules

Note: TargetProfile is intended to be used to
identify the type of auxiliary data file associated
with the AuxDataTrigger notification. As an
example, for an ad insertion event,
‘attributeName’ = “URI” and ‘attributeValue’ =
“advertisement” can be used to match against
URI identifiers of auxiliary data files stored on
the terminal for the keyword “advertisement”.
Such mechanism would identify all the
advertisements stored on the terminal, for
subsequent insertion selection based on filter
rules/attributes.

(e}

Message.

Contains the following attributes:
renderingTime
duration

filterlD A NO 0.1 Identity of the TargetProfile to be storedtiba anyURI
/TM terminal for subsequent reference as a Filter 10
sent as part of the FilterIDs (E3).
Attribute E4 NO/ 0..N Profile attribute.
™ Contains the following attributes:
name
value
name A NM/TM 1 Profile attribute name string
value A NM/ 1 Profile attribute value. string
™
FilterRules | E4 NM/ 0.1 Filter rules that are used in the selection of string
™ auxiliary data for downloading and storage, or
insertion.
FilterlD E3 NO 0..N Zero or more filter IDs used in the selectidn anyURI
JTM auxiliary data for downloading and storage, or
insertion.
Each ad filter ID is an alias for a corresponding
set of filter rules stored in the terminal. Théeru
set(s) in the FilterID list is(are) applied to the
selection of the auxiliary data for downloading
and storage, or insertion.
The FilterID refers to the TargetProfile previously
stored on the terminal.
Presentation | E2 NO/ 0.1 Specifies the presentation rules when theezhch
Rule ™ content should be rendered with this Notification
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renderingTi | A NO/ 0.1 Specifies the timing to start the presentatibthe | unsignedint

me ™ auxiliary data.
In case eventType = 64 this element represent|the
time instant as the first 32bits integer part offNT
time for which the Notification Message is
displayed or the auxiliary data insertion event
occurs.

In case eventType = 65, this element represent the
offset in segments for which the auxiliary data
insertion event occurs, relative to the start ef th
presentation of the associated main content.

duration A NO/ 0.1 Time length of presentation of the auxiliaggad | unsignedSho
™ in seconds. rt
PrivateExt | E1 NO/ 0.1 An element serving as a container for proprietary
TO or application-specific extensions.
<proprietary | E2 NO/TO 0..N Proprietary or application-specifieraents that
elements> are not defined in this specification. These
elements may further contain sub-elements or
attributes.

Table 44: Structure of Notification Message

5.14.4 Notification Message Delivery

Notification Messages are created by the NTG (MNtifon Generation Function) according to the dtrrecin 7.3 and are
prepared for delivery by the NTDA (Notification Dibution/Adaptation Function). Notification Messsgy MAY be
delivered in a number of ways:

= Notification Message delivery over Broadcast Chafsee section 5.14.4.1)
= Notification Message push-delivery over Interacti@imannel (see section 5.14.4.2)
o Related to push-delivery over Interaction, sultsieg to Notification Messages (see section 5.141%.2

= Polling Notification Messages over Interaction Ohealr(see section 5.14.4.3)
5.14.4.1 Notification Message Delivery over Broadca st Channel

Over Broadcast Channel, the Notification Messad¢Aal3 be delivered to terminals using one of thddualing methods:
1) UDP delivery: The Notification Message is delivered in a UDP mack

The UDP packet SHALL be sent over the Broadcasn@élausing the UDP destination port defined in the
NotificationReception in the SGDD or the ‘Accessigment and the IP address of the ongoing sedsabithte Notification
Message is targeted for. If a separate IP addsedsfined in the NotificationReception in the SGBIDAccess’ fragment

for the Notification Message then it SHALL be usdtis RECOMMENDED that to avoid IP level segmdita,
Notification Message sizes should be less than by0s, the average network MTU (Maximum Transfait)bize.

To decrease the message size, GZIP MAY be useahtpress the Notification Message.

The payload of the UDP file SHALL start with a heads specified below, followed by the uncompressatbmpressed
Notification Message. The format of the headerefired as follows:

Field
Payload_type Signals the type of the payload

uimsbf4
Values:

0 — Notification according to MIME type
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vnd.oma.bcast.notification+xml

1-7 — reserved for future BCAST extensions
8-15 — reserved for proprietary extensions
Encoding_type Signals the encoding of the payload

Values:

uimsbf4 0 — unencoded

1 - GZIP encoded

2-7 — reserved for future BCAST extensions
8-15 — reserved for proprietary extensions

Table 45: Header for UDP Delivery of Notification Message

Mnemonics: uimsbf4 = Unsigned 4 bit Integer, maghidicant bit first

2) File delivery: The Notification Message is delivered in a sepdibalelivery session, which has been announced
previously in a separate Notification Message u#iireg'DeliverySession’ element. This delivery metti®
RECOMMENDED in case the Notification Message sizeeeds the MTU size.

To decrease the message size, GZIP MAY be usaahtpress the Notification Message. The fact thaeasage is
compressed SHALL be signalled in the FDT. The Carlg/pe of a Notification Message in the FDT SHAbe signalled
as “application/vnd.oma.bcast.notification+xml".

The terminal SHALL support GZIP decompression ofifiation Messages.

The Notification Messages MAY be repeatedly trattadiby the Service Provider or Network Provideinzrease the
probability of all intended terminals receive thetilication Messages.

The following figures illustrate the protocol staadf the two Notification Message delivery methogsr the Broadcast
Channel:

Notification Message
ALC/LCT/FLUTE
UDP
IP

Figure 1: Notification message delivery protocol stck variant 1

Notification Message
UDP
IP

Figure 2: Notification message delivery protocol stck variant 2

5.14.4.2 Notification Message push-delivery over In  teraction Channel

The NDTA MAY deliver a Notification Message to thE'C using OMA Push as defined in [BCAST10-Distribaf. The
terminal MAY support reception of Notification Megges delivered with OMA Push as defined in [BCASTistribution)].
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5.14.4.2.1 Subscribing and Unsubscribing to User-or  iented Notification Messages

Service Provisioning Function SHOULD be used fobssuibing or unsubscribing Notification Message rolr@eraction
channel. If the terminal has interaction capabhilitye terminal SHOULD support subscription and tnsstiption of
Notification Messages.

* When Terminal subscribes service-specific notifaabr notification service, Service Request mesg&ge
section 5.1.5) SHALL include ‘ServicelD’ elementdanotification’ attribute under ‘ServicelD’ elemen

*  When Terminal unsubscribes service-specific naifan or notification service, Unsubscription megséSee
section 5.1.5) SHALL include ‘keepSubscription'rédtite, ‘ServicelD’ element and ‘notification’ attute
under ‘ServicelD’ element.

5.14.4.3 Polling notifications over Interaction Cha  nnel

The NTC in Terminal with Interaction Channel cafigpiSHALL support polling to notifications over feraction Channel
as follows:

 NTC sends HTTP Request to the pollURL associaté¢l Mi DA that is provided in SGDD or ‘Access’
fragment within the ‘NotificationReception’ element

* Response to the HTTP Request SHALL be Notificalt@ssage encapsulated in HTTP message. Content-Type
of the HTTP message SHALL be set to “applicatiod/ema.bcast.notification+xml".

5.14.5 Notification Interfaces

The following sections specify the Notificationentaces between logical BCAST “backend” entitiasrf@ssage exchanges.
The specification is applicable if the interfaces exposed in a BCAST implementation. If a BCAS piementation does
not expose the interfaces, i,e, they are implentienténternal, they can be realized using protoenld methods not
specified here. If a BCAST implementation does exepite interfaces, the network SHALL support théfidation

Backend Interfaces syntax as defined by XML SchemiBCAST10-XMLSchema-Notification].

5.145.1 Protocol Stacks

The following protocol stack SHALL be used for eaolging messages between Notification Componentsa€C, NTE,
NTG, and NTDA. HTTP or HTTPS that SHALL be based3#$i_ 3.0 [SSL30] and TLS 1.0 [RFC 2246] over TCP/IP
SHALL be used for the delivery of messages.

HTTP/HTTPS HTTP/HTTPS
TCP TCP
P P

Figure 3: Noticifcation component exchange protocadtack

Messages to and from CC, NTE, NTG or NTDA are tpaned using HTTP by placing both the requeststaadesponses
addressed to CC, NTE, NTG or NTDA into the paylodthe HTTP messages. The requests SHOULD be toaesbusing
HTTP POST and the responses SHOULD be transposiad the HTTP responses corresponding to the HTO8TP
requests. The syntax for the requests SHOULD Hellasvs:

* POST <host>/oma/bcastl.0/nt HTTP/1.1\\n<NTEReq>
* POST <host>/oma/bcastl.0/nt HTTP/1.1\\n<NTDReg>
where the <host> denotes the part of the URI remiteyy the address of the host.
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Both the HTTP POST message and the correspondidgP’Ha@sponse MAY also contain the following HTTP dexafields:

» ‘Content-Length’,
e ‘Content-Type’ which if used SHALL be set to “textil” and

* ‘Host in case the ‘Request-URI’ is not in the aloge form specified in [RFC 2616].
5.14.5.2 Notification Event Delivery

Notification Event can be generated in CC, BSA, BIWIBSD/A. Each Entity delivers Notification Evevia Backend
Interface such as NT-1, NT-3, and NT-4. CC canveelNotification Event to NTE via NT-1, NTE will theer Notification
Event generated in either CC or BSA to NTG via NTaBd NTDA will deliver Notification Event generatén BSD/A to
NTG via NT-4.

5.145.2.1 Request Message

The following is the delivery message of NotificatiEvent, which is sent from the CC (Content Coegtio the NTE over
interface NT-1, from NTE to NTG over interface NTeBNTDA to NTG over interface NT-4.

Specifies the delivery message of Notification
Event for generating Notification Message.

Contains the following attributes:
ntelD

entityAddress

deliveryPriority

NTEReq E

Contains the following elements:
NotificationEvent
ntelD A M 1 Identifier of Notification Event unsignedIint

entityAddres Network Entity Address to receive the respons
s of this message.

Defines the priority of this notification event.
deliveryPrior | o 0.1 This information is applied to generate

ity " Notification Message in NTG. NTG may be
ignored this field.

Specifies the Notification Event, containing
information to be included into the Notification
Message. Itis RECOMMENDED that the
information is delivered in the form of BCAST
N Notification Message format (as specified in
vent El M 1.N section 5.14.3). Other formats MAY be used or]
for NT-1.

q anyURI

boolean

y

Contains the following sub-element:
NotificationMessage

BCAST NotificationMessage format as specified
in section 5.14.3. The following rule applies to | complexTyp
child elements or attributes of eas
NotificationMessage which are not relevant: If thepecified in
element/attribute has a minimum cardinality of Dsection

it SHALL NOT be instantiated. Otherwise, it 5.14.3
SHALL be delivered as empty field.

Notification E2 0] 0.1
Message

[0 2008 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document. [OMA-Template-Spec-20070926-1



OMA-TS-BCAST_Services-V1_0-20081010-C Page 122 (164)

This container allows to use data formats not

Private | E2 0 0.1 specified in BCAST.

Table 46: Structure of Notification Event Request Message
5.14.5.2.2 Response Message

The following is the response message of Notifargvent Delivery and which is sent from the NTEX© over interface
NT-1, from NTG to NTE over interface NT-3 or fornTi$ to NTDA over interface NT-4.

Specifies the Response message for NTEReq.
NTERes E Contains the following elements:
Result

The list of results, each entry consisting of a p4i
of ID and statusCode

Result El M 1..N Contains the following attributes:
ntelD
statusCode
ntelD A M 1 Identifier of NTEReq Message unsignedIn
Indicates the overa_lll outcome how NTEReq is unsignedByt
statusCode | A M 1 processed, according to the global status code|(as

e

specified in Section 5.11).

Table 47: Structure of Notification Event Responsdlessage
5.14.5.3 Notification Message Delivery

Notification Message is generated by NTG in BSM.G\Will request to deliver Notification Message td DA via NT-4.
5.145.3.1 Request Message

The following is the delivery message of NotificatiMessage which is sent from the NTG to NTDA anégrface NT-4.

Specifies the Request message of Notification
Message Delivery from NTG to NTDA.

Contains the following attributes:
ntdReqID

NTDReq E entityAddress

deliveryPriority

Contains the following elements:

TargetAddress
NotificationMessage
ntdReqID A M 1 Identifier of NTDReq unsignedint
entityAddres 1 NetV\_/ork Entity Address to receive the response anyURI
s of this message.
Defines the delivery priority of this Notification
delivervPri Message. NTG can request NTDA to deliver this
€ 'Veit?,' nor—\ a 0] 0.1 notifcaiton message as high priority. If boolean

priority=true, it means high priority. If
priority=false, it means general message.
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Specifies TargetAddress to deliver Notification
Message.

For service-specific notification, AccessReference
or address under NotificationReception in
‘Access’ fragment can be possible value.

If Notification message is delivered over
interaction channel, the value can be e-mail

address, IMSI, etc.
El (0] 0..N string

If not given, Notification message SHALL be
delivered to all users of the service provider gs|n
address defined in SGDD.

TargetAddre
ss

Contains the following attributes:
deliveryChannel

AddressType

Specifies the delivery channel

If deliveryChannel = false, Notificaiton Message
SHALL be delivered over Broadcast Channel. | boolean
If deliveryChannel = true, Notification Message
SHALL be delivered over Interaction Channel.

Specifies the type of TargetAddress Value
0 - IPAddress

1-anyURI unsignedByt
2 -IMSI e

3 -127: For Future Use

128 - 255: For Proprietary Use

BCAST NotificationMessage format as specified
in section 5.14.3. The following rule applies to | complexTyp
child elements or attributes of eas
NotificationMessage which are not relevant: If thepecified in
element/attribute has a minimum cardinality of Dsection

it SHALL NOT be instantiated. Otherwise, it 5.14.3
SHALL be delivered as empty field.

deliveryChan A M 1
nel

addressType | A M 1

Notification E1 0] 0.1
Message

Table 48: Structure of Notification Delivery Reques Message
5.14.5.3.2 Response Message

The following is the response message of Notifiwatlessage Delivery which is sent from NTDA to No@&r interface
NT-4.

Specifies the Response message for NTDReq,
NTDRes Contains the following elements:
Result

The list of results, each entry consisting of a pai
of request ID and statusCode

Result E1l M 1..N Contains the following attributes:
ntdReqID

statusCode

Identifier of NTDReq Message

ntdReqID A M 1 unsignedint
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Indicates the overall outcome how NTDReq is unsignedByt
statusCode | A M 1 processed, according to the global status code|(as 9
. g . . e
specified in Section 5.11).

Table 49: Structure of Notification Delivery Respoise Message

5.14.6 Minimal support for emergency notifications

If the terminal supports emergency notificatiomert the terminal SHALL support the use of NotificatFunction for those
notifications as follows:

= The terminal SHALL be able to discover of the entogint to notification delivery channel as spedfi@ section
5.14.1.1.1 through the use of element ‘NotificaRexception’. Further, the terminal SHALL assume that
‘NotificationReception’ element describes the emiont to general notification delivery channel it which the
notification messages are delivered using “UDP\2eli” as specified in section 5.14.4.1.

= The terminal SHALL support the “UDP delivery” ov@roadcast Channel as specified in section 5.14a4.1
follows:

0 The terminal SHALL support ‘Payload_type’ havindua'0’
0 The terminal SHALL support ‘Encoding_type’ havinglwe ‘0’
= The terminal SHALL support the Notification Messdgemat for emergency notifications as follows:

o The terminal SHALL assume that attribute ‘notificaflype’ is assigned with value ‘0’ (user oriented
notification message)

o The terminal SHALL assume that attribute ‘eventTyipaassigned with value ‘1’ (emergency notificatjo
0 The terminal SHALL assume that element ‘Title’ repent and expressed possibly in multiple languages

o0 The terminal SHALL assume that element ‘Descrigti@npresent and expressed possibly in multiple
languages.

0 The terminal SHALL assume that element ‘Presenmdiype’ is assigned with value ‘0’ (high-priority
notification messages)

o The terminal MAY skip all the other elements andlifasites in the Notification Message.
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Appendix A. Change History

A.1 Approved Version History

(Informative)

Date

Description

n/a

n/a

No prior version

A.2 Draft/Candidate Version 1_0 History

Document Identifier

Date

Sections

Description

Draft Versions

OMA-TS-BCAST_Services-V1_0

17 Jan 2005

all

Initial draft

23 Jun 2005

4,5.2

Incorporates agreed Change Risque
OMA-BCAST-2005-0207R02-Clarification-on-Use-of-Inéetive-Channel

OMA-BCAST-2005-0256R01-Specification-text-for-Temai-Provisioning-
in-BCAST .zip

Editorial clean-up

9 Sep 2005

3.2,3.3,51,
5.2

Incorporates agreed Change Requests:
OMA-BCAST-2005-0138R06-Service-Provisioning-Spexifion (some
editorial modifications necessary)
OMA-BCAST-2005-0275R04-CR-TS-Interaction-Protocté&k

7 Nov 2005

21,2.2,3.2,
5,5.3,5.4,
5.7,5.8,5.9,
6.1

Incorporates agreed Change Requests:
OMA-BCAST-2005-0360R03-Interaction-Simplified
OMA-BCAST-2005-0406R04-Interaction-fragment-for-thervice-guide
OMA-BCAST-2005-0499R01-Interface-mapping-in-main-TS
OMA-BCAST-2005-0502R03-CR-Location-Information-Aleility

OMA-BCAST-2005-0503R01-CR-TS-Mobility [actually igrated
document was 503R02 since 503R01 contains corruyted document]

OMA-BCAST-2005-0504R01-CR-TS-Personalization
OMA-BCAST-2005-0505R01-CR-TS-Roaming
OMA-BCAST-2005-0547R02-CR-Terminal-Provisioning-gépng
OMA-BCAST-2005-0551-Service-Provisioning-terminojegorrections
OMA-BCAST-2005-0553R01-CR-types-of-interactivity

18 Nov 2005

5.2,5.6,5.58,
5.9

Incorporates agreed Change Requests:
OMA-BCAST-2005-0496R03-CR-Charging
OMA-BCAST-2005-0545R02-CR-Roaming_TS

OMA-BCAST-2005-0574R01-Clarification-on-enforcemafitLOC-
dependent-features

OMA-BCAST-2005-0576-CR-TS-Terminal-Provisioning-8alin

5 Jan 2006

3.2,5.2,53,
5.3.6,C,D

Incorporates agreed Change Requests:
OMA-BCAST-2005-0679-CR-error-correction-for-ExtemsURL
OMA-BCAST-2005-0690R01-CR-InteractivityMedia-FileBdling
OMA-BCAST-2005-0698R02-CR-Terminal_Provisioning_Mazhtion
OMA-BCAST-2005-0703R02-Additional_Terminal_Provising_method
OMA-BCAST-2005-0729R01-CR-Roaming_Flow
OMA-BCAST-2005-0735R01-CR-UserIDdefinition
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23 Feb 2006

Incorporates agreed Change Requests:
OMA-BCAST-2006-0125-Gzip-Redundancy-Fix
OMA-BCAST-2006-0101R01-Clarification-on-Interactigzrvice-Ordering

OMA-BCAST-2006-0100R01-Clarification-on-Interactigervice-Guide-
Retrieval

OMA-BCAST-2006-0099R01-TS-Service-Correction-ondtr€ode
OMA-BCAST-2006-0098-CR-to-TS-Service-Section-5
OMA-BCAST-2006-0097-Clean-up-of-Section-3.2
OMA-BCAST-2006-0084-CR-TS-Interaction-Correctiorig.z
OMA-BCAST-2006-0081-CR-Renaming_SG_Retrieval_Messag
OMA-BCAST-2006-0077R01-CR-Interaction-Issue-SMS.zip
OMA-BCAST-2006-0075-CR-Bug-fixes-for-Service-Intet@n.zip
OMA-BCAST-2006-0074-CR-Bug-fixes-for-Interactivityddlia-
document.zip
OMA-BCAST-2006-0037-Cleanup_of_Terminal_Provisianiip

OMA-BCAST-2006-0127-
Clean_up_the_sentences_related_with_ServiceClass

Minor editorial cleanup (typos, formatting)

28 Feb 2006

Incorporates agreed Change Request:
OMA-BCAST-2005-0692R02-Add-status-information

15 Mar 2006

5.1,5.2,
5.3.6.1,5.6,
5.8

Incorporates agreed Change Requests:
OMA-BCAST-2005-0694R03-Add-more-elements-in-roarimgssages
OMA-BCAST-2006-0148R01-Mandating-DM-for-BCAST
OMA-BCAST-2006-0156-CR-MCC-BCAST-Task-Force-Conatus
OMA-BCAST-2006-0181-CR-Service-Ordering-Global-Fhase-ltem-1D
OMA-BCAST-2006-0194R02-CR-Improved-SMS-based-int&oa
OMA-BCAST-2006-0210R01-CR-Status-Codes-TS_Services
OMA-BCAST-2006-0214R03-CR_TS_Roaming
OMA-BCAST-2006-0220R01-UserID-clarification-with-pg
OMA-BCAST-2006-0225R01-CR-harmonized-BCAST-croserefices

20 Mar 2006

5.1.6.1,
5.1.6.7

Incorporates agreed Change Request:
OMA-BCAST-2006-0247-Notification-Subscription-in{s&e-Provisioning

26 Mar 2006

5.1.7 (new), B

Incorporates agreed Ga&equests:
OMA-BCAST-2006-0263R01-TS-Services-Account-Inquiry
OMA-BCAST-2006-0272R01-CR-TS-Services-SCR-tables

19 Apr 2006

Updated table of content and 2006 @ghy/

[0 2008 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.




OMA-TS-BCAST_Services-V1_0-20081010-C

Page 127 (164)

8 Dec 2006 All

Incorporated Change Requests Tentatively Agreeitigl@onsistency
Review:
OMA-BCAST-2006-0298R02-Missing-Abbreviations-IPD@es-DVB-H-
adaptation (NEC)

OMA-BCAST-2006-0310R02-CR-
Global_Status_Code_Cross_Reference_Table (SamisGiy,
OMA-BCAST-2006-0322R03-
CR_CR_TS_Updating_Definitions_for_TS_Services (ldpkingular)
OMA-BCAST-2006-0323R01-CR-TS-Updated-Scope-andstitiction-for-
TS-Services (Nokia)
OMA-BCAST-2006-0392-CR-Adding_reference_-
_abbreviations_at_BCAST_Service_TS (LGE)
OMA-BCAST-2006-0394R02-CR-Roaming_Clarified (Santpun
OMA-BCAST-2006-0438R07-Restructuring-Service-Prmriing-Message
(Samsung)
OMA-BCAST-2006-0439R01-Restructuring-Roaming-Messé@amsung)
OMA-BCAST-2006-0441R01-Mapping-Table-in-ChargingeSen
(Samsung)
OMA-BCAST-2006-0442R01-Cleanup-section-5_4_2-of §&vice
(Samsung)
OMA-BCAST-2006-0443R02-Text-for-5_3_5-and-5_3_6¥@-Service
(Samsung)
OMA-BCAST-2006-0446-Add-HTTPS-for-roaming-betwee &s
(Samsung)
OMA-BCAST-2006-0451R02-Proposed-Resolution-1-foroeents-in-1C-
450 (Nokia)
OMA-BCAST-2006-0452R02-Proposed-Resolution-2-foroeents-in-1C-
450 (Nokia)
OMA-BCAST-2006-0455R02-CR-Mandating-DM-for-Terminal
Provisioning (Motorola, LG Electronics, TelefonikBoviles, Orange,
Qualcomm, Vodafone)
OMA-BCAST-2006-0597R02-CR_BCAST_MO_Draft_revised3(E,
Siemens)
OMA-BCAST-2006-0679R02-CR_BCAST_MO__smartcard_ps@ning
(Gemalto)
OMA-BCAST-2006-0719R02-CR_Language_in_MediaObjec{Semens)
OMA-BCAST-2006-0720-CR_Scope_of_Requiest_ID (Sies)e
OMA-BCAST-2006-0736R02-CR_Interactivity _uplink_ol@ad_protection
(Ericsson)

OMA-BCAST-2006-0749R01-
CR_FUMO_1.0_mandatory_for_firmware_upgrades (Md&rorange)
OMA-BCAST-2006-0806R01-
CR_HTTP_signalling_for_serv_prov_message_compnegdlokia)
OMA-BCAST-2006-0834R01-CR_WebShop (Nokia, KPN, Qran
OMA-BCAST-2006-0840R01-CR_terminal_provisioning \s8ee_type
(Ericsson)

OMA-BCAST-2006-0871-CR_Services_NO_NM (PanasonigNK
Ericsson, Huawei, Samsung, Orange, Vodafone, Gangul
OMA-BCAST-2006-0923R02-CR_Voice_Call_Interactionoftia)
OMA-BCAST-2006-0929R02-
INP_XML_schemas_for_service_provisioning (Nokiagduires no change i
this specification]
2006-0930R01-INP_XML_schema_for_roaming_messagekiél)\[requires
no change in this specification]
OMA-BCAST-2006-0932R01-CR_BCAST_Client_ID_and_BCASTO
(LG, Orange)

Incorporated comment resolutions agreed duringistency review
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29 Dec 2006

All

Incorporated Change Requests Tentatively Agreeitigl@onsistency
Review:

OMA-BCAST-2006-0325R01-review-comments-on-NTPtimeSiG-and-
Servivces-TS (Panasonic)

OMA-BCAST-2006-0357R01
OMA-BCAST-2006-0393R03-CR_CR_Clarifying_ BCAST_Ses/i TS 5.2
(LGE)

OMA-BCAST-2006-0440R02-Mapping-Table-of-Interfacedal S-Section-
Number (Samsung)

OMA-BCAST-2006-0687R01

OMA-BCAST-2006-0842R02-
CR_interactive_delivery_of_Interactivity Media (Esson)
OMA-BCAST-2006-0843R01-CR_Text_in_SMS_URI_schemgcdSon)
OMA-BCAST-2006-0928R09-
CR_Making_Roaming_Consistent_in_BCAST_1_0 (Nokia)
OMA-BCAST-2006-1019R01-CR_Backend_Interface_for_(Samsung,
Nokia)

OMA-BCAST-2006-1076R01-CR_ InteractivityMediaDoc_X8thema
(KPN)

OMA-BCAST-2006-1081R02-CR_XML_Extension_Rules (Sers.
Motorola, Alcatel, Nokia, Expway)

Incorporated comment resolutions agreed duringistency review
Editorial cleanup
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20 Mar 2007

All

Corrected editorial mistakes int lasrsion:
OMA-BCAST-2006-0441R03-Mapping-Table-in-ChargingeSen
(Samsung) — wrong version had been included irrddsase
Incorporated Change Requests Tentatively Agreeitigl@econd
Consistency Review:

OMA-BCAST-2007-0016R10-
CR_Subscription_and_Registration_Messages_for_SardrtProfile
OMA-BCAST-2007-0369-

CR_cross_reference_table_update_at TS_ServiceOMASB2006-
0925R06-CR_SG_Adding_Legal_Text_Support_Option_2
OMA-BCAST-2006-1038R03-
CR_MIME_type_for_InteractivityMediaDocument
OMA-BCAST-2006-1039-CR_Add_MIN_as_UserID_Type
OMA-BCAST-2006-1082R02-CR_Delivery_of IAMDs
OMA-BCAST-2006-1086R01-CR_Subtitling

OMA-BCAST-2007-0018R01-
CR_KPN_Services_spec_review_comment_Service_reu_res

OMA-BCAST-2007-0039R01-CR_SE_add_deny_all_rule
OMA-BCAST-2007-0053-CR_Provisioning_Messages_Bugfix
OMA-BCAST-2007-0055-CR_Roaming_Messages_Bugfix
OMA-BCAST-2007-0056-CR_Interactivity Media_Bugfix

OMA-BCAST-2007-0084-
CR_Smartcard_Profile_Trigger_Purchaseltem_cornectio

OMA-BCAST-2007-0089-CR_TS_Auxdata_and_ad_support
OMA-BCAST-2007-0090-CR_TS_Rule_Conflict

OMA-BCAST-2007-0095R01-
CR_TS_Clarification_on_multiple_instances_of Medig@atSet

OMA-BCAST-2007-0116R01-
CR_Web_Based_Service_Provisioning_Procedure_Camect

OMA-BCAST-2007-0136R02-CR_Adding_Status_at_BCAST_MO
(partially, BCAST MO Figure not yet updated

OMA-BCAST-2007-0138R01-CR_Consistency of TS Sewviée2
OMA-BCAST-2007-0139-CR_Clarifying_Terminal_Provisiag_Bootstrap
OMA-BCAST-2007-0145R01-CR__ Services_spec_review_\WHRI.doc
OMA-BCAST-2007-0153R05-CR_bug_fix_for_Interactivigscheduling
OMA-BCAST-2007-0158R01-CR_interface_mapping_table
OMA-BCAST-2007-0215R02-CR_Resolution_for_SE_F_078
OMA-BCAST-2007-0217R02-CR_Resolution_for_SE_F_072
OMA-BCAST-2007-0245R06-
CR_Purchase_Data_Changes_for_Smartcard_Profile
OMA-BCAST-2007-0254R01-CR_TS_Clarification_on_aurttieation
OMA-BCAST-2007-0258R01-

CR_Services_ MBMS_related_MO_parameters
OMA-BCAST-2007-0273-CR_MIME_type_for_triggers
OMA-BCAST-2007-0274R01-
CR_TS_Services_Using_media_types_in_triggers
OMA-BCAST-2007-0275R02-
CR_Clarifications_on_pricing_information_messages
OMA-BCAST-2007-0299R01-
CR_Clarification_of_MBMS_to_Smartcard_Profile_kegdakey ID_mappi
ngs

OMA-BCAST-2007-0320R01

OMA-BCAST-2007-0344

OMA-BCAST-2007-0404R01

OMA-BCAST-2007-0310R01-
CR_Handling_the_loss_of_subscription_data_in_thenitel
OMA-BCAST-2007-0311R02-
CR_Returning_the_price_in_the_Service_Response agess
OMA-BCAST-2007-0312R01-CR_SG_delivery_response_ader
OMA-BCAST-2007-0320R01-CR_HTTPS_usage_Clarificatibs_Service
OMA-BCAST-2007-0341R01-
CR_Unsubscribe_and_Deregistration_procedures_faart8ard_Profile
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29 Mar 2007 All Incorporated Change Requests Tentatively Agreeidgl@econd
Consistency Review:
OMA-BCAST-2007-0100-CR_Moving_Notification_Function
OMA-BCAST-2007-0136R02-CR_Adding_Status_at BCAST_Kpdate
of BACST MO Figure)

Editorial cleanup

03 Apr 2007 All Cleanup in preparation for Apprbaa Candidate

06 Apr 2007 All Editorial cleanup in preparation fpproval as Candidate
Revised SCR Tables

17 Apr 2007 All Incorporated Change Requests Tentatively Agreeitigl@econd
Consistency Review:

OMA-BCAST-2007-0016R11 [0016R10 had previously besagrated]
OMA-BCAST-2007-0341R02

OMA-BCAST-2007-0450

OMA-BCAST-2007-0469R02

OMA-BCAST-2007-0493R01

Editorial cleanup in preparation for Approval am@iaate

Revised SCR Tables

23 Apr 2007 All Incorporated Change Requests Tentatively Agreeitigl@econd
Consistency Review:

OMA-BCAST-2007-0046R03
OMA-BCAST-2007-0205R02
OMA-BCAST-2007-0493R01
OMA-BCAST-2007-0509R01
Editorial cleanup in preparation for Approval an@iaate
Revised SCR Tables

27 Apr 2007 Appendix C | Revised SCR Table in response to comments

All Editorial cleanup in preparation for Approval an@igate
Candidate Version 29 May 2007 n/a Status changed to Candidate by TP
OMA-TS-BCAST_Services-V1_0 TP ref# OMA-TP-2007-0129R01-
INP_BCAST_V1_0_ERP_for_Candidate_approval

27 Jul 2007 55.551, Incorporated the following agreed CRs:

5.5.5.5.2, OMA-BCAST-2007-0569
g:i:gé:g: OMA-BCAST-2007-0553R02
5.1.5.3.2, OMA-BCAST-2007-0557R02
5.15.4.2, OMA-BCAST-2007-0558
5.1.6.7, OMA-BCAST-2007-0562R02
5.1.6.9,F.2, | OMA-BCAST-2007-0583R01
:411 :g H.3, OMA-BCAST-2007-0584R01
514521, OMA-BCAST-2007-0586R01
5.14.5.3.1, OMA-BCAST-2007-0625R01
5.3.6.1.2,

5.1.8.1,

5.1.6.7,5.5.1,

5.5.3.1,

5.5.3.2,

5.5.3.3

03 Sep 2007 51.6.7,5.1, Incorporated the following agreed CRs:

5.1.6.5, OMA-BCAST-2007-0618R04
g:i:g:gé: OMA-BCAST-2007-0659R01
5.3.6.1.4, OMA-BCAST-2007-0679R01
5.3.6.1.1, OMA-BCAST-2007-0685R01
5.3.6.3.1, OMA-BCAST-2007-0689R01
5.3.6.3.2, OMA-BCAST-2007-0691
5.14.3

07 Sep 2007 5.1.8,5.1, Incorporated the following agreed CRs:

5.1.5.3.2, OMA-BCAST-2007-0630
51531 OMA-BCAST-2007-0616R01

25 Sep 2007 5.1.5.21 Incorporated the followingeed CR:

OMA-BCAST-2007-0713
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05 Dec 2007 All

Incorporated the following CRs:
OMA-BCAST-2007-0634R01
OMA-BCAST-2007-0680R01
OMA-BCAST-2007-0718R04
OMA-BCAST-2007-0722R04
OMA-BCAST-2007-0726R03
OMA-BCAST-2007-0738
OMA-BCAST-2007-0744R01
OMA-BCAST-2007-0756R02
OMA-BCAST-2007-0763R01
OMA-BCAST-2007-0775R01
OMA-BCAST-2007-0794
OMA-BCAST-2007-0795R01
OMA-BCAST-2007-0799
OMA-BCAST-2007-0806
OMA-BCAST-2007-0810
OMA-BCAST-2007-0821R01
OMA-BCAST-2007-0823
Updated with the latest template

18 Dec 2007 All

Incorporated the following CR:
OMA-BCAST-2007-0886R01

03 Janv 2007 All

Clerical changes
Updated with the 2008 template

Draft Versions: 07 Feb 2008 F Updated with agreed CR:
OMA-TS-BCAST_Services-V1_0 OMA-BCAST-2008-0025
Candidate Version 26 Feb 2008 All Status changed to Candidate by TP

OMA-TS-BCAST_Services-V1_0

TP ref# OMA-TP-2008-0042-
INP_BCAST_V1_0_for_Candidate_Re_approval

Draft Version 12 Mar 2008 All

OMA-TS-BCAST_Services-vl_0

Updated with agreed CRs:
OMA-BCAST-2007-0785R03
OMA-BCAST-2007-0786R01
OMA-BCAST-2007-0787
OMA-BCAST-2007-0805
OMA-BCAST-2007-0826
OMA-BCAST-2007-0847R01
OMA-BCAST-2007-0857R01
OMA-BCAST-2007-0858R03
OMA-BCAST-2007-0895R01
OMA-BCAST-2008-0021R01
OMA-BCAST-2008-0039
OMA-BCAST-2008-0044R01
OMA-BCAST-2008-0052
OMA-BCAST-2008-0060
OMA-BCAST-2008-0073

26 Mar 2008 5.1.5.2.2

Removal of changes introduced
OMA-BCAST-2007-0805
Minor correction of implementation of
OMA-BCAST-2008-0052

30 Apr 2008 All

Updated with agreed CR:
OMA-BCAST-2007-0749R06

22 May 2008 51.5.2.2

Correction of implementatid® MA-BCAST-2007-0857R01
Updated with agreed CRs:
OMA-BCAST-2008-0007R02
OMA-BCAST-2008-0200

29 May 2008 All

Minor corrections

Candidate Version 09 Jun 2008 n/a

OMA-TS-BCAST_Services-V1_0

Status changed to Candidate by TP

TP ref# OMA-TP-2008-0236R01-
INP_BCAST_ERP_V1_0_For_Notification
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Draft Version
OMA-TS-BCAST_Services-vl_0

22 Jul 2008

All

Updated with agreed CRs:
OMA-BCAST-2008-0064R03
OMA-BCAST-2008-0155R03
OMA-BCAST-2008-0171R01
OMA-BCAST-2008-0185
OMA-BCAST-2008-0245
OMA-BCAST-2008-0251

01 Aug 2008

All

Corrected cross-references

Candidate Version
OMA-TS-BCAST_Services-V1_0

07 Aug 2008

n/a

Status changed to Candidate by TP

TP ref# OMA-TP-2008-0294R03-INP_BCAST_ERP_V1_0_fdotification

Draft Version
OMA-TS-BCAST_Services-vl_0

12 Sep 2008

All

Updated with agreed CRs:
OMA-BCAST-2008-0043R01
OMA-BCAST-2008-0168R01
OMA-BCAST-2008-0187R01
OMA-BCAST-2008-0188R02
OMA-BCAST-2008-0254R02
OMA-BCAST-2008-0306
OMA-BCAST-2008-0308R02
OMA-BCAST-2008-0314R01
OMA-BCAST-2008-0325
OMA-BCAST-2008-0328R01
OMA-BCAST-2008-0346R02
OMA-BCAST-2008-0352R01
OMA-BCAST-2008-0366
OMA-BCAST-2008-0370R02
OMA-BCAST-2008-0372R01
OMA-BCAST-2008-0379R01
OMA-BCAST-2008-0381
OMA-BCAST-2008-0410

06 Oct 2008

All

Updated with agreed CRs
OMA-BCAST-2008-0341

OMA-BCAST-2008-0368R02
OMA-BCAST-2008-0402
OMA-BCAST-2008-0425

Candidate Version
OMA-TS-BCAST_Services-V1_0

10 Oct 2008

n/a

Status changed to Candidate by TP

TP ref# OMA-TP-2008-0398R01-INP_BCAST_V1_0_ERP_fdotification
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Appendix B. Examples on Realizing Interactive Services
(Informative)

Editor’s note: this section may contain a walk-tigb for selected services that clarifies how theise can be generated,
managed, and delivered, end-to-end.

B.1 Use of MMS Template for Service Interaction (In  formative)

This section describes an example on how to use WMMSsage Template for Service Interaction.

B.1.1 Retrieving the MMS Message Template

MMS Message Template can be broadcasted, as sisilather Service Interaction methods such as SKHTML MP
etc.. In this case the files constructing MMS Meggs@iemplate are concatenated in one GZIP and bastettwithin the file
broadcast. The name and the MIME-type of eachafiégegiven in InteractivityMediaDocument (See ApgigrC for
example).

MMS Message Template can also be retrieved from MM $his case the service provider or directly diperator author the
MMS Template containing the MTD (MMS Message TertRefinition), i.e. the template wizard toward gevice. The
template and some contents are embedded within & Miéssage with Multipart/Related or Multipart/Mixgmat. The
name and the MIME-type of each file are given meader of the each part in Multipart Message. Mi$S Message is
send to the terminal whose users are registeradei@ervice Interaction.

The terminal will extract the files before the timmben MMS Message Template is used in Servicedntiemn.

B.1.2 Launching MMS Message Template Client and cre  ating Multimedia
Message

After MMS Message Template retrieval, the termlaahches MMS Message Template Client with MMS Mgssa
Template. This section describes two cases for MMSsage Template use.

B.1.2.1 Use case: Voting

The first use case is Voting, for example, to Vateo will win the game of the TV program’. In thimse, MMS Message
Template will have the following files:

- Message Template Definition (MTD) : using tesiiter to input the name of the winner (shown below)
- MMS Presentation Part (SMIL)

- Media Objects (Text, Image)

Voting-sample.mtd
<?xm version="1.0" encodi ng="UTF- 8" ?>
<! DOCTYPE nmst enpl ate PUBLIC "-//OwA/ /DID MID 1. 3//EN'
"http://ww. opennobi |l eal | i ance. or g/ MVB/ MIDJ 1. 3/ DTD/ nt d13. dt d" >
<mmst enpl ate xm ns="http://ww. opennobi | eal | i ance. or g/ 2004/ nt d" >
<head>
<title>Vote the winner</title>
<descri pti on>MID sanpl e code for BCAST Service |nteraction</description>
<dat €>2005- 10- 10</ dat e>
<versi on>1. 00</ ver si on>
<aut hor >John Doe</ aut hor >
</ head>
<body>
<nessage>
<t 0- header editabl e="fal se">1677721664</t o- header >
<subj ect - header >Vot e t he w nner </ subj ect - header >
</ message>
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<w zar d>
<step gui de="Pl ease input the name of the winner " app="text-input" target-nane="nane.txt"
target-type="text/plain" required="true"/>
</w zar d>
</ body>
</ mst enpl at e>

Table 50: MMS Template Example for Voting

MMS Message Template Client could display the felfgy text input screen.

Note: MMS Message Template only specifies the impethod. It does not specify the screen flow amd to construct text
input screen. The appearance of the input screédegend on the implementation of the client.

Vote the winner Text Editor
C.Echizen |
Three members survived
to the final game. Now
you have the right to
vote the winner!!
1. C.Echizen
2. Danny
3. Assim OK Men
MMS Presentation Part User Interactions features enabled by
(written in SMIL) MMS Message Template functionalities

Figure 4: The screen flow of Voting Template

B.1.2.2 Use case: Viewer’'s Contribution
The second use case is Viewer's Contribution,Xamgple, to send the viewer's pet boast to the Dgam.
In this case, MMS Message Template will have thievong files:
- Message Template Definition (MTD) :
description that uses still camera to take a phbtbe pet, and text editor to input the commehoysn below).
- MMS Presentation Part (SMIL)

- Media Objects (Text, Image)

Contribution-sample.mtd
<?xm version="1.0" encodi ng="UTF- 8" ?>
<! DOCTYPE nmst enpl ate PUBLIC "-//OwA/ /DID MID 1. 3//EN'
"http://ww. opennobi | eal | i ance. or g/ MVS/ MTDY 1. 3/ DTDY nt d13. dt d" >
<mmst enpl ate xm ns="http://ww. opennobi | eal | i ance. or g/ 2004/ nt d" >
<head>
<title>Boast of ny pet</title>
<descri pti on>MID sanpl e code for BCAST Service |nteraction</description>
<dat €>2005- 10- 10</ dat e>
<versi on>1. 00</ ver si on>
<aut hor >John Doe</ aut hor >
</ head>
<body>
<nessage>
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<t 0- header editabl e="fal se">1677721664</t o- header >
<subj ect - header >Show your pet off</subject-header>
</ message>
<w zar d>
<step gui de="Pl ease take the picture of your pet" app="still-camera" target-nanme="photo.jpg"
target-type="i mage/j pg" required="true"/>
<step gui de="Pl ease i nput your conmment" app="text-input" target-nanme="comment.txt" target-
type="text/plain" required="true"/>
</w zar d>
</ body>
</ mrst enpl at e>

Table 51: MMS Template Example for User Feedback

MMS Message Template Client will show the multipiput screens. The first screen will be the canapgication and next
one will be text editor. The example of input saieeould be figured as follows:

Show your pet off Still Camera Text Editor
The “FUNNY" This is mydog
Pets

“Greg”. He can read
; ) the book !! |

Please introduce your
“FUNNY” petw ith the
picture and the
comment. The most
funny petwill be invited
to the TV show.

MMS Presentation Part B e e e T
(written in SMIL) User Interactions features enabled by MMS Message Template functionalities

Figure 5: The screen flow of Viewer’'s ContributionTemplate

B.1.3 Sending the Interaction Message

The Resulting MM created by MMS Message Templaterntwill be sent to BCAST Service Application WEMS through
SI-8.
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Appendix C. Static Conformance Requirements

The notation used in this appendix is specified@PPROC].

(Normative)

Notel: References refer to this specification wteberwise noted.

Note2: BCAST adaptation specifications, in whictsispecified how the BCAST 1.0 enabler is impletadrover a specific
BDS (Broadcast Distribution System), may overrul@adapt requirements from this SCR or provide aaldlitt requirements

C.1 SCR for BCAST Client

Item Function Reference Status Requirement
BCAST-SERVICES-C-| Terminal with access to| general (0] BCAST-SERVICES-C-011 AND
001 interaction channel BCAST-SERVICES-C-012 AND

BCAST-SERVICES-C-013 AND
BCAST-SERVICES-C-017 AND
BCAST-SERVICES-C-018 AND
BCAST-SERVICES-C-019 AND
BCAST-SERVICES-C-020 AND
BCAST-SERVICES-C-026 AND
BCAST-NT-C-003 AND
BCAST-NT-C-005
BCAST-SERVICES-C-| Terminal with access to| general, 0] BCAST-SERVICES-C-006 AND
002 interaction channel and | [BCAST10- BCAST-SERVICES-C-007 AND
support for Service ServContProt] BCAST-SERVICES-C-008
and/or Content
Protection
BCAST-SERVICES-C-| Terminal supporting general 0] BCAST-SERVICES-C-014
003 SMS
BCAST-SERVICES-C-| Terminal supporting general 0] BCAST-SERVICES-C-015
004 MMS
BCAST-SERVICES-C-| Terminal supporting general 0] BCAST-SERVICES-C-016
005 Voice call
BCAST-SERVICES-C-| Service Provisioning Section 5.1 o]
006
BCAST-SERVICES-C-| HTTP POST for service| Section 5.1.1 o
007 provisioning
BCAST-SERVICES-C-| Provisioning Messages Section 5.1 O BCAST-SERVICE®R9
008
BCAST-SERVICES-C- | GZIP compression of Section 5.1.7 0]
009 Provisioning Messages
BCAST-SERVICES-C-| Web-based Service Section 5.1.8 0]
010 Provisioning
BCAST-SERVICES-C-| Terminal Provisioning | Sections 5.2, 0]
011 using OMA DM 5.2.2
BCAST-SERVICES-C-| Reception of terminal Section 5.2 (0]
012 provisioning messages
and update of the
parameters included in
the terminal provisioning
messages
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Item Function Reference Status Requirement
BCAST-SERVICES-C-| Service interaction using Section 5.3.1 @]
013 IP, TCP, HTTP
BCAST-SERVICES-C-| Service interaction using Sections 5.3.1, (0]
014 SMS 5.3.6.1.2,,

5.3.6.1.3

BCAST-SERVICES-C-| Service interaction using Sections 5.3.1., O
015 MMS 5.3.6.1.2
BCAST-SERVICES-C-| Service interaction using Section 0]
016 Voice Call 5.3.6.1.2
BCAST-SERVICES-C-| Interactive retrieval of | Section 5.3.2 0]
017 SG
BCAST-SERVICES-C-| Interactive retrieval of | Section 5.3.3 0]
018 Service Guide related

information
BCAST-SERVICES-C-| Reception of Section5.3.6.1] O
019 InteractivityMedia 5.3.6.2

documents over

broadcast file

distribution
BCAST-SERVICES-C-| Retrieval of Section5.3.6.1] O
020 InteractivityMedia 5.3.6.3

documents and

associated files over

interaction channel
BCAST-SERVICES-C- | Rendering of Section 5.3.6.1 M
021 InteractivityMedia

objects
BCAST-SERVICES-C- | Acquisition and Section M
022 rendering of the media | 5.3.6.1.3

objects attached to the

InteractivityMedia

document without

interrupting the

acquisition and rendering

of the ‘regular’ broadcast

media stream
BCAST-SERVICES-C-| Description and Section 5.4 (0] BCAST-SERVICES-C-024
023 evaluation of end user

preferences
BCAST-SERVICES-C- | Format of end user Section 5.4.2 0]
024 preference description
BCAST-SERVICES-C-| Broadcast Roaming Section 5.7 M
025
BCAST-SERVICES-C-| Format of roaming Sections 5.7.1 (0]
026 messages
BCAST-SERVICES-C-| Support of Location Section 5.8 (0] BCAST-SERVICES-C-028 OR
027 Information BCAST-SERVICES-C-029 OR

BCAST-SERVICES-C-030

BCAST-SERVICES-C-| Support of Location Section 5.8 (0]
028 Information in OMA

MLP format
BCAST-SERVICES-C-| Support of Location Section 5.8 g
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Item Function Reference Status Requirement
029 Information in zip code
format
BCAST-SERVICES-C-| Support of Location Section 5.8 O
030 Information in BDS-
specific cell_id format
BCAST-SERVICES-C- | XML formatting rules Section 5.9 M
031 for signalling
BCAST-SERVICES-C-| 3GPP Timed Text for Section 5.13 0]

032

Subtitling and Closed

Captions

C.2 SCR for BCAST Service Application (BSA)

The BSA is an entity in the OMA BCAST Architectusse [BCAST10-Architecture] Fig. 3.

Item

Function

Reference

Status

Requirement

BCAST-SERVICES-
BSA-001

Service interaction using
one or several of: IP,
TCP, HTTP, SMS,
IPSEC, UDP, MMS,
WAP, HTTPS based on
SSL 3.0 [SSL30] and
TLS 1.0 [RFC 2246],
SIP/IMS

Section 5.3.1

o

BCAST-SERVICES-
BSA-002

Support for Interactivity
MediaDocument format
and delivery

Section
5.3.6.1.2

C.3 SCR for BCAST Service Distribution/Adaptation (

BSDA)

The BSDA is an entity in the OMA BCAST Architectysee [BCAST10-Architecture] Fig. 3.

Item Function Reference Status Requirement
BCAST-SERVICES- Description and Section 5.4 (0] BCAST-SERVICES-BSDA-002
BSDA-001 evaluation of end user

preferences
BCAST-SERVICES- Format of end user Section 5.4.1 (@]
BSDA-002 preference description
BCAST-SERVICES- Use of Location Section 5.8 (@]
BSDA-003 Information
BCAST-SERVICES- Use of Location Section 5.8 (@]
BSDA-004 Information in OMA

MLP format
BCAST-SERVICES- Use of Location Section 5.8 (0]
BSDA-005 Information in zip code

format
BCAST-SERVICES- Use of Location Section 5.8 (0]
BSDA-006 Information in BDS-

specific cell_id format
BCAST-SERVICES- XML formatting rules Section 5.9 M
BSDA-007 for signalling
[0 2008 Open Mobile Alliance Ltd. All Rights Reserve  d.

Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-BCAST_Services-V1_0-20081010-C

Page 139 (164)

Item

Function

Reference

Status

Requirement

BCAST-SERVICES-

BSDA-008

Subtitling and Closed
Captions

Section 5.13

0]

C.4 SCR for BCAST Subscription Management (BSM)

The BSM is an entity in the OMA BCAST Architectussse [BCAST10-Architecture] Fig. 3.

Item Function Reference Status Requirement
BCAST-SERVICES- Service Provisioning Section 5.1 M
BSM-001
BCAST-SERVICES- HTTP POST for service| Section 5.1.1 M
BSM-002 provisioning
BCAST-SERVICES- GZIP compression of Section 5.1.7 M
BSM-003 Provisioning Messages
BCAST-SERVICES- Web-based Service Section 5.1.8 0]
BSM-004 Provisioning
BCAST-SERVICES- | Terminal Provisioning | Section 5.2 M
BSM-005 using OMA DM
BCAST-SERVICES- Delivery of OMA DM Section 5.2.4 M
BSM-006 messages through

Interaction Channel
using DM mechanism
BCAST-SERVICES- Broadcast Roaming Section 5.7 (0] BCAST-SERVICES-BEM-
BSM-007
BCAST-SERVICES- Format of roaming Sections 5.7.1, 0]
BSM-008 messages 5.7.2
BCAST-SERVICES- XML formatting rules Section 5.9 M
BSM-009 for signalling
BCAST-SERVICES- Protocol stack for Section 7.2.1 M

BSM-010

message exchanges
between BSMs

C.5 SCR for BCAST Noatification Client (NTC)

Item Function Reference Status | Requirement
BCAST-NT-C-001 Support ~ for  the S€ctions M
- ; 5.14.1.1.1,
signalling of the
availability and access tp[BCASTI0-
generic notifications SG]5.4.25
through the SGDD.

BCAST-NT-C-002 Support for the| Sections M
signalling of the 5.14.1.2.1,
availability and access to[BCASTlo'
service-specific SG]5.1.2.4
notifications through
‘Access’ fragment.

BCAST-NT-C-003 Support for subscribingSection (0]
to notifications  by| 5.14.4.2.1
sending a Notification
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Item Function Reference Status | Requirement
Request to NTG
BCAST-NT-C-004 Support for user-orientedSection (0] BCAST-NT-C-003
notification request 5.14.4.2.1
message format
BCAST-NT-C-005 Support for polling to Section (0]
notifications over| 5.14.4.3
Interaction Channel
C.6 SCR for BCAST Notification Distribution Adaptat  ion (NTDA)
Item Function Reference Status | Requirement
BCAST-NT-DA-001 Support for the Sections M
signalling of the| 5.14.1.1.1,
availability and access tp[BCAST10-
generic notificationg SG] 5.4.2.5
through the SGDD.
BCAST-NT-DA-002 Support for the Sections M
signalling of the| 5.14.1.2.1,
availability and access to[BCASTlO-
service-specific SG]5.1.2.4
notifications through the o
‘Access’ fragment.
BCAST-NT-DA-003 Notification ~ back-end Section @] BCAST-NT-DA-004 AND
interface exposed 5.145.1 BCAST-NT-DA-005
BCAST-NT-DA-004 Support back-end Section (0]
interface for notification 5.14.5.1
function
BCAST-NT-DA-005 Support the back-endSection (0]
message for notification| 5.14.5.2
BCAST-NT-DA-006 Backend interface SG:4Section (@) BCAST-NT-DA-007
exposed in 5.145.1
implementation
BCAST-NT-DA-007 Support backendSection (0] (BCAST-NT-DA-008 OR
;nterfgce SG-4 for SG 5.145.1 BCAST-NT-DA-009) AND
unction
BCAST-NT-DA-010 AND
(BCAST-NT-DA-011 OR
BCAST-NT-DA-012) AND
BCAST-NT-DA-013 AND
BCAST-NT-DA-005
BCAST-NT-DA-008 Support IPv4 Section O
5.145.1
BCAST-NT-DA-009 Support IPv6 Section O
5.145.1
BCAST-NT-DA-010 Support TCP Section (0]
5.145.1
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Item Function Reference Status | Requirement
BCAST-NT-DA-011 Support HTTP1.1 Section O
5.145.1
BCAST-NT-DA-012 Support HTTPS Section (0]
5.145.1
BCAST-NT-DA-013 SG backend messageSection O
for content delivery 5.145.1
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Appendix D. <MediaObjectSet> examples (Informative)

This appendix provides illustrative examples of <ié®bjectSet> elements present in InteractivityMeatihcuments. The
external file (GZIP archive or single media filerf)ds not given.

D.1 XHTML MP bundle

Example of an XHTML MP bundle containing two XHTMlages, one picture and one external WAP CSS sbd¢sh

<Medi aObj ect Set
Rel ati vePref erence="5"
Cont ent - Type="appl i cati on/ x-gzi p"
Content-Location="http://ww. bcast.com purchasene. gz"
xm : 1 ang="en- UK"

<Cbj ect

Cont ent - Type="appl i cati on/ vnd. wap. xht m +xnm "

Cont ent - Locat i on="i ndex. ht m "

Start="true" />
<Cbj ect

Cont ent - Type="appl i cati on/ vnd. wap. xht m +xnm "

Content - Locati on="other.htm" />
<pj ect

Cont ent - Type="t ext/css"

Content-Location="./style/style.css" />
<oj ect

Cont ent - Type="i mage/ gi f"

Content - Location="./i mages/ background. gi f" />
<Description xnil:|ang="en">Purchase ne</ Descri ption>
<Description xm:lang="fr">Achetez noi </ Descri ption>

</ Medi aObj ect Set >

File structure after deflation would be :
index.html
other.html
[style/style.css
/images/background.gif
with ‘index.html’ typically containing the followig links :
<link rel= "stylesheet" href="./style/style.cds"
<a href = "other.html"> Click to see next page </a>

<img src = "./image/background.gif" />

D.2 MMS Message Template bundle

Example of an MMS Message Template bundle contgioime MMS Template Definition, one SMIL and onetteart and
one picture:

<Medi aObj ect Set
Rel ati vePr ef erence="10"
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Cont ent - Type="appl i cati on/ x- gzi p"
Cont ent - Locati on="http://ww. bcast. coni vot enow. gz"

<Cbj ect
Cont ent - Type="appl i cati on/ vnd. omanmsg- nt d+xm
Cont ent - Locat i on="vot enow. nt d" />
Start="true" />

<Cbj ect
Cont ent - Type="appl ication/sm|"
Content-Location="presentation.sml|" />

<pj ect
Cont ent - Type="i nage/ png"
Content-Location="title.png" />

<pj ect
Cont ent - Type="t ext/pl ai n"
Content - Locati on="vote.txt" />

</ Medi aObj ect Set >

File structure after deflation would be :
votenow.mtd
presentation.smil
title.png
vote.txt
with ‘presentation.smil’ typically containing tfiellowing links :
<img src = "title.png" />

<text src = "vote.txt" />

D.3 SMIL bundle

Example of a SMIL bundle containing one XHTML MPcRiText and one Audio file :

<Medi aObj ect Set
Rel ati vePr ef erence="8"
Cont ent - Type="appl i cati on/ x- gzi p"

Cont ent - Locati on="http://ww. bcast.con i nputti meout.gz"

<pj ect
Cont ent - Type="appl i cation/sm|"
Content-Location="presentation.sml"
Start="true" />

<Cbj ect
Cont ent - Type="appl i cati on/ vnd. wap. xht m +xm "
Content-Location="farewel|l.htm" />

<Cbj ect
Cont ent - Type="audi o/ 3gpp"
Cont ent - Locat i on="./ audi o/ synphony. 3gp" />

</ Medi aObj ect Set >

File structure after deflation would be :

presentation.smil
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farewell.html
/audio/symphony.3gp
with ‘presentation.smil’ typically containing thelfowing links :
<text src= "farewell.html" type="application/vnd.pahtml+xml|" />

<audio src="./audio/symphony.3gp" type="audio/3bfzp
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Appendix E.  Walk-through of Broadcast Roaming (Informative)

This appendix illustrates how the Broadcast Roarnsraghieved through the use of core functionaliGEBCAST 1.0. This
informative explanation of Broadcast Roaming isspreged as a walk-through mainly from the termirgahipof view.

Visited Service Provider Home Service Provider
A BDS or IN or BDS or IN or
Terminal BDS SD BSDA BSM BSA BDS SD BSDA BSM BSA

| BCAST Terminal or Smartcard Authentication

|
1]
1]

__ SGDD Acquisition ‘,7]
-t >

\ 4

- SGDD Acaquisition (bagkup using default SG address) —
- L]

Terminal categorizes fragments to
Category i.

Category ii.
Category iii.

RoamingRuleRequest / RoamingRuleResponse ‘[F‘
L

- RoamingRuleRequest / RoamingRuleResponse =’7]

Terminal acquires SG frggments and observes the RoamingRules acquired in step 5a/ 5b

- =[;
"

<
N \

ONOIONOROIONG,

Service Request, Token Purchase Request, or, Subscription Long-Term Key Renewal Request
I | |

l l
RoamingServiceRequest #

A |

-t
-

T
E» RoamingServiceResponse
I

\

I
Service Response, Token Purchase Response, or, Subscription Long-Term Key Renewal Response

Service Request, Token Purchase Request, or, Subscription Long-Term Key Renewal Request

A

RoamingServiceRequest

!
‘

Ly

T T
‘ RoamingServiceResponse

-t
‘ ‘

A

Service Response, Token Purchase Response, or, Subscription Long-Term Key Renewal Response

Access Service / Content Provided by
. Visited Service Rrovider
-t

Figure 6: Informative Example of Broadcast Roaming

\

The walk-through below is illustrated as flow charFigure D.1.

1. Terminal scans or otherwise detects available BrasidDistribution Systems (BDS).

2. Terminal attempts to perform Service Guide discp\motstrap to locate entry point to BCAST Sen@ide on
all or any of the detected BDSes. Upon successfulptetion of bootstrap procedure, the Terminal &egtthe
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entry point to BCAST Service Guide over the respedbearer. Consequently, the Terminal acquires B&D
either by receiving or by retrieving those.

3. In case Terminal fails to perform bootstrap antbtate the entry point to BCAST Service Guide aaléthe
detected BDSes, the Terminal attempts to retri€vB[3s using the entry point as provisioned in thenTieal
(defined by Management Object “<X>/SGServerAddrgss”

4. Once the Terminal acquires SGDDs, the Terminalddok BSMSelector elements and BSMFilterCodes withi
those elements in the SGDD. Together with thatrmfdgion and the terminal’s affiliated BSM(s) whiate
represented within the Terminal as Management @bjeith identifier ‘<X>/BSMFilterCode’, the Termiha
categorizes all the fragments declared in the S@®three categories:

i. Fragments that are associated with a BSMFilterGadthin BSMSelector), which matches at
least one of the BSMFilterCodes associated with eldfobile Broadcast Service Provider (<X>/
BSMFilterCode/lsHomeBSM == true). Terminal can ustgrpret and render the information
contained in these fragments without restrictions.

ii. Fragments that are associated with a BSMFilterGuaitbin BSMSelector), which does not match
with any of the BSMFilterCodes associated withtdreninal or match BSMFilterCodes
associated with Visited Mobile Broadcast Servicevitter (<X>/ BSMFilterCode/lsHomeBSM
== false). Terminal can render, interpret and hauigk fragments according to RoamingRules
associated with this BSMSelector. BSMSelector &edassociated RoamingRules are identified
by the attribute “Id” present within the BSMSelacas well as in RoamingRules. In the
RoamingRules have been provisioned using BCAST ireinProvisioning, the rules are
associated with each BSMFilterCode, under <X>/ B8tdFCode/RoamingRule.

iii. Fragments that are not associated with any BSMEitide (no BSMSelector).

= |n case Terminal has no Management Objects withtiiiler ‘<X>/ BSMFilterCode’
present, the Terminal can use, interpret and reth@einformation contained in these
fragments without restrictions.

= In case Terminal has at least one Management Objttidentifier ‘<X>/
BSMFilterCode’ present, the Terminal will determipehaviour according to
Management Objects with identifier ‘<X>/Roaming/tgaUnidentifiedBSM’.

o If the Management Objects with identifier ‘<X>/Rozgy/
IgnoreUnldentifiedBSM’ is set with value “true” tieerminal cannot use,
interpret and render the information containechgst fragments at all.

o If the Management Objects with identifier ‘<X>/Roegy/
IgnoreUnldentifiedBSM’ is set with value “false”@¢filerminal can use,
interpret and render the information containechgst fragments without
restrictions.

o If the Management Objects with identifier
‘<X>/Roaming/lgnoreUnldentifiedBSM’ is not presetite Terminal assumes
that the value of this Management Object is “traptl the Terminal cannot use,
interpret and render the information containechigst fragment at all.

5. If the terminal wants to render, interpret and harnlde fragments in category (ii.) above, it nedacquire the
RoamingRules related to the BSMSelector in quesiitiere are three ways to achieve this.

a. The Terminal fetches the RoamingRules from VisB&M. For that, the BSMSelector contains attribute
“RoamingRuleRequestAddress” to which the Termirmad address the RoamingRuleRequest. As a
response of to the RoamingRuleRequest the Termiitlaleceive RoamingRuleResponse which contains
the RoamingRules associated with the BSMSelector.

b. The Terminal fetches the RoamingRules from Home BBMs happens if the BSMSelector does not have
“RoamingRuleRequestAddress” present, OR, if thariieal has Management Object
“<X>/Roaming/ForceHomeRoamingRuleRequestAddresss@nt and set to “true”. In these cases the
Terminal sends the RoamingRuleRequest to “<X>/RagfilomeRoamingRuleRequestAddress”. As a
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C.

response of the RoamingRuleRequest the Terminhtegiéive RoamingRuleResponse which contains the
RoamingRules associated with the BSMSelector.

The RoamingRules were originally provided as a ppBSMSelector (not illustrated in figure D.1)

6. The Terminal acquires Service Guide fragmentsitéirprets, handles and renders the fragments angdm
RoamingRules. Consequently the Terminal uses thaceeGuide fragments to perform subscriptionsawiees
and content, and to access services and conterrituks by the Service Guide.

7. Depending on the value of Management Object “<X=aiRimg/UseVisitedServiceProvisioningMode” the teratin
determines whether to initiate the service provisig request to Visited BSM or to Home BSM. Thee th
terminal sends the message to either Visited BSMayne BSM. The receiving system determines from the
requested GlobalPurchaseltemld and included UseHhEther the request is about roaming. Two casethifor
exist: either the Terminal sends the Service Rdquessage to its Home BSM or to the Visited BSM.

a.

In the former case Home BSM detects that one aéitsinal is requesting Purchaseltem served byhanot
BSM. If the Home BSM wants to allow terminal to ess the Purchaseltem, the Home BSM goes ahead
and sends RoamingServiceRequest to the Visited BS&sited BSM answers with
RoamingServiceResponse. In case the response atbawsng, then the Home BSM sends a successful
ServiceResponse to the terminal. This leads tdaesjuent LTKM delivery (push LTKM with Smartcard
Profile or Trigger with DRM Profile). The LTKM acdgition is not shown in the diagram as it is a 8&v
& Content Protection procedure.

In the latter case Visited BSM detects that a teahihat is not one of the terminals affiliatediwihis

BSM is requesting Purchaseltem served by this BEM. Visited BSM consequently sends
RoamingServiceRequest to the Home BSM of the teainihiome BSM answers with
RoamingServiceResponse. In case the response atbawsng, then the Visited BSM sends a successful
ServiceResponse to the terminal. This leads tdaesjuent LTKM delivery (push LTKM with Smartcard
Profile or Trigger with DRM Profile). The LTKM acdgition is not shown in the diagram as it is a 8&v
& Content Protection procedure.

Upon successful RoamingProvisioning, the Termisgranted right to purchase and/or subscribe to the
Purchaseltem it requested.

Additionally, iin case the Terminal decides to regtuLong Term Key or to renew Long Term Key asgediavith a
subscription, the Terminal sends either ‘LTKM Resfler ‘Subscription LTKM Renewal Request’. Two eador this
exist: either the Terminal sends the message tédatee BSM or to the Visited BSM.

a.

In the former case Home BSM detects that one aéitainal is requesting LTKM or renewal of LTKM
associated with Purchaseltem served by another BShe Home BSM wants to allow terminal to access
the LTKM, the Home BSM goes ahead and sends RodkuihgrizationRequest to the Visited BSM.

In the latter case Visited BSM detects that a teahihat is not one of the terminals affiliatediwihis
BSM is requesting LTKM or renewal of LTKM associdt@ith Purchaseltem served by this BSM. The
Visited BSM consequently sends RoamingAuthoriza&iequest to the Home BSM of the terminal.

Note: If step 8a or 8b follow 7a or 7b within ateén time frame, the authorization between home and
visited BSM is not necessary.

8. The Terminal accesses service and/or content delatBurchaseltem, provided by Visited Service Riev
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Appendix F. BCAST Management Object
F.1 OMA BCAST Device Management general

BCAST MOs allow a device to present the configumaf the device in a standardized way, allowirsgever to be able to
bootstrap, retrieve and manage the configuraticamadvice (the parameters included in the MO).

The BCAST MO structure is formally defined in [BCAS)-DDF-BCAST-MOQ].

Note: for the semantics of ‘Status’ of each of M@ parameters see [DMACMO)]. This information is eafed here for
convenience.

o Definition:
= The Status definition in the node definitions irades if the Client must support that node or not.

= |f the Status is “Required” even though the node mat be present at that time, the Server can
expect the Client to be able to support it.

= |f the Status is “Required” then the Client mugtert that node in the case the Client supports
the parent node. If the status is “Optional” tileis should be reflected in DDF file to show
whether the node is supported.

=  When creating the status of an MO, the child maRRbquired, while the parent node may be
Optional. This would mean that all those elemertdsald be Optional, but in case the parent node
is present, then those child nodes would be Redjuire

o Possible Values: The value of this parameter cdiiRequired" or “Optional”.

F.2 OMA BCAST Management Object Tree
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— BCASTRelease

— BCASTClientID ?

4 ServiceProviders ? ID ESGProviderlD

DVBNetworkID?

{ SGServerAddress ? ‘ URL
IPPlatformID

«1 BDSEntryPoint ? <X>* { IPDC? Tuning? ‘—[Frequency

UseLPChannel?

IPSourceAddress ?

IPMulticastAddress ?

Port ?

TMGI ?

NetworkID URL

ControllerIPAddress

ROHCU ?

MaxCID

CIDSize

BSMSelector ? — Name ?

— BSMFilterCode

MaxHeaderSize

MRRU
— IsHomeBSM ?

RoamingRules ? Rule
— HomeRoamingRuleRequestAddress

— ForceHomeRoamingRuleRequestAddress ?

— IgnoreUnldentifiedBSM ?

— UseVisitedServiceProvisioningMode ?

Figure 7: OMA BCAST Management Object Structure

Note: “?” means zero or one occurrences, “*” mezr® or more occurrences. No symbol means one @rme.

F.3 BCAST MO parameters

This section provides a description of the elemefitthhe BCAST MO. Unless otherwise stated, BCASimiaals SHALL
support the nodes defined below.

F.3.1 <X>
Status Occurrence Format Min. Access Types
Required ZeroOrMore node Get

This interior node acts as a placeholder for onmare BCAST Management Object root nodes. It is NDVORY if the
UE supports OMA BCAST.
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F.3.2 <X>/BCASTRelease
Status Occurrence Format Min. Access Types
Required One chr Get
This leaf node specifies the BCAST release of tieat It is MANDATORY and MUST have the value “1.for this
release.
F.3.3 <X>/BCASTClientlD
Status Occurrence Format Min. Access Types
Optional ZeroOrOne chr Get

This leaf node contains the BCAST_Client_ID usedh®gySmartcard Profile as per [BCAST10-ServCon{Prot

F.3.4 <X>/ServiceProviders
Status Occurrence Format Min. Access Types
Required ZeroOrOne node Get
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This interior node acts as a container for a lisservice Provider identifiers.

F.3.5 <X>/ServiceProviders/<X>

Status Occurrence Format Min. Access Types
Required ZeroOrMore node Get

This interior node acts as a placeholder for adli$ervice Provider identifiers.

F.3.6 <X>/ServiceProviders/<X>/ID

Status Occurrence Format Min. Access Types
Required One chr Get

This leaf node specifies the Service Provider ifienfor the BCAST Service. It is e.g. used in therviceproviders’ field
for protection signalling in SDP as per sectionl1Dof [BCAST10-SrvContProt]. The value of this eddUST be in the
form of a URI.

F.3.7 <X>/SGServerAddress

Status Occurrence Format Min. Access Types
Required ZeroOrOne node Get

This interior node contains information about BCASArvice Guide Servers for the interactive modealse there are
multiple servers present, the terminal MAY use ahthem.

F.3.8 <X>/SGServerAddress/<X>

Status Occurrence Format Min. Access Types
Required ZeroOrMore node Get
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This interior node serves as a placeholder fastaofiaddresses of BCAST Service Guide Serverthivmteractive mode.

F.3.9 <X>/SGServerAddress/<X>/URL

Status Occurrence Format Min. Access Types
Required One chr Get

This leaf node specifies the BCAST Service GuideeseURL for the interactive mode.

F.3.10 <X>/BDSEntryPoint

Status Occurrence Format Min. Access Types
Optional ZeroOrOne node Get

This interior node contains information about teevice entry points in the different BDSs. Possitiiédren: IPDC,
MBMS.

Itis RECOMMENDED to also include Add, Delete andpgRace access types on the implementations, i twde
support write access on the sub-nodes to provisiemecessary sets of information.

F.3.11 <X>/BDSEntryPoint/<X>

Status Occurrence Format Min. Access Types
Optional ZeroOrMore node Get

This interior node acts as a placeholder for seBDS-specific information.

If more than one instance of this node are presieatierminal MAY use suitable means (like the ptiom quality or user
selection) to choose the most appropriate one.

F.3.12 <X>/BDSEntryPoint/<X>/IPDC

Status Occurrence Format Min. Access Types
Optional ZeroOrOne node Get

For a terminal using IPDC as the BDS, it is neagstaprovision some information how to tune theide to the DVB-H
broadcast network and to discover the IP flowd.in i

If this interior node is present, a terminal usihg DVB-IPDC BDS SHOULD use this information to &uits receiver, to
discover the IP flows which carry the service, emdesolve the actual Service Guide to use in dirprdvider scenario.

This node acts as a container for all the BDS-d$jgdaformation regarding IPDC over DVB-H. BCAST fiminals MAY
support this node and its sub-nodes.

F.3.13 <X>/BDSEntryPoint/<X>/IPDC/Tuning

Status Occurrence Format Min. Access Types
Optional ZeroOrOne node Get

This interior node contains tuning parameterstier®VB-H receiver.

F.3.14 <X>/BDSEntryPoint/<X>/IPDC/Tuning/Frequency
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Status Occurrence Format Min. Access Types
Required One int Get

This leaf node carries the center frequency ofdW8&-H channel to tune to.

The value representsthe frequency in kHz. This MB8R decimal number and MUST fit within the ranfi@ 32 bit
unsigned integer.

F.3.15 <X>/BDSEntryPoint/<X>/IPDC/Tuning/UseLPChann el

Status Occurrence Format Min. Access Types
Required ZeroOrOne bool Get

DVB-H may use an optional hierarchical modulationda in which case the receiver needs to make etkgldetween a
“high priority” (HP) channel and a “low priorityL(°?) channel.

This leaf node provides the information which igded to tune to a hierarchically modulated DVB-idrutel.

If present andrue, the terminal SHALL use the LP channel in DVB-Hiarchical modulation. If not presentfalse, the
terminal SHALL use the HP channel in DVB-H hieraogth modulation or assume that no hierarchical ntatohn is used.

F.3.16 <X>/BDSEntryPoint/<X>/IPDC/IPPlatformID

Status Occurrence Format Min. Access Types
Required One int Get

DVB uses the concept of IP platforms to disambiguhé IP address ranges of several sources ddffie tsharing a DVB
channel. For a DVB-H terminal, the IP platform ¥required as side information to discover theldi$.

According to [ETSI 102 470], section 4.2, an IPtfdam ID value is either registered with DVB in whicase it is globally
unique, or it is scoped to the network ID (see msextion).

This leaf node provides

the IP Platform ID. This node MUST contain a dedimanber and MUST fit within the range of a 24 tniisigned
integer.

F.3.17 <X>/BDSEntryPoint/<X>/IPDC/DVBNetworklD

Status Occurrence Format Min. Access Types
Required ZeroOrOne int Get

There are cases where the IP platform ID is ndtalg unique but scoped to a DVB network ID whishrégistered with
DVB.

This leaf node provides the network ID. It SHALL pieesent only if the IP platform ID is not globalipique according to
[ETSI 102 470], section 4.2.

This node MUST contain a decimal number and MU$Witihin the range of a 16 bit unsigned integer.

F.3.18 <X>/BDSEntryPoint/<X>/IPDC/ESGProviderID

Status Occurrence Format Min. Access Types
Required One int Get
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In a DVB-IPDC deployment, multiple service providean share a DVB-H channel. The Service Guidestragt session
can therefore contain multiple Service Guides (p@eservice provider and IP platform). To seled eateive a service
guide via the DVB-IPDC BDS, the terminal needsiow the ID of the service guide provider to be used

This leaf node provides

Service Guide Provider ID for SG bootstrapping.stinode MUST contain a decimal number and MUST ffihiw the range
of a 16 bit unsigned integer.

F.3.19 <X>/BDSEntryPoint/<X>/MBMS

Status Occurrence Format Min. Access Types
Optional ZeroOrOne node Get

This interior acts as a container for all the B@esfic information regarding MBMS. BCAST Termind#AY support this
node and its sub-nodes.

F.3.20 X>/BDSEntryPoint/<X>/MBMS/SG

Status Occurrence Format Min. Access Types
Required ZeroOrOne node Get

This interior node contains bootstrap parametar$ reception over MBMS broadcast bearer or Sfeexetl over MBMS
unicast bearer.

F.3.21 <X>/BDSEntryPoint/<X>/MBMS/SG/<X>

Status Occurrence Format Min. Access Types
Required ZeroOrMore node Get

This interior node acts as a placeholder for sekmotstrap parameters for SG reception over MBM&&bcast bearer or SG
retrieval over MBMS unicast bearer.

F.3.22 <X>/BDSEntryPoint/<X>/MBMS/SG/<X>/IPSourceAd dress

Status Occurrence Format Min. Access Types
Required ZeroOrOne chr Get

This leaf node contains the IP Source AddresseB@ delivery session for a broadcasted SG.

F.3.23 <X>/BDSEntryPoint/<X>/MBMS/SG/<X>/IPMulticas tAddress

Status Occurrence Format Min. Access Types
Required ZeroOrOne chr Get

This leaf node contains the IP Multicast AddresthefSG Announcement Channelfor a broadcasted SG.

F.3.24 <X>/BDSEntryPoint/<X>/MBMS/SG/<X>/Port

Status Occurrence Format Min. Access Types
Required ZeroOrOne int Get
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This leaf node contains the port number for a braated SG. The value MUST be a decimal number dd8TMfit within
the range of a 16 bit unsigned integer.

F.3.25 <X>/BDSEntryPoint/<X>/MBMS/SG/<X>/TMGI

Status Occurrence Format Min. Access Types
Required ZeroOrOne chr Get
This leaf node contains the Temporary Mobile Gragntity (TMGI) for a broadcasted SG as definefB@PP TS 23.003].
An MBMS Bearer service is uniquely identified bytlMGI. The value is encoded as a decimal numbéhih

hexadecimal form represent octets 3 to 8 of the TMifdrmation element structure defined in [3GPP243008]. Octet 3 is
the most significant octet.

F.3.26 <X>/BDSEntryPoint/<X>/MBMS/SG/<X>/URLs

Status Occurrence Format Min. Access Types
Required ZeroOrOne node Get

This interior node contains a list of URLs whereSIDP describing the delivery session of a broaddaSG can be fetched.

F.3.27 <X>/BDSEntryPoint/<X>/MBMS/SG/<X>/URLs/<X>

Status Occurrence Format Min. Access Types
Required ZeroOrMore node Get

This interior node acts as a placeholder for aofistRLs where an SDP describing the Announceméiain@el of a
broadcasted SG can be fetched.

F.3.28 <X>/BDSEntryPoint/<X>/MBMS/SG/<X>/URLs/<X>/U RL

Status Occurrence Format Min. Access Types
Required One chr Get

This leaf node contains the URL where an SDP daiscrithe Announcement Channel of a broadcastedad®®e fetched.

F.3.29 <X>/BDSEntryPoint/<X>/MBMS/APNs

Status Occurrence Format Min. Access Types
Required ZeroOrOne node Get

This interior node contains a list of URIs of usaBlkcess Point Names (APN).

F.3.30 <X>/BDSEntryPoint/<X>/MBMS/APNs/<X>

Status Occurrence Format Min. Access Types
Required ZeroOrMore node Get

This interior node acts as a placeholder for aolidiRIs of usable Access Point Names (APN).
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F.3.31 <X>/BDSEntryPoint/<X>/MBMS/APNs/<X>/APN

Status Occurrence Format Min. Access Types
Required One chr Get

This leaf node contains the URI of a usable Ac&sat Name (APN). An MBMS bearer is identified 8/ inulticast
address and APN.

F.3.32 <X>/BDSEntryPoint/<X>/BCMCS

Status Occurrence Format Min. Access Types
Optional ZeroOrOne node Get

This interior node acts as a placeholder for alBDS-specific information regarding BCMCS. BCAS@&rihinals MAY
support this node and its sub-nodes.

F.3.33 <X>/BDSEntryPoint/<X>/BCMCS/<X>

Status Occurrence Format Min. Access Types
Required ZeroOrMore node Get

This interior node acts as a placeholder for aoligtetworks recognized by the terminal.

F.3.34 <X>/BDSEntryPoint/<X>/BCMCS/<X>/NetworkID

Status Occurrence Format Min. Access Types
Required One chr Get

This leaf node contains network region identifioatinformation for BCMCS. The Value of this nodesi string comprising
the concatenation of 1 (in the case of subnet) &t &r 3 (in the case of SID/NID/PZID) hexdecimaimbers, each number
prefixed by characters ‘s’ (subnet), ‘'S’ (SID), ‘KNID), or ‘P’ (PZID), used by the terminal to detgéne when overhead
channels indicate that the terminal is in a paldicnetwork region.

F.3.35 <X>/BDSEntryPoint/<X>/BCMCS/<X>/ControllerlP Address

Status Occurrence Format Min. Access Types
Required One chr Get

This leaf node contains the IP address of the BCM@&troller, saving DHCP bootstrap time.

F.3.36 <X>/BDSEntryPoint/<X>/BCMCS/<X>/SGMulticastA ddress

Status Occurrence Format Min. Access Types
Required One chr Get

This leaf node contains a string in the form of ‘Gdthame/Address>:<Port>", much like an URL withaigcheme prefix.
For example, the contents might be “BCMCS.exampta:83” or “129.63.44.2:8000".
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F.3.37 <X>/BDSEntryPoint/<X>/BCMCS/<X>/ROHCU

Status Occurrence Format Min. Access Types
Required ZeroOrOne node Get

This interior node contains ROHC Unidirectional (RO-U) parameters for BCMCS IP multicast communamati If the
node is not present, compression is not enabled.

F.3.38 <X>/BDSEntryPoint/<X>/BCMCS/<X>/ROHCU/MaxCID

Status Occurrence Format Min. Access Types
Required One int Get

This leaf node indicates the maximum number of GiBsd by ROHC-U.

F.3.39 <X>/BDSEntryPoint/<X>/BCMCS/<X>/ROHCU/LargeC IDs

Status Occurrence Format Min. Access Types
Required One bool Get

This leaf node is true when large CIDs (1 or 2 byt&re used, otherwise it is false and small CDsr(1) are used.

F.3.40 <X>/BDSEntryPoint/<X>/BCMCS/<X>/ROHCU/MaxHea derSize

Status Occurrence Format Min. Access Types
Required One int Get

This leaf node contains the maximum header sizectets, that can be compressed.

F.3.41 <X>/BDSEntryPoint/<X>/BCMCS/<X>/ROHCU/MRRU

Status Occurrence Format Min. Access Types
Required One int Get

This leaf node contains the size of the MaximumdRetructed Reception Unit, in octets, that the dgmessor is expected
to reassemble from segments. Value 0 means theggraent headers are allowed on the channel.

F.3.42 <X>/BSMSelector

Status Occurrence Format Min. Access Types
Required ZeroOrOne node Get

This interior node contains information about tHeMBSelector structures associated with the BSM efHbme or Roaming
Broadcast Service Provider.

F.3.43 <X>/BSMSelector/<X>

[0 2008 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-BCAST_Services-V1_0-20081010-C

Page 157 (164)

Status

Occurrence

Format

Min. Access Types

Required

ZeroOrMore

node

Get

This interior node acts as a placeholder for seBSd Selector information.

F.3.44 <X>/BSMSelector/<X>/Name

Status

Occurrence

Format

Min. Access Types

Optional

ZeroOrOne

chr

Get

This leaf node specifies a user readable name MI&rCode associated with the BSM of the Hom&oaming
Broadcast Service Provider of the user.

F.3.45 <X>/BSMSelector/<X>/BSMFilterCode

Status

Occurrence

Format

Min. Access Types

Required

One

xml

Get

This leaf node specifies the value of the

BSMFilterCode associated with the BSM. This vakiased in comparisons against the BSMFilterCodeegain
BSMSelectors in Service Guide Delivery Descriptamsl RoamingRules. The value is a BSMFilterCode Xdttucture as
defined in [BCAST10-SG] section 5.4.1.5.2.

F.3.46 <X>/BSMSelector/<X>/IsHomeBSM

Status

Occurrence

Format

Min. Access Types

Required

ZeroOrOne

bool

Get

This leaf node specifies whether the BSM that soeimted with the BSMSelector belongs to the Homm8cast Service
Provider of the user. Absence means “false”.

F.3.47 <X>/BSMSelector/<X>/RoamingRules

Status

Occurrence

Format

Min. Access Types

Optional

ZeroOrOne

node

Get

This interior node contains a list of RoamingRutecures associated with the BSMSelector.

F.3.48 <X>/BSMSelector/<X>/RoamingRules/<X>

Status Occurrence Format Min. Access Types
Required ZeroOrMore node Get

This interior node acts as a placeholder for aolisRoamingRule structures associated with the B&lgSor,

F.3.49 <X>/BSMSelector/<X>/RoamingRules/<X>/Rule
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One
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This leaf node that contains a RoamingRule

,given as a RoamingRule XML structure as defineskiction 5.4.1.5.2 of [BCAST10-SG]. This elemerdtdas the use of
OMA DM as a method to manage and update roamireg ral the terminal. This leaf node SHALL apply for
<X>/BSMSelector elements which have <X>/BSMSeldtsttomeBSM set to “false”.

F.3.50 <X>/Roaming

Status Occurrence Format Min. Access Types
Optional ZeroOrOne node Get

This interior node is a container for Roaming stnoes.

F.3.51 <X>/Roaming/<X>

Status Occurrence Format Min. Access Types
Required ZeroOrMore node Get

This interior node is a placeholder for a list afdfing structures.

F.3.52 <X>/Roaming/<X>/HomeRoamingRuleRequestAddres s

Status Occurrence Format Min. Access Types
Required One chr Get

This leaf node specifies the URL of the defaultvBeto which the terminal can send RoamingRule Rstyurelated to the
BSMSelector in case no other contact points ameatlied in the Service Guide Delivery Descriptorsoasated with
BSMSelector, or, in case the <X>/Roaming/<X>/ForoatéRoamingRuleRequestAddress is set to “true”.

F.3.53 <X>/Roaming/<X>/ForceHomeRoamingRuleRequestA ddress

Status Occurrence Format Min. Access Types
Required ZeroOrOne bool Get

This leaf node specifies whether the Terminal SHAMerride any other RoamingRuleRequestAddresseslarays contact
the address represented by <X>/Roaming/<X>/HomeRugRuleRequestAddress for Roaming Requests.

In case its value is “true”, theTerminal SHALL alygause <X>/Roaming/<X>HomeRoamingRuleRequestAddrden
sending a RoamingRule Request message. In casdutsis “false”, the Terminal uses <X>/Roaming/<MpmeRoaming-
RuleRequestAddress as the backup address in @aBStMSelector in SGDD does provide any other adesefor
RoamingRule Requests. In the absence of this medaylt value “true” is assumed.

F.3.54 <X>/Roaming/<X>/IgnoreUnldentifiedBSM

Status Occurrence Format Min. Access Types
Required ZeroOrOne bool Get

This leaf node specifies whether Terminal SHALLagn fragments that are not associated with BSM 8ai).
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If its value is “true”, the Terminal SHALL ignoredgments that are not associated with any BSMSgld¢fts value is
“false”, the Terminal MAY interpret, handle, accessl render fragments that are not associatedaniglBSMSelector
without any restrictions. In the absence of thefadlt value “true” is assumed if the terminal hay nodes of “<X>/
BSMFilterCode” present. Otherwise default valudsiéd is assumed.

F.3.55 <X>/Roaming/<X>/UseVisitedServiceProvisionin gMode

Status Occurrence Format Min. Access Types
Required ZeroOrOne bool Get

This leaf node specifies whether Terminal SHALLtiate the service provisioning requests throught®isBSM or Home
BSM.

In case its value is “true”, the Terminal SHALL tinie the service provisioning requests throughiséed BSM. If its
value is“false”, the Terminal SHALL initiate thersee provisioning requests through the Home BSMfdblt value “true”
is assumed.

F.3.56 <X>/Ext

Status Occurrence Format Min. Access Types
Optional ZeroOrOne node Get

Inside this interior node, vendor specific inforinatrelated to BCAST can be placed (vendor meaapyication vendor,
device vendor, OS vendor etc.). Usually the verebension is identified by vendor specific nameanttie 'Ext’ node. The
tree structure under the vendor extension is nihel® and can therefore include a non-standardiseh-
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Appendix G.  Guidelines for extending the XML schemas in future
versions of BCAST

This appendix describes the extension rules whitiSW be obeyed to ensure that the XML schemas d&fiméuture
versions of BCAST keep backward compatibility.

Future versions of BCAST SHALL make sure that egiens are defined in a backward compatible way shi@hdecoders
which are not aware of these extensions can safetre them but still are provided all expectedinfation. To ensure this,
the following rules SHALL be obeyed when extendinBCAST XML schema in future versions of BCAST:

1) Derivation-by-extension MAY be used to derive newes from existing ones, in accordance with thesdet out
in [XMLSchema].

2) Wherever possible, an extended schema SHALL ontiyfadctionality and not replace existing functiahal This
will allow a decoder which is only aware of a paws version to maximally understand an instandb®fxtended
version.

3) Existing element names SHALL never be re-used & rlements. New element names SHALL be definediund
their own XML namespace.

4) Extended versions of a BCAST XML schema SHALL use@amespace identifier with a different <version>
indicator but with the same <prefix>.

If a desired extension can not be done in accoeuiith the above rules, it is REQUIRED not to extexisting elements or
types but to define new ones or to specify newaling such that decoders which do not supporetttension are able to
ignore them.
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Appendix H. Media-Type Registrations

H.1 Media-Type Registration Request for

application/vnd.oma.bcast.sprov+xml
This section provides the registration requespeaigRFC 2048], to be submitted to IANA.

Type name: application

Subtype name: vnd.oma.bcast.sprov+xmi
Required parameters: none

Optional parameters: none

Encoding considerations: binary

Security considerations:

Service Provisioning messages are passive, metmegglo not contain executable or active contenthvimay represent a
security threat. The format does not include canftéhl fields. As Service Provisioning messagesegrinformation which
services a user accesses, there is some riskrimd¢ntional information may be exposed. The infation present in this
media format is used to configure the receivingliappon. Thus, the usage of the format may be exdble to attacks
modifying or spoofing the content of this formaef@nding on the system architecture, it is recond®eno use source
authentication and integrity protection.

Interoperability considerations:

This content type carries Service Provisioning linfation within the scope of the OMA BCAST enabiEne OMA BCAST
enabler specification includes static conformarmepiirements and interoperability test cases fard¢hntent.

Published specification:
OMA BCAST 1.0 Enabler Specification — Mobile Broadt Services, especially section 5.1. Availablenfro
http://www.openmobilealliance.org

Applications, which use this media type:
OMA BCAST Services

Additional information:
Magic number(s): none
File extension(s): none
Macintosh File Type Code(s): none

Person & email address to contact for further imfation:
Uwe Rauschenbach
Uwe.Rauschenbach@nsn.com

Intended usage: Limited use.

Only for usage with Service Provisioning for MobiBeoadcast Services, which meet the semantics givére mentioned
specification.

Author/Change controller: OMNA — Open Mobile Namifagthority, OMA-OMNA@ mail.openmobilealliance.org
Intended usage: Limited use.

Only for usage with Service Provisioning for MobiBeoadcast Services, which meet the semantics givére mentioned

specification.

Author/Change controller: OMNA — Open Mobile Namiagthority, OMA-OMNA@mail.openmobilealliance.org
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H.2 Media-Type Registration Request for
application/vnd.oma.bcast.drm-trigger+xml

This MIME type registration is obsolete as the DRNgger definition has been removed from BCAST dpe@cifications.

H.3 Media-Type Registration Request for
application/vnd.oma.bcast.smartcard-trigger+xmi

This MIME type registration is obsolete as the Swead Trigger definition has been removed from BTASO
specifications.

H.4 Media-Type Registration Request for

application/vnd.oma.bcast.imd+xml
This section provides the registration requespeaigRFC 2048], to be submitted to IANA.

Type name: application

Subtype name: vnd.oma.bcast.imd+xml
Required parameters: none

Optional parameters: none

Encoding considerations: binary

Security considerations:

InteractivityMediaDocument data are active, meanihgt upon the reception of the InteractivityMedimDment, the
terminal will interpret it and act based on the osamds and structures in the document. There issailplity that a

maliciously formed InteractivityMediaDocument widhuse unwanted operations. To protect the usetteaminal against
these operations, the terminal should notify omgebthe user in case the interpretation of IntévdgMediaDocument will

cause a critical operation at the terminal (sendintlpound data, accessing system areas, etc.jadtitetyMediaDocument
data do not include confidential fields. Howevdre tinformation present in this media format is usedonfigure the
receiving application. Thus, the usage of the farmay be vulnerable to attacks modifying or spapfihe content of this
format. Depending on the system architecture,iéé®@mmended to use source authentication andritytegotection.

Interoperability considerations:
This content type carries service interactivityoimhation within the scope of the OMA BCAST enablEne OMA BCAST
enabler specification includes static conformarmepiirements and interoperability test cases ferd¢hntent.

Published specification:
OMA BCAST 1.0 Enabler Specification — Mobile Broadt Services, especially section 5.3.6.1. Availafstem
http://www.openmobilealliance.org

Applications, which use this media type:
OMA BCAST Services

Additional information:
Magic number(s): none
File extension(s): none
Macintosh File Type Code(s): none

Person & email address to contact for further imfation:
Uwe Rauschenbach
Uwe.Rauschenbach@nsn.com
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Intended usage: Limited use.
Only for usage with Service Interactivity for MobiBroadcast Services, which meet the semantics givéhe mentioned
specification.

Author/Change controller: OMNA — Open Mobile Namifagthority, OMA-OMNA@ mail.openmobilealliance.org

H.5 Media-Type Registration Request for

application/vnd.oma.bcast.notification+xml
This section provides the registration requespeaigRFC 2048], to be submitted to IANA.

Type name: application

Subtype name: vnd.oma.bcast.notification+xml
Required parameters: none

Optional parameters: none

Encoding considerations: binary

Security considerations:

BCAST Notification message data are passive, meattiey do not contain executable or active contehich may
represent a security threat. The format does radtide confidential fields. However, the informatipresent in this media
format is used to configure the receiving applmatiThus, the usage of the format may be vulnerabéttacks modifying or
spoofing the content of this format. Depending lba $ystem architecture, it is recommended to usecscauthentication
and integrity protection.

Interoperability considerations:

This content type carries natification informatiaithin the scope of the OMA BCAST enabler. The OBEAST enabler
specification includes static conformance requinetm@nd interoperability test cases for this canten

Published specification:
OMA BCAST 1.0 Enabler Specification — Mobile Broadt Services, especially section 5.14. Availablemfr
http://www.openmobilealliance.org

Applications, which use this media type:
OMA BCAST Notification client

Additional information:
Magic number(s): none
File extension(s): none
Macintosh File Type Code(s): none

Person & email address to contact for further imfation:
Uwe Rauschenbach
Uwe.Rauschenbach@nsn.com

Intended usage: Limited use.
Only for usage with the BCAST Notification messaghjch meet the semantics given in the mentionedifipation.

Author/Change controller: OMNA — Open Mobile Namiagthority, OMA-OMNA@mail.openmobilealliance.org

H.6 Media-Type Registration Request for
application/vnd.oma.bcast.provisioningtrigger

This section provides the registration requespeaigRFC 2048], to be submitted to IANA.
Type name: application
Subtype name: vnd.oma.bcast.provisioningtrigger
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Required parameters: none
Optional parameters: none
Encoding considerations: binary

Security considerations:

BCAST Provisioning Trigger message data are passieaning they do not contain executable or adorgent which may
represent a security threat. The format does radtide confidential fields. However, the informatipresent in this media
format is used to configure the receiving applmatiThus, the usage of the format may be vulnertabéttacks modifying or
spoofing the content of this format. Depending lba $ystem architecture, it is recommended to usecscauthentication
and integrity protection.

Interoperability considerations:

This content type carries trigger messages withim scope of the OMA BCAST enabler. The OMA BCASTalder
specification includes static conformance requinetmend interoperability test cases for this canten

Published specification:

OMA BCAST 1.0 Enabler Specification — Mobile Broadt Services, especially section 5.1.8. Availatdenf
http://www.openmobilealliance.org

Applications, which use this media type:
OMA BCAST Service Provisioning Client

Additional information:
Magic number(s): none
File extension(s): none
Macintosh File Type Code(s): none

Person & email address to contact for further imfation:
Uwe Rauschenbach
Uwe.Rauschenbach@nsn.com

Intended usage: Limited use.

Only for usage with the BCAST Provisioning Triggeessage, which meets the semantics given in théoned
specification.

Author/Change controller: OMNA — Open Mobile Namifsigthority, OMA-OMNA@ mail.openmobilealliance.org
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