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1. Scope (Informative)

This document describes the architecture desigmédfil the requirements outlined in the Custoniizdultimedia Ringing
Requirements document [OMA-CMR-RD]. The descriptidnthe architecture comprises the definition afdtional
components and the interfaces used or exposedebg fanctional components.
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3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHAL", “SHALL NOT”, “SHOULD”, “SHOULD NOT",
“RECOMMENDED”, “MAY”, and “OPTIONAL" in this documet are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” anttdbiuction”, are normative, unless they are exgijiéghdicated to be

informative.

3.2 Definitions
CMR End User A CMR End User is an individual who experiences@hR service. A CMR End User could be any end
user, including CMR Subscriber.
CMR Resource Any multimedia content such as audio, video, tpiiture, VCard or their combination. They
are provided by the CMR Subscriber or CP and shbelduthenticated by SP.
CMR Resource Information used to characterize a particular CMgs®urce, e.g. media type, resource code, resource
Metadata name, resource copyright owner, etc.

CMR Resour ce Box

CMR Subscriber

Content Provider
Entity

IMS

Interface

L ocation Client

L ocation policy XDMS
L ocation Server
MLSClient

Per sonal Resource
Library

Preference Settings

Presence Server
Reference Point
ResourcelList Server
Service Provider
Target

Watcher

A logical resource package which represents melfVIR Resources with the same media type and with
the associated predefined rule of selecting a CMBoRrce from the box to present.

A Resource Box is equivalent to a single CMR Resetor purchasing/copying/deleting/modifying.

A CMR Subscriber is an individual who has subsaiB&R enabled services. A CMR Subscriber can
manage his/her service data, e.g. Personal Resbibregy and Preference Settings.

See [OMA-DICT]
See [OMA-DICT]
See [OMA-DICT]
See [OMA-DICT]
See [OMA-LOCSIP]
See [OMA-LOCSIP]
See [OMA-LOCSIP]
See [OMA-MLS-AD]

Set of CMR Resources available for a particular C8iscriber which are subject to be used in the CMR
service. This library could contain the list ofesasces and associated information, e.g. expiry.tifhés
library could be managed by the CMR Subscriber. faugchase a new resource; delete an old one, etc).

Set of rules that specify which (e.g. different RRResources for different calling party groups)ewh
(e.g. under a particular event) and how (e.g. plagiequence of resources in a CMR Resource Box) CMR
Resource should be presented in CMR services.

See [OMA-PRS-AD]
See [OMA-DICT]
See [OMA-PRS-AD]
See [OMA-DICT]
See [OMA-LOCSIP]
See [OMA-PRS-AD]

3.3 Abbreviations

CMR

Customized Multimedia Ringing

0 2012 Open Mobile Alliance Ltd. All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
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CP
CSs
DTMF
IMS
MLS
OMA
RLS
SIP

XDM
XDMC
XDMS

Content Provider

Circuit Switch

Dual Tone Multiple Frequency
IP Multimedia Subsystem
Mobile Location Service

Open Mobile Alliance
Resource List Server

Session Initiation Protocol
Service Provider

XML Document Management
XML Document Management Client

XML Document Management Server

0 2012 Open Mobile Alliance Ltd. All Rights Reserved.
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4. Introduction (Informative)

The Customized Multimedia Ringing (CMR) Enableeigpected to enhance a CMR End User’s experienoaghr
presenting the customised multimedia resourcesadsof the traditional ring back tone or ringingeaaccording to a
specified event, e.g. the establishment of a ttadl arrival of a message or mail.

This document defines the architecture of the CNiRakter based on the requirements defined in [OMARERD].

The CMR Enabler is designed to be useable by vametwork technologies (i.e. network types andéarbrs).

4.1 Version 1.0

This version of architecture document covers aunements of [OMA-CMR-RD].

0 2012 Open Mobile Alliance Ltd. All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-AD-CMR-V1_0-20120320-A Page 9 (28)

5. Architectural Model

5.1 Dependencies

The CMR Enabler depends on technologies provideathgr external OMA Enablers, including the followyi
+  Presence technology: Presence Enabler as desanif@eMA-PRS-AD]

+ XML document management technology: XDM Enabledescribed in [OMA-XDM-AD]

+  Location technology: Location Enabler as descrind@®MA-MLS-AD]

+  Charging technology: Charging Enabler as desciib¢@MA-Charging-AD]

« Location in SIP/IP Core: Location Enabler as dédmatiin [OMA-LOCSIP]

5.2 Architectural Diagram

Figure 1 describes the Functional Components aterfaces of the CMR Enabler. The Functional Compmend
Interfaces in the CMR Enabler Architecture are dbed in depth in section 5.3.

Supporting Enabler

- == hl
I Presence }
\

r
|

Lo___. [
I
|
' TR
fffffffffff . | ‘
1 1 CMR-4 | Enabled |
«—————————— g
! CMR ! CMR-1 i Application |
i Management | - 1 e
} Client } CMR-5  r—————----- ‘
I I I !
CMR-6 [
L [ - ) CMR Portal |
CMR-2 CMR Server CMR-7 ! |
= 4—\ 777777777
CMR-3 | Remote |
2 [
-« CMR [ OMR |
CMR Client T | Environment |
,,,,,,,,, J
|
,,,,, v
___________ - CMR !
i Resource |
| Server |

I:I Component specified by this enabler
I I Component not specified by this enabler
I Interface specified by this enabler

———» Interface not specified by this enabler
Reference Point not specified by this
enabler

Figure 1: CMR Enabler architecture

The CMR Server interacts with supporting Enablerg, Location Enabler, Presence Enabler for firfillspecific CMR
enabler requirements. The interactions betweeCMB Enabler and these supporting Enablers are ibescin Appendix C.
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5.3 Functional Components Definition

5.3.1 CMR Functional Components
5.3.1.1 CMR Server

The CMR Server implements the network side of tMREnabler and provides the functions as desciibb¢de subsequent
sections.

5.3.1.1.1 Service Management Function

The Service Management Function has the respoitgitait the following actions.
. Management(e.g. query/add/update/delete) of the GMIbscriber’s Preference Settings, the Prefereattn@s
include(but not limited to):
. Default CMR Resources

. Preference rules based on different criteria arccttmbination of the criteria including: group, ¢ifdate,
presence and location information etc.

. The priority setting for different criteria

. The presenting priority when both calling and aalparty are CMR Subscriber

. CMR Resource filter rules

. Presentation control settings (e.g. stopping/caittign CMR presentation upon a particular event)
. Management of the CMR Subscriber’s Personal ReedLitrary, including(but not limited to):

. Subscribing/deleting/renewing subscription of tHdRCresource and CMR Resource Box

. Copy the CMR Resources from other CMR Subscridegisonal Resource Library off-line( e.g. copy the
CMR Resources enjoyed in the just finished commatioa) or on-line (during the presentation) subject
to the CMR Resource owner’s privacy

. Subscribing CMR Resource for other Subscribersddding the resource to the other CMR Subscriber’s
Personal Resource Library)

+  Providing notification message to CMR SubscribeewlEMR Resource subscription will expire within
certain time frame or has expired.

. System settings management(e.g. query/add/upeat}
. Service subscription management
. Record of CMR service management activities angigeothe related report upon the request received

5.3.1.1.2 Resource Management Function

The Resource Management Function has the resplitysiti the following actions.

. Storage of CMR Resource metadata and CMR ResouncénBrmation
. CMR Resource property(metadata) management, thedatat may include (but not limited to):

+ Media type, resource name, resource price, resquoséder, life cycle, status (availability), etc.
+ CMR Resource Box management, including (but noitdichto):

+ The list of CMR Resources in the CMR Resource Box

+ CMR Resource Box metadata

+  Presentation mode of CMR Resources in the CMR Resdnx

+ Record of CMR Resource management activities aodge the related report upon the request received

0 2012 Open Mobile Alliance Ltd. All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
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5.3.1.1.3 CMR Resource Delivery and Presentation Control Function

The Presentation Control Function has the respilitifor the following actions.

. Proper CMR Resource selection/generation as per Shigcriber’s Preference Settings, per event

. CMR Resource presentation
. Control CMR Resource (audio/video type) presentatip interaction with CMR Resource Server
. Support early media negotiation and delivery in/BRRore network
. Send the URI of the CMR Resources to the CMR Clie&IP/IP core network

. CMR Resource presentation control

. Support receiving the dynamic presentation comerquests (e.g. filtering) from other CMR Entitiesg(,
CMR Client, other CMR Server) and check the prefigomed presentation control settings (e.g. corg)nu
on the CMR Server

. Handle the presentation control requests by cdirtgothe CMR Resource playing through the
interactions with CMR Resource Server, e.g. stagipy CMR Resource

. Send/forward the presentation control requested®@amote CMR Environment ( e.g. other CMR Server)
. Dynamic information acquisition

. Collect CMR Subscriber’s location information lmyaracting with the Location enabler

. Collect CMR Subscriber’s presence information kgliacting with the Presence enabler

. Collect DTMF digits from CMR Resource Server foegentation control and online copy functions and
forward the online copy request to the service rgangent function

. Collect and storage of CMR Resource usage infaomand provide the related report upon the regueestived

5.3.1.2 CMR Client
The CMR Client resides in the CMR End User’s Device

The CMR Client supports the following functions {lmot limited to):

¢ Interact with CMR Server for requesting CMR seegipossibly with presentation control indicatiorgy(dilter
indication)
e Support out-band method by interaction with CMRv8efor presentation control and online copy funicti

e Support in-band method by interaction with CMR Rese Server for presentation control and onlineycop
function

« CMR Resource presentation
+ Establish media channel with CMR Resource Sereegive and present CMR Resources

+ Retrieve the CMR Resources from CMR Resource Seisiag URIs received from CMR Sever and
present the CMR Resources locally

5.3.2 External Functional Components
5.3.2.1 CMR Resource Server

The CMR Resource Server supports the following tions (but not exhaustive)
e Supports media storage and processing (e.g. aigko/transcoding) of CMR Resources

* Play the CMR Resource to the CMR Client on the estjof the CMR Server by using existing technolsgier
example, delivery of audio/video CMR Resources $ingithe standard functions of the underlying istinacture

0 2012 Open Mobile Alliance Ltd. All Rights Reserved.
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« Send the CMR Resource on the request of the CM&Qlising standard protocols (e.g. HTTP)

e Support in-band method to collect DTMF digits fr@WR Client and send the collected information te @MR
Server for online copy and some presentation cbfiunations

Note: The CMR Resources are controlled by the $Psdcurity reasons, e.g. the SPs should checkCitie Resources
before they are uploaded to the CMR Resource Sefev the SPs control the CMR Resources is suliject&Ps’ policies
and is not specified in this specification.

5.3.2.2 CMR Portal
CMR Portal is provided to the CMR Subscriber/CPI@RCMR Resource metadata management and servicagament.

CMR Portal aggregates access to CMR Resource niatadd service data for easy reach to CMR Subst@iBéSP.

5.3.2.3 CMR Enabled Application

CMR Enabled Application is an external functionaimponent that provides the CMR related servicaufean its
application by making use of the functionalitiesyided by the CMR Enabler. Other OMA Enabler canaascthe CMR
Enabled Application to invoke the interface expobgdCMR Enabler for using CMR functionalities.

5.3.2.4 CMR Management Client

The CMR Management Client resides in the CMR Subscs Device which is used by the CMR Subscrilogpérform the
personal CMR service management.

The CMR Management Client interacts with the CMRv8efor:

+ CMR Subscriber’'s Personal Resource Library Managenwhich may include (but not limited to):
+  Subscribing/deleting/ renewing subscription of @R Resource and CMR Resource Box
+  Copy the CMR Resources from other CMR Subscrilfeeissonal Resource Library off-line

+  Subscribing CMR Resource for other CMR Subscriliegs add the resource to the other CMR
Subscribers’ Personal Resource Libraries)

+ Receiving CMR Resource subscription expirationfiuatiion from CMR Server when CMR Resource
subscription will expire or has expired.

+ CMR Subscriber's Preference Settings managemen®tbference Settings include:
+ Default CMR Resources

+  Preference rules based on different criteria arcctimbination of the criteria including group, tiadege,
presence and location information etc.

«  The priority setting for different criteria

«  The presenting priority when both calling and aalperty are CMR Subscribers

+ CMR Resource filter rules

+  Presentation control settings (e.g. stopping/cairijm CMR presentation upon a particular event)

+ CMR Resource metadata and CMR Resource Box manageme
5.3.2.5 Remote CMR Environment

The Remote CMR Environment is the CMR environmestding in another (remote) network.

This Remote CMR Environment is a mirror of the earment described in this document, and can cothaifiull set of
CMR functional components described in this docunoem subset thereof.

0 2012 Open Mobile Alliance Ltd. All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-AD-CMR-V1_0-20120320-A Page 13 (28)

An example of the interaction between the CMR Esabhd the Remote CMR Environment is that the CMiRv& of
calling party interacts with the CMR Server of taled party for some presentation control functige.g. filter function)
when calling party and called party CMR Subscrilieeng to different CMR Servers.

5.3.3 Description of the Interfaces
5.3.3.1 CMR-1

The CMR-1 Interface is exposed by the CMR Server.

The CMR-1 Interface is used by the CMR Managemdi@n€to send service management requests initinyed CMR
Subscriber to the CMR Server and receive the resggmifrom the CMR Server. The supported functitiealiof this
Interface may include (but not limited to):

« Personal Resource Library management, e.g. purcbéfséne copy and delete the CMR Resources rdldtea
specific CMR Subscriber etc.

« Preference Setting management e.g. query/creatdiumdete the presentation rules related to a ifipe€MR
Subscriber

¢ Resource Managemenmanage CMR Resource metadata or CMR Resource Box

5.3.3.2 CMR-2

The CMR-2 Interface is exposed by the CMR Server.

Based on the network capabilities, the CMR-2 lategfis used to by the CMR Client to (but not limite):

« Send the call/session requests, which may cont®R Client's media capabilities, presentation cohindlication
(e.qg. filtering/priority information)

* Receive the responses from the CMR Server, optiooahtaining the URIs of CMR Resources
« Send CMR presentation control (e.g. stop) and erdimpy requests during CMR Resource presentation

Based on the network capabilities, the CMR-2 lategfis also used by the Remote CMR Environmenicg@ily remote
CMR Server) to (but not limited to):

« Send the call/session requests, which may cont®R Client’s media capabilities, presentation cohinalication
(e.qg. filtering/priority information) and/or URI¥ €MR Resources etc.

* Receive the responses from the CMR Server, optiooahtaining the URIs of CMR Resources
5.3.3.3 CMR-3
The CMR-3 Interface is exposed by the CMR Client.
The CMR-3 Interface is used by the CMR Server to:

« Send the call/session requests to the CMR Cliaetreéquests may contain CMR specific informatiag, ealling
party’s media information, URI of CMR Resources

« Receive the responses from the CMR Client
5.3.34 CMR-4
The CMR-4 Interface is exposed by the CMR Server.
The CMR-4 Interface is used by the CMR Enabled Agggpions to (but not limited to):

* Request the CMR service (e.g. request the propeR Kesource)
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« Receive the response of the request

5.3.35 CMR-5
The CMR-5 Interface is exposed by the CMR Server.

The CMR-5 Interface is used by the CMR Portal tdgren the CMR Resource metadata management and RbEeurce
Box management.

5.3.3.6 CMR-6

The CMR-6 Interface is exposed by the CMR Server.

The CMR-6 Interface is used by the CMR Portal tdgyen the CMR service management, including (butlimoited to):
¢ CMR Subscriber’ Preference Settings (e.g. presentatile management)
¢ CMR Personal Resource Library management
e Service subscription management

« CMR system setting management

5.3.3.7 CMR-7

The CMR-7 Interface is exposed by the CMR Server.

The CMR-7 Interface is used by the CMR Portal tiuesst and deliver the service report, e.g. CMR Resometadata
management and CMR service management report.

5.3.4 Charging (Informative)

Appropriate charging mechanisms may need to beigedvby the underlying network or other suitablétes in order to
fulfill the charging requirements described in [OMMMR-RD]. One of such mechanisms is through the ONl#arging
Enabler.

The OMA Charging Enabler [OMA-CHG-AD] coordinateRacging data triggers and flow from OMA enabler®ian
underlying charging infrastructure, supporting oeliand offline charging. CMR entities that mayiapally report
Chargeable Events are:

- CMR Server

The interaction between CMR Server and the OMA @ingrEnabler is described in Appendix C.

Description of how charging is performed is beytimel scope of the present specification.

5.4 Security Considerations

5.4.1 Authentication and Authorization

Network-independent mutual authentication mecharigtween CMR Server and other entities (includingRCClient,
CMR Management Client, CMR enabled Application, et needed. The security mechanism for authditités specified
in [OMA-SEC-CF].

« CMR Server (reusing SEC_CF) authenticates theientib make sure that only authorized entitiesparenitted to
manage the Preference Settings, CMR Resourcescritfum information, and so on. CMR Server (regsin
SEC_CF) authenticates CMR Subscriber by his/hentiiye (e.g. username/password). CMR Server (reusing
SEC_CF) authenticates CP/SP by the CP/SP identijy CPID or SPID/password)

« Entities (reusing SEC_CF) also need to authentiCM®& Server to avoid some attacks, such as mahdnrtiddle
attack
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In order to ensure that only authorized princig@eluding CMR Subscriber, CP, SP, etc.) are pdetito manage the
Preference Settings or CMR Resources and contrdR ®dsource presentation, CMR Enabler may delegate@zation
mechanisms to the Service Provider’s deployment.

5.4.2 Data Integrity and Confidentiality

In order to protect the data (e.g. CMR Resourceanddement Data) transferred in network againstseiaepping and
modification, the CMR Enabler should be protecteénsure its data integrity and confidentialityisTprotection should be
subject to the CMR Subscriber’'s request and semiogider’s policies. A suitable mechanism for teta integrity and
confidentiality is specified in [OMA-SEC-CF].
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Appendix A. Change History (Informative)
A.1 Approved Version History

Reference Date Description
Approved Version 20 Mar 2012 Status changed to Approved by TP:
OMA-AD-CMR-V1_0 TP ref# OMA-TP-2012-0113-INP_CMR_V1.0_ERP_for_fin&pproval
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Appendix B.  Flows (informative)

B.1 Online Copy Flow

In this example, the CMR Subscriber B allows hisf8®R Resources to be copied by other CMR Subsiléhis online
copy flow is applicable when CMR End User A is als@&MR Subscriber and both CMR Subscribers belonipe same
CMR Server. If a CMR End User sends copy requeS§iMiR Server when he/she is not a CMR SubscriberCiIR Server
may trigger the subscription function and then exedhe copy activity subject to SP’s policy. Thdldwing flow only

covers the copy flow when the CMR End User is a CM®scriber.

5.

CMR Resource Charging

CMR Client -A CMR Server Server Enabler

1. CMR Subscriber A is enjoying the CMR Resources set by CMR
Subscriber B
-

2. O\R Bnd Wser
A Subscriber A
initiate copy request

3. Copy request

4. O\R Server handl es
the copy request

5. Charging request

6. Charging response

7. Copy response
- Py resp

Figure 2: Online copy flow

The Subscriber A (calling party) was engaged ialavweith CMR Subscriber B (called party) and is@ning the
CMR Resources of CMR Subscriber B. The CMR Sergeords the currently presenting CMR Resourcesland t
involved calling/called parties.

The Subscriber A wants to copy the CMR Resourcéshbds experiencing and initiate the copy request

The CMR Client sends copy request to the CMR Satirectly when out-band method is used or via CMR
Resource Server when in-band method is used.

The CMR Server checks the privacy of the CMR SubecB , finds the currently presenting CMR Resesrof
CMR Subscriber B and then copies them to CMR SiitsicA’s Personal Resource Library.

The CMR Server records the copy activity and sehesopy response to the CMR Client.

Note: The copy response is sent over other intesfée.g. SMS) when in-band method is used to senddpy request.

6.
7.

The CMR Server generates the charging event arasgba charging request to the Charging Enabler.

The Charging Enabler sends the charging resportbe toMR Server.
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B.2

Presentation Control

This section provides the flow of stop operatiormasxample of the presentation control function.

w

© ® N o g &

CMR Client -

Resource
Server

1. CMR End User A is enjoying the
MR Resources of CMR Subscriber B

2. CMR End User A wants
to stop the current playing
CMR Resource

CMR Server

Charging

Enabler

3. Stop playing request (current CMR

Resource)

8. CMR End User A
receiving the default CMR

- Rasouce

4. Stop playing request
ﬁ:urrent CMR Resource)

5. Stop playing response

6. Start playing

9. Stop playing request
(default CMR Resource)

10. Stop playing
response

>

11. Charging request

Figure 3: Presentation control (stop) flow

The CMR Resource Server responses the stop request.

The CMR Resource Server sends stop response to &virer.

The CMR Client A receives the default CMR Resource.

10. The CMR Resource Server responses the stop request.

The CMR End User A wants to stop the CMR Resaihegshe is experiencing.

The CMR Server requests the CMR Resource Senmayothe default CMR Resource.

The CMR End User A (calling party) was engagedammunication with CMR Subscriber B (called partgyias
enjoying the CMR Resources of CMR Subscriber B.

The CMR Client A sends stop request to the CMR &edirectly when out-band method is used and vidRCM
Resource Server when in-band DTMF method is used.

The CMR Server requests the CMR Resource Senstofoplaying the current CMR Resources.

The CMR Server requests the CMR Resource Sensopoplaying the default CMR Resource.

[Note:] Step 6 to step 10 are not required whenddfault CMR Resource may not be played by the GQdBource

Server.
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11. The CMR Server sends the charging request to tlaegCiy Enabler.
12. The Charging Enabler sends the charging resportbe IGMR Server.

[Note:] Step 12 and step 13 are optional. Thegesstee needed if SP requires charging for thiviagti

B.3 Download Playing Flow

This section provides the flow of playing CMR Resmuusing download method and takes the custonirgdack tone
flow as an example.

CMR Client-A CMR Server CMR Resource Server

1. Call/session request

2. sel ection

3. Session response (Mdia LR)

-

4. Media delivery request

) J

5. Media delivery response

A

6. Display media

Figure 4: Download playing flow

1. CMR Client-A sends call/session request askindag @MR Resource to CMR Client-A if the calling paor
called party has subscribed the CMR service.

2. CMR Server selects appropriate CMR Resource.
3. CMR Server sends response including the URI okdtected CMR Resource to CMR Client-A.

4. CMR Client-A extracts media URI and sends mediavdg) request to CMR Resource Server for downlogdiire
media.

5. CMR Resource Server sends the media to CMR Client-A

6. CMR Client-A displays the received media.
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B.4 Server Playing Flow

This section provides the flow of playing audiovadeo type CMR Resource and takes the customingdaack tone flow as
an example.

CMR Client-A CMR Server CMR Resource Server

1. Call/session request

2. OMR Resour ce
sel ection

3.Sart OWR Resource pl ayi ng reguest

P

4. Sart OMR Resource pl ayi ng response

5. Cal | / sessi on response

7. O\R Resour ce pl ayi ng

A

8. Recei ve answer
event

9. Sop OMR Resource pl ayi ng request

10. S op O\R Resource pl ayi ng response

P

Figure5: Server playing flow

1. CMR Client-A sends call/session request to CMR &eifithe calling party or called party has sulised the CMR
service.

CMR Server selects appropriate CMR Resource ta play
CMR Server sends start CMR Resource playing redagSMR Resource Server.

CMR Resource Server sends response to CMR Sept@nally containing the CMR Resource media infatiora

o WD

CMR Server sends call/session response to CMR tCltemay contain media negotiation information wheMR
is deployed in IMS network.

6. Media negotiation between CMR Client and CMR Rese8erver.

[Note]: This step is optional. It is needed whea @MR service is deployed in CS network and videdR(Resource
would be played.

7. After successful media negotiation, CMR Resouraee&elays the CMR Resource to CMR Client-A.
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8. CMR Server receives the answer event.
9. CMR Server sends stop CMR Resource playing reqog€SMR Resource Server.

10. CMR Resource Server sends response to CMR Server.

B.5 Download Playing Flow (CMR Enabled Application)

This section illustrates the interaction betweenRCEhabled Application and CMR Server and providesflow of playing
CMR Resource using download method.

CMR Enabled Application CMR Server

1. CMR service start request

2. CMR Resource
selection

3. CMR service start response (Media
URI)

-

4. Application Processing

Figure 6: Download playing flow (CMR Enabled Application)

1. CMR Enabled Application sends CMR service staruestto CMR Server.
2. CMR Server selects appropriate CMR Resource.

3. CMR Server sends CMR service start response ingjuitie URI of the selected CMR Resource to CMR Ethb
Application.

4. CMR Enabled Application continues its processingtRCEnabled Application sends the URI to CMR Cliefnd
the following steps refer to step 4->6 in B.3.

B.6 Flow of Service Management

This section provides the flow of service managenasran example. CMR Subscriber could manage hiBiteference
Settings and the Personal Resource Library via GlRagement Client or CMR Portal. SP could do theagament
actions via CMR Portal. The following flow illustes the flow of subscribing CMR Resource as an @kam
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O\R Managenent Qi ent
/ O\R Portal

Server

Char gi ng
Enabl er

1. Query service infornation

2. Service infornation
(preference Setting or MR
< Resource Li brary)

3. Request to manage service data

L

4. Handl e the managenent requests

7. Response

Figure 8: Flow of service management

5. Chargi ng request

1. CMR Management Client or CMR Portal sends the CMRdRirce search request from CMR Server.

2. CMR Server sends the CMR Resource search resppi@dR Management Client or CMR Portal.

3. CMR Subscriber wants to subscribe the CMR Resouroesthe search result, CMR Management Client MIRC

Portal sends the subscribe CMR Resource requé€stie Server.

4. CMR Server handles the request.

5. CMR Server records the CMR Subscriber's managemehiiities and sends the subscribe CMR Resourgonsg

to CMR Management Client or CMR Portal.

6. CMR Server generates charging events for this nemnagt activity and sends the charging request srdig

Enabler.

7. Charging Enabler sends the charging response to Sétizer.

B.7 Flow of CMR Resources Management

This section provides the flow of CMR Resources ag@ment as an example. SP/CP and CMR Subscribler cou

create/delete/modify CMR Resource Metadata via QWeRagement Client or CMR Portal.
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4.
5.

SV T Ottty

CMR
Management

Client

CHert

1. Create CMR Resource metadata

request

CMR
Server

¢

3. Create CMR Resource metadata

response

>

Charging
Enabler

2. Handle the request

Figure 9: Flow of CM R Resour ces management

4. Charging request
ging req '

CMR Management Client or CMR Portal sends the er€MR Resource metadata request (i.e. for CMR Resou

uploaded) to CMR Server.

CMR Server handles the requests.

CMR Server records the management activities andssithe management responses to CMR Management Clie

or CMR Portal.

CMR Server sends the charging request to ChargirdplEr.

Charging Enabler sends the charging response to Sétizer.

[Note:] Step 4 and step 5 are optional. Thesesstiep needed if SP requires charging the activifiesanaging CMR
Resource Metadata.

B.8 CMR Resource Filtering Flow

In this example, it assumes that the CMR End Usdoés not want to experience any CMR Resource wiesoall is
initiated or by the pre-configured filtering setfion CMR Server.
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© © N o 0 >

CMR CMR
Client A CMR Server A CMR Server B Cliont B

1. Call/session request
(filter indicator)

2. Call/session request
(filter indicator)

3. Call/session request————m

— 4. Alerting

5. No O\R Resource
present ed

———6. Alerting

7. No OWR
resour ce present ed

—8. Alerting

9. User A hears
normal ring back tone

Figure 10: CMR Resour cefiltering flow

CMR Client A sends a call/session request (witielfiindicator when CMR End User A wants to filteviR
Resource for this call).

CMR Server A evaluates the filter received in th# equest or the pre-configured filter settingdIR End User
A (who is a CMR Subscriber) on the CMR Sever A aedds the call request with the filter indicator.

CMR Server B records the filter indicator assoda#gth this call and sends the call request withbatfilter
indicator towards CMR Client B.

CMR Client B returns alerting message when CMRIEIR s idle.

CMR Server B filters CMR Resource according to rded filter indication.
CMR Server B forwards the alerting message.

CMR Server A filters CMR Resource according to rded filter indication.
CMR Server A forwards the received alerting message

CMR End User A hears normal ring back tone.
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Appendix C. CMR Enabler interaction with external Entities

C.1 CMR Server interaction with Charging Enabler

The CMR Server interacts with the Charging Enableasr CH-1 and CH-2 interfaces for CMR related afeland on-line
charging respectively as defined in [OMA-CharginBJA

O
=
Q
=
Q
>
«Q
m
>
Q
=
[]
=

CMR Server

Figure 11: Theinteraction between CMR Server and Charging Enabler

C.2 CMR Server interaction with Location Enabler

CMR Enabler needs to request and get locationnimdition from Location Enabler when CMR Enabler sufpselecting or
generating a CMR Resource based on the CMR Subseribcation information.

C.2.1 CMR Server interaction with MLS

The CMR Server acts as the MLS Client and interaiits the Requesting Location Server via the Ledraice Point as
defined in [OMA-MLS-AD] for the purpose of obtaigrocation information for CMR Subscribers.

|

|

I Requesting Location
| Server

|

CMR Server

Figure 12: Theinteraction between CMR Server and Requesting L ocation Server
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C.2.2 CMR Server interaction with LOCSIP

When CMR Enabler supports selecting or generati@yl® Resource based on the CMR Subscriber’s lotatimrmation
and LOCSIP is available, CMR Enabler can requedtgat location information from LOCSIP Enabler.

Two interaction methods between CMR Server and LIBEabler are given: subscribing to location tcdiion for a list
of targets and subscribing to location notificatfona single target. Two methods have differenaatages:

Subscribing to location notification for a list tafrgets: flexible to subscribing to a list of CMRIScribers and get location
notifications as needed. When CMR Server wantsite&ibe a new CMR Subscriber’s location informatiib needs to
maintain the list and doesn’t need to do subsacnipégain.

Subscribing to location notification for a singédet: flexible to subscribing to a CMR Subscribéocation information
and get notification as needed. When CMR ServertsMansubscribe a new target’s location informatibneeds to
subscribe this new single target.

C.2.2.1 Subscribing to Location for a List of Targets

LOCSIP
F———- | |————— r————— -
: : [Resource List : | : : :
| Server P! I I
| . |
————— Lst 1 SIPIP L pps g o == === === ! Location I} S XPMS/,
Core || Shared List |
| N | Server ! XDMS |
CMR : : | Location | | | |
Server L _—_1 :_Policy XDMS | : I I
———————————— T |
C TTTTTTTTTTTT
””””””””””” XDM-3: Aggregation proxy :
| |

Figure 13: Theinteraction between CMR Server and LOCSIP Enabler (Subscribing to Location for a List of Targets)

The CMR Server acts as a Location Client to redresstive location information from the LOCSIP Ereblia the SIP/IP
Core for the list of CMR Subscribers through LS-dfdéence Point.

The CMR Server interacts with LOCSIP Enabler viggfsgation Proxy for maintaining the list of CMR Sahibers whose
location to be requested and management of thédogaolicy document through XDM-3 Reference Point.

The Location Server and Location Policy XDMS aredfied in the [OMA-LOCSIP].
The functionality of the Aggregation Proxy is déked in [OMA-XDM-AD].

C.2.2.2 Subscribing to Location Notification

fm————— | Lecsip_ .

| | | n . I

: ' | Location |1 Location :

,,,,,,,,,, Lo SIPAP L oo Server ! Policy |

CMR Server | Core : : !} XDMS |
| | L e I 1

L] e _____

| |

XDM-3 | Aggregation Proxy !

Figure 14: Theinteraction between CMR Server and LOCSIP Enabler (Subscribing to L ocation Notification)
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The CMR Server acts as a Location Client to reduezstive location information from the LOCSIP Ereblia the SIP/IP
Core for a single CMR Subscriber through LS-1 aBd3 Reference Point.

The CMR Server interacts with LOCSIP Enabler viaggdagation Proxy for management of the locationgyotiocument
through XDM-3 Reference Point.

The CMR Server uses the methods defined by [OMAEBDP] to acquire CMR Subscriber location informatio

The Location Server and Location Policy XDMS aredfied in the [OMA-LOCSIP].

C.3 CMR Server interaction with Presence Enabler

CMR Enabler needs to request and get presenceriafmn from Presence Enabler when CMR Enabler stppelecting or
generating a CMR Resource based on the CMR Subksgibsence information.

Two interaction methods between CMR Server anddhisEnabler are given: subscribing to a Preseistaihd
subscribing to a single presentity. Two method<ldifferent advantages:

Subscribing to a presence list: flexible to suliBog to a list of CMR Subscribers’ presence infaiioraand get notifications.
When CMR Server wants to subscribe a new CMR Sidests presence information, it needs to mainthiltst and
doesn’t need to do subscription again.

Subscribing to a single presentity: flexible to stribing to a single CMR Subscriber’s presencerimfdion and get
notification as needed. When CMR Server wants bsaibe a new CMR Subscriber’s presence informattoreeds to
subscribe this new presentity.

C.3.1 Subscribe to a Presence List

The CMR Server acts as a Watcher to use subsarnibactify method to get the presence status aftafiCMR Subscribers
residing in SIP/IP Core. CMR Server interacts whith Resource List Server through PRS-2 and PRSer&tee Points.

The CMR Server acts as an XDMC to maintain theofiSEMR Subscribers in the RLS XDMS via Aggregat®mxy
through Reference Point XDM-3.

The functionality of the Aggregation Proxy is déked in [OMA-XDM-AD].
The Watcher, RLS XDMS and Resource List Servespeeified in [OMA-PRS-AD].
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Figure 15: Theinteraction between CMR Server and Presence Enabler (Subscribeto a presence list)

C.3.2 Subscribe to a single presentity

The CMR Server acts as a Watcher to use subsaribeatify method to get the presence status afiglssiCMR Subscriber
from the Presence Server through PRS-2 and PRSe3eRee Points.

The Watcher, Presence Server are specified in [(NRS-AD].

,,,,,,,,,,,,,,

QW Ser ver 3 !
PRS2 i

,,,,,,,,,, >~ }

' SPIP|

,,,,,,,,,,,,,,,,,,,,,, | Qre |
i Presence i % i
| Pesence | | | |
i ! Server &,;EES,S"# 3

Figure 16: Theinteraction between CM R Server and Presence Enabler (Subscribeto a single presentity)

0 2012 Open Mobile Alliance Ltd. All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



