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Use of this document is subject to all of the teamd conditions of the Use Agreement located at
http://www.openmobilealliance.org/UseAgreement.html

Unless this document is clearly designated as progpd specification, this document is a work iogass, is not an
approved Open Mobile Alliance™ specification, asdiibject to revision or removal without notice.

You may use this document or any part of the docurfoe internal or educational purposes only, pded you do not
modify, edit or take out of context the informatiornthis document in any manner. Information cored in this document
may be used, at your sole risk, for any purpo&&su may not use this document in any other manriowt the prior
written permission of the Open Mobile Alliance. eET@pen Mobile Alliance authorizes you to copy thi€ument, provided
that you retain all copyright and other proprietaofices contained in the original materials on emgies of the materials
and that you comply strictly with these terms. sTéwpyright permission does not constitute an esaoent of the products
or services. The Open Mobile Alliance assumesespansibility for errors or omissions in this do@mn

Each Open Mobile Alliance member has agreed toessonable endeavors to inform the Open MobileaAdle in a timely
manner of Essential IPR as it becomes aware thdE$sential IPR is related to the prepared or bt specification.
However, the members do not have an obligatiorotwlact IPR searches. The declared Essential IPRbikcly available
to members and non-members of the Open Mobile Wdkaand may be found on the "OMA IPR Declaratidiss'at
http://www.openmobilealliance.org/ipr.htmiThe Open Mobile Alliance has not conducted alependent IPR review of
this document and the information contained heiial, makes no representations or warranties regatiird party IPR,
including without limitation patents, copyrightstoade secret rights. This document may contaiaritions for which you
must obtain licenses from third parties before mgkusing or selling the inventions. Defined teabsve are set forth in
the schedule to the Open Mobile Alliance Applicatiorm.

NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESK® OMPLIED) ARE MADE BY THE OPEN
MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF
THE IPR'S REPRESENTED ON THE “OMA IPR DECLARATION&IST, INCLUDING, BUT NOT LIMITED TO THE
ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THINFORMATION OR WHETHER OR NOT
SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HERBY DISCLAIMS ANY DIRECT, INDIRECT,
PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EKMPLARY DAMAGES ARISING OUT OF OR IN
CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORATION CONTAINED IN THE DOCUMENTS.

© 2009 Open Mobile Alliance Ltd. All Rights Resed:
Used with the permission of the Open Mobile Alliaridd. under the terms set forth above.
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1. Scope

The PoC enabler specific data formats and XCAPiegiibin usages are described in this specification.
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3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHAL", “SHALL NOT”, “SHOULD”, “SHOULD NOT",
“RECOMMENDED”, “MAY”, and “OPTIONAL" in this documet are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” anttdbiuction”, are normative, unless they are exgijiéghdicated to be

informative.

3.2 Definitions

1-many-1 PoC Session
Application UniquelD

(AUID)
Chat PoC Group

Chat PoC Group Session

Controlling PoC Function

Distinguished Participant

Global Document
Global Tree

Instant Personal Alert

Ordinary Participant

Participant

PoC Address

PoC Group

PoC Group Session

PoC Group Identity

PoC Group Member

PoC Server

Pre-arranged PoC Group

A PoC Group Session for a Pre-arranged PoC Growfich one Participant is a Distinguished
Participant and each other Participant is an OrgliRarticipant. (Source: [PoC-AD])

A unique identifier that differentiates XCAP resoes accessed by one application from XCAP resources
accessed by another application. (Source: [RFG3#825

A Chat PoC Group is a persistent Group in whiclo@ Pser individually joins to have a PoC Session
with other joined PoC Users, i.e., the establisitroéa PoC Session to a Chat PoC Group does ndt res
in other members of the Chat PoC Group being idvi{Bource: [PoC-CP])

A Chat PoC Group Session is a PoC Session estafblisha Chat PoC Group. (Source: [PoC-CP])

The Controlling PoC Function is implemented in £RRerver and provides centralized PoC Session
handling, which includes RTP Media distributionJKrBurst Control, policy enforcement for
participation in Group Sessions, and the Partidipgormation. (Source: [PoC-CP])

The Distinguished Participant is a Participant ir@any-1 PoC Session that sends RTP Media to all
Ordinary Participants, and that receives RTP Mé&dia any Ordinary Participant. (Source: [PoC-AD])

A document placed under the XCAP Global Tree tpatias to all users of that application usage.

A URL that represents the parent for all Global Dments for a particular application usage within a
particular XCAP Root. (Source: [RFC4825])

A feature in which a PoC User sends a SIP bas¢ahinsiessage to a PoC User requesting a 1-1 PoC
Session

An Ordinary Participant is a Participant in a 1-y¥dnPoC Session that is only able to send mediago
Distinguished Participant, and that likewise isyoaible to receive media from the Distinguished
Participant. (Source: [PoC-AD])

A Participant is a PoC User in a PoC Session. ®o(PoC-CP])

A PoC Address identifies a PoC User. The PoC Addces be used by one PoC User to request
communication with other PoC Users. (Source: [[2RR})

A PoC Group is a predefined set of PoC Users tegetith its attributes. A PoC Group is identifieg &
SIP URI. (Source: [PoC-CP])

A PoC Group Session is a Pre-arranged PoC Growo&d?oC Group or Chat PoC Group Session.
(Source: [PoC-CP])

SIP URI of the Pre-arranged PoC Group or Chat PofiG (Source: [PoC-CP])

A PoC User on the predefined list of those whotaree invited during initial PoC Session establishin
(in the case of Pre-arranged PoC Group), or allaweédin the PoC Session (in the case of Restricted
Chat PoC Group). (Source: [PoC-CP])

The PoC Server implements the 3GPP/3GPP2 IMS atigliclevel network functionality for the PoC
service. A PoC Server may perform the role of tbatélling PoC Function or Participating PoC
Function, or both at the same time. (Source: [B&Q)

A Pre-arranged PoC Group is a persistent PoC Sekfgatity that has an associated set of PoC
members. The establishment of a PoC Session te-arRanged PoC Group results in all members being
invited. (Source: [PoC-CP])
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User A User is any entity that uses the described featthrough the User Equipment.

XCAP Application Usage Detailed information on the interaction of an XC&Rent with an XCAP server. (Source: [RFC4825])

XCAP Client An HTTP client that understands how to follow tfeming and validation constraints defined in this
specification. (Source: [RFC4825])

XCAP Root A context that includes all of the documents acaskapplication usages and users that are managed
server. (Source: [RFC4825])

XCAP Root URI An HTTP URI that represents the XCAP Root. Althoaghalid URI, the XCAP Root URI does not

correspond to an actual resource. (Source: [RFQ%825

XCAP Server An HTTP server that understands how to follow thenmg and validation constraints defined in this
specification. (Source: [RFC4825])

XCAP User Identifier (XUl) The XUl is a string, valid as a path element itHaim P URI, that is associated with each user sebyed
the XCAP server. (Source: [RFC4825])

3.3 Abbreviations

AUID Application Unique ID

HTTP Hypertext Transfer Protocol
OMA Open Mobile Alliance

PoC Push-to-Talk Over Cellular
URI Uniform Resource Identifier
XCAP XML Configuration Access Protocol
XDM XML Document Management
XDMC XDM Client

XDMS XDM Server

XML Extensible Markup Language
XUI XCAP User Identifier

[0 20090pen Mobile Alliance Ltd. All Rights Reserved.
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4. Introduction

This specification provides the data schema antdcipn usages for PoC-specific documents. PoC XEdplication
Usages include that for PoC Groups and PoC UsessAeelicy.

[0 20090pen Mobile Alliance Ltd. All Rights Reserved.
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5. PoC XDM Application Usages

5.1 PoC Group
51.1 Structure

The PoC Group document SHALL conform to the strietaf the "group” document described in this swduse. The
schema definition is provided in section 5.1.3.

The <list-service> element
a) SHALL include a "uri" attribute representing the@®Group Identity;
b) MAY include any other attributes from any other resmpaces for the purposes of extensibility;
¢) MAY include a <display-name> element containinguanan readable name of the group;
d) MAY include a <list> element containing the PoC GudMembers;
e) MAY include an <invite-members> element indicatimgether the PoC Group Members will be invited,;
f)  MAY include a <max-participant-count> element;
g) MAY include a <ruleset> element representing thiatization policy associated with this PoC Group;
h) MAY include any other elements from any other ngmaess for the purposes of extensibility.
Each <list> element SHALL be composed of a sequehezero or more elements, each of which is

a) an <entry> element containing an attribute "uréittbonforms with SIP URI (as defined in [RFC326da TEL
URI (as defined in [RFC3966]) identifying a singlser, and an optional child element <display-naasseciated
with each element <entry>, containing a human rel@daame of each PoC Group Member, as defined in
[RFC4826]; or

b) an <external> element pointing to a URI List in Bigared XDMS as defined in [SHAREDXDM].

The structure of the <ruleset> element SHALL confdo [RFC4745]. Each <ruleset> element is compadedsequence of
zero or more <rule> elements.

The <conditions> child element of any <rule> eletdAY include the following child elements:
a) the <identity> element as described in [RFC4745];
b) the <external-list> element as defined in [XDMSPEBEeLtion 6.6.2;
c) the <other-identity> element as defined in [XDMSRB&ction 6.6.2;
d) the <is-list-member> element as defined in Sedidn3.

Other types of <conditions> elements describedRif(G4745] are not defined by this specification.sTiieans that, if
present, the PoC Server ignores such elements.

The <actions> child element of any <rule> eleme#tMnclude the following child elements defined$ection 5.1.3:
a) the <allow-conference-state> element
b) the <allow-invite-users-dynamically> element
c) the <join-handling> element

d) the <allow-initiate-conference> element

[0 20090pen Mobile Alliance Ltd. All Rights Reserved.
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e) the <allow-anonymity> element

f) the <is-key-participant> element

5.1.2 Application Unique ID

The AUID SHALL be "org.openmobilealliance.poc-gratip

5.1.3 XML Schema

The "group” document SHALL be composed accordindnégoXML schema described in [XSD_LISTSERV].

NOTE: The XML schema is generally applicable to XDMnd XDMS, as well as documents in "users" anddal'
tree. For specific validation constraints to eitk@MC or XDMS, or both of them, see sub-clause Tiation
Constraints" of this specification.

5.1.4 Default Namespace

The default namespace used in expanding URIs SH#d turn:oma::xml:poc:list-service" defined in Seat5.1.3.

515  MIME Type

The MIME type for the PoC Group document SHALL lgplication/vnd.oma.poc.groups+xml"”.

5.1.6 Validation constraints

The PoC Group document SHALL conform to the XML 8gcfa described in subclause 5.D1L Schema”, with the
clarifications given in this sub-clause.

A PoC Group document stored in the "users" treeaff XDMS SHALL contain no more than one <list-seev
element. If the document proposed by the XDMC idekimultiple <list-service> elements, the PoC XDMS
SHALL return an HTTP “409 Conflict” response inclod the XCAP error element <constraint-failure> as
described in [RFC4825]. If included, the “phrasttibute SHOULD be set to “No more than one listviee
element allowed”.NOTE 1: The "index" document ie tiglobal" tree as specified in
subclause 5.1.83lobal documents’) can contain multiple <list-service> elements.

The value of the "uri" attribute proposed by theMlient in the <list-service> element:
¢ SHALL be in the format of a SIP URI.

e SHALL be unique amongsil PoC Group documents spannedfy“users" trees stored across all PoC XDMS in a
service provider's domain. Furthermore, the URI SHANOT correspond to an existing resource withia th
domain of the URI.

e SHALL conform to the syntax specified by the Coefeze URI Template (see [OMA-PoC-CP] Appendix B),
which is stored in the PoC XDMS and provisionethi® XDM Client.

If this "uri" attribute value does not conform teydocal policy or the constraints described abdve,PoC XDMS SHALL
respond with an HTTP "409 Conflict" response asdeed in [RFC4825]. The error condition SHALL besgribed by the
<uniqueness-failure> error element. The PoC XDM&\BHinclude at least one <alt-value> element in tumiqueness-
failure> error element.

NOTE 2: The syntax of the <alt-value> element isoading to the syntax, which is stored in the PdOMS, and
provisioned to the XDM Client but may also be amotsyntax according to a local XDMS policy and yet
provisioned to the PoC Client.

[0 20090pen Mobile Alliance Ltd. All Rights Reserved.
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If the Conference URI violated additional consttaimposed by local policy, the "phrase” attrib8t@OULD be set to "URI
constraint violated".

NOTE 3: The rendering of any "phrase” attribut@ fouman user is a user interface issue, and istawotlardized.

NOTE 4: If the server decides to use the "phraset'ds defined in this specification, it will igrothe received HTTP
Accept-language header value.

If the XDM Client repeats the XCAP request it SHONuse a "uri" attribute chosen from one of the galveceived in the
<alt-value> elements.

If the value proposed by the XDMC for the <max-@pant-count> exceeds the value determined byth@ XDMS, an
HTTP "409 Conflict" response SHALL be returned witle error condition identified by the <constrdiaiture> element. If
included, the "phrase" attribute of this elementC&HL.D be set to "Maximum number of participants eabed".

NOTE 5: The "phrase” attribute value can be modif@include the highest <max-participant-countfugaacceptable
for the PoC XDMS.

The value of an <entry> element SHALL contain atagtically valid PoC Address.

If the value proposed for the <entry> element dussconform to the syntax of a supported URI, th€ XKDMS SHALL
return an HTTP "409 Conflict" response including thCAP error element <constraint-failure>. If indéd, the "phrase"
attribute SHOULD be set to "URI syntax error".

If the XDMC adds an <entry> element to the <listengent whose "uri” attribute matches that of anottentry> element
already present, the PoC XDMS SHALL return an HTA@9 Conflict" including the error element <congtiailure>. If
included, the "phrase" attribute SHOULD be setRolicate entry".

The <entry-ref> element is not defined in the PaBup schema as specified in the sub-cladx$él’ Schema". As such, if
the XDMC uses or adds an <entry-ref> element (asifipd in [RFC4826]) under the <list> elementrefer to any storage
of a PoC Contact Address in the Shared XDMS, th@ RDMS complying with this specification SHALL ratuan error
code "409 Conflict" response which includes the XXC#&ror element <schema-validation-error>.

NOTE 6: The use of <entry-ref> element is avoidethe current version to alleviate possible comfilexin resource
interdependency.

Any AUID value other than "resource-lists" in thedment URL contained in an <external> or <extelis&h element
SHALL be a validation error. If so, the <external<external-list> insertion SHALL fail with an HPI"409 Conflict"
response which includes the XCAP error element sttaimt-failure>. If included, the "phrase" attribtSHOULD be set to
"Wrong type of shared list".

If the XUl value of the Document URL proposed in<@xternal> or <external-list> element does notamahe XUI of a
PoC Group document URI or a <list> element withimesource-lists" document, this SHALL be a validaterror. If so, the
<external> or <external-list> element insertion SHAail with an HTTP "409 Conflict" response, whidahcludes the
XCAP error element <constraint-failure>. If inclufjehe "phrase” attribute SHOULD be set to "Acadssied to shared
list".

If the document contains the <ruleset> element<tieset> element SHALL be the first element ceddby <xs:any
namespace="##other" processContents="lax" minOst@tsnaxOccurs="unbounded"/> clause in the XML sole
[XSD_listServ].

NOTE 7: The <ruleset> element can only be includedist-service> element as the first child eletnafter the child
elements defined in "urn:oma:xml:poc:list-servic@mespace.

If the document proposed by the XDM Client containsler the <conditions> element more than one @dchent of
<identity>, <external-list>, <other-identity> ors<list-member>, the PoC XDMS SHALL return an HTT4®9 Conflict"
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including the error element <constraint-failurebincluded, the "phrase" attribute SHOULD be set@omplex rules are not
allowed".

5.1.7 Data Semantics
The value of the "uri" attribute in the <list-serg@P> element SHALL represent a PoC Group Identity.
The <list> element SHALL contain the PoC Group Mensb

» The <list > element MAY contain one or several ¥gntchild elements. The <entry> element SHALL camtan
attribute "uri" which contains a valid PoC Addreiss,, either a SIP URI (as defined in [RFC3261]F&L URI (as
defined in [RFC3966]), as well as a <display-namassociated with each of the element <entry>, and

* The <list> element MAY contain one or several<exédr child elements. The <external-list> elemenASH
referencing URI Lists stored in the Shared XDMSdeaBned in [SHAREDXDM)]). Such referenced URI lists
SHALL belong to the same user as that of the Podlisdocument.

The <invite-members> element SHALL indicate whetier PoC Server will invite the PoC Group Memberthe PoC
Group Session. The possible values are:

"false"  represents the Chat PoC Group (see [OMA-B&)). The PoC Server performing the ControllingcHeunction
will not invite the PoC Group members to the Po©upr Session. This SHALL be the default value takehe
absence of the element.

"true” represents the Pre-arranged PoC Group GBRA[PoC-CP]). The PoC Server performing the CotitrglPoC
Function will invite the members of the <list> elemt as described in [OMA-PoC-CHjre-arranged PoC Group
Session setup request”.

The <max-participant-count> element SHALL indictte maximum number of Participants allowed by tbeuinent owner
in the PoC Group Session. The usage of this pasarnsetiescribed in [OMA-PoC-CP].

The <is-list-member> "condition" element SHALL bged to match an identity against the contenthef<tist> element.

The <join-handling> element SHALL define the acttbat the PoC Server performing the Controlling FFra@ction is to
take when processing a particular request to j¢to@ Group Session. The semantics of the <joindiragelelemenent is
defined in [OMA-PoC-CP] section 7.2.1.6. The poksilalues are:

"false"  instructs the PoC Server to block the astesthe PoC Session. This SHALL be the defaulleradken in the
absence of the element.

"true" instructs the PoC Server to accept the actethe PoC Session.

The <allow-initiate-conference> "action" SHALL bead to indicate that the identity matching thieBHALL be allowed
to initiate a Pre-arranged PoC Group Session. €hmstics of the <allow-initiate-conference> is disad in [OMA-PoC-
CP]"PoC Sessioninitiation policy". The possible values are:

"false"” instructs the PoC Server to prevent the freen initiating the Pre-arranged PoC Group Sessltis SHALL be
the default value taken in the absence of the eleme

"true” instructs the PoC Server to allow the usdnitiate the pre-arranged PoC Group Session.

The <allow-invite-users-dynamically> "action" SHAIHe used to indicate to the PoC Server perforrttingControlling
PoC Function that inviting additional participargsllowed. The semantics of the <allow-invite-gsdynamically> element
is defined in [OMA-PoC-CP] section 7.2.1.15. Thegible values are:

"false" instructs the PoC Server to prevent the freen inviting additional participants. This SHALe the default value
taken in the absence of the element.

"true" instructs the PoC Server to allow the usdntite additional participants.

[0 20090pen Mobile Alliance Ltd. All Rights Reserved.
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The <allow-anonymity> "action"” SHALL be used to icate whether anonymity is allowed for a matchideritity that is
requesting anonymity. The possible values are:

"false" instructs the PoC Server to block an anamysraccess to the PoC Session. This SHALL be tfaeili@alue taken
in the absence of the element.

"true" instructs the PoC Server to accept an anaougaccess to the PoC Session.

The <allow-conference-state> "action" SHALL be usethdicate that the identity matching this rideallowed to subscribe
to the "conference" event package. The semantittseeofallow-conference-state> element is describ¢@MA-PoC-CP]
section 7.2.1.11.1. The possible values are:

"false"” instructs the PoC Server to block the stipson to the "conference” event package. This EHAe the default
value taken in the absence of the element.

"true" instructs the PoC Server to accept the siytign to the "conference" event package.

The <is-key-participant> "action" SHALL be useddicate that the identity matching this rule isRistinguished
Participant”. The semantics of the "Distinguisheuditieipant” is described in [OMA-PoC-AD]. The pddsi values are:

"false" instructs the PoC Server to treat the asest normal participant. This SHALL be the defaalue taken in the
absence of the element.

"true” instructs the PoC Server to treat the usdbiatinguished Participant if the one-to-many-t@dopology is used.

NOTE: PoC Server can handle the PoC Session asan¥-1 PoC Session only in the case that thereds o
Distinguished Participant.

5.1.8 Naming conventions

The naming conventions SHALL be defined accordmfxODMSPEC].

519 Global Documents

For every "list-service" specified in each "grow@cument created in the "users" tree for a padiauser, the PoC XDMS
SHALL support a single document in the Global Tneened "index" representing the union of all of tist-service>
elements across all "group” documents createdlmsats within the same XCAP Root.

The uniqueness constraint on the "uri" attributthim <list-service> element (see section 5.1.5)ewisure that no two <list-
service> elements in the Global Document have aéngesvalue of that attribute. This allows a PoC 8etw retrieve a
specific <list-service> element in the "index" domnt using the PoC Group Identity.

Therefore, a XCAP GET targeted at the resourcetiiish by the URI

http://[XCAP Root URL]/org.openmobilealliance.pomsgps/global/index/~~/group/list-service[ @uri="canalised value
of the Poc Group Identity "]

SHALL return the <list-service> element of the PG@up.

5.1.10 Resource interdependencies

There is a one-to-one correspondence between gaming” document in the "users” tree for a particuker and a <list-
service> element in the "index" document in theb@ldl'ree.

This correspondence is one-way, which means tklstaservice> element in the "index" documenthe Global Tree is
created/deleted/modified if and only if the cor@sging document in the "users" tree is createdideimodified.

This does not imply that the server must actuatyesthis "index" document. The server MUST alwhgsrepared to
process requests against this global "index" dootirmed the contents of this document at any paitinie MUST always
accurately represent the state of all "group” dcentsin the "users" tree.
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5.1.11  Authorization policies
The authorization policies for documents in thee'tgs tree SHALL be defined according to [XDMSPEC].
The authorization policies for documents in theobgll" tree shall be as follows:

* Global Documents SHALL be "read-only"

» Access to Global Documents SHALL be restricted daselocal policy.

NOTE: Itis expected that a PoC Server will acakssuments in the "global” tree. There is no reasby users should
need to access the "global" tree.

5.2 PoC User Access Policy
521 Structure

The PoC User Access Policy document SHALL confasrthe structure of the "ruleset" document descring®FC4745]
and extended in sub-clause 5.2.3, with the extessaad constraints given in this sub-clause.

The PoC User Access Policy document makes useedbllowing two elements defined for the <rulesemaknt in
[RFC4745]:

* <conditions>

» <actions>

NOTE 1: This specification does not define any edior the <transformations> element defined asild ofithe <rules>
element in [RFC4745]. This means that, if prestér@,PoC Server ignores this element.

The <conditions> element supports the followingredats
a) the <identity> element, as defined in [RFC4745%ept the sub-elements that are prohibited in [XDESP
b) the <external-list> element, as defined in [XDMSREib-clause 6.6Common Extensions”;
c) the <other-identity> element, as defined in [XDM$REsub-clause 6.6Common Extensions’;

NOTE 2: This specification does not define any edlr those elements defined as a part of the 4tong> element
in [RFC4745] (e.g., <sphere>, <validity>) but whiate not explicitly identified in the list abovehi§ means that, if
present, the PoC Server ignores such elements.

d) the <anonymous-request> element, as defined in [$PHEC], sub-clause 6.€bmmon Extensions’.

The <actions> element supports the <allow-invitesrmeent, as defined in sub-clause 5.2(®1L Schema" and 5.2.6 Data
Semantics'.

5.2.2 Application Unique ID

The AUID SHALL be "org.openmobilealliance.poc-rules
5.2.3 XML Schema

The PoC User Access Policy document SHALL confasrthe XML schema described in [RFC4745] and extdnde
[XDMSPEC] "Subscriptions to changes in the XML documents’, with the extensions described in [XSD_POCRULES].
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5.2.4 Default Namespace

The default namespace used in expanding URIs SH#d Lurn:ietf:params:xml:ns:common-policy" definedRFC4745].

525  MIME Type

The MIME type for PoC User Access Policy documeHALL be "application/auth-policy+xml" defined iRFC4745].

5.2.6 Validation constraints

The PoC User Access Policy document SHALL confarsrthe XML Schema described in [RFC4745] and extdnde
subclause 5.2.3XML Schema", with the additional validation constraints désed in this sub-clause.

The "id" attribute of the <one> child element oflentity>, if present, SHALL contain a SIP URI ofBEL URI.

Any AUID value other than "resource-lists" in thedment URL contained in an <external-list> elen@fALL be a
validation error. If so, the <external-list> ingert SHALL fail with an HTTP "409 Conflict" responsehich includes the
XCAP error element <constraint-failure>. If inclutjehe "phrase” attribute SHOULD be set to "Wroypetof shared list".

If the XUI value of the Document URL proposed in<axternal-list> element does not match the XUthaf PoC User
Access Document URI, this SHALL be a validatioroertf so, the <external-list> element insertion/AH fail with an
HTTP "409 Conflict" response, which includes theAferror element <constraint-failure>. If includéide "phrase”
attribute SHOULD be set to "Access denied to shis¢d

5.2.7 Data Semantics

The PoC User Access Policy document SHALL confarrthe semantics for the "conditions" and "actiotheScribed in
[RFC4745] and extended in [XDMSPEC] sub-clause'&€@mmon Extensions’, together with the clarifications required for
the PoC service as given in this subclause.

When evaluating a "rule" against an identity, tatue of the "entity" attribute of the <one> eleméhpresent, is compared
against that identity to see if the "rule" is apable.

The PoC User Access Policy document can contagmeetes to URI Lists stored in Shared XDMS (asnaefin
[SHAREDXDM]).

The <allow-invite> element defines the action tlmERServer is to take when processing a PoC sessiitation and Instant
Personal Alert for a particular PoC User. This eatrhas one of the following three values, whoseisislescribed in
[OMA-PoC-CP] 'PoC Session invitation request” and 'Instant Personal Alert procedure at terminating PoC Server”. The
value is of an enumerated integer type:

"pass" instructing the PoC Server to process the $ession invitation using manual answer procefigeleave it for
PoC User to decide the acceptance), or to prohesSIP MESSAGE message in case of the Instant raréert
according to [OMA-PoC-CP]ihstant Personal Alert procedure at terminating PoC Server”. This SHALL be the
default value taken in the absence of the elenTdms. value is assigned the numeric value of 0.

"accept" instructing the PoC Server to accepthéation according to the User's Answer Mode Bgttor to process the
SIP MESSAGE message in case of the Instant Pergderdlaccording to [OMA-PoC-CP]ifistant Personal
Alert procedure at terminating PoC Server”. This value is assigned the numeric value of 1.

"reject” instructing the PoC Server to reject thnatation or Instant Personal Alert. This valuassigned the numeric
value of 2.

NOTE: If there are multiple matching rules containingficting values for the <allow-invite> action, theccording
to the procedures described in [XDMSPEC] sub-cl&6e.3 'Combining Permissions', the result is the
largest integer value.
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5.2.8 Naming conventions

The name of the PoC User Access Policy documentl&H® "pocrules”.

5.29 Global Documents

This application usage defines no Global Documents.

5.2.10 Resource interdependencies

This application usage defines no additional reseumterdependencies.

5.2.11  Authorization policies

The authorization policies SHALL be defined accogdto [XDMSPEC].

[0 20090pen Mobile Alliance Ltd. All Rights Reserved.

Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-PoC_XDM-V1_0_3-20090922-A Page 18 (26)

6. PoC Extensions to Shared XDM Application Usages

6.1 Group Usage List
6.1.1  Structure

A PoC-specific URI usage shall be used in a Grosadé List stored in the Shared XDMS.

The PoC URI usage, <pocusage>, is defined for thizisage> element in [SHAREDXDM]. The <pocusagksfrent has
two values:

e chat
» prearranged.

If present in any <uriusage> element, the <pocusaigment indicates the type of the group URI.

6.1.2 XML Schema

The <pocusage> element SHALL conform to the XMLesoh described in [XSD_POCUSAGE].
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Appendix A. Static Conformance Requirements (Normative)
The SCR'’s defined in the following tables includersfor:

 PoC XDM Application Usages

Each SCR table identifies a list of supported fesstas:
Item: Identifier for a feature.
Function: Short description of the feature.
Reference: Section(s) of this specification with more detaih the feature.

Status: Whether support for the feature is mandatorypiiomal. MUST use "M" for mandatory support and "o
optional support in this column.

Requirement: This column identifies other features requiredtig feature. If no other features are requirbid, t
column is left empty.

This section describes the dependency grammariootat be used in the Requirement column of the &GERCCR tables
using ABNF [RFC4234].

TerminalExpression = ScrReference / NOT TerminalExpression / TerminalExpression LogicalOperator
TerminalExpression / “(“ TerminalExpression “)”

ScrReference = Scritem / ScrGroup

Scritem = SpecScrName “—* GroupType “—* DeviceType “—* Numericld / SpecScrName “—* DeviceType
“~“ Numericld

“w o

ScrGroup = SpecScrName “." FeatureType / SpecScrName “— “ GroupType “— DeviceType
FeatureType

SpecScrName = 1*Character;

GroupType = 1*Character;

DeviceType = “C"/ “S”"; C — client, S — server

Numericld = Number Number Number

LogicalOperator = “AND” / “OR”; AND has higher precedence than OR and OR is inclusive
FeatureType = “MCF” / “OCF” | “MSF” / “OSF”"; See Section A.1.6

Character = %x41-5A ; A-Z

Number = %x30-39 ; 0-9

A.1 PoC XDM Application Usages of XDM Server

Item Function Reference Status Requirement
PoC_XDM-AU-S- PoC Group document 5.1.1 M
001 structure and

elements supported

PoC_XDM-AU-S- Application Unique | 5.1.2 M

002 ID of PoC document
5.2.2
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Item Function Reference Status Requirement
PoC_XDM-AU-S- XML schema and 5.1.3 M
003 validation constraints

of PoC Group 5.1.6
PoC_XDM-AU-S- MIME type of PoC 5.1.5. M
004 Group and User

Access policy 5.2.5

documents
PoC_XDM-AU-S- Data semantics of 5.1.7 M
005 PoC Group document
PoC_XDM-AU-S- Naming conventions | 5.1.8 M
006 for PoC Group and

User Access policy | 5-2.8

documents
PoC_XDM-AU-S- Authorization 5.1.11 M
007 policies for

manipulating PoC
Group and User
Access policy
documents

5.2.11

PoC_XDM-AU-S- PoC User Access 5.2.1 M
008 Policy document
structure and
elements supported

PoC_XDM-AU-S- XML schema and 5.2.3 M
009 validation constraints,
of PoC User Access | 9-2.6
Policy document

PoC_XDM-AU-S- Data semantics of 5.2.7 M
010 PoC User Access
Policy document

A.2 PoC Application Usages of XDM Client

Item Function Reference Status Requirement
PoC_XDM-CAU-C- | Data semantics of 5.1.7 M
001 PoC Group document
PoC_XDM-CAU-C- | XDM Client handling| 5.1.6 M
002 of HTTP "409

Conflict" response
from the PoC XDMS
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Appendix B. Examples (Informative)

B.1 Manipulating PoC Group Documents

B.1.1 Obtaining a PoC Group Document
Figure B.1 describes how XDM client obtains a atdar PoC Group document.

XDM Client Aggregation PoC XDMS
Proxy

1. HTTP GET—»

2. HTTP GET—

<4—3. 200 OK

—4. 200 OK

FigureB.1 - XDM Client obtains a particular PoC Group document

The details of the flows are as follows:

1) The user "sip:ronald.underwood@example.com" wantdbtain the document, gossips.xml, describinggtioeip
"sip:myconference@example.com". For this purpoeedbMC sends an HTTP GET request to the AggregaRiaxy.

GET / org. opennpbi | eal | i ance. poc- groups/ users/ si p: ronal d. under wood@xanpl e. conf gossi ps. xm HITP/ 1.1
Host: xcap. exanpl e.com

2) Based on the AUID the Aggregation Proxy forwards tbquest to PoC XDMS.

3) After the PoC XDMS has performed the necessaryaisétion checks on the request originator, the RDMS sends
an HTTP "200 OK" response including the requestezlichent in the body.

HTTP/ 1.1 200 K
Etag: "et53"

Oont ent - Type: application/vnd. oma. poc. gr oups+xni

<?xm version="1.0" encodi ng="UTF- 8" ?>

<group xm ns="urn:onma: xm : poc:|ist-service"
xmns:rl="urn:ietf:parans: xm :ns:resource-|ists"
xm ns: cr="urn:ietf:parans: xn : ns: coomon- pol i cy"
>

<list-service uri="sip: nmyconference@xanpl e. coni >
<di spl ay- nanme xnl : | ang="en-us">Fri ends</ di spl ay- nane>
<list>
<entry uri="tel:+43012345678"/ >
<entry uri="sip: herm one. bl ossom@xanpl e. coni'/ >
</list>

<mex- partici pant - count >10</ max- parti ci pant - count >
<cr:rul eset>
<cr:rule id="a7c">
<cr:conditions>
<is-list-nmenber/>
</cr:conditions>
<cr:actions>
<j oi n- handl i ng>t r ue</j oi n- handl i ng>
<al | ow anonymi t y>t rue</ al | ow anonymi ty>
</cr:actions>
</cr:rul e>
</cr:rul eset>
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</ group>

</list-service>

4) The Aggregation Proxy routes the response to thiXDient.

B.1.2 PoC Conference URI negotiation
Figure B.2 describes how the PoC XDMS can nego#id@enference URI.

XDM Client Aggregation PoC XDMS

Proxy

1. HTTP PUT—b|
2. HTTP PUT—»|

<¢——3. 409 Conflict

¢——4. 409 Conflict

5. HTTP PUT—
6. HTTP PUT—»|

«——7. 201 Created

4—8. 201 Created

Figure B.2 - PoC XDM S negotiates a Conference URI

The details of the flows are as follows:

1) The user "sip:ronald.underwood@example.com" wantsdate a document with a conference URI

"sip:wrongname@example.com". For this purpose tB®K sends an HTTP PUT request to the Aggregatiaxyr

PUT or g. opennobi | eal | i ance. poc- gr oups/ user s/ si p: ronal d. under wood@xanpl e. coml M\yG oup. xm HTTP/ 1.1

Host: xcap. exanpl e. com

Oont ent - Type: application/vnd. oma. poc. gr oups+xni
Content-Length: (...)

<?xm version="1.0" encodi ng="UTF- 8" ?>
<group xm ns="urn:ona: xn : poc: | i st-service"

xmns:rl="urn:ietf:parans: xm :ns:resource-|ists"

xm ns:cr="urn:ietf:parans: xm : ns: cormon- pol i cy"

xm ns: ocr="urn: oma: xrm : xdm conmon- pol i cy" >
<list-service uri="sip:wongnane@xanpl e. coni >

<list>

<entry uri="tel:+43012345678"/ >

<entry uri="sip: herm one. bl ossom@xanpl e. coni'/ >
</list>

<i nvi t e- nenber s>t rue</invite-nenbers>
<cr:rul eset>
<cr:rule id="78t">
<cr:conditions>
<ocr:other-identity/>
</cr:conditions>
<cr:actions>
<j oi n- handl i ng>t r ue</j oi n- handl i ng>
</cr:actions>
</cr:rul e>
</cr:rul eset>
</list-service>
</ group>

"sip:wrongname@example.com".

creating the file "MyGroup.xml" to describe the fami@anged PoC Group whose proposed name is
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2) Based on the AUID the Aggregation Proxy forwards tbquest to PoC XDMS.

3) The PoC XDMS detects that the conference URI doesanform to the local policy. The PoC XDMS geriesaa valid
conference name "sip:correctname@example.com"emssan HTTP "409 Conflict" response includingdbeerated
URI.

HTTP/ 1.1 409 Conflict
Content - Type: application/ xcap-error+xni

<?xm version="1.0" encodi ng="UTF- 8" ?>
<xcap-error xmns="urn:ietf:parans: xn :ns:xcap-error">
<uni queness-failure phrase="URl constraint violated">
<exists field="group/list-servicel @ri">
<al t - val ue>si p: correct name@xanpl e. conx/ al t - val ue>
</ exi st s>
</ uni queness-failure>
</ xcap-error>

4) The Aggregation Proxy routes the response to thi1X@ient.

5) The XDM Client repeats the XCAP request (sent @p gt) using the received PoC conference URI value.

PUT / org. opennobi | eal | i ance. poc- groups/ user s/ si p: ronal d. under wod@xanpl e. coml MG oup. xmi HTTP/ 1. 1
Host: xcap. exanpl e. com

Oont ent - Type: application/vnd. oma. poc. gr oups+xni
Content-Length: (...)

<?xm version="1.0" encodi ng="UTF- 8" ?>
<group xm ns="urn:ona: xn : poc: | i st-service"

xmns:rl="urn:ietf:parans: xm :ns:resource-lists"

xm ns:cr="urn:ietf:parans: xm : ns: cormon- pol i cy"

xm ns: ocr="urn: oma: xm : xdns: conmon- pol i cy" >
<list-service uri="sip:correctnane@xanpl e. cont' >

<list>

<entry uri="tel:+43012345678"/ >

<entry uri="sip: herm one. bl ossom@xanpl e. coni'/ >
</list>

<i nvite-nenbers>true</invite-nenbers>
<cr:rul eset>
<cr:rule id="78t">
<cr:conditions>
<ocr:other-identity/>
</cr:conditions>
<cr:actions>
<j oi n-handl i ng>t rue</j oi n- handl i ng>
</cr:actions>
</cr:rul e>
</cr:rul eset>
</list-service>
</ group>

where the file "MyGroup.xml" is the document crehie step 1)
6) Based on the AUID the Aggregation Proxy forwards tbquest to PoC XDMS.

7) The PoC XDMS creates the request PoC conferenceabliRsends an HTTP "201 Created" response.

HTTP/ 1.1 201 Created
Etag: "etl7a"

Content-Length: O

8) The Aggregation Proxy routes the response to th¥XIient.
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B.2 Manipulating PoC User Access Policy

B.2.1 Obtaining PoC User Access Policy rules
Figure B.3 describes how XDM client obtains PoCUsecess Policy rules.

XDM Client Aggregation PoC XDMS
Proxy

1. HTTP GET—»
2. HTTP GET—

<4—3. 200 OK

—4. 200 OK

Figure B.3 - XDM Client obtains PoC User Access Palicy rules

The details of the flows are as follows:

1) The user "sip:ronald.underwood@example.com" wantbtain the document describing his PoC User AcBedicy
rules. For this purpose the XDMC sends an HTTP @Gjliest to the Aggregation Proxy.

GET /org. opennobi | eal | i ance. poc-rul es/ user s/ si p: ronal d. under wood@xanpl e. conf pocrul es HTTP/ 1.1
Host: xcap. exanpl e. com

where the filename "pocrules” is a standardizedingrwonvention (see section 5.2.7).
2) Based on the AUID the Aggregation Proxy forwards thquest to PoC XDMS.

3) After the PoC XDMS has performed the necessaryaaigtion checks on the request originator, the RB&IS sends
an HTTP "200 OK" response including the requestamlichent in the body.

HTTP/ 1.1 200 K
Etag: "etul5"

Cont ent - Type: application/auth-policy+xm

<?xm version="1.0" encodi ng="UTF- 8" ?>
<rul eset xm ns="urn:ietf:parans:xni:ns: common-policy"
xm ns: poc="urn: ona: xnl : poc: poc-rul es"”
xm ns: ocp="urn: oma: xm : xdm common- pol i cy"
>
<rul e id="f3g44r1">
<condi ti ons>
<identity>
<one i d="tel :5678; phone-cont ext =+43012349999"/ >
<one id="sip: percy. under wood@xanpl e. cont'/ >
</identity>
</conditions>
<actions>
<poc: al | owi nvi t e>accept </ poc: al | ow-i nvi t e>
</ actions>
</rul e>
<rul e id="ythk764">
<condi ti ons>
<ocp: anonynous-r equest / >
</conditions>
<actions>
<poc: al | owi nvite>reject</poc:allowinvite>
</ actions>
</rul e>
</rul eset >
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4) The Aggregation Proxy routes the response to thiXDient.
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