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1. Scope

This document defines the Control Plane signalimggdures of the PoC Client, the PoC Box and th@ erver for Push to
talk over Cellular (PoC) service. Example detadeghaling flows for the reference points POC-1, PO®OC-9, POC-11
and IP-1 are also included in this specification.

This Control Plane specification is based on tlee@dures specified in [OMA-PoC-SD]
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3. Terminology and Conventions

3.1

Conventions

The key words "MUST", "MUST NOT", "REQUIRED", "SHAL", "SHALL NOT", "SHOULD", "SHOULD NOT",
"RECOMMENDED", "MAY", and "OPTIONAL" in this docunma are to be interpreted as specified in [RFC2119].

All subclauses and appendixes, except clauscpe and clause 4lhtroductiort, are normative, unless they are explicitly
indicated to be informative.

3.2

1-1 PoC Session

1-many-1 PoC Group
Session

Access Control

Active PoC Dispatcher

Active PoC Session

Ad-hoc PoC Group
Session

Anonymous PoC
Address

Answer Mode
Answer Mode Indication

Application Server

Audio

Authenticated
Originator's PoC
Address

Automatic Answer
Mode

Chat PoC Group

Chat PoC Group
Identity

Chat PoC Group
Session

Conference-factory-URI

Definitions

A feature enabling a PoC User to establish a PaSi@ewith another PoC User

A PoC Session established by a PoC User to a Pareggad PoC Group, in which one Participant is a
Distinguished Participant and other Participanés@rdinary Participants.

PoC User specified rules that define the interastioith other PoC Users, e.g. rules restrictingofoC
Users that may try to establish PoC Sessions tBd@User.

PoC User currently taking the role of PoC Dispatdbeall the Dispatch PoC Sessions of a Dispatch
PoC Group. The Active PoC Dispatcher can changegaime between PoC Users that are allowed the
role of PoC Dispatcher for the Dispatch PoC Graupg.(through role transfer mechanisms)

A PoC Session that carries both RTP and MBCP/TB&#ed packets to the PoC User. If the PoC User
has multiple PoC Sessions, at most only one cattdee at any given time.

A PoC Group Session established by a PoC User@URers listed on the invitation. The list includes
PoC Users or PoC Groups or both.

A PoC Address identifies a PoC User who has reqdqativacy. The Anonymous PoC Address is of the
form that the hostname of URI is "anonymous.invadidd 'user' is of the form "anonymous-n".
Anonymous PoC Addresses are scoped within a gie€h$ession.

A PoC Client mode of operation for the terminatitgC Session invitation handling.
A PoC Service Setting indicating the current Ansiede of the PoC Client.

In 3GPP/3GPP2 IMS, a functional entity that impleitsethe service logic for SIP sessions. When the
SIP/IP Core used for the PoC service is accordirB@PP/3GPP2 IMS, the PoC Server implements the
Application Server functionality.

General communication of sound with the execptioRaC Speech.

The Authenticated Originator's PoC Address is th€ Rddress of the PoC User at the originating or
terminating PoC Client that has been validatechieySIP/IP Core or the PoC Group Identity used by th
PoC Server performing the Controlling PoC Functidren inviting PoC Users to a PoC Group Session.

Answer Mode where the PoC Client accepts a Podd@esstablishment request without manual
intervention from the PoC User. The Media is immagegly played when received.

A persistent PoC Group in which a PoC User indigljujoins to have a PoC Session with other joined
PoC Users, i.e., the establishment of a PoC Sessi@i€Chat PoC Group does not result in other PoC
Users being invited.

NOTE: A Chat PoC Group is a persistent PoC Grouere/the <invite-members> element is set

to "false" as specified in the [OMA-PoC-Document4iitf)"PoC Group.

PoC Group Identity of a Chat PoC Group.
A PoC Session established to a Chat PoC Group.

A Conference-Factory-URI for PoC service is a psmrned SIP URI that identifies the PoC service in
the Home PoC Network.
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Confirmed Indication

Continuous Media

Control Plane

Controlling PoC
Function

Discrete Media

Discrete Media Transfer
Final Report

Discrete Media Transfer
Progress Report

Dispatch PoC Group

Dispatch PoC Session

Distinguished
Participant

Exploder URI

Filter Criteria

Full Duplex Call Follow-
on Proceed

Group
Group Advertisement

Group List

Home PoC Network

Home PoC Server

Implicit Media Burst
Request

Included Media Content

Incoming Instant
Personal Alert Barring

Incoming PoC Session
Barring

Instant Personal Alert

A signalling message returned by the PoC Serveondirm that the PoC Server, all other network
elements intermediary to the PoC Server and a teiting PoC Client are able and willing to receive
Media.

Media with an inherent notion of time (e.g., Po@&gh, audio, and video).

The specification of the signalling between PoG@liand PoC Server, between PoC Box and PoC
Server and between PoC Servers for the Push tovatkCellular (PoC) service.

A function implemented in a PoC Server, providiegitalized PoC Session handling, which includes
Media distribution, Talk Burst Control, Media BufSontrol, policy enforcement for participation hret
PoC Group Sessions, and the Participant Information

Media that itself does not contain an elementrokt{e.g. images, text).

A report sent to the sending PoC Client to indidaial status of the Discrete Media transfer to the
receiving PoC Clients.

A report sent to the sending PoC Client to indigategress of the Discrete Media transfer to the
receiving PoC Clients.

A Pre-arranged PoC Group in which one member igrasd the role of PoC Dispatcher and the other
member(s) are assigned the role of PoC Fleet Mesnber

The PoC Session of a Dispatch PoC Group, or a subtiee Dispatch PoC Group, in which the 1-many-
1 communication method is used.

A Participant in a 1-many-1 Session that sends Melall Ordinary Participants, and that receives
Media from any Ordinary Participant.

NOTE: The <is-key-participant> is set to "true"specified in [OMA-PoC-Document-Mgmt] to

indicate who is the Distinguished Participant.

An Exploder URI is an address of a SIP URI-listvgss. A URI-list service is a specialized applicati
service that receives a SIP request with a lisfRfs and generates a similar SIP request to eattfeof
URIs on the list. The SIP URI-list service includesopy of the body of the original SIP requeghim
generated SIP requests.

Filter Criteria is routing logic used in the 3GPBRP2 IMS SIP/IP Core to route SIP requests to the
correct Application Server.

A feature which allows PoC Session Participanetjuest the other PoC Session Participants to set up
another independent full duplex voice call (eithaircuit switched voice call or voice-over-1P ¢all
subject to Service Provider Policy and configuratid he full duplex voice call set up is out of $mpe
of this specification.

A predefined set of Users together with its polcaad attributes. A Group is identified by a SIPIUR
A feature that provides the capability to inforrhet PoC Users of the existence of a PoC Group.

A list of members in a Pre-arranged PoC Group stricted Chat PoC Group. Each member is identified
by a SIP URI or a TEL URI.

A network comprising a Home PoC Server and SIPBRe@perated by the PoC User's PoC service
provider. The Home PoC Network is the same as thraé¢iNetwork defined in 3GPP/3GPP2 IMS
specifications.

The PoC Server of the PoC Service Provider thatiges PoC service to the PoC User.
A Media Burst request that is inferred from theeiptof a SIP INVITE request or a SIP REFER request

Media content included in an invitation to a PoGs$@n or in a Group Advertisement.

A PoC Service Setting for the PoC Client that iaths the PoC User's desire for the PoC servickoboi b
all incoming Instant Personal Alerts.

A PoC Service Setting for the PoC Client that iaths the PoC User's desire for the PoC servickoi b
all incoming PoC Session requests.

A feature in which a PoC User sends a SIP bas¢ahinsiessage to a PoC User requesting a 1-1 PoC
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Instance Identifier URN

Invited Parties Identity
Information Mode

Invited PoC Client
Invited PoC User
Inviting PoC Client
Inviting PoC User

Limited Segment Media
Buffer

Local QoE Profile

Manual Answer Mode

Media

Media Burst

Media Burst Control

Media Burst Control
Protocol

Media Burst Control
Schemes

Media Parameters

Media Stream

Media Time
Compression

Media Type

Media-floor Control

Media-floor Control
Entity

Multimedia

Session.
A global unique identifier identifying a PoC Clietrieated as specified in [sip-outbound].

A PoC Service Setting for the PoC Server that s that the PoC Client is able and PoC User is
willing to receive invited parties identity inforrtan.

A PoC Client that is invited to a PoC Session.

The PoC User who has been invited to a PoC Session.

A PoC Client that invites other PoC User(s) to & Bgssion.
The PoC User who invites other PoC User(s) to a Pession.

A PoC Client buffer that contains a small initiabsnent of the total buffered Media that can be
transmitted to the PoC Server before the called Glight answers in order to minimise the delay tue
the Media transmit delay latency.

QOE Profile that a PoC Client locally applies fagisen PoC Session. The Local QoE Profile is ineehd
to be equal to the QoE Profile assigned for the Be€sion but it may differ based on restrictions
associated to the subscription of the local PoQ (sg. ‘Basic’ PoC Users participate with ‘BasigbE
Profile in PoC Sessions with ‘Professional’ QoEffeh

A mode of operation in which the PoC Client regsiittee PoC User to manually accept the PoC Session
invitation before the PoC Session is established.

Forms of information that are exchanged betweetidfzants. Media may come in different forms,
which are referred to as Media Types.

Flow of Media from a PoC Client that has the pesmis to send Media to the receiving PoC Client(s).

Media Burst Control is a control mechanism thaiteates requests from the PoC Clients, for thetrigh
send Media and Multimedia.

Media Burst Control Protocol (MBCP) is a protoocot performing Media Burst Control, and is defined
in [OMA-PoC-UP].

Way of using Media Burst Control according to pffited rules and procedures.

Media Parameters are SIP/SDP based informatioraexgt between the PoC Server and the PoC
Client, between the PoC Server and the PoC Boxbatwleen PoC Servers that specify the
characteristics of the Media for a PoC Sessiongbestablished or that already exists.

An instance of the transmission of a Media Typeictviis used as the basic unit to distinguish each
Media flow. Multiple Media Streams can be combitedransmit multimedia.

A PoC Client operation on Media data to be transajtwhich compresses the Media in time such that
the compressed Media data will be played out inaater time duration than the original uncompressed
Media data.

Media Types share a characteristic of human pdameg¥ledia Types are either realtime or non-reatim
like:

¢ PoC Speech

e Audio (e.g. music)

* Video

« Discrete Media (e.g. still image, formatted and-farmatted text, file)

The mechanism to control separate Media streams.

A Media Control resource shared by Participants RoC Session. The Media-floor Control Entity is
controlled by a state machine to ensure that oné/Rarticipant can access the Media resource at the
same time. One Media-floor Control Entity can hanothe or more Media Streams according to
negotiation.

Multimedia is the simultaneous existence of mudtibledia Types like
¢ audiovisual
¢ video plus subtitles
Multimedia from a single source that involves riéale Media Types are assumed to be synchronized.
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Nick Name

NW PoC Box

On-demand Session

Ordinary Participant

Originating PoC Service
Point Trigger

P2T User
Participant
Participant Information

Participating PoC
Function

PoC Address

PoC Box

PoC Client
PoC Dispatcher

PoC Fleet Member

PoC Group
PoC Group Identity

PoC Group Name
PoC Group Session

PoC Interworking Agent

PoC Interworking
Function

PoC Interworking
Service

A user-friendly display name that might be asseciab a PoC User or a PoC Group. The Nick Name
can either be provided as a "display-name" in at@ider or in the <display-name> child elemenhef t
<entry> element for the PoC User or for the PoCu@ras specified in [OMA-PoC-Document-Mgmt] or
generated by PoC Server performing the Controlio@ Function if unique Nick Names are supported
and PoC User requested privacy.

A PoC functional entity in the PoC Network whereéoP®ession Data and PoC Session Control Data can
be stored.

A PoC Session set-up mechanism in which all Medi@afeters are negotiated at PoC Session
establishment.

A Participant in a 1-many-1 PoC Group Sessionithahly able to send and receive Media to and from
the Distinguished Participant.

An Originating PoC Service Point Trigger is a filtgiterion for a dialog initiating SIP request finca
(PoC) SIP User Agent. For a definition and addifitfiormation on "Service Point Triggers" when the
SIP/IP core is 3GPP/3GPP2 IMS, see [3GPP TS 29&28JGPP2 X.S0013.005] for more information.

A P2T User is a user of the P2T service providedr¥xternal P2T Network.
A Participant is a PoC User in a PoC Session.
Information about the PoC Session and its Partntgpa

A function implemented in a PoC Server, which pdeg PoC Session handling, which includes policy
enforcement for incoming PoC Sessions and relalfsBiarst Control and Media Burst Control
messages between the PoC Client and the PoC $enferming the Controlling PoC Function. The
Participating PoC Function may also relay RTP Méxdiaveen the PoC Client and the PoC Server
performing the Controlling PoC Function.

An adreess identifying a PoC User. The PoC Addraashe used by one PoC User to request
communication with other PoC Users. If SIP/IP Csrthe 3GPP/3GPP2 IMS the PoC Address is a
public user identity.

A PoC functional entity where PoC Session DataRo@ Session Control Data can be stored. It can be a
NW PoC Box or a UE PoC Box.

A functional entity that resides on the User Equeptrthat supports the PoC service.
The Participant in a Dispatch PoC Session thatsbfetlia to all PoC Fleet Members and that receives
Media from any PoC Fleet Member.

NOTE: The PoC Dispatcher is an enhancement toaleIPDistinguished Participant.

A Participant in a Dispatch PoC Session that iy able to send Media to the PoC Dispatcher, and tha
likewise is only able to receive Media from the FDiSpatcher.

NOTE: PoC Fleet Member is the same as Ordinarydizaht in PoC 1.

A Group supporting the PoC service. PoC User us€&@®oups e.g. to establish PoC Group Sessions.

A SIP URI identifying a Pre-arranged PoC Group battPoC Group. A PoC Group Identity is used by
the PoC Client e.g. to establish PoC Group Sessitie Pre-arranged PoC Groups and Chat PoC
Groups.

Indicates the name of the PoC Group that can keepted to the PoC User.
A Pre-arranged PoC Group Session, Ad-hoc PoC Gsagpion or Chat PoC Group Session.

Abstract entity implemented in the PoC Interworkifgction, acting as a PoC Client on behalf of & Po
Remote Access User or a P2T User.

Part of the PoC Interworking Service, it providesieersion between PoC Network based SIP signaling,
Talk Burst Control and Media Burst Control Protoa@id Media packet transport, and External P2T
Network based session signaling, floor control, Bfedlia transport protocol.

A means to extend the PoC User experience beyen@khA defined PoC service and PoC Network
boundaries, accomplished by interworking with othetworks and systems, while not PoC compliant,
being able to provide a reasonably comparable détgamvolving simplex Media based conferencing.
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PoC Media Traffic
Optimisation
PoC Network

PoC Remote Access
User

PoC Server

PoC Service Provider

PoC Service Setting

PoC Session

PoC Session Control
Data

PoC Session Data

PoC Session Identity

PoC Session Precedence

PoC Speech
PoC Subscriber

PoC User

Pre-arranged PoC
Group

Pre-arranged PoC
Group Session

A mechanism for reducing PoC Media traffic via B@C-4 reference point.

Network comprising a SIP/IP Core and PoC Serven(s)ch provide PoC capabilities to the associated
PoC capable User Equipments which are compliatit @A PoC Service Enabler specifications.

A user of the PoC service accessing the serviengatly via a non IMS enabled SIP/IP based network
not necessarily using a PoC Client (e.g. a PoC,Ws#r a valid subscription, accessing PoC servicas
a PSTN terminal).

A network element, which implements the 3GPP/3GRR application level network functionality for
the PoC service. A PoC Server can perform theabtkee Controlling PoC Function or ParticipatingdPo
Function, or both at the same time.

A PoC Service Provider provides PoC Service —®0\in or in conjunction with other Value Added
Services — to his PoC Subscribers.

A set of parameters indicating the capability & BoC Client and the willingness of the PoC User to
support related PoC Client and PoC Server funciiiies e.g. Answer Mode Indication, Incoming PoC
Session Barring, Incoming Instant Personal AlertriBg and Simultaneous PoC Sessions Support.

A PoC Session is a SIP Session established byrticequres of this specification. This specification
supports the following types of PoC Sessions: b& Bession, Ad-hoc PoC Group Session, Pre-
arranged PoC Group Session, or Chat PoC GroupoBessi

Information about PoC Session Data e.g. time atel ®@C Session initiator.

Media Bursts and Media Burst Control informatiorleanged during a PoC Session e.g. Video frames,
an image or Talk Burst.

SIP URI, which identifies the PoC Session and wigish be used for routing initial SIP requestss It i
received by the PoC Client during the PoC Sessitebéishment in the Contact header and/or in the
MBCP Connect message in case of using Pre-estabiShssion.

A level of priority determined based on the Senkeevider Policy and the QoE Profile associatedhwit
the PoC Session. It controls how the PoC Sessitveased under competing situations with other PoC
Sessions and may result in a preferred treatmeniiése PoC Sessions with a higher PoC Session
Precedence. The definition of different levels ¢odpplied for this feature is a decision that bgtoro

the PoC Service Provider.

NOTE: A level of priority can be determined for baaf four existing QoE Profiles. When
'Official Government Use' QoE Profile is used, faugh-levels of priority are determined

for this QoE Profile, according to rules in [RFC23&nd WPS namespace.
Communication of speech as defined by PoC version 1
Is one whose service subscription includes the ®a@ce. A PoC Subscriber can be the same person as

a PoC User.

NOTE: In [PoC RD V1.0] the term "PoC Subscribersinetimes used to mean the same as term

"PoC User" in [OMA PoC AD], [OMA PoC CP] and [OMAcE UP].
A User of the PoC service. A PoC User can be theegzerson as a PoC Subscriber. A PoC User uses the
PoC features through the User Equipment.
A persistent PoC Group. The establishment of a 8egsion to a Pre-arranged PoC Group results in the
members being invited.

NOTE: A Pre-arranged PoC Group is a persistent @aftip, where the <invite-members>

element is set to "true" as specified in the [OM#@PDocument-Mgmt] PoC Group.

A PoC Session established by a PoC User to a Paeggad PoC Group.
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Pre-established Session

Primary PoC Session

QoE Profile

Referenced Media
Content

Request with Media
Content
Restricted Group

RTP Media
RTP Session

Secondary PoC Session

Sender Identification

Served PoC User

Service Provider Policy

Session Type
SigComp
Simultaneous PoC

Session

Simultanoeus PoC
Sessions Support

SIP Session

SIP URI

SIP User Agent
Talk Burst

Talk Burst Control

The Pre-established Session is a SIP Sessionise@bbetween the PoC Client and the Home PoC
Server containing at least one Media Stream boomdMedia-floor Control Entity. The PoC Client
establishes the Pre-established Session prior kinmeequests for PoC Sessions to other PoC USers.
establish a PoC Session based on a SIP requestifeoRoC User, the PoC Server conferences other PoC
Servers/Users to the Pre-established Sessionteccesate an end-to-end connection.

A PoC Session that the PoC User selects in preferenother PoC Sessions. When the PoC User has
Simultaneous PoC Sessions, the Primary PoC Sdsasoa priority over Secondary PoC Sessions.

Set of parameters that establish, from a high lpegit of view, the end PoC User experience invaemi
PoC Session. The QoE Profile is part of the PoG’8sebscription and can also be specified for PoC
Groups. Each QoE Profile is associated with cerais for underlying resource usage and potential
prioritization procedures.

Reference(s) to media content to be included imatation to a PoC Session or in a Group
Advertisement.

An invitation to a PoC Session or a Group Advertisat that includes embedded media e.g. Included
Media Content, Referenced Media Content or Textt€un

A Group that can be joined only by a PoC User iiatmember of the Group. A Restricted Group has a
Group List.

The media carried in an RTP payload.

Considered as an association that allows exchang&® Media streams and RTCP messages among a
set of PoC functional entities.

A PoC Session for which the PoC User receives Metlien there is no Media present on the Primary
PoC Session.

The procedure by which the identity of the curfdedia sender is determined and made known to
receivers on the PoC Session.

A PoC User that obtains a PoC service from a Hoot $erver.

Service Provider Policy refers to the overall pplionditions actually selected by a service proyg)e
for commercial implementation of a PoC servicervige Provider Policy is established based on
commercial considerations, which may concern,sigport/non-support of certain network or client
capabilities or service features within a netwo8ervice Provider Policy is applicable only to the
network or subscribers over which the service gtewhas control.

A Session Type is a SIP URI-parameter used to gotheetype of SIP URI, and may take on one of the
following values: adhoc, prearranged, chat or 1-1.

A signaling compression mechanism specified in [BEZD]; SigComp in PoC provides for the
compression of SIP requests and responses.

Functionality, where Home PoC Server discards Memtikeeping conversation uninterrupted, in case a
PoC User is a Participant in more than one PoCi@essnultaneously using the same PoC Client.

A PoC Service Setting for the PoC Client that iaths that the PoC Client is able and PoC User is
willing to use Simultaneous PoC Sessions.

A SIP dialog. From [RFC 3261], a SIP dialog is defl as follows: A dialog is a peer-to-peer SIP
relationship between two UAs that persists for stime. A dialog is established by SIP messages) suc
as a 2xx response to an INVITE request. A dialddestified by a call identifier, local tag, andemote
tag. A dialog was formerly known as a call legRF[C 2543].

From [RFC 3261]: "A SIP or SIPS URI identifies ammmunications resource" and "follows the
guidelines in [RFC 2396]". PoC uses SIP URIs taiihg PoC Clients, PoC Servers, and PoC Sessions,
resource lists that point to URI lists, etc.

A SIP User Agent is any SIP peer that performssidRaling [RFC3261].

A flow of PoC Speech from a PoC Client having tkenpission to send PoC Speech as specified in
[OMA PoC V1.0].

A control mechanism that arbitrates requests fioenRtoC Clients for the right to send PoC Speech as
specified in [OMA PoC V1.0].
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Talk Burst Control
Protocol

Talker Identification

Terminating PoC
Service Point Trigger

Text Content
UE PoC Box

Unconfirmed Indication
Unrestricted Group
User

User Equipment

User Plane

Video

A protocol for performing Talk Burst Control defiahén [OMA PoC V1.0 UP].

A procedure by which the current talker's idenitgetermined and made known to listeners on tiz Po
Session.

A Terminating PoC Service Point Trigger is a filteiterion for a dialog initiating SIP request t¢RoC)
SIP User Agent. For a definition and additionabinfiation on "Service Point Triggers" when the S#P/I
core is 3GPP/3GPP2 IMS, see [3GPP TS 29.228] oPGX.S0013.005] for more information.

Text included in an invitation to a PoC Sessioma Group Advertisement.

A functional entity co-located with the PoC Cliemthe User Equipment where PoC Session Data and
PoC Session Control Data can be stored.

An indication returned by the PoC Server to confinat it is able to receive Media and believesRb€&
Client is able to accept Media. The PoC Server sémel Unconfirmed Indication prior to determining
that all elements on the forward path are readgven able to receive Media.

An Unrestricted Group is a PoC Group that any Ps€runay join.
Any entity that uses the described features thrahghUser Equipment.
A hardware device that supports a PoC Client e.gireless phone.

The User Plane includes the Media and Media costgnlaling (e.g., Talk Burst Control Protocol)
between the PoC Client and PoC Server, betweeRdfieBox and the PoC Server as well as between
PoC Servers.

Communication of live-streamed pictures without &uwgdio component.

3.3 Abbreviations

3GPP 3rd Generation Partnership Project

3GPP2 3rd Generation Partnership Project 2

AD Architecture Document

B2BUA Back to Back User Agent

DM Device Management

FDCFO Full Duplex Call Follow-On Proceed

IAB Incoming Personal Alert Barring

IANA Internet Assigned Numbers Authority

IETF Internet Engineering Task Force

IMS IP Multimedia Subsystem

IP Internet Protocol

ISB Incoming PoC Session Barring

MBCP Media Burst Control Protocol

MIME Multipurpose Internet Mail Extensions

MO Management Object

MSRP Message Session Relay Protocol
NOTE: The base Message Session Relay Protocefiised in [RFC4975].

NAT Network Address Translation

OMA Open Mobile Alliance

PDA Personal Digital Assistant
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PoC
QoE
QoS
RFC
RTCP
RTP
SCR
SDP
SIP
SSS
TBCP
TS
UAC
UAS
ucs
UbDP
UE
UP
URI
URL
usb
UTF-8
WPS
XDM
XML

Push to talk over Cellular
Quality of Experience

Quality of Service

Request For Comments (IETF specifications)

RTP Control Protocol

Real-time Transport Protocol

Static Conformance Requirements

Session Description Protocol

Session Initiation Protocol

Simultaneous PoC Sessions Support

Talk Burst Control Protocol

Technical Specification (3GPP specifications)

User Agent Client

User Agent Server

Universal Character Set

User Datagram Protocol
User Equipment

User Plane

Uniform Resource Identifier
Uniform Resource Locator
User Specific Dictionary

UCS Transformation Format 8
Wireless Priority Service
XML Document Management

Extensible Mark-up Language
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4. Introduction

This specification contains the Control Plane pdoces for the Push to talk over Cellular (PoC) seron the POC-1, POC-
2, POC-10, POC-12 and IP-1 reference points asfememn [OMA-PoC-AD].

The document is structured in the following way:

Clause 5: Common procedurésiefines the common procedures and general ptesigvhich are not described in the
3GPP/3GPP2 specifications.

Clause 6: Procedures at the PoC Cli¢rdefines the originating and terminating proceduatthe PoC Client required to
realize these respective features of the PoC servic

Clause 7: Procedures at the PoC Serlelefines the originating and terminating proceduaethe PoC Server, when it
performs Controlling and Participating PoC Functiamd the determination of the PoC Server role.

Clause 8: PoC BoX defines the procedures at the NW PoC Box andJtaé>oC Box required to realize the PoC Box
feature of the PoC service.

Appendix A: 'Static conformance requirements (SCR)& normative annex containing tables of mangatad optional
features.

Appendix B: "The parameters to be provisioned for PoC sef\ig@a normative annex for PoC provisioning parareet

Appendix C: Presence Information Elements and Proceduigs normative appendix that defines the PoCifipec
Presence information elements and the Presencedraes, which the PoC functional entities followonder to perform
Presence related actions.

Appendix D: 'Initial Filter Criteria" is an informative annex to describe with logi@eples the originating and terminating
Filter Criteria for the IMS to support the PoC ftinoality.

Appendix E: ' Documentation of SIP, SDP and XML extensiassin informative annex to describe the needéersions in
SIP, SDP and XML.

Appendix F: Examples of Signalling Flowss an informative annex to describe some of thealing flows.

Appendix G: 'Change Historydescribes the document version history.
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5. Common procedures

5.1 General

The procedures in this specification are preseintéide form of procedural description. The ordettef procedural steps can
be significant and deviating from the presentecpdn result in interoperability problems.

All Control Plane signalling requests and respotstaeen the PoC Client and the PoC Server, bettteeRoC Box and
PoC Server, as well as between PoC Servers, SHalbbted via the SIP/IP Core as specified in [OM#CPAD]. When
the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, ttteBIP routing procedures are specified in [3GBR4.229] /
[3GPP2 X.S0013.4].

5.2 Authenticated Originator's PoC Address

The Authenticated Originator's PoC Address is th€ Rddress of the PoC User at the originating omieating PoC Client
that has been validated by the SIP/IP Core or tt& Group Identity used by the PoC Server perforrtiiregControlling PoC
Function when inviting PoC Users to a PoC Grousi®es

When the SIP/IP Core corresponds to 3GPP/3GPP2thé8,the Authenticated Originator's PoC Addresoigained in the
P-Asserted-ldentity header according to rules andqulures of [3GPP TS 24.229] / [3GPP2 X.S0013Hé PoC Client
MAY insert a P-Preferred-Identity header, which teams a PoC Client preferred identity, for the $RCore to use inside
the P-Asserted-identity header. If privacy is regdj the From header SHALL contain an anonymous. URI

The From header MAY be used to carry the Authetgit®riginator's PoC Address, and MAY be suppobigthe PoC
Server. The PoC Server MAY be able to support athéaticated Originator's PoC Address in the Froadee if the PoC
Server has transitive trust with the SIP/IP Conel iithe SIP/IP Core is able to perform proxy amtication of the PoC
Client.

If the PoC Server cannot obtain an Authenticatadi@ator's PoC Address for an initial request it/&H reject the request
with a SIP 403 "Forbidden" response.

5.3 Signaling compression

If the SIP/IP Core supports SIP signaling compegshe SIP/IP Core SHALL support SigComp, as djetin
[RFC3320], [RFC3485] and [RFC3486].

The PoC Client SHOULD compress the SIP signalirgpeting to rules and procedures of [RFC3320], [R&FES3 and
[RFC3486] to reduce the transmission delays.

If the PoC Client initiates the signaling compressaccording to rules and procedures of [RFC33RH{C3485] and
[RFC3486], then the SIP/IP Core SHALL compress3He signaling according to rules and procedurd®BC3320],
[RFC3485] and [RFC3486].

The PoC Client and the SIP/IP Core MAY supporteftdtcompression like dynamic compression, UsercBipe
Dictionaries (USD) or other SigComp extended openatto improve the compression efficiency andutbhier reduce
transmission delays (a definition of dynamic comspien, USD and a description of other SigComp eld¢droperations is
specified in [RFC3321]).

NOTE: Dynamic compression and USD can be implengewithout using the extended operations mechanafms
[RFC3321], which is referenced here in the inteoéshoroughness.
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5.4 Nick Name

The PoC Server and the PoC Client MAY send Nick Bsim SIP requests and SIP responses.

If a PoC Server supports sending of Nick Namedhr8quests and SIP responses the use of Nick NGHALL be a
service provider configuration option, where ipisssible to enable or disable the sending of Niakniis.

If PoC Client and PoC Server supports sending okNiames, then following applies:

A PoC Client MAY provide the inviting PoC User'sd¥i Name in the "display-name" part of the Autheatiéd Originator’s
PoC Address, i.e. in the P-Preferred-ldentity headee.g. when the P-Preferred-Identity headeoisncluded, in the From
header of the initial SIP INVITE request or SIP BEFrequest sent towards the PoC Server perforrhim@ articipating
PoC Function.

NOTE 1: A Nick Name included in the P-Preferredrtity header is moved to the P-Asserted-ldentitydes by the
underlying SIP/IP Core if validation of the PoC Adsis is successful as described in [RFC3325].lidiaton
of the PoC Address fails the SIP/IP Core uses aultePoC Address in the P-Asserted-ldentity headerthe
Nick Name, if included in the P-Preferred-ldentigader, is lost. A Nick Name in the From headeeiger
lost.

The PoC Server performing the Participating PoCckan SHALL provide the inviting PoC User’s Nick Ne in the
"display-name" part of the Authenticated Origin&d?oC Address in the initial SIP INVITE requestdre sending the
initial SIP INVITE request to the PoC Server penfiorg the Controlling PoC Function. If the Authemtied Originator’'s
PoC Address already includes a Nick Name it SHAELréplaced by the configured Nick Name, if avaiadhd if privacy
not requested.

NOTE 2: The Nick Name can be configured in the BxGup definitions in the case of Pre-arranged Po@i@and in
the case of Chat PoC Group.

The terminating PoC Client MAY provide the InvitBdC User’'s Nick Name in the "display-name" parthaf To header of
the SIP 200 "OK" response to an initial INVITE regtsent to the PoC Server performing the Particig&oC Function.

The terminating PoC Client MAY have provided theCRdser’s Nick Name in the "display-name” part af #from header
of the SIP INVITE request, when Pre-establishe&iBashas been established.

The PoC Server performing the Participating PoCckan SHALL provide the Invited PoC User’s Nick Narim the
"display-name" part of the Authenticated Origin&d?oC Address in SIP 200 "OK" responses to infidt INVITE
requests before sending the SIP 200 "OK" respantieetPoC Server performing the Controlling PoCdtiam. If the
Authenticated Originator's PoC Address alreadyudels a Nick Name it SHALL be replaced by the caumrfégl Nick Name,
if available and if privacy not requested.

In case of more than one identical Nick Name ir& Bession, the PoC Server MAY make Nick Namesusity using the
form of <Nick Name-n> where n is an integer numis@r. example with Nick Names there can be ‘anongnou
‘anonymous-5', '‘Batman' and 'Batman-3' in the daate Session as all these are unique.

The PoC Server performing the Controlling PoC FiamcSHALL collect Nick Names, if Nick Names for Baipants in a
PoC Session are provided, according to the follgwgnority order:

In case that privacy is requested:

- 1. A Nick Name received in the "display-name" garthe From header of an initial SIP request, diwled; or,

- 2. A Nick Name received in the "display-name" parthe To header of a SIP 200 "OK" response tméral SIP
request, if included; or,

- 3. Astring that is the 'user’ part of the Anonym@&®oC Address as specified in subclause Athymous PoC
Address e.g., "Anonymous-5".

In case that privacy is not requested:
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- 1. The <display-name> child element of the <ent&lement for PoC Users in PoC Group definitionspeciied in
[OMA-PoC-Document-Mgmt] if <display-name> is defiheor,

- 2. The Nick Names received in the "display-namet phthe Authenticated Originator's PoC Addressnitial SIP
requests and SIP 200 "OK" responses to the irf8iialrequests from Participants; or,

- 3. The Nick Names received in the "display-namet phthe From header of initial SIP requests athia "display-
name" part of the To header of the SIP 200 "OKpoeses to the initial SIP requests from Participant

The PoC Server performing the Controlling PoC FuamcEHALL include a Nick Name, if a Nick Name isllezted as
described above, in the Authenticated OriginatBo€ Address of the initial SIP INVITE request whreiiiing a PoC User
to a PoC Session.

NOTE 3: The PoC Server performing the ControllilmCH-unction uses the Nick Name as part of the Sende
Identification as specified in [OMA-POC-UP$ender Identificatioh and as part of Participant Information as
described in subclause 7.2.1.PoC Session Participant requést

The PoC Client MAY show the PoC User a locally stbdisplay name in stead of the received Nick Naheelocally
stored display name is available in the User Egeipim

5.5 Error handling

This specification describes PoC specific errocprures but the handling of errors that cannoebarded as PoC specific
SHALL follow the rules and procedures of the relgvspecification in subclause 2.lldrmative Referencés

5.6 Warning header
5.6.1 General

The PoC Server MAY include a free text string iBIR response to SIP request specified in claus&acedures at the PoC
Servet.

When the PoC Server includes a text string in paese to a SIP INVITE request the text string SHAld included in a
Warning header as specified in [RFC3261]. The Pewe&3 SHALL include the Warning code set to 399 Bl include
the host name set to the host name of the PoCServe

The PoC Client MAY include the preferred languagéccept-Language header in the SIP INVITE reqoeshe SIP 200
"OK" response to the SIP INVITE request.

NOTE: The preferred language can also be usedisesjuent SIP transactions of the PoC Session.

The PoC Server SHOULD choose language of the wauteixt in the Warning-header depending on the predldanguage
indicated in Accept-Language header received fitoeroC Client in the SIP INVITE request or in tHE Sesponse, if the
language is supported. If the warning text is tarbaslated, only explanatory text of the free sxing SHALL be replaced
by the preferred language.

5.6.2  Warning texts

The text string included in a Warning header cdasi$ an explanatory text preceded by a 3-digit texle, according to the
following format <xxx> + <explanatory text>, for axple '102 Too many participants'.

Table 1 defines the warning texts that are deffioethe Warning header when a Warning header isidied in a response to
a SIP INVITE request as specified in subclausel5'General.

Code Explanatory text Description
100 Correct Session Type of <Request-URI> is "sessihat" The Session type uri parameter does mogsmmond to

a Chat PoC Group specified by the SIP URI in the
RequesURI of the SIP INVITE reques
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101

102

103

104

105

106

107

108

109

110

111

112

113

114

115

116

117

118

119

Correct Session Type of <Request-URI> is "sesgirearranged”

Too many participants

Too many group members

Too many Simultaneous PoC Sessions

Isfocus already assigned

Isfocus not assigned

Not authorized to add <Media Type>

Media content in INVITE discarded

PoC Box not possible for a Chat PoC Group

Dispatch group has already another active tipa

User not allowed to transfer the dispatchex rol

Target User not allowed to receive the dispatoble
User is not a dispatcher for the group
QoE Assignment Error

<RequestedQoE> QoE Profile not authorized

PoC Session already exists
Client not supporting the PoC Dispatcher cdjpabi
Media content not allowed

Anonymity not allowed

The value of <Request-URI> will depend on the
actual request received.

The Session type uri parameter mimtesorrespond to
a Pre-arranged PoC Group specified by the SIP DRI i
the Request-URI of the SIP INVITE request.
The value of <Request-URI> will depend on the
actual request received.

The maximum number of Participants allowed in a
PoC Session is exceeded.

The PoC Group has more than <max-participant-
count> members as specified in [OMA-PoC-
Document-Mgmt].

The maximumnber of Simultaneous PoC Sessions
for the PoC Client is exceeded.

A conference focus (a PoC Server performing the
Controlling Function) has already been assigndtido
PoC Session.

A conference focus (a PoC Server performing the
Controlling Function) has not been assigned to the
PoC Session.

The offdvimtlia Type is not accepted due to
authorization. The value of <Media Type> is 'PoC
Speech’, 'Audio, 'Video' or 'Discrete Media'.

At least &ME body containing media has been
removed from the SIP INVITE request.

Voied type PoC Box can't be used for Chat PoC
Groups.

The Dispatch PoC Group already has on-going
Dispatch PoC Session(s) with another PoC Dispatcher

Requesting PoC User not allowed to transfer @ P
Dispatcher role based on the Dispatch PoC Group
definition

Target PoC User is not defined as PoCddi$yer
capable in the Dispatch PoC Group definition

RequgfbC User is not defined as PoC Dispatcher
capable in the Dispatch PoC Group definition

An error in the assignment of the QoE Profile te th
PoC Session has occurred.

Retqdeocal QOE Profile is not authorized
according to the PoC User subscription.

<Requested QoE> will be the Local QoE Profile
requested by the inviting PoC User in the initial
request or by the Invited PoC User in the final
response.

Although the PoC Client attempted to initiate a new
PoC Session, existing PoC Session was joined ihstea

PoC Client is not supporting the PoC Dispatche
capability.

Added media content in the request is not allowed b
PoC Server local policy.

Privacy is requested, but anonymity is not allowed.
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120

121

122

123

124

125

126

127

128
129
130

131

Routing error in network

Function not allowed due to <detailed reason>

Function not allowed

Session does not exist

Service not allowed due to the age limit

No messages

Uri-list service not supported

Service not authorised

Too many embedded groups
No destinations
Conflicting URI: <URI>

Invalid URI <URI>

The SIP request is routed to a wrong server by the
SIP/IP Core.

he flinction is not allowed to this user.

The <detailed reason> will be 'Group definiton’,
'Access Policy', 'Local Policy', 'User authorizatior
free text string.

Function is not allowed, but the detailed desavipti
about the reason is not given.

The target session in the Request URI does nat exis

NOTE: Used by OMA IM as specfiied in
[OMA_IM_TS_Endorsement]
"Warning headét

Service has an age limit and the limit is not reach

NOTE: Used by OMA IM as specified in
[OMA_IM_TS_Endorsement]
"Warning headét

Messages are retrieved, but the history functianrta
messages.

NOTE: Used by OMA IM as specified in
[OMA_IM_TS_Endorsement]
"Warning headét

Uri-list service not supported/allowed by the Serve

NOTE: Used by OMA IM as specified in
[OMA_IM_TS_Endorsement]
"Warning headet

The User is not authorised for this service.

NOTE: Used by OMA IM as specified in
[OMA_IM_TS_Endorsement]
"Warning headet.

PoC Server has found too many embedded groups.
No destination addresses available for the action.

If the URI Usage Type uri-parameter of an URI ia th
MIME resource-lists body or in the Refer-to header
does not correspond to the actual usage of the URI.

<URI> will be the URI including the URI Usage Type
uri-parameter.

The PoC Address received in a SIP PUBLISH request
is not registered by this PoC Client. The reasaricto

be that a race condition has occurred between the
SIP/IP Core and the PoC Network. Retransmitting the
SIP PUBLISH request can give a different result.

Table 1: PoC specific warning texts
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5.6.3  Warning text code numbers

Code numbers 000 — 999 are reserved for use iningarexts within PoC.

NOTE: Vendor-specific warning text is sent withewdrning text code.

5.7 PoC Session ldentity
The PoC Session Identity is a SIP URI, which SHAtlentify the PoC Session.

The PoC Server performing Controlling PoC Func®hALL allocate a unique PoC Session Identity fa BoC Session
when established.

The PoC Server performing the Participating PoCckan MAY re-construct the PoC Session Identitydshen the SIP URI
received from the Controlling PoC Function durirgfOPSession establishment as described in the sudecla3.2.1
"General.

The PoC Session Identity identifies the PoC Sessisuch a way that e.qg.:

- the PoC User is able to leave a PoC Session;
- the PoC User is able to add PoC Users to an orgd@a€ Session;
- the PoC User is able to subscribe the Particiggotration of the on-going PoC Session;

- the PoC User is able to re-join the PoC Sessidorgsas the PoC Session is on-going in the PoCegerv
performing the Controlling PoC Function also in tiase that his Home PoC Server is not anymore
participating the PoC Session; and,

- the SIP/IP Cores are able to route an initial 8duest to the PoC Server performing the ControHo@
Function.

NOTE: The exact format of the PoC Session Idemtiigcated by the PoC Server depends on the furdtigrof the
SIP/IP Core in this PoC Network.

The PoC Server performing Controlling PoC Func®ALL send the PoC Session Identity towards the Btént during
the PoC Session establishment in the Contact header

The PoC Server performing Participating PoC Fumc88IALL send the PoC Session Identity to the Pa€ntin the
MBCP Connect message if Pre-established Sessimset

5.7A PoC Session association

A PoC Client MAY support multiple PoC Addresses &ednvolved in one or more PoC Sessions at the $ane using the
same or different PoC Addresses.

If the PoC Client supports multiple PoC Addressasidan Instance Identifier URN is available arsgd by the PoC Client
the PoC Client:

- 1. SHALL include in the Contact header of the SIEGRSTER request a '+sip.instance' feature tag thighnstance
Identifier URN as specified in [sip-outbound] whegistering to the PoC Service;

- 2. SHALL include in the Contact header of PoC sfe8IP requests and SIP responses a '+sip.instiaatare tag
with the Instance Identifier URN as specified iipfsutbound]; and,

- 3. SHALL include the Instance Identifier URN as gtentity> element 'id" attribute in PoC Servicetiags.

NOTE 1: If a '+sip.instance' feature tag is notuded in the Contact header or in the <entity>dtttibute in the PoC
Service Settings, the PoC Server handles thisaslifistance Identifier URN with the zero lengthueawas
included.
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The PoC Server SHALL subscribe to the "reg" evextkpge according to rules and procedures of [RF&j32&
[RFC3680].

Upon receiving the SIP NOTIFY request as the resfulhe subscription to the "reg" event packageRb€ Server:

- 1. SHALL if the state of the <contact> elementdsgated”, "registered”, "refreshed"

a) cache, for each combination of a PoC addressvextin the <aor> element and the Instance IdentifRN
included in the <unknown-param> element with 'naattelbute equal to '+sip.instance' all PoC Addesss
registered by the same Instance Identifier URNhabthe PoC Server can retrieve the list of PoCréskks
used by the same PoC Client by using the PoC Addred the Instance Identifier URN as the key to the
cached information; and,

b) cache, for each PoC Address received in thexdloe PoC Addresses and the Instance IdentifieX UR
included in the <unknown-param> element with 'naattelbute equal to '+sip.instance' that are regest
together at a PoC Client so that the PoC Serverataeve the list of PoC Addresses registeredttogeby the
same PoC Client using a PoC Address as the kdyetoached information.

NOTE 2: The PoC Server caches the information Wwith keys in order to handle SIP requests and Sporeses from
the PoC Client and the SIP INVITE request fromRB€& Server performing the Controlling PoC Function
differently.

NOTE 3: If an <unknown-param> with a 'name" attrébequal to '+sip.instance' is not included the Be@ser handles
this as if an Instance Identifier URN with the z&ngth value was received.

- 2. SHALL if the state of the <contact> elementést® "expired”, "deactivated”, "probation”, "unigigred" or
"rejected":

a) remove, for each combination of a PoC addresswedén an <aor> element and the Instance Identifier
URN included in the <unknown-param> element witdme' attribute equal to '+sip.instance’, the adiche
list of POC Addresses using the PoC Address anth8tance Identifier URN as the key to the cached
information; and,

b) remove, for each PoC Address received in the <dbe>gached list of PoC Addresses using the PoC
Address in the <aor> as the key to the cachedrimdton.

- Upon receiving the SIP PUBLISH request with the FB®tvice settings the PoC Server: 1. SHALL retu8iR500
"Server Internal Error" response with the warniexf set to '131 Invalid URI <URI>' as specifiedsimbclause 5.6
"Warning header'lf there is no list of PoC Addresses cached usiegAuthenticated Originator's PoC Address and
the Instance Identifier URN in the <entity> 'idritute as the key. Otherwise continue with thet rstep;

NOTE 4: If the <entity> 'id" attribute does notlinde an Instance Identifier URN the PoC Servedtemnthis as if an
Instance Identifier URN with the zero length valuas received.

- 2. SHALL cache the PoC Service Settings using the Rddress and the Instance Identifier URN as thetk the
cached information.

Upon receiving PoC specific SIP requests and S$pamses from PoC Client the PoC Server perfornfiagParticipating
PoC Function:

- 1. SHALL retrieve the cached list of PoC Addresssisg the Instance Identifier URN retrieved froma tbontact
header and the Authenticated Originator's PoC Asidas the key to the cached information; and,

- 2. SHALL apply the QoE specific and Simultaneou€ Fession procedures specified in the subclause 7.3
"Participating PoC Function procedureand in [OMA-PoC-UP] Procedures at the PoC Server performing the
Participating PoC Functiohfor each PoC Session involving a PoC Addressénretrieved list and the Instance
Identifier URN in the Contact header.

NOTE 5: If the Contact header does not includesgp:instance' feature tag with an Instance IdemtifIRN the PoC
Server handles this as if an Instance IdentifieNURth the zero length value was received.

[0 2009 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-PoC_ControlPlane-V2_0-20090922-C Page 35 (648)

Upon receiving an initial SIP INVITE request frolretPoC Server performing the Controlling PoC Fumgtthe PoC Server
performing the Participating PoC Function:

- 1.SHALL retrieve the list of PoC Addresses using BoC Address in the Request URI as the key todabked
information; and,

- 2. SHALL apply the QoE specific and Simultaneou€ Fsession procedures specified in the subclause 7.3
"Participating PoC Function procedureand in [OMA-PoC-UP] Procedures at the PoC Server performing the
Participating PoC Functiohfor each PoC Session involving a PoC Addressénlist and the Instance Identifier
URN in the Contact header.

5.8 QoE Profiles
5.8.1 General

Four QoE Profiles are defined as follows, from loweehigher priority level: 'Basic’, 'Premium’, dfessional’, and 'Official
Government Use' as specified in [OMA-PoC-SQJuality of Experience (QoE)

PoC Clients SHOULD and PoC Servers SHALL suppatube of QoE Profiles.

QOE Profiles are part of the PoC User subscrigii@na QoE Profile is considered within the PoiJsubscription) and,
therefore, the PoC User SHALL be authorized tothsesubscribed QoE Profile as well as any lower Quodfile. How the
PoC Server checks that a PoC User is authorizadeg@ QoE Profile is out of the scope of this dation.

The use of QoE Profiles in PoC Servers is optimralhe PoC Service Provider. If the Service Previdoes not enable the
use of QoE Profiles, the PoC Server SHALL ignoeerigceived QoE information.

If the Service Provider enables the use of QoEilemfthe following applies:

- Each PoC Session SHALL be assigned a QoE Profitedyontrolling PoC Function and each PoC User
participating in a PoC Session SHALL apply a LdQalE Profile that depends on the QoE Profile ofRb&
Session and his own subscription. In order to cgtnv®rmation about QoE Profiles between PoC Seresd PoC
Clients, an SDP attribute is used as specifiediitlause E.3.2QoE Profil¢'. This QoE Profile attribute is
included in SDP offers or SDP answers, containesbine SIP requests or SIP responses.

- A PoC Server performing the Participating PoC Fancin the terminating PoC Network SHALL behave as
B2BUA.

- Each QoE Profile maps to a specific set of QoSrpatars. The QoE Profiles that are authorized fgivan PoC
User and their associated QoS parameters SHALlrdggioned to the PoC Client as specified in sulsdeA.3.1
"OMA PoC Management Object Tfeghese QoS parameters SHOULD be used by the Hie@t@hen reserving
resources at the underlying network, dependindheriLbcal QoE Profile applied by the PoC Clienttfoe PoC
Session. This mechanism aims at getting commoimolas QoS characteristics for all the Participaotshe PoC
Session.
A PoC Group MAY have an associated QoE Profilers=fiin the <qoe> element of the PoC Group docureespecified in
[OMA-PoC-Document-Mgmt]. When the <qoe> elemerdea$ined for a PoC Group, the QoE Profile assigoeal PoC
Session established with that PoC Group SHALL leeQbE Profile defined in the <qoe> element of th€ [Broup
document.

5.8.2  The 'Official Government Use' QoE Profile

PoC Servers and PoC Clients MAY Support the 'Cifi@overnment Use' QoE Profile. If supported thiéictal
Government Use' QoE Profile relies on the use ®Rbsource-Priority header together with the "WR&hespace, as
specified in [RFC4412]. If not supported, the Pagv@r SHALL ignore the received QoE information.

The WPS namespace defines 5 levels of priorityctvlare numbered from 0 to 4, where 4 is the lowedtO is the highest
priority level.

When the 'Official Government Use' QoE Profile $&d for PoC Session or Pre-established Sessidnlisktaent or
modification procedures, a Resource-Priority he&ALL be included according to rules and procedwilRFC4412]
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along with the SDP QoE Profile attribute in the myppiate SIP requests or SIP responses. Exhalusiaigsis of the
appropriate SIP requests or SIP responses in whéResource-Priority header will be included isimacross this
specification; further, the Resource-Priority hea8HALL be included according to rules and procedwf [RFC4412] in
the following SIP request:

- SIP ACK requests in response to the receipt ofPa280 "OK" response to an initial SIP INVITE requesntaining
a Resource-Priority header; in this case the ReseRriority header SHALL be equal to the one ineldich the
initial SIP INVITE request.

For procedures that do not involve PoC SessionmeeBtablished Session establishment or modificatiee Resource-
Priority header, but not the SDP QoE Profile atir# is used to request 'Official Government Use'ripy treatment.

NOTE: SIP/IP Core is expected to support the ReseRriority header.

5.8.3  Priority and pre-emption

PoC Servers and PoC Clients MAY support the pratitn and pre-emption capability. The ControllingdPFunction
SHOULD directly determine the PoC Session Preceslmom the QoE Profile assigned for the PoC Sessisidefined by
the PoC Service Provider. If this capability is gagied, then under high load situations the Po@e3er

- SHALL prioritise the signalling of PoC Sessionsngsthe 'Official Government Use' QoE Profile amoimeg
signalling of other PoC Sessions with lower QoEfiRroBetween PoC Sessions using 'Official Governtidse'
QOE Profile, the PoC Server SHALL prioritize thgrsalling depending on the WPS priority level beusgd by
each PoC Session, according to the rules and piceedf [RFC4412];

- SHOULD prioritise the Media flows of PoC Sessiorithvhigher PoC Session Precedence over Media fidwoC
Sessions with lower PoC Session Precedence;

- When performing the Controlling PoC Function, tleCRServer MAY revoke the Media Burst sending pesiniss,
or reject the Media Burst requests, of PoC Cligatsicipating in PoC Sessions with lower PoC SesBiecedence.
To carry out this actions, the PoC Server SHALleiatt with the User Plane as specified in [OMA-RdZ}-"PoC
Server state transition diagram for general Media® operation}

- When performing the Controlling PoC Function, tleCFServer MAY release, as specified in subclaugd 7.6
"PoC Session release policyPoC Sessions with lower PoC Session Precedareéodhe requests of establishment
of PoC Sessions of a higher PoC Session Precedence.

5.9 Anonymous PoC Address

When a PoC User requests privacy, the PoC Servirpeng the Controlling PoC Function creates aroAymous PoC
Address for the PoC User. In addition to anonynthg, PoC Addresses are also unique in a PoC Se3sierPoC Server
SHALL support Anonymous PoC Addresses. When rexgigi SIP request or a SIP response with privaayested, the
PoC Server performing the Controlling PoC Func&hALL create an Anonymous PoC Address of the form
<sip:anonymous@anonymous.invalid>. If PoC Servepsts Nick Names, and if the Nick Name (see swisea.4 "Nick
Name")is received in a SIP request or SIP responséRdldzServer SHALL use it as a Nick Name. If Nick Nais not
received in a SIP request or SIP response, theJeogr MAY use the 'user' part of the Anonymous Ra@ress as a Nick
Name.

In addition to anonymity, the Anonymous PoC AddessSHALL be unique within PoC Session. If Nick Nanage
supported and used, the PoC Server allocated Nackds of Anonymous PoC Addresses SHALL also be eniga PoC
Session and the PoC User given Nick Names MAY lguenin the PoC Session. In case of more than sremymous PoC
Addresses are used in the same PoC Session, feetbhad Anonymous PoC Session and thereafter g@GeServer SHALL
use the form <sip:anonymous-n@anonymous.invaliderevin is an integer number.

NOTE: The PoC Client can find out the Anonymous Paldresses of the Participants who requested to be
anonymous by subscribing to the Participant Infdroma

[0 2009 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-PoC_ControlPlane-V2_0-20090922-C Page 37 (648)

5.10 PoC Speech

PoC Speech SHALL be offered either with the TalkdBControl Protocol or with the Media Burst CohtPootocol.PoC
Speech Media SHALL exist at most once in the SOErof

When PoC Speech is offered with TBCP one "m=auiiti@' SHALL be included in the SDP without the "asddi' attribute.

When PoC Speech is offered with MBCP one "m=aulii@' SHALL be included in the SDP with the "a=Idbattribute
with a unique value as specified in [RFC4574] arig-afield associated with the "m=audio” line det"'speech” as specified
in [RFC4566].

NOTE: The procedure does not allow for any negatiedvhich means that the sender of an offer decidésh Media
Stream that is regarded as PoC Speech.

5.11 Implicit Media Burst request

An initial SIP INVITE request or a SIP REFER requiedfilling one of the following criteria SHALL beegarded as
received with an Implicit Media Burst request whika PoC Client

1. isinitiating a PoC Session other than a Chat Pa@liSession and only PoC Speech is bound to thiktaMieor
Control Entity; or,

2. attempts to initiate a PoC Session and the Poddeissalready ongoing and the PoC Session isreifitefrom a
Chat PoC Group Session and only PoC Speech is houhd Media-floor Control Entity; or,

3. includes the 'imp_mb_req' parameter in the SDR/affiswer as specified in subclause E.B34kdia Burst Control
Protocol MIME registratioti with the value of 1.

In all other cases the SIP INVITE request or the BEFER request SHALL be regarded as received wiithio Implicit
Media Burst request.

When the received SIP INVITE request or the SIP BEFequest is regarded as an Implicit Media Beguest the PoC
Server performing the Controlling PoC Function SHAdend a response to the PoC Client as specififtkiflOMA-PoC-
UP] "Media Burst Contrdl.

NOTE: The response can be a MBCP message or tlggaifited’ parameter set to 1 included in the SBWeanas
specified in E.3.1Media Burst Control Protocol MIME registration

5.12 Stay on the Media path

The PoC Server performing the Participating PoCckan SHALL behave as a B2BUA according to ruled procedures
of [RFC3261] for the duration of the PoC Sessiohemwstaying on the Media path.

The PoC Server performing the Participating PoCckan MAY indicate the B2BUA behaviour to the Po€r&er
performing the Controlling PoC Function using ti&bba uri-parameter as specified in subclause EEa8k to back UA
uri-parametet and SHALL insert the "b2bua" to the URI of the@8erver in the Contact header of the SIP INVITuest
or the SIP response to the SIP INVITE requeshafRPoC Server performing Participating PoC Fundtidicates according
to the local policy to the Controlling PoC Functidinat it acts as a B2BUA and stays on the Medih.pa

The PoC Server performing the Controlling PoC FamcEHALL cache the B2BUA indications, if it is prided by the PoC
Servers performing the Participating PoC Functions.

The PoC Client and the PoC Box SHALL NOT include t2bua’ uri-parameter to the Contact headereoStR INVITE
request or the SIP response to the SIP INVITE reique

If the 'b2bua’ uri-parameter is included in the ahheader of the SIP INVITE request or the SHpoase to the SIP
INVITE request received from the PoC Client or B@C Box, the PoC Server SHALL reject or releasedPh€ Session
being established.
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5.13 Handling of non-PoC specific feature tags

PoC Clients can include other feature tags in At&amtact headers and Reject-Contact headers lioae tlescribed in this
specification, e.g. 'video', that can be part efgklection of the appropriate user equipment aptication at the Invited
PoC User. This subclause describes the behavidRo@Clients and PoC Servers for non-PoC spedaéitufe tags included
in Accept-Contact headers and Reject-Contact header

The PoC Client:

1. MAY include non-PoC specific feature tags out adfse of this specification in the Accept-Contactdereor in the
Reject-Contact header of a initial SIP INVITE reguehen initiating a Pre-arranged PoC Group Sessidnl PoC
Session or an Ad-hoc PoC Session;

2. MAY include non-PoC specific feature tags out adpe of this specification in the Accept-Contactdereor in the
Reject-Contact header in the Refer-To URI of the BREFER request when initiating a Pre-arranged GaiTip
Session, a 1-1 PoC Session or an Ad-hoc PoC Sessilog Pre-established Session or when adding Ps&Esln
an existing PoC Session; and,

3. MAY include non-PoC specific feature tags out affse of this specification in the Accept-Contactdereor in the
Reject-Contact header of a SIP MESSAGE request wheding a Instant Personal Alert or a Group Adsement
message.

NOTE 1: The behaviour in the PoC Client when réiogi non-PoC specific feature tags is outside tiops of this
specification.

The PoC Server performing the Participating PoCckan acting as a B2BUA

1. SHALL include non-PoC specific feature tag(s) ie thccept-Contact header of the outgoing SIP INVIi€guest
when receiving an initial SIP INVITE request witbmPoC specific feature tag(s) included in Acceptiact
header(s) of the SIP INVITE request or when recgj\a SIP REFER request establishing a PoC Sessiog Bre-
established Session with non-PoC specific feaagés) included in Accept-Contact header(s) of teteRTo URI
of the SIP REFER request when sending the SIP IEEquest to the PoC Server performing the CoitgpPoC
Function or to an Invited PoC Client;

2. SHALL include non-PoC specific feature tag(s) irnthie Reject-Contact header of the outgoing SIP IM&/tequest
when receiving an initial SIP INVITE request witbmPoC specific feature tag(s) included in Rejeactiact
header(s) of the SIP INVITE requestor when recgarSIP REFER request establishing a PoC Sessiiog Bee-
established Session with nhon-PoC specific feaagés) included in Reject-Contact header(s) of teleRTo URI
of the SIP REFER request when sending the SIP IEEquest to the PoC Server performing the CoigpPoC
Function or to an Invited PoC Client;

NOTE 2: When the PoC Server performing the Pawdidig PoC Function is acting as a SIP proxy Accemttact
headers and Reject-Contact headers are forwardeddirng to rules and procedures of [RFC3261].

NOTE 3: The SIP/IP core could remove feature taged on policy.

The PoC Server performing the Controlling PoC Fiamct

1. SHALL include non-PoC specific feature tag(s) incApt-Contact header(s) in outgoing SIP INVITE resy(s}
when receiving a SIP INVITE request initiating & RoC Session, an Ad-hoc PoC Session or a PregaiadoC
Session if non-PoC specific feature tag(s) areunhetl in the Accept-Contact header;

2. SHALL include non-PoC specific feature tag(s) incApt-Contact header(s) in outgoing SIP INVITE rex(s
when receiving a SIP REFER request initiating aPeC Session, an Ad-hoc PoC Session or a Pre-addPgC
Session when non-PoC specific feature tag(s) atadad in the Accept-Contact header in the RefetJRd;
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3. SHALL include non-PoC specific feature tag(s) irjde&Contact header(s) in outgoing SIP INVITE resj(s
when receiving an SIP INVITE request initiating-4 PoC Session, an Ad-hoc PoC Session or a PregauePoC
Session if non-PoC specific feature tag(s) areuhetl in the Reject-Contact header;

4. SHALL include non-PoC specific feature tag(s) iRgject-Contact header in outgoing SIP INVITE redsi@ghen
receiving non-PoC specific feature tag(s) inclugethe Reject-Contact header in the Refer-To URA &P
REFER request initiating a 1-1 PoC Session, an @dPoC Session or a Pre-arranged PoC Session;

5. SHALL include non-PoC specific feature tag(s) incApt-Contact header(s) in outgoing SIP MESSAGE est{g)
when receiving a SIP MESSAGE request sending aisfalvertisement if non-PoC specific feature tagf®
included in the Accept-Contact header; and,

6. SHALL include non-PoC specific feature tag(s) irjéeeContact header(s) in outgoing SIP MESSAGE est(s)
when receiving a SIP MESSAGE request sending a@sfalvertisement if non-PoC specific feature tagf®
included in the Reject-Contact header.

When the SIP/IP Core corresponds to 3GPP/3GPP2thé¢F0C Client SHALL use 3GPP/3GPP2 IMS Applicat8erver
procedures according to rules and procedures dPBGS 24.229] / [3GPP2 X.S0013.4] with the claafions given in this
subclause.
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6. Procedures at the PoC Client

6.1 PoC Client originating procedures

6.1a Backward compatibility

When PoC Client is configured according to the pesters specified in [OMA-PoC1.0-CPIHe parameters to be
provisioned for PoC servitéhe PoC Client SHALL perform procedures specifiieflOMA-PoC-1-CP] Procedures at the
PoC Client instead of the procedures specified in this doenin

NOTE: OMA PoC 1 CP doesn't specify how to handieRIoC 2 specific POC Service Settings.

6.1.1 PoC service registration

6.1.1.1 PoC service registration and re-registratio n

The PoC Client PoC service registration and restegfion to the SIP/IP Core SHALL be made accordingiles and
procedures of [RFC3261] with the clarificationghiis subclause.

When registering or re-registering for the PoC merthe PoC Client

- 1. SHALL generate a SIP REGISTER request accoritimgles and procedures of [RFC3261];

- 2. SHALL include the PoC feature tag '+g.poc.taligun the Contact header of the SIP REGISTER estjthat
contains the contact address of the PoC Client;

- 3. SHALL include the PoC feature tag '+g.poc.dispat’ in the Contact header of the SIP REGISTERestthat
contains the contact address of the PoC CliethigifPoC Dispatcher capability is supported;

- 4. SHALL include the PoC feature tag '+g.poc.gralirmthe Contact header of the SIP REGISTER retghes
contains the contact address of the PoC Cliengécigéiving of Group Advertisement messages is suegpr

- 5. SHALL include the PoC feature tag '+g.poc.disaredia’ in the Contact header of the SIP REGISTdeRest
that contains the contact address of the PoC Cifediscrete Media is supported;

- 6. SHALL include the PoC feature tag '+g.poc.fdafiche Contact header of the SIP REGISTER reghest
contains the contact address of the PoC CliettieiffDCFO Proceed feature is supported;

- 7. SHOULD include the parameter 'q' with value begw 1 and 0 in the Contact header of the SIP REERST
request that contains the contact address of the@fient if UE PoC Box functionality is supported the UE and
enabled by the PoC User.

- 8. SHALL include an additional Contact header cimitey the contact address of the UE PoC Box andgatire
tags 'sip.automata’ and 'sip.actor' with the vadtiacipal' and 'sip.description’ with the valymt recording
device" and the PoC feature tag '+g.poc.talkbalstig with the parameter 'q' with value betweend &if UE PoC
Box functionality is supported by the UE and endlilg the PoC User;

NOTE 1: The value of parameter 'g' for the UE PaX Bnd the PoC Client Contacts cannot be the sarttdsawould
result in parallel forking of the request.

NOTE 2: If the value of parameter 'q' for the Po&i@ Contact header is greater than the valueacdmpeter 'q'
included in the UE PoC Box Contact header thenestgunot containing an Accept-Contact header itidiga
the UE PoC Box will be routed to the PoC Client.

NOTE 3: If the value of parameter 'q' for the Pd@&@ Contact header is less than the value ofmpater 'q' included in
the UE PoC Box Contact header then requests ntdioamy a Reject-Contact header for the UE PoC Bibix
be routed to the UE PoC Box. Equivalent functiagalan be achieved by the PoC Client implementation
redirecting locally the PoC Session invitationhe tJE PoC Box.
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NOTE 4: The use of a higher value of parametdottthe UE PoC Box Contact than the PoC Client @onachieves
similar functionality for the UE PoC Box as the udehe SIP 302 "Moved Temporarily" response acksefor
the NW PoC Box.

NOTE 5: If the SIP/IP Core corresponds to 3GPP thi every contact address in the Contact headeolzontain
the same IP address and port number however tiegasdain different tokens as URI parameters to
differentiate them. 3GPP2 IMS allows additionalis@&y mechanisms to be used (e.g TLS and HTTP Djiges
as well as the security mechanism specified by 3@@me 3GPP2 security mechanisms do not restedtth
to use the same IP address and port number foortct addresses.

- 9. SHALL include an Instance Identifier URN inclaadded Contact header as specified in subcladge'BoC
Session associatidif the PoC Client supports multiple PoC Addresaid if an Instance Identifier URN is
available and used by the PoC Client or, if the Bdi€nt supports NAT traversal and when the Po@rttlis
behind NAT.

- 10. SHALL include a Require header with the optiag 'pref ' according to rules and procedures &38840];

- 11. MAY include the User-Agent header in the SIRERETER request to indicate the OMA PoC releaseimesf
the PoC Client as specified in subclause E.Rdléase version in User-agent and Server hedders

- 12. SHALL insert in the SIP REGISTER request angessary security parameters (e.g. Digest respagseyding
to rules and procedures of the SIP/IP Core;

- 13. SHOULD include a Resource-Priority header atiogrto rules and procedures of [RFC4412], if t€Rlient
supports 'Official Government Use' QoE Profile &mal PoC User requests the priority treatment ofQhg Profile.
If included, the value of the Resource-Priority teeraSHALL be equal to the level of priority assidrte the PoC
User, as specified in subclause S@®E Profile$; and,

- 14. SHALL send the SIP REGISTER request towardsStRélP Core according to rules and procedurelef t
SIP/IP Core.

NOTE 7: The UAC can register clients for severaldars using the same SIP REGISTER request. Inatase enabler
client(s) are already registered and a new enabtmnt is registering, the UAC includes in the REGISTER
request also the feature tag(s) with which therotinablers are currently registered.

Each time the PoC Client has successfully perforarehitial PoC service registration the PoC CISHALL set the PoC
Service Setting as specified in subclause 6. RdC'Service Settings procedure

NOTE 8: The SIP/IP Core may challenge and autbatgtithe SIP REGISTER request requiring the resgnafithe SIP
REGISTER request with authentication credentials.

The PoC Client SHALL send NAT keep-alive messagespecified in [sip-outbound] when the PoC Clisrbéhind
Network Address Translators (NAT) if NAT traversskupported by the PoC Client.

NOTE 9: Periodic application level re-registratisnnitiated by the PoC Client to refresh an ergtiegistration based
on the re-registration requirements of the SIP/tiPeC

When the SIP/IP Core corresponds to 3GPP/3GPP2hEI®oC Client SHALL use 3GPP/3GPP2 IMS registratio
mechanisms according to rules and procedures dP3TS 24.229] / [3GPP2 X.S0013.4] with the claafions given in
this subclause.

6.1.1.2 PoC service de-registration

When de-registering from the PoC service, the PHENCSHALL de-register to the SIP/IP Core accogdlia rules and
procedures of [RFC3261] with the clarificationghie following.

When PoC service de-registering, the PoC Client:

- 1. SHALL remove the PoC Service Settings beforeatdgstering from the PoC service as specified brckause
6.1.2 'PoC Service Settings procedure
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2. SHALL generate a SIP REGISTER request;

3. SHALL NOT include the PoC feature tag '+g.pdkharst’ in the Contact header of the SIP REGIST&tuest
that contains the contact address of the PoC Client

- 4. SHALL include the PoC feature tag '+g.poc.graliimthe Contact header of the SIP REGISTER rdqgtidse
PoC Client needs to continue to receive Group Atisement messages;

- 5. SHALL include a Contact header containing thetact address of the UE PoC Box and the feature tag
'sip.automata’ and 'sip.actor' with the value tppal' and 'sip.description' with the value "pocaeling device" and
the PoC feature tag '+g.poc.talkburst' if UE PoQ Bmctionality is supported by the UE and the Rég&r needs
the UE to continue to act as a UE PoC Box;

- 6. SHALL include an Instance Identifier URN as dfied in subclause 5.7APoC Session associatibifi the PoC
Client supports multiple PoC Addresses and if ataince Identifier URN is available and used byRb€& Client or
the PoC Client supports NAT traversal and if th€R&ient needs to continue to receive Group Adsertient
messages or the PoC Client supports NAT travershlfahe PoC Client needs to continue to receiveu@
Advertisement messages or continue to act as addEB®Xx;.

- 7. SHALL include a Require header with the optiag Yref ' according to rules and procedures ofJ8#40], if
the PoC Client needs to continue to receive Grodypeftisement messages or need to continue to acU&sPoC
Box and MAY include a Require header with the aptiag 'pref ' according to rules and procedurd®BC3840]
in all other cases;

- 8. MAY include the User-Agent header in the SIP REER request to indicate the OMA PoC release waref
the PoC Client as specified in subclause E.Rdléase version in User-agent and Server hedders

- 9. SHALL include the expiration value set to 0 adiog to rules and procedures of [RFC3261], if thser
Equipment also needs to de-register from the SI€dre; and,

- 10. SHALL send the SIP REGISTER request towardsStRélP Core according to rules and procedurelef t
SIP/IP Core.

NOTE 1: In case several enabler clients are regidtEom the same UE, the UAC needs to ensurdttbaty
deregisters the PoC Client and maintains all atihabler clients in the registered state unlest/#es intends
those other clients also to be de-registered. €agmt complete de-registration of all registerealbber clients
the SIP REGISTER request does not include an Expieader set to O but is a refresh registratiohowit the
relevant PoC enabler feature tags (e.g +g.pocuakp

The PoC Client SHALL send NAT keep-alive messagespecified in [sip-outbound] when the PoC Clisnbéhind
Network Address Translators (NAT) if NAT traversakupported by the PoC Client if the PoC Cliergdeeto continue to
receive Group Advertisement messages or if UE PofBnctionality is supported by the UE and the Réger needs the
UE to continue to act as a UE PoC Box.

NOTE 2: Periodic application level re-registratisnnitiated by the PoC Client to refresh an erigtiegistration based
on the re-registration requirements of the SIP/tiPeC

When NAT traversal is supported by the PoC Cliemt @hen the PoC Client is behind NAT registratisnlone according
to the procedures in this subclause and accordinglés and procedures of [sip-outbound] if the Ri@€nt needs to
continue to receive Group Advertisement messagddit PoC Box functionality is supported by the WEthe PoC User
needs the UE to continue to act as a UE PoC Box.

When the SIP/IP Core corresponds to 3GPP/3GPP2eI®oC Client SHALL use 3GPP/3GPP2 IMS registratio
mechanisms according to rules and procedures dP3TS 24.229] / [3GPP2 X.S0013.4] with the claaifions given in
this subclause.

6.1.2 PoC Service Settings procedure

To set, update, remove or refresh the PoC Senétt§s, the PoC Client:

- 1. SHALL generate a SIP PUBLISH request accordingites and procedures of [RFC3903] and [RFC4354];
- 2. SHALL set the Request-URI of the SIP PUBLISHuest to the PoC Address of the PoC User;
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3. SHALL include the PoC Address of the PoC UsethasAuthenticated Originator's PoC Address asipédn
subclause 5.2Authenticated Originator's PoC Addréss

- 4. SHALL include an Accept-Contact header with BoeC feature tag '+g.poc.talkburst' along with 'fegj@and
‘explicit’ parameters according to rules and pracesl of [RFC3841];

- 5. SHALL include a User-Agent header to indicate @MA PoC release version of the PoC Client asiipddn
subclause E.4.1Release version in User-agent and Server hedders

- 6. SHALL set the Event header to the value 'potirgt’;

- 7. MAY set PoC Service Settings expiration timeEkpires header, if set, SHALL set according t@suknd
procedures of [RFC3903], in the same range asetistration timer recommended by SIP/IP Core;

NOTE 1: Expiration timer value 0 means removalhaf PoC Service Settings.

- 8. SHALL include the PoC Service Settings as folpifisetting or updating the PoC Service Setting:
a) Answer Mode Indication setting (auto-answer anmal-answer);
b) Incoming PoC Session Barring setting (ISB activéSB not active);
¢) Incoming Instant Personal Alert Barring sett{iB active or IAB not active); and,
d) Simultaneous PoC Sessions Support setting (B8& @r SSS not active).
- 9. MAY include the following optional PoC Servicet8ngs, if setting or updating the PoC Servicdifgt
a) Invited Parties Identity Information Mode settiftrue’ or 'false’);
b) Included Media Content in a Request Supporirgg(ttrue’ or 'false’);
¢) Referenced Media Content in a Request Supptimg€'true’ or ‘false’);
d) Text Content in a Request Support setting (‘Dudalse");
e) PoC Box use setting (‘'unwilling' or 'uncondiatiror ‘conditional’); and,
f) Privacy setting (‘none’ or 'id").
- 10. SHALL include an Instance Identifier URN in baadded Contact header as specified in subcladge'BoC
Session associatitn

- 11. SHOULD include a Resource-Priority header adiogrto rules and procedures of [RFC4412], if to€Rlient
subscribes to the 'Official Government Use' QoHikrdf included, the value of the Resource-Ptipheader
SHALL be equal to the level of priority assignedhe PoC User according to their subscription pesified in
subclause 5.8Q0E Profile$; and,

- 12. SHALL send the SIP PUBLISH request accordingutes and procedures of SIP/IP Core.

On receiving the SIP 200 "OK" response to the SUBHSH request the PoC Client MAY indicate to the@®User the
successful communication of the PoC Service Settioghe PoC Server.

NOTE 2: If a SIP 500 "Server Internal Error" respemvith the warning text set to '131 Invalid URIRI}' as specified
in subclause 5.8Narning header'ls received as the response to the SIP PUBLISHesgan immediate
retransmission of the SIP PUBLISH request ortnsmission of the SIP PUBLISH request accortiing
the value of the Retry-After header field can gavdifferent result.

When the SIP/IP Core corresponds to 3GPP/3GPP2tiSF0C Client SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 84/23GPP2 X.S0013.4] with the clarifications givim this subclause.

6.1.3 PoC Session initiation
6.1.3.1 General

NOTE 1: This subclause provides common procedunesther subclauses and is not meant to be appfikxts
referenced.

The PoC Client SHALL generate an initial SIP requesording to rules and procedures of [RFC326hg PoC Client:
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1. SHALL include a User-Agent header to indicate @MA PoC release version of the PoC Client asipddn
subclause E.4.1Release version in User-agent and Server hedders

- 2. SHALL include the PoC feature tag '+g.poc.taliéiin the Contact header;

- 3. SHALL include the PoC feature tag '+g.poc.fdafiche Contact header if the FDCFO Proceed feasure
supported;

- 4. SHALL include the PoC feature tag '+g.poc.ditareedia’ in the Contact header, if Discrete Meslisuipported
and acceptable to the PoC User during the PoC@essi

- 5. SHOULD include an Allow header with the SIP noeth supported in this SIP dialog according to raled
procedures of [RFC3261];

- 6. SHALL include the PoC Address of the PoC UsedhasAuthenticated Originator's PoC Address asiipedn
subclause 5.2Authenticated Originator's PoC Addréss

- 7. MAY include a Nick Name in the Authenticated ghiator's PoC Address and, if included, the Nickrida
SHALL be included as specified in subclause BNEK Namé.

The PoC Client SHALL generate an initial SIP INVITé&quest according to rules and procedures of [RBCB The PoC
Client:

- 1. SHALL include the option tag 'timer' in the Soped header;

- 2. SHOULD include the Session-Expires header adngt rules and procedures of [RFC402&eherating an
Initial Session Refresh Requesdt'is RECOMMENDED that the refresher parameter istiaah. If included, the
refresher parameter SHALL be set to 'uac’;

- 3. SHALL include an Accept-Language header to iattiche language to be used by the PoC Servendor t
warning texts sent to the PoC Client if the Po@@liwishes to get the warning texts in a languafjerdnt than
default;

NOTE 2: The use of the option tag 'preconditios'specified in [RFC3312], and the option tag '100as specified in
[RFC3262], is not defined for POC-1 reference point

- 4. SHOULD include a Resource-Priority header adogrtb rules and procedures of [RFC4412], if th€R&ient
supports 'Official Government Use' QoE Profile #mel PoC User requests that QoE Profile. If includled value
of the Resource-Priority header SHALL be equahwlevel of priority assigned to the PoC User,mecHied in
subclause 5.8Q0E Profiles;

- 5. MAY include media content in one or more MIMEdies as specified in [RFC2046] with a total sizaado or
less than the maximum size indicated in "INCLUDEEMA-CONTENT-SIZE". For each included media
content, the PoC Client

NOTE 3: If "INCLUDED-MEDIA-CONTENT-SIZE" is not preisioned or if "INCLUDED-MEDIA-CONTENT-SIZE"
is provisioned and set to zero a MIME body with adid Type specified in [RFC2046] can not be inctude

a) SHALL include a Content-Disposition header asc#fed in [RFC2046] with disposition type set to

"render", "attachment", "icon" or "alert" dependioig the purpose of the Included Media Content aitidl w
"handling" parameter set to "handling=optional".

NOTE 4: The disposition type "icon" indicates ttia body part contains an image suitable as andcepresentation
of the Inviting PoC User. The value "alert" indieathat the MIME body contains information, suclaas
audio clip, that should be rendered by the PoCnCliean attempt to alert the PoC User when rengithe
invitation to the PoC Session.

- 6. MAY include text content in Subject header i SNVITE request as specified in [RFC3261] wittotat size
equal to or less than the maximum size indicatétNCLUDED-TEXT-CONTENT-SIZE"; and,

NOTES: If "INCLUDED-TEXT-CONTENT-SIZE" is not progioned or if "INCLUDED-TEXT-CONTENT-SIZE" is
provisioned and set to zero text content as spekifi [RFC3261] can not be included.
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- 7. MAY include reference to media content in therinfo header or in the Call-Info header or biotlSIP
INVITE request according to rules and procedurdRRC3261].

NOTE 6: Included Media Content is not applicablaew establishing a Pre-established Session adisgénisubclause
6.1.3.2.1 PoC Client initiates a Pre-established Ses%ionwhen joining to a Chat PoC Group Session as
specified in subclause 6.1.3.3RdC Client initiates a Pre-arranged PoC Group Sessir joins a Chat PoC
Group Sessidh

On receipt of a SIP final response or SIP provigioasponse to the SIP request, the PoC Client:

- 1. SHALL cache the list of SIP methods that the F@@ver supports if received in the Allow header;
- 2. SHALL cache the contact if received in the Cohteeader; and,
- 3. MAY present the warning text received in a Wagnheader to the PoC User, if a Warning headexcisived.

On receipt of the SIP 200 "OK" response to thedah&IP INVITE request the PoC Client:

- 1. SHALL start the SIP Session timer using the @akceived in the Session-Expires header accotdinges and
procedures of [RFC4028]Ptocessing a 2xx Response"

- 2. SHALL use the accepted Media Stream and theeztiad Media-floor Control Entities until the PoGsSien is
modified or released;

- 3. MAY present the warning text received in a Wagnheader to the PoC User, if a Warning headexcisived,;
and,

NOTE 7: The PoC Client can perform any furtheraudiassociated with the SIP/IP Core and Access dtktautside
the scope of this Specification in accordance Withrequested priority procedures of the invitatibthe PoC
Client included a Resource-Priority header.

- 4. SHOULD inform the PoC Server performing the Colting PoC Function, as specified in section 6.4 4Jser
Plane Adaptatioty of the achieved QoE Profile, if a QoE Profilesneegotiated and if the PoC Client is unable to
obtain that negotiated QoE Profile according toghemmeters provisioned to the PoC Client, as §pdadn
subclause 5.8Q0E Profiles"

When NAT traversal is supported by the PoC Cliertt when the PoC Client is behind NAT generatiosiéf requests is
done as specified in this subclause and as spe:aifigsip-outbound].

When the SIP/IP Core corresponds to 3GPP/3GPP2té¢S0C Client SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armeduwes of [3GPP TS 24.229] / [3GPP2 X.S0013.4j e
clarifications given in this subclause.

6.1.3.1a SDP offer generation

For a PoC Session one or more Media Types MAY bBered. The offered Media Streams MAY be of PoC $heAudio,
Video and Discrete Media. Media Streams for a Pe€s®n are offered with an SDP body, each indep#ridedia Stream
of offered Media Type represented by its own méee! section also known as m-line. One PoC SeddiaN include one
or more Media-floor Control Entities.

When generating an SDP offer for the PoC Sessigoimethe PoC Client SHALL compose the SDP offgiiracase of PoC
Session initiation.

NOTE 1: The PoC Client can determine the Media $yperently used in the PoC Session as specifiedhclause
6.1.10 'PoC Client subscription to the conference statenepackagé or the PoC Client can use the same or
subset of the Media Types negotiated in the previdaC Session invitation.

When the PoC Client generates the SDP offer foStReSession refresh using SIP re-INVITE requéstRoC Client
SHALL offer the currently used Media Streams wied Media Parameters according to rules and proegaif
[RFC3264].
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When the PoC Client establishes a Pre-establisbesi@, the PoC Client SHALL compose the SDP afein case of PoC
Session initiation. In the SDP offer, the PoC QligiY include one or more Media Types and one orendedia-floor
Control Entities.

When the PoC Client requests User Plane adaptatierRoC Client SHALL offer the used Media Streamth modified
Media Parameters according to rules and proceadif&C3264].

When the PoC Client generates SDP offer for planieglia off hold or placing media on hold, the Pd@@ SHALL offer
the used Media Stream with used Media Parametemsding to rules and procedures of [RFC3264].

When the PoC Client offers to add new Media Typth&oPoC Session or to connect to a Media TypkéarPobC Session,
the PoC Client SHALL offer the Media Type accordingules and procedures of [RFC3264].

NOTE 2: The PoC Client is not necessarily autharieadd a Media Type to the existing PoC Session

When the PoC Client offers to disconnect from a féd/pe in the PoC Session, the PoC Client SHALltkithe Media
Stream as rejected according to rules and procedi{®FC3264].

The PoC Client MAY offer to add a new MediaTypectmnect to a Media Type and to disconnect fromealill Stream in
the PoC Session in the same SIP request.

When composing an SDP offer according to rulespandedures of [RFC3264] and [RFC4566] the PoC Elien

- 1. SHALL set the IP address of the PoC Client fimteoffered Media Stream and for each offered Méda
Control Entity;

NOTE 3: If the PoC Client is behind NAT the IP aglsl and port can be a different IP address andtgorithe one of
the PoC Client depending on NAT traversal methastiusy SIP/IP Core.

- 2. SHALL include the media-level section for eaftered Media Stream consisting of:
a) the port number for the Media Stream selectegpasified in [OMA-PoC-UP]Port number$
b) the codec(s) and Media Parameters;

NOTE 4: The Media Parameters of the Discrete Madiespecified in [OMA-PoC-IM].

c) the "a=label" attribute with a unique value pedfied in [RFC4574], if the Media Stream is todmnnected
to a Media-floor Control Entity, except when onlg® Speech with Talk Burst Control Protocol as fipetin
[OMA-POC-1-UP] is offered;
- d) the "i=" field set to "speech" as specified ibslause 5.10PoC Speechwhen PoC Speech with MBCP is
offered.

NOTE 5: PoC Speech Media exists at most once s offer.

e) the IP address of the PoC Client and port nuridbbe used for RTCP at the PoC Client selectegpasified
in [OMA-PoC-UP] 'Port number$ according to rules and procedures of [RFC36@5he Media Stream uses
the RTCP protocol and other than the default IRresidor port number specified by the [RFC35509 ise
used; and,

f) under the media level definition of MSRP, addagaccept-types:" SDP attribute any combinatioa of
MIME Type "application/vnd.oma.poc.final-report+Xmlapplication/vnd.oma.poc.detailed-progress-
report+xml”, and "application/vnd.oma.poc.optimizebgress-report+xml" if either Discrete Media Tséer
Final Report, detailed Discrete Media Transfer Resg Report and optimized Discrete Media Transfer
Progress Report respectively, is indicated to Ippsred.

NOTE 6: Includes an "a=sendonly" attribute for adilaecomponent if the Media Stream is placed on lasldpecified in
6.1.4.2 'PoC Client placing media on haold

- 3. SHALL include the media-level section of eacfedd Media-floor Control Entity, if any Media-flo€ontrol
Entity is offered, consisting of:
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a) the format list field for the Media-floor Contientity set to "TBCP";
b) the port number for Media-floor Control Entityiected as specified in [OMA-PoC-UR}drt number$

c¢) the "a=floorid:0 mstrm" attribute with valuefgferencing the Media Stream as specified in [RRE3}5
intended to be connected to the Media-floor Cortirtity except when only PoC Speech with Talk Burst
Control Protocol as specified in [OMA-POC-1-UPbidered; and.

d) optionally TBCP MIME parameters as specifieti "SDP Extensioris TBCP MIME parameter
"multimedia=1" is included, unless only PoC Spewith Talk Burst Control Protocol is offered;

- 4. SHOULD include a QoE Profile attribute as sgediin subclause E.3.ZQbE Profilé' with the following value,
if QOE Profiles are provisioned to the PoC Client:

a) the value of the Local QoE Profile correspondimthe QoS achieved by the PoC Client for the Be€sion
if the SDP offer is used in the modification of @PSession.

b) the QoE Profile requested by the PoC User irrathse.
When composing an SDP offer, the PoC Client:

- 1. SHALL bind the media-level section that idem#iPoC Speech to Media-floor Control Entity, if P8@eech is
offered,;

- 2. SHALL bind the media-level section that idemtfiVideo to Media-floor Control Entity, if Video ddfered;

- 3. SHALL bind the media-level section that idemt#iAudio to Media-floor Control Entity, if Audio sffered; and,

- 4. SHALL bind the media-level section that idem#iDiscrete Media to Media-floor Control Entity[Ofscrete
Media is offered and bound to the Media-floor CohEntity.

When the SIP/IP Core corresponds to 3GPP/3GPP2 ¢S 0C Client SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

6.1.3.2 Using Pre-established Session

6.1.3.2.1 PoC Client initiates a Pre-established Se ssion

When the PoC Client initiates a Pre-establishediSethe PoC Client:

- 1. SHALL generate an initial SIP INVITE requestspecified in subclause 6.1.3General”;

- 2. SHALL set the Request-URI of the SIP INVITE reguto the Conference-factory-URI for the PoC seri the
Home PoC Network of the PoC User;

- 3. SHALL include an Accept-Contact header with BeeC feature tag '+g.poc.talkburst' along with 'fegj@and
‘explicit' parameters according to rules and pracesl of [RFC3841];

NOTE 1: The handling of any other non-PoC spedédature tags in Accept-Contact headers or Rejeat#ob headers
is specified in the subclause 5.13dhdling of non-PoC specific feature tdgs

- 4. SHALL include a MIME SDP body as an SDP offespsecified in subclause 6.1.3"12DP offer generation"”

- 5. SHALL include value 'id' in the Privacy headecarding to rules and procedures of [RFC3325]rifaxy is
requested to be used in the automatically answerednated PoC Sessions;

NOTE 2: The included 'id' value is not valid for amgoing SIP REFER request when initiating a Pe€si®n.
- 6. SHALL include the PoC Dispatcher feature tagpeg.dispatcher' in the Contact header, if the Bapatcher
capability is supported by the PoC Client and #ngsbled by the PoC User; and,

- 7. SHALL send the SIP INVITE request towards th€RBerver according to rules and procedures of R4S
Core.

Upon receiving a SIP 200 "OK" response to the SIPITE request the PoC Client:

- 1. SHALL cache the conference URI that identifies Pre-established Session received in the Coméacter;
- 2. SHALL cache the presence of the PoC Dispatadwufe tag '+g.poc.dispatcher’ in the Contact heaated,
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NOTE 3: The presence of the PoC Dispatcher feasgrérg.poc.dispatcher' in the Contact headerei 200 "OK"
response acknowledges to the PoC Client that treeH®oC Server also supports Dispatch PoC Sessions.
Therefore, the PoC Dispatcher bits contained inAttiditional Indications field of the Connect message
valid.

- 3. SHALL interact with the User Plane as specifirefOMA-PoC-UP] 'PoC Client procedures at Pre-established
Session initializatioh

When the SIP/IP Core corresponds to 3GPP/3GPP2té¢S0C Client SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armeduwes of [3GPP TS 24.229] / [3GPP2 X.S0013.4j the
clarifications given in this subclause.

6.1.3.2.2 PoC Client initiates an Ad-hoc PoC Group  Session and 1-1 PoC Session

Upon receiving a request from a PoC User to estalaln Ad-hoc PoC Group Session or a 1-1 PoC Segdioin a Pre-
established Session the PoC Client:
- 1. SHALL generate a SIP REFER request accordimglés and procedures of [RFC3515];

- 2. SHALL set the Request-URI of the SIP REFER rstjtethe conference URI that identifies the Praddished
Session;

- 3. SHALL include the PoC feature tag '+g.poc.ditareedia’ in the Contact header, if Discrete Meslisuipported
and acceptable to the PoC User during the PoC@essid if it was included in the Pre-establishedsin;

- 4. SHALL in case of a 1-1 PoC Session either seRéfer-To header of the SIP REFER request to ¢éiiARdress
of the Invited PoC User according to rules and pdoces of [RFC3515] and continue with the followstgps; or
continue in the step 5;

a) MAY in case of a 1-1 PoC Session and if the Rd@ress is included in the Refer-To header (asiipdc
in the step 3 above) include a URI Usage Type arameter according to subclause E.BJRI'Usage Type
uri-parametet; and,

b) skip the step 4.

- 5. SHALL modify the SIP REFER request accordingules and procedures of [RFC5368] with the follogvin
clarifications:

a) include in the Refer-To header of the SIP REF&RIest a URL identifying the body part containtihg
MIME resource-lists body with the Invited PoC Users

b) include a MIME resource-lists body accordingutes and procedures of [RFC5368] with the listhaf
Invited PoC Users and invited Pre-arranged PoC &ou
The PoC Client MAY, for each URI in the list,

i. set the "copyControl" attribute to 'to', and &t "anonymize" attribute to 'true' if the URIrexjuested to
be anonymous and not to be presented to InvitedUs®Es, according to rules and procedures of
[RFC5364]; and,

ii. include a URI Usage Type uri-parameter accaydmsubclause E.5.4JRI Usage Type uri-parameter
and,
¢) include option tag 'multiple-refer' to the Reguheader.
- 6. SHALL include the following according to rulesdaprocedures of [RFC4488], when more than one Be&l is
invited:
a) the option tag 'norefersub’ in the Require headwl,
b) the value ‘'false' in the Refer-Sub header.
- 7. MAY include the following according to rules aptbcedures of [RFC4488], when only one PoC Uskwised:
a) the option tag 'norefersub’ in the Require headwl,
b) the value ‘'false' in the Refer-Sub header.

- 8. SHALL include value 'id' in the Privacy headecarding to rules and procedures of [RFC3325]ndraymity is
requested;

- 9. SHALL include in the Refer-To URI a Priv-Answigtede header with the value 'Auto’ according toswdaed
procedures of [RFC5373], in case the PoC Userdmpsasted manual answer override;
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- 10. SHALL include in the Refer-To URI an Answer-Mobeader with the value 'Manual;Require' accorting
rules and procedures of [RFC5373], in case the Pe& has requested that Manual Answer Mode be nextjat
the Invited PoC Client;

- 11. SHALL include in the Refer-To URI a Reject-Cacttheader with the feature tags 'sip.automata’simactor’
with the value of 'msg-taker' along with ‘'requaet 'explicit' and another Reject-Contact headefehture tags
'sip.automata’ and 'sip.actor’ with the value ohfgpal' and 'sip.description’ with the value "gecording device"
along with 'require’ and 'explicit’, if the PoC &ilit doesn't want to be routed to a PoC Box;

- 12. SHALL include in the Refer-To URI an Accept-Gact header the feature tags '+g.poc.talkburgt'altomata’
and 'sip.actor' with the value of 'msg-taker' alvitl ‘'require’ and 'explicit' and another Accemtrtact header the
feature tags '+g.poc.talkburst', 'sip.automatd"sip.actor' with the value of 'principal’ angb:diescription’ with the
value "poc recording device" along with ‘requined gexplicit’, if the PoC User explicitly requestst only a PoC
Box is to accept the invitation, otherwise SHALIclinde in the Refer-To URI an Accept-Contact headér the
PoC feature tag '+g.poc.talkburst' along with 'regjand 'explicit’ parameters according to ruled procedures of
[RFC3841];

NOTE 1: The handling of any other non-PoC spedédature tags in Accept-Contact headers or Rejeat#ob headers
is specified in the subclause 5.13dhdling of non-PoC specific feature tdgs

- 13. SHOULD include a Resource-Priority header adiogrto rules and procedures of [RFC4412], if treEQ
Profile assigned to the Pre-established Sessi@ffisial Government Use' QoE Profile. If includdtie value of
the Resource-Priority header SHALL be equal toéel of priority assigned to the PoC User, as #igekin
subclause 5.8Q0E Profiles’ the Resource-Priority header is included as déreaf the SIP REFER request as
well as a Refer-to uri parameter;

NOTE 2: When using Pre-established Sessions, QofiPassigned to the Pre-established Sessioreisame than the
Local QoE Profile assigned to the PoC User forestablished PoC Session.

- 14. MAY include media content in one or more MIMé&dies as specified in [RFC2046] with a total sigaa to or
less than the maximum size indicated in "INCLUDEEMA-CONTENT-SIZE". For each included media

content, the PoC Client

NOTE 3: If "INCLUDED-MEDIA-CONTENT-SIZE" is not preisioned or if "INCLUDED-MEDIA-CONTENT-SIZE"
is provisioned and set to zero, a MIME body withledia Type specified in [RFC2046] can not be ineldid

a) SHALL include a Content-Disposition header asci#fed in [RFC2046] with disposition type set to
"render", "attachment", "icon" or "alert" dependioig the purpose of the Included Media Content aitldl w
"handling" parameter set to "handling=optional".

NOTE 4: The disposition type "icon" indicates ttia body part contains an image suitable as andcepresentation
of the Inviting PoC User. The value "alert" indieathat the MIME body contains information, suclaas
audio clip, that should be rendered by the PoCn€liean attempt to alert the PoC User when reagithe
invitation to the PoC Session.

- 15. MAY include text content in Subject headertiea URI of the Refer-To header according to rules @nocedures
of [RFC3261] with a total size equal to or lessithlze maximum size indicated in "INCLUDED-TEXT-
CONTENT-SIZE";

NOTE 5: If "INCLUDED-TEXT-CONTENT-SIZE" is not pragioned or if "INCLUDED-TEXT-CONTENT-SIZE" is
provisioned and set to zero text content as spekifi [RFC3261] can not be included.

- 16. MAY include a reference to media content inAthert-Info header or in the Call-Info header ot the URI
of the Refer-To header according to rules andgaores in [RFC3261]; and,

- 17. SHALL send the SIP REFER request towards th $erver within the SIP dialog of the Pre-estalklish
Session according to rules and procedures of tRAFSCore.
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NOTE 6: If PoC User wants to cancel the PoC Sesdsitiation, the PoC Client can send SIP BYE reqaesl release
the Pre-established Session as specified in sugkud.3.2.4PoC Client releases a Pre-established Ses$sion
and re-establish the Pre-established Session aeisgén 6.1.3.2.1 PoC Client initiates a Pre-established
Sessioh

Upon receiving a SIP 2xx final response to the BHFER request the PoC Client SHALL interact witretJBlane as
specified in [OMA-PoC-UPTPoC Client procedures at PoC Session initializatio

Upon receiving an incoming SIP NOTIFY request flgiart of the same dialog as the previously sHAtREFER request
the PoC Client:

- 1. SHALL handle the request according to rules prnodtedures of [RFC3515] and [RFC3265];
- 2. MAY display information to the PoC User basedtwminformation in the SIP NOTIFY body; and,

NOTE 7: The PoC Server does not send any SIP NOT#gYest in case the value ‘'false’ was includedarRefer-Sub
header of the SIP REFER request.

- 3. SHOULD inform the PoC Server performing the Colting PoC Function, as specified in section 6.4 4User
Plane Adaptatiohof the achieved QoE Profile if a QoE Profile weegotiated and if the PoC Client is unable to
obtain that negotiated QoE Profile according toghmmeters provisioned to the PoC Client, as §pdadn
subclause 5.8Q0E Profiles.

In addition to this, the PoC Client MAY subscrilzethe conference state event package as specifdbiclause 6.1.10
"PoC Client subscription to the conference statsepackagé

When the SIP/IP Core corresponds to 3GPP/3GPP2tiSF0C Client SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 24 28GPP2 X.S0013.4] with the clarifications givim this subclause.

6.1.3.2.3 PoC Client initiates a Pre-arranged PoC G roup Session or joins a Chat PoC
Group Session

Upon receiving a request from a PoC User to estalaliPre-arranged or Chat PoC Group Session wtithiRre-established
Session the PoC Client:

- 1. SHALL generate a SIP REFER request accordimglés and procedures of [RFC3515];

- 2. SHALL set the Request URI of the SIP REFER retteethe conference URI that identifies the Pretdished
Session;

- 3. SHALL include the PoC feature tag '+g.poc.dismredia’ in the Contact header, if Discrete Meslisuipported
and acceptable to the PoC User during the PoC@essid if it was included in the Pre-establishedsin;

- 4. SHALL set the Refer-To header of the SIP REFEfuest to the URI of the Pre-arranged PoC Grouphet
PoC Group according to rules and procedures of B®6] and include Session Type uri-parameter
"session=prearranged" or "session=chat", respdgtagespecified in E.5.1Session Type uri-parameter

- 5. SHALL, if the PoC Dispatcher capability is supied and if the PoC User requested to initiate spltich PoC
Session as PoC Dispatcher, proceed as specifiiziause 6.1.3.2.3.Dispatch PoC Session initiation as PoC
Dispatchet before continuing with the rest of the steps;

- 6. MAY include the following according to rules aptbcedures of [RFC4488]:
a) the option tag 'norefersub’ in the Require headwl,
b) the value ‘'false' in the Refer-Sub header.

- 7.SHALL include in the Refer-To URI a Priv-Answitede header with the value 'Auto’ according toswad
procedures of [RFC5373], in case the PoC Userdmpsasted manual answer override;

- 8. SHALL include in the Refer-To URI an Answer-Moleader with the value 'Manual;Require' accordingites
and procedures of [RFC5373], in case the PoC Userdquested that Manual Answer Mode be requirdukeat
Invited PoC Client;

- 9. SHALL include in the Refer-To URI a Reject-Carttheader with the feature tags 'sip.automata'sapgctor’
with the value of 'msg-taker' along with ‘requaet 'explicit' and in another Reject-Contact he#ldefeature tags
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'sip.automata’ and 'sip.actor’' with the value oh{ppal’ and 'sip.description’ with the value "pecording device"
along with 'require’ and 'explicit' if the PoC Clteloesn't want to be routed to a PoC Box;

- 10. SHALL include in the Refer-To URI in an Accepontact header the feature tags '+g.poc.talkburst',
'sip.automata’ and 'sip.actor’ with the value afgrtaker' along with ‘require’ and 'explicit' andanother Accept-
Contact header the feature tags '+g.poc.talkblgigtautomata' and 'sip.actor' with the valugohcipal' and
'sip.description’ with the value "poc recording ideV along with ‘require’ and 'explicit' if the P&Zer explicitly
requests that only a PoC Box is to accept theatioi, otherwise SHALL include in the Refer-To Uil Accept-
Contact header with the PoC feature tag '+g.pd&btabt' along with ‘require’ and 'explicit' paraerstaccording to
rules and procedures of [RFC3841];

NOTE 1: The handling of any other non-PoC spedédature tags in Accept-Contact headers or Rejecot#®b headers
is specified in the subclause 5.13ahdling of non-PoC specific feature tdgs

- 11. SHALL include value 'id' in the Privacy headecording to rules and procedures of [RFC332%ndnymity is
requested;

- 12. SHOULD include a Resource-Priority header atiogrto rules and procedures of [RFC4412], if theEQ
Profile assigned to the Pre-established Sessi@ffisial Government Use' QoE Profile. If includdtie value of
the Resource-Priority header SHALL be equal tdélel of priority assigned to the PoC User, as #igekin
subclause 5.8Q0E Profile$; the Resource-Priority header is included asadbeof the SIP REFER request as

well as a Refer-to URI parameter;

- 13. MAY include media content in one or more MIMé&dies as specified in [RFC2046] with a total sigaa to or
less than the maximum size indicated in "INCLUDEEMA-CONTENT-SIZE". For each included media

content, the PoC Client:

NOTE 2: If "INCLUDED-MEDIA-CONTENT-SIZE" is not preisioned or if "INCLUDED-MEDIA-CONTENT-SIZE"
is provisioned and set to zero, a MIME body withledia Type specified in [RFC2046] can not be ineldid

a) SHALL include a Content-Disposition header asci#fped in [RFC2046] set to "render”, "attachment”
"icon" or "alert depending on the purpose of theldded Media Content and with "handling” parametsr

to "handling=optional".

NOTE 3: The disposition type "icon" indicates ttia body part contains an image suitable as andcepresentation
of the Inviting PoC User. The value "alert" indieathat the MIME body contains information, suclaas
audio clip, that should be rendered by the PoCn€liean attempt to alert the PoC User when rengithe
invitation to the PoC Session.

- 14. MAY include text content in Subject headerhia URI of the Refer-To header according to rules @iocedures
of [RFC3261] with a total size equal to or lesgthize maximum size indicated in "INCLUDED-TEXT-

CONTENT-SIZE",

NOTE 4: If "INCLUDED-TEXT-CONTENT-SIZE" is not pragioned or if "INCLUDED-TEXT-CONTENT-SIZE" is
provisioned and set to zero text content as spekifi [RFC3261] can not be included.

- 15. MAY include a reference to media content inAlhert-Info header or in the Call-Info header othban the URI
of the Refer-To header according to rules and phoes of [RFC3261]; and,

NOTE 5: Included Media Content is not applicableégw establishing a Chat PoC Group Session.
- 16. SHALL send the SIP REFER request towards th& $erver within the SIP dialog of the Pre-estalelish
Session according to rules and procedures of tRAFSCore.

Upon receiving a SIP 2xx final response to the BEFER request the PoC Client SHALL interact with tser Plane as
specified in [OMA-PoC-UPTPoC Client procedures at PoC Session initializatio
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NOTE 5: If PoC User wants to cancel the PoC Sesdsitiation, the PoC Client can send SIP BYE reqaesl release
the Pre-established Session as specified in sugkud.3.2.4PoC Client releases a Pre-established Ses$sion
and re-establish the Pre-established Session aeisgén 6.1.3.2.1 PoC Client initiates a Pre-established
Sessioh

Upon receiving an incoming SIP NOTIFY request flgiart of the same dialog as the previously sAtREFER request
the PoC Client:

- 1. SHALL handle the request according to rules prnodtedures of [RFC3515] and [RFC3265];

- 2. MAY display information to the PoC User basedlmminformation in the SIP NOTIFY body; and,

- 3. SHOULD inform the PoC Server performing the Colting PoC Function, as specified in section 6.4 4User
Plane Adaptatiohof the achieved QoE Profile if a QoE Profile weegotiated and if the PoC Client is unable to
obtain that negotiated QoE Profile according toghemeters provisioned to the PoC Client, as §pddn
subclause 5.8Q0E Profiles"

In addition to this, the PoC Client MAY subscrilzethe conference state event package as specifdbiclause 6.1.10
"PoC Client subscription to the conference staten¢éypackage”

When the SIP/IP Core corresponds to 3GPP/3GPP2 ¢S 0C Client SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 24/23GPP2 X.PS0013.4] with the clarifications givin this subclause.

6.1.3.2.3.1. Dispatch PoC Session initiation as PoC Dispatcher

If the PoC Dispatcher capability is supported aineémvthe following procedures are required in otderstablish a Dispatch
PoC Session as PoC Dispatcher, as specified inaugac6.1.3.2.3PoC Client initiates a Pre-arranged PoC Group Sessi
or joins a Chat PoC Group Sessfpthe PoC Client:

- 1. SHALL, in case the PoC User has requested aJ&sSion with the entire Dispatch PoC Group, addibpatch
Type uri-parameter "dispatch=entire-group" to tlegeR To URI, as specified in E.5.Dispatch Type uri-
parametet;

- 2. SHALL, in case the PoC User has requested aJ&sSion with a subset of the Dispatch PoC Group:

a) add the Dispatch Type uri-parameter "dispatchxpoup" to the Refer-To URI as specified in E.5.2
"Dispatch Type uri-parameté&r

b) include a Content-Type header with the valugliaption/resource-lists+xml" or with value
"multipart/mixed" as specified in [RFC2046]; and,

c¢) include a MIME resource-lists body with the kétthe Invited PoC Users.

NOTE: The syntax of the Refer-To header is suchtttmHome PoC Server places the MIME URI-list itite body
of the SIP INVITE request, targeting the DispatdCRGroup, that results from the SIP REFER request.

- 3. SHALL include the PoC Dispatcher feature tagp®g.dispatcher' in the Contact header of the HPER
request.

When the SIP/IP Core corresponds to 3GPP/3GPP2 3 0C Client SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 84/23GPP2 X.S0013.4] with the clarifications givim this subclause.

6.1.3.2.4 PoC Client releases a Pre-established Ses sion

When a PoC Client needs to release a Pre-estath|ssion as created in subclause 6.1.32Q'Client initiates a Pre-
established Sessitrthe PoC Client:

- 1. SHALL generate a SIP BYE request according kesrand procedures of [RFC3261];

- 2. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"PoC Client procedures at Pre-established
Session releasg"

- 3. SHALL set the Request-URI of the SIP BYE requeghe conference URI that identifies the Preldisthed
Session;

- 4. SHALL include value 'id' in the Privacy headecarding to rules and procedures of [RFC3325]ndraymity is
requested;
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5. SHOULD include a Resource-Priority header adogrtb rules and procedures of [RFC4412], if theeQuofile
assigned to the Pre-established Session is 'Ofi@aernment Use 'QoE Profile. If included, theueabf the
Resource-Priority header SHALL be equal to thelle¥@riority assigned to the PoC User, as spetifiesubclause
5.8 "QoE Profiles; and,

6. SHALL send the SIP BYE request towards the Pe@e3 within the SIP dialog of the Pre-establisBedsion
according to rules and procedures of the SIP/IReCor

When the SIP/IP Core corresponds to 3GPP/3GPP2 ¢S 0C Client SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 24 2B8GPP2 X.S0013.4] with the clarifications givim this subclause.

6.1.3.3

Establishment of an On-demand Session

6.1.3.3.1 PoC Client initiates an Ad-hoc PoC Group  Session and 1-1 PoC Session

Upon receiving a request from a PoC User to estalaln Ad-hoc PoC Group Session or a 1-1 PoC Segs@dPoC Client:

1. SHALL generate an initial SIP INVITE requestspecified in subclause 6.1.3General",

2. SHALL set the Request-URI of the SIP INVITE regtito the Conference-factory-URI for the PoC senim the
Home PoC Network of the PoC User;

3. SHALL insert in the SIP INVITE request a Contdiype header with multipart/mixed as specifiedRF{2046];

4. SHALL include in the SIP INVITE request a MIMID® body as an SDP offer as specified in subclaus8.6a
"SDP offer generation";

5. SHALL insert in the SIP INVITE request a MIMEsurce-lists body with the PoC Address(es) of thetéd
PoC User(s) and PoC Group Identities of the inviRegtarranged PoC Group(s) according to rules amcedures
of [RFC5366];

6. SHALL, for each URI in the MIME resource-listedy, set the "copyControl" attribute to 'to’, ard the
"anonymize" attribute to 'true' if the URI is regtexd to be anonymous and not to be presented itedn?oC Users,
according to rules and procedures of [RFC5364];

7. MAY, for each URI in the MIME resource-lists bgdnclude a URI Usage Type uri-parameter accortiing
subclause E.5.4URI Usage Type uri-parameter

8. SHALL include a Reject-Contact header with thatfire tags 'sip.automata’ and 'sip.actor’ wittvéthée of 'msg-
taker' along with 'require’ and 'explicit' and imother Reject-Contact header the feature tagsitggmata’ and
'sip.actor' with the value of ‘principal’ and 'digscription’ with the value "poc recording devieé&®ng with 'require’
and 'explicit' if the PoC Client doesn't want torbaeted to a PoC Box;

9. SHALL include in an Accept-Contact header thetdiee tags '+g.poc.talkburst', 'sip.automata"sipcactor' with
the value of 'msg-taker’ along with ‘require’ aagblicit’ and in another Accept-Contact headerféature tags
'+g.poc.talkburst', 'sip.automata’ and 'sip.aetih the value of ‘principal’ and 'sip.descriptiaith the value "poc
recording device" along with ‘require’ and 'explidithe PoC User explicitly requests that onlp@C Box is to
accept the invitation, otherwise SHALL include aoccApt-Contact header with the PoC feature tag
'+g.poc.talkburst' along with ‘require' and 'exiligarameters according to rules and procedur¢Re€3841];

NOTE 1: The handling of any other non-PoC spedédature tags in Accept-Contact headers or Rejeat#ob headers

is specified in the subclause 5.13ahdling of non-PoC specific feature tdgs

10. SHALL include in the SIP INVITE request a PAnswer-Mode header with the value 'Auto’ accordimgules
and procedures of [RFC5373], in case the PoC Userdguested manual answer override;

11. SHALL include in the SIP INVITE request an Arawlode header with the value 'Manual;Require’ ediog
to rules and procedures of [RFC5373], in case @ Bser has requested that Manual Answer Modedérea at
the Invited PoC Client;

12. SHALL include value 'id" in the Privacy headecording to rules and procedures of [RFC332&ndnymity is
requested; and,

13. SHALL send the SIP INVITE request towards t€FServer according to rules and procedures oStRaP
Core.

On receiving a SIP 180 "Ringing" response to tHe ISIVITE request the PoC Client:
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- 1. SHALL cache the list of supported SIP methodsdkived in the Allow header;
- 2. SHALL cache the PoC Session Identity if receivethe Contact header; and,
- 3. MAY indicate the progress of the PoC Sessioabtishment to the Inviting PoC User.

On receiving a SIP 200 "OK" response to the SIPIMNB/request the PoC Client:

- 1. SHALL cache the list of supported SIP methodsdkived in the Allow header;

- 2. SHALL cache the PoC Session Identity if receiivethe Contact header;

- 3. MAY notify the Media Burst Control Scheme to theC User if received the indication of Media Busintrol
Scheme;

- 4. SHALL notify the PoC User that the PoC Sessias lbeen established with a PoC Box if the Conteatiér
contains the feature tags 'sip.automata’; andreithe

a) the feature tag 'sip.actor' with the value ‘rtedger’; or,

b) the feature tag 'sip.actor' with the value ‘pij@l’ and the feature tag 'sip.description’ whk value "poc
recording device";

- 5. MAY notify the PoC User that the PoC Sessionlieen established with a UE PoC Box if the Corttaeider
contains the feature tags 'sip.actor’ with the egbuincipal' and 'sip.description’ with the valpec recording
device" along with the feature tag 'sip.automata’;

- 6. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"PoC Client procedures at PoC Session
initialization"; and,

- 7. MAY notify the answer state to the PoC User. (inconfirmed" or "Confirmed") if received in tie-Answer-
State header in the response.

NOTE 2: According to [RFC5366] the received 200 "OKeans that the conference was created succgsshat the
client that generated the SIP INVITE request ihanconference, and that the server understoodRidist.
If the client wishes to obtain information about gtatus of other users in the conference it usesrgl
conference mechanisms, such as the conferenceestaiepackage.

In addition to this, the PoC Client MAY subscriloethe conference state event package as specifidbclause 6.1.10
"PoC Client subscription to the conference statsmepackagé

When the SIP/IP Core corresponds to 3GPP/3GPP2tiF0C Client SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armeduwes of [3GPP TS 24.229] / [3GPP2 X.S0013.4j the
clarifications given in this subclause.

6.1.3.3.2 PoC Client initiates a Pre-arranged PoC G roup Session or joins a Chat PoC
Group Session

Upon receiving a request from a PoC User to estalaliPoC Group Session using a PoC Group |deitémgtifying a Pre-
arranged PoC Group or a Chat PoC Group the Po@tClie

- 1. SHALL generate an initial SIP INVITE requestspecified in subclause 6.1.3'General’
- 2. SHALL set the Request-URI of the SIP INVITE reguto the PoC Group Identity identifying the Pofop;

- 3. SHALL include a Reject-Contact header with thatfire tags 'sip.automata’ and 'sip.actor’ witlvéthee of 'msg-
taker' along with 'require’ and 'explicit' and imother Reject-Contact header the feature tagsitggmata’ and
‘sip.actor’ with the value of ‘principal’ and 'sigscription’ with the value "poc recording devie@&ng with ‘require’
and 'explicit' if the PoC Client doesn't want torbated to a PoC Box;

- 4. SHALL include in an Accept-Contact header thetdiee tags '+g.poc.talkburst’, 'sip.automata"sipdactor' with
the value of 'msg-taker’ along with ‘require’ aagblicit’ and in another Accept-Contact headerféature tags
'+g.poc.talkburst', 'sip.automata’ and 'sip.aeti@h the value of 'principal' and 'sip.descriptiaith the value "poc
recording device" along with ‘require’ and 'explidithe PoC User explicitly requests that onlp@C Box is to
accept the invitation, otherwise SHALL include aoccApt-Contact header with the PoC feature tag
'+g.poc.talkburst' along with ‘require' and 'exligarameters according to rules and procedur¢Re€3841];
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NOTE 1: The handling of any other non-PoC spedédature tags in Accept-Contact headers or Rejeat#ob headers
is specified in the subclause 5.13dhdling of non-PoC specific feature tdgs

- 5. MAY include in the Request-URI Session Typeparameter "session=prearranged" or "session=chat"
respectively as specified in E.5.3€ssion Type uri-parameter

NOTE 2: The inclusion of the Session Type uri-pagtamin the Request-URI in case of the On-demasdi®es is not
mandatory, as it is not needed by the PoC Servdufther processing by the Controlling PoC Funtctilm
case the Session Type uri-parameter is includedCtntrolling PoC Function checks whether it is set
correctly.

- 6. SHALL include in the SIP INVITE request a MIMEBD8 body as an SDP offer as specified in subclaus8.éa
"SDP offer generation";

- 7. SHALL include in the SIP INVITE request a Privigwer-Mode header with the value 'Auto’ accordmgutes
and procedures of [RFC5373], in case the PoC Userdguested manual answer override;

NOTE 3: The PoC Server performing the ControllimmCH-unction will ignore the manual answer overiit#cation in
case the PoC Group Identity identifies a Chat Po@u.

- 8. SHALL include in the SIP INVITE request an Answéode header with the value 'Manual;Require"' aditay to
rules and procedures of [RFC5373], in case the Pe& has requested that Manual Answer Mode be nextjat
the Invited PoC Client;

- 9. SHALL include value 'id' in the Privacy headecarding to rules and procedures of [RFC3325]ndraymity is
requested;

NOTE 4: If anonymity is not allowed for the PoC @poindicated with the Request-URI of the SIP INVIfgguest
based on rules specified in the [OMA-PoC-Documengtii¥] the PoC Session will not be allowed by the PoC
Server hosting the PoC Group.

- 10. SHALL, if PoC Dispatcher capability is suppartend if the PoC User requested to initiate a RdpRoC
Session as PoC Dispatcher, proceed as specifthiiause 6.1.3.3.2.DIspatch PoC Session initiation as PoC
Dispatchet before continuing with the rest of the steps;,and

- 11. SHALL send the SIP INVITE request towards tl€FServer according to rules and procedures oStRAP
Core.
On receiving a SIP 180 "Ringing" response to tHe ISIVITE request the PoC Client:

- 1. SHALL cache the list of supported SIP methodsdkived in the Allow header;
- 2. SHALL cache the PoC Session ldentity if receivethe Contact header;
- 3. MAY indicate the progress of the PoC Sessioabtishment to the Inviting PoC User; and,

- 4. SHALL, if the PoC Dispatcher or PoC Fleet Membapability is supported, notify the presence azlde of the
Dispatch Type uri-parameter in the Contact header the Authenticated Originator's PoC Addresshie Inviting
PoC User.

On receiving a SIP 200 "OK" response to the SIPIMNB/request, the PoC Client:

- 1. SHALL cache the list of supported SIP methodsdkived in the Allow header;
- 2. SHALL cache the PoC Session ldentity receivetthénContact header;

- 3. MAY notify the Media Burst Control Scheme to theC User if received the indication of Media Busintrol
Scheme;

- 4. SHALL notify the PoC User that the PoC Sessias Ibeen established with a PoC Box if the Conteatiér
contains the feature tag 'sip.automata’; and either

a) the feature tag 'sip.actor' with the value ‘rtedger’; or,

b) the feature tag 'sip.actor' with the value ‘pifial’ and the feature tag 'sip.description’ whk value "poc
recording device"
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- 5. MAY notify the PoC User that the PoC Sessionlieen established with a UE PoC Box if the Corttaeider
contains the feature tag 'sip.actor' with the @gtuincipal' and 'sip.description’ with the valpec recording
device" along with the feature tag 'sip.automata’;

- 6. SHALL interact with the User Plane as specifiefOMA-PoC-UP] 'PoC Client procedures at PoC Session
initialization";

- 7. MAY notify the answer state to the PoC User. (ilunconfirmed" or "Confirmed") if received in tieAnswer-
State header in the response, and,

- 8. SHALL, if the PoC Dispatcher or PoC Fleet Membapability is supported, notify the presence azlde of the
Dispatch Type uri-parameter in the Contact header the Authenticated Originator's PoC Addresshie Inviting
PoC User.

In addition to this, the PoC Client MAY subscriloethe conference state event package as specifdbclause 6.1.10
"PoC Client Subscription to the conference staenépackage™

When the SIP/IP Core corresponds to 3GPP/3GPP2tiS0C Client SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armeduwes of [3GPP TS 24.229] / [3GPP2 X.S0013.4j thie
clarifications given in this subclause.

6.1.3.3.2.1. Dispatch PoC Session initiation as PoC Dispatcher

If the PoC Dispatcher capability is supported ameémthe following procedures are required in otdestablish a Dispatch
PoC Session as PoC Dispatcher, as specified inaaigec6.1.3.3.2PoC Client initiates a Pre-arranged PoC Group Sessi
or joins a Chat PoC Group Sessfarthe PoC Client:

- 1. SHALL include in the SIP INVITE request the PB{Spatcher feature tag '+g.poc.dispatcher’ in tbet&ct
header according to rules and procedures of [RFQj384

- 2. SHALL, in case the PoC User has requested aS&sSion with the entire Dispatch PoC Group, incindae
Request-URI Dispatch Type uri-parameter "dispatatiree-group”; and,

- 3. SHALL, in case the PoC User has requested ag&sSion with a sub-set of the Dispatch PoC Group:
a) include in the Request-URI Dispatch Type urigoaeter "dispatch=sub-group";

b) insert in the SIP INVITE request a Content-THeader with the value "multipart/mixed" as spedifiie
[RFC2046]; and,

c) insert in the SIP INVITE request a MIME resoutists body with the PoC Address(es) of the InvikaC
User(s) according to rules and procedures of [RIE6h3

When the SIP/IP Core corresponds to 3GPP/3GPP2 ¢S 0C Client SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 24 2B8GPP2 X.S0013.4] with the clarifications givim this subclause.

6.1.4 PoC Client PoC Session modification
6.1.4.1 General

NOTE 1: This subclause provides common proceduresther subclauses and is not meant to be appfikds
referenced.

The PoC Client SHALL generate either a SIP UPDA&guest according to rules and procedures of [RFCJ3®1a SIP re-
INVITE request according to rules and procedurdRéiC3261]. A SIP UPDATE request MAY be used offlshe PoC
Server has indicated support for the SIP UPDAT Ehoet

NOTE 2: The use of the option tag 'preconditioa'specified in [RFC3312], and the option tag '100as specified in
[RFC3262], is not defined for the POC-1 referencimp

When NAT traversal is supported by the PoC Client @hen the PoC Client is behind NAT generatioSkbf requests is
done as specified in this subclause and as speaififsip-outbound].
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When the SIP/IP Core corresponds to 3GPP/3GPP2tiS0C Client SHALL use 3GPP/3GPP2 IMS Session
mechanisms according to rules and procedures d?3TS 24.229] / [3GPP2 X.S0013.4] with the claaifions given in
this subclause.

6.1.4.2 PoC Client placing media on hold
This subclause describes the optional proceduedghib PoC Client SHALL use when placing a mediapgonent on hold.

When the PoC Client sets a media component onthel&®oC Client:

- 1. SHALL generate SIP UPDATE request or a SIP ré4lNE request as specified in subclause 6.1'@é&neral",

- 2. SHALL include in the SIP request a MIME SDP badyan SDP offer as specified in subclause 6.1'3D&
offer generation'with the modified capabilities;

- 3. SHALL include an "a=sendonly" attribute in thBSoffer for a media component which is placed olh

- 4. SHOULD include a Resource-Priority header adogrtb rules and procedures of [RFC4412], if thedldQoE
Profile assigned to the PoC User for the on-goio@ Bession is 'Official Government Use'. If inclddéhe value
of the Resource-Priority header SHALL be equahwlevel of priority assigned to the PoC User,@ecHied in
subclause 5.8Q0E Profile$; and,

- 5. SHALL send the SIP request towards the PoC $acerding to rules and procedures of the SIPARC
On receipt of the SIP 200 "OK" response the Po@rTli

- 1. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"Media on and off hold"and,
- 2. SHALL start to use the Media Parameters receivede MIME SDP body.

NOTE: If a SIP 200 "OK" response is not receiveel BoC Client continues to use the previously aghdedia
Parameters.

When the SIP/IP Core corresponds to 3GPP/3GPP21iMI0C Client SHALL use 3GPP/3GPP2 IMS sessiochian@sms
according to rules and procedures of [SGPP TS 24 28GPP2 X.S0013.4] with the clarifications givim this subclause.

6.1.4.3 PoC Client placing media off hold

This subclause describes the procedures that tGedRent SHALL use when re-activating a media comgrd that had been
on hold.

When the PoC Client activates a media componeat?tfC Client:

- 1. SHALL generate a SIP UPDATE request or a SIINMITE request as specified in subclause 6.1'Gé&neral",

- 2. SHALL include in the SIP request a MIME SDP badyan SDP offer as specified in subclause 6.1'3D&
offer generation'with the modified capabilities;

- 3. SHALL include an "a=sendrecv" attribute in tH@FSoffer for a media component which is activatgdia;

- 4. SHOULD include a Resource-Priority header adogrtb rules and procedures of [RFC4412], if thedldQoE
Profile assigned to the PoC User for the on-goio@ Bession is 'Official Government Use'. If inclddéhe value
of the Resource-Priority header SHALL be equahmlevel of priority assigned to the PoC User,mecHied in
subclause 5.8Q0E Profile$; and,

- 5. SHALL send the SIP request towards the PoC $ac@rding to rules and procedures of the SIPARC
On receipt of the SIP 200 "OK" response the Po@rtli

- 1. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"Media on and off hold"and,
- 2. SHALL start to use the Media Parameters receiiveéde MIME SDP body.

NOTE: If a SIP 200 "OK" response is not receiveel BoC Client continueS to use the previously aghtedia
Parameters.

When the SIP/IP Core corresponds to 3GPP/3GPP21iMI0C Client SHALL use 3GPP/3GPP2 IMS sessiochian@sms
according to rules and procedures of [SGPP TS 24 2B8GPP2 X.S0013.4] with the clarifications givim this subclause.
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6.1.4.4 User Plane adaptation

This subclause describes the optional proceduedghiih PoC Client SHALL use when initiating Useari®d adaptation
during an ongoing PoC Session.

When initiating User Plane adaptation the PoC Glien

- 1. SHALL generate a SIP UPDATE request or a SIINMITE request as specified in subclause 6.1'&é&neral",

- 2. SHALL include in the SIP request a MIME SDP badyan SDP offer as specified in subclause 6.1'3D&
offer generation'with the modified Media Parameters;

- 3. SHOULD include a Resource-Priority header adogrtb rules and procedures of [RFC4412], if thedldQoE
Profile assigned to the PoC User for the on-goioG Bession is 'Official Government Use'. If inclddéhe value
of the Resource-Priority header SHALL be equahwlevel of priority assigned to the PoC User,mecHied in
subclause 5.8Q0E Profile$; and,

- 4. SHALL send the SIP request towards the PoC $ac@rding to rules and procedures of the SIPARC
On receipt of the SIP 200 "OK" response the Po@rli

- 1. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"User Plane adaptation“and,
- 2. SHALL start to use the Media Parameters receiiveéde MIME SDP body.

NOTE: If a SIP 200 "OK" response is not receivegl BoC Client continues to use the previously aghéedia
Parameters.

When the SIP/IP Core corresponds to 3GPP/3GPP2tiF0C Client SHALL use 3GPP/3GPP2 IMS Session
mechanisms according to rules and procedures dP3TS 24.229] / [3GPP2 X.S0013.4] with the claaifions given in
this subclause.

6.1.4.5 SIP Session refresh

Prior to the expiry of the SIP Session timer th€ Rient:

- 1. SHALL generate either a SIP UPDATE request 8tRire-INVITE request as specified in subclaused611
"General". It is RECOMMENDED that SIP UPDATE request be usedead of a SIP re-INVITE request if
supported by PoC Client and PoC Server;

- 2. SHOULD include the Session-Expires header adngit rules and procedures of [RFC402&eherating
Subsequent Session Refresh Requdsis'/RECOMMENDED that the refresher parametesdasto ‘uac'.

- 3. SHALL include option tag 'timer" in the Suppattecader;

- 4. SHALL include in the SIP re-INVITE request a MBVEDP body as an SDP offer as specified in subelaus
6.1.3.1d'SDP offer generation'if SIP re-INVITE request is used;

- 5. SHOULD include a Resource-Priority header adogrtb rules and procedures of [RFC4412], if thedldQoE
Profile assigned to the PoC User for the on-goio@ Bession is 'Official Government Use'. If inclddéhe value
of the Resource-Priority header SHALL be equahwlevel of priority assigned to the PoC User,mecHied in
subclause 5.8Q0E Profile$; and,

- 6. SHALL send the SIP request towards the PoC $acerding to rules and procedures of the SIPARC
On receipt of the SIP 200 "OK" response the Po@rtli

- 1. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"User Plane adaptation'if SIP re-INVITE
was used and there are changes in the SDP ansa@miparison to the previously received SDP body.

When the SIP/IP Core corresponds to 3GPP/3GPP2tiF0C Client SHALL use 3GPP/3GPP2 IMS Sessifrasie
mechanisms according to rules and procedures dP3TS 24.229] / [3GPP2 X.S0013.4] with the claaifions given in
this subclause.

6.1.4.6 Adding and disconnecting from Media Stream

This subclause describes the procedures that tBedRent uses when the PoC Client attempts to atelaMedia Stream to
an existing PoC Session, to connect to a MediaBtithat is used in the PoC Session to disconnatt & Media Stream
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that is currently used by the PoC Client in the B&Ssion, to change the Media-floor Control Emiityding of an used
Media or combination of these.

NOTE 1: To avoid removing the Media Type from &k tParticipants the PoC Client authorized to rembeeMedia
Type can put the Media Stream on hold instead sifadinecting from the Media Stream.

When the PoC User requests to add a Media Strearonnect to a Media Stream or to disconnect fravtedia Stream, the
PoC Client:

- 1. MAY generate a SIP UPDATE request accordingitesrand procedures of [RFC3311], if the PoC Client
supports the SIP UPDATE request and if

a) the PoC Server performing the Participating Pa@ction has indicated support for the SIP UPDATE
method;

b) the offered Media Streams and the offered Média- Control Entities are used in the PoC Sessipthe
PoC Client; and,

c) the offered Media-floor Control Entity bindindg @ach Media Stream used and offered is the sameeak

and SHALL generate a SIP re-INVITE request accaydanrules and procedures of [RFC3261], if the SIP
UPDATE request is not generated;

- 2. SHALL include in the SIP request a MIME SDP badyan SDP offer as specified in subclause 6.1'3D&
offer generation;'

- 3. SHOULD include a Resource-Priority header adogrtb rules and procedures of [RFC4412], if thedldQoE
Profile assigned to the PoC User for the on-goio@ Bession is 'Official Government Use'. If inclddéhe value
of the Resource-Priority header SHALL be equahwlevel of priority assigned to the PoC User,mecHied in
subclause 5.8Q0E Profiles;

- 4. SHALL interact with the User Plane as specifletMA-PoC-UP] "PoC Client procedures when disconnecting
from a Media Typeif removing a Media-floor Control Entity or if @mging the Media-floor Control Entity
bindings or if disconnecting from an existing Medligpe; and,

- 5. SHALL send the SIP request towards the PoC $acedrding to rules and procedures of the SIPARC
On receipt of the SIP 200 "OK" response the Po@rli

- 1. SHALL interact with User Plane as specified@MA-PoC-UP]"User Plane adaptation'if there is change in
Media Parameters, Media formats or codecs in tbeived SDP answer, compared to those previousbeagsDP;

- 2. SHALL interact with User Plane as specified@MA-PoC-UP]"PoC Client procedures when disconnecting
from a Media Type'if there is a Media Stream, that is currentlydisethe PoC Session, marked as rejected in the
received SDP answer or if the current Media-floontol Entity binding of a Media used by the Po@61 and
accepted in the received SDP answer is not the aarirethe received SDP answer; and,

- 3. SHALL interact with User Plane as specified@\A-PoC-UP]"PoC Client procedures when connecting to a
Media Type;'if there is a Media Stream accepted in the rece®&DP answer, that is not currently used by the
Participant in the PoC Session or if the currentdidédloor Control Entity binding of a Media used the PoC
Client and accepted in the received SDP answestithe same as in the received SDP answer.

NOTE 2: The PoC Client keeps resources for prelyoagreed Media Stream, Media-floor Control Ensti®edia
Parameters and codecs until it receives a SIP fesponse.

When the SIP/IP Core corresponds to 3GPP/3GPP2té¢F0C Client SHALL use 3GPP/3GPP2 IMS sessiochar@sms
according to rules and procedures of [3GPP TS 24 28GPP2 X.S0013.4] with the clarifications givim this subclause.

6.1.4.7 Enabling and disabling the Discrete Media T  ransfer Progress Report and the
Final Report

This subclause describes the procedures that tGedHent SHALL use when the PoC Client wishes tal#e or disable the
Discrete Media Transfer Final Report, detailed Bite Media Transfer Progress Report, optimized iletecMedia Transfer
Progress Report in the ongoing PoC Session, Pt Client supports these features.
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When enabling or disabling the Discrete Media TfanBinal Report, detailed Discrete Media Tran$feygress Report or
optimized Discrete Media Transfer Progress Rejfdtie PoC Client supports these features, the Clht:

- 1. SHALL generate a SIP UPDATE request or a SIINMITE request as specified in subclause 6.1'&é&neral",

- 2. SHALL include in the SIP request a MIME SDP badyan SDP offer as specified in subclause 6.1'3SD&
offer generation'with the modified Media Parameters;

NOTE: The enabling of Discrete Media Transfer FiRaport, detailed Discrete Media Transfer ProgRessort or
optimized Discrete Media Transfer Progress RemorafDiscrete Media is indicated by including MINypes
"application/vnd.oma.poc.final-report+xml", "apm@iton/vnd.oma.poc.detailed-progress-report+xml" or
"application/vnhd.oma.poc.optimized-progress-repamt into the "a=accept-types:" SDP attribute of th
Discrete Media.

- 3. SHOULD include a Resource-Priority header adogrtb rules and procedures of [RFC4412], if thedldQoE
Profile assigned to the PoC User within the on-gdiC Session is 'Official Government Use'. If idgd, the
value of the Resource-Priority header SHALL be étméhe level assigned to the PoC User, as sjgekifi
subclause 5.8Q0E Profile$; and,

- 4. SHALL send the SIP request towards the PoC $acerding to rules and procedures of the SIPARC
On receipt of the SIP 200 "OK" response the Po@rEli

- 1. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"User Plane adaptation“and,
- 2. SHALL start to use the Media Parameters receivede MIME SDP body.

If a SIP 200 "OK" response is not received the Bdi€nt SHALL continue to use the previously agrééelia Parameters.

When the SIP/IP Core corresponds to 3GPP/3GPP2téS0C Client SHALL use 3GPP/3GPP2 IMS Session
mechanisms according to rules and procedures dP3TS 24.229] / [3GPP2 X.S0013.4] with the claaifions given in
this subclause.

6.1.4.8 PoC Client modifies the Pre-established Ses sion

This subclause describes the procedures that tBeCHent uses when the PoC Client attempts to iydtig negotiated
Media Streams, codecs, Media formats or Media Petrens of the Pre-established Session without sssocPoC Session.

When the PoC User requests to modify the Pre-éstedol Session without associated PoC Sessiono@edient:

- 1. SHALL generate a SIP UPDATE request or a SIINKMITE request as specified in subclause 6.1'Gé&neral’,

- 2. SHALL include in the SIP request a MIME SDP badyan SDP offer as specified in subclause 6.1'3D&
offer generation;'

- 3. SHALL include the PoC feature tag '+g.poc.ditareedia’ in the Contact header, if Discrete Meslisuipported
and acceptable to the PoC User in the PoC Sess#balslished using the Pre-established Session;

NOTE 1: If PoC feature tag '+g.poc.discretemedis already included in the Contact header in tkeeeBtablished
Session and is no longer acceptable to the PoGC theePoC Client generates a SIP re-INVITE request
without the PoC feature tag '+g.poc.discreteméuliie Contact header.

- 4. SHOULD include a Resource-Priority header adogrtb rules and procedures of [RFC4412], if th€R&ient
supports 'Official Government Use' QoE Profile &mgl PoC User requests that QoE Profile. If includiee value
of the Resource-Priority header SHALL be equahwlevel of priority assigned to the PoC User,mecHied in
subclause 5.8Q0E Profiles;

- 5. SHALL interact with the User Plane as specifletMA-PoC-UP] "PoC Client procedures when disconnecting
from a Media Typeif removing a Media-floor Control Entity or if @mging the Media-floor Control Entity
bindings or if disconnecting from an existing Medligpe; and,

- 6. SHALL send the SIP request towards the PoC $acedrding to rules and procedures of the SIPARC
On receipt of the SIP 200 "OK" response the Po@rtli

- 1. SHALL interact with User Plane as specified@MA-PoC-UP]"User Plane adaptation'if there is change in
Media Parameters, Media formats or codecs in tbeived SDP answer, compared to those previousbeagsDP;
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- 2. SHALL interact with User Plane as specified@MA-PoC-UP]"PoC Client procedures when disconnecting
from a Media Type'if there is a Media Stream, that is currentlydisethe Pre-established Session, marked as
rejected in the received SDP answer or if the ctifedia-floor Control Entity binding of a Mediar8am used by
the PoC Client and accepted in the received SDRexris not the same as in the received SDP ansndr;

- 3. SHALL interact with User Plane as specified@MA-PoC-UP]"PoC Client procedures when connecting to a
Media Type;'if there is a Media Stream accepted in the reckBDP answer, that is not currently used by the
Participant in the Pre-established Session oeifttirrent Media-floor Control Entity binding of agidia Stream
used by the PoC Client and accepted in the rec&e answer is not the same as in the receiveda®BRrer.

NOTE 2: The PoC Client keeps resources for prelyoagreed Media Stream, Media-floor Control Ensti®edia
Parameters and codecs until it receives a SIP @8U fesponse.

When the SIP/IP Core corresponds to 3GPP/3GPP21iMI0oC Client SHALL use 3GPP/3GPP2 IMS sessiochian@sms
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

6.1.5 PoC Client rejoining a PoC Session

6.1.5.1 On-demand Session establishment

Upon receiving a request from a PoC User to regofoC Session the PoC Client:

- 1. SHALL generate an initial SIP INVITE requestspecified in subclause 6.1.3General’
- 2. SHALL set the Request-URI to the PoC Sessiontite

- 3. SHALL include an Accept-Contact header with BoeC feature tag '+g.poc.talkburst' along with 'fegj@and
‘explicit’ parameters according to rules and pracesl of [RFC3841];

NOTE 1: The handling of any other non-PoC spedédature tags in Accept-Contact headers or Rejeot#®b headers
is specified in the subclause 5.13ahdling of non-PoC specific feature tdgs

NOTE 2: The PoC Session Identity includes the $as8ype uri-parameter indicating the PoC Sessipa 8/g.

"session=prearranged"”, "session=chat" or "sessiime& as defined in E.5.55&ssion Type uri-parameter

- 4. SHALL include a MIME SDP body as an SDP offespscified in subclause 6.1.3"12DP offer generation”;

- 5. SHALL include value 'id' in the Privacy headecarding to rules and procedures of [RFC3325]ndraymity is
requested; and,

NOTE 3: If anonymity is not allowed for the PoC @poindicated with the Request-URI of the SIP INVIb&sed on
rules specified in the [OMA-PoC-Document-Mgmt] theC Session will not be allowed by the PoC Server
hosting the PoC Group.

- 6. SHALL send the SIP INVITE request towards th€RBerver according to rules and procedures of tREFS
Core.

On receiving a SIP 200 "OK" response to the SIPIMNB/request the PoC Client:

- 1. SHALL cache the list of supported SIP methodsdkived in the Allow header;
- 2. SHALL cache the PoC Session ldentity receivetthénContact header;

- 3. MAY notify the Media Burst Control Scheme to theC User if an indication of a Media Burst Cont8acheme
is received; and,

- 4. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"PoC Client procedures at PoC Session
initialization".

In addition to this, the PoC Client MAY subscriloethe conference state event package as speacifiadbclause 6.1.10
"PoC Client subscription to the conference statsmepackagé
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When the SIP/IP Core corresponds to 3GPP/3GPP2tiS0C Client SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armeduwes of [3GPP TS 24.229]/ [3GPP2 X.S0013.4j thie
clarifications given in this subclause.

6.1.5.2 Pre-established Session

Upon receiving a request from a PoC User to regofoC Session within a Pre-established Sessithalsebeen established
as specified in subclause 6.1.3.2PbC Client initiates a Pre-established Sessjdh& PoC Client:

- 1. SHALL generate a SIP REFER request accordimglés and procedures of [RFC3515];

- 2. SHALL set the Request-URI of the SIP REFER rstjtethe conference URI that identifies the Prtaddished
Session;

- 3. SHALL include the PoC feature tag '+g.poc.dismredia’ in the Contact header, if Discrete Meslisuipported
and acceptable to the PoC User during the PoC@essid if it was included in the Pre-establishedsin;

- 4. SHALL set the Refer-To header of the SIP REFEfuest to the PoC Session ldentity of the PoC &essibe
re-joined with the Session Type uri-parameter iatiligy the PoC Session type, e.g. "session=preading
"session=chat" or "session=adhoc" as defined inlEZession Type uri-parameter"

NOTE: The PoC Session Identity of the PoC Sessidretre-joined may have been received in the TBGREct
message.

- 5. MAY include the following according to rules aptbcedures of [RFC4488]:

a) the option tag 'norefersub’ in the Require headwl,
b) the value ‘'false' in the Refer-Sub header.

6. SHALL include value 'id' in the Privacy headecarding to rules and procedures of [RFC3325pnibnymity is

requested;

- 7. SHOULD include a Resource-Priority header adogrtb rules and procedures of [RFC4412], if theeQofile
assigned to the Pre-established Session is '‘Oft@aernment Use' QoE Profile. If included, theueabf the
Resource-Priority header SHALL be equal to thelle¥griority assigned to the PoC User, as spetifiesubclause
5.8 "QOE Profiles; the Resource-Priority header is included asadbeof the SIP REFER request as well as a
Refer-to URI parameter; and,

- 8. SHALL send the SIP REFER request towards the $&@er via SIP/IP Core within the SIP dialog of fre-
established Session according to rules and proesddithe SIP/IP Core.

Upon receiving a SIP 2xx response to the SIP REFgRest the PoC Client SHALL interact with the UB&nNe as
specified in the [OMA-PoC-UPPoC Client procedures at PoC Session initializatio

Upon receiving a SIP NOTIFY request that is parthef same dialog as the previously sent SIP REEgRest the PoC
Client:

- 1. SHALL handle the request according to rules pnodtedures of [RFC3515] and [RFC3265]; and,
- 2. MAY display information to the PoC User basedlmminformation in the SIP NOTIFY body.

In addition to this, the PoC Client MAY subscrilzethe conference state event package as specifdbiclause 6.1.10
"PoC Client subscription to the conference statenéypackage”

When the SIP/IP Core corresponds to 3GPP/3GPP2 ¢S 0C Client SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 24 2B8GPP2 X.S0013.4] with the clarifications givim this subclause.

6.1.6  PoC Client leaving a PoC Session

6.1.6.1 Leaving a PoC Session - On-demand Session ¢ ase

When a Participant wants to leave the PoC Seskairhtis been established using On-demand Sesgialisg as specified
in subclause 6.1.3.Establishment of an On-demand Sessionés specified in subclause 6.1.5Qn-demand Session
establishment"the PoC Client:
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1. SHALL interact with the User Plane as specifieOMA-PoC-UP]"PoC Client procedures at PoC Session
releasé;

2. SHALL generate a SIP BYE request according kesrand procedures of [RFC3261];
3. SHALL set the Request-URI to the PoC Sessiontityeof the PoC Session to leave;

4. SHALL include value 'id' in the Privacy headecarding to rules and procedures of [RFC3325]ndreymity is
requested;

5. SHOULD include a Resource-Priority header adogrtb rules and procedures of [RFC4412], if th€R&ient
is allowed to use the 'Official Government Use' Rrfile and the PoC User requests that QoE Prdfilecluded,
the value of the Resource-Priority header SHALlehaal to the level of priority assigned to the Réger, as
specified in subclause 5.80bE Profiles; and,

6. SHALL send a SIP BYE request towards PoC Seawgeording to rules and procedures of SIP/IP Core.

Upon receiving a SIP 200 "OK" response to the SYEBequest, the PoC Client SHALL interact with theer Plane as
specified in [OMA-PoC-UPTPoC Client procedures at PoC Session release”

NOTE: Depending on the release policy describexliiclause 7.2.1.16°6C Session release polighis procedure

either removes the release initiator from the Pe€s®n or releases the whole PoC Session.

When the SIP/IP Core corresponds to 3GPP/3GPP2tiF0C Client SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 24 2B8GPP2 X.S0013.4] with the clarifications givim this subclause.

6.1.6.2

Leaving a PoC Session — Pre-established Ses sion case

Upon receiving a request from a PoC User to leaWe@ Session, the PoC Client:

1. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"PoC Client procedures at PoC Session
releasey

2. SHALL generate a SIP REFER request accordimglés and procedures of [RFC3515];

3. SHALL set the Request-URI of the SIP REFER rstjtthe conference URI that identifies the Pradaished
Session;

4. SHALL set the Refer-To header of the SIP REF&duest to the PoC Session Identity to leave;

NOTE 1: The PoC Session Identity of the PoC Sedsideave may have been received in the TBCP Cammessage

or in the SIP NOTIFY request associated with tHe BEFER request.

5. MAY include the following according to rules apbcedures of [RFC4488]:
a) the option tag 'norefersub’ in the Require headel,
b) the value 'false' in the Refer-Sub header.
6. SHALL include the "method" parameter with théuea'BYE" in the Refer-To header;
7. SHALL include value 'id' in the Privacy headecarding to rules and procedures of [RFC3325]ndraymity is
requested;

8. SHOULD include a Resource-Priority header adogrtb rules and procedures of [RFC4412], if th€R&lient
is allowed to use the 'Official Government Use' Qurfile and the PoC User requests that QoE Prdfilecluded,
the value of the Resource-Priority header SHALlehaal to the level of priority assigned to the Réger, as
specified in subclause 5.8bE Profile§; the Resource-Priority header is included asabeof the REFER
request as well as a Refer-to URI parameter; and,

9. SHALL send the SIP REFER request towards the &a@er via SIP/IP Core within the SIP dialog &f fre-
established Session according to rules and proesddithe SIP/IP Core.

Upon receiving a SIP 2xx response to the SIP REFgRest, the PoC Client:

1. SHALL handle it according to rules and procedwE[RFC3515] and [RFC3265]; and,

2. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"PoC Client procedures at PoC Session
release’
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NOTE 2: If the Media Streams of the Pre-estabtisBession were modified by the PoC Session irotiadir a PoC
Session modification, the PoC Client can initidite Pre-established Session modification in 6.1'Rr8-
established Session modificatido restore the Media Streams used before thecidgm of the PoC Session
with the Pre-established Session.

Upon receiving an incoming SIP NOTIFY request flgitart of the same dialog as the previously sAtREFER request
the PoC Client:

- 1. SHALL handle the request according to rules pnodtedures of [RFC3515] and [RFC3265]; and,

- 2. MAY display information to the PoC User basedlmminformation in the SIP NOTIFY body.

NOTE 3: Depending on the release policy describeslibclause 7.2.1.1&®bC Session release polidhis procedure
either removes the release initiator from the Pe€si®n or releases the whole PoC Session.

When the SIP/IP Core corresponds to 3GPP/3GPP2tiF0C Client SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

6.1.7 PoC Client adding PoC User(s) to a PoC Session

Upon receiving a request from the PoC User to amdoy more PoC Users to an ongoing PoC SessioRaBeClient:

- 1. SHALL generate an initial SIP REFER requestmesciied in subclause 6.1.3:General"and according to rules
and procedures of [RFC3515], if the SIP REFER retjudl be sent in a new dialog; otherwise genesafiP
REFER request according to rules and procedurfRFRE3515];

- 2. SHALL set the Request-URI of the SIP REFER rstjteethe PoC Session Identity of an ongoing Po3i6a;

- 3. SHALL include an Accept-Contact header with BeeC feature tag '+g.poc.talkburst' along with ‘fegj@and
‘explicit' parameters according to rules and pracesl of [RFC3841] if the SIP REFER request willseat in a new
dialog ;

NOTE 1: The handling of any other non-PoC spedédature tags in Accept-Contact headers or Rejeat#ob headers
is specified in the subclause 5.13ahdling of non-PoC specific feature tdgs

NOTE 2: If the ongoing PoC Session is establishedguPre-established Session but is not contrdiethe same PoC
Server, which hosts the Pre-established SessierRalC Session Identity of the on-going PoC Sedsisn
been received in the MBCP Connect message.

- 4. SHALL perform the following actions, if only ol C User is invited, either

a) set the Refer-To header of the SIP REFER reqo¢ke PoC Address of the Invited PoC User acogrth
rules and procedures of [RFC3515] if the "copyCalfitand the "anonymize" attributes are not used, skip
the next step; or

b) continue to the next step.

NOTE 3: If a PoC User wants to add a PoC User uasilgL URI the PoC Client can convert TEL URI t&®?SJRI
according to [RFC3261], if needed.

- 5. SHALL perform the following actions:

a) include a Refer-To header with a content-ID URiinting to an URI-list in a body part containirget
MIME resource-lists body according to rules andcpaures of [RFC5368];

b) include a MIME resource-lists body with the ligtthe PoC Users to be added according to rulds an
procedures of [RFC5368];

c) optionally, for each URI in the list, set thepyControl" attribute to 'to’', and set the "anorg@fiattribute
to 'true' if the URI is requested to be anonymaus raot to be presented to Invited PoC Users, acugptd
rules and procedures of [RFC5364]; and,

d) include option tag 'multiple-refer' to the Reguneader according to rules and procedures of §368].
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- 6. SHALL include the following according to rulescaprocedures of [RFC4488], when more than one BPe& is
added:

a) the option tag 'norefersub’ in the Require headwl,
b) the value ‘'false' in the Refer-Sub header.
- 7. MAY include the following according to rules apbcedures of [RFC4488], when only one PoC Usaddied:
a) the option tag 'norefersub’ in the Require headwl,
b) the value 'false' in the Refer-Sub header.

- 8. SHALL include value 'id' in a Privacy header@utng to rules and procedures of [RFC3325], iframoity is
requested;

NOTE 4: If anonymity is not allowed for the PoC @poindicated with the Request-URI of the SIP REFEfuest
based on rules specified in the [OMA-PoC-Documengii¥] the PoC User(s) will not be added to the PoC
Session by the PoC Server hosting the PoC Group.

9. SHALL include in the Refer-To URI a Priv-Answilede header with the value 'Auto’ according toswad
procedures of [RFC5373] if the PoC User has regdestanual answer override; NOTE 4: The Refer-To URI
can be a PoC Address or a content-ID URL.

- 10. SHALL include in the Refer-To URI an Answer-Mobeader with the value 'Manual;Require' accortiing
rules and procedures of [RFC5373] if the PoC Usearrequested that Manual Answer Mode be requirdtkat
Invited PoC Client;

- 11. SHOULD include a Resource-Priority header atiogrto rules and procedures of [RFC4412], if t€Rlient
is using 'Official Government Use' as the Local QuEfile for the on-going PoC Session. If includéd value of
the Resource-Priority header SHALL be equal tdé¢lel of priority assigned to the PoC User, as #igekin
subclause 5.8Q0E Profile$; the Resource-Priority header is included asalbeof the REFER request as well as
a Refer-to URI parameter; and,

- 12. SHALL send the SIP REFER request towards tl@ $erver within the existing dialog from which theC
Session Identity of the ongoing PoC Session weaived in the Contact header of the SIP final respafisuch a
dialog exists, otherwise send the SIP REFER requoestrds the PoC Server using a new SIP dialogrdiwpto
rules and procedures of the SIP/IP Core.

NOTE 5: The SIP REFER request is sent using a néwdialogin case of Pre-established Session iPth@ Session
Identity is different from Pre-established Sessaentity.

Upon receiving an incoming SIP NOTIFY request ikgiart of the same dialog as the previously sAtREFER request
the PoC Client:

- 1. SHALL handle the request according to rules matedures of [RFC3515] and [RFC3265]; and,

- 2. MAY display information to the PoC User basedlmminformation in the SIP NOTIFY body.

NOTE 6: The PoC Server does not send any SIP NOTé#gYest if the PoC Client inserted the Refer-Seddler with
value 'false' in the SIP REFER request.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechasis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

6.1.8  PoC Client sending an Instant Personal Alert

Upon a request from a PoC User to send an InstasbRal Alert with a PoC Address identifying theaiging PoC Client,
the PoC Client:

- 1. SHALL generate a SIP MESSAGE request accoraingles and procedures of [RFC3428];

- 2. SHALL include Request-URI with the PoC Addresshe PoC User to be alerted,;

- 3. SHALL include the PoC Address of the PoC UsghaAuthenticated Originator's PoC Address asiBpddn
subclause 5.2Authenticated Originator's PoC Addréss
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- 4. SHALL include an Accept-Contact header with BreeC feature tag, '+g.poc.talkburst' along withuiegj and
‘explicit' parameters according to rules and pracesl of [RFC3841];

NOTE: The handling of any other non-PoC specifatiiee tags in Accept-Contact headers or Rejectdcbimeaders
is specified in the subclause 5.13dhdling of non-PoC specific feature tdgs

- 5. SHALL include the User-Agent header to indidhie OMA PoC release version of the PoC Client agifipd in
subclause E.4.1Release version in User-agent and Server hedders

NOTE 1: The value of the content-type is outsidegbope of this specification.

- 6. SHALL send the SIP MESSAGE request towards the Berver according to rules and procedures oStR4P
Core.

NOTE 2: Privacy cannot be applied with the InsRetsonal Alert. If anonymity is required by the dieg PoC User
then the Instant Personal Alert should not be ss@ause the PoC Server will reject the request.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechasis
according to rules and procedures of [3GPP TS 84/23GPP2 X.S0013.4] with the clarifications givim this subclause.

6.1.9 PoC Client sending a Group Advertisement
Upon a request from a PoC User to send a Groupriisement and if PoC Client supports Group Advertisnt, the PoC
Client:

- 1. SHALL generate a SIP MESSAGE request accoraingles and procedures of [RFC3428];

- 2. SHALL include an Accept-Contact header with BoC feature tag '+g.poc.groupad' along with 'rexjaind
‘explicit’ parameters according to rules and praceslof [RFC 3841];

NOTE 1: The handling of any other non-PoC spedédature tags in Accept-Contact headers or Rejecot#®d headers
is specified in the subclause 5.13dhdling of non-PoC specific feature tdgs

3. SHALL include PoC specific content in the forfMdME vnd.poc.group-advertisement+xml body as dedl in

[OMA-PoC-Document-Mgmt] Group Advertisemerit

- 4. SHALL set the Request-URI according to the Pa@ns$ selection to a PoC Address of a PoC Usé¢o, @PoC
Group Identity identifying a Chat PoC Group or afarranged PoC Group, or to an Exploder-URI idgimif a SIP
MESSAGE URI-list service according to rules andogdaures of [RFC5365], if the Exploder-URI is praeiged for
PoC Client;

- 5. SHALL include the PoC Address of the PoC UsghaAuthenticated Originator's PoC Address asiBpéddn
subclause 5.2Authenticated Originator's PoC Addréss

- 6. SHALL include the User-Agent header to indidiie OMA PoC release version of the PoC Client asifipd in
subclause E.4.1Release version in User-agent and Server hedders

- 7. MAY include media content in one or more MIMEdyaas specified in [RFC2046] with a total size ddoar

less than the maximum size indicated in "INCLUDEIEMA-CONTENT-SIZE". For each included media

content, the PoC Client;

NOTE 2: If "INCLUDED-MEDIA-CONTENT-SIZE" is not preisioned or if "INCLUDED-MEDIA-CONTENT-SIZE"
is provisioned and set to zero a MIME body with adi& Type specified in [RFC2046] can not be inctude

NOTE 3: Privacy cannot be applied with Group Adigemnent. If anonymity is requested by the sendin@ Pser, the
Group Advertisement should not be sent, becausBdieServer will reject the request.

a) SHALL include a Content-Disposition header asceffed in [RFC2046] with disposition type set to
"render"”, "attachment"”, "icon" or "alert" dependioig the purpose of the Included Media Content aitidl w
"handling" parameter set to "handling=optional”
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NOTE 4: The disposition type "icon" indicates ttia body part contains an image suitable as andcepresentation
of the Inviting PoC User. The value "alert" indieathat the MIME body contains information, suclaas
audio clip, that should be rendered by the PoCn€liean attempt to alert the PoC User when rengithe
invitation to the PoC Session.

- 8. MAY include text content in the Subject headeSIP MESSAGE request as specified in [RFC326 1 witotal
size equal to or less than the maximum size ineétat "INCLUDED-TEXT-CONTENT-SIZE";

NOTE 4: If "INCLUDED-TEXT-CONTENT-SIZE" is not pragioned or if "INCLUDED-TEXT-CONTENT-SIZE" is
provisioned and set to zero text content as spekifi [RFC3261] can not be included.

- 9. MAY include a reference to media content in @afb header according to rules and procedureRFJ3261];
and,

- 10. SHALL send the SIP MESSAGE request toward$ih@€ Server according to the procedures of the BIP/I
Core.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechasis
according to rules and procedures of [3GPP TS 84/23GPP2 X.S0013.4] with the clarifications givim this subclause.

6.1.10 PoC Client subscription to the conference state event package

A PoC Client MAY subscribe to the conference statent package by sending a SIP SUBSCRIBE requexditéin
information of the status of a PoC Session.

When subscribing to the conference state eventgggckhe PoC Client:
- 1. SHALL generate a SIP SUBSCRIBE request and umaSIP-dialog, as specified in subclause 6.1.3.1
"General"and according to rules and procedures of [RFC3268][RFC4575];
- 2. SHALL set the Request-URI of the SIP SUBSCRIBguest to PoC Session Identity or the PoC Grourtitgte

- 3. SHALL include an Accept-Contact header with BoeC feature tag '+g.poc.talkburst' along with 'fegj@and
‘explicit' parameters according to rules and pracesl of [RFC3841];

- 4. SHOULD include a Resource-Priority header adogrtb rules and procedures of [RFC4412], if th€R&ient
supports 'Official Government Use QoE Profile amel PoC User requests the priority treatment of3bE Profile.
If included, the value of the Resource-Priority teeraSHALL be equal to the level of priority assidrte the PoC
User, as specified in subclause S@®E Profile$; and,

- 5. SHALL send the SIP SUBSCRIBE request toward$th€ Server using a new SIP dialog, accordinglesru
and procedures of the SIP/IP Core.

The responses to the SIP SUBSCRIBE request SHALhanelled according to rules and procedures of [RB6Band
[RFC4575], and rules and procedures of the SIPAfe @ith the clarifications given in this subclause
Upon receiving a SIP 200 "OK" or a SIP 202 "Acceptesponse to the SIP SUBSCRIBE request the P&EDCI

- 1. SHALL cache the address of the PoC Server reddivthe Contact header.

Upon receiving an incoming SIP NOTIFY request ikgiart of the same SIP dialog as the previousty S&¢ SUBSCRIBE
request the PoC Client:

- 1. SHALL handle the request according to rules mattedures of [RFC3265] and [RFC4575]; and,

- 2. MAY display the current state information of theC Session or PoC Group to the PoC User bas#teon
information in the SIP NOTIFY request body.

NOTE: The PoC Client which requested privacy cad fiut its Anonymous PoC Address in the XML atttéou
"entity" of the XML element "user" with the XML aibute "yourown" equal to "true" as specified inNI@--
IM-TS_Endorsement]Conference Event Packdge

When needed the PoC Client SHALL terminate the aijiitson and indicate it terminated according tlesuand procedures
of [RFC3265].
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The contents of the SIP NOTIFY request body is digelcin subclause 7.2.1.11'%enerating a SIP NOTIFY request”

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechasis
according to rules and procedures of [3GPP TS 24 28GPP2 X.S0013.4] with the clarifications givim this subclause.

6.1.11 PoC Client canceling a PoC Session

6.1.11.1  Canceling a PoC Session - On-demand Sessio n case

When the PoC User wants to cancel the PoC Sesst@tion, when On-demand Session signaling is @sespecified in
subclause 6.1.3.Fstablishment of an On-demand Sessiand when the PoC Client has not yet receiveda 8tP
response for the SIP INVITE request, the PoC CIBALL cancel the SIP INVITE request acting as UA€ording to
rules and procedures of [RFC3261].

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechais
according to rules and procedures of [SGPP TS 24 2B8GPP2 X.S0013.4] with the clarifications givim this subclause.

6.1.12 Simultaneous PoC Session control procedures

The PoC Client MAY use Simultaneous PoC Sessiotralprocedures if Simultaneous PoC Sessions grposted by the
Home PoC Network, if the provisioned parameter SIBIESNS specified in Appendix B'he parameters to be provisioned
for PoC serviceis greater than zero.

6.1.12.1 PoC Client setting PoC Session priority

The PoC Client MAY set a PoC Session priority wiiniliéiating a PoC Session with a SIP INVITE requesat any time
later when a valid PoC Session exists with a SIPAFE or SIP re-INVITE request.

When the PoC User wants to set or change the PssidBepriority the PoC Client:

- 1. SHALL generate an a SIP INVITE request, SIPN®AITE request or SIP UPDATE request as specified in
subclause 6.1.3P0C Session initiatidn subclause 6.1.9°0C Client rejoining a PoC Sessloor subclause 6.1.4
"PoC Client PoC Session modificatipn

NOTE 1: The SIP request generation also includeB 8ffer generation as specified in subclause @.4.%DP offer
generatiot.

- 2. SHALL include the PoC Session parameter "pocs_gefority" into the SIP request MIME SDP body &ach
offered Media-floor Control Entity according to slduse E.3.1Media Burst Control Protocol MIME
registration’, and,

NOTE 2: The value of "poc_sess_priority" is the sdor all the Media-floor Control Entities of the® Session.

- 3. SHALL send the SIP request towards the PoC $acedrding to rules and procedures of the SIPARC
On receipt of the SIP 200 "OK" response the Po@rtli

- 1. SHALL take account the parameter "poc_sess ipyflan the SDP answer; and,
- 2. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"Simultaneous PoC Sessions"

NOTE 3: If a SIP 200 "OK" response is not receitleel PoC Client continues to use the previouslyedjsetting.

The PoC Client MAY indicate the PoC Session pryoaitd PoC Session locking setting in the same &jBest.

When the SIP/IP Core corresponds to 3GPP/3GPP2tiF0C Client SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.
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6.1.12.2 PoC Client handling of PoC Session locking

The PoC Client MAY request to lock itself in a pewtar PoC Session while initiating a PoC Sessidth & SIP INVITE
request or at any time later when a valid PoC $assxists with a SIP UPDATE or a SIP re-INVITE reqtl

When the PoC User wants to set or change PoC 8desking state the PoC Client:

- 1. SHALL generate a SIP INVITE request, SIP re-INEIrequest or SIP UPDATE request as specified ir36.
"PoC Session initiatidh subclause 6.1.370C Client rejoining a PoC Sessloor subclause 6.1.470C Client PoC
Session modificatidn

NOTE 1: The SIP request generation also includeB 8ffer generation as specified in subclause @.4.%DP offer
generatiot.

- 2. SHALL include the PoC Session locking param@gtec_lock” into the SIP request MIME SDP body fack
offered Media-floor Control Entity according to slduse E.3.2Media Burst Control Protocol MIME
registration'; and,

NOTE 2: The value of "poc_lock" is the same forth#é# Media-floor Control Entities of the PoC Sessio

- 3. SHALL send the request towards the PoC Senaarding to rules and procedures of the SIP/IP Core.
On receipt of the SIP 200 "OK" response the Po@rtli

- 1. SHALL take account the parameter "poc_lock'hi@a SDP answer; and,
- 2. SHALL interact with the User Plane as specifrefOMA-PoC-UP]"Simultaneous PoC Sessions"

NOTE 3: If a SIP 200 "OK" response is not receitleel PoC Client continues to use the previouslyeysetting.

NOTE 4: The PoC Session locking is automaticallgased when the PoC Session is ended.

The PoC Client MAY indicate PoC Session prioritgyld@0C Session locking setting in the same SIP stque

NOTE 5: If the PoC Client indicates PoC Sessioorjisi and PoC Session locking setting in the saffer8quest, PoC
Session locking has precedence over PoC Sessimnityvishen those apply.

When the SIP/IP Core corresponds to 3GPP/3GPP2 ¢S 0C Client SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 24 28GPP2 X.S0013.4] with the clarifications givim this subclause.

6.1.13 PoC Client expels Participant(s) from a PoC Session

Upon receiving a request from the PoC User to eapelor more Participants from an ongoing PoC Sestlie PoC Client:

- 1. SHALL generate an initial SIP REFER requestpesiied in subclause 6.1.3'General"and according to rules
and procedures of [RFC3515], if the SIP REFER retjudl be sent in a new dialog; otherwise genesafiP
REFER request according to rules and procedurfRFRE3515];

- 2. SHALL set the Request-URI of the SIP REFER rstjteethe PoC Session Identity of an ongoing Po3ia;

- 3. SHALL include an Accept-Contact header with BeeC feature tag '+g.poc.talkburst' along with 'fegj@and
‘explicit' parameters according to rules and pracesl of [RFC3841] if the SIP REFER request willseat in a new
dialog;

NOTE 1: If the ongoing PoC Session is establishedguPre-established Session but it is not cortrdily the same PoC
Server, which hosts the Pre-established SessierRalC Session Identity of the on-going PoC Sedsisn
been received in the MBCP Connect message.

- 4. SHALL perform the following actions, if only orRarticipant is expelled, either
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NOTE 2: This is either a case when another Paditijs expelled from a PoC Session or the reledstor leaves a
PoC Session.

a) if the Participant to be expelled is not an amoous one, then set the Refer-To header of thdeREIFER
request to the PoC Address of the expelled Paatntipccording to rules and procedures of [RFC3515],
otherwise set the Refer-To header of the SIP REfgRest to the Anonymous PoC Address of the exgpelle
Participant and skip the next step; or
b) continue to the next step.

- 5. SHALL perform the following actions, if not a¥articipants are expelled:
a) include a Refer-To header with a content-ID Uiinting to an URI-list in a body part containirget
MIME resource-lists body according to rules andcpraures of [RFC5368];
b) include a MIME resource-lists body with the litthe PoC Users to be expelled according to rahebs
procedures of [RFC5368] if the Participant to bpedbed is anonymous then the Anonymous PoC Address
SHALL be used in the MIME resource-lists; and,
c¢) include 'multiple-refer' option tag to the Raguieader according to rules and procedures of fRBE].

- 6. SHALL include the "method" parameter with théuea'BYE" in the Refer-To header;

- 7. SHALL include the following according to rulescaprocedures of [RFC4488], when more than onedizant is

expelled:

a) the option tag 'norefersub’ in the Require headwl,
b) the value 'false' in the Refer-Sub header.

- 8. SHOULD include the following according to rulasd procedures of [RFC4488], when only one Paditijis

expelled:

a) the option tag 'norefersub’ in the Require headwl,
b) the value 'false' in the Refer-Sub header.

- 9. SHOULD include a Resource-Priority header adogrtb rules and procedures of [RFC4412], if th€R&ient
supports 'Official Government Use' QoE Profile #mel PoC User requests that QoE Profile. If includiee value
of the Resource-Priority header SHALL be equahwlevel of priority assigned to the PoC User adicay to their
subscription, as specified in subclause R8E Profile$; the Resource-Priority header is included asabe of
the SIP REFER request as well as a Refer-to uarpeter; and,

- 10. SHALL include value 'id' in a Privacy headec@aing to rules and procedures of [RFC3325], draymity is
requested; and,

NOTE 3: If anonymity is not allowed for the PoC @poindicated with the Request-URI of the SIP REFEfuest
based on rules specified in the [OMA-PoC-Documegii¥] the expelling will be rejected by the PoC Ssrv
hosting the PoC Group.

- 11. SHALL send the SIP REFER request towards tl& $erver within the existing dialog from which theC
Session Identity of the ongoing PoC Session waaived in the Contact header of the SIP final respafisuch a
dialog exists, otherwise send the SIP REFER requestrds the PoC Server using a new SIP dialogrdiwpto
rules and procedures of the SIP/IP Core.

NOTE 4: If a PoC User wants to expel another Pgeit from the PoC Session, the PoC Client usesJ®Pwhen
sending a SIP request. In that case the expelli@y®ient can convert TEL URI to SIP URI accordiog
[RFC3261], if needed.

Upon receiving an incoming SIP NOTIFY request fhgitart of the same dialog as the previously sHAtREFER request
the PoC Client:

- 1. SHALL handle the request according to rules matedures of [RFC3515] and [RFC3265]; and,
- 2. MAY display information to the PoC User basediominformation in the SIP NOTIFY body.

NOTE 5: The PoC Server does not send any SIP NOT#gYest if the PoC Client inserted the Refer-Seddier with
value ‘false' in the SIP REFER request.
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When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechasis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

6.1.14 PoC Dispatcher transferring the PoC Dispatcher role

Upon receiving a request from the Active PoC Dispet of a Dispatch PoC Session to transfer thedbisigr role to
another PoC User, the PoC Client:

1. SHALL, if the SIP REFER request will be senainew dialog, generate an initial SIP REFER regagst
specified in subclause 6.1.3General"and according to rules and procedures of [RFC35it&Erwise generate a
SIP REFER request according to rules and proceadiféd-C3515];

2. SHALL set the Request-URI of the SIP REFER rstjteethe PoC Session Identity of the ongoing Didp&oC
Session;

3. SHALL include an Accept-Contact header with BeeC feature tag '+g.poc.talkburst' along with ‘fegj@and
‘explicit’ parameters according to rules and pracesl of [RFC3841] if the SIP REFER request willseat in a new
dialog;

NOTE 1: If the on-going PoC Session is establigisdg Pre-established Session but it is not cdetidly the same

PoC Server, which hosts the Pre-established SeshmPoC Session Identity of the on-going PoCiSrdsas
been received in the MBCP Connect message.

4. SHALL, if the PoC Dispatcher role is to be tri@msed to an individual PoC Dispatcher, set theeR& header
of the SIP REFER request to the PoC Address ofiyieed PoC User according to rules and procedafes
[RFC3515];

5. SHALL, if the PoC Dispatcher role is to be tri@msed to any available PoC Dispatcher of the Didp&oC
Group, set the Refer-To header of the SIP REFERestqo the PoC Group Identity identifying the Risgh PoC
Group, according to rules and procedures of [RFGB51

6. SHALL include the following according to rulescaprocedures of [RFC4488]:
a) the option tag 'norefersub’ in the Require headwl,
b) the value 'false’ in the Refer-Sub header.

7. SHALL include in the Refer-To URI an Answer-Mokleader with the value ‘Manual;Require’ accordingites
and procedures of [RFC5373];

NOTE 2: If a PoC User wants to use a TEL URI whangferring the PoC Dispatcher role to another Be@ the PoC

Client can convert TEL URI to SIP URI accordingRIFC3261].

8. SHALL include in the Refer-To URI an Accept-Cacit header with the PoC Dispatcher feature tag
'+g.poc.dispatcher' along with 'require’ and 'eiplparameters according to rules and procedurfRFRC3841];

NOTE 3: The handling of any other non-PoC spedédature tags in Accept-Contact headers or Rejeat#ob headers

is specified in the subclause 5.13 "Handling of-RarC specific feature tags".

9. SHOULD include a Resource-Priority header adogrtb rules and procedures of [RFC4412], if th€R&ient
supports 'Official Government Use' QoE Profile #mel PoC User requests that QoE Profile. If includiee value
of the Resource-Priority header SHALL be equahwlevel of priority assigned to the PoC User adicay to their
subscription, as specified in subclause R8E Profile$; the Resource-Priority header is included asabe of
the SIP REFER request as well as a Refer-to uarpeter; and,

10. SHALL send the SIP REFER request towards tf@ $erver within the existing dialog from which theC
Session Identity of the ongoing PoC Session weaived in the Contact header of the SIP final respafisuch a
dialog exists, otherwise send the SIP REFER redoestrds the PoC Server using a new SIP dialogrdiowpto
rules and procedures of the SIP/IP Core.

Upon receiving an incoming SIP NOTIFY request flgiart of the same dialog as the previously sHAtREFER request
the PoC Client:

1. SHALL handle the request according to rules pnodedures of [RFC3515] and [RFC3265]; and,
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- 2. SHALL display transfer success or fail infornoatito the PoC Dispatch User based on the informatiche SIP
NOTIFY request body.

NOTE 4: After successfully transferring the PoCpaitcher role, the former PoC Dispatcher participatea PoC Fleet
Member in the ongoing Dispatch PoC Session andezare the Dispatch PoC Session without causing the
release of the Dispatch PoC Session.

NOTE 5: After successfully transferring the PoCpaitcher role for a Dispatch PoC Session with a @idpPoC
Group, the PoC Client is supposed automaticaltyaosfer the PoC Dispatcher role to the same P@&E 1ds
all the remaining Dispatch PoC Sessions associgtbdhat Dispatch PoC Group.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechasis
according to rules and procedures of [3GPP TS 24 2B8GPP2 X.S0013.4] with the clarifications givim this subclause.

6.1.15 PoC Client sending a Discrete Media as a SIP MESSAGE

Upon a request from a PoC User to send a Discrettidvand when the SIP MESSAGE request is usedRdleClient:
- 1. SHALL generate a SIP MESSAGE request as spddififOMA_IM_TS_Endorsement]Sending SIP
MESSAGE for Pager Motte

- 2. SHALL include an Accept-Contact header with BoeC feature tag, '+g.poc.discretemedia’ accordimgles and
procedures of [RFC3841], if to be sent outsideSHe dialog used for the PoC Session; and,

- 3. SHALL send the SIP MESSAGE request towards the Berver according to rules and procedures cStR4P
Core.

NOTE 1: The SIP MESSAGE request is sent insideettigting SIP dialog to Participants of the PoC Bessf SIP
MESSAGE request is to be routed to the PoC Box.

NOTE 2: If a SIP MESSAGE request is sent insideetkisting SIP dialog, it may block for some time #leceiving PoC
Client from receiving SIP signalling in the sam® $lialog e.g. PoC Session modification or PoC 8assi
release.

NOTE 3: Responses for the SIP MESSAGE requesteseritbed in [OMA_IM_TS_Endorsement].

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechasis
according to rules and procedures of [3GPP TS 24 28GPP2 X.S0013.4] with the clarifications givim this subclause.

6.1.16 PoC Client releases a PoC Session

6.1.16.1 Releasing a PoC Session — On-demand Sessio n case

When the Participant wants to release the PoC @e#siit has been established using On-demand Besgiwling as
specified in subclause 6.1.3Bstablishment of an On-demand Sessimnas specified in subclause 6.1.50n-demand
Session establishmenthe PoC Client:

- 1. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"PoC Client procedures at PoC Session
releasé;

- 2. SHALL generate a SIP BYE request according kesrand procedures of [RFC3261];

- 3. SHALL set the Request-URI to the PoC Sessiontigyeof the PoC Session to leave;

- 4. SHALL include value 'id' in the Privacy headecarding to rules and procedures of [RFC3325]ndraymity is
requested;

- 5. SHOULD include a Resource-Priority header adogrtb rules and procedures of [RFC4412], if th€R&ient
is allowed to use the 'Official Government Use' QuBfile and the PoC User requests that QoE Prdfilecluded,
the value of the Resource-Priority header SHALlehaal to the level of priority assigned to the Réser, as
specified in subclause 5.8bE Profiles; and,
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- 6. SHALL send a SIP BYE request towards PoC Seageording to rules and procedures of SIP/IP Core.

Upon receiving a SIP 200 "OK" response to the SYEBequest, the PoC Client SHALL interact with theer Plane as
specified in [OMA-PoC-UPTPoC Client procedures at PoC Session release”

When the SIP/IP Core corresponds to 3GPP/3GPP2 ¢S 0C Client SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

6.1.16.2 Releasing a PoC Session — Pre-established  Session case

Upon receiving a request from a PoC User to relad3eC Session, the PoC Client:

- 1. SHALL interact with the User Plane as specifirefOMA-PoC-UP]"PoC Client procedures at PoC Session
release'for releasing the granted permission to talk orcfamcelling the queued Talk Burst Request;
2. SHALL generate a SIP REFER request accordimglés and procedures of [RFC3515];

3. SHALL set the Request-URI of the SIP REFER rstjtethe conference URI that identifies the Prtaddished
Session;

4. SHALL set the Refer-To header of the SIP REF&diest to the PoC Session Identity to leave;

NOTE 1: The PoC Session Identity of the PoC Sedsideave may have been received in the TBCP Cdamessage
or in the SIP NOTIFY request associated with tHeé BEFER request.

- 5. MAY include the following according to rules apbcedures of [RFC4488]:
a) the option tag 'norefersub’ in the Require headwl,
b) the value ‘'false' in the Refer-Sub header.
- 6. SHALL include the "method" parameter with théuea'BYE" in the Refer-To header;

- 7. SHALL include value 'id' in the Privacy headecarding to rules and procedures of [RFC3325]ndraymity is
requested,;

- 8. SHOULD include a Resource-Priority header adogrtb rules and procedures of [RFC4412], if th€R&ient
is allowed to use the 'Official Government Use' Rrfile and the PoC User requests that QoE Prdfilecluded,
the value of the Resource-Priority header SHALlehaal to the level of priority assigned to the Réser, as
specified in subclause 5.8bE Profiles; the Resource-Priority header is included asabeof the REFER
request as well as a Refer-to URI parameter; and,

- 9. SHALL send the SIP REFER request towards the $&@er within the existing dialog from which the®
Session Identity of the ongoing PoC Session weaived in the Contact header of the SIP final respafisuch a
dialog exists, otherwise send the SIP REFER redoestrds the PoC Server using a new SIP dialogoerding to
rules and procedures of the SIP/IP Core.

Upon receiving a SIP 2xx response to the SIP REFgRest, the PoC Client :

- 1. SHALL handle it according to rules and procedwE[RFC3515] and [RFC3265]; and,

- 2. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"PoC Client procedures at PoC Session
release’

NOTE 2: If the Media Streams of the Pre-estabtisBession were modified by the PoC Session irotiadir a PoC
Session modification, the PoC Client can initidte Pre-established Session modification as spddifie
6.1.4.8 Pre-established Session modificatioo restore the Media Streams used before thecidsm of the
PoC Session with the Pre-established Session.

Upon receiving an incoming SIP NOTIFY request ikgiart of the same dialog as the previously s€AtREFER request
the PoC Client:

- 1. SHALL handle the request according to rules pnodtedures of [RFC3515] and [RFC3265]; and,
- 2. MAY display information to the PoC User basedtwminformation in the SIP NOTIFY request body.

When the SIP/IP Core corresponds to 3GPP/3GPP2tiF0C Client SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 84/23GPP2 X.S0013.4] with the clarifications givim this subclause.
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6.1.17 PoC Client sending an FDCFO Proceed SIP MESSAGE

Upon a request from a PoC User to send an FDCFE@eBdomessage, the PoC Client:

- 1. SHALL generate a SIP MESSAGE request accoraingles and procedures of [RFC3428];
- 2. SHALL include the Privacy header with the valit if privacy is requested,;

- 3. SHALL include a list of full duplex voice calddresses in the form of Content-Type
application/vnd.poc.fdcfo+xml body as specifiedhie subclause E.1.FDCFO Proceed Documeéhtand,

4. SHALL send the SIP MESSAGE request towards e Berver inside the SIP dialog used for the P&3iSe
according to rules and procedures of the SIP/IReCor

NOTE 1: After the PoC Client receives the SIP 2ralfresponse, the full duplex voice client collezhwith the PoC
Client initiates the full duplex voice call to onéthe full duplex voice call addresses.

After receiving the SIP 2xx final response to the BIESSAGE request, the PoC Client:

- 1. SHOULD release the PoC Session as specifieghidause 6.1.6PoC Client leaving a PoC Sessipor,

- 2. SHOULD remove the PoC Speech from the PoC Sessigpecified in subclause 6.1.44iting and
disconnecting from Mediaf other Media Types than PoC Speech are uséaeiiPoC Session.

NOTE 2: The timing of the PoC Session release hedPbC Session modification is not specified iridethe PoC
Session release or the PoC Session modificatioteguostponed until after the full duplex voiceenti
collocated with the PoC Client successfully estdtas the full duplex voice call

When the SIP/IP Core corresponds with 3GPP/3GPRZ, thk PoC Client SHALL use 3GPP/3GPP2 IMS mechasis
according to rules and procedures of [TS24.223{FHP2 X.S0013.4] with the clarifications given liistsubclause.

6.2 PoC Client termination procedures

6.2.1 PoC Client invited to a PoC Session
6.2.1.1 General

NOTE 1: This subclause provides common procedunesther subclauses and is not meant to be appfikxs
referenced.

Upon receiving a SIP re-INVITE request within afesablished Session without associated PoC Sessigpon receiving
an initial SIP INVITE request, the PoC Client:

- 1. MAY reject the SIP INVITE request or the SIPIN/ITE request within a Pre-established Sessiom ait
appropriate reject code as specified in [RFC3264.] e

a) when the PoC Client is occupied in another Pessi®n and can not handle Simultaneous PoC Sessons
specified in 6.2.7 Simultaneous PoC Sessions control procedyms

b) when the PoC Client is occupied in a CS call; or
¢) when the PoC Client determines that there ienough resources to handle the PoC Session; or,
d) any other reason outside the scope of this fpatbn.

NOTE 2: The decision to reject a SIP INVITE requesa PoC Session can e.g. be based on procedivesdn the PoC
Client and the PoC User outside the scope of gesification.

- 2. SHALL reject the initial SIP INVITE request withSIP 403 "Forbidden" response if either of tH¥ang
conditions are true:

a) the incoming SIP INVITE request contained a fAmswer-Mode header with the value 'Auto’ as speatif
in [RFC5373] and the PoC Client does not supporiuabanswer override;
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b) the incoming SIP INVITE request contained anwWwaisMode header with the value 'Manual;Require’ as
specified in [RFC5373] and the PoC Client doessnpport Manual Answer Mode;

NOTE 3: A SIP re-INVITE request cannot include amsiver-Mode header as specified in [RFC5373] so Mbanu

Answer is implied when a SIP re-INVITE requestasaived within the existing SIP dialog of the Pre-
established Session.

3. SHALL cache the list of supported SIP methodsdkived in the Allow header;

4. SHALL cache as the PoC Session Identity theesuridf the Contact header;

5. MAY display to the PoC User the PoC Addresshefinviting PoC User but SHALL NOT display it ifiracy
header includes value 'id;

6. MAY render to the PoC User the identities whach indicated to be shown and the total numbenohgmous
PoC Users invited to the Ad-hoc PoC Group Sessionlal PoC Session, if indicated in the MIME resedlists
body in the request;

7. MAY display Session Type information to the Pd€er based on the information received in the $asbype
uri-parameter in the Contact header;

8. MAY notify the Media Burst Control Scheme to theC User if received the indication of Media Bi@&sntrol
Scheme;

9. MAY check if a Resource-Priority header is ir#d in the incoming SIP INVITE request and can quenf
further actions associated with the SIP/IP Core/rrkss Network outside the scope of this Spetifinao act
upon an included Resource-Priority header, if €dfiGovernment Use' QoE Profile is supported;

10. SHOULD render the media content received in EIbbdies to the PoC User if Included Media Conterat
request is supported and the Media Type is suppbrehe PoC Client and if the dispostion typelaf Content-

Disposition header is set to "render", "alert" imoh";

NOTE 4: The disposition type "icon" indicates ttia body part contains an image suitable as andcepresentation

of the Inviting PoC User. The value "alert" indieathat the MIME body contains information, suclaas
audio clip, that should be rendered by the PoCn€liean attempt to alert the PoC User when rengithe
invitation to the PoC Session.

11. SHOULD cache the media content received in MIdd8ies if Included Media Content in a requestigp®rted
and if the associated disposition type of the QurBdEsposition header is set to "attachment”;

12. SHOULD render the text content in Subject he&léhe PoC User if text is included in the Subjegader and
if Text Content is supported by the PoC Client;,and

13. SHOULD retrieve and render the referenced mealident in the Alert-Info header or in the Calfdineader or
both according to rules and procedures of [RFC BR@éilreference is included in the Alert-Info headr in the
Call-Info header or in both , and if Referenced Medontent and referenced Media Type(s) are suppday the
PoC Client.

When generating SIP provisional responses othertti&a SIP 100 "Trying" or SIP 2xx final responseshie received initial
SIP request or the SIP re-INVITE request withinre-Bstablished Session the PoC Client:

1. SHALL generate SIP responses according to andsprocedures of [RFC3261];

NOTE 5: The use of the option tag ‘preconditioa'specified in [RFC3312], and the option tag '100as specified in

[RFC3262], is not defined for the POC-1 referencimp

2. SHALL include Server header to indicate the OM@C release version of the PoC Client as spedified
subclause E.4.1Release version in User-agent and Server hedders

3. SHALL include the option tag 'timer' in a Reguireader;

4. SHOULD include an Allow header with the SIP nueth supported in this SIP dialog according to raled
procedures of [RFC3261];

5. SHALL include value 'id' in a Privacy header@cling to rules and procedures specified in [RFG332
anonymity is requested by the Invited PoC User;
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6. SHALL include the Session-Expires header inSHe 200 "OK" response to the initial SIP INVITE tesgt or the
SIP re-INVITE request within a Pre-established Besand start the SIP Session timer accordingl&srand
procedures specified in [RFC4028AS Behavior'The "refresher" parameter in the Session-Expiresiée
SHALL be set to 'uas'.

7. SHALL include the PoC Address of the PoC UsedhasAuthenticated Originator's PoC Address asiipedn
subclause 5.2Authenticated Originator's PoC Addrés# not provided automatically by SIP/IP Core;

8. SHALL include the PoC feature tag '+g.poc.talistiun the Contact header;

9. SHALL include the PoC feature tag '+g.poc.fdafiche Contact header if the FDCFO Proceed feasure
supported;

10. SHALL include the PoC feature tag '+g.poc.ditamedia’ in the Contact header of the SIP 200 “@sponse,
if Discrete Media is supported and acceptable éod®0C User during the PoC Session;

11. MAY include a Nick Name and, if included, SHAIbe included as specified in subclause Bl&€KR Naméin
the SIP 200 "OK" response to the initial SIP INVITéfuest;

12. SHALL include an Accept-Language header in3He 2xx final response to indicate the languadestased by

the PoC Server for the texts sent to the PoC Clighe PoC Client wishes to get the texts in alaage different
than default.

When NAT traversal is supported by the PoC Client @hen the PoC Client is behind NAT generatioSkf responses is
done as specified in this subclause and as spebifisip-outbound].

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechais
according to rules and procedures of [3GPP TS 24 28GPP2 X.S0013.4] with the clarifications givim this subclause.

6.2.1.1a SDP answer generation

When PoC Client receives an initial SDP offer fd?@C Session, the PoC Client SHALL accept or regach Media Stream
according to rules and procedures of [RFC3264].

When PoC Client receives an SDP offer, which rem@/®ledia Stream from the existing PoC SessiorRd Client
SHALL accept each Media Stream removal in the SBdwvar according to rules and procedures of [RFCBZ6¥% PoC
Client SHOULD accept PoC Speech, if offered inBo€ Group Session SDP offer.

NOTE 1: If an offered Media Type is not acceptedhie Automatic Answer Mode, the PoC Server periognthe

Controlling PoC Function can still accept the Metyge to the Inviting PoC Client which can poteltia
result in Media loss.

When PoC Client receives an SDP offer, which oféetding new Media Stream in the existing PoC Sassie PoC Client
SHALL accept or reject each new Media Stream adogrth rules and procedures of [RFC3264].

When composing an SDP answer according to ruleperabdures of [RFC3264] and [RFC4566] the PoCrElie

1. SHALL set the IP address of the PoC Client fioheaccepted Media Stream and for each accepteedr
Control Entity;

NOTE 2: If the PoC Client is behind NAT the IP aglsl and port can be a different IP address andtgorithe one of

the PoC Client depending on NAT traversal methaatusy SIP/IP Core.

2. SHALL include the media-level section for eachepted Media from the SDP offer consisting of:
a) the port number for Media Stream selected asifsgakin [OMA-PoC-UP] 'Port number

b) the codec(s) and Media Parameters acceptatiteetoC Client for the PoC Service selected fromséhin
the SDP offer contained in the incoming SIP INVIfgguest or the SIP re-INVITE request within a Pre-
established Session;

NOTE 3: The Media Parameters of the Discrete Madtedefined in [OMA_IM_TS_Endorsement].
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c) the "a=label" attribute with a unique value psdfied in [RFC4574], if the Media Stream is todmnected
to a Media-floor Control Entity and except whenyoBbC Speech with Talk Burst Control Protocol as
specified in [OMA-POC-1-UP] is accepted;

d) the IP address of the PoC Client and port nurtdobe used for RTCP selected as specified in [ORMS-
UP] "Port number according to rules and procedures of [RFC36i0%he Media Stream uses the RTCP
protocol and other than the default IP addresodrmumber specified by the [RFC3550] is to be ysed

e) under the media level definition of MSRP, addaeaccept-types:" SDP attribute MIME Types
"application/vnd.oma.poc.final-report+xml", "apiton/vnd.oma.poc.detailed-progress-report+xml" and
"application/vhd.oma.poc.optimized-progress-reparit if included in the received SDP offer and if
supported by the PoC Client;

NOTE 4: Includes an "a=sendonly" attribute for edia component if the Media Stream is placed od hslspecified in
6.1.4.2 'PoC Client placing media on haold

f) include the "a=setup:active" attribute and taeconnection:new" attribute according to rules pratedures
of [RFC4145] if a "a=setup:passive" or "a=setuppast" attribute was received in the SDP offer &tk
PoC Client will establish a new TCP connectiontfas PoC Session, if the PoC Client supports NAWersal
according to [RFC4145] and;

g) include the "a=setup: active" attribute and"dreconnection:existing" attribute according to suéand
procedures of [RFC4145] if a "a=setup:passive"asrsktup:actpass” attribute was received in the &P
and if the PoC Client will use an existing TCP cection for this PoC Session, if the PoC Client suifsp
NAT traversal according to [RFC4145].

- 3. SHALL include for any Media-floor Control Entjtyhat is offered in the SDP offer and acceptetthenSDP
answer, the media-level section of each offeredid#dor Control Entity consisting of:

a) the format list field for the Media-floor Contkientity is set to "TBCP";

b) the Media-floor Control Entity parameters sedelcirom those in the SDP offer contained in the SIP
INVITE request or the SIP re-INVITE request witlarPre-established Session, including if neededBR&T
MIME parameter "multimedia” with the appropriateslwe as specified in E.SDP Extensionis

¢) the port number for Media-floor Control Entitylscted as specified in [OMA-PoC-URdrt numbers
and,

d) the "a=floorid:0 mstrm" attribute with valuefgferencing the Media Stream as specified in [REB345
intended to be connected the Media-floor Contrditizexcept when only PoC Speech with Talk Burst
Control Protocol as specified in [OMA-POC-1-UPhiscepted;

- 4. SHALL mark as rejected according to rules armtedures of [RFC3264] the Media-floor Control Bnéind all
the Media Streams bound to the rejected Media-f@mntrol Entity, if the Media-floor Control Entitg either
rejected or not supported;

- 5. SHALL mark as rejected according to rules aratedures of [RFC3264] the Media Streams rejectatbr
supported;

- 6. SHOULD include a QoE Profile attribute, as sfiediin subclause E.3.ZJoE Profilé' with the following value,
if QOE Profiles are provisioned to the PoC Client:

a) the value of the Local QoE Profile correspondmthe QoS achieved by the PoC Client for the Be€sion
if the SDP answer is used in the modification &feC Session.

b) the value of the Local QoE Profile for the Pogs$§on in other case. The chosen Local QoE Profile
SHOULD be equal to the QoE Profile indicated in theeived SDP offer, if allowed according to theEQo

Profiles provisioned to the PoC Client. OtherwisS8HHOULD be the highest QoE Profile provisionedHe
PoC Client.

When composing an SDP answer, the PoC Client:

- 1. SHALL bind the media-level section that idemtH#iPoC Speech to the corresponding Media-floor GbEntity
as in the SDP offer, if PoC Speech is accepted;

- 2. SHALL bind the media-level section that idem#iVideo to the corresponding Media-floor Controtify as in
the SDP offer, if Video is accepted;
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- 3. SHALL bind the media-level section that idem#iAudio to the corresponding Media-floor Contratify as in
the SDP offer, if Audio is accepted; and

- 4. SHALL bind the media-level section that idertiDiscrete Media to the corresponding Media-fldontrol
Entity as in the SDP offer, if Discrete Media iepted and bound to the Media-floor Control Entity.

When the SIP/IP Core corresponds to 3GPP/3GPP2tiF0C Client SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 84/23GPP2 X.S0013.4] with the clarifications givim this subclause.

6.2.1.2 Auto-answer case

Upon receiving an initial SIP INVITE request, the@Client SHALL perform the auto-answer procedutescribed in this
subclause if any of the following conditions aneetr

- the incoming SIP INVITE request contained an Ansiede header with the value 'Auto’ as specified in
[RFC5373] and the PoC Client is set to Automaticwar Mode; or

- the incoming SIP INVITE request contained a Privsier-Mode header with the value 'Auto’ as specified
[RFC5373], and the PoC Client does not already laawvestablished PoC Session;

otherwise, do not continue with the rest of thesta this subclause.

The PoC Client:

- 1. SHALL validate that the Media Parameters aridadt one codec offered in the SIP INVITE request a
acceptable to the PoC Client and if not, rejectrégriest with a SIP 488 "Not Acceptable Here" respo
Otherwise, continue with the rest of the steps;

- 2. SHALL, if the PoC Dispatcher or PoC Fleet Membapability is supported, check for the Dispatcipd wri-
parameter according to subclause E.RBpatch Type uri-parametém the Contact header. If it is present, the
PoC Client:

a) SHOULD notify information about the type of D&ph PoC Session to the PoC User based on the
information received in the Dispatch Type uri-paeten; and,

b) SHOULD notify about the role to be adopted ia Bispatch PoC Session to the PoC User based on the
presence or absence of an Accept-Contact headetheitPoC Dispatcher feature tag '+g.poc.dispatcher

NOTE: The PoC Client is invited as PoC Fleet Menibax Dispatch PoC Session when the Dispatch Tyipe u
parameter is received but the PoC Dispatcher feaag is not received in the initial invitation.&RoC Client
is invited as PoC Dispatcher to a Dispatch PoCi&esghen both the Dispatch Type uri-parameter &ed t
PoC Dispatcher feature tag are received in thminitvitation.

3. SHALL accept the request and generate a SIPQRO response as specified in the subclause 6.2Geherat

towards the PoC Server;

- 4. SHALL include in a SIP 200 "OK" response a MIBP body as an SDP answer to the SDP offer in the
incoming SIP INVITE request as specified in thedabse 6.2.1.14DP answer generation"

- 5. SHALL, if the PoC Dispatcher capability is supied, check the presence in the SIP INVITE reqoéan
Accept-Contact header with the PoC Dispatcher featg '+g.poc.dispatcher' along with ‘require’ axglicit’
parameters. If it is present, the PoC Client SHAIAd the PoC Dispatcher feature tag '+g.poc.dispédththe
Contact header of the SIP 200 "OK" response.

- 6. SHALL send the SIP 200 "OK" response towardsRtb€ Server according to rules and procedureseoBtR/IP
Core;

- 7. MAY notify the Media Burst Control Scheme to theC User if received the indication of Media Busintrol
Scheme;

- 8. SHALL interact with the User Plane as specifieflOMA-PoC-UP] 'PoC Client procedures at PoC Session
initialization"; and,

- 9. SHOULD inform the PoC Server performing the Colting PoC Function, as specified in section 6.4 4User

Plane Adaptatioty of the achieved QoE Profile, if a QOE Profilesngegotiated and if the PoC Client is unable to

obtain that negotiated QoE Profile according toghmmeters provisioned to the PoC Client, as §pdadn

subclause 5.8Q0E Profiles.
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When the SIP/IP Core corresponds with 3GPP/3GPRZ, thke PoC Client SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armeduwes of [3GPP TS 24.229]/ [3GPP2 X.S0013.4j thie
clarifications given in this subclause.

6.2.1.3

Manual-answer case

Upon receiving an initial SIP INVITE request, ifyaof the following conditions are true:

the incoming SIP INVITE request contained an Ansiede header with the value 'Manual;Require' asifipd
in [RFC5373];

the PoC Client is set to Manual Answer Mode andrieming SIP INVITE request did not contain a Pinswer-
Mode header with the value 'Auto’ as specifiedRRC5373]; or,

the incoming SIP INVITE request contained a Privsver-Mode header with the value 'Auto’ as specified
[RFC5373] and the PoC Client has an already estaddi PoC Session

or upon receiving a SIP re-INVITE request withiRe-established Session without associated PoGo8etse PoC Client:

1. SHALL validate that the Media Parameters arldadt one codec offered in the SIP INVITE requéBti8&-
INVITE request are acceptable to the PoC Clientiaindt, reject the request with a SIP 488 "Not Agtable Here"
response. Otherwise, continue with the rest oktaps;

2. SHOULD indicate to the PoC User if maximum amafrSimultaneous PoC Sessions are exceeded vigth th
PoC Session in case Simultaneous PoC Sessiongpperted. When accepting an incomingPoC Sessiatation
in case maximum amount of Simultaneous PoC Sesaransxceeded, one of the on-going PoC Sessiond SHA
be released as described in the subclause Rb® Client leaving a PoC Sessipn

NOTE 1: How the PoC Client interacts with the Posel)to determine which PoC Session to release is an

implementation issue.

3. SHALL, if the PoC Dispatcher or PoC Fleet Membapability is supported, check for the Dispatcipd wri-
parameter according to subclause E.RBpatch Type uri-parametéim the Contact header. If it is present, the
PoC Client:

a) SHOULD notify information about the type of D&ph PoC Session to the PoC User based on the
information received in the Dispatch Type uri-paeen; and,

b) SHOULD notify about the role to be adopted ia Bispatch PoC Session to the PoC User based on the
presence or absence of an Accept-Contact headetheitPoC Dispatcher feature tag '+g.poc.dispatcher

NOTE 2: The PoC Client is invited as PoC Fleet Mentb a Dispatch PoC Session when the Dispatch Usipe

parameter is received but the PoC Dispatcher fedag is not received in the initial invitation.&’'RoC Client
is invited as PoC Dispatcher to a Dispatch PoCi&esghen both the Dispatch Type uri-parameter &ed t
PoC Dispatcher feature tag are received in thminitvitation.

4. SHALL generate a SIP 180 "Ringing" responsepasified in the subclause 6.2.1General",

5. SHALL, if the PoC Dispatcher capability is supged, check the presence in the SIP INVITE req&&Btfe-
INVITE request of an Accept-Contact header withBlo€C Dispatcher feature tag '+g.poc.dispatchengataith
‘require’ and 'explicit' parameters. If it is preséhe PoC Client SHALL add the PoC Dispatchetuiesatag
'+g.poc.dispatcher' in the Contact header of tfeIBI0 'Ringing' response.

6. SHALL send the SIP 180 'Ringing’ response taRh€ Server;

7. SHALL send a SIP 480 "Temporarily UnavailableSponse towards the PoC Server if the PoC Useindethe
PoC Session invitation or a SIP 408 "Request Tirtfemsponse if the invitation times out and do catinue with
the rest of the steps;

8. SHALL send a SIP 302 "Moved Temporarily” respotmvards the PoC Server if the PoC User wantsdivect
the invitation to a NW PoC Box and SHALL includesthddress of the NW PoC Box in the Contact header
according to rules and procedures of [RFC3261jefflW PoC Box address is provisioned in the Po€nthnd if
the NW PoC Box is supported by the PoC Client amodigded there is no Reject-Contact header with¢lagure
tags 'sip.automata’ and 'sip.actor' with the vahsg-taker' along with and ‘require’ and 'explisitiot included in
the initial SIP INVITE request. and do not contirwi¢h the rest of the steps.
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9. SHALL perform the procedures specified in 8:3JE PoC Box Invited to a PoC Sessigifithe PoC User

decides to have the UE PoC Box accept the PoC@easid do not continue with the rest of the steps;

- 10. SHALL generate a SIP 200 "OK" response to tifelSVITE request/SIP re-INVITE request as spedifie the
subclause 6.2.1"General"if the PoC User accepts the PoC Session invitation

- 11. SHALL include in the SIP 200 "OK" response aW SDP body as an SDP answer to the SDP offeran th
incoming SIP INVITE request/SIP re-INVITE requestspecified in the subclause 6.2.1'3®P answer
generation;

- 12. SHALL, if the PoC Dispatcher capability is sopjed, check the presence in the SIP INVITE red8&3tre-

INVITE request of an Accept-Contact header withBto€C Dispatcher feature tag '+g.poc.dispatchengataith

‘require’ and 'explicit' parameters. If it is preséhe PoC Client SHALL add the PoC Dispatchetuiesatag

'+g.poc.dispatcher’ in the Contact header of tie2BI0 "OK" response;

- 13. SHALL send the SIP 200 "OK" response to the Be@ver;

- 14. SHALL interact with the User Plane as specifiefODMA-PoC-UP] 'PoC Client procedures at PoC Session
initialization™;

- 15. MAY notify the Media Burst Control Scheme tethoC User if the PoC User acceptes the PoC Session
invitation and the indication of Media Burst Colt8cheme is received; and,

- 16. SHOULD inform the PoC Server performing the talling Function, as specified in subclause 64 4ser
Plane Adaptatiot of the achieved QoE Profile, if a QOE Profilesngegotiated and if the PoC Client is unable to
obtain that negotiated QoE Profile according toghemeters provisioned to the PoC Client, as §pddn
subclause 5.8Q0E Profiles.

NOTE 3: If the PoC User is invited as PoC Fleet Mento a Dispatch PoC Session and the PoC Fleetidem
capability is supported, it is recommended thatRb€ Clients sets the new Dispatch PoC Sessioa theb
Primary PoC Session as specified in subclausez11"RoC Client setting PoC Session priofity

When the SIP/IP Core corresponds with 3GPP/3GPRZ, thke PoC Client SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armeduwes of [3GPP TS 24.229] / [3GPP2 X.S0013.4j e
clarifications given in this subclause.

6.2.2 PoC Client receiving a PoC Session modification request
6.2.2.1 General

NOTE 1: This subclause provides common procedunesther subclauses and is not meant to be appfikxs
referenced.

A PoC Client can receive a request to modify thistarg PoC Session. The PoC Session modificatiorbeadue to
changing Media Parameters, adding Media StreartietBoC Session, removing Media Streams from tla $assion or
changing the bindings between Media Streams andavfbr Control Entities.

NOTE 2: The handling of a SIP re-INVITE request Rye-established Session without associated Po§ioBds
described in subclause 6.2R0C Client invited to a PoC Session”

Upon receiving a SIP UPDATE request, the PoC CIBHALL perform the actions as specified in subotaé.2.2'PoC
Client receiving a request for User plane adaptatio

Upon receiving a SIP re-INVITE request with a MINBDP body, the PoC Client:

- 1. SHALL perform the actions as specified in subs&6.2.2.2PoC Client receiving a request for User plane

adaptation’ if the offered Media Streams are the same as #M8tieams used by the PoC Client in the PoC Session

and if the current Media-floor Control Entity bimgj of each Media used by the PoC Client and offezeéte PoC
Client is the same in the received SDP offer; or

- 2. SHALL perform the actions as specified in subs&6.2.2.3PoC Client receiving a request to add and
disconnecMedia”, if the offered Media Streams are not the samdextia Streams used by the PoC Client in the
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PoC Session or if the current Media-floor Controtify binding of a Media used by the PoC Client afféred to
the PoC Client is not the same as in the receiz@ &fer.

When the SIP/IP Core corresponds to 3GPP/3GPP2tiSF0C Client SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 24 28GPP2 X.S0013.4] with the clarifications givim this subclause.

6.2.2.2 PoC Client receiving a request for User pla  ne adaptation

Upon receiving a SIP UPDATE request, or a SIP rédiNE request with a MIME SDP body including a ne®RSoffer as
specified by [RFC3264] and [RFC4566], the PoC Glien

- 1. SHALL validate that the Media Parameters andadt one codec are acceptable to the PoC Clienf aot,
a) select a subset of the received Media Parameters
b) reject the request with a SIP 488 "Not Acceptdtére” response towards the PoC Server accordingdes
and procedures of SIP/IP Core. Otherwise, contimitiethe rest of the steps;

2. SHALL interact with the User Plane as specifiefOMA-PoC-UP] 'User Plane adaptationfor activating new

Media Parameters;

- 3. SHALL generate a SIP 200 "OK" according to rides procedures of [RFC3261];

- 4. SHALL include the Session-Expires header inSHe 200 "OK" response to the SIP UPDATE or SIPN®ATE
request and re-start the SIP Session timer acaptdirules and procedures specified in [RFC4023AS
Behavior".The "refresher" parameter in the Session-Expiresié®eSHALL be set to ‘uas'.

- 5. SHALL include the option tag 'timer' in the Réguheader;

- 6. SHALL include the accepted Media ParametersMiME SDP body as the SDP answer to the SDP offf¢hé
SIP UPDATE or SIP re-INVITE request as specifiedhie subclause 6.2.1.18DP answer generation"

- 7. SHALL send the SIP 200 "OK" response towards?tb€ Server according to rules and procedures of
SIP/IPCore;

- 8. MAY notify the Media Burst Control Scheme to #heC User if received the indication of Media BuEsintrol
Scheme; and,

- 9. SHOULD inform the PoC Server performing the Colting PoC Function, as specified in section 6.4 4Jser
Plane Adaptatioty of the achieved QoE Profile, if a QoE Profilesneegotiated and if the PoC Client is unable to
obtain that negotiated QoE Profile according toghemeters provisioned to the PoC Client, as §pddn
subclause 5.8Q0E Profiles.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechais
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

6.2.2.3 PoC Client receiving a requestto add and d  isconnect Media Streams

When PoC Client receives a request to add a newa\V&ideam to the existing PoC Session, to remouectly used Media
Stream from the PoC Session, to change the Meala-€ontrol Entity binding of a used Media in thedPSession or a
combination of these, the PoC Client:

- 1. SHALL validate that the offered Media Streams supported by the PoC Client, and mark the ngyated
Media Streams as rejected in the SDP offer accgridimules and procedures of [RFC3264];

- 2. SHALL, for each offered Media Stream not yeeotgd, validate that at least one offered codexfered Media
format is supported by the PoC Client, and if meject the particular Media Stream in the SDP ddifgording to
rules and procedures of [RFC3264];

- 3. SHALL, for each offered Media Stream not yeeotgd, validate that the Media Parameters are tatefor the
PoC Client and if not, reject the particular Me8taeam in the SDP offer according to rules and gaaces of
[RFC3264];

- 4. SHALL reject the request with a SIP 488 "Not Agtable Here" response towards the PoC Serverdingao
rules and procedures of SIP/IP Core, if all offekdetlia Stream are rejected. Otherwise, continuk thié rest of
the steps;

- 5. SHALL, for the offered Media Stream, which weia yet rejected and which are not used curremtlfthe
current Media-floor Control Entity binding of a Miedused by the PoC Client and offered to the PA€n€ls not
the same as in the received SDP offer, either
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a) prompt the request to the PoC User for acceptiéimfdanual Answer Mode is required by the PoC User
the offered Media Type. If the PoC User decidestmatccept the Media Stream, reject the Media Striea
the SDP offer according to rules and procedurdRBE€C3264];

b) reject the Media Stream in the SDP offer acemydo rules and procedure of [RFC3264]; or,
c) accept the Media Stream.

NOTE: A SIP re-INVITE request cannot include an was-Mode header as specified in [RFC5373] so the Berver
does not indicate whether the PoC Client is to picttee offered Media automatically or not basedruie
<allow-auto-answermode> action associated to thigelth PoC User. The PoC Client therefore needs to
determine whether to accept the offered Media aatmally or not based upon the local preferenceb®f
PoC User stored on the PoC Client.

6. SHALL generate SIP 200 "OK" response accordingites and procedures of [RFC3261];

7. SHALL include in the SIP 200 "OK" response anPS@hswer to the SDP offer as specified in subcléusé.1la
"SDP answer generatitn

- 8. SHALL send the SIP 200 "OK" response towards?tb€ Server according to rules and proceduresrRARSI
Core;

- 9. SHALL interact with User Plane as specified@MA-PoC-UP]"User Plane adaptation'if the SDP answer
contains changes in the Media Parameters, Mediadfisror codecs compared to the previously agredt SD

- 10. SHALL interact with User Plane as specifiedMA-PoC-UP]"PoC Client procedures when disconnecting
from a Media Type'if the SDP answer contains a Media Stream, thatiirently used by the PoC Client, marked as
rejected or if the current Media-floor Control Eptbinding of a Media used by the PoC Client arféred to the
PoC Client is not the same as in the received StdP, and,

- 11. SHALL interact with User Plane as specifiefOMA-PoC-UP]"PoC Client procedures when connecting to a
Media Type;'if the SDP answer contains an accepted Mediatwikioot currently used by the PoC Client in the
PoC Session or if the current Media-floor Controtify binding of a Media used by the PoC Client afféred to
the PoC Client is not the same as in the receiz@ &fer.

When NAT traversal is supported by the PoC Client @hen the PoC Client is behind NAT generatioSkf responses is
done as specified in this subclause and as spebaifisip-outbound].

When the SIP/IP Core corresponds to 3GPP/3GPP2tiF0C Client SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [SGPP TS 24 28GPP2 X.S0013.4] with the clarifications givim this subclause.

6.2.3 PoC Client receiving a PoC Session release request

6.2.3.1 PoC Session release request — On-demand Ses sion case

Upon receiving a SIP BYE request, the PoC Client:
- 1. SHALL interact with the User Plane as specifiefOMA-PoC-UP] 'PoC Client procedures at PoC Session
releasé; and,

NOTE 1: Resulting User Plane processing is comglbeedore the next step is performed.

NOTE 2: If the SIP BYE request contains a Reas@uéeaccording to rules and procedures of [RFC }4iid¢ PoC
Client can display a message to the PoC User conggihe text from the Reason header.

- 2. SHALL send SIP 200 "OK" response towards Po@e&eaaccording to rules and procedures of the SICtFre.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechais
according to rules and procedures of [3GPP TS 84/23GPP2 X.S0013.4] with the clarifications givim this subclause.
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6.2.3.2

PoC Session release request — Pre-establish  ed Session case

Upon receiving a release request on the User Rlaspecified in [OMA-PoC-UPPoC Session control state diagram —
Pre-established Sessigrihe PoC Client SHALL regard the PoC Session withe Pre-established Session as released and
interact with the User Plane as specified in [OM@GPUP]"PoC Client procedures at PoC Session release”

NOTE:

6.2.4

If the Media Streams of the Pre-establisBedsion were modified by the PoC Session initiadioa PoC
Session modification, the PoC Client can initidile Pre-established Session modification in 6.1'Rr8-
established Session modificatido restore the Media Streams used before thecidgm of the PoC Session
with the Pre-established Session.

PoC Client receiving an Instant Personal Alert

Upon receiving a SIP MESSAGE request containingb€ feature tag '+g.poc.talkburst' in the Accepii@ct header
field, and a non-anonymous Authenticated OriginatBoC Address, the PoC Client:

NOTE 1: The value of the content-type is outsidegbope of this specification.

- 1. MAY reject the SIP MESSAGE request with an appiate reject code specified in [RFC3428] and [REER

e.g.

a) when the PoC Client determines that there inotigh resources to handle the SIP MESSAGE request
b) any other reason outside the scope of this Spetdn.

NOTE 2: The decision to reject the SIP MESSAGE estjean e.g. be based on procedures between th€lRmtand

the PoC User outside the scope of this specifioatio

Otherwise continue with the rest of the steps;

- 2. SHALL generate a SIP 200 "OK" response accortbngles and procedures of [RFC3428];
- 3. SHALL include the Server header to indicate@MA PoC release version of the PoC Client as sjgetih
subclause E.4.1Release version in User-agent and Server hedders

- 4. SHALL send the SIP 200 "OK" response towardsRtb€ Server according to rules and procedureseoBtR/IP
Core; and,

- 5. MAY indicate to the PoC User that an InstantsBeal Alert was received.
The PoC Client MAY use the procedures specifieslibclause 6.1.3.2"P0C Client initiates an Ad-hoc PoC Group

Session and 1-1 PoC Session'in subclause 6.1.3.3!PoC Client initiates an Ad-hoc PoC Group Sessiod &-1 PoC
Session'to initiate a 1-1 PoC Session with the PoC Usentified in the Authenticated Originator's PoC Adsls.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechasis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

6.2.5

PoC Client receiving a Group Advertisement

Upon receiving a SIP MESSAGE request containingegept-Contact header including the PoC featurétggpoc.
groupad' the PoC Client:

- 1. MAY reject the SIP MESSAGE request with an appiaie reject code specified in [RFC3428] and [REE

e.g;

a) when the PoC Client determines that there i€notigh resources to handle the SIP MESSAGE request
b) any other reason outside the scope of this fpaton.

Otherwise, continue with the rest of the steps.

NOTE 1: The decision to reject the SIP MESSAGE esfjean e.g. be based on procedures between th€lrRmtand

the PoC User outside the scope of this specifioatio
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NOTE 2: The case that PoC Client does not supherGroup Advertisement is not needed to cover,ussm this case
the PoC Client has not registered the PoC feaagrérg.poc.groupad' to the SIP/IP Core and willnective a
Group Advertisement message.

2. SHALL generate a 200 "OK" response accordingites and procedures of [RFC3428];

3. SHALL include the Server header to indicate@MA PoC release version of the PoC Client as sjgetih

subclause E.4.1Release version in User-agent and Server hedders

- 4. SHALL send the SIP 200 "OK" response towardsRtb€ Server according to rules and procedureseoBtR/IP
Core.

- 5. SHOULD act based on the received Group Advertesd (e.g. by showing the advertisement to the Bs€});

- 6. SHOULD render the text content in Subject heaol¢éhe PoC User if text is included in the Subjesader and if

Text Content is supported by the PoC Client;

- 7. SHOULD retrieve and render the referenced mealrient in the Call-Info header according to raled
procedures of [RFC 3261] if a reference is inclugrethe Call-Info header, and if Referenced Medit&nt and
referenced Media Type(s) are supported by the RA@EDC

NOTE 3: The PoC User can store information aboeitgitoup received in the Group Advertisement locallthe PoC
Client or in Shared List XDMS using procedures acffied in [XDM-Core] 'Procedures at the XDM Clieht
and using the application usage as specifig@ima-PoC-Document-Mgmt]' Group Usage List

- 8. SHOULD render the media content received in MIMiglies to the PoC User if Included Media Contard i
request is supported and the Media Type is suppbrtehe PoC Client and if the dispostion typehsf Content-

Disposition header is set to "render", "alert" imoh"; and,

NOTE 4: The disposition type "icon" indicates ttia body part contains an image suitable as andcepresentation
of the Inviting PoC User. The value "alert" indieathat the MIME body contains information, suclaas
audio clip, that should be rendered by the PoCnCliean attempt to alert the PoC User when rengithe
Group Advertisement.

- 9. SHOULD cache the media content received in Miht8ies if Included Media Content in a request [gsuted
and if the associated disposition type of the QurBdEsposition header is set to "attachment".

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechasis
according to rules and procedures of [3GPP TS 24 2B8GPP2 X.S0013.4] with the clarifications givim this subclause.

6.2.6  PoC Client receiving a PoC Session SIP CANCEL request
6.2.6.1 PoC Session SIP CANCEL request - On-demand  Session case

Upon receiving a SIP CANCEL request, the PoC CI®IHALL behave as UAS according to rules and procesiaf
[RFC3261].

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechais
according to rules and procedures of [3GPP TS 24 28GPP2 X.S0013.4] with the clarifications givim this subclause.

6.2.7  Simultaneous PoC Session control procedures

PoC Client MAY use Simultaneous PoC Session coptiatedures if the PoC Server of the Home PoC Nétawpports
Simultaneous PoC Sessions. The Invited PoC CliekY ldhange the PoC Session priority or POC Sessickimg or both
during a PoC Session as specified in subclauses2611PoC Client Setting PoC Session Prioritgtid 6.1.12.2PoC Client
handling of PoC Session locking"

NOTE: The PoC Session locking is automaticallyaséxl when the PoC Session is ended.
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6.2.8 PoC Client receiving Discrete Media as a SIP MESSAGE

Upon receiving a SIP MESSAGE request not contaiaidfiME body of the MIME Type application/vnd.padcfo+xml
either

- 1. outside the SIP dialog used for a PoC Sessiotaitong the PoC feature tag '+g.poc.discreteméuife Accept-
Contact header field; or,
- 2.inside the SIP dialog used for the PoC Session;

the PoC Client:
- 1. SHALL perform the actions specified in [OMA_IMSTEndorsement]PoC Client receives SIP MESSAGE"

NOTE: Responses for the SIP MESSAGE request ailed in [OMA_IM_TS_EndorsementP6C Client receives
SIP MESSAGE"

When the SIP/IP Core corresponds with 3GPP/3GPRZ, thk PoC Client SHALL use 3GPP/3GPP2 IMS mechasis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

6.2.9 PoC Client receiving an FDCFO Proceed SIP MESSAGE

Upon receiving a SIP MESSAGE request inside thedsidg used for the PoC Session with a MIME boflthe MIME
Type application/vnd.poc.fdcfo+xml, the PoC Client:

- 1. MAY reject the SIP MESSAGE request with an appiade response code specified in [RFC3428] and
[RFC3261]
a) when the PoC Client determines that there inotigh resources to handle the SIP MESSAGE request
b) any other reason outside the scope of this fpaton.

NOTE 1: The decision to reject the SIP MESSAGE esfjean e.g. be based on procedures between th€llRmtand
the PoC User outside the scope of this specifioatio

Otherwise continue with the rest of the steps;

- 2. SHALL generate a SIP 200 "OK" response accortbrmgles and procedures of [RFC3428];

- 3. SHALL include the Server header to indicate@MA PoC release version of the PoC Client as sjgetih
subclause E.4.1Release version in User-agent and Server hedders

- 4. SHALL send the SIP 200 "OK" response towardsRtb€ Server according to rules and procedureseoBtR/IP
Core; and,

- 5. SHOULD inform the PoC User of arrival of the FEQ@ request;
If the POC User accepts the switch to full dupleice call, the PoC Client:

a) SHOULD release the PoC Session as specifieghidause 6.1.6PoC Client leaving a PoC Sessipor,

b) SHOULD remove the PoC Speech from the PoC Sessicpecified in subclause 6.1.441ding and
disconnecting from Mediaf other Media Types than PoC Speech are us¢geiiPoC Session.

NOTE 2: If PoC User accepts the switch to the dulblex voice call, the full duplex voice client kmaated with the PoC
Client initiates a full duplex call to one of thdlfduplex voice call addresses.

NOTE 3: The timing of the PoC Session release hedPbC Session modification is not specified iridethe PoC
Session release or the PoC Session modificatioteguostponed until after the full duplex voiceenti
collocated with the PoC Client successfully estdtas the full duplex voice call

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechais
according to rules and procedures of [TS24.223{FHP2 X.S0013.4] with the clarifications given liistsubclause.
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6.2.10 PoC Client receiving capability query

NOTE 1: Only the terminating side capability quprgcedures are described since any entity cantbenslIP
OPTIONS request

Upon receiving a SIP OPTIONS request, the PoC €Clien

- 1. SHALL handle the SIP OPTIONS request as an BNATE request as specified in the subclause 6.2 Auto-
answer caseor in the subclause 6.2.1.8&anual-answer casenodified as follows:

a) any procedure checking the offered Media Typ#ered the Media-floor Control Entities or the erféd
Media-floor Control Entity bindings are executedfas MIME SDP body containing MBCP with bound PoC
Speech was received;
b) the interactions with the User Plane are ndfopered,;
c¢) the PoC User is not alerted and no informatsorendered, indicated or displayed to the PoC Uswt;
d) if generating the SIP 200 "OK" response, the Btiént additionally:

i. SHOULD include in the SIP response an Allow teradith the supported SIP methods according tasrule
and procedures of [RFC3261];

ii. SHOULD include in the SIP response an Accepdee with the supported MIME body Media Types
according to rules and procedures of [RFC3261];

iii. SHOULD include in the SIP response an Accept&ding header with the supported encoding formats
according to rules and procedures of [RFC3261];

iv. SHOULD include in the SIP response a Suppoltegtier with an option tag ‘timer' according tosule
and procedures of [RFC3261];

v. SHALL either remove the Contact header from$he response or SHALL replace the Contact header
value in the SIP response with the PoC AddreskeoPbC User according to rules and procedures of
[RFC3261]; and,

vi. SHALL either remove the MIME SDP body from tB& response or SHALL replace the MIME SDP
body in the SIP response with a MIME SDP body cimitig the Media Types, the Media-floor Control
Entities and the Media-floor Control Entity bindsgupported by the PoC Client according to rules an
procedures of [RFC3261].

NOTE 2: The MIME SDP body included in the SIP 2@K" response to the SIP OPTIONS request is notlp S
answer.

When the SIP/IP Core corresponds with 3GPP/3GPR, thke PoC Client SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armkduwes of [3GPP TS 24.229] / [3GPP2 X.S0013.4j thie
clarifications given in this subclause.
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7. Procedures at the PoC Server

7.1 Determination of PoC Server role

This subclause describes how a PoC Server detesritinele when receiving an initial or a standra®IP request.

The behaviour in the PoC Server when receivingr&tfpests within an existing SIP dialog is describeder the respective
PoC Server role.

Once the role is decided the role SHALL be keptl tive SIP dialog is released, or until the stafahe transaction is done.

7.1.1  Reception of an initial SIP INVITE request

Upon receiving an initial SIP INVITE request the@8erver:

- 1. SHALL if it is the Originating PoC Service Poihtigger and
a) if the SIP URI in the Request-URI of the SIP IINIEZ request corresponds to the Conference-factdry-af
the PoC service in the network served by the Pa@eBbut the SIP INVITE request does not includgRi-
list of the PoC Users to be invited the PoC Se8ieALL perform the role of Participating PoC Functiand
continue as specified in subclause 7.3.P&*"established Sessiror,
b) otherwise the PoC Server SHALL perform the wdléhe Participating PoC Function as specified.; 774
"PoC Session establishment or rejoin using On-denssssioh

- 2. SHALL if it is the Terminating PoC Service Poifrigger and

a) if the SIP URI in the Request-URI of the SIP IINTE request corresponds to a PoC Group owned by the
PoC Server or if the SIP URI in the Request-URthaf SIP INVITE request corresponds to a PoC Session
Identity generated by the PoC Server or if the 3 in the Request-URI of the SIP INVITE request
corresponds to the Conference-factory-URI of th€ Bervice in the network served by the PoC Settier,
PoC Server SHALL continue as specified in subclael.1b PoC Session setup requestr,

b) if the SIP-URI in the Request-URI of the SIP INY¥ request corresponds to a PoC User served bydke
Server the PoC Server SHALL perform the role oftieigating PoC Function and continue as specified i
subclause 7.3.2:2P0oC Session invitation requestr,

c) if the SIP URI in the Request-URI of the SIP IN¥ request is unknown to the PoC Server the Pa@ege
SHALL perform the actions specified in subclause Z7:Conference URI does not exist"
- 3. SHALL if it is the unregistered PoC Service Rdinigger and

a) if the PoC Server supports PoC Box functionalitg the "allow" attribute of the <allow-offlineesage>
element as specifed in [OMA-PoC-Document-Mgmt]aste ‘true’ the PoC Server SHALL determine whether
to route the SIP INVITE request to a PoC Box asiigel in subclause 7.3.2.2.5.Détermination of routing

to a PoC Box upon an incoming invitaticend if it was determined to route the invitattora NW PoC Box

the PoC Server SHALL route the request to a NW Bog as specified in subclause 7.3.2.2.%-8rward
invitations to a NW PoC B&xand not continue with the rest of the steps;.

b) Otherwise the PoC Server SHALL respond withR &0 "Temporarily Unavailable" response.
7.1.2 Reception of a SIP REFER request

Upon receiving a SIP REFER request outside of &tieg SIP dialog the PoC Server
- 1. SHALL if it is the Originating PoC Service Poifitigger continue as specified in subclause 7.3.3I1B REFER
request receivegior,
- 2. SHALL if it is the Terminating PoC Service Poifrigger and

a) if the SIP REFER request is received with a R&feheader without a method parameter in the Refer
URI or when the method parameter is set to "INVITitthe Refer-To URI, then:
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i. if the Refer-To URI includes an Accept-Contaetter with the PoC Dispatcher feature tag
‘+g.poc.dispatcher' along with 'require’ and 'eviplparameters, continue as specified in subcl@uaéa.24
"PoC Dispatcher role transfer requést

ii. otherwise, continue as specified in subclaugel78 "Adding Participants to PoC Session reqtiest

or
b) if the method parameter is set to "BYE" in thefé®-To header
i. continue as specified in subclause 7.2.1.8IP'REFER BYE request received when using a Pre-
established Sessidin case of a Pre-established Session; or,

ii. continue as specified in subclause 7.2.1.$#P"REFER BYE request received when using an On-
demand Sessitin case of an On-demand Session.

7.1.3  Reception of a SIP MESSAGE request

Upon receiving a SIP MESSAGE request containing?b€ feature tag '+g.poc.talkburst' in the Accepti@ct header the
PoC Server:

- 1. SHALL if it is the Originating PoC Service Poiftigger continue as specified in subclause 7.4lhstant
Personal Alert procedure at originating PoC Seryet,

- 2. SHALL if it is the Terminating PoC Service Poifrigger continue as specified in subclause 7.41hstant
Personal Alert procedure at terminating PoC Server"

Upon receiving a SIP MESSAGE request containing?b€ feature tag '+g.poc.discretemedia’ in the pieGontact header
the PoC Server:

- 1. SHALL if it is the Originating PoC Service Poiftigger continue as specified in subclause 7.8.1Discrete
Media request"or,

- 2. SHALL if the Terminating PoC Service Point Traggand the Request-URI contains a SIP URI corredipgrio
a PoC Group or PoC Session Identity known by the Berver, continue as specified in the subclauzd.23
"Discrete Media request'or,

- 3. SHALL if itis the Terminating PoC Service Poiigger and the Request-URI contains a SIP-URI
corresponding to a PoC User served by the PoC Seowtinue as specified in subclause 7.3'Ri8crete Media
request”

Upon receiving a SIP MESSAGE request containing?b€ feature tag '+g.poc.fdcfo' in the Accept-Conteeader the PoC
Server:

- 1. SHALL if it is the Originating PoC Service Poifitigger continue as specified in subclause 7.3.1FDCFO
Proceed request'or,

- 2. SHALL if the Terminating PoC Service Point Tregggand the Request-URI contains a SIP URI corredipgrto
a PoC Session Identity known by the PoC Servettjrmos as specified in the subclause 7.2.1RIBCFO Proceed
request; or,

- 3. SHALL if itis the Terminating PoC Service Poiigger and the Request-URI contains a SIP-URI
corresponding to a PoC User served by the PoC Seowtinue as specified in subclause 7.3'EDCFO Proceed
request”

Upon receiving a SIP MESSAGE request containing?b€ feature tag '+g.poc.groupad' in the Acceptt&@xrheader the
PoC Server:

- 1. SHALL if it is the Originating PoC Service Poiftigger continue as specified in subclause 7.2.1Group
Advertisement requestdr,

- 2. SHALL if the Terminating PoC Service Point Tregggand the Request-URI contains a SIP URI corredipgrto
a PoC Group known by the PoC Server, continue esifigd in the subclause 7.2.1.1@roup Advertisement
request; or,

- 3. SHALL if itis the Terminating PoC Service Poirigger and the Request-URI contains a SIP-URI
corresponding to a PoC User served by the PoC Seowtinue as specified in subclause 7.3'@&ibup
Advertisement request”
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7.1.4  Reception of a SIP SUBSCRIBE request

Upon receiving a SIP SUBSCRIBE request outsidenaxsting SIP dialog the PoC Server:
- 1. SHALL if it is the Originating PoC Service Poifitigger continue as specified in 7.3.151P SUBSCRIBE
request; or,

- 2. SHALL if it is the Terminating PoC Service Poifrigger continue as specified in subclause 7.2.1PbC
Session Participant Information Request"

7.1.5 Reception of a SIP OPTIONS request

Upon receiving a SIP OPTIONS request containing?h€ feature tag '+g.poc.talkburst' in the Accepii@ct header the
PoC Server:

- 1. SHALL if it is the Originating PoC Service Poihtigger continue as specified in the subclausel718
"Querying for capabilities;"or,

- 2. SHALL if the Terminating PoC Service Point Traggand the Request-URI contains a SIP URI corredipgrio
a PoC Group or PoC Session Identity known by the Berver, continue as specified in the subclauzd.26
"Querying for capabilities;"or,

- 3. SHALL if it is the Terminating PoC Service Poifrigger and the Request-URI contains a SIP-URI

corresponding to a PoC User served by the PoC Seowtinue as specified in the subclause 7.3.2lerying for
capabilities".

7.1.6  Reception of a SIP REGISTER request

Upon receiving a SIP REGISTER request the PoC 8erve
- 1. SHALL continue as specified in the subclauseZ7l4Reception of the SIP REGISTER request

7.2 Controlling PoC Function procedures

7.2.1 Request terminating at the Controlling PoC Function
7.21.1 General

NOTE 1: This subclause provides common procedunesther subclauses and is not meant to be appfikxs
referenced.

On receipt of an initial SIP INVITE request the P8€rver

- 1. SHALL cache the supported SIP methods if reckinghe Allow header;

- 2. SHALL cache SIP feature tags, if received in@omtact header, and if the specific feature tagsapported;

- 3. SHALL create and cache the Nick Name as speédifissubclause 5.ANick Namé& and,

- 4. SHALL cache the uri-parameter "b2bua”, if theparameter is present in the URI of the PoC Sepesforming
Participating PoC Function in the Contact headerithe uri parameter is used according to loadicy.

When sending SIP provisional responses with thegta@n of the SIP 100 "Trying" response to the BIFITE request the
PoC Server
- 1. SHALL generate the SIP provisional response raiag to rules and procedures of [RFC3261];

- 2. SHALL include the Server header with the OMA Re(&ase version of the PoC Server as specifisdlislause
E.4.1 'Release version in User-agent and Server headers
- 3. SHOULD include an Allow header with the SIP noeth supported in this SIP dialog according to raled
procedures of [RFC3261];
- 4. SHALL include Authenticated Originator's PoC Adds as specified in subclause 5ARthenticated
Originator's PoC Address
a) set to the Conference-factory-URI in case ofAeC Session or Ad-hoc PoC Group Session; or,
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b) set to the PoC Group Identity with the Sessigpeluri-parameter "session=prearranged" or "sessluat"
as specified in E.5.1Session Type uri-parameten case of Pre-arranged or Chat PoC Group resgedct
- 5. SHALL include in a Contact header the PoC Sesklentity with the feature tag 'isfocus' and tleCHeature tag
‘+g.poc.talkburst' and the Session Type uri-paranisession=1-1", or "session=adhoc", or "sessiozspanged"”,
or "session=chat" as appropriate for the type eRbC Session as specified in E.55&$sion Type uri-parameter

- 6. SHALL copy into the Contact header the featagst'sip.automata’, 'sip.actor' and ‘sip.descriptioth their
corresponding value if any of these are includetthénContact header of the incoming received Séparse;

NOTE 2: If both UE PoC Box and NW PoC Box taketpathe PoC Session and a provisional respong thn SIP
100 "Trying" was already sent, the feature tagasipr' has the same value as in the previous giomal
response. If both UE PoC Box and NW PoC Box takéipahe PoC Session and no provisional response
other than SIP 100 "Trying" has been sent yetféhture tag 'sip.actor' value is either 'principalmsg-taker'
according to the PoC Server local policy.

- 7. SHALL include the warning text set to '108 mectiatent in INVITE discarded' as specified in salbele 5.6
"Warning header"jf at least one MIME body with media content wasioved as specified in subclauses 7.2.1.2
"Ad-hoc PoC Group and 1-1 PoC Session setup retjardt7.2.1.3 Pre-arranged PoC Group Session setup
request;

- 8. SHALL include the warning text set to '108 mectiatent in INVITE discarded' as specified in salbele 5.6
"Warning header"jf the text content in the Subject header was rerdp

- 9. SHALL include the warning text set to '108 mectiatent in INVITE discarded' as specified in salbsle 5.6
"Warning header"jf the Alert-Info header or the Call-Info headerbmth was removed; and,

NOTE 3: The reason for removing the Subject headdrthe reason for removing the Alert-Info headethe Call-Info
header or both may be a local policy in the Po@&er

- 10. SHALL include Warning header(s) received iniming provisional responses to SIP INVITE requeh the
exception of the SIP 100 "Trying" response.

When sending a SIP 200 "OK" response to the ingl& INVITE request the PoC Server:

- 1. SHALL generate the SIP 200 "OK" response acogrth rules and procedures of [RFC3261];

- 2. SHOULD include an Allow header with the SIP noeth supported in this SIP dialog according to raled
procedures of [RFC3261];

- 3. SHALL include the Session-Expires header wittl start supervising the SIP Session accordinglés rand
procedures of [RFC4028]UJAS Behavidr. The "refresher" parameter in the Session-Expiesder SHALL be set
to 'uac’

- 4. SHALL include the option tag 'timer' in a Reguiveader;

- 5. SHALL include Authenticated Originator's PoC Adds as specified in subclause 5ARthenticated
Originator's PoC Address

a) set to the Conference-factory-URI in case ofAeC Session or Ad-hoc PoC Group Session; or,

b) set to the PoC Group Identity with the Sessigpeluri-parameter "session=prearranged" or "sessluat"
as specified in E.5.1Session Type uri-parameten case of the Pre-arranged or Chat PoC Groypertively.

- 6. SHALL include in a Contact header the PoC Sesklentity with the feature tag 'isfocus' and tlieCHeature tag
‘+g.poc.talkburst' and the Session Type uri-paranisession=1-1", or "session=adhoc", or "sessiozspanged"”,
or "session=chat" as appropriate for the type eRbC Session as specified in E.55&$sion Type uri-parameter

- 7. SHALL copy into the Contact header the featagst 'sip.automata’, 'sip.actor' and ‘sip.desoniptivith their
corresponding value if any of these are includeithénContact header of the incoming received Séparse;

NOTE 4: If both UE PoC Box and NW PoC Box taketpathe PoC Session and a provisional respong thn SIP
100 "Trying" was already sent, the feature tagsasior' and ‘sip.description’ have the same vakien the
previous provisional response. If both UE PoC Bod BIW PoC Box take part in the PoC Session and no
provisional response other than SIP 100 "Tryings been sent yet, the feature tag 'sip.actor’ vValagher
‘principal’ or ‘'msg-taker' according to the PoCvBefocal policy.
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8. SHALL include the Server header with the OMA Re@ase version of the PoC Server as specifisdliclause

E.4.1"Release version in User-agent and Server headersit already included in a SIP provisional resge;

- 9. SHALL include the warning text set to '108 mectiatent in INVITE discarded' as specified in salbsle 5.6
"Warning header"jf at least one MIME body with media content wasioved as specified in subclauses 7.2.1.2
"Ad-hoc PoC Group and 1-1 PoC Session setup retjaerdt7.2.1.3 Pre-arranged PoC Group Session setup
request;

- 10. SHALL include the warning text set to '108 nzedbntent in INVITE discarded' as specified in dabse 5.6
"Warning header"jf the text content in the Subject header was reedas specified in subclauses 7.2.A8-hoc
PoC Group and 1-1 PoC Session setup requaast'7.2.1.3Pre-arranged PoC Group Session setup reduest

- 11.SHALL include the warning text set to '108 mechatent in INVITE discarded' as specified in sabiske 5.6
"Warning header"jf the Alert-Info header or the Call-Info headerbmth was removed as specified in subclauses
7.2.1.2 'Ad-hoc PoC Group and 1-1 PoC Session setup retjaedt7.2.1.3 Pre-arranged PoC Group Session
setup request"

- 12. SHALL include Warning header(s) received imiming responses to SIP INVITE request; and,

- 13. SHALL include the option tag 'norefersub’ iB@pported header according to rules and proceddires
[RFC4488].

When sending a SIP 488 "Not Acceptable Here" respom the initial SIP INVITE request, the PoC Serve

- 1. SHALL generate the SIP 488 "Not Acceptable Heesponse according to rules and procedures of BRE(;
and,

- 2. SHALL perform one of the following actions:

a) include in the SIP 488 "Not Acceptable Here’hmse a MIME SDP body, containing the Media Typles,
Media-floor Control Entities and the Media-floor @l Entity bindings as currently used in the Pa€Ssion
according to rules and procedures of [RFC3261héefoffered Media Types where none of those cugrent
used in the PoC Session; or,

b) include the warning text set to '107 Not authedito add <Media Type>' as specified in subcl&uBe
"Warning headey, if the offered Media Type is not authorized tbe PoC User.
When the SIP/IP Core corresponds with 3GPP/3GPFR, the PoC Server SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armeduwes of [3GPP TS 24.229] / [3GPP2 X.S0013.4j e
clarifications given in this subclause.

7.2.1.1a SDP answer generation

When receiving an SDP offer to initiate a 1-1 P@3s$on, an Ad-hoc PoC Group Session or Pre-arraRg€dGroup
Session and if the PoC Session does not yet éxést,the PoC Server:

- 1. SHALL accept all the Media with bound Media-ftd@ontrol Entities and the Media not bound to Mefthar
Control Entity from the received SDP offer, whiate allowed by adding Media policy as specifiedubdause
7.2.1.21 Policy for allowing Media Streams in a PoC SesSiovhen Unconfirmed Indication is used;

- 2. SHALL accept all the Media with bound Media-ftd@ontrol Entities and the Media not bound to Mefttar
Control Entity from the received SDP offer, whiate allowed by adding Media policy as specifiedubdause
7.2.1.21 Policy for allowing Media Streams in a PoC SesSiovhen the PoC Server has received the SDP
answer(s) from one or more, but not from all théted PoC Clients; or,

NOTE 1: The conditions for the removal of the Me@iigoe offered by the Inviting PoC Client, accepibgtthe PoC
Server and not accepted by any Invited PoC Cleott of scope of this specification.

- 3. SHALL accept all the Media with bound Media-ftd@ontrol Entities and the Media not bound to a Metbor
Control Entities from the received SDP offer whadle also accepted in at least one of the receildd&swers
from the Invited PoC Clients.

NOTE 2: The PoC Server as a matter of local paleny wait for a number of answers, for amount otton for other
reasons before sending the SDP answer.
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NOTE 3: In step 3, the adding Media policy is needed to be checked anymore as it has been alcbadlged when
the SDP offers have been sent towards the termp&bC Clients.

When receiving an SDP offer to initiate a Pre-agehPoC Group Session that already exists or wésgiving an SDP
offer to re-join a PoC Session, the PoC Server:

- 1. SHALL accept all the Media Streams with bounddMeFloor Control Entities in the received SDP offeat are
currently used in the PoC Session and that aretbtmuthe same Media-Floor Control Entity; and,

- 2. SHALL accept all Discrete Media Streams not libtma Media-Floor Control Entity in the receiveldFsoffer
and which are currently used in the PoC SessiomoattMedia-Floor Control Entity binding.

When receiving an SDP offer to initiate or join hBa€PoC Group Session, the PoC Server:

- 1. SHALL accept all the Media Types with bound Meéiioor Control Entities in the received SDP offdrich are
currently used in the PoC Session, if the PoC Besdready exists, or which are allowed by addirefM policy
as specified in subclause 7.2.1.Pblicy for allowing Media Streams in a PoC SesSiamd,

- 2. SHALL accept the Discrete Media without bounddideFloor Control Entity in the received SDP offehich
are currently used in the PoC Session, if the Peg3iBn already exists, or which are allowed by rgldledia
policy as specified in subclause 7.2.1.Pblicy for allowing Media Streams in a PoC Session

When composing an SDP answer according to rulepeymbdures of [RFC3264] and [RFC4566] the PoC Serv

- 1. SHALL set the IP address of the PoC Serverdgheaccepted Media Stream from the received SDd#? affd for
each accepted Media-floor Control Entity from teegived SDP offer;

- 2. SHALL include the media-level section for eackepted Media Stream from the received SDP offasisting
of:

a) the port number for the Media Stream selectexpasified in [OMA-PoC-UP]Port number
b) the codec(s) and Media Parameters selectedeliydlt Server from the list contained in the reackiSBP
offer; optionally further reduced based on:
i. the SDP answer(s) received in SIP 200 "OK" resggs) from the Invited PoC Client(s), if already
received,
ii. the SDP answer(s) received in SIP 200 "OK" oese(s) from the Participant(s) other than InvRed
Client(s), if already received;
iii. the SDP answer(s) sent in SIP 200 "OK" resggs)sto the Participant(s), if sent previously; and
iv. the Media Parameters that are currently useldisnPoC Session, if PoC Session has already $mten
up.

NOTE 4: The Media Parameters of the Discrete Madiedefined in [OMA_IM_TS_Endorsement].

NOTE 5: If transcoding is supported and codec(d) Miedia Parameters other than those containeceireteived SDP
offer have been offered in the SDP of the SIP INWFEquest sent to Invited PoC Client(s), the SDswan in
the SIP 200 "OK" response towards the Inviting R3iént can be different from the SDP answer reakive
SIP 200 "OK" response from the Invited PoC Client(s

c) the "a=label" attribute with a unique value pedfied in [RFC4574], if the Media Stream is todmmnected
to a Media-floor Control Entity except when only@®8peech with Talk Burst Control Protocol as spedifn
[OMA-POC-1-UP] is accepted;

d) the IP address of the PoC Server and port nutodez used for RTCP selected as specified in [OROE-
UP] "Port number according to rules and procedures of [RFC36%He Media Stream uses the RTCP
protocol and other than the default IP addresodrmumber specified by the [RFC3550] is to be ysed

e) the "a=upcc:0" attribute as specified in [RFC31{ the PoC Server supports the PoC Media Teaffi
Optimisation, the Participant did not put the Pa@3ston on hold, the media-level section offers ati@aous
Media and the 1-many-1 communication method isuset in the PoC Session; and,

f) under the media level definition of MSRP, addagaccept-types:" SDP attribute MIME Types
"application/vnd.oma.poc.final-report+xml", "apiton/vnd.oma.poc.detailed-progress-report+xml" and
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optionally "application/vnd.oma.poc.optimized-pregs-report+xml” if any of these were included ia th
received SDP offer and if supported by the PoC &erv

3. SHALL include for any Media-floor Control Entjtthat is offered in the received SDP offer andepbed in the
SDP answer by the PoC Server, the media-levelaseofieach offered Media-floor Control Entity costig of:

a) the format list field for the Media-floor Contkientity is set to "TBCP";

b) the Media-floor Control Entity parameters sedelchy the PoC Server from the list contained inréoeived

SDP offer; optionally reduced based on the SDP ar(syvreceived in SIP 200 "OK" response from thatéal
PoC Client(s), if already received;

NOTE 6: The PoC Server can reduce Media-floor @GbiEntity parameters depending on answers recdioed Invited

PoC Clients, e.g. if the SDP offer in SIP INVITEteest from the Inviting PoC Client contained a exjuo
use queuing in the PoC Session and a received 88feafrom an Invited PoC Client did not indicatggort
for queuing the PoC Server can return to the IngitPoC Client that queuing is not used in this BeSsion.

c) the port number for Media-floor Control Entitylscted as specified in [OMA-PoC-URdrt numbers

d) the "a=floorid:0 mstrm" attribute with value{gferencing the Media Stream as specified in [RFEB345
intended to be connected the Media-floor Contrditizexcept when only PoC Speech with Talk Burst
Control Protocol as specified in [OMA-POC-1-UPHiscepted; and,

e) optionally TBCP MIME parameters indication asdfied in E.3 SDP Extensioriancluding if needed the
TBCP MIME parameter "multimedia” with the appropei@d value as specified in E:S3DP Extensions"

4. SHALL mark as rejected according to rules aratedures of [RFC3264] the Media-floor Control Bnéind all
the Media Stream bound to the rejected Media-f@ontrol Entity, if the Media-floor Control Entitgirejected:

5. SHALL mark the Media Stream as rejected accgrttinrules and procedures of [RFC3264], if the MeSiiream
is rejected; and,

6. SHALL include the QoE Profile assigned for tr@PSession, as specified in subclause EQ@E'Profilé, if
QOE Profiles are enabled and if a QoE Profile watuded in the received SDP offer.

When composing an SDP answer, the PoC Server:

1. SHALL bind the media-level section that idem#iPoC Speech to the corresponding Media-floor rGbENOtity
as in the received SDP offer, if POC Speech isgtede

2. SHALL bind the media-level section that idertiiVideo to the corresponding Media-floor Controtify as in
the received SDP offer, if Video is accepted;

3. SHALL bind the media-level section that iderti#iAudio to the corresponding Media-floor Contratify as in
the received SDP offer, if Audio is accepted; and,

4. SHALL bind the media-level section that idertHiDiscrete Media to the corresponding Media-flontrol
Entity as in the received SDP offer, if Discretediéeis accepted and bound to the Media-floor Caiindity.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armkduwes of [3GPP TS 24.229] / [3GPP2 X.S0013.4j the
clarifications given in this subclause.

7.2.1.1b PoC Session setup request

Upon receiving an initial SIP INVITE request wittet SIP URI in the Request-URI corresponding to @ Booup owned by
the PoC Server or corresponding to a PoC Sessamtitg generated by the PoC Server and:

1. if the SIP URI in the Request-URI of the SIP IN'Z request corresponds to the Conference-factdry-df the
PoC service in the network served by the PoC SettvePoC Server SHALL perform the role of ConirglPoC
Function and SHALL continue as specified in substaid.2.1.2 Ad-hoc PoC Group and 1-1 PoC Session setup
request;

2. if the Session Type uri-parameter is "sessiosepanged” and,

a) if the SIP URI in the Request-URI of the SIP INIE request corresponds to a Pre-arranged PoC Group
owned by the PoC Server, the PoC Server SHALL perfie role of Controlling PoC Function and conénu
as specified in subclause 7.2.188¢-arranged PoC Group Session setup reduiest

or,
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b) if the SIP URI in the Request-URI of the SIP INY¥Z request corresponds to a Chat PoC Group owped b
the PoC Server, the PoC Server SHALL return a 8¥P"Mot Found" response with the warning text eet t
'100 Correct Session Type of <Request-URI> is leasshat" as specified in subclause 5/%drning

headef. Otherwise continue with the rest of the steps.

or,

- 3. if the Session type uri-parameter is "sessioat'dnd,
a) if the Accept-Contact header contains the featag ‘automata’ and the feature tag 'actor' wighvalue of
'msg-taker’ or 'principal’ and the parameters leitphnd ‘require’ the PoC Server SHALL returniB 804
"Not Found" response with the warning text sefl@9'PoC Box not possible for a Chat PoC Group' as
specified in subclause 5.8Varning headér Otherwise continue with next step;
b) if the SIP URI in the Request-URI of the SIP INYZ request corresponds to a Chat PoC Group owped b
the PoC Server, the PoC Server SHALL perform the 06 Controlling PoC Function and continue as
specified in subclause 7.2.1.50ining Chat PoC Group Session request
or,
c) if the SIP URI in the Request-URI of the SIP IN¥ request corresponds to a Pre-arranged PoC Group
owned by the PoC Server, the PoC Server SHALL neauBIP 404 "Not Found" response with the warning
text set to '101 Correct Session Type of <Requ&dt-Uk "session=prearranged™ as specified in suss 5.6
"Warning headér Otherwise continue with the rest of the steps.
or,

- 4.if the Session Type uri-parameter is "sessioh=dr "session=adhoc" and,
a) if the SIP URI in the Request-URI of the SIP INIE request corresponds to a Pre-arranged PoC Group
owned by the PoC Server, the PoC Server SHALL neauBIP 404 "Not Found" response with the warning
text set to '101 Correct Session Type of <Requ&dt-Uk "session=prearranged™ as specified in sus® 5.6
"Warning headér Otherwise continue with the rest of the steps.
b) if the SIP URI in the Request-URI of the SIP INYZ request corresponds to a Chat PoC Group owped b
the PoC Server, the PoC Server SHALL return a 8¥P"Mot Found" response with the warning text eet t
'100 Correct Session Type of <Request-URI> is leasghat™ as specified in subclause 5/8drning
headef. Otherwise continue with the rest of the steps.
or,

- 5.if a Session Type uri parameter is not incluaed
a) if the SIP URI in the Request-URI of the SIP INIE request corresponds to a Pre-arranged PoC Group
owned by the PoC Server, the PoC Server SHALL perfie role of Controlling PoC Function and conénu
as specified in subclause 7.2.1F8é-arranged PoC Group Session setup reduest
or,
b) if the SIP URI in the Request-URI of the SIP INZ request corresponds to a Chat PoC Group owyed b
the PoC Server and the Accept-Contact header cantiag feature tag ‘automata’ with the parametepdicit'
and 'require’ the PoC Server SHALL return a SIP'40gt Found" response with the warning text seéi.a9
PoC Box not possible for a Chat PoC Group' as ipddn subclause 5.8Narning headét, Otherwise
continue with the rest of the steps;
or,
c) if the SIP URI in the Request-URI of the SIP IN¥Z request corresponds to a Chat PoC Group owped b
the PoC Server and the Accept-Contact header dientain the feature tag 'automata’ and the feasg
‘actor' with the value of 'msg-taker' or 'princlaid the parameters 'explicit' and 'require' RbE Server
SHALL perform the role of Controlling PoC Functiand continue as specified in subclause 7.2.Jofning
Chat PoC Group Session request

- 6. if the SIP-URI in the Request-URI of the SIP IN¥ request corresponds to a PoC Session Iderditgrgited by

the PoC Server, the PoC Server SHALL perform tte @6 Controlling PoC Function and continue as fetin
subclause 7.2.1.4Rgjoining PoC Session request

7.2.1.2 Ad-hoc PoC Group and 1-1 PoC Session setup  request

Upon receiving of an initial SIP INVITE request tReC Server:
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- 1. MAY reject the SIP INVITE request with a SIP 5&ervice Unavailable" response depending on theevaf
the requested QoE Profile if QOE Profiles are ezdbind a risk of congestion exists as specifig®@MA-PoC-UP]
"Procedures at the PoC Server performing the ColiigplPoC Function"The PoC Server MAY include a Retry-
After header to the 503 "Service Unavailable" resmoas specified in [RFC3261];

NOTE 1: The PoC Client is allowed to re-attemptBo€ Session establishment after the time defigetidoRetry-
After header.

2. SHALL check whether the Conference-factory-URhtained in the Request URI is allocated and perfibre
actions specified in subclause 7.5Cbnference-factory URI does not existlt is not allocated. Otherwise,
continue with the rest of the steps;

- 3. SHALL perform actions to verify the Authenticdt®riginator's PoC Address of the Inviting PoC Used
authorize the request according to local policy it is not authorized the PoC Server SHALL meta SIP 403
"Forbidden" response with the warning text sel &1 'Function not allowed due to <detailed reasas>specified in
subclause 5.8Warning header!" Otherwise, continue with the rest of the steps;

- 4. SHALL validate that the received SDP offer im#g at least one Media Stream for which the Medrameters
and at least one codec or Media format is acceptapthe PoC Server and if not reject the requébktavSIP 488
"Not Acceptable Here" response generated as spédifithe subclause 7.2.1.Géneral. Otherwise, continue with
the rest of the steps;

- 5. SHALL check from the MIME resource-lists bodwyathhe maximum number of Participants allowed irAdn

hoc PoC Group Session is not exceeded. If exce&uetl Server SHALL return SIP 486 "Busy Here" reggoand

include the warning text set to '102 Too many pagutints' as specified in subclause "W&arning header'

Otherwise, continue with the rest of the steps;

NOTE 2: With regards to "MAX-ADHOC-GROUP-SIZE" panater, the initiator of the PoC Session is alsanted as
a Participant.

- 6. SHALL perform the following actions, if Includédedia Content is supported by the PoC Server it i
media content is received in one or more MIME bsdie

a) Check if included Media Type is allowed, usingeal policy, and if at least one Media Type is albowed,
based on a Service Provider Policy either,

i. send a SIP 415 "Unsupported Media Type" respahseSIP 415 "Unsupported Media Type" response
SHALL include:

1. the Accept header with the acceptable Media-3ypat the PoC Server would accept according to
rules and procedures of [RFC3261]; or,

2. the Accept-Encoding header with the encodingh&ds that the PoC Server would accept according
to rules and procedures of [RFC3261]; or,

3. both.
and do not continue with the rest of the steps; or,
ii. remove the MIME bodies containing the not alEsvmedia content.

NOTE 3: One example of a local policy could be that PoC Server only allows Included Media Contersipecial
traffic scenarios.

b) Check the total size of all MIME bodies contamimedia content and if the total size exceeds a
configurable max size, based on a Service Proyidkey either,

i. send a SIP 413 "Request Entity Too Large" resp@nd do not continue with the rest of the steps;
ii. remove all MIME bodies containing media content

- 7. SHALL check if a Resource-Priority header iduged in the SIP INVITE request according to rudes!
procedures of [RFC4412], if the 'Official Governmeélse' QoE Profile is supported. If included theCPerver
SHALL:

a) check that the QoE Profile attribute contaimethe SDP offer indicates 'Official Government U3eE
Profile, as specified in subclause E.3Q0E Profile. If the QoE Profile attribute indicates other QBEfile,
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the PoC Server SHALL reject the request with a#IB "Forbidden” response with the warning textset
'114 QoE Assignment Error' as specified in sub@d&us"Warning header;'

b) assign 'Official Government Use' QoE Profildtes QoE Profile for the PoC Session; and,

c) apply any preferential treatment to the SIP estjas specified in [RFC4412], skip the next stap@oceed
with the rest of the steps.

- 8. SHALL assign the QoE Profile to the PoC Sessimording to the value indicated in the QoE Pradtteibute
included in the received SDP offer, as specifiedlibclause E.3.2)oE Profile"if QOE Profiles are enabled,;

NOTE 4: If no QoE Profile attribute is includedthre SDP offer of the SIP INVITE request, it is ciolesed that '‘Basic'
QoOE Profile is requested.

9. SHALL perform action on receipt of an initial'SINVITE request as described in 7.2.1Geherat;

- 10. SHOULD check whether the "b=AS" attribute islided in the SDP offer, and if it is, use theibtie as
specified in [OMA-PoC-UP]Media Buffering’

- 11. MAY remove the Subject header;

- 12. MAY remove the Alert-Info or the Call-Info heador both;

NOTE 5: The reason for removing the Alert-Info headr the Call-Info header or both may be a logdicy in the PoC
Server.

- 13. SHALL allocate a PoC Session Identity for tlieCFSession; and,

- 14. SHALL invite the PoC Users and Pre-arranged Bodlips listed in the MIME resource-lists body pedfied
in subclause 7.2.2)P0oC Session invitation request”

NOTE 6: How the multiple URIs of the invited membare conveyed in the SIP INVITE request is spedifin
[RFC5366]. How each URI in the list is anonymizedpecified in [RFC5364].

Upon receiving a SIP 183 "Session Progress"” regpfamghe SIP INVITE request containing a P-Ans\Béate header with
the value "Unconfirmed" as specified in [RFC496dd as specified in subclause 7.2 R2C Session invitation requést
the PoC Server:

- 1. SHALL generate 200 "OK" response as specifietthénsubclause 7.2.1.Géneral and continue with the rest of
the steps if unconfirmed mode is supported by @ Berver and the final response is not yet seitetdnviting
PoC Client, otherwise do not proceed with the oéshe steps;

- 2. SHALL include in the SIP 200 "OK" response a MEMSDP body as an SDP answer to the SDP offer in the
incoming SIP INVITE request as specified in thedabse 7.2.1.1&5DP answer generation”

- 3. SHALL include a P-Answer-State header with thkig "Unconfirmed";

- 4. SHALL interact with the User Plane as specifrefOMA-PoC-UP]"Controlling PoC Function procedures at
PoC Session initialization”;

NOTE 7: Resulting User Plane processing is comglbtfore the next step is performed.

- 5. SHALL send the SIP 200 "OK" response towarddtiéing PoC Client according to rules and proaesuof
SIP/IP Core;

NOTE 8: If PoC Server supports Unconfirmed Indicatand generates and sends SIP 200 "OK" respowseds
Inviting PoC Client based on received SIP 183 "B@sBrogress"”, then PoC Server needs either tapedpr
transcoding or PoC Session modification. This isdel in the case if the SDP answer contained ir260P
"OK" sent towards Inviting PoC Client is in mismiateith the SDP answer contained in SIP 200 "OK"
received from the terminating network.

- 6. SHALL generate a notification to the PoC Cliemthich have subscribed to the conference statet @ackage
that an Inviting PoC User has joined in the PoCupr8ession, as specified in subclause 7.2.1'GeRerating a
SIP NOTIFY request'and,

- 7. SHALL send the SIP NOTIFY request to the Po@®@k according to rules and procedures of the BiCdre.

[0 2009 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-PoC_ControlPlane-V2_0-20090922-C Page 97 (648)

Upon receiving a SIP 180 "Ringing" response asifipddn subclause 7.2.2"2PoC Session Invitation Requéand the SIP
final response or a SIP 180 "Ringing" responsenishyet been sent to the Inviting PoC Client, to€RServer:

- 1. SHALL generate a SIP 180 "Ringing" responsé&SIP INVITE request as specified in the subclalugel.1
"General"; and,

- 2. SHALL send the SIP 180 "Ringing" response towahe Inviting PoC Client according to rules andgedures
of SIP/IP Core.

Upon receiving a SIP 200 "OK" response for the IBIRITE request as specified in subclause 7.2'P@C Session
invitation request'and if the SIP final response has not yet beenteghe Inviting PoC Client the PoC Server:

- 1. SHALL generate a SIP 200 "OK" response to tHeISIVITE request as specified in the subclausel712.
"General" before continuing with the rest of the steps;

- 2. SHALL include in the SIP 200 "OK" response a MEMSDP body as an SDP answer to the SDP offer in the
incoming SIP INVITE request as specified in thedabse 7.2.1.1a8SDP answer generation

- 3. SHALL interact with the User Plane as specifirefOMA-PoC-UP] 'Controlling PoC Function procedures at
PoC Session initialization

NOTE 9: Resulting User Plane processing is comgleedore the next step is performed.

- 4. SHALL send a SIP 200 "OK" response towards tivsihg PoC Client according to rules and procedwkthe
SIP/IP Core;

- 5. SHALL generate a notification to the PoC Cliemthich have subscribed to the conference statet @ackage
that an Inviting PoC User has joined in the PoCuprBession, as specified in subclause 7.2.1'QeRerating a
SIP NOTIFY request'and,

- 6. SHALL send the SIP NOTIFY request to the Po@@k according to rules and procedures of the Bi€dre.

Upon receiving a SIP final response other thandh@xx, that is one of the SIP 4xx, 5xx or 6xx firesponses the PoC
Server:

- 1. SHALL send the SIP final response towards théifirg PoC Client, if a SIP final response was reeé from all
the Invited PoC Clients and the SIP 200 "OK" regmois not yet sent. The SIP final response SHAIdLigke the
Status-Code defined by the PoC Server accordifggetd policy e.g. the lowest value received frora thvited PoC
User(s); or,

- 2. SHALL remove Inviting PoC Client from the PoCsSmn as specified in subclause 7.2"Rémoval of
Participant from PoC Sessionif a SIP final response other than 2xx or 3xx wexeived from all the Invited PoC
Clients and the SIP 200 "OK" response is already. se

When the SIP/IP Core corresponds with 3GPP/3GPR2, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [3GPP TS 24 2B8GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.1.3 Pre-arranged PoC Group Session setup reques t

This subclause describes the procedures that tBeSRover follows for the establishment of a Presaged PoC Group
Session.

Subclause 7.2.1.3.1Gkneral is the starting point for the establishment ¢fPak-arranged PoC Group Sessions.

Subclause 7.2.1.3.2Dispatch PoC Session setup request from PoC Dibpétdescribes the specific procedures to be
followed, when indicated from subclause 7.2.1.Gdneral, for the establishment of a Dispatch PoC Sesisibiated by a
PoC Dispatcher

Subclause 7.2.1.3.3Dispatch PoC Session setup request from PoC Fleetiét describes the specific procedures to be
followed, when indicated from subclause 7.2.1.Gdferal, for the establishment of a Dispatch PoC Sesisibiated by a
PoC Fleet Member
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7.2.1.3.1 General

NOTE 1: This subclause provides common procedunesther subclauses and is not meant to be appfiksds

referenced.

Upon receiving an initial SIP INVITE request the@8erver:

1. MAY reject the SIP INVITE request with a SIP 5&ervice Unavailable” response depending on theevaf
the requested QoE Profile if QoE Profiles are ezdhe PoC Group does not already have an on-@oiy
Session and a risk of congestion exists as speéififOMA-PoC-UP] 'Procedures at the PoC Server performing
the Controlling PoC Functidh The PoC Server MAY include a Retry-After heatiethe 503 "Service
Unavailable" response as specified in [RFC3261],;

NOTE 2: The PoC Client is allowed to re-attemptBo€ Session establishment after the time defigetidoRetry-

After header.

2. SHALL check whether the Accept-Contact headeluihes the PoC feature tag '+g.poc.talkburst' fitdsi not
included the PoC Server SHALL return a SIP 403 bkditen” response with the warning text set to 'BR20ting
error in network' as specified in subclause"S\&rning header. Otherwise, continue with the rest of the steps;

3. SHALL perform actions to verify the Authenticdt®riginator's PoC Address of the Inviting PoC Used
authorize the request as specified in subclaus&.I£2'PoC Session initiation poli€yand if it is not authorized the
PoC Server SHALL return a SIP 403 "Forbidden" resgowith the warning text set to '121 Functionaimwed
due to <detailed reason>' as specified in subcla&Varning header! Otherwise, continue with the rest of the
steps;

4. SHALL check if the URI Usage Type uri-paramaseincluded in the Request-URI and if it is inclddeith a
value different from "uriusage=group" the PoC Separforming the Controlling PoC Function SHALL wet a
SIP 403 "Forbidden" response according to the rmebprocedures of [RFC3261] with the warning ssttto '130
Conflicting URI: <URI>' as specified in subclausé 3WVarning headeér Otherwise, continue with the rest of the
steps;

5. SHALL check the presence of the 'isfocus' feaparameter in the URI of the Contact header aitdsifpresent
then the PoC Server performing the Controlling Fe@ction SHALL return a SIP 403 "Forbidden” respons
according to the rules and procedures of [RFC58a8}aining the list of members of the Pre-arrarige@ Group.
Otherwise, continue with the rest of the steps;

NOTE 3: If the sender of the INVITE request is ddrse 1.0 PoC Server, the procedure specifiedM®OC-1-CP]

is used instead.

6. SHALL check whether privacy is allowed for thatAenticated Originator's PoC Address, when anotyisi
requested with the Privacy header containing theevid'. If not allowed, the PoC Server SHALL resp with a

SIP 403 "Forbidden" response with the warning settto '119 Anonymity not allowed' as specifiedubclause 5.6
"Warning header'to the originating network. Allowing privacy forspecific Authenticated Originator's PoC
Address is defined using <allow-anonymity> elemafithe PoC Group’s authorization rules as specifigdMA-
PoC-Document-Mgmt]. If privacy is allowed, the P8€rver SHALL create and cache an Anonymous PoC ésddr
as specified in subclause 5Aribnymous PoC Addré'sand a Nick Name as specified in subclause Hidk'

Nameé for the Inviting PoC User. Otherwise, continughithe rest of the steps;

NOTE 4: The Anonymous PoC Address is an aliasHferRoC User, and this address appears in Partidiffanmation

and the User Plane Taken message. This alias Pdg#slis used when expelling the Participant frioen t
PoC Session.

7. SHALL, if the PoC Dispatcher functionality ispported, check whether any of the PoC Users coeflaimthe
<list> element of the Pre-arranged PoC Group doctiiseallowed the action <allow-dispatch> as spedifn
[OMA-PoC-Document-Mgmt]:
a) If it is allowed for at least one group memtiee, PoC Server SHALL check whether the Contact éveafl
the incoming SIP INVITE request includes the PoGaicher feature tag '+g.poc.dispatcher' accottding
rules and procedures of [RFC3840]. If it is presd#rg PoC Server SHALL proceed as specified in lswise
7.2.1.3.2 Dispatch PoC Session setup request from PoC Dikpdtend do not continue with the rest of the
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steps. If it is not present, the PoC Server SHALdcped as specified in subclause 7.2.1.Bi8patch PoC
Session setup request from PoC Fleet Metnded do not continue with the rest of the stepst, a

b) If it is not allowed for any group member, conie with the rest of the steps.
- 8. SHALL perform action on receipt of an initial'SINVITE request as described in 7.2.31Geheraf;

- 9. SHOULD check whether the "b=AS" attribute islimt=d in the SDP offer, and if it is, use the htite as
specified in [OMA-PoC-UP]Media Buffering’
- 10. if the PoC Group does not have already an amgg@oC Session, the PoC Server:

a) SHALL validate that the received SDP offer imt#g at least one Media Stream allowed as spedaified
subclause 7.2.1.2P%licy for allowing Media Streams in a PoC Ses'imn which the Media Parameters and
at least one codec or Media format is acceptablthfoPoC Server and if not reject the request wi8iP 488
"Not Acceptable Here" response generated as spddifithe subclause 7.2.1 Géneral. Otherwise, continue
with the rest of the steps;

b) SHALL check if a Resource-Priority header idimied in the SIP INVITE request, according to rdesl
procedures of [RFC4412], if the 'Official Governrhélse' QoE Profile is supported. If included theCPo
Server SHALL:
i. check that the QoE Profile attribute containedhe SDP offer indicates 'Official Government USeE
Profile, as specified in subclause E.3Q0E Profile'. If the QoE Profile attribute indicates other QoE
Profile, the PoC Server SHALL reject the requeshwi SIP 403 "Forbidden" response with the warning
text set to '114 QoE Assignment Error' as specifieslibclause 5.8Narning header";

ii. assign 'Official Government Use' QoE Profileths QoE Profile for the PoC Session; and,

ii. apply any preferential treatment to the SIBuest as specified in [RFC4412], skip the next siaph
proceed with the rest of the steps.

¢). SHALL, if QoE Profiles are enabled,

i. if there is no <goe> element defined in the R&xGup document as specified in [OMA-PoC-Document-
Mgmit], assign the QoE Profile indicated in the @@i6file attribute in the SDP offer as the QoE Reodif
the PoC Session; and,

i if there is a <qoe> element defined in the Po©up document as specified in [OMA-PoC-Document-
Mgmt], check whether the value of the QoE Profiteilaute in the SDP offer is equal or higher, as
specified in 5.8 QoE Profiles, than the value of the <goe> element. If it iwéw the PoC Server SHALL
reject the SIP INVITE request with a SIP 403 "Fdd#n" response with the warning text set to '11& Qo
Assignment Error' as specified in subclause"®/@rning header"Otherwise, the PoC Server SHALL
assign the value of the <qoe> element as the Qofild of the PoC Session and SHALL mark it as
"mandatory” and continue with the rest of the steps

NOTE 5: If no QoE Profile attribute is includedthre SDP offer of the SIP INVITE request, it is colesed that '‘Basic'
QOE Profile is requested.

d) SHALL, if Included Media Content is supportedthg PoC Server and if media content is receivezhi
or more MIME bodies,

i. Check if included Media Type is allowed, usinfpeal policy, and if at least one Media Type i$ no
allowed, the PoC Server SHALL, based on a Serviogifer Policy either,

1. send a SIP 415 "Unsupported Media Type" respahsesIP 415 "Unsupported Media Type"
response SHALL include:

a) the Accept header with the acceptable Media-3ypat the PoC Server would accept
according to rules and procedures of [RFC3261]; or,

b) the Accept-Encoding header with the encodingnfs that the PoC Server would accept
according to rules and procedures of [RFC3261]; or,

c) both.
and do not continue with the rest of the steps; or,
2. remove the MIME bodies containing the media ennthat is not allowed.
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NOTE 6: One example of a local policy could be thatPoC Server only allows Included Media Conterspecial
traffic scenarios.

ii. Check the total size of all MIME bodies contiaigg media content and if the total size exceeds a
configurable max size, based on a Service Proyidkey either,

1. send a SIP 413 "Request Entity Too Large" respamd do not continue with the rest of the steps;
or,

2. remove all MIME bodies containing media content.
e) MAY remove the Subject header;
f) MAY remove the Alert-Info or the Call-Info header both;

NOTE 7: The reason for removing the Alert-Info headr the Call-Info header or both may be a logdicy in the PoC
Server.

g) SHALL allocate a PoC Session Identity for th&CP®ession;

h) SHALL invite members of the Pre-arranged PoCupras specified in subclauses 7.2.1.R4C Session
initiation policy' and 7.2.2.2PoC Session invitation requéstand,

i) SHALL interact with User Plane as specified @MJA-PoC-UP] 'Controlling PoC Function procedures at
PoC Session initializatidrand do not continue the rest of the steps.

- 11.if the PoC Group has already an Active PoCi8esthe PoC Server:

a) SHALL validate that the received SDP offer irtg#g at least one Media Stream used in the PoCoBessi
with the Media-floor Control binding as used in th@C Session, for which the Media Parameters alehst
one codec or Media format is acceptable for the Be@er and if not, reject the request with a 3B Not
Acceptable Here" response generated as specifiga@ isubclause 7.2.1.General. Otherwise, continue with
the rest of the steps;

b) SHALL check whether the Authenticated OriginaétoC Address of the joining PoC User is allowed t
join by performing the actions specified in subskad.2.1.6 PoC Session joining politylf it is not allowed
to join the PoC Server performing the ControllingdPFunction SHALL respond with a SIP 403 "Forbidten
response with the warning text set to '121 Funatioinallowed due to <detailed reason>' as specified
subclause 5.8Warning header'to the originating network. Otherwise, continuehntite rest of the steps;

¢) SHALL check if a Resource-Priority header idlinied in the SIP INVITE request, according to rudesl
procedures of [RFC4412], if the 'Official Governné&lse' QoE Profile is supported. If included theCPo
Server SHALL:

i. check that the QoE Profile attribute containedhe SDP offer indicates 'Official Government U3eE
Profile, as specified in subclause E.3QE Profile'. If the QoE Profile attribute indicates other QoE
Profile, the PoC Server SHALL reject the requeshwi SIP 403 "Forbidden" response with the warning
text set to '114 QoE Assignment Error' as specifieslibclause 5.8Narning header.' Otherwise, continue
with the rest of the steps;

ii. apply any preferential treatment to the SIPues} as specified in [RFC4412], skip the next siegh
proceed with the rest of the steps.

d) SHALL check for a QoE Profile attribute contairie the request, if QOE Profiles are enabledhdf t
included QoE Profile is lower, as specified in sdi®on 5.8 QoE Profile$ than the QoE Profile assigned to
the Active PoC Session and if the QoE Profile as=igto the Active PoC Session is marked as "mangdato
the PoC Server SHALL reject the request with a#IB "Forbidden" response with the warning textset
'114 QoE Assignment Error' as specified in sub@dus Warning headér Otherwise, continue with the rest
of the steps;

e) SHALL check if <max-participant-count> as spiedfin [OMA-PoC-Document-Mgmt] is already reached.
If reached:

i. If the PoC Server supports 'Official Governmbise' QoE Profile, and if the incoming invitatiomuests

an 'Official Government Use' Local QoE Profile with associated PoC Session Precedence that is highe
than the PoC Session Precedence associated totheQoE Profile of at least one of the particiganit

the PoC Session, then according to Service Profdkcy the PoC Server MAY release a participant of
lowest Local QoE Profile, as specified in subclat2.4"Removal of Participant from PoC Sessipn"

and skip the next step;
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ii. The PoC Server SHALL return a SIP 486 "Busy ¢felesponse with the warning text set to '102 Too
many participants' to the originating network ascified in subclause 5.8¥arning header Otherwise,
continue with the rest of the steps;

f) SHALL generate a SIP 200 "OK" response as spgtih the 7.2.1.1Generat;

g) SHALL include in the SIP 200 "OK" response a MENSDP body as an SDP answer to the SDP offer in the

incoming SIP INVITE request as specified in thedabse 7.2.1.1a8SDP answer generation

h) SHALL include in the SIP 200 "OK" response witle warning text set to '116 PoC Session alreaysex
as specified in subclause 5\WWdrning header,

NOTE 8: Resulting User Plane processing is comglbefore the next step is performed

i) SHALL interact with User Plane as specified @MIA-PoC-UP] 'Controlling PoC Function procedures at
PoC Session initializatidn

j) SHALL send the SIP 200 "OK" response towardslthdting PoC Client according to rules and proaesu
of the SIP/IP Core;

k) SHALL generate a notification to the PoC Clientdich have subscribed to the conference stateteve
package that the Inviting PoC User has joined mRbC Group Session, as specified in subclausk 7122
"Generating a SIP NOTIFY requé&sand,

I) SHALL send the SIP NOTIFY request to the PoGe6is according to rules and procedures of the BIP/I
Core.

Upon receiving a SIP 183 "Session Progress"” regpfumghe SIP INVITE request containing a P-Ans\Béate header with
the value "Unconfirmed" as specified in [RFC496ddl @as specified in subclause 7.2.22C Session Invitation Requests"
the PoC Server:

1. SHALL generate a SIP 200 "OK" response to SIRPITNE request as specified in the subclause 7.2Geheral”
and continue with the rest of the steps if uncoméid mode is supported by the PoC Server and thérgilP
response is not yet sent to the Inviting PoC Clietiterwise do not proceed with the rest of thpste

2. SHALL include the warning text set to '103 Toany group members' as specified in subclaus&/8a&ning
header"in the SIP 200 "OK" response, if the Pre-arranige@ Group has more than <max-participant-count>
members as specified in [OMA-PoC-Document-Mgmt].

3. SHALL include in the SIP 200 "OK" response a MENBDP body as an SDP answer to the SDP offer in the
incoming SIP INVITE request as specified in thedabse 7.2.1.1aSDP answer generatitn

4. SHALL include a P-Answer-State header with thkig "Unconfirmed";

5. SHALL, in case the Pre-arranged PoC Group Sessia Dispatch PoC Session, include in the Autbated
Originator's PoC Address and in the Contact hetideDispatch Type uri-parameter "dispatch=entii@igt' or
"dispatch=sub-group" as appropriate for the typthefDispatch PoC Session, as specified in EBi@iatch Type
uri-parametet;

6. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"Controlling PoC Function procedures at
PoC Session initialization";

NOTE 9: Resulting User Plane processing is comglbefore the next step is performed

7. SHALL send the SIP 200 "OK" response towarddtiéing PoC Client according to rules and proaesuof the
SIP/IP Core;

8. SHALL generate a notification to the PoC Cliemthich have subscribed to the conference statet @ackage
that the Inviting PoC User has joined in the PoGu@rSession, as specified in subclause 7.2.1"GeBerating a
SIP NOTIFY request'and

9. SHALL send the SIP NOTIFY request to the Po@@B according to rules and procedures of the Bi@dre.

Upon receiving a SIP 180 "Ringing" response asifipddn subclause 7.2.2:20C Session invitation requestnd the SIP
final response or a SIP 180 "Ringing" responsenishyet been sent to the Inviting PoC Client, to€RServer:

1. SHALL generate a SIP 180 "Ringing" to the SIK/INE request response as specified in the subclaizsé.1
"General",
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- 2. SHALL, in case the Pre-arranged PoC Group Sessia Dispatch PoC Session, include in the Autbated
Originator's PoC Address and in the Contact hetideDispatch Type uri-parameter "dispatch=entii@igt' or
"dispatch=sub-group" as appropriate for the typthefDispatch PoC Session, as specified in EBi@iatch Type
uri-parametet; and,

- 3. SHALL send the SIP 180 "Ringing" response towahe Inviting PoC Client according to rules andgadures
of the SIP/IP Core.

Upon receiving a SIP 200 "OK" response for the IBIRITE request as specified in subclause 7.2!P@C Session
invitation requestsand if the SIP final response has not yet beenteghe Inviting PoC Client the PoC Server:

- 1. SHALL generate SIP 200 "OK" response to the ISINITE request as specified in the subclause 712.1.
"General"before continuing with the rest of the steps;

- 2. SHALL include the warning text set to '103 Toany group members' as specified in subclaus&/8aning
header"in the SIP 200 "OK" response, if all members westinvited because the Pre-arranged PoC Group has
exceeded the <max-participant-count> members asfiguein [OMA-PoC-Document-Mgmt].

- 3. SHALL, in case the Pre-arranged PoC Group Sessia Dispatch PoC Session, include in the Autbated
Originator's PoC Address and in the Contact hetideDispatch Type uri-parameter "dispatch=enti@igt' or
"dispatch=sub-group" as appropriate for the typthefDispatch PoC Session, as specified in EBi@iatch Type
uri-parameter.

- 4. SHALL include in the SIP 200 "OK" response a MENBDP body as an SDP answer to the SDP offer in the
incoming SIP INVITE request as specified in thedabse 7.2.1.1aSDP answer generatitn

- 5. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"Controlling PoC Function procedures at
PoC Session initialization"

NOTE 10:Resulting User Plane processing is coraglbefore the next step is performed.

- 6. SHALL send a SIP 200 "OK" response to the IngtPoC Client according to rules and procedurébeSIP/IP
Core,;

- 7. SHALL generate a notification to the PoC Cliemtkich have subscribed to the conference statet paxkage
that the Inviting PoC User has joined in the Po@GuprSession, as specified in subclause 7.2.1"GefRerating a
SIP NOTIFY request'and,

- 8. SHALL send the SIP NOTIFY request to the Po@@k according to rules and procedures of the Bi€dre.

Upon receiving a SIP final response other thand@xx that is one of the SIP 4xx, 5xx or 6xx finesponses the PoC
Server:

- 1. SHALL perform either of the following:

a) send the SIP final response towards the Inviio@ Client, according to rules and procedureb®f3IP/IP
Core, if a SIP final response was received fronthalinvited PoC Clients and the SIP 200 "OK" resgmis
not yet sent. The SIP final response SHALL incltite Status-Code defined by the PoC Server accotding
local policy e.g. the lowest value received frora thvited PoC User(s); or,

b) remove the Inviting PoC Client from the PoC S&sss specified in subclause 7.2.2ReMmoval of
Participant from PoC Sessitnf a SIP final response other than 2xx or 3x»sweceived from all the Invited
PoC Clients and the SIP 200 "OK" response is ajrsadt.

- 2. MAY invite an additional member of the Pre-agad PoC Group as specified in subclause 7.2EbZ Session
invitation request'that has not already been invited, if the Preraged PoC Group has more than <max-participant-
count> members as specified in [OMA-PoC-Documentitjgand all members have not yet been invited.

When the SIP/IP Core corresponds with 3GPP/3GPR2, tik PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [3GPP TS 84/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.1.3.2 Dispatch PoC Session setup request from P oC Dispatcher

Upon receiving an initial SIP INVITE request toasish a Dispatch PoC Session from a PoC Dispatelespecified in
subclause 7.2.1.3.General, the PoC Server:

- 1. SHALL perform actions to verify the Authenticdt®riginator's PoC Address of the Inviting PoC Used
authorize the request as specified in subclausé&.I7£2 Dispatch PoC Session initiation policy for PoC
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Dispatchet and if it is not authorized the PoC Server SHAieturn a SIP 403 "Forbidden" response with the
warning text set to '113 User is not a dispatchette group' as specified in subclause"®arning header:
Otherwise, continue with the rest of the steps;

- 2. SHALL check whether privacy is allowed for thatAenticated Originator's PoC Address, when anotyisi
requested with the Privacy header containing thgevid'. If not allowed, the PoC Server SHALL resp with a
SIP 403 "Forbidden" response with the warning settto '119 Anonymity not allowed' as specifiedubclause 5.6
"Warning header'to the originating network. Allowing privacy forspecific Authenticated Originator's PoC
Address is defined using <allow-anonymity> elemafrthe PoC Group's authorization rules as specifig®MA-
PoC-Document-Mgmts]. Otherwise, continue with thst iof the steps;

- 3. SHALL check the presence of the Dispatch Typgarameter in the Request-URI, and

a) if the Dispatch Type uri-parameter is preseitigsvalue is understood, the PoC Server SHAL Lsgber
the received value as the Dispatch Type uri-paranfet the Dispatch PoC Session; or

b) if the Dispatch Type uri-parameter is preseititswalue is unknown, the PoC Server SHALL rejbet SIP
INVITE request with a SIP 404 "Not Found" respoasd do not continue with the rest of the steps.

- 4. SHALL, if Included Media Content is supportedthg PoC Server and if media content is receivezhaor
more MIME bodies,

a) Check if included Media Type is allowed, usingeal policy, and if at least one Media Type is$ albowed,
the PoC Server SHALL, based on a Service Providécyeither,
i. send a SIP 415 "Unsupported Media Type" respahseSIP 415 "Unsupported Media Type" response
SHALL include:
1. the Accept header with the acceptable Media-3ypat the PoC Server would accept according to
rules and procedures of [RFC3261]; or,
2. the Accept-Encoding header with the encodinghds that the PoC Server would accept according
to rules and procedures of [RFC3261]; or,
3. both.
and do not continue with the rest of the steps; or,

ii. remove the MIME bodies containing the mediateni that is not allowed.

NOTE 1: One example of a local policy could be that PoC Server only allows Included Media Conterspecial
traffic scenarios.

b) Check the total size of all MIME bodies contagpimedia content and if the total size exceeds a
configurable max size, based on a Service Proyidkey either,
i. send a SIP 413 "Request Entity Too Large" resp@nd do not continue with the rest of the steps;
ii. remove all MIME bodies containing media content
- 5. SHOULD use the "b=AS" attribute as specifie@MA-PoC-UP]"Media Buffering",if included in the SDP
offer;
- 6. MAY remove the Subject header;
- 7. MAY remove the Alert-Info or the Call-Info head® both;

NOTE 2: The reason for removing the Alert-Info headr the Call-Info header or both may be a logdicy in the PoC
Server.

- 8. If the Dispatch PoC Group does not have alreaxyyon-going Dispatch PoC Session the PoC Server:

a) SHALL validate that the received SDP offer irtg#g at least one Media Stream allowed as spedaified
subclause 7.2.1.2P0licy for allowing Media Streams in a PoC Ses'ion which the Media Parameters and
at least one codec or Media format is acceptablthtBdPoC Server and if not reject the request wi8iP 438
"Not Acceptable Here" response generated as spédéifithe subclause 7.2.1Géneral. Otherwise, continue
with the rest of the steps;

b) SHALL check if a Resource-Priority header idliled in the SIP INVITE request, according to rudesl

procedures of [RFC4412], if the 'Official Governn&lse' QoE Profile is supported. If included theCPo
Server SHALL:

[0 2009 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-PoC_ControlPlane-V2_0-20090922-C Page 104 (648)

i. check that the QoE Profile attribute containethie SDP offer indicates 'Official Government U3eE
Profile, as specified in subclause E.3QE Profile'. If the QoE Profile attribute indicates other QoE
Profile, the PoC Server SHALL reject the requeshwi SIP 403 "Forbidden" response with the warning
text set to '114 QoE Assignment Error' as specifieslibclause 5.8Narning header";

ii. assign 'Official Government Use' QoE Profileths QoE Profile for the Dispatch PoC Session; and,

ii. apply any preferential treatment to the SIBuest as specified in [RFC4412], skip step ¢ aodged
with the rest of the steps.

c) SHALL, if QoE Profiles are enabled,
i. if there is no <goe> element defined in the R&x@up document as specified in [OMA-PoC-Document-
Mgmt], assign the QoE Profile indicated in the @@i6file attribute in the SDP offer as the QoE Reodif
the Dispatch PoC Session; and,
ii. if there is a <goe> element defined in the R&X©up document as specified in [OMA-PoC-Document-
Mgmt], check whether the value of the QoE Proftteilaute in the SDP offer is equal or higher, as
specified in 5.8 QoE Profiles, than the value of the <qoe> element. If it iwéw the PoC Server SHALL
reject the SIP INVITE request with a SIP 403 "Fdd#n" response with the warning text set to '11& Qo
Assignment Error' as specified in subclause B/&rhing headér. Otherwise, the PoC Server SHALL
assign the value of the <qoe> element as the Qofild of the Dispatch PoC Session and SHALL mark it
as "mandatory" and continue with the rest of tlepst

NOTE 3: If no QoE Profile attribute is includedthre SDP offer of the SIP INVITE request, it is colesed that '‘Basic'
QOE Profile is requested.

d) If the Dispatch Type uri-parameter is "dispatshi=-group”, then the PoC Server:
i. SHALL allocate a PoC Session Identity for theCP®ession; and,
ii. SHALL invite the PoC Users listed in the MIMESource-lists body as specified in subclauses. 722
"Dispatch PoC Session initiation policy for PoC Catghel’ and 7.2.2.2 PoC Session invitation requests
e) If the Dispatch Type uri-parameter is "dispakftire-group”, the PoC Server:
i. SHALL allocate a PoC Session Identity for theCP®ession; and,
ii. SHALL invite members of the Dispatch PoC Graagspecified in subclauses 7.2.1.1D&patch PoC
Session initiation policy for PoC Dispatchemd 7.2.2.2 Dispatch PoC Session invitation requésts
- 9. If the Dispatch PoC Group has already one orermorgoing Dispatch PoC Session, then the PoC Serve

a) SHALL check whether the inviting PoC User is &ative PoC Dispatcher for the other on-going Dispa
PoC Sessions. If not, the PoC Server SHALL rejeetrequest with as SIP 486 "Busy Here" responde tivé
warning text set to '110 Dispatch group has alreamther active dispatcher' as specified in sulsel&u6
"Warning headetr Otherwise, continue with the rest of the steps;
b) If the Dispatch Type uri-parameter is "dispatehi-group”, the PoC Server
i. SHALL check if a Resource-Priority header islited in the SIP INVITE request, according to ridesl
procedures of [RFC4412], if the 'Official Governné&lse' QoE Profile is supported. If included theCPo
Server SHALL:
1. check that the QoE Profile attribute contaimethie SDP offer indicates 'Official Government Use'
QOoE Profile, as specified in subclause E.ZDE Profile'. If the QoE Profile attribute indicates other

QoE Profile, the PoC Server SHALL reject the requeth a SIP 403 "Forbidden" response with the
warning text set to '114 QoE Assignment Error'@ecdied in subclause 5'8Varning header";

2. assign 'Official Government Use' QoE Profildtes QoE Profile for the Dispatch PoC Session; and,

3. apply any preferential treatment to the SIP estjas specified in [RFC4412], skip step ii and
proceed with the rest of the steps.

ii. SHALL, if QoE Profiles are enabled,

1. if there is no <goe> element defined in the ByGup document as specified in [OMA-PoC-
Document-Mgmt], assign the QoE Profile indicatethiea QoE Profile attribute in the SDP offer as
the QoE Profile of the Dispatch PoC Session; and,

2. if there is a <qoe> element defined in the Pe@u document as specified in [OMA-PoC-
Document-Mgmt], check whether the value of the @ué&file attribute in the SDP offer is equal or
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higher, as specified in 5.8bE Profiles$, than the value of the <qoe> element. If it iwéw the PoC
Server SHALL reject the SIP INVITE request with @303 "Forbidden" response with the warning
text set to '114 QoE Assignment Error' as specifieslibclause 5.8/Narning header"Otherwise, the
PoC Server SHALL assign the value of the <qoe> elgras the QoE Profile of the Dispatch PoC
Session and SHALL mark it as "mandatory” and cariwith the rest of the steps.

NOTE 4: If no QoE Profile attribute is includedthre SDP offer of the SIP INVITE request, it is colesed that '‘Basic'
QoE Profile is requested.

iii. SHALL validate that the received SDP offer indes at least one Media Stream allowed as spddifie
subclause 7.2.1.2P0licy for allowing Media Streams in a PoC SesSiion which the Media Parameters
and at least one codec or Media format is accepfablthe PoC Server and if not reject the requitst a
SIP 488 "Not Acceptable Here" response generatspgedfied in the subclause 7.2.1@€heral.
Otherwise, continue with the rest of the steps;

iv. SHALL allocate a PoC Session Identity for thedPSession; and,

v. SHALL invite the PoC Users listed in the MIMEsmiurce-lists body as specified in subclauses 1.2.2.
"Dispatch PoC Session initiation policy for PoC pascher"and 7.2.2.2PoC Session invitation requests"

c) If the Dispatch Type uri-parameter is "dispatehtire-group”, and

i. If any of the already on-going Dispatch PoC 8essis established with the entire Dispatch PoGu@r
the PoC Server SHALL reject the request with as4B® "Busy Here" response. Otherwise continue with
the rest of the steps; and,

ii. SHALL check if a Resource-Priority header isluded in the SIP INVITE request, according to sule
and procedures of [RFC4412], if the 'Official Gawerent Use' QOE Profile is supported. If includesl th
PoC Server SHALL:

1. check that the QoE Profile attribute contaimethe SDP offer indicates 'Official Government Use
QoE Profile, as specified in subclause E.Z@E Profile. If the QoE Profile attribute indicates other
QOoE Profile, the PoC Server SHALL reject the requeth a SIP 403 "Forbidden" response with the
warning text set to '114 QoE Assignment Error'@mecdied in subclause 5'8Varning header";

2. assign 'Official Government Use' QoE Profildhes QoE Profile for the Dispatch PoC Session; and,

3. apply any preferential treatment to the SIP estjas specified in [RFC4412], skip step iii and
proceed with the rest of the steps.

iii. SHALL, if QoE Profiles are enabled,

1. if there is no <goe> element defined in the ByGup document as specified in [OMA-PoC-
Document-Mgmt], assign the QoE Profile indicatethiea QoE Profile attribute in the SDP offer as
the QoE Profile of the Dispatch PoC Session; and,

2. if there is a <qoe> element defined in the Pe@u document as specified in [OMA-PoC-
Document-Mgmt], check whether the value of the @ué&file attribute in the SDP offer is equal or
higher, as specified in 5.8bE Profiles, than the value of the <qoe> element. If it iwéw the PoC
Server SHALL reject the SIP INVITE request with @ 203 "Forbidden” response with the warning
text set to '114 QoE Assignment Error' as specifieslibclause 5.8/Narning header"Otherwise, the
PoC Server SHALL assign the value of the <qoe> elgras the QoE Profile of the Dispatch PoC
Session and SHALL mark it as "mandatory" and cariwith the rest of the steps.

NOTE 5: If no QoE Profile attribute is includedthre SDP offer of the SIP INVITE request, it is colesed that '‘Basic'
QoOE Profile is requested.

NOTE 6: Dispatch PoC Session with the entire Digp&oC Group are only established when the invieio@
Dispatcher indicates the Dispatch Type uri-paranielispatch=entire-group” or no MIME resource-libtsdy
is included in the SIP INVITE request

iv. SHALL validate that the received SDP offer intés at least one Media Stream allowed as spedaified
subclause 7.2.1.2P0licy for allowing Media Streams in a PoC SesSiion which the Media Parameters
and at least one codec or Media format is accepfablthe PoC Server and if not reject the requist a
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SIP 488 "Not Acceptable Here" response generatsgedfied in the subclause 7.2.1@€heral.
Otherwise, continue with the rest of the steps; and

v. If none of the already on-going Dispatch PoCs&ess is established with the entire Dispatch PoC
Group, the PoC Server:
1. SHALL allocate a PoC Session Identity for th&€Fsession; and,

2. SHALL invite members of the Dispatch PoC Gragpspecified in subclauses 7.2.1.14.2
"Dispatch PoC Session initiation policy for PoC DQisghel' and 7.2.2.2 Dispatch PoC Session
invitation requests
10. SHALL interact with User Plane as specified@MA-PoC-UP] "Controlling PoC Function procedures at PoC
Session initializatioh

Upon receiving a SIP response for the SIP INVITGuest, as specified in subclause 7.2'P@C Session invitation
requests”the PoC Server SHALL proceed as specified in susd 7.2.1.3.5eneral.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS medaimanis
according to rules and procedures of [3GPP TS 24 2B8GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.1.3.3 Dispatch PoC Session setup request from P oC Fleet Member

Upon receiving an initial SIP INVITE request toasish a Dispatch PoC Session from a PoC Fleet Menals specified in
subclause 7.2.1.3.General, the PoC Server:

1. SHALL perform actions to verify the Authenticdt®riginator's PoC Address of the Inviting PoC Used
authorize the request as specified in subclaus&.74£3 'Dispatch PoC Session initiation policy for PoC Flee
Membetl and if it is not authorized the PoC Server SHAeturn a SIP 403 "Forbidden” response with the imgrn
text set to '121 Function not allowed due to <dethieason>' as specified in subclause"d/@rning header:'
Otherwise, continue with the rest of the steps;

2. SHALL check whether privacy is allowed for thatAenticated Originator's PoC Address, when anotyyisi
requested with the Privacy header containing theevad'. If not allowed, the PoC Server SHALL resg with a
SIP 403 "Forbidden" response with the warning settto '119 Anonymity not allowed' as specifiedubclause 5.6
"Warning header'to the originating network. Allowing privacy forspecific Authenticated Originator's PoC
Address is defined using <allow-anonymity> elemafrthe PoC Group's authorization rules as specifig®@MA-
PoC-Document-Mgmt]. Otherwise, continue with thst i&f the steps;

3. SHOULD use the "b=AS" attribute as specifiedMA-PoC-UP]"Media Buffering",if included in the SDP
offer;

4. If the Dispatch PoC Group does not have alreagyon-going Dispatch PoC Session with the entisp&ich
PoC Group, then the PoC Server:

a) SHALL validate that the received SDP offer irtg#g at least one Media Stream allowed as spedaified
subclause 7.2.1.2P%licy for allowing Media Streams in a PoC SesSimn which the Media Parameters and
at least one codec or Media format is acceptablthfoPoC Server and if not reject the request wi8iP 488
"Not Acceptable Here" response generated as spddifithe subclause 7.2.1 Géneral. Otherwise, continue
with the rest of the steps;
b) SHALL, if Included Media Content is supportedthg PoC Server and if media content is receivezha
or more MIME bodies,
i. Check if included Media Type is allowed, usinfpeal policy, and if at least one Media Type i$ no
allowed, the PoC Server SHALL, based on a Serviogiéer Policy either,
1. send a SIP 415 "Unsupported Media Type" respahsesIP 415 "Unsupported Media Type"
response SHALL include:
a) the Accept header with the acceptable Media-3ypat the PoC Server would accept
according to rules and procedures of [RFC3261]; or,
b) the Accept-Encoding header with the encodingtis that the PoC Server would accept
according to rules and procedures of [RFC3261]; or,

c) both.
and do not continue with the rest of the steps; or,
2. remove the MIME bodies containing the media ennthat is not allowed.
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NOTE 1:

NOTE 2:

NOTE 3:

One example of a local policy could be thatPoC Server only allows Included Media Conterspecial
traffic scenarios.

ii. Check the size of all MIME bodies containing digeand if the total size exceeds a configurablg ma
size, based on a Service Provider policy either,

1. send a SIP 413 "Request Entity Too Large" respamd do not continue with the rest of the steps;
or,

2. remove all MIME bodies containing media content.
c) MAY remove the Subject header;
d) MAY remove the Alert-Info or the Call-Info heagle

The reason for removing the Alert-Info heladr the Call-Info header or both may be a loddilcy in the PoC
Server.

e) SHALL use the value "dispatch=sub-group" asDfspatch Type uri-parameter for the Dispatch PoC
Session;

f) SHALL check if a Resource-Priority header isluded in the SIP INVITE request, according to rudes
procedures of [RFC4412], if the 'Official Governn&lse' QoE Profile is supported. If included theCPo
Server SHALL:

i. check that the QoE Profile attribute containethie SDP offer indicates 'Official Government U3eE
Profile, as specified in subclause E.3QE Profile. If the QoE Profile attribute indicates other QoE
Profile, the PoC Server SHALL reject the requeshwi SIP 403 "Forbidden" response with the warning
text set to '114 QoE Assignment Error' as specifiezlbclause 5.8Narning header";

ii. assign 'Official Government Use' QoE Profileths QoE Profile for the Dispatch PoC Session; and,

ii. apply any preferential treatment to the SIBuest as specified in [RFC4412], skip step g andeged
with the rest of the steps.

g) SHALL, if QoE Profiles are enabled,
i. if there is no <goe> element defined in the R&x@up document as specified in [OMA-PoC-Document-
Mgmt], assign the QoE Profile indicated in the @@&i6file attribute in the SDP offer as the QoE Reofif
the Dispatch PoC Session; and,
ii. if there is a <goe> element defined in the R&X©up document as specified in [OMA-PoC-Document-
Mgmt], check whether the value of the QoE Proftteilaute in the SDP offer is equal or higher, as
specified in 5.8 QoE Profile$, than the value of the <qoe> element. If it iwéo the PoC Server SHALL
reject the SIP INVITE request with a SIP 403 "Fdd#n" response with the warning text set to '11& Qo
Assignment Error' as specified in subclause"®/@rning header"Otherwise, the PoC Server SHALL
assign the value of the <qoe> element as the Qofild of the Dispatch PoC Session and SHALL mark it
as "mandatory" and continue with the rest of tlepst

If no QoE Profile attribute is includedthre SDP offer of the SIP INVITE request, it is colesed that 'Basic'
QoOE Profile is requested.

h) SHALL allocate a PoC Session Identity for th&€P®ession;

i) SHALL invite one member of the Dispatch PoC Qrdhat is allowed the action <allow-dispatch>, as
specified in subclauses 7.2.1.1408spatch PoC Session initiation policy for PoC Rlstembe” and 7.2.2.2
"PoC Session invitation requéstand,

j) SHALL interact with User Plane as specified @MJA-PoC-UP] 'Controlling PoC Function procedures at
PoC Session initializatidrand do not continue the rest of the steps.

- 5. If the Dispatch PoC Group has already an ongyBiispatch PoC Session with the entire Dispatch Bodlip,
the PoC Server:

a) SHALL validate that the received SDP offer imt#g at least one Media Stream used in the PoCoBessi
with the Media-floor Control binding as used in the@C Session for which the Media Parameters alehst
one codec or Media format is acceptable for the Be@er and if not, reject the request with a 3B Not
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Acceptable Here" response generated as specifiga@ isubclause 7.2.1.General. Otherwise, continue with
the rest of the steps;

b) SHALL check whether the Authenticated Origina@toC Address of the joining PoC User is allowed t
join by performing the actions specified in subskad.2.1.6 PoC Session joining politylf it is not allowed
to join the PoC Server performing the ControllingdPFunction SHALL respond with a SIP 403 "Forbidten
response with the warning text set to '121 Funatiotnallowed due to <detailed reason>' as spedcified
subclause 5.8Warning header'to the originating network. Otherwise, continuehatite rest of the steps;

¢) SHALL check if <max-participant-count> as spixifin [OMA-PoC-Document-Mgmt] is already reached.
If reached, PoC Server SHALL return a SIP 486 "Bdsye" response with the warning text set to '168 T
many participants' to the originating network asdified in subclause 5.68¥arning headér Otherwise,
continue with the rest of the steps;

d) SHALL check if a Resource-Priority header isiried in the SIP INVITE request, according to rudesl
procedures of [RFC4412], if the 'Official Governné&lse' QoE Profile is supported. If included theCPo
Server SHALL:

i. check that the QoE Profile attribute containedhie SDP offer indicates 'Official Government U3eE
Profile, as specified in subclause E.3QE Profile. If the QoE Profile attribute indicates other QoE
Profile, the PoC Server SHALL reject the requeshwi SIP 403 "Forbidden" response with the warning
text set to '114 QoE Assignment Error' as specifieslibclause 5.8Narning header;'and,

ii. apply any preferential treatment to the SIPuest as specified in [RFC4412], skip the next sieg
proceed with the rest of the steps.

e) SHALL check for a QoE Profile attribute contairie the request, if QOE Profiles are enabledhdf t
included QoE Profile is lower, as specified in sdion 5.8 QoE Profiles than the QoE Profile assigned to
the active Dispatch PoC Session and if the QoElBradsigned to the Active PoC Session is marked as
"mandatory", the PoC Server SHALL reject the requeth a SIP 403 "Forbidden" response with the wagn
text set to '114 QoE Assignment Error' as specifieslibclause 5.6/ arning header Otherwise continue
with the rest of the steps;

f) SHALL use the value "dispatch=entire-group" las Dispatch Type uri-parameter for the Dispatch PoC
Session;

g) SHALL generate a SIP 200 "OK" response as sigekif the 7.2.1.1General;

h) SHALL include in the SIP 200 "OK" response a MENSDP body as an SDP answer to the SDP offer in the
incoming SIP INVITE request as specified in thedabse 7.2.1.1a8SDP answer generation

i) SHALL include in the Authenticated OriginatoP®C Address and in the Contact header of the S0P 20
"OK" response the Dispatch Type uri-parameter 'aisip=entire-group" as specified in E.5[Zispatch Type
uri-parametet;

NOTE 4: Resulting User Plane processing is comglbeefore the next step is performed.

j) SHALL interact with User Plane as specified @MA-PoC-UP] 'Controlling PoC Function procedures at
PoC Session initialization

k) SHALL send the SIP 200 "OK" response towardsltiviiing PoC Client according to rules and proaedu
of the SIP/IP Core;

1) SHALL generate a notification to the PoC Cliendich have subscribed to the conference stateteve
package that the Inviting PoC User has joined mRbC Group Session, as specified in subclausk 7122
"Generating a SIP NOTIFY requé&sand,

m) SHALL send the SIP NOTIFY request to the Po&@k according to rules and procedures of the BIP/I
Core.

Upon receiving a SIP response for the SIP INVITGuest, as specified in subclause 7.2'R@C Session invitation
requests”the PoC Server SHALL proceed as specified in sulsd 7.2.1.3.General.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS medmanis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.
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7.2.1.4 Rejoining PoC Session request

Upon receiving a SIP INVITE request that includéogC Session Identity in the Request-URI the Po@eBe

- 1. SHALL check whether the Accept-Contact headeluites the PoC feature tag '+g.poc.talkburst' itdsi not
included the PoC Server SHALL return a SIP 403 bkden” response with the warning text set to 'R20ting
error in network' as specified in subclause"S\&rning header.' Otherwise, continue with the rest of the steps;

- 2. SHALL check the presence of the Session Typgamrameter in the Request-URI and if it is presitck
whether it matches with the correct Session Typhe@Request-URI and if it does not then the POReSeSHALL
reject the request with a SIP 404 "Not Found" respawith the warning text '100 Correct Session Tofpe
<Request-URI> is "session=chat™ or '101 Corresistm Type of <Request-URI> is "session=prearratiged
specified in subclause 5"8Varning header:' Otherwise, continue with the rest of the steps;

- 3. SHALL check whether the Authenticated Origin&®0oC Address of the joining PoC User is allowejbin by
performing the actions specified in subclause B2RoC Session joining policy'f it is not allowed to join the
PoC Server SHALL respond with a SIP 403 "Forbiddesponse with the warning text set to '121 Funatiot
allowed due to <detailed reason>' as specifiedlitiause 5.6Warning header'to the originating network.
Otherwise, continue with the rest of the steps;

- 4. SHALL check if a Resource-Priority header iduged in the SIP INVITE request, according to ridesl
procedures of [RFC4412], if the 'Official Governmélse' QoE Profile is supported. If included the&CPerver
SHALL:

a) check that the QoE Profile attribute contaimethe SDP offer indicates 'Official Government U3eE
Profile, as specified in subclause E.3Q0E Profile. If the QoE Profile attribute indicates other QBEfile,
the PoC Server SHALL reject the request with a&IB "Forbidden" response with the warning textset
'114 QoE Assignment Error' as specified in sub@dus Warning headeér Otherwise, continue with the rest
of the steps;

b) apply any preferential treatment to the SIP esjas specified in [RFC4412], skip the next step@roceed
with the rest of the steps;

- 5. SHALL check for a QoE Profile attribute contairia the SIP request, if QOE Profiles are enalletie included
QoE Profile is lower, as specified in subsectidh"®RoE Profile$ than the QoE Profile assigned to the Active PoC
Session, and if the QoE Profile assigned to thévAdoC Session is marked as "mandatory”, the Ro@es
SHALL reject the request with a SIP 403 "Forbiddegsponse with the warning text set to '114 QoHghssent
Error' as specified in subclause 58arning header.' Otherwise continue with the rest of the steps;

- 6. SHALL in the case a Chat or Pre-arranged Po@&8ession check if <max-participant-count> asi§pedn
[OMA-PoC-Document-Mgmt] is already reached. If reed,

a) If the PoC Server supports Official GovernmeseQoE Profile, and if the incoming invitation regts an
'Official Government Use' Local QoE Profile with associated PoC Session Precedence that is higirette
PoC Session Precedence associated to the LocaP€dile of at least one of the participants of BaC
Session, then according to Service Provider PelieyPoC Server MAY release a patrticipant of loviestal
QoE Profile as specified in subclause 7.2.Réhoval of Participant from PoC Sessicend skip the next
step;

b) PoC Server SHALL return a SIP 486 "Busy Herespanse with the warning text set to '102 Too many
participants' to the originating network as spedifin subclause 5.8¥arning header Otherwise, continue
with the rest of the steps;

- 7. SHALL check whether privacy is allowed for thatAenticated Originator's PoC Address, when anotyisi
requested with the Privacy header containing theidalf not allowed, the PoC Server SHALL respawith a SIP
403 "Forbidden" response with the warning textget19 Anonymity not allowed' as specified in dalbise 5.6
"Warning header'to the originating network. Allowing privacy forspecific Authenticated Originator's PoC
Address is defined using <allow-anonymity> elemafrthe PoC Group's authorization rules as specifid®MA-
PoC-Document-Mgmt]. If privacy is allowed, the P8€rver SHALL create and cache an Anonymous PoCesddr
as specified in subclause 5Arbnymous PoC Addré'sand a Nick Name as specified in subclause Higk'

Namé. Otherwise, continue with the rest of the steps;

NOTE 1: The Anonymous PoC Address is an aliasHerRoC User, and this address appears in Partidiffanmation
and the User Plane Taken message. This alias Pdtegslis used when expelling the PoC Participamt fr
the PoC Session.
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8. SHALL validate that the received SDP offer imgg at least one Media Stream used in the PoCdfesih the
Media-floor Control binding as used in the PoC &esfor which the Media Parameters and at leastomoec or
Media format is acceptable for the PoC Server &ndti reject the request with a SIP 488 "Not Adabfe Here"
response generated as specified in the subcladel7'General. Otherwise, continue with the rest of the steps;
9. SHALL check whether the Contact header of tlwenning SIP INVITE request includes the PoC Dispatch
feature tag '+g.poc.dispatcher’, in case of a DispRoC Session. If it is present and the joinin@ RJser is not the
Active PoC Dispatcher for the Dispatch PoC SesslumPoC Server SHALL reject the request with & 436
"Busy Here" response with the warning text selid 'Dispatch group has already another active tiibpd as
specified in subclause 5"8Varning header:' Otherwise, continue with the rest of the steps;

10. SHALL perform action on receipt of an initidPSNVITE request as described in 7.2.31Geheralf;

11. SHOULD use the "b=AS" attribute as specifieldA-PoC-UP]"Media Buffering",if included in the SDP
offer;

12. SHALL accept the SIP request and generate 2@POK" response to the SIP request as spedifitae
subclause 7.2.1General’,

13. SHALL include a MIME SDP body as an SDP anstwg¢he SDP offer in the incoming SIP INVITE requast
specificed in the subclause 7.2.1.1S®P answer generatitn

14. SHALL include in the Authenticated Originatd?eC Address and in the Contact header of the G0P'@QK"
response the Dispatch Type uri-parameter "dispa&iatire-group”, or "dispatch=sub-group" as appradprfar the
type of the Dispatch PoC Session, as specified3r2EDispatch Type uri-parametérin case of a Dispatch PoC
Session.

15. SHALL interact with the User Plane as specifirefOMA-PoC- UP] 'Controlling PoC Function procedures at
PoC Session initializatidn

NOTE 2: Resulting User Plane processing is comgle&fore the next step is performed.

16. SHALL send the SIP 200 "OK" response towarésRhC Client according to rules and proceduredis
Core;

17. SHALL generate a natification to the PoC Clgenthich have subscribed to the conference statet @ackage
that a PoC User has joined in the PoC Group Sesasospecified in subclause 7.2.1.1152nerating a SIP
NOTIFY request'and,

18. SHALL send the SIP NOTIFY request to the Po@r$ according to rules and procedures of thelSI@bre.

When the SIP/IP Core corresponds with 3GPP/3GPR, the PoC Server SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armeduwes of [3GPP TS 24.229] / [3GPP2 X.S0013.4j tie
clarifications given in this subclause.

7.2.1.5 Joining Chat PoC Group Session request

Upon receiving a SIP INVITE request that includd3c& Group Identity, which identifies the Chat R@fup in the
request URI that is owned by the PoC Server, the Perver:

1. MAY reject the SIP INVITE request with a SIP 5&ervice Unavailable” response depending on theevaf
the requested QoE Profile if QOE Profiles are ezdithe Chat PoC Group Session does not alreadlyand a risk
of congestion exists as specified in [OMA-PoC-UPidcedures at the PoC Server performing the ColiigplPoC
Function". The PoC Server MAY include a Retry-After headeth® 503 "Service Unavailable" response as
specified in [RFC3261];

NOTE 1: The PoC Client is allowed to re-attemptBo Session establishment after the time defipetid Retry-

After header.

2. SHALL check whether the Accept-Contact headeluites the PoC feature tag '+g.poc.talkburst' itdsi not
included the PoC Server SHALL reject the requeth @iSIP 403 "Forbidden" response with the warbaxy set to
'120 Routing error in network' as specified in dabse 5.6'Warning header.' Otherwise, continue with the rest of
the steps;

3. SHALL check the presence of the 'isfocus' feaparameter in the URI of the Contact header aitdsifpresent
then the PoC Server SHALL reject the request wiliR1403 "Forbidden” response with the warning sextto '105
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Isfocus already assigned' as specified in subclaus&Varning header:' Otherwise, continue with the rest of the
steps;

4. SHALL check whether the Authenticated Originat®oC Address of the joining PoC User is allowepbin by
performing the actions specified in subclause B2R0oC Session joining policy'f it is not allowed to join the
PoC Server SHALL reject the request with a SIP ‘#agbidden" response with the warning text sef &1
Function not allowed due to <detailed reason>pasified in subclause 5:8Varning header'to the originating
network. Otherwise, continue with the rest of tteps;

5. SHALL check whether privacy is allowed for thatAenticated Originator's PoC Address, when anotyisi
requested with the Privacy header containing theida If not allowed, the PoC Server SHALL resdawith a SIP
403 "Forbidden" response with the warning textgét19 Anonymity not allowed' as specified in dalbse 5.6
"Warning header'to the originating network. Allowing privacy forspecific Authenticated Originator's PoC
Address is defined using <allow-anonymity> elemafrthe PoC Group's authorization rules as specifid®@MA-
PoC-Document-Mgmt]. If privacy is allowed, the P8€rver SHALL create and cache an Anonymous PoCesddr
as specified in subclause 58rbnymous PoC Addré'sand a Nick Name as specified in subclause Higk'

Namé. Otherwise, continue with the rest of the steps;

NOTE 2: The Anonymous PoC Address is an aliasiferRoC User, and this address appears in Partidifanmation

and the User Plane Taken message. This alias Pdgslin used when expelling the PoC Participamn fr
the PoC Session.

6. SHALL validate that the received SDP offer irgg at least one Media Stream for which the Mediafeters

and at least one codec or Media format is accepfablthe PoC Server and the Media Type is eitBedun the

PoC Session or allowed by adding Media policy &tiied in subclause 7.2.1.2Pdlicy for allowing Media

Streams in a PoC Sessfaand if not, reject the request with a SIP 488t'Noceptable Here" response generated as
specified in the subclause 7.2.1@¢eheral. Otherwise, continue with the rest of the steps;

7. SHALL perform action on receipt of an initial’'SINVITE request as described in 7.2.31Geheral;

8. SHOULD use the "b=AS" attribute as specifief@MA-PoC-UP]"Media Buffering",if included in the SDP
offer;

9. If the Chat PoC Group Session does not alrezidy, ¢he PoC Server:

a) SHALL check if a Resource-Priority header iduded in the SIP INVITE request, according to rudes
procedures of [RFC4412], if the 'Official Governn&lse' QoE Profile is supported. If included theCPo
Server SHALL:

i. check that the QoE Profile attribute containedhe SDP offer indicates 'Official Government U3eE
Profile, as specified in subclause E.3QE Profile. If the QoE Profile attribute indicates other QoE
Profile, the PoC Server SHALL reject the requeshwi SIP 403 "Forbidden" response with the warning
text set to '114 QoE Assignment Error' as specifiezslibclause 5.8Narning header.’;

ii. assign 'Official Government Use' QoE Profileths QoE Profile for the PoC Session; and,

ii. apply any preferential treatment to the SIBuest as specified in [RFC4412], skip the next siaph
proceed with the rest of the steps.

b) If QoE Profiles are enabled, the PoC Server SHAL

i. if there is no <goe> element defined in the R&x@up document as specified in [OMA-PoC-Document-
Mgmt], assign the QoE Profile indicated in the Q@@&ifile attribute in the SDP offer as the QoE Reofif
the PoC Session.

ii. if there is a <qoe> element defined in the R&@up document as specified in [OMA-PoC-Document-
Mgmt], check whether the value of the QoE Profiteilaute in the SDP offer is equal or higher, as
specified in 5.8 QoE Profile$, than the value of the <qoe> element. If it iwéo the PoC Server SHALL
reject the SIP INVITE request with a SIP 403 "Fdd#n" response with the warning text set to '11& Qo
Assignment Error' as specified in subclause"®/@rning header.' Otherwise, the PoC Server SHALL
assign the value of the <qoe> element as the QofildPof the PoC Session and SHALL mark it as
"mandatory” and continue with the rest of the steps

NOTE 3: If no QoE Profile attribute is includedthre SDP offer of the SIP INVITE request, it is colesed that '‘Basic'

QoE Profile is requested.
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c) SHALL create a Chat PoC Group Session and daaz#®0C Session Identity for the PoC Session.
- 10. If the Chat PoC Group Session already exis&sPoC Server:

a). SHALL check if a Resource-Priority header iduded in the SIP INVITE request, according to suhed
procedures of [RFC4412], if the 'Official Governn&lse' QoE Profile is supported. If included theCPo
Server SHALL:

i. check that the QoE Profile attribute containedhe SDP offer indicates 'Official Government U3eE
Profile, as specified in subclause E.3QE Profile'. If the QoE Profile attribute indicates other QoE
Profile, the PoC Server SHALL reject the requeshwi SIP 403 "Forbidden" response with the warning
text set to '114 QoE Assignment Error' as specifieslibclause 5.8NVarning header;'and,

ii. apply any preferential treatment to the SIPues} as specified in [RFC4412], skip the next siegh
proceed with the rest of the steps.

b) SHALL check the QoE Profile attribute containedhe request, if QOE Profiles are enabled. Ifittetuded
QoE Profile is lower, as specified in subclause"R8E Profiles" than the QoE Profile assigned to the Active
PoC Session and if the QoE Profile assigned té\thiee PoC Session is marked as "mandatory", th@ Po
Server SHALL reject the request with a SIP 403 Hiaden" response with the warning text set to 'QbE
Assignment Error' as specified in subclause B/&rhing header Otherwise, continue with the rest of the
steps and,

¢) SHALL check if <max-participant-count> as spixifin [OMA-PoC-Document-Mgmt] is already reached.
If reached:

i. If the PoC Server supports 'Official Governmbise' QoE Profile, and if the incoming invitatiomuests

an 'Official Government Use' Local QoE Profile with associated PoC Session Precedence that is highe
than the PoC Session Precedence associated totheQoE Profile of at least one of the particiganit

the PoC Session, then according to Service Pro¥dkcy the PoC Server MAY release a participant of
lowest Local QoE Profile as specified in subclatg2.4"Removal of Participant from PoC Sessipahd
skip the next step; and,

ii. The PoC Server SHALL return SIP 486 "Busy HereSponse with the warning text set to '102 Too
many participants' to the originating network ascified in subclause 5.:8Varning header.' Otherwise,
continue with the rest of the steps.
- 11. SHALL accept the SIP request and generate P OK" response to the SIP INVITE request asHigel in
the subclause 7.2.1'General’,
- 12 SHALL include in the SIP 200 "OK" response a MIMBDP body as an SDP answer to the SDP offer in the
incoming SIP INVITE request as specified in thedabse 7.2.1.1a8SDP answer generation

- 13. SHALL interact with the User Plane as specifiefOMA-PoC-UP] 'Controlling PoC Function procedures at
PoC Session initializatidn

NOTE 4: Resulting User Plane processing is comgle&fore the next step is performed.

- 14. SHALL send the SIP 200 "OK" response towarésRbC Client according to rules and procedurediiS
Core;

- 15. SHOULD start PoC Session maodification with BwC Client as specified in subclause 7.2"P&C Session
modification’, if a Media not offered in the received SDP offeused in the PoC Session and if the PoC Session
already existed before;

- 16. SHOULD start PoC Session modification with dtiger PoC Clients as specified in subclause 7.2R2o&
Session modificatidnif there is a Media Type in the received SDRepffrhich was not used in the PoC Session and
which is allowed by adding Media policy as spedfie subclause 7.2.1.2Pblicy for allowing Media Streams in a
PoC Sessidhand which was not offered to the other PoC Cligatt

- 17. SHALL send a notification to the PoC Client$jeth have subscribed to the conference state @amkiage that
a PoC User has joined in the Chat PoC Group Sesssospecified in subclause 7.2.1.1XG2ferating a SIP
NOTIFY reque$t and,

- 18. SHALL send the SIP NOTIFY request to the Pofer$ according to rules and procedures of thelSI@bre.
When the SIP/IP Core corresponds with 3GPP/3GPR, the PoC Server SHALL use 3GPP/3GPP2 IMS Session

establishment mechanisms according to rules armeduwes of [3GPP TS 24.229] / [3GPP2 X.S0013.4j e
clarifications given in this subclause.
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7.2.1.6 PoC Session joining policy

The PoC Server performing the Controlling PoC FiuamcEHALL allow only those PoC Users to join in tAd-hoc and 1-1
PoC Session that it hosts who:

- 1. Have been invited in the original invitationdan
- 2. Have been invited during the PoC Session byttreer or by another Participant of the PoC Session.

The PoC Server performing the Controlling PoC FuamcEHALL allow only those PoC Users to join in tAee-arranged or
Chat PoC Group Session that it hosts whose Autteeti Originator's PoC Address is allowed by tteén<handling>

action of the PoC Group's authorization rules, thed<supported-services> element, if present, aidcthe support for PoC
service as specified in [OMA-PoC-Document-Mgmt].

NOTE: A Pre-arranged PoC Group or a Chat PoC Gobtiygpe Restricted Group has the additional coadithat the
PoC User is a member of <list> element for allowting PoC User to join the PoC Session.

7.2.1.7 PoC Session modification

The PoC Session modification can be made due togéhg codecs and Media Parameters of Media Stregmsging the
Media formats of supported Media Streams, adding Media Streams to a PoC Session, disconnectimg &dledia
Stream, connecting to a Media Stream or changindifgs between Media Streams and Media-floor Cbiintities or
combination of these.

Upon receiving a SIP UPDATE request or a SIP redN&/request within an existing PoC Session inclgdaimew SDP
offer as specified by [RFC3264] and [RFC4566] to€FServer:

- 1. SHALL validate that the received SDP offer im#g at least one Media Stream for which the Medrameters
and at least one codec or Media format is acceptapthe PoC Server and if not reject the requébktavSIP 488
"Not Acceptable Here" response generated as spédifithe subclause 7.2.1.Géneral. Otherwise, continue with
the rest of the steps;

- 2. SHALL check if a Resource-Priority header foffi€al Government Use' QoE Profile is includedtire SIP
UPDATE request or SIP re-INVITE request, if thefi@ial Government Use' QoE Profile is supportedntfluded,
the PoC Server SHALL apply preferential treatmerthie request to modify the PoC Session, as spddfii
[RFC4412];

- 3. SHALL perform actions to verify the Authenticdt®riginator's PoC Address and authorize the usddé&ered
Media Streams with the used Media-floor Controlifyriiinding if not the same as in the received SIifer as
specified in subclause 7.2.1.2Rdlicy for allowing Media Streams in a PoC Sessiamd as specified in 7.2.1.22
"Policy for removing Media from PoC Sessiand if not authorized, the PoC Server SHALL ratarSIP 488 "Not
Acceptable Here" response generated as specifita@ isubclause 7.2.1.Géneral. Otherwise continue with the
rest of the steps;

- 4. SHALL perform actions to verify the Authenticdt®riginator's PoC Address and authorize the offédedia
Stream currently not used in the PoC Session asfigakin subclause 7.2.1.2Pblicy for allowing Media Streams
in a PoC Sessidnand if not authorized, the PoC Server SHALL reta SIP 488 "Not Acceptable Here" response
generated as specified in the subclause 7.2Q@ehéral. Otherwise continue with the rest of the steps;

- 5. SHALL mark in the SDP offer the offered Mediaestm as rejected, if the codecs, Media formats edi&
Parameters of the offered Media Stream are nofpéaioke for the PoC Server;

- 6. SHALL modify according to the received SDP oftee PoC Session towards other Participants agfiguein
subclause 7.2.2%0C Session modification”,

a) if the received SDP offer includes a Media Streahich is currently not used in a PoC Session;

b) if the received SDP offer includes a Media Streavhich is used in a PoC Session and which is ethas
rejected and if allowed by the Media Stream rempadicy defined in subclause 7.2.1.2Reémoving Media
from a PoC Session polity

c) if the current Media-floor Control Entity bindjrof a Media Stream used and offered by the origigdPoC
Client is not the same as in the received SDP offer

d) any combination of the previous.
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7. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"Controlling PoC Function procedures
when disconnectinfjom a Media Typefor disconnecting from the Media Stream in the FB#Ssion for the
originating PoC Client, if the Media Stream in tieeeived SDP offer was marked as rejected or itthreent
Media-floor Control Entity binding of a Media Streaised and offered by the originating PoC Cliemtdsthe
same as in the received SDP offer;

8. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"Controlling PoC Function procedures
whenadding a Media Type to PoC Sessiahthe offered Media Stream is currently not usethie PoC Session or
if the current Media-floor Control Entity bindind a Media Stream used and offered by the origigafioC Client
is not the same as in the received SDP offer;

9. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"Controlling PoC Function procedures
whenconnecting to a Media Typ&Jr connecting to the Media Stream in the PoC $essi the offered Media
Stream is currently used in the PoC Session, butised by the originating PoC Client;

10. SHALL interact with the User Plane as specifiefODMA-PoC-UP] 'User Plane adaptatidhfor updating the
User Plane with the new codecs, Media formats adi&dParameters for those Media Stream where tleeauff
Media Parameters, Media formats or codecs chariiged,those earlier accepted by the PoC Client;

11. SHALL generate a SIP 200 "OK" response inclgdifMIME SDP body as an SDP answer as specified in
subclause 7.2.1.7&DP answer generation”

12. SHALL send the SIP 200 "OK" response to the/IBIEore along the signalling path;

13. SHOULD generate a notification as specifiedubclause 7.2.1.11"%enerating a SIP NOTIFY request the
PoC Clients, which have subscribed to the conferaiate event package, if a PoC User has put t@eSession on
hold or off hold or if Media Stream used by the P&¢3sion modification initiator have changed amdRbC Server
performing the Controlling PoC Function includes thformation about Media Stream used in the Po&3iSe to
the Participant Information;

14. SHOULD send the SIP NOTIFY request to the P&én® according to rules and procedures of thelBIP
Core; and,

15. SHALL release the PoC Session as specifiedi2. 4 'Removal of Participant from PoC Sessidirthe criteria
for releasing the PoC Session as specified in .18.PoC Session release polidg fulfilled and if a Media Type
or a Media-floor Control entity is removed from theC Session..

NOTE: The PoC Server may determine to update thdidvigarameters and codec(s) of the other Partitipan

according to the local policy. The modificatiorsigecified in subclause 7.2.2B0C Session modification".

When the SIP/IP Core corresponds with 3GPP/3GPR2, tik PoC Server SHALL use 3GPP/3GPP2 IMS medaimanis
according to rules and procedures of [3GPP TS 24 28GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.1.8 Adding Participants to PoC Session request

Upon receiving a SIP REFER request that is witlzootethod parameter in the Refer-To header or wiemtethod
parameter is set to "INVITE" in the Refer-To headlee PoC Server:

1. SHALL perform actions to verify the Authenticdt®riginator's PoC Address of the Inviting PoC Used
authorize the request as specified in subclauge$.74"PoC Session initiation policydnd 7.2.1.15PoC Session
adding policy"and if it is not authorized the PoC Server SHAELurn a SIP 403 "Forbidden" response with the
warning text set to '121 Function not allowed duedetailed reason>' as specified in subclausé&8a&ning
header" Otherwise, continue with the rest of the steps;

2. SHALL check whether privacy is allowed for thatAenticated Originator's PoC Address, if anonyrigty
requested via a Privacy header containing thedaig the SIP REFER request, if adding PoC Usdd(s) Pre-
arranged PoC Group or Chat PoC Group Sessiont Hllwwved, the PoC Server SHALL respond with a 0B
"Forbidden" response with the warning text seL1®'Anonymity not allowed' as specified in subctabs
"Warning header'to the originating network. Allowing privacy forspecific Authenticated Originator's PoC
Address is defined using <allow-anonymity> elemafithe PoC Group's authorization rules as specifig®@MA-
PoC-Document-Mgmt]. If privacy is allowed, the P8€rver SHALL create and cache an Anonymous PoC esddr
as specified in subclause 5Arbnymous PoC Addré'sand a Nick Name as specified in subclause Higk'

Namé. Otherwise, continue with the rest of the steps;
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NOTE 1: The Anonymous PoC Address is an aliasHerRoC User, and this address appears in Partidiffanmation
and the User Plane Taken message. This alias Pdfegslin used when expelling the PoC Participamb fr
the PoC Session.

3. SHALL check if a Resource-Priority header foffi€al Government Use' QoE Profile is includedtive SIP
REFER request, if the 'Official Government Use' (uEfile is supported. If included, the PoC SelSEALL
apply preferential treatment to the request toRadicipants to the PoC Session, as specified RCER12];

- 4. SHALL extract the PoC Address(es) of the PoCr(g3érom the SIP REFER request to be invited eithe
a) from the Refer-To header according to rules@ndedures of [RFC3515]; or,
b) from the MIME resource-lists body according tites and procedures of [RFC5368];

- 5. SHALL check whether the PoC User(s) to be adutedddition to those already participating, do exteed the
maximum number of Participants allowed in an Ad-Ro€ Group Session, if adding PoC User(s) to améal-
PoC Group Session. If exceeded, according to ited fwlicy, the PoC Server SHALL return a SIP 4B&sy
Here" response with the warning text set to ' 162 many participants' to the originating networlspscified in
subclause 5.6Warning header!" Otherwise, continue with the rest of the steps;

- 6. SHALL check whether the PoC User(s) to be adutedddition to those already participating, do exteed the
maximum number of Participants allowed in the PaGup Session according to the <max-participant-teun
element, which is specified in [OMA-PoC-Documenthtd if adding PoC Users to a Chat or Pre-arrarfée@
Group Session. If exceeded, the PoC Server SHAtUrmea SIP 486 "Busy Here" response with the wayéxt
set to '102 Too many participants' to the origimatmetwork as specified in subclause 'S\Grning header:'
Otherwise, continue with the rest of the steps.

- 7. SHALL generate a SIP 2xx final response to theEFER request according to rules and procedires
[RFC3515];

- 8. SHALL if the SIP REFER request was an initidP $¢quest received outside of an existing dialogn the PoC
Server SHALL include in the response to the SIP BEFequest a Supported header with the option tag
'norefersub’ according to rules and procedureRB{J4488];

- 9. SHALL check the presence of the Refer-Sub heafitre SIP REFER request and if it is presentiahds the
value 'false' then the PoC Server SHALL includéhimresponse to the SIP REFER request a Refer<adehset
to 'false’ according to rules and procedures ofJ&RF88];

- 10. SHALL send the SIP 2xx final response to tHeé BEFER request towards the PoC Client accordimglés
and procedures of the SIP/IP Core;

- 11. SHALL perform for the PoC Addresses allowedoading to 7.2.1.15PoC Session adding policytie actions
described in subclause 7.2.2BbC Session invitation requedtir eachURI in the list; and,

- 12. SHALL generate and send to the PoC Client SIHIRY request(s) as specified in the subclausel 7.2.
"Generating a SIP NOTIFY request to the SIP REFERest based on the progress of each SIP INVITE request
sent to PoC User(s) in accordance with sub-claus@.2"PoC Session invitation requestf the Refer-Sub header
is not present or is set to 'true' in the SIP REF&RIest.

NOTE 2: A SIP REFER request according to rulesfaodedures of [RFC3515] or [RFC5368] is an implicit
subscription to event 'refer' if the Refer-Sub lezas not present or is set to 'true'.

Upon receiving a SIP 403 "Forbidden" response thithwarning code 399 and the warning text '105cisscalready
assigned', or a SIP 503 "Service Unavailable" nesppor a SIP 486 "Busy Here" response, or a S8P'M8t Acceptable
Here" response, or a SIP 417 "Unknown ResourceiBfioesponse, the PoC Server SHALL if the Refeb®eader is not
present or is set to ‘true' in the SIP REFER regjgeserate and send to the PoC Client a SIP NOT#gdest as specified in
the subclause 7.2.1.1Generating a SIP NOTIFY request to the SIP REFERest.

Upon receiving SIP provisional responses or SIBI fiasponses for the SIP INVITE request(s) contgjrei P-Answer-State
header with the value "Unconfirmed" as specifiefRRC4964] and as specified in subclause 7.2RdC Session invitation
request'the PoC Server:

- 1. SHALL discard the received SIP responses witfawtarding them.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS medaimanis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.
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7.2.1.9

Leaving PoC Session request

7.2.1.9.1 SIP BYE request received in a PoC Session

Upon receiving a SIP BYE request the PoC Server:

1. SHALL check if a Resource-Priority header foffi€al Government Use' QoE Profile is includedtie SIP
BYE request, if the 'Official Government Use' Qoibfite is supported. If included, the PoC ServerA&H apply
preferential treatment to the request to leavedPthi€ Session, as specified in [RFC4412];

2. SHALL interact with the User Plane as specifiefOMA-PoC-UP] "Controlling PoC Function Procedures at
PoC Session releas&r releasing User Plane resource associated hétlstP Session towards the Participating
PoC Function

3. SHALL send a SIP 200 "OK" response towards € Elient according to rules and procedures of3t¥|P
Core;

4. SHALL check PoC Session release policy as sp€difi the subclause 7.2.1.1BJC Session release policgtid
according to the applied release policy performefach Participant of the PoC Session the procedsrepecified
in the subclause 7.2.2:Removal of Participant from PoC Sessipif'heeded;

5. MAY start PoC Session modification with the atReC Clients as specified in subclause 7.2.Rd&C' Session
modification, if there is a Media Type and Media-floor ContEsitity which is used by no more than one PoC
Client and allowed by removing Media policy as sfied in the subclause 7.2.1.2ZRemoving Media Streams
from a PoC Session policy

6. SHALL generate a notification to the PoC Cliemthich have subscribed to the conference statet gpackage
that a PoC User has left the PoC Group Sessi@peaasfied in subclause 7.2.1.11@enerating a SIP NOTIFY
request”;and

7. SHALL send the SIP NOTIFY request to the Po@®@k according to rules and procedures of the BiCdre.

When the SIP/IP Core corresponds with 3GPP/3GPR2, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.1.9.2 SIP REFER BYE request received when using  a Pre-established Session

Upon receiving from the PoC Client a SIP REFER esjuwvhen using a Pre-established Session with #tkad parameter
set to value "BYE" in the Refer-To header the Pe®@/&r:

1. SHOULD check if a Resource-Priority header @ffitial Government Use' QoE Profile is includediire SIP
REFER request, if the 'Official Government Use' (uifile is supported. If included, the PoC SelSEALL
apply preferential treatment to the request todehe PoC Session, as specified in [RFC4412];

2. SHALL perform actions to verify the Authenticdt®riginator's PoC Address of the PoC Client artti@ire the
request according to local policy and if it is mothorized the PoC Server SHALL return a SIP 408Bklden"
response with the warning text set to '121 Funatiotnallowed due to <detailed reason>' as spedifiedibclause
5.6"Warning header!" Otherwise, continue with the rest of the steps;

3. SHALL examine the URI in the Refer-To headethaf SIP REFER request and

a) if the URI is a PoC Address, that identifiesaatigipant in the on-going PoC Session, the Po®@e3er

i. SHALL generate a SIP 2xx final response to tHe BEFER request according to rules and procedres
[RFC3515];

ii. SHALL include in the response to the SIP RERERuest a Supported header with the option tag
'norefersub’ according to rules and procedureRB{J4488], if the SIP REFER request was an initlRl S
request received outside of an existing dialog;

iii. SHALL check the presence of the Refer-Sub feeand the SIP REFER request and if it is presedtifin
has the value ‘false' then the PoC Server SHALludein the response to the SIP REFER requesterRef
Sub header set to ‘false’ according to rules aocepiures of [RFC4488];

iv. SHALL send the SIP response to the SIP REFEfRest towards the PoC Client according to rules and
procedures of the SIP/IP Core;
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v. SHALL check the PoC Session expulsion policgpecified in 7.2.1.27PoC Session expulsion policy
and according to the applied expulsion policy perfdor the identified Participant the procedurescified
in subclause 7.2.2 Removal of Participant from PoC Sessipn

vi. SHALL check the PoC Session release policy gigekin subclause 7.2.1.1®0C Session release
policy" and according to the applied release policy parffor each identified PoC User the procedures
specified in subclause 7.2.2Removal of Participant from PoC Sessipif'heeded;

vii. SHALL generate a notification of the curretate of the PoC Session to the PoC Client(s), whale
subscribed to the conference state event packagmeagified in subclause 7.2.1.11Generating a SIP
NOTIFY request”

viii. SHALL check the subscription termination pofias specified in subclause 7.2.1.1T.8rmination of
subscription“and for each PoC Client terminate the existingsstiption to the conference state event
package, if needed; and,

ix. SHALL send the SIP NOTIFY request to the Po@@X(s) according to rules and procedures of the
SIP/IP Core.

b) if the URI refers to a URI list, the PoC Server

i. SHALL generate a SIP 2xx final response to thie BEFER request according to rules and procedhres
[RFC3515];

ii. SHALL include in the response to the SIP REFRERuest a Supported header with the option tag
'norefersub’ according to rules and procedure®Bfj4488], if the SIP REFER request was an initiRl S
request received outside of an existing dialog;

iii. SHALL check the presence of the Refer-Sub feeand the SIP REFER request and if it is presedtiin
has the value ‘false' then the PoC Server SHALludein the response to the SIP REFER requesterRef
Sub header set to 'false’ according to rules aocepiures of [RFC4488];

iv. SHALL send the SIP response to the SIP REFEfRest towards the PoC Client according to rules and
procedures of the SIP/IP Core;

v. SHALL check the PoC Session expulsion policgpecified in 7.2.1.27PoC Session expulsion policy
and according to the applied expulsion policy penféor each identified Participant the procedures
specified in subclause 7.2.2Removal of Participant from PoC Sessip

vi. SHALL check the PoC Session release policy gigekin subclause 7.2.1.1®0C Session release
policy" and according to the applied release policy perffur each identified PoC User the procedures
specified in subclause 7.2.2Removal of Participant from PoC Sessipif'heeded;

vii. SHALL generate a notification of the curretate of the PoC Session to the PoC Client(s), whale
subscribed to the conference state event packagmegified in subclause 7.2.1.11Generating a SIP
NOTIFY request”

viii. SHALL check the subscription termination pofias specified in subclause 7.2.1.1T.8rmination of
subscription"and for each PoC Client terminate the existingsstiption to the conference state event
package, if needed; and,

ix. SHALL send the SIP NOTIFY request to the Po@@t(s) according to rules and procedure of the
SIP/IP Core.

c) if the URI is the PoC Session Identity of thegming PoC Session then the PoC Server :

i. SHALL generate a SIP 2xx final response to the BEFER request according to rules and procedhires
[RFC3515];

ii. SHALL include in the response to the SIP RERERuest a Supported header with the option tag
'norefersub’ according to rules and procedureRB{J4488], if the SIP REFER request was an initlRl S
request received outside of an existing dialog;
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iii. SHALL check the presence of the Refer-Sub teeand the SIP REFER request and if it is presedtifin
has the value 'false' then the PoC Server SHALludein the response to the SIP REFER requesterRef
Sub header set to 'false’ according to rules aocepiures of [RFC4488];

iv. SHALL send the SIP response to the SIP REFEfRest towards the PoC Client according to rules and
procedures of the SIP/IP Core;

v. SHALL check the PoC Session release policy digekcin subclause 7.2.1.186C Session release
policy' and according to the applied release policy perfeither:

A. for each identified PoC User: the procedurexigel in subclause 7.2.2"Removal of
Participant from PoC Sessiondr,

B. remove the Participant referred by the Authextéd Originator's PoC Address from the PoC
Session by performing the procedures as specifisdliclause 7.2.2.Removal of Participant from
PoC Sessidn

vi. SHALL generate a notification of the currerdtst of the PoC Session to the PoC Client(s), while
subscribed to the conference state event packagmegified in subclause 7.2.1.11Generating a SIP
NOTIFY request";

vii. SHALL check the subscription termination pglias specified in subclause 7.2.1.1T.8rmination of
subscription“and for each PoC Client terminate the existingsstiption to the conference state event
package, if needed; and,

viii. SHALL send the SIP NOTIFY request to the PG(@ent(s) according to rules and procedures of the
SIP/IP Core.

d) if the URI is not a PoC Address and does narrief a URI list and is not the PoC Session |dgiofi the
on-going PoC Session, the PoC Server:

i. SHALL return SIP 404 "Not Found" response. Ottise continue with the rest of the steps.

- 4. SHALL generate and send to the PoC Client SIFIR® request(s) as specified in subclause 7.2.1.17
"Generating a SIP NOTIFY request to the SIP REFEfRest based on the progress of the SIP BYE requetigif
Refer-Sub header is not present or is set to fimthe SIP REFER request.

NOTE: A SIP REFER request according to rules angguiures of [RFC3515] or [RFC5368] is an implicit
subscription to event 'refer' in case the ReferdSeduer is not present in or is set to 'true'.

When the SIP/IP Core corresponds with 3GPP/3GPR2, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [3GPP TS 84/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.1.9.3 SIP BYE request received within a Pre-est  ablished Session

Upon receiving a SIP BYE request to a Pre-estatiisbession the PoC Server:

- 1. SHOULD check if a Resource-Priority header @fficial Government Use' QoE Profile is includediie SIP
BYE request, if the 'Official Government Use' Qoibfite is supported. If included, the PoC ServerA&H apply
preferential treatment to the request to leavedPthi€ Session, as specified in [RFC4412];

- 2. SHALL check the PoC Session release policy asified in subclause 7.2.1.1BoC Session release policghd
perform according to the applied PoC Session relpaBcy for every Participant of the PoC Sessixcépt for the
owner of the Pre-established Session) the procedsrepecified in subclause 7.2. R&moval of Participant from
PoC Session"

- 3. SHALL remove the owner from the PoC Sessiondaygming the procedures as specified in subclauz.6.3
"Leaving a PoC Session when using Pre-establishesid@t

- 4. SHALL generate a notification of the currentstaf the PoC Session to the PoC Client(s), whaketsubscribed
to the conference state event package, as spetifeclause 7.2.1.11.%5€nerating a SIP NOTIFY requést
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- 5. SHALL check the subscription termination polay specified in subclause 7.2.1.11T8rmination of
subscriptiofi and for all PoC Clients terminate the existingstription to the conference state event packége, i
needed; and,

- 6. SHALL send the SIP NOTIFY request to the Po@®&liaccording to rules and procedures of the SIGdfe.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS medamanis
according to rules and procedures of [3GPP TS 84/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.1.9.4 SIP REFER BYE request received when using an On-demand Session

Upon receiving from the PoC Client a SIP REFER esjwwhen using an On-demand Session with the meta@neter set
to value "BYE" in the Refer-To header the PoC Serve

- 1. SHOULD check if a Resource-Priority header @fficial Government Use' QoE Profile is includediie SIP
REFER request, if the 'Official Government Use' (QuEfile is supported. If included, the PoC SelSEALL
apply preferential treatment to the request todaae PoC Session, as specified in [RFC4412];

- 2. SHALL perform the actions to verify the Autheratied Originator's PoC Address of the PoC Cliedtauthorize
the request according to local policy and if nahatzed the PoC Server SHALL return a SIP 403 bidaten”
response with the warning text set to '121 Funatiotnallowed due to <detailed reason>' as spedifiedibclause
5.6"Warning header!" Otherwise, continue with the rest of the steps;

- 3. SHALL examine the URI in the Refer-To headethaf SIP REFER request and
a) if the URI identifies a Participant in the oniggp PoC Session, the PoC Server:

i. SHALL generate a SIP 2xx final response to tHe BEFER request according to rules and procedifres
[RFC3515];

ii. SHALL include in the response to the SIP RERERuest a Supported header with the option tag
'norefersub’ according to rules and procedureRB{Jj4488], if the SIP REFER request was an initlRl S
request received outside of an existing dialog;

iii. SHALL check the presence of the Refer-Sub teeand the SIP REFER request and if it is presedtifin
has the value 'false' then the PoC Server SHALludein the response to the SIP REFER requesterRef
Sub header set to ‘false’ according to rules aocepiures of [RFC4488];

iv. SHALL send the SIP 2xx response to the SIP REF&guest towards the PoC Client according to rules
and procedures of the SIP/IP Core;

v. SHALL check the PoC Session expulsion policgpecified in 7.2.1.27PoC Session expulsion policy
and according to the applied expulsion policy perfdor the identified Participant the procedures
specified in subclause 7.2.2.Ré€moval of Participant from PoC Sessipn"

vi. SHALL check the PoC Session release policy gigecin subclause 7.2.1.1bC Session release
policy" and according to the applied release policy perffur each identified PoC User the procedures
specified in subclause 7.2.2 Rémoval of Participant from PoC Sessipifi‘heeded;

vii. SHALL generate a notification of the curretaite of the PoC Session to the PoC Client(s), whale
subscribed to the conference state event packagpegified in subclause 7.2.1.11Generating a SIP
NOTIFY request

viii. SHALL check the subscription termination polias specified in subclause 7.2.1.18rmination of
subscriptiofi and for each PoC Client terminate the existingssuption to the conference state event
package, if needed; and,

ix. SHALL send the SIP NOTIFY request to the Po@fX(s) according to rules and procedures of the
SIP/IP Core.

b) if the URI refers to a URI list, then the Po(h&e:

i. SHALL generate a SIP 2xx final response to thHe BEFER request according to rules and procedhires
[RFC3515];
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ii. SHALL include in the response to the SIP REFRERuest a Supported header with the option tag
'norefersub’ according to rules and procedure®Bfj4488], if the SIP REFER request was an initiRl S
request received outside of an existing dialog;

iii. SHALL check the presence of the Refer-Sub teeand the SIP REFER request and if it is presedtifin
has the value ‘false' then the PoC Server SHALludein the response to the SIP REFER requesterRef
Sub header set to 'false’ according to rules aocepiures of [RFC4488];

iv. SHALL send the SIP 2xx response to the SIP REF&quest towards the PoC Client according to rules
and procedures of the SIP/IP Core;

v. SHALL check the PoC Session expulsion policgpecified in 7.2.1.27PoC Session expulsion policy
and according to the applied expulsion policy pernféor each identified Participant the procedures
specified in subclause 7.2.2.Rémoval of Participant from PoC Sessipn"

vi. SHALL check the PoC Session release policy igekin subclause 7.2.1.160C Session release
policy" and according to the applied release policy perffar each identified PoC User the procedures
specified in subclause 7.2.2 Rémoval of Participant from PoC Sessipiftheeded;

vii. SHALL generate a notification of the curretate of the PoC Session to the PoC Client(s), whalre
subscribed to the conference state event packagpeagified in subclause 7.2.1.11Generating a SIP
NOTIFY request

viii. SHALL check the subscription termination pojlias specified in subclause 7.2.1.1I8rmination of
subscriptiofi and for each PoC Client terminate the existingsstiption to the conference state event
package, if needed; and,

ix. SHALL send the SIP NOTIFY request to the Po@@(s) according to rules and procedures of the
SIP/IP Core.

c) if the PoC Address is the PoC Session Idenfith® on-going PoC Session, then the PoC Server:

i. SHALL generate a SIP 2xx final response to tHe BEFER request according to rules and procedifres
[RFC3515];

ii. SHALL include in the response to the SIP RERERuest a Supported header with the option tag
'norefersub’ according to rules and procedure®Bfj4488], if the SIP REFER request was an initiRl S
request received outside of an existing dialog;

iii. SHALL check the presence of the Refer-Sub teeand the SIP REFER request and if it is presedtiin
has the value ‘false' then the PoC Server SHALludein the response to the SIP REFER requesterRef
Sub header set to ‘false’ according to rules aocepiures of [RFC4488];

iv. SHALL send the SIP 2xx response to the SIP REFéquest towards the PoC Client according to rules
and procedures of the SIP/IP Core;

v. SHALL check the PoC Session release policy digekcin subclause 7.2.1.1&6C Session release
policy' and according to the applied release policy perfeither:

A. for each identified PoC User the proceduresi§ipedn subclause 7.2.2.KRemoval of
Participant from PoC Sessitror,

B. remove the Participant referred by the Authextéd Originator's PoC Address from the PoC
Session by performing the procedures as specifisdliclause 7.2.2.&KRemoval of Participant from
PoC Sessidn

vi. SHALL generate a notification of the curreratst of the PoC Session to the PoC Client(s), while
subscribed to the conference state event packagpegified in subclause 7.2.1.11G&eherating a SIP
NOTIFY request

vii. SHALL check the subscription termination pglias specified in subclause 7.2.1.1I&rmination of
subscriptiofi and for each PoC Client terminate the existingsstiption to the conference state event
package, if needed; and,
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viii. SHALL send the SIP NOTIFY request to the P@@ent(s) according to rules and procedures of the
SIP/IP Core.

d) if the URI is not a PoC Address and does narref a URI list and is not the PoC Session Idgofi the
on-going PoC Session, the PoC Server:

i. SHALL return SIP 403 "Forbidden" response witle tvarning text set to '121 Function not allowed du
to <detailed reason>' as specified in subclaus&vBa&ning header" Otherwise continue with the rest of
the steps.

- 4. SHALL generate and send to the PoC Client aNSIFIFY request(s) as specified in subclause 7.2.1.1
"Generating a SIP NOTIFY request to the SIP REFERest based on the progress of the BYE request, if the
Refer-Sub header is not present or is set to fimthe SIP REFER request.

NOTE: A SIP REFER request according to rules andgaures of [RFC3515] or [RFC5368] is an implicit
subscription to event 'refer' in case the Refer{Seduler is not present in or is set to 'true'.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS medaimanis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.1.10 Cancel of PoC Session setup request

Upon receiving a SIP CANCEL request, the PoC Server

- 1. SHALL act as UAS according to rules and proceduf [RFC3261]; and,

- 2. SHALL cancel the PoC Session invitations todtier PoC Clients as specified in subclause 7.2QaBicel of
PoC Session invitation requéstr subclause 7.2.2!4Removal of Participant from PoC Sessialepending whether
the SIP session has not yet or has already beablisked in case of Ad-hoc and 1-1 PoC Sessioblegienent and
Pre-arranged PoC Group Session establishment.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechasis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.1.11 PoC Session Participant Information reques  t

7.2.1.11.1 Subscribing to Participant Information

Upon receiving a SIP SUBSCRIBE request with therEvreader set to ‘conference’ according to ruldgpamcedures of
[RFC4575] the PoC Server:

- 1. SHOULD check if a Resource-Priority header retjng the priority treatment of the 'Official Gomenent Use'
QOE Profile is included in the SIP SUBSCRIBE reduigghe 'Official Government Use' QoE Profilesspported.
If included, the PoC Server SHALL apply preferehtiaatment to the SIP SUBSCRIBE request, as spd(dif
[RFC4412];

- 2. SHALL check whether the PoC Session identifigdhe PoC Session Identity in the Request-URI iaeshvby
the PoC Server, if the Request-URI contains a Pes3iSn Identity, and perform the actions speciifieslibclause
7.5.2 'Conference URI does not eXiftit is not owned by the PoC Server; Otherwisatinue with the rest of the
steps;

- 3. SHALL check whether the PoC Group identifiedhittie PoC Group Identity in the Request-URI is ogvhg
the PoC Server, if the request-URI contains a PodlisIdentity and perform the actions specifiedubclause
7.5.2 'Conference URI does not eXiftit is not owned by the PoC Server. Otherwisatinue with the rest of the
steps;

- 4. SHALL perform the actions to verify the Authergied Originator's PoC Address and authorize theeas as
specified in subclause 7.2.1.18dC Session Participant Information polignd if it is not authorized the PoC
Server SHALL return a SIP 403 "Forbidden" responihk the warning text set to '121 Function not a#al due to
<detailed reason>' as specified in subclauséWarning header.' Otherwise, continue with the rest of the steps;

NOTE: A local policy, e.g. number of simultaneaubscriptions exceeded, may cause the PoC Servaet the
subscription request.
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5. SHALL create a subscription to the Participarfibtmation of the PoC Session according to rules@ncedures
of [RFC3265] and [RFC4575];

- 6. SHALL generate a SIP 200 "OK" or a SIP 202 "Aated" response to the SIP SUBSCRIBE request acuptdi
rules and procedures of [RFC3265] and [RFC4575];

- 7. SHALL set the Contact header of the SIP resptm$iee address of the PoC Server;

- 8. SHALL include the Authenticated Originator's PA@dress as specified in subclause R@thenticated
Originator's PoC Addressas follows:

a) set to the Conference-factory-URI in case ofAeC Session or Ad-hoc PoC Group Session; or

b) set to the PoC Group Identity of the PoC Groitp the Session Type uri-parameter "session=preged’
or "session=chat" as specified in E.5Sk%sion Type uri-parametén case of a Pre-arranged or Chat PoC
Group respectively.

- 9. SHALL include the option tag 'norefersub’ ingpBorted header in the SIP response;
- 10. SHALL send the SIP response towards the PoghtCdiccording to rules and procedures of the Siede;

- 11. SHALL generate an initial SIP NOTIFY requesspscified in subclause 7.2.1.11@¢nerating a SIP NOTIFY
request; and,

- 12. SHALL send the SIP NOTIFY request to the Pot@rlaccording to rules and procedures of the BIBkre.
When a change in the subscribed state occurs,aieServer SHOULD generate and send a SIP NOTIF¥estcas

specified in subclause 7.2.1.11@éenerating a SIP NOTIFY requésind according to rules and procedures of SIP4RC
respectively.

When needed the PoC Server SHALL terminate thecsigi®n and indicate it to the PoC Client as dixt in the
subclause 7.2.1.11.3&rminating the subscriptidn

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS medamanis
according to rules and procedures of [3GPP TS 24 2B8GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.1.11.2 Generating a SIP NOTIFY request

The PoC Server SHALL generate a SIP NOTIFY reqgaesbrding to rules and procedures of [RFC3265] thith
clarifications in this subclause.

The PoC Server SHOULD include in the SIP NOTIFYuest a Resource-Priority header, according to rahelsprocedures
of [RFC4412], of the same value as the one inclide¢de SIP SUBSCRIBE request that created thecsigi®n, if that SIP
SUBSCRIBE request included a Resource-Priorityiatite 'Official Government Use' QoE Profile is papted.

The PoC Server SHOULD limit the rate of SIP NOTIFuests sent toward a PoC Client.

NOTE 1: How a PoC Server limits the rate of SIP NPT requests towards the PoC Client is out of saafjtlis
specification.

The PoC Server SHOULD avoid sending a SIP NOTIFyuest towards a PoC Client at the same time aschaMBrst is
sent towards the PoC Client or a Media Burst igikedd from the PoC Client.

When reporting changes in the Participant Infororathe PoC Server SHALL use partial output accgrdanrules and
procedures of [RFC4575].

The PoC Server SHALL include a MIME conference-#¥ml| body according to rules and procedures of [R&15] with
the following limitations:

- 1. The PoC Server SHALL include the PoC Group lithenff the PoC Group in the "entity" attribute bt
<conference-info> element;
- 2. for each Participant in the PoC Session the P&x@er SHALL include a <user> element. The <uségment:
a) SHALL include the "entity" attribute. The "entitattribute:

i. SHALL for the PoC Client, which initiated, joideor re-joined a PoC Session, include the Authateit
Originator's PoC Address of the initial SIP INVITéquest, if the Participant has not requested pyioa
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NOTE 2:

NOTE 3:

NOTE 4:

if the receiver of the SIP NOTIFY request is anotReC Server authorized as specified in subclause
7.2.1.18 PoC Session Participant Information poligy

ii. SHALL for an Invited PoC Client include the idlity used in the URI-list for the Invited PoC Gligto

an Ad-hoc PoC Group Session or the identity usetlérPoC Group definition in case of a Pre-arranged
PoC Group Session or restricted Chat PoC Groupd®esfthe Participant has not requested privacif o
the receiver of the SIP NOTIFY request is anotte€ Berver authorized as specified in subclausé.12.
"PoC Session Participant Information policyr,

iii. SHALL include the Anonymous PoC Address of farticipant, which has requested privacy unless th
receiver of the SIP NOTIFY request is another Pe6/& authorized as specified in subclause 7.2.1.18
"PoC Session Participant Information policy

b) MAY include the <display-text> element. If inded, the <display-text> element SHALL include akNic
Name of the identity of the "entity" attribute iedied in a) as collected by the PoC Server perfagrtiie
Controlling PoC Function according to proceduresuiiclause 5.4Nlick Namé,

¢) SHALL include "yourown" attribute with value Ute", if the SIP NOTIFY request is to be sent toPlo
Client of the Participant identified by the "entittribute of the <user> element, if the Participequested
privacy;

"yourown" attribute is specified in [OMA-HMIS_Endorsement]Extensions to Conference Event Package
XML Schem@aand indicates to the PoC Client which <user> @enuescribes its Participant.

d) SHALL include the "anonymous-id" attribute setthe Anonymous PoC Address of the Participant in
accordance with subclause E.1BAtticipant Information indicatiorsif the identity in the <user> element is
the PoC Address of the Participant and the Paatitihas requested privacy.

In order to transfer the Anonymous PoC Addes (e.g. for detailed billing information) teemdnymous-id"
attribute is needed to transfer the Anonymous Pd@réss when the Participant has requested privatyte
PoC Server performing the Participant PoC Fundtias requested the full identity of a Participant.

e) SHALL include a single <endpoint> element. Tlemdpoint> element

i. SHALL include the "entity" attribute;

ii. SHALL include the <status> element indicatimg tstatus of the PoC Session. The <status> element
SHOULD have one of the following values:

A.'connected’ , when the Participant is added ed?bC Session; or,

B.'disconnected’ , when the Participant has leffRbC Session or when the Invited PoC Client is
disconnected from the PoC Session before the thi@C Client has accepted the invitation and the
"alerting" notification has been sent; or,

C. 'on-hold' , when the Participant has put the Be€sion on hold; or,

D. 'alerting' , when the Invited PoC Client hagppmsled by SIP 180 "Ringing", but not yet accephed t
invitation.

ii. The <status> element MAY have the followingwex

A. 'dialing-out', when the PoC Server performing €ontrolling PoC Function receives the SIP 183
"Session Progress" response in case of AutomatisvanMode and if a Privacy header is included in
the SIP 183 "Session Progress" response.

The usage of other values of the <statlsment is not defined for PoC.

iv. SHALL include the <media> element as specitigdRFC4575] if more than one Media Stream is
negotiated in the PoC Session. If included, thediareelement SHALL include negotiated Media Types
with the following clarification:
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A. SHALL include in the <type> element as specifigd[RFC4575]

B. SHALL include the <status> element indicating #ending and receiving status of the Media Stream
as specified by [RFC4575].

v. MAY include the "LocalQoE" attribute in accoraamwith subclause E.1.Participant Information
indications; and,

vi. MAY include the "FDCFOSupported" attribute inc@rdance with subclause E.1Raltticipant
Information indications

f) MAY include the <roles> element. If includedgetkroles> element SHALL include an <entry> elemeiti
the value 'dispatcher’ when the Participant isAtieve PoC Dispatcher in case of a Dispatch PoGiSes

NOTE 5: The usage of other elements specified F(J&575] is not defined for PoC.

When the SIP/IP Core corresponds with 3GPP/3GPR2, tik PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [3GPP TS 24 2B8GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.1.11.3 Terminating the subscription
The PoC Server

- 1. SHALL terminate all subscriptions for Particip&nformation for the PoC Session when the PoCiBerss
released and not accept any re-subscriptions;

- 2. MAY terminate the subscription for a PoC Clierten it leaves the PoC Session;
- 3. for each subscription that shall be terminatedRoC Server:
a) SHALL generate a SIP NOTIFY request accordingutes and procedures specified in [RFC3265];
b) SHALL include a Subscription-State header wihité value of 'terminated' and a reason parameter of
'noresource’; and,
¢) SHALL send the SIP NOTIFY request to the Po@filiaccording to rules and procedures of SIP/IRCor

When the SIP/IP Core corresponds with 3GPP/3GPR2, tlve PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [3GPP TS 24 28GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.1.12 Group Advertisement request

Upon receiving a SIP MESSAGE request containing?b€ feature tag '+g.poc.groupad' in the Acceptt&zrheader the
PoC Server:

- 1. SHALL reject the SIP MESSAGE request with a 8B "Forbidden" response with the warning textgéi21
Function not allowed due to <detailed reason>pasified in subclause 5&Varning header,"if Group
Advertisement is not supported by the PoC Servire@vise continue with next step.

- 2. SHALL check whether Request-URI contains a P@Qu@ Identity or an Exploder-URI identifying a SIP
MESSAGE URI-list service according to rules andgedures of [RFC5365]owned by the PoC Server. If not
owned, perform the actions specified in subclause27Conference URI does not eXigbtherwise, continue with
the rest of the steps;

- 3. SHALL perform actions to verify the Authenticdt®riginator's PoC Address and authorize the reécqses
specified in subclause 7.2.1.28rbup Advertisement politynd if it is not authorized the PoC Server SHALL
return a SIP 403 "Forbidden" response with the imgrtext set to '121 Function not allowed due tetaded
reason>' as specified in subclause"$&rning header.' Otherwise, continue with the rest of the steps;

- 4. SHALL return a SIP 403 "Forbidden" response g warning text set to '119 Anonymity not allowasl
specified in subclause 5"8Varning header,'if anonymity is requested. Otherwise, continuthuie rest of the
steps;

- 5. SHALL return a SIP 403 "Forbidden" response \lig warning text set to ‘129 No destinations'pexiied in
subclause 5.8Warning header,'if

a) the Request-URI identifies a Chat PoC Grouprdtien restricted Chat PoC Group;
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b) the Request-URI identifies a restricted Chat ByGup with empty Group List or a Pre-arranged PoC
Group with empty Group List; or,

c¢) the Request-URI is an Exploder-URI identifyin§i& MESSAGE URI-list service and XML resource list
has no entries.

Otherwise, continue with the rest of the steps;

- 6. SHALL perform the following actions, if Includédedia Content is supported by the PoC Server it i
media content is received in one or more MIME bsdie

a) Check if included Media Type is allowed, usingeal policy, and if at least one Media Type is$ albowed,
based on a Service Provider Policy either,

i. send a SIP 415 "Unsupported Media Type" respoiise SIP 415 "Unsupported Media Type" response
SHALL include:

1) the Accept header with the acceptable Media-3ypat the PoC Server would accept according to
rules and procedures of [RFC3261]; or,

2) the Accept-Encoding header with the encoding&is that the PoC Server would accept according
to rules and procedures of [RFC3261]; or,

3) both
and do not continue with the rest of the steps; or,
ii. remove the MIME bodies containing the not alEtvmedia content.

NOTE 1: One example of a local policy could be thatPoC Server only allows Included Media Conterspecial
traffic scenarios.

b) Check the total size of all MIME bodies contamimedia content and if the total size exceeds a
configurable max size, based on a Service ProWRdécy either,

i. send a SIP 413 "Request Entity Too Large" resp@nd do not continue with the rest of the steps;
ii. remove all MIME bodies containing media content

- 7. SHALL obtain the PoC Addresses to advertise floenPoC Addresses of the 'uri' attributes of thetry>
elements in the PoC Group document if the RequéltiéJa PoC Group Identity identifying a restrictetat PoC
Group or a Pre-arranged PoC Group or from the Pd@résses of the 'uri' attributes of the <entry»nalets in the
XML resource list if the Request-URI is an Explod#RI identifying a SIP MESSAGE URI-list service acding
to rules and procedures of [RFC5365];

- 8. MAY remove the Subject header;
- 9. MAY remove the Call-Info header;

NOTE 2: The reason for removing the Subject headdrthe reason for removing the Call-Info headey bea local
policy in the PoC Server.

- 10. SHALL send the SIP MESSAGE request towards €ath Address as specified in the subclause 7.2.2.6
"Group Advertisement requésand,

- 11. SHALL send a SIP 202 "Accepted" response athagignalling path towards the initiating PoC 6lie

When the SIP/IP Core corresponds with 3GPP/3GPR, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [3GPP TS 24 2B8GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.1.13 SIP Session refresh procedure

On receiving a SIP re-INVITE request or a SIP UPEBAEquest including a Session-Expires header tiieFover:

- 1. SHALL generate a SIP 200 "OK" response to ther8tuest according to rules and procedures of fRbd;

- 2. SHALL include the Session-Expires header inR &0 "OK" response and restart the SIP Sessiar tim
according to rules and procedures of [RFC4028AS Behavior"The "refresher” parameter in the Session-Expires
header SHALL be set to 'uac’;

- 3. SHALL include in the SIP re-INVITE response aNiE SDP body as an SDP answer to the SDP offer as
specified in subclause 7.2.1.13DP answer generationif SIP re-INVITE request is received; and,
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- 4. SHALL send the SIP 200 "OK" response towarddtkéing PoC Client according to rules and proaesuof
SIP/IP Core.

On expiry of the SIP Session timer the PoC Ser#kIS_ initiate disconnection of the SIP Session psdfied in subclause
7.2.2.4 'Removal of Participant from PoC Session

When the SIP/IP Core corresponds with 3GPP/3GPR, tive PoC Server SHALL use 3GPP/3GPP2 IMS sessfoesh
mechanisms according to rules and procedures dP3TS 24.229] / [3GPP2 X.S0013.4] with the claafions given in
this subclause.

7.2.1.14 PoC Session initiation policy

NOTE: PoC Session initiation policy is not appliafor Ad-hoc PoC Group Sessions and 1-1 PoC Sessio

7.2.1.14.1 Pre-arranged PoC Group Session initiatio  n policy

In the case of a Pre-arranged PoC Group the Po@iSeerforming the Controlling PoC Function SHALditiate the PoC
Session if the Authenticated Originator's PoC Addiis allowed the action <allow-initiate-conferemead the <supported-
services> element, if present, indicates the sugpoPoC service as specified in [OMA-PoC-Docuraitgmt].

In the case of a Pre-arranged PoC Group, the Po@iSgerforming the Controlling PoC Function SHALlvite members
of the PoC Group contained in the <list> elemerthefPoC Group document as specified in [OMA-PoCiDoent-Mgmt].
If the number of members of the PoC Group exceeasx<participant-count>, the PoC Server performheyControlling
PoC Function SHALL invite only <max-participant-caet members from the list.

NOTE: How the PoC Server performing the ContrgllPoC Function selects the <max-participant-counembers to
invite is outside the scope of this specification.

7.2.1.14.2 Dispatch PoC Session initiation policy f  or PoC Dispatcher

If the invitation does not indicate a list of PoGdds, the PoC Server performing the Controlling Pa@ction SHALL
initiate the Dispatch PoC Session if the AuthenddeOriginator's PoC Address is allowed the actiatiow-initiate-
conference>, and the action <allow-dispatch> &edtsupported-services> element, if present, inelécdne support for
PoC service as specified in [OMA-PoC-Document-Mgmt]

When a request to invite the Dispatch PoC Groupade by an authorized PoC User, the PoC Servesrparfg the
Controlling PoC Function SHALL invite all PoC Usarsntained in the <list> element of the DispatciCRaroup document
that are not allowed the action <allow-dispatche.PoC Fleet Members), as specified in [OMA-PoGDoent-Mgmt].

The PoC Server performing the Controlling PoC FiamcMAY also invite other PoC Users contained ia ttist> element
of the Dispatch PoC Group document that are allotvedaction <allow-dispatch> (i.e other PoC Dishatacapable PoC
Users).

NOTE 1: The decision to invite other PoC Dispatategsable PoC Users can be based on local pollta¢site out of
the scope of this specification.

If the invitation indicates a list of PoC Userse fRoC Server performing the Controlling PoC Fumc81ALL initiate the
Dispatch PoC Session only if the Authenticated iQ&tpr's PoC Address is allowed the action <allaitiate-conference>,
and the action <allow-subconf> and the <supportgises> element, if present, indicates the suppooC service and
the action <allow-dispatch> as specified in [OMA&RDocument-Mgmt].

When a request to invite one or more PoC Userddispatch PoC Session is made by an authorizedU?eg, the PoC
Server performing the Controlling PoC Function SHAdnly invite the PoC Users that are containechim<list> element
of the Dispatch PoC Group document, as specifig@MA-PoC-Document-Mgmt]

If the number of members of the PoC Group exceetsx<participant-count>, the PoC Server performimg€ontrolling
PoC Function SHALL invite only <max-participant-adet members to the Dispatch PoC Session.
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NOTE 2: How the PoC Server performing the ContngllPoC Function selects the <max-participant-commémbers to
invite is outside the scope of this specification.

7.2.1.14.3 Dispatch PoC Session initiation policy f  or PoC Fleet Member

In the case of a Dispatch PoC Group, the PoC Seeréorming the Controlling PoC Function SHALL iaite the Dispatch
PoC Session if the Authenticated Originator's Paldr&ss is allowed the action <allow-initiate-coefeze> and the
<supported-services> element, if present, indicditesupport for PoC service as specified in [OM#CEFDocument-Mgmt].

When the request is made by an authorized PoC thseP,oC Server performing the Controlling PoC FiancSHALL
invite one of the PoC Users that are allowed thi®acallow-dispatch> as specified in [OMA-PoC-Dooent-Mgmt].

NOTE: How the PoC Sever performing the ControllR@C Function selects the PoC User to be invitediiof scope
for this specification.

7.2.1.15 PoC Session adding policy

The PoC Server SHALL NOT allow a PoC User to beegidh an ongoing PoC Session if one or more Po@8ox
participates in the PoC Session.

When adding PoC Users to a PoC Session, the Pa@rSerrforming the Controlling PoC Function SHALvite PoC
Users only if the Authenticated Originator's PoQdAass is a Participant of the PoC Session.

Additionally in the case of a Pre-arranged PoC @r@ispatch PoC Group or Chat PoC Group, the Pa@eEperforming
the Controlling PoC Function SHALL invite PoC Usédrthe Authenticated Originator's PoC Addresslieveed by the
<allow-invite-users-dynamically> action as spedfie [OMA-PoC-Document-Mgmt]

When a request to add one or more PoC Users te-arRanged PoC Group Session or Dispatch PoC ®dssisade by an
authorized Participant of an ongoing PoC Sessi@PoC Server performing the Controlling PoC Fumc8HALL only
invite PoC Users if the Invited PoC Users are tistethe <list> element of the PoC Group documergecified in [OMA-
PoC-Document-Mgmt].

When a request to add one or more PoC Users t@BReIC Group Session is made by an authorizeccipantit of an
ongoing PoC Session, the PoC Server performingtimgrolling PoC Function SHALL only invite PoC Usséf the Invited
PoC Users are allowed to join by the <join-handtigtion of the PoC Group’s authorization rulespecified in [OMA-
PoC-Document-Mgmt].

NOTE: In case of restricted Chat PoC Group, allowmited PoC Users are also listed in the <lisermetnt of the
PoC Group document.

PoC Server performing the Controlling PoC FunctibAY apply a local policy, when adding PoC Userd.tt or Ad-hoc
PoC Group Sessions. The PoC Server local policyleag.g. that either only the PoC Session initiatany of the
Participants is allowed to add PoC Users.

7.2.1.16 PoC Session release policy

To enable the PoC Server to remove Participants &d?0C Session, the PoC Session release policy.Sképport the
following operator configurable variables togethéth the possible values shown in parenthesis:
- 1. auto-release (true/false)

a) if 'true' the PoC Server SHALL remove rest & Barticipants from Pre-arranged PoC Group Sessidn
release the PoC Session when the originator laaeeBoC Session

b) if 'false' the PoC Server SHALL NOT remove refsthe Participants from Pre-arranged PoC GrougiSes
nor release the PoC Session when the originateesethe PoC Session

NOTE 1: 1-1 and Ad-Hoc PoC Group Sessions are alwelgased when the PoC Session initiator leaveB ol
Session regardless of the value of "auto-rele&3edt PoC Group Sessions are unaffected by autasele
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- 2. session-release (true/false)

a) if 'true' the PoC Server SHALL remove rest @& Barticipants from PoC Group Session, when relgdkie
PoC User, who initiated the release request..

b) if 'false’ the PoC Server SHALL NOT remove refthe Participants from PoC Group Session, when
releasing the PoC User, who initiated the releagaest.

NOTE 2: The session release condition is not agpleefor 1-1 PoC Sessions and according to thé pmdey can be
applied to Chat PoC Group Sessions.

- 3. session-max-length (seconds)

a) if the PoC Session has lasted the specified atrafiseconds the PoC Server SHALL release the PoC
Session

- 4. number-of-remaining-participants (0/1)

a) if a Pre-arranged or Ad-hoc PoC Group Sessigrakanany as or less than specified Participaftthe
PoC Server SHALL release the PoC Session. Thelgessilues should be 0 or 1. This does not app(ytat
PoC Group Sessions.

NOTE 3: 1-1 PoC Sessions are always released whetteare is only one or no Patrticipants left in Bte&C Session
regardless of the value of "number-of-remainingtipgrants”.

- 5. release when PoC Speech is inactive (true/false)

a) If set to true the PoC Session SHALL be releagteeh the inactivity timer for the Media-Control tiEp
with PoC Speech expires.

b) If set to false the PoC Session SHALL be reldase

i. when the inactivity timer has expired for all Ma-Control Entities and there is no ongoing Disere
Media session not bound to a Media-floor Contrdiitignor,

ii. when no more Media-Control Entities are coneddb the PoC Session and there is no ongoing @escr
Media session not bound to a Media-floor Contrdiitign

If there is no PoC Speech in the PoC Session theS&over SHALL behave as if the value of 'releakemfoC Speech is
inactive' is set to "false".

NOTE 4: The inactivity timers are defined in [OMAGE-UP]"Timers".

The release policy SHALL include the following:

NOTE 5: Local policies may be defined by the opmrand these local policies may impact the relpatieies defined
here.

- 1. The PoC Server performing the Controlling Po@dtion SHALL remove the rest of the Participantarirthe
PoC Session it hosts and release the PoC Session:

a) if the PoC Session is an Ad-hoc or 1-1 PoC Sesand the originator of the PoC Session leave® tit2
Session;

b) if the PoC Session is a Pre-arranged PoC Searibthe originator of the PoC Session leaves ¢ P
Session and the auto-release has the value 'true’;

c) if the PoC Session is a 1-1 PoC Session and teemly one or no Participants in the PoC Session

d) if the PoC Session is a Pre-arranged or Ad-lad€ Broup Session and there are as many as ohbass t
"number-of-remaining-participants" Participantshie PoC Session;

e) if the PoC Session has lasted longer than s@emax-length variable specifies;

f) if the PoC Session is Pre-arranged or Chat PofliiSession and the PoC Group is deleted;

g) if the PoC Session is a Dispatch PoC SessiohenBoC Dispatcher leaves the PoC Session; and,
h) if the only Participants in a PoC Session ar€ Boxes.
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- 2. The PoC Server performing the Controlling Po@dtion SHALL remove a Participant from the PoC 8ass
a) if the PoC Session is Pre-arranged PoC Grougiddeand the Participant is removed from the PoQu@r

b) if the PoC Session is Chat PoC Group SessioritenBarticipant is no longer allowed to join bg #join-
handling> action of the PoC Group’s authorizatioles, as specified in [OMA-PoC-Document-Mgmt] ; or,

NOTE 6: If a Participant is no longer member oéstricted Chat PoC Group, the Participant is remddream the PoC
Session.

c) if the Participant has no Media in the PoC SwEsi

7.2.1.17 Generating a SIP NOTIFY request to the SIP REFER request

When generating a SIP NOTIFY request the PoC Server
- 1. SHALL generate a SIP NOTIFY request accordingites and procedures of [RFC3265], [RFC3515] arelsr
and procedures of the SIP/IP Core;

- 2. SHALL include in the SIP NOTIFY request a MIMBpfsag body as specified in the [RFC3420], if gexteng a
SIP NOTIFY request as the result of sending a SNATE request, with:

a) the Status-Line received in the SIP responsg, &P 180 "Ringing" or SIP 200 "OK"), as spedifia
[RFC3261]. In case no SIP response is receive&HRe.00 "Trying" SHALL be used,;

b) the To header as received in the SIP response;

c) the Authenticated Originators PoC Address asdéived in the SIP response;

d) the Warning header if it is received in the 8&Bponse;

e) the P-Answer-State header if it is receivechin$IP response from the Invited PoC User; and,
f) the Contact header if it is received in the 83Bponse.

- 3. SHALL include in the SIP NOTIFY request a MIMIpfsag body as specified in the [RFC3420] with Btatus-
Line received in the SIP response, (e.g. SIP 200'Y(Gas specified in [RFC3261], if generating a SIPTIFY
request as the result of sending a SIP BYE reqlresaise no SIP response is received the SIP 1§ngr
SHALL be used;

- 4. SHALL include a Resource-Priority header, acoaydo rules and procedures of [RFC4412], if th€RRerver
supports 'Official Government Use' QoE Profile, #ralResource-Priority header was included inrdezived SIP
REFER request; and,

- 5. SHALL send the SIP NOTIFY request to PoC Cliaettording to rules and procedures of the SIP/IRRCor

The responses to the SIP NOTIFY request SHALL belleal in according to rules and procedures of [RESS),
[RFC3515], and rules and procedures of the SIP4RC

The PoC Server MAY terminate the implicit subsddptcreated by the SIP REFER request and indiba&téermination to
the PoC Client according to rules and procedur¢RB€3265] and [RFC3515].

When the SIP/IP Core corresponds with 3GPP/3GPR2, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [3GPP TS 24 2B8GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.1.18 PoC Session Participant Information policy

The PoC Server performing the Controlling PoC FuamcEHALL only allow the subscription to the Paipiant Information
of the PoC Session hosted by the PoC Server, setBoC Users which satisfy any of the followingditans:

- 1. if the PoC Session is Ad-hoc PoC Group SessidaloPoC Session, the Authenticated Originatas® Rddress
is
a) a PoC Address of a Participant of the PoC Sessio
b) a PoC Address of an Invited PoC User of the Be§sion;

- 2. ifthe PoC Session is Pre-arranged PoC Grougic@esr Chat PoC Group Session, the Authenticatégir@tor's
PoC Address is allowed to subscribe to Participafiormation
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a) according to the <allow-conference-state> aci®specified in [OMA-PoC-Document-Mgmt].

The PoC Server performing the Controlling PoC FieamcSHALL allow subscription to the Participant dnfnation from
PoC Servers performing the Participant PoC Fundtitre following conditions are fulfilled:

- 1. the PoC Servers performing the Participant Po@fon is in the Media path i.e. the "b2bua" weseived
during the establishment of the PoC Session"; and,

- 2.ifthe PoC Servers performing the Participan FFoinction can be identified according to rules pratedures of
[RFC4538].

7.2.1.19 PoC Session role transfer policy

In the case of a Dispatch PoC Session, the PoG&Spevforming the Controlling PoC Function SHAL litiate the transfer
of the PoC Dispatcher role to the indicated PoCr&Jearly if the indicated PoC User is allowed by #ation <allow-
dispatch> and the Authenticated Originator's Po@rAsis is allowed by the action <allow-dispatch> #edaction <allow-
dispatcher-role-transfer>, as specified in [PoC XSpkcification].

7.2.1.20  Group Advertisement policy

The PoC Server performing the Controlling PoC FiamcSEHALL allow the Authenticated Originator to amtise any PoC
Group to the <list> element if the Request-URI BaC Group Identity identifying the restricted CRatC Group or the Pre-
arranged PoC Group and unless the Authenticategifator's PoC Address is blocked by the <block-gradvertisement-
sending> action with value "true" as specified@MA-PoC-Document-Mgmt]

The PoC Server performing the Controlling PoC FiamcSEHALL allow the Authenticated Originator to amtise any PoC
Group to the PoC Address of the 'uri’ attributetted <entry> element in the XML resource list if tRequest-URI is an
Exploder-URI identifying a SIP MESSAGE URI-list sére according to rules and procedures of [RFC5365]

NOTE: Authorization is not applied to the Group Adtisement requests advertising any PoC GrouptsenPoC
Address identifying a PoC User.

7.2.1.21 Policy for allowing Media Streams in a PoC  Session

The PoC Server performing the Controlling PoC FuamcEHALL allow only those PoC Users to initiateastd a particular
Media Stream in the Ad-hoc and 1-1 PoC SessiorttieaPoC Server hosts, if following conditions fadélled:

- 1. the PoC User is the PoC Session originator; or

- 2. when allowed by the PoC Server local policy
The PoC Server performing the Controlling PoC FuamcEHALL allow only those PoC Users to initiateastd a particular
Media Stream in the Pre-arranged PoC Group SedBispatch PoC Session or Chat PoC Group Sessiothin®0C Server
hosts, if

- 1. the Media Type is contained in the <group-medikment of

a) the <service> element indicating the PoC enatfltre <supported-services> element of the PoQiror,

b) the <all-services-except> element not indicatireyPoC enabler of the <supported-services> eleofdhe
PoC Group; or,
- 2.the PoC User is authorized to initiate or addgarticular Media Type by the <allow-media-hangfiraction of
the PoC Group's authorization rules, as specifig®@MA-PoC-Document-Mgmt].

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS meadmanis
according to rules and procedures of [3GPP TS 84/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.1.22 Removing Media Streams from a PoC Session  policy
NOTE: When a PoC User is not authorized to remoparticular Media Stream, the PoC Server perforntiireg

Controlling PoC Function does not remove the M&tr@am from the PoC Session but rather discontiteets
PoC Client from the Media Stream.
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The PoC Server performing the Controlling PoC FiancEHALL allow only those PoC Users to remove dipalar Media
Stream in the Ad-hoc and 1-1 PoC Session thatsitshibfollowing conditions are fulfilled:

- 1. the PoC User is the PoC Session originator; or
- 2. when allowed by the PoC Server local policy

The PoC Server performing the Controlling PoC FiamcEHALL allow only those PoC Users to remove dipalar Media
from the Pre-arranged PoC Group Session, Dispai€hS#ssion and Chat PoC Group Session that it iidsi®wing
conditions are fulfilled:

- 1. the <remove-media-handling> action associateédegduthenticated Originator's PoC Address ofrdueived SIP
re-INVITE request or SIP UPDATE request is 'owrd éime Media Type was added to the PoC Session By3egsion
initiation or PoC Session modification initiated ttne PoC Client with the Authenticated OriginatétsC Address; or

- 2.the <remove-media-handling> action associatébdegduthenticated Originator's PoC Address ofrdueived SIP
re-INVITE request or SIP UPDATE request is 'any'.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS medaimanis

according to rules and procedures of [3GPP TS 24 28GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.1.23 Discrete Media request

Upon receiving a SIP MESSAGE request not contaiaidfiME body of the MIME Type application/vnd.padcfo+xml
either

- 1. outside the SIP dialog used for a PoC Sessiotaitong the PoC feature tag '+g.poc.discreteméuitfe Accept-
Contact header; or,

- 2.inside the SIP dialog used for the PoC Session,
the PoC Server:

- 1. SHALL check the SIP MESSAGE request as specifig®@MA_IM_TS_Endorsement]Receiving SIP
MESSAGE request for group communicdtjon

- 2. SHALL send the SIP MESSAGE request as specifi¢de subclause 7.2.2.Discrete Media requestowards

a) all other Participants, if the PoC Session isusing 1-many-1 communication method, and if tb€ P
Clients or PoC Boxes indicated support for Discieglia by including the +g.poc.discretemedia featag in
the Contact header of the SIP INVITE or SIP 200 1@8ponse returned when the PoC Session was
established; or,

b) all Ordinary Participants or PoC Fleet Membéthe PoC Session is using the 1-many-1 commuoicati
method, and if the PoC Clients indicated supparbDiscrete Media by including the +g.poc.discretdrae
feature tag in the Contact header of the SIP INVGFESIP 200 OK response returned when the PoC @essi
was established and the SIP MESSAGE request isvegt&om the Distinguished Participant or the PoC
Dispatcher; or,

c¢) the Distinguished Participant or the PoC Dispetdf the PoC Session is using the 1-many-1
communication method, and if the PoC Client indidagupport for Discrete Media by including the
+g.poc.discretemedia feature tag in the Contaaidreaf the SIP INVITE or SIP 200 OK response reddrn
when the PoC Session was established and the SBSKGE request is received from an Ordinary Paditip
or a PoC Fleet Member.

NOTE: Responses for the SIP MESSAGE request a@iled in [OMA_IM_TS_EndorsementReceiving SIP
MESSAGE request for group communicdtion

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [3GPP TS 24 2B8GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.1.24 PoC Dispatcher role transfer request

Upon receiving a SIP REFER request with a RefetdJRb without a method parameter or with a methodhpeater set to
'INVITE' and the Refer-To URI includes an Acceptrtact header with the PoC Dispatcher feature tggo6e.dispatcher'
along with 'require’ and 'explicit' parameters, B Server:
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1. SHALL perform actions to verify the Authenticdt®riginator's PoC Address of the Inviting PoC User
corresponds with the Active PoC Dispatcher forBligpatch PoC Session and authorize the requegkatfisd in
subclauses 7.2.1.1®b6C Session role transfer polfcyf the verification is not correct or the reqtiesnot
authorized, the PoC Server SHALL return a SIP 40¥Bidden" response with the warning text set 1d Wser not
allowed to transfer the dispatcher role' as spatiin subclause 5:8Varning header". Otherwise, continue with
the rest of the steps;

2. SHALL extract from the Refer-To header, accagdim rules and procedures of [RFC3515], the PoCrésklof
the target PoC Dispatcher or the PoC Group Ideafithe Dispatch PoC Group representing any avalBbC
Dispatcher for the Dispatch PoC Group other thanctirrent PoC Dispatcher (i.e., the sender of thREER);

3. SHALL check whether the PoC User to be addedddition to those already participating, doesen@eed the
maximum number of Participants allowed in the PaGup Session according to the <max-participant-teun
element, which is specified in [OMA-PoC-Documentitd If exceeded, the PoC Server SHALL return a £3B
"Busy Here" response with the warning text sel@2'Too many participants' to the originating netnas
specified in subclause 5.8Varning header Otherwise, continue with the rest of the steps;

4. SHALL, for the case of the PoC Group Identitytted Dispatch PoC Group extracted from the Refeh&ader
representing any available PoC Dispatcher, detertiia set of available PoC Users that are allowyetthd action
<allow-dispatch> in the PoC Group document andodistaan ordered list for inviting them, and sKig thext step.

NOTE 1: The procedures to determine the set olawai PoC Users that are allowed by the actiorowallispatch> in

the PoC Group are outside the scope of this spatiifin.

NOTE 2: The procedures to establish and orderééblisnviting the available PoC Dispatcher aresidg the scope of

this specification.

5. SHALL, for the case of a PoC Address extractethfthe Refer-To header identifying an individualdPUser,
authorize that PoC User according to subclausé&.12:PoC Session role transfer pollcyf it is not authorized,
the PoC Server SHALL return a SIP 403 "Forbiddersponse with the warning text set to '112 Target dst
allowed to receive the dispatcher role' as spetifiesubclause 5.8Narning header Otherwise, continue with the
rest of the steps;

6. SHALL generate a SIP 2xx final response to theREFER request according to rules and procediires
[RFC3515];

7. SHALL, if the SIP REFER request was an initil? equest received outside of an existing dialogude in the
response to the SIP REFER request a Supportedreaidehe option tag 'norefersub’ according tesuand
procedures of [RFC4488];

8. SHALL check the presence of the Refer-Sub heafitre SIP REFER request and if it is presentiahds the
value 'false' then the PoC Server SHALL includéhimresponse to the SIP REFER request a Refer<&adehset
to 'false’ according to rules and procedures ofJR4F88];

9. SHALL send the SIP 2xx final response to the BEFER request towards the PoC Client accordingles and
procedures of the SIP/IP Core;

10. SHALL invite the target PoC User as PoC Dispetdollowing the procedures described in subclauge?.2
"PoC Session invitation requést

11. SHALL, for the case of a URI extracted from Befer-To header representing any available Po@diiser,

invite subsequent possible PoC Dispatcher, asitdesicin subclause 7.2.2.P6C Session invitation requéstintil
one accepts the transfer or the ordered list ofiptessPoC Dispatchers is exhausted;

NOTE 3: The amount of time that the PoC Server s¢edvait before inviting another PoC Dispatchenfrthe list is

outside the scope of this specification.

12. SHALL remove the Fleet Member from the PoC Besas specified in subclause 7.2. 2Removal of
Participant from PoC Sessibif a PoC User currently participating in the P8€ssion as PoC Fleet Member
accepts the PoC Dispatcher role; and,

13. SHALL generate and send to the PoC Client aNEIFIFY request(s) as specified in the subclaugel717
"Generating a SIP NOTIFY request to the SIP REFERest based on the progress of each SIP INVITE request
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sent, in accordance with steps 10 and 11 of thislause, to PoC User(s) determined in steps 4obitlis
subclause.

NOTE 4: Once a PoC User accepts the PoC Dispatalegithis PoC User becomes the Active PoC Dispaitcthe PoC
Server considers the previous PoC User who habtbef PoC Dispatcher as a PoC Fleet Member of the
ongoing Dispatch PoC Session.

Upon receiving a SIP 403 "Forbidden" response thithwarning code 399 and the warning text '105cissaalready
assigned', the PoC Server SHALL if the Refer-Sudxdiee is not present or is set to 'true' in theFHFER request, generate
and send to the PoC Client a SIP NOTIFY requespesified in the subclause 7.2.1.1Geherating a SIP NOTIFY request
to the SIP REFER requést

Upon receiving SIP provisional responses or SIRI fiasponses for the SIP INVITE request(s) contgjre P-Answer-State
header with the value 'Unconfirmed' as specifiefRIRC4964] and as specified in subclause 7.2 Rd&C'Session invitation
request the PoC Server:

- 1. SHALL discard the received SIP responses witfawtarding them.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS medaimanis
according to rules and procedures of [3GPP TS 84/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.1.25 FDCFO Proceed request

Upon receiving a SIP MESSAGE request inside thedsd®g used for the PoC Session with a MIME boflthe MIME
Type application/vnd.poc.fdcfo+xml, the PoC Server:

- 1. SHALL return a SIP 403 "Forbidden" response g warning text set to '119 Anonymity not allowasl
specified in subclause 5"8Varning header,'if anonymity is not allowed by the PoC Server andnymity is
requested. Otherwise, continue with the rest ofthps;

- 2. SHALL send the SIP MESSAGE request as spedcifi¢de subclause 7.2.2:BDCFO Proceed requestbwards
each Patrticipant that indicated support for the FD®roceed feature during the PoC Session estaigisth or,

- 3. SHALL return a SIP 480 "Temporarily Unavailabte’sponse if no Participant in the PoC Sessiona@tpthe
FDCFO Proceed feature.

Upon receiving the first SIP 2xx response for thie BIESSAGE requests from one of the ParticipanteéPoC Session
the PoC Server:

- 1. SHALL generate a SIP 200 "OK" response accortbngles and procedures of [RFC3428];

- 2. SHALL send the SIP 200 "OK" response towards?tb€ Client according to rules and procedures e3P/IP
Core.

Upon receiving a SIP final response other than thed, is one of the SIP 3xx, 4xx, 5xx or 6xx finesponses the PoC
Server:

- 1. SHALL generate and send towards the Inviting Bti€nt a SIP final response with the status cagleakto the
status code of the received SIP final response thvéhowest status code, if a SIP final response neeeived from
all PoC Clients and the SIP 200 "OK" response tsypbsent.

When the SIP/IP Core corresponds with 3GPP/3GPR2, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [TS24.223{FHP2 X.S0013.4] with the clarifications given liistsubclause.

7.2.1.26 Querying for capabilities

NOTE 1: Only the terminating side capability quprgcedures are described since any entity cantbenslIP
OPTIONS request
Upon receiving a SIP OPTIONS request, the PoC $erve

- 1. SHALL handle the SIP OPTIONS request as an BNATE request as specified in the subclause 7.8.1PbC
Session setup requéstnodified as follows:
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a) any procedure checking the offered Media Typ#ered the Media-floor Control Entities or the eriéd
Media-floor Control Entity bindings are executedfas MIME SDP body containing MBCP with bound PoC
Speech was received;

b) the interactions with the User Plane are nofopered;
c) the SIP request does not establish a PoC Semsibdoes not add the PoC Client to the PoC Session
d) a SIP INVITE request to be sent to an Invite€Riient is not sent and is handled as if the SéRt

INVITE request is responded with SIP 200 "OK" resp® with MIME body containing all the offered Media
Types and Media-floor Control Entities includingoappriate binding; and,

e) if generating the SIP 200 "OK" response, the Befver additionally:

i. SHOULD include in the SIP response an Allow rexadith the supported SIP methods according tesrule
and procedures of [RFC3261];

ii. SHOULD include in the SIP response an Accepdee with the supported MIME body Media Types
according to rules and procedures of [RFC3261];

iii. SHOULD include in the SIP response an Acceptéding header with the supported encoding formats
according to rules and procedures of [RFC3261];

iv. SHOULD include in the SIP response an Acceptdisge header with the supported languages
according to rules and procedures of [RFC3261];

v. SHOULD include in the SIP response a Supportatiar with an option tags 'timer’, 'multiple-regartl
'norefersub’ according to rules and procedure®B{}3261];

vi. SHALL either remove the Contact headers from $P response or SHALL replace the Contact header
value with the Request-URI value of the SIP OPTION§uest according to rules and procedures of
[RFC3261];

vii. SHOULD include feature tags supported by tli€€FServer in the Contact header and MAY include
feature tags received from other Participants énRbC Session in the Contact header if a Contattengs
included in the SIP response; and,

viii. SHALL either

1. remove the MIME SDP body from the SIP response; or,

2.  SHALL replace the MIME SDP body in the SIP respowitt a MIME SDP body containing
the Media Types supported by the PoC Server and/edl according to the subclause
7.2.1.21 Policy for allowing Media Streams in a PoC Sessiamd the Media-floor Control
Entities and the Media-floor Control Entity bindsngupported by the PoC Server with port
of each SDP m-line set to 0 according to rules@ndedures of [RFC3261].

NOTE 2: If responses to SIP OPTIONS requests frdmrdParticipants in the PoC Session are availatiiee PoC
Server the PoC Server can decide to include onlgid€ypes or feature tags supported by all or antgjof
the participants according to the PoC Servers Ipaclity.

NOTE 3: The MIME SDP body included in the SIP 2@K" response to the SIP OPTIONS request is notln S
answer.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armeduwes of [3GPP TS 24.229] / [3GPP2 X.S0013.4j thie
clarifications given in this subclause.

7.2.1.27 PoC Session expulsion policy

The PoC Server performing the Controlling PoC Fiamct
- SHALL allow only Participants to expel PoC Userft®m the PoC Session;
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- SHALL allow the PoC User to expelhimself from the@Session;

- SHALL expel other Participants only if the Authexaied Originator's PoC Address of the expelling Rs€r is
allowed by the <allow-expelling> action as spedifie [OMA-PoC-Document-Mgmt], in the case of a Rreanged
PoC Group Session, Dispatch PoC Group SessionarfC Group Session;

- MAY apply a local policy, when expelling other Reaippants from a 1-1 PoC Session or an Ad-hoc Po@ufsr
Session; and,

NOTE: The PoC Server local policy can be e.qg. dithier only the PoC Session initiator or any of Btaticipants is
allowed to expel other Participants.

- SHALL expel the PoC Box in case the PoC Box isipigedting in the PoC Session on behalf of the P@@rlénd if
the corresponding PoC User is expected to be edell

7.2.2 Request initiated by the Controlling PoC Function
7.2.2a Backward compatibility

When PoC Server performing Controlling PoC Functiends a SIP request towards the terminating Pa@dde the PoC
Server SHALL perform the actions according to sabsk 7.2.2Request initiated by the Controlling PoC Functigfthe
PoC Server does not know the version of OMA PoCifipation supported by the terminating PoC Sensethe version
supported is the one specified in this specificatio

When PoC Server performing Controlling PoC Functias learned by means which are out of scope s&tigcification

that the terminating PoC Server supports only th€ P specifications the PoC Server SHOULD perfdmmdctions

according to [OMA-PoC-1-CPJRequest initiated by the Controlling PoC Functiomhen sending a SIP request towards the
terminating PoC Network.

When sending subsequent SIP requests inside amgx&P dialog the PoC Server performing the Gallitrg PoC

Function SHALL perform actions according to theesuand procedures of [OMA-PoC-1-CRequest initiated by the
Controlling PoC Functiohy if the terminating PoC Server indicated in theetdAgent or Server headers of the previous SIP
transaction that the terminating PoC Server supdashly the PoC 1 specifications.

When the SIP/IP Core corresponds with 3GPP/3GPR2, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.2.1 General

NOTE 1: This subclause provides common proceduresther subclauses and is not meant to be appfikxs
referenced.

The PoC Server SHALL generate an initial SIP INVIfEguest according to rules and procedures of [RBCB The PoC
Server

- 1. SHALL include the PoC feature tag '+g.poc.disamedia’ in the Contact header, if it was incluitethe
incoming SIPrequest;

- 2. SHALL include all Accept-Contact headers witkitifeature tags ‘and their corresponding vall@sgawith any
parameters according to rules and procedureske€@841] if included in the incoming SIP INVITE resgt or in
the URI of the Refer-To header of the incoming BEFER request;

- 3. SHALL include all Reject-Contact headers withittfeature tags and their corresponding valuegieith any
parameters according to rules and procedureske€@841] if included in the incoming SIP INVITE resgt or in
the URI of the Refer-To header of the incoming BEFER request;

NOTE 2: The handling of any other non-PoC spedédature tags in Accept-Contact headers or Rejeat#ob headers
is specified in the subclause 5.13ahdling of non-PoC specific feature tdgs

- 4. SHALL set the Request-URI to the PoC AddreshefPoC User to be invited;
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NOTE 3: All uri-parameters included in the URI hetMIME resources-list or in the Refer-to headeriacluded by the

PoC Server in case of an Ad-hoc PoC Group Sessiarldl PoC Session.

5. SHALL include the User-Agent header to indidéiie OMA PoC release version of the PoC Server asifigd in
subclause E.4.1Release version in User-agent and Server hedders

NOTE 4: The use of the option tag 'preconditios'specified in [RFC3312], is not defined for the@®@ reference

point.

6. SHALL include an option tag '100rel' in a Sugpdrheader according to rules and procedures c€g2B2];
7. SHALL include an option tag 'norefersub' in gerted header according to rules and procedurgRr$4488];

8. SHALL include Authenticated Originator's PoC Aesk as specified in subclause SAfthenticated Originator's
PoC Address
a) with the URI set to the PoC Address of the IngitPoC Client and the Nick Name to the one defifoed
this PoC User in the incoming SIP request in cddeloPoC Session and Ad-hoc PoC Group Session as
specified in subclause 5.8litk Namé; or,
b) with the URI set to the PoC Group ldentity ahd Nick Name to the one defined for this PoC Grioughe
PoC Group definitions with the Session Type urigoaeter "session=prearranged" or "session=chat" as
specified in E.5.18ession Type uri-parameten case of the Pre-arranged or Chat PoC Groyemwely.
9. SHALL include a Referred-By header with the Padiiress and the Nick Name of the Inviting PoC Glien
10. SHALL include a MIME message/sipfrag body camitey a User-Agent header with the value of thertse
Agent header of the received SIP request, if thgifrg PoC Client is compliant only to the OMA Pe€rsion 1.0
specification;
11. SHALL include in the Contact header as PoCiSaddentity the contact address of the PoC Sessitinthe
PoC feature tag '+g.poc.talkburst' and the feaageéisfocus' and a Session Type uri-parametesisesl-1", or
"session=adhoc", or "session=prearranged", or its@sshat" as appropriate for the type of the Po€stm as
specified in E.5.18ession Type uri-parameter

12. SHOULD include the Session-Expires header aiagito rules and procedures of [RFC402&geherating an
Initial Session Refresh Requesthe refresher parameter SHALL be omitted,;

13. SHALL include the Supported header set to time

14. SHALL include value 'id" in a Privacy headecaling to rules and procedures of [RFC3325], dramity is
requested with the Privacy header by the Invitio€ Elient;

15. SHOULD include an Allow header the SIP methsasported in this SIP dialog according to rules and
procedures of [RFC3261];

16. SHALL include unmodified Answer-Mode headepiiésent in the incoming SIP INVITE request or ia th
Refer-To URI of the incoming SIP REFER request tizatsed the outgoing SIP INVITE request to be gerdr

17. SHALL include unmodified Priv-Answer-Mode headeresent in the incoming SIP INVITE requestiothe
Refer-To URI of the incoming SIP REFER request tizatsed the outgoing SIP INVITE request to be gredr if
manual answer override is supported; and,

18 SHALL include a Resource-Priority header acauydo rules and procedures of [RFC4412] set tqtiaity
value assigned for the PoC Session, if the QoEIPmdsigned to the PoC Session is 'Official Gorent Use' and
if the PoC Server supports this QoE Profile.

On receipt of the SIP 200 "OK" response to thedhdutgoing SIP INVITE request the PoC Server:

1. SHALL start the SIP Session timer accordingules and procedures of [RFC4028];
2. SHALL cache SIP feature tags, if received in@oatact header, and if the specific feature tagsapported;
3. SHALL create and cache the Nick Name, as spekifi subclause 5.Nick Namé&; and,

4. SHALL cache the uri parameter "b2bua", if thieparameter is present in the URI of the PoC Sepeeforming
Participating PoC Function in the Contact headeriithe uri parameter is used according to locdicy.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, thk PoC Server SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armeduwes of [3GPP TS 24.229] / [3GPP2 X.S0013.4j e
clarifications given in this subclause.
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7.2.2.1a SDP offer generation

The SDP offer is generated based on the receivéti@@r. The PoC Server SHALL offer either the sama subset of the
Media Streams and the connected Media-floor Cofiintities as included in the received SDP offer.

NOTE 1: PoC Server can reduce the number of offdtedia Streams and Media-floor Control Entitiesdshen local
policy.

When receiving an SDP offer to initiate a Pre-agexthPoC Group Session, the PoC Server:

1. SHALL offer to the Invited PoC User all the MedigpEes with bound Media-Floor Control Entities offeiia the
received SDP offer and allowed as specified irckuse 7.2.1.21Policy for allowing Media Streams in a PoC
Sessiolt and,

2. SHALL offer to the Invited PoC User the Discrete digewithout bound Media-Floor Control Entity offeran the
received SDP offer and allowed as specified in kwse 7.2.1.21Policy for allowing Media Streams in a PoC
Sessioh

When receiving a SIP request to add a new PoC tdser existing PoC Session, the PoC Server SHAI¢r ofie Media
Stream currently used in the PoC Session.

When receiving an SDP offer to modify the existh@C Session by adding a Media Stream to the Posid®esr removing
a Media Stream from the PoC Session or both, ti@$erver:

- 1. SHALL offer to other Participants all the Me@&reams used currently in the PoC Session excepNlddia
Stream, which the PoC Session modification origindtsconnected from and for which Media Streamaegth
policy allows to be removed as described in sulsdati2.1.22Removing Media Strearfrom a PoC Session
policy'; and,

- 2. SHALL offer to other Participants the new Me8imeam from the received SDP offer, if allowed by Media
Stream adding policy as specified in subclausel 22."Policy for allowing Media Streams in a PoC Session

When composing an SDP offer according to rulespandedures of [RFC3264] and [RFC4566] the PoC 3erve
- 1. SHALL set the IP address of the PoC Server doheffered Media Stream from the list containethinreceived
SDP offer and for each offered Media-floor Contatity from the list contained in the received Saffer;

- 2. SHALL include the media-level section for eaéfered Media Stream from the list contained in theeived
SDP offer consisting of:

a) the port number for the Media Stream selectegpasified in [OMA-PoC-UP]Port number$

b) the codec(s) and Media Parameters selectedeliydlt Server from the list contained in the reckSBP
offer and/or other codec(s), if any, that the P@@v/&r is capable of transcoding;

NOTE 2: The Media Parameters of the Discrete Madiespecified in [OMA_IM_TS_Endorsement].

NOTE 3: The PoC Server can narrow the selectidledia Parameters and codec(s) according to thé potay,
which may be a function of one or more of the fwllog: Inter-operator service level agreement; donedithe
Invited PoC Client; other factors.

c) the "a=label" attribute with a unique value pedfied in [RFC4574], if the Media Stream is todmnnected
to a Media-floor Control Entity except when only@®8peech with Talk Burst Control Protocol is offére

d) the "i=" field set to "speech" as specified ibslause 5.10PoC Speechwhen PoC Speech with MBCP is
offered.

NOTE 4: PoC Speech Media exists at most once i offer.

e) the IP address of the PoC Server and port nutoles used for RTCP at the PoC Server selected as
specified in [OMA-PoC-UP]Port numbery according to rules and procedures of [RFC36id%Hhe Media
Stream uses the RTCP protocol as specified in [ORMXC-1-UP] and other than the default IP addregodr
number specified by the [RFC3550] is to be used;
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f) the "a=upcc:0" attribute as specified in [RFC8]L0f the PoC Server supports PoC Media Traffic
Optimisation, the Participant did not put the Pa@3ston on hold, the media-level section offers ati@aous
Media and the 1-many-1 communication method isuset in the PoC Session; and,

g) under the media level definition of MSRP, addasaccept-types:" SDP attribute MIME Types
"application/vhd.oma.poc.final-report+xml", "apgiton/vnd.oma.poc.detailed-progress-report+xml" and
optionally "application/vnd.oma.poc.optimized-pregs-report+xml" if any of these were included ie th

received SDP offer and if supported by the PoC &erv

3. SHALL include the media-level section of eacferdd Media-floor Control Entity from the list caied in the
received SDP offer, if any Media-floor Control Bgtis offered:

a) the format list field for the Media-floor Contientity set to "TBCP";

b) the Media-floor Control Entity parameters sedelchy the PoC Server from those contained in tbeived
SDP offer;

¢) the port number for Media-floor Control Entitylscted as specified in [OMA-PoC-URdrt numbers

d) the "a=floorid:0 mstrm" attribute with value{gferencing the Media Stream as specified in [REB345
intended to be connected to the Media-floor Cortirdity except when only PoC Speech with Talk Burst
Control Protocol as specified in [OMA-POC-1-UPDiered; and,

e) optionally TBCP MIME parameters as specifie@il "SDP Extensioris TBCP MIME parameter
"multimedia=1" is included, unless only PoC Spewith Talk Burst Control Protocol as specified inNi@-
POC-1-UP] is offered;
4. SHALL mark as rejected according to rules aratedures of [RFC3264] the Media-floor Control Bnéind all
the Media Stream bound to the rejected Media-f@ontrol Entity, if the Media-floor Control Entitgirejected:
5. SHALL mark the Media Stream as rejected accgrttinrules and procedures of [RFC3264], if the MeSiiream
is rejected,;
6. SHALL include the QoE Profile assigned for th@CPSession, as specified in subclause EQ@E'Profilé, if
QoOE Profiles are enabled and if a QoE Profiletatte was included in the received SDP offer. If@ak Profile

assigned for the PoC Session is marked as "marntiatioe QoE Profile attribute SHALL include theestgth-tag,
as specified in subclause E.3QdE Profile'".

When Composing SDP offer, the PoC Server:

1. SHALL bind the media-level section that ide#iPoC Speech to Media-floor Control Entity ashimrteceived
SDP offer, if PoC Speech is offered;

2. SHALL bind the media-level section that ider#iVideo to Media-floor Control Entity as in theeeved SDP
offer, if Video is offered;

3. SHALL bind the media-level section that iderti#iAudio to Media-floor Control Entity as in theeéved SDP
offer, if Audio is offered; and,

4. SHALL bind the media-level section that idert#iDiscrete Media to Media-floor Control Entityinghe
received SDP offer, if Discrete Media is offeredi&mund to a Media-floor Control Entity.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS medaimanis
according to rules and procedures of [3GPP TS 24 2B8GPP2 X.S0013.4] with the clarifications givim this subclause.

71.2.2.2

PoC Session invitation requests

This subclause describes the procedures for imveiRPoC User to a PoC Session. The procedurdiaténl by the PoC
Server as the result of an action specified in lswise 7.2.1Requests terminated at the Controlling PoC Function

The PoC Server:

1. SHALL generate a SIP INVITE request as specifiesubclause 7.2.2.55enerat;

2. SHALL include in the SIP INVITE request a MIMBD8 body as an SDP offer based on the SDP offdran t
received SIP INVITE request from the originatingwerk as specified in the subclause 7.2.138P offer
generatiofi;

3. SHALL include the remaining MIME bodies and asated Content-Disposition headers with media aunte
contained into the incoming SIP INVITE requestni€luded Media Content is supported by the PoC Samd if a
MIME body with media was included and not removediascribed in 7.2.1.2d8-hoc PoC Group and 1-1 PoC
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Session setup requéstr 7.2.1.3 Pre-arranged PoC Group Session setup reduesd if the SIP INVITE request is
the result of an initialization of a PoC Session.

4. MAY proceed the following actions, when estatiligg an Ad-hoc PoC Group Session and 1-1 PoC Sgssio

a) include in the SIP INVITE request the MIME resmtlists body contained in the incoming SIP INVITE
request according to rules and procedures of [RBE6Hand,

b) set the "copyControl" attribute to 'to’ for ti&ls without both the "copyControl" and the "anonzet
attribute values in the list based on the PoC Sdoeal policy. If the URI is to be anonymous de t
"anonymize" attribute to 'true’, according to rudesl procedures of [RFC5364].

5. MAY proceed the following actions, when addirgytizipants to a PoC Session as specified in thelause
7.2.1.8"Adding Participants to PoC Session request”

a) include in the SIP INVITE request the MIME resmtlists body contained in the incoming SIP REFER
request according to rules and procedures of [RBE65H3

b) set the "copyControl" attribute to 'to' for ti&ls without both the "copyControl" and the "anonzet
attribute values in the list based on the PoC Sdoeal policy. If the URI is to be anonymous, gt
"anonymize" attribute to 'true’, according to rudesl procedures of [RFC5364]; and,

¢) add to the list the URI(s) of the Invited PoGe@t(s) already participating in the ongoing PoGs$an along
with their "copyControl" and "anonymize" attributelues from the cached information.

6. SHALL include the text content in the Subjecadier contained in the incoming SIP INVITE requesndhe
Subject header included in the URI of the Refe&ader of the incoming SIP REFER request, if Texttént is
supported by the PoC Server and if text is receine®libject header and not removed and if the SN\ATE
request is the initialization of a PoC Session;

7. SHALL include the referenced media content i Attert-Info header or the Call-Info header or botimtained in
the incoming SIP INVITE request or in the Subjeeader included in the URI of the Refer-To headehef
incoming SIP REFER request, if Referenced Mediat@uris supported by the PoC Server and if refeaémoedia
content is received in Alert-Info header and notoged and if the SIP INVITE request is the initzaliion of a PoC
Session;

8. SHALL, in case of an invitation to a Dispatchd®8ession, as specified in subclauses 7.2.1.Bispatch PoC
Session setup request from PoC DispattheeR.1.3. 3 Dispatch PoC Session setup request from PoC Fleet
Membef 7.2.1.24 PoC Dispatcher role transfer requéstnd subclause 7.2.1.8dding Participants to PoC
Session requéstinclude in the Authenticated Originator's PoCdégss and in the Contact header of the SIP
INVITE request the Dispatch Type uri-parameter fjdish=entire-group™ or "dispatch=sub-group"” as appate

for the type of the Dispatch PoC Session, as spddifi E.5.2'Dispatch Type uri-parameter”;

9. SHALL in case the PoC User is invited as Po(B&lisher for a Dispatch PoC Session, as specifiedhbiclauses
7.2.1.3.3 Dispatch PoC Session setup request from PoC Fleetthét and 7.2.1.24PoC Dispatcher role transfer
request, include an Accept-Contact header with the Po§pBicher feature tag '+g.poc.dispatcher' along with
‘require’ and ‘explicit' parameters according teg@nd procedures of [RFC3841];

10. SHALL send the SIP INVITE request towards the/B Core according to rules and procedures oSiRZIP
Core.

Upon receiving a SIP 183 "Session Progress" regponstaining a Require header with the option1agrel' and
containing a P-Answer-State header with the vallreconfirmed" in response to the SIP INVITE requéstPoC Server:

1. SHALL according to rules and procedures of [REEH send a SIP PRACK request to the other PoCeBerv
according to rules and procedures of the SIP/IRRCor

2. SHALL create and cache an Anonymous PoC Addaegbe Invited PoC User as specified in subclaSe
"Anonymous PoC Addréssf anonymity is requested via a Privacy headwsrtaining the tag 'id' in the SIP response
and Anonymous PoC Address has not been creatddntbe Invited PoC User;

NOTE 1: The Anonymous PoC Address is an aliasHerRoC User, and this address appears in Partidiffanmation

and the User Plane Taken message. This alias Pdtegslis used when expelling the PoC Participamt fr
the PoC Session.

3. SHOULD generate a notification in case of thstf6IP 183 "Session Progress" response and MA¥rgéna
notification in case of the second SIP 183 "SesBiagress" response and afterwards to the PoCt§liehich
have subscribed to the conference state event gadkat an Invited PoC User has joined in the Po@li®
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Session, as specified in subclause 7.2.1.1Geheérating a SIP NOTIFY requésta Privacy header is included in
the SIP 183 "Session Progress" response; and,

4. SHOULD send the SIP NOTIFY request in case effifst SIP 183 "Session Progress" response and e
the SIP NOTIFY in case of the second SIP 183 "8ed3rogress” response and afterwards accordingds and
procedures of the SIP/IP Core if a Privacy heaslérdluded in the SIP 183 "Session Progress" respon

Upon receiving a SIP 180 "Ringing" response for$ie INVITE request the PoC Server:

1. SHALL create and cache an Anonymous PoC Addoegse Invited PoC User as specified in subcleaSe
"Anonymous PoC Addréssf anonymity is requested via a Privacy head®ertaining the tag 'id' in the SIP response
and Anonymous PoC Address has not been creatddnytbe Invited PoC User;

NOTE 2: The Anonymous PoC Address is an aliasHerRoC User, and this address appears in Partidifanmation

and the User Plane Taken message. This alias Pdtegslis used when expelling the PoC Participam fr
the PoC Session.

2. MAY generate a notification to the PoC Clientjch have subscribed to the conference state @amkage that
an Invited PoC User is alerted to join to the PaGup Session, as specified in subclause 7.2.1"QeRerating a
SIP NOTIFY requestand,

3. MAY send the SIP NOTIFY request to the PoC Qlextording to rules and procedures of the SIPARC

Upon receiving SIP provisional responses for thHe IBIVITE request(s) the PoC Server:

1. SHALL cache the list of supported SIP methodgdékived in the Allow header; and
2. SHALL cache the contact received in the Contaetder;

Upon receiving SIP 200 "OK" response for the SIKIINE request the PoC Server:

1. SHALL cache the list of supported SIP methodsgdkived in the Allow header;
2. SHALL cache the contact received in the Contaeider;

3. SHALL in the case of an invitation to a Pre-agad PoC Group Session or to a Chat PoC GroupdBessieck
whether the privacy is allowed for this PoC Growhgen anonymity is requested with the Privacy headataining
the tag 'id". If not allowed, the PoC Server SHAddcording to local policy either accept the SIBoese ignoring
the privacy request or release the PoC Client fiteenPoC Session immediately as specified in 7.2Refmoval of
Participant from PoC SessitinAllowing privacy in the PoC Group is defined mgi<allow-anonymity> element as
specified in [OMA-PoC-Document-Mgmt]. If acceptemntinue with the rest of the steps;

4. SHALL create and cache an Anonymous PoC Addiespecified in subclause 5Aronymous PoC Addré'ss
and a Nick Name as specified in subclause HidK' Namé for the Invited PoC User, if anonymity is requestia
a Privacy header containing the tag 'id' in the i8dponse and Anonymous PoC Address has not beatedryet
for the Invited PoC User;

NOTE 3: The Anonymous PoC Address is an aliasHerRoC User, and this address appears in Partidiffanmation

and the User Plane Taken message. This alias Pdtegslis used when expelling the PoC Participamt fr
the PoC Session.

5. SHALL check if the feature tag 'sip.automatahgl with the feature tag 'sip.actor' with the vadfigmsg-taker' or
'‘principal’ and if the feature tag 'sip.actor' witle value ‘principal’ then also the the featuge &p.description’ with
the value "poc recording device", is containechim Contact header and if that is the case the Ro@SSHALL
either

a) perform actions in subclause 7.2.ReMmoval of Participant from PoC Sessidrmore than one PoC User
was invited without an explicit request to be raute a PoC Box; or,

b) continue with the rest of the steps in case bflaPoC Session or if all PoC Users were invitéti ¥he
explicit request to be routed to a PoC Box.

NOTE 4: An Accept-Contact header with the feataig'sip.automata’ and the feature tag 'sip.acttr'tive value of

'msg-taker' or 'principal’ (and in the case offésure tag 'sip.actor' with the value 'principdd'o the feature
tag 'sip.description’ with the value "poc recorditayice™) along with parameters ' explicit' andjlriee’ is the
explicit request to route an invitation to a PoGBo
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6. SHALL check if the PoC Dispatcher feature tagpoc.dispatcher' is contained in the Contact headease the
outgoing SIP INVITE request contained an Accepti@onheader with the PoC Dispatcher feature tag
'+g.poc.dispatcher' along with 'require’ and 'eciplparameters. If it is not present, the PoC 8eBHALL perform
the actions specified in subclause 7.2.Rérhoval of Participant from PoC Sessiamd do not proceed with the
rest of the steps. Otherwise, the PoC Server SHéaEk the Invited PoC User as the Active PoC Didpatdor the
Dispatch PoC Session;

7. SHOULD use the "b=AS" attribute as specifief@MA-PoC-UP]"Media Buffering",if included in the SDP
offer;

8. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"Controlling PoC Function procedures at
PoC Session initialization”

9. SHALL generate a natification to the PoC Cliemthich have subscribed to the conference statet gpackage
that an Invited PoC User has joined in the PoC @1®ession, as specified in subclause 7.2.1.3ehérating a
SIP NOTIFY requestand,

10. SHALL send the SIP NOTIFY request to the Pofér@Zlaccording to rules and procedures of the BIBbre.

NOTE 5: Procedures towards Inviting PoC Clientsew SIP 183 "Session Progress", SIP 180 "Ringitig"280 "OK",

or other SIP final response (4xx, 5xx, 6xx) is reed, are specified subclause 7.2Refjuests Terminated at
the Controlling PoC Functidh

NOTE 6: If a SIP 4xx response is received due tdianeontent included in a MIME body or in a Subjeeader or in an

Alert-Info header or in a Call-Info header, the P8€rver does not resend the SIP INVITE requestowitthe
MIME bodies or headers or both causing the SIPrésponse.

Upon receiving SIP 403 "Forbidden” response forShe INVITE request with the warning text '105 ostis already
assigned' included in a Warning header, the Po@e8er

NOTE 7: In the case the text part is replaced witbxt in another language as specified in thelaube 5.6 Warning

headef the PoC Server identifies the warning text usimgcode 105.

1. SHALL check if the response contains a URI-kistording to rules and procedures of [RFC5318jotf the
PoC Server SHALL behave as specified in the suseldu2.1.2 Ad-hoc PoC Group and 1-1 PoC Session setup
request, when receiving a SIP final response other thand 3xx. Otherwise, continue with the rest of theps;

2. SHALL check the MIME resource-lists body that thaximum number of Participants allowed in an Ad-h
PoC Group Session is not exceeded. If exceededhen the local policy prevents further processing ao final
response is yet sent, the first response towasdmiliting PoC Client SHALL include the warning teset to '102
Too many participants' or '128 Too many embeddedpg’ as specified in subclause 8Marning header."
Otherwise continue with the rest of the steps;

NOTE 8: With regards to 'MAX-ADHOC-GROUP-SIZE' parater, the initiator of the PoC Session is alsctedias a

Participant.

3. SHALL invite the PoC Users and/or Pre-arrange@ Broups listed in the MIME resource-lists bodyha SIP
403 "Forbidden" response, as specified in the suise 7.2.2.2PoC Session invitation requésburing the same
Ad-hoc PoC Group Session initiation the PoC SeBHALL issue only one SIP INVITE request per one PoC
Address and per one PoC Group ldentity.

Upon receiving SIP 415 "Unsupported Media Typepagsse for the SIP INVITE request and if the onlgegated MIME
type is "application/sdp", the PoC Server SHOULEpegform actions described in this subclause amjuiding the MIME
bodies indicated in the SIP 415 "Unsupported Mé&gjae" response.

Upon receiving a SIP 408 "Request Timeout", SIP 'A&fnporarily Unavailable", SIP 486 "Busy Here"P03 "Service
Unavailable", SIP 504 "Server Timeout", SIP 600 $@&verywhere" or SIP 603 "Decline" response téRalSVITE
request for a Dispatch PoC Session , the PoC Server
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- 1. SHALL create and cache an Anonymous PoC Addoegbe Invited PoC User as specified in subclaSe
"Anonymous PoC Addré'ssf anonymity is requested via a Privacy head®srtaining the tag 'id' in the SIP response
and Anonymous PoC Address has not been creatddntbe Invited PoC User;

NOTE 9: The Anonymous PoC Address is an aliasferRoC User, and this address appears in Partidifanmation
and the User Plane Taken message. This alias Pdtegslis used when expelling the PoC Participamt fr
the PoC Session.

- 2. MAY resend the SIP INVITE request at a laterditowards the SIP/IP Core according to rules andqutures of
the SIP/IP Core, if the Dispatch PoC Session lisastigoing.

NOTE 10: The time that the PoC Server needs toleddre resending the SIP INVITE request is ouhefscope of this
specification.

Upon receiving other SIP final response to the ISINPITE request, the PoC Server

- 1. SHALL create and cache an Anonymous PoC Addoedbe Invited PoC User as specified in subclaSe
"Anonymous PoC Addréssf anonymity is requested via a Privacy head®etaining the tag 'id' in the SIP
response, Anonymous PoC Address has not been @ngettéor the Invited PoC User and the Invited Ral@nt
already responded with SIP 180 "Ringing" response;

NOTE 11:The Anonymous PoC Address is an aliashiePoC User, and this address appears in Parttdipi@rmation
and the User Plane Taken message. This alias Pdtegslis used when expelling the PoC Participamt fr
the PoC Session.

When the SIP/IP Core corresponds with 3GPP/3GPR2, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.2.3 Cancel of PoC Session invitation requests

When the PoC Server needs to cancel the PoC Sessitation request and when it has not receiv&iRafinal response,
the PoC Server SHALL cancel the SIP INVITE requesing as UAC according to rules and procedurdRBEC3261];

When the SIP/IP Core corresponds with 3GPP/3GPFR2, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [3GPP TS 84/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.2.4 Removal of Participant from PoC Session

When a Participant needs to be removed from the $&xSion the PoC Server:

- 1. SHALL interact with User Plane as specified@MA-PoC-UP]"Controlling PoC Function procedures at PoC
Session releasg”

- 2. SHALL generate a SIP BYE request according kesrand procedures of [RFC3261];

- 3. SHOULD include a Reason header with tBxeemption ;cause=1 ; text="UA preemptiondccording to rules
and procedures of [RFC 4411] if the Participartasg released due to the arrival of a SIP INVI€guest to the
Controlling PoC Function and the maximum numbePafticipants has already been reached for the ngd@oC
Session. The PoC Server SHOULD choose languadeottson-text in the Reason header dependingeon th
preferred language indicated in Accept-Languageléreceived from the PoC Client in the SIP INVIfEguest or
SIP 200 "OK" response to the SIP INVITE requesthé language is supported;

NOTE: The release of a Participant can happen wahieoC User wants to join a PoC Session in whichréeimum
number of Participants has been reached and thiegoPoC User uses 'Official Government Use' Qatdiler

- 4. SHOULD include a Resource-Priority header adogrtb rules and procedures of [RFC4412] set toptiarity
value assigned for the PoC Session, if the QoElP@dgsigned to the PoC Session is 'Official Gonent Use' and
if the PoC Server supports this QoE Profile; and,

- 5. SHALL send the SIP BYE request towards the Pdé€n€Cof the Participant according to rules andgedures of
the SIP/IP Core.
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Upon receiving a SIP 200 "OK" for the SIP BYE resti¢he PoC Server:

1. SHALL interact with the User Plane as specifirefOMA-PoC-UP]"Controlling PoC Function procedures at
PoC Session releas&r releasing User Plane resources towards theS@@r performing Participating PoC
Function (or towards the PoC Client if there isRasticipating PoC Function on the User Plane path)

2. SHALL generate a natification to the PoC Cliemihich have subscribed to the conference statet gpackage
that a PoC User has left the PoC Group Sessispesfied in subclause 7.2.1.11@éenerating a SIP NOTIFY
request; and,

3. SHALL send the SIP NOTIFY request to the Po@@B according to rules and procedures of the Bi@dre.

When the SIP/IP Core corresponds with 3GPP/3GPFR, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.25 PoC Session modification

This subclause describes the procedures for addinga Media Stream to the PoC Session, for remavikigdia Stream
from the PoC Session, for the changing the bindbes/een Media Streams and Media-floor Controltiestiand for
modifying Media Parameters and for combinationthete for an ongoing PoC Session. The procedure lMitiated by
the PoC Server as the result of an action spedifisdbclause 7.2.1Requests terminated at the Controlling PoC Function
or MAY be initiated by the PoC Server e.g. for Pd€dia Traffic Optimisation purposes.

When modifying the PoC Session, the PoC Server:

1. MAY generate a SIP UPDATE request accordingitesrand procedures of [RFC3311], if the PoC Server
supports the SIP UPDATE request and if

a) the PoC Server performing the Participating Fa@ction has indicated support for the SIP UPDATE
method;

b) the offered Media Streams and the offered Média- Control Entities are used in the PoC Sessipthe
terminating PoC Client; and,

c) the offered Media-floor Control Entity binding @ach Media Stream used and offered is the sameeak

and SHALL generate a SIP re-INVITE request accaydanrules and procedures of [RFC3261], if the SIP
UPDATE request is not generated;

2. SHALL include in a SIP request a MIME SDP bodyaa SDP offer as specified in subclause 7.2.5D#"offer
generatiofi;

3. SHALL include a Resource-Priority header acaugdb rules and procedures of [RFC4412], if the Qo&ile
assigned to the PoC Session is 'Official Governriset and if the PoC Server supports this QoE Rrofi

4. SHALL interact with the User Plane as specifiefOMA-PoC-UP] 'Controlling PoC Function procedures when
disconnecting from a Media Typeand,

5. SHALL send the SIP request towards PoC Cliecbiting to rules and procedures of SIP/IP Core.

Upon receiving a SIP 200 "OK" response the PoCe&erv

1. SHALL interact with the User Plane as specifirefOMA-PoC-UP]"Controlling PoC Functiorprocedures
when disconnecting from a Media Typié'bffered Media Stream, which is used in a PoCs&esand is marked
rejected in the received SDP answer or if the cufedia-floor Control Entity binding of a Mediar8am, that is
currently used in the PoC Session and acceptdwiBDP answer, is not the same as in the rece®D&da@swer;

2. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"Controlling PoC Functiorprocedures
when connecting to a Media Typ#&'offered Media Stream, which is used in the F8&3sion, but not used by the
terminating PoC Client and it is marked acceptetth@received SDP answer or if the current Meda+fiControl
Entity binding of a Media Stream, that is currentbed in the PoC Session and accepted in the S&Rearis not
the same as in the received SDP answer;

3. SHALL interact with the User Plane as specifiefOMA-PoC-UP] 'User Plane adaptatidnfor updating the
User Plane with the new codecs, Media formats adi&Barameters, if offered changes in codecs, Mediaats
or Media Parameters compared to those earlier tetéyy the terminating PoC Client;

4. SHOULD use the "b=AS" attribute as specifie@MA-PoC-UP]"Media Buffering",if included in the SDP
offer; and,
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- 5. SHALL release the PoC Session as specified?i2.4 'Removal of Participant from PoC Sessidfthe criteria
for releasing the PoC Session as specified in .1&8.PoC Session release polidg fulfilled and if a Media Type
or a Media-floor Control entity is removed from theC Session.

NOTE: If the PoC Session modification offering rerabof a currently used Media Stream fails or is amxepted or
the PoC Session modification offering a currentgdi Media Stream with the Media-floor Control Bntit
binding different than currently used fails or i accepted, the PoC Server does not transfer gua\bf the
Media Stream to and from the Participant.

The PoC Server SHALL continue to use the currendisi®arameters until it has received a SIP 200 "i<ponse.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, thk PoC Server SHALL use 3GPP/3GPP2 IMS medaimanis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.2.6 Group Advertisement request

This subclause describes the procedure that theSeor uses when sending a Group Advertisemestpidcedure is
initiated by the PoC Server as the result of aimadpecified in subclause 7.2.1.1@rbup Advertisement requést

When sending a Group Advertisment request the Ro@e8

- 1. SHALL generate a SIP MESSAGE request accoraingles and procedures of [RFC3428];

- 2. SHALL include an Accept-Contact header with BeeC feature tag '+g.poc.groupad' along with ‘rexjaind
‘explicit' parameters according to rules and pracesl of [RFC3841];

NOTE 1: The handling of any other non-PoC spedédature tags in Accept-Contact headers or Rejecot#®d headers
is specified in the subclause 5.13dhdling of non-PoC specific feature tdgs

- 3. SHALL include the Authenticated Originator's PA@dress as specified in subclause R@thenticated
Originator's PoC Addresswith the URI set to the PoC Address of the ititig PoC User;

- 4. SHALL include PoC specific content in form ofgdipation/vnd.poc.group-advertisement+xml indicgti@roup
Advertisement. If this procedure has been initidtga request received from a SIP/IP Core therctiméent
SHALL be the same as in the request received fran8iP/IP Core;

NOTE 2: The Group Advertisement request is recefveah a SIP/IP Core, when generated by Shared GX@dS.

- 5. SHALL include the remaining MIME bodies and asated Content-Disposition headers with media aunte
contained in the incoming SIP MESSAGE requestidfuded Media Content is supported by the PoC Seme if
a MIME body with media was included and not remoasdiescribed in 7.2.1.1&foup Advertisement requést

- 6. SHALL include the text content in the Subjecatier contained in the incoming SIP MESSAGE requesext
Content is supported by the PoC Server and ifitepdceived in Subject header and not removed;

- 7. SHALL include the referenced media content m@all-Info header contained in the incoming SIPS#SAGE
request, if Referenced Media Content is supponeithéd PoC Server and if referenced media contemetcisived in
Call-Info header and not removed,;

- 8. SHALL set the Request-URI to the PoC Addressd; an

- 9. SHALL forward the SIP MESSAGE request towards $iP/IP Core according to rules and proceduréiseof
SIP/IP Core.

Upon receiving SIP 415 "Unsupported Media Typepoese for the SIP MESSAGE request and if the ootgpted MIME
type is "vnd.poc.group-advertisement+xml", the FBeEver SHOULD re-perform actions described in shisclause only
including the MIME bodies indicated in the SIP 4Umsupported Media Type" response.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS medaimanis
according to rules and procedures of [3GPP TS 84/23GPP2 X.S0013.4] with the clarifications givim this subclause.
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7.2.2.7 Discrete Media request

This subclause describes the procedure that theSeo&r uses when sending Discrete Media to Paatits in a PoC
Session. The procedure is initiated by the PoCe3exs the result of an action specified in subeaug.1.23 Discrete
Media request

When sending a Discrete Media request the PoC Berve
- 1. SHALL generate the SIP MESSAGE request as spddii [OMA_IM_TS_EndorsementSIP MESSAGE
request;

- 2. SHALL include an Accept-Contact header with BoeC feature tag '+g.poc.discretemedia’ accordimglés and
procedures of [RFC3841], if to be sent outsideSHe dialog used for the PoC Session; and,

- 3. SHALL forward the SIP MESSAGE request towards $iP/IP Core according to rules and proceduréiseof
SIP/IP Core as specified in [OMA_IM_TS_Endorsemé&8tP MESSAGE requést

NOTE 1: Responses for the SIP MESSAGE requesteserithed in [OMA_IM_TS_Endorsemen$IP MESSAGE
request.

NOTE 2: In order to reach a PoC Box, the SIP MESEAE&quest is sent in the SIP dialog of the PoCiSess

When the SIP/IP Core corresponds with 3GPP/3GPR2, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [3GPP TS 24 28GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.2.8 FDCFO Proceed request

This procedure is initiated by the PoC Server agdéisult of an action specified in subclause 728.1-DCFO Proceed
request.

When sending a FDCFO Proceed request the PoC Server

- 1. SHALL generate the SIP MESSAGE request accorttingles and procedures of [RFC3428];

- 2. SHALL include the MIME application/vnd.poc.fdefem| body received in the incoming SIP MESSAGE
request;

- 3. SHALL include the Authenticated Originator's PA@dress as specified in subclause R@thenticated
Originator's PoC Addresswith the URI set to the PoC Address of the ititig PoC User;

- 4. SHALL include the Privacy header with the valigg if privacy is requested,;

- 5. SHALL forward the SIP MESSAGE request towards $iP/IP Core inside the SIP dialog used for thé Po
Session according to rules and procedures of tRAFSCore.

NOTE: Procedures towards the PoC Client sendiadg-thxCFO Proceed request, when a SIP 2xx responethey
SIP final response (4xx, 5xx, 6xx) is received, gpecified in subclause 7.2.1.Z93CFO Proceed request

When the SIP/IP Core corresponds with 3GPP/3GPR2, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [TS24.223{zHP2 X.S0013.4] with the clarifications givenliistsubclause.

7.3 Participating PoC Function procedures
7.3.1  Requests initiated by the served PoC User
7.3.1a Backward compatibility

When PoC Server performing Participating PoC Fencsiends a SIP request towards the terminatingNRa®ork, the PoC
Server SHALL perform the actions according to sabsk 7.3.1Request initiated by the served PoC Usiéithe PoC
Server does not know the version of OMA PoC speiion supported by the terminating PoC Servehewersion
supported is the one specified in this specificatio
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When PoC Server performing Participating PoC Fana the originating PoC Network has learned bansewhich are
out of scope of this specification that the terrtimg@PoC Server supports only the PoC 1 specificatthe PoC Server
SHOULD perform the actions according to [OMA-Po@P] "Requests initiated by the served PoC Usehen sending a
SIP request towards the terminating PoC Network.

When sending a SIP request on behalf of a serv€d@ient which indicated in the User-Agent headahe SIP PUBLISH
request setting the PoC Service Settings that tii®ient supports only the PoC 1 specificatiohs,PoC Server
performing the Participating PoC Function SHALL foem actions according to the rules and procedofé®MA-PoC-1-
CP] "Request initiated by the Served PoC User

When sending subsequent SIP requests inside aimgx&P dialog the PoC Server performing the Egditing PoC
Function SHALL perform actions according to theesuand procedures of [OMA-PoC-1-CIRequest initiated by the
Served PoC Usegrif the terminating PoC Server indicated in theedAgent or Server headers of the previous SIP
transaction that the terminating PoC Server supdashly the PoC 1 specifications.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS medimanis
according to rules and procedures of [SGPP TS 24 2B8GPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.1.1 General

NOTE 1: This subclause provides common procedunesther subclauses and is not meant to be appfikds
referenced.

Upon receiving from the served PoC Client an ih&iEP INVITE request or SIP REFER request that negpuan initial SIP
INVITE request to be sent, the PoC Server:

- 1. SHALL generate an initial SIP INVITE request ating to rules and procedures of [RFC3261];

- 2. SHALL include in the SIP INVITE request the Rxty header unmodified according to rules and pnareedof
[RFC3325], if the incoming SIP INVITE or SIP REFE&juest contained a Privacy header;

- 3. SHALL include the Nick Name in the Authenticatedginator's PoC Address as specified in subcl&ugaNick
Namé;

- 4. SHALL include in the SIP INVITE request all Agqut-Contact headers with their feature tags and the
corresponding values along with any parameterordot to rules and procedures of [RFC3841] ifudd in the
incoming SIP INVITE request;

- 5. SHALL include in the SIP INVITE request all RejeContact headers with their feature tags and thei
corresponding value along with any parameters @aegito rules and procedures of [RFC3841] if inelddn the
incoming SIP INVITE request;6. SHALL include a Usgent header to indicate the OMA PoC release varsf
the PoC Server as specified in subclause ERelease version in User-agent and Server headers";

- 7. SHALL include in the Contact header the featage'+g.poc.fdcfo', as specified subclause E.REACFO
Proceed Feature Tdgif the PoC Server supports the FDCFO Proceetlifeaand the SIP INVITE request from
the PoC Client contains this feature tag;

NOTE 2: The use of the option tag ‘preconditios'specified in [RFC3312], is not defined for the@®O or POC-2
reference points.

NOTE 3: The use of the option tag '100rel', as ifipedn [RFC3262] is not defined for the POC-1ewfnce point.

- 8. SHOULD include the Session-Expires header adugt rules and procedures of [RFC402&eherating an
Initial Session Refresh Requedt'is RECOMMENDED that the refresher parameter istiah. If included, the
refresher parameter SHALL be set to 'uac'.

- 9. SHALL include the option tag 'timer' in a Supjigorheader ;
- 10. SHALL cache the allowed SIP methods if receivethe Allow header;

- 11. SHOULD include an Allow header with the SIP hoets supported in this SIP dialog according tosraled
procedures of [RFC3261];
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- 12. SHALL include the Authenticated Originator'sdPAddress received in the incoming SIP INVITE resjun
the outgoing SIP INVITE request;

- 13. SHALL perform the following actions, if the imming SIP INVITE request contained an Answer-Modader,
or the incoming SIP REFER request contained a RedddRI| with an Answer-Mode header:
a) include an Answer-Mode header unmodified ifideeived value is set to 'Manual;Require’;
b) discard the Answer-Mode header if the receiva@deris set to 'Auto’ or 'Manual'; or
c) return a SIP 403 "Forbidden" response with thening text set to '121 Function not allowed due to

<detailed reason>' as specified in subclausé\Wa#ning header'and not continue with the rest of the steps if
the received value is set to 'Auto;Require’;

- 14. SHALL perform the following actions, if the imming SIP INVITE request contained a Priv-Answeredo
header, or the incoming SIP REFER request contariRefer-To URI with a Priv-Answer-Mode header and
manual answer override is supported:

a) include a Priv-Answer-Mode header unmodifiethé received value is set to 'Auto’;

b) return a SIP 403 "Forbidden" response with thenimg text set to '121 Function not allowed due to
<detailed reason>' as specified in subclausé\Warning header'and not continue with the rest of the steps if
the received value is set to anything other thaidA

- 15. SHALL include in the Contact header the PoQuiieatag '+g.poc.talkburst';

- 16. SHALL include the PoC feature tag '+g.poc.ditmmedia’ in the Contact header if it was incluidethe
Contact header of the incoming SIP request;

- 17. SHALL include the feature tag '+g.poc.dispattimethe Contact header if it was included in @entact header
of the incoming SIP request;

- 18. SHALL include the feature tag '+g.poc.interwingK in the Contact header if it was includedhia Contact
header of the incoming SIP request, if the PoC &esupports the PoC Interworking Service;

- 19. SHALL, if the incoming SIP INVITE or SIP REFERquest contained a MIME resource-lists body whth t
PoC Address(es) of Invited PoC User(s), includeatént-Type header with multipart/mixed, as spediin
[RFC2046], and copy the MIME resource-lists bodygading to rules and procedures of [RFC5366];

- 20. SHALL copy the Accept-Language header, if ideld in the incoming SIP request; and

- 21. SHALL insert the uri-parameter "b2bua" to thRlWf the PoC Server in the Contact header of tital SIP
request as specified in E.5Bdck to back UA uri-parameterif the PoC Server performing Participating PoC
Function indicates according to local policy to @entrolling PoC Function, that it acts as a B2Bai#d stays on
the Media path; and,

- 22. SHALL NOT include a sip.instance feature tathie Contact header of the outgoing SIP INVITE esju
When sending SIP provisional responses, othertti@a®IP 100 "Trying" response, to the SIP INVITHuest and if the
PoC Server is acting as a B2BUA, the PoC Server:

- 1. SHALL generate the SIP provisional response raiag to rules and procedures of [RFC3261];

- 2. SHALL include a Server header with the OMA Pef2ase version of the PoC Server as specifieddolause
E.4.1 'Release version in User-agent and Server hedadfengas not already been sent in a provisiongboese for
this dialog;

- 3. SHALL include the Authenticated Originator's PA@dress, along with any possible uri-parameteedkived in
the incoming SIP response, in the outgoing SIPiprawal response;

- 4. SHALL include a SIP URI for the Contact headefalows, if not already sent in a provisionalpesse for this
dialog:

a) constructed such that the PoC Server can astveeit back to the original SIP URI provided lretContact
header of the provisional response by the ComigpllRoC Function;
b) include the PoC feature tag '+g.poc.talkburst’;
¢) include the feature tag 'isfocus’;
d) copy the feature tag '+g.poc.dispatcher’, 'stpraata’, 'sip.actor’, 'sip.description’ with tharresponding
value, if any of these are included in the Conteetder of the incoming received SIP response; and,

e) include the Session Type uri-parameter and #mr arri-parameter provided in the Contact heafléhe
provisional response received from the ControllgfC Function.
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5. SHALL include value 'id' in the Privacy headecarding to rules and procedures of [RFC3325%h4f privacy is
requested.

When sending a SIP 200 "OK" response to the SIFITEVfequest and if the PoC Server is acting asBBRthe PoC

Server

1. SHALL generate a SIP 200 "OK" response accorthngles and procedures of [RFC3261];

2. SHALL include a Server header to indicate theORbC release version of the PoC Server as spédifie
subclause E.4.1Release version in User-agent and Server heddfenas not already been sent in a provisional
response for this dialog;

3. SHALL include the option tag 'timer' in a Reguireader;

4. SHALL include the Session-Expires header acogrtth rules and procedures of [RFC4028)JA'S Behavior".
The "refresher" parameter in the Session-ExpiresiéeSHALL be set to 'uac’;

5. SHALL start the SIP Session timer accordingules and procedures of [RFC4028];

6. SHOULD include an Allow header with the SIP noeth supported in this SIP dialog according to raled
procedures of [RFC3261];

7. SHALL include a SIP URI for the Contact headefalows:

a) constructed such that the PoC Server can astveeit back to the original SIP URI provided lretContact
header of the SIP 200 "OK" response by the CointigplPoC Function;

b) include the PoC feature tag '+g.poc.talkburst’;

¢) include the feature tag 'isfocus’;

d) copy the feature tag '+g.poc.dispatcher’, 'stpraata’, 'sip.actor’, 'sip.description’ with tharresponding
value, if any of these are included in the Conteetder of the incoming received SIP response; and,

e) include the Session Type uri-parameter and #mr ari-parameter provided in the Contact heafléhe
SIP 200 "OK" response received from the Controllaf Function.

8. SHALL include the Authenticated Originator's PA@dress, along with any possible uri-parameteedkived in
the incoming SIP 200 "OK" response in outgoing 3R "OK" response.

9. SHALL include value 'id' in the Privacy headecarding to rules and procedures of [RFC3325%h4f privacy is
requested; and,

10. SHALL include the option tag 'norefersub’ iS@pported header according to rules and proceddires
[RFC4488].

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS Session
mechanisms according to rules and procedures dPF3TS 24.229] / [3GPP2 X.S0013.4] with the claaifions given in
this subclause.

7.3.1.1a SDP offer generation in case of On-demand  session

The SDP offer is generated based on the receivéd@f@r. The PoC Server SHALL offer the same oulasst of Media
Streams and the connected Media-floor Control Eestis included in the received SDP offer.

When composing the SDP offer according to rulesmodedures of [RFC3264] and [RFC4566] the PoC&erv

1. SHALL set the IP address of the PoC Server doheffered Media Stream from the list containethmreceived
SDP offer and for each offered Media-floor Conatity from the list contained in the received Saffer;

2. SHALL include the media-level section for eafteed Media from the list contained in the recei&DP offer
consisting of:

a) the port number for the Media Stream selectegpasified in [OMA-PoC-UP]Port number$

b) the codec(s) and Media Parameters selectedeliyd® Server from the list contained in the react&BP
offer and/or, if transcoding is supported by th€FRerver, other codec(s), that the PoC Serverpalia of
transcoding;

NOTE 1: The Media Parameters of the Discrete Madgsspecified in [OMA_IM_TS_Endorsement].
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NOTE 2: The PoC Server can narrow the selectidledia Parameters and codec(s) according to thé potiay, which

can be a function of one or more of the followihger-operator service level agreement; domairnefiivited
PoC Client; other factors.

c) the "a=label" attribute with a unique value psdfied in [RFC4574], if the Media Stream is todmnected
to a Media-floor Control Entity except when only@8peech with Talk Burst Control Protocol as spediin
[OMA-POC-1-UP] is offered;

d) the "i=" field set to "speech" as specified ibslause 5.10PoC Speechwhen PoC Speech with MBCP is
offered,;

NOTE 3: PoC Speech Media exists at most once s offer.

e) the IP address of the PoC Server and port nutoli® used for RTCP at the PoC Server selected as
specified in [OMA-PoC-UP]Port numbery according to rules and procedures of [RFC36id%He Media
Stream uses the RTCP protocol and other than tlaeltléP address or port number specified by the
[RFC3550] is to be used,;
f) the "a=upcc:0" attribute as specified in [RFC8]L0f the PoC Server supports the PoC Media Teaffi
Optimisation, the Participant did not put the Pa&3ston on hold and the media-level section offers a
Continuous Media; and,
g) the "a=sendonly" attribute according to ruled procedures of [RFC4566], if the PoC Server suspbe
PoC Media Traffic Optimisation, the Participant digk put the PoC Session on hold, the media-leaetian
offers a Continuous Media, the PoC Server perfogrtiire Controlling PoC Function indicated the PoGiie
Traffic Optimisation support in the SIP Sessionthaf other Participant and the RTP Session of tReS&ission
of the other Participant is selected for the Methasmission between the PoC Server and the PoerSer
performing the Controlling PoC Function.
3. SHALL include the media-level section of eacfed Media-floor Control Entity from the list caied in the
received SDP offer, if any Media-floor Control Bwtis offered:

a) the format list field for the Media-floor Contientity set to "TBCP";

b) the Media-floor Control Entity parameters sedelchy the PoC Server from those contained in tbeived
SDP offer;

c) the port number for Media-floor Control Entitylected as specified in [OMA-PoC-UFRdrt numberg
d) the "a=floorid:0 mstrm" attribute with value{gferencing the Media Stream as specified in [RFEB345

intended to be connected to the Media-floor CortErttity except when only PoC Speech with Talk Burst
Control Protocol as specified in [OMA-POC-1-UPbidered; and,

e) optionally TBCP MIME parameters in the recei&iP offer as specified in E.3DP Extensioris TBCP
MIME parameter "multimedia=1" is included, unlesdyoPoC Speech with Talk Burst Control Protocol as
specified in [OMA-POC-1-UP] is offered.
4. SHALL mark as rejected according to rules aratedures of [RFC3264] the Media-floor Control Bnéind all
the Media Stream bound to the rejected Media-f@ontrol Entity, if the Media-floor Control Entitgirejected;
5. SHALL mark the Media Stream as rejected accgrttinrules and procedures of [RFC3264], if the MeSiiream
is rejected; and,
6. SHALL include the received QoE Profile attribatespecified in subclause E.3QJE Profile, if QOE Profiles
are enabled and if a QoE Profile attribute is pregethe received SDP offer.

When composing an SDP offer, the PoC Server:

1. SHALL bind the media-level section that idem#iPoC Speech to Media-floor Control Entity ahmreceived
SDP offer, if PoC Speech is offered;

2. SHALL bind the media-level section that ider#iVideo to Media-floor Control Entity as in theeeved SDP
offer, if Video is offered;

3. SHALL bind the media-level section that iderti#iAudio to Media-floor Control Entity as in theeéved SDP
offer, if Audio is offered; and,

4. SHALL bind the media-level section that idertHiDiscrete Media to the Media-floor Control Entiyyin the
received SDP offer, if Discrete Media is offered dround to the Media-floor Control Entity.
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When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS medimanis
according to rules and procedures of [3GPP TS 84/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.1.1b

SDP offer generation in case of Pre-establ ished Session

When composing an SDP offer according to rulespaodedures of [RFC3264] and [RFC4566] the PoC Serve

- 1. SHALL set the IP address of the PoC Server doheffered Media Streams from the SDP negotiatethg the
Pre-established Session establishment as spesifterlause 7.3.1.2Pte-established Sessign

- 2. SHALL set the IP address of the PoC Serverdoheffered Media-floor Control Entity from the SBbEgotiated
during the Pre-established Session establishmesgeasfied subclause 7.3.1.Rré-established Sessipn

- 3. SHALL include the media-level section for eafeed Media Stream from the list contained in §i2P
negotiated during the Pre-established Sessionlisstatent as specified subclause 7.3. P&"established Sessibn
consisting of:

NOTE 1:

NOTE 2:

NOTE 3:

a) the port number for the Media Stream selectegpasified in [OMA-PoC-UP]Port numbes";

b) the codec(s) and Media Parameters as in thereD&tiated during the Pre-established Session
establishment as specified subclause 7.3Rr2-éstablished Sessiband/or, if transcoding is supported by
the PoC Server, other codec(s), that the PoC Sereapable of transcoding;

The Media Parameters of the Discrete Madiaspecified in [OMA_IM_TS_Endorsement].

If the Media Stream is inactive in the SEdjotiated during the Pre-established Sessionlsttaient as
specified subclause 7.3.1.Rré-established Sessibtihen the Media Stream in the SDP offer is algdse
inactive.

c) the "a=label" attribute with a unique value psdfied in [RFC4574], if the Media Stream is todmnected
to a Media-floor Control Entity except when only@®8peech with Talk Burst Control Protocol as spedifn
[OMA-POC-1-UP] is offered;

d) the "i=" field set to "speech" as specified ibslause 5.10PoC Speechwhen PoC Speech with MBCP is
offered,;

PoC Speech Media exists at most once iSiie offer.

e) the IP address of the PoC Server and port nutoles used for RTCP at the PoC Server selected as
specified in [OMA-PoC-UP]Port numbery according to rules and procedures of [RFC36id%He Media
Stream uses the RTCP protocol and other than tleeltléP address or port number specified by the
[RFC3550] is to be used;

f) the "a=upcc:0" attribute as specified in [RFC8]L0f the PoC Server supports the PoC Media Teaffi
Optimisation, the Participant did not put the Pa@3ston on hold and the media-level section offers a
Continuous Media; and,

g) the "a=sendonly" attribute according to ruled procedures of [RFC4566], if the PoC Server suspbe
PoC Media Traffic Optimisation, the Participant diot put the PoC Session on hold, the media-leaatien
offers a Continuous Media, the PoC Server perfogrtiire Controlling PoC Function included in the Sty
of the other Participant SIP Session the "a=upcatBlbute for the Media Stream of the same Medjperand
the RTP Session of the SIP Session of the othéicipant is selected for the Media transmissiowieen the
PoC Server and the PoC Server performing the Cliinggd®>oC Function.

- 4. SHALL include the media-level section of eacferdd Media-floor Control Entity from the list caied in the
SDP negotiated during the Pre-established Sesstablsshment as specified subclause 7.3.Rr2-established
Sessioh if any Media-floor Control Entity is offered:

a) the format list field for the Media-floor Contkientity set to "TBCP";

b) the Media-floor Control Entity parameters ashie SDP negotiated during the Pre-established @essi
establishment as specified subclause 7.3Rr8-established Sessipn

c) the port number for Media-floor Control Entitylscted as specified in [OMA-PoC-URdrt numbers
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d) the "a=floorid:0 mstrm" attribute with value{gferencing the Media Stream as specified in [RFEB345
intended to be connected to the Media-floor CortErttity except when only PoC Speech with Talk Burst
Control Protocol is offered; and,
e) optionally TBCP MIME parameters in the recei&idP offer as specified in E.3DP Extensioris TBCP
MIME parameter "multimedia=1" is included, unlesdyoPoC Speech with Talk Burst Control Protocol as
specified in [OMA-POC-1-UP] is offered.
- 5. SHALL mark as rejected according to rules aratedures of [RFC3264] the Media-floor Control Bnéind all
the Media Streams bound to the rejected Media-fmntrol Entity, if the Media-floor Control Entiig rejected;
- 6. SHALL mark the Media Stream as rejected accarttirrules and procedures of [RFC3264], if the MeSiiream
is rejected; and,
- 7. SHALL include the QoE Profile attribute correading to the negotiated QoE Profile, as specifieduibclause
E.3.2 'QoE Profile¢, if QoE Profiles are enabled and if a QoE Profies negotiated during the Pre-established

Session establishment or modification, as specifiedibclauses 7.3.1.Pte-established Sessiband 7.3.1.3 Pre-
established Session modification”

When composing an SDP offer, the PoC Server:

- 1. SHALL bind the media-level section that idertHiPoC Speech to Media-floor Control Entity ashie $DP
negotiated during the Pre-established Sessionlisstadent as specified subclause 7.3. P&"established
Sessioh if PoC Speech is offered;

- 2. SHALL bind the media-level section that idem#iVideo to Media-floor Control Entity as in the BDegotiated
during the Pre-established Session establishmesgersfied subclause 7.3.1Rré-established Sessiyiif Video
is offered;

- 3. SHALL bind the media-level section that idem#iAudio to Media-floor Control Entity as in the BDegotiated
during the Pre-established Session establishmesgeasfied subclause 7.3.1Rré-established Sessigifi Audio is
offered; and,

- 4. SHALL bind the media-level section that idem#iDiscrete Media to Media-floor Control Entityinghe SDP
negotiated during the Pre-established Sessionlisstatent as specified subclause 7.3.Rg&"established
Sessioh if Discrete Media is offered and bound to thedidefloor Control Entity.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS meadmanis
according to rules and procedures of [3GPP TS 24 2B8GPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.1.1c SDP answer generation

When composing an SDP answer according to ruleparmdures of [RFC3264] and [RFC4566] the PoC &erv

- 1. SHALL set the IP address of the PoC Server dohexccepted Media Streams from the list contaiméue
received SDP offer and for each accepted Media-fGmmtrol Entity from the list contained in the edced SDP
offer;

- 2. SHALL include the media-level section for eackepted Media Stream from the list contained inrdoeived
SDP offer consisting of:

a) the port number for the Media Stream selectegpasified in [OMA-PoC-UP]Port number$

b) the codec(s) and Media Parameters selectedelydlt Server from the list contained in the reckSBP
offer, and those contained in the SDP answer in2ZBP"OK" response from the Controlling PoC Funwtii
already received,

NOTE 1: The Media Parameters of the Discrete Madtedefined in [OMA_IM_TS_Endorsement].

c) the "a=label" attribute with a unique value psdfied in [RFC4574], if the Media Stream is todmnected
to a Media-floor Control Entity except when only@®8peech with Talk Burst Control Protocol as spedifn
[OMA-POC-1-UP] is accepted; and,

d) the IP address of the PoC Server and port nutodez used for RTCP selected as specified in [OROE-
UP] "Port number$ according to rules and procedures of [RFC36d%He Media Stream uses the RTCP
protocol and other than the default IP addresodrmumber specified by the [RFC3550] is to be ysed
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- 3. SHALL include for any Media-floor Control Entityhat is offered in the received SDP offer anceated in the
SDP answer by the PoC Server, the media-levelmeofieach offered Media-floor Control Entity costsig of:

a) the format list field for the Media-floor Contientity is set to "TBCP";

b) the Media-floor Control Entity parameters sedelchy the PoC Server from the list contained inrdeeived
SDP offer;

¢) the port number for Media-floor Control Entitylscted as specified in [OMA-PoC-URdrt numbers
d) the "a=floorid:0 mstrm" attribute with valuefgferencing the Media Stream as specified in [REB345
intended to be connected the Media-floor Contrditizexcept when only PoC Speech with Talk Burst
Control Protocol as specified in [OMA-POC-1-UPHhiscepted; and,
e) optionally TBCP MIME parameters as specifie@tifl " SDP Extensiorisincluding if needed theTBCP
MIME parameter "multimedia" with the appropriateslue as specified in E:SDP Extensions"
- 4. SHALL mark as rejected according to rules aratedures of [RFC3264] the Media-floor Control Bnéind all
the Media Streams bound to the rejected Media-f@mntrol Entity, if the Media-floor Control Entitig rejected,;
- 5. SHALL mark the Media Stream as rejected accgrttinrules and procedures of [RFC3264], if the MeBiiream
is rejected,;
- 6. SHALL include the QoE Profile attribute correading to the QoE Profile assigned to the PoC Sessi®

specified in subclause E.3.Q0E Profile¢, if QOE Profiles are enabled and if a QoE Praditeibute was present in
the SDP offer.

NOTE 2: For Pre-established Sessions, the ansvigoédProfile value corresponds to the QoE Profikgmed to the
Pre-established Session; For On-demand Sessi@en®ah Profile assigned to the PoC Session is théron
the received SDP answer.

When composing an SDP answer, the PoC Server:

- 1. SHALL bind the media-level section that idertHiPoC Speech to the corresponding Media-floor GbENtity
as in the received SDP offer, if PoC Speech isgtede

- 2. SHALL bind the media-level section that idertHiVideo to the corresponding Media-floor Controtify as in
the received SDP offer, if Video is accepted;

- 3. SHALL bind the media-level section that idertiiAudio to the corresponding Media-floor Contratigy as in
the received SDP offer, if Audio is accepted; and,

- 4. SHALL bind the media-level section that idertiDiscrete Media to the corresponding Media-fldontrol
Entity as in the received SDP offer, if Discretedieis accepted and bound to the Media-floor Coindity.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS medaimanis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.1.2 Pre-established Session

Upon receiving an initial SIP INVITE request thatludes a Conference-factory-URI in the Request-blRIno invited
member(s), the PoC Server performing the ParticigdoC Function:

- 1. MAY reject the SIP INVITE request with a SIP 5&ervice Unavailable" response depending on theevaf
the requested QoE Profile if QOE Profiles are esdibind a risk of congestion exists as specifig®@MA-PoC-UP]
"Procedures at the PoC Server performing the Paréithng PoC Functioh The PoC Server MAY include a Retry-
After header to the 503 "Service Unavailable" resmoas specified in [RFC3261];

NOTE 1: The PoC Client is allowed to re-attemptBo€ Session establishment after the time defigetidoRetry-
After header.

- 2. SHALL return a SIP 403 "Forbidden" response \wlid warning text set to ‘121 Function not allowlee to
<detailed reason>' as specified in subclauséWa#rning header,'if the PoC Server does not support Pre-
established Session. Otherwise, continue witheakeaf the steps;

NOTE 2: Pre-established Session is an optionaltimmchence, the above condition is for the caserathe PoC Server
does not support this optional function.
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3. SHALL check whether the Conference-factory-URéallocated and perform the actions specified btkwse
7.5.1 'Conference-factory URI does not eXistit is not allocated. Otherwise, continue witie rest of the steps;

- 4. SHALL perform actions to verify the Authenticdt®riginator's PoC Address of the PoC Client artti@ize the
request according to local policy, and if not auithed, the PoC Server SHALL return a SIP 403 "Faden”
response with the warning text set to '121 Funatiotnallowed due to <detailed reason>' as spedifiedibclause
5.6"Warning header!" Otherwise, continue with the rest of the steps;

- 5. SHALL validate that there is at least one Mésliam for which the Media Parameters and at teesicodec
offered in the SIP INVITE request are acceptabléheyPoC Server and if not reject the request aviiP 488 "Not
Acceptable Here" response. Otherwise, continue tuighrest of the steps;

- 6. SHALL allocate a URI to be used as a conferasiRéthat identifies the Pre-established Session;

- 7. SHALL cache the Nick Name contained in the Aatfeated Originator's PoC Address as specifiedibtkuse
5.4 "Nick Namé;

- 8. SHALL check if a Resource-Priority header iduged in the SIP INVITE request according to rudes!
procedures of [RFC4412], if the 'Official Governmeélse' QoE Profile is supported. If included theCPerver
SHALL:

a) perform actions to authorize the Resource-Ryibeader, as specified in subclause R8E Profiles. If
the Resource-Priority header cannot be authortbed?oC Server SHALL reject the request with a&IB
"Forbidden" response with the warning text seli®'<RequestedQoE> QoE Profile not authorized' as
specified in subclause 5.8Varning header,

b) check that the QoE Profile attribute containethie SDP offer indicates 'Official Government U3eE
Profile, as specified in subclause E.3Q0E Profile'. If the QoE Profile attribute indicates other QBEfile,
the PoC Server SHALL reject the request with a&IB "Forbidden" response with the warning textiset
'114 QoE Assignment Error' as specified in sub@dus Warning headér,

¢) assign and cache 'Official Government Use' a$QbE Profile for the Pre-established Session; and,

d) apply preferential treatment to the SIP requesspecified in [RFC4412], skip the next step prdeed
with the rest of the steps;
- 9. SHALL perform actions to authorize a QoE Profiteibute included in the received SDP offer, gec#fied in

subclause 5.8Q0E Profiles, if QoE Profiles are enabled and a QoE Profitalaite is included in the received
SDP offer. The PoC Server SHALL:

a) assign and cache the requested QoE Profileea3dk Profile for the Pre-established Sessionef th
requested QoE Profile is authorized; or,

b) return a SIP 403 "Forbidden" response with thenimg text set to '115 <RequestedQoE> QoE Profite
authorized' as specified in subclause S\@&fning headerif the requested QoE Profile cannot be authorized
Otherwise continue with the rest of steps.

NOTE 3: If QoE Profiles are enabled but no QoE #afttribute is included, it means that Basic Qufile is
implicitly requested and therefore is always auttedt.

- 10. SHALL check whether the Contact header inclutled?oC Discrete Media feature '+g.poc.discretéaddlit
is present, the PoC Server SHALL cache the preseinte PoC Discrete Media feature tag.

- 11. SHALL check whether the Contact header included?oC Dispatcher feature '+g.poc.dispatchecase the
PoC Dispatcher functionality is supported. If ipiesent, the PoC Server SHALL cache the presefibe &oC
Dispatcher feature tag.

- 12. SHALL generate a SIP 200 "OK" response to tfRelSVITE request as follows:

a) include a Contact header containing the conéer&fRI that identifies the Pre-established Sesziong
with the PoC feature tag '+g.poc.talkburst' andf¢iagéure tag ‘isfocus'. The PoC Server SHALL atsxiuide
the PoC Dispatcher feature tag '+g.poc.dispatanéne Contact header, if it was included by th€Rient in
the Contact header of the initial SIP INVITE redues

b) include an Allow header with the SIP methodspeufed in this SIP dialog according to rules and
procedures of [RFC3261];

¢) include a Server header to indicate the OMA Rel€ase version of the PoC Server as specifiedbnolause
E.4.1 'Release version in User-agent and Server hedders

d) include the option tag 'timer' in a Require hexad
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e) include a Session-Expires header accordinglés and procedures of [RFC4028JAS Behavidt. The
"refresher" parameter in the Session-Expires heBH&L L be set to 'uac’;

f) include the Conference-factory-URI in the Autlieated Originator's PoC Address as specified én th
subclause 5.2Authenticated Originator's PoC Addrésand,

g) include a MIME SDP body as an SDP answer adfggeti the subclause 7.3.1.18DP answer
generatiot;

- 13. SHALL interact with the User Plane as specifiefODMA-PoC-UP]"Pre-established Session state diagrams —
basic"

NOTE 4: Resulting User Plane processing is comglbedore the next step is performed.

- 14. SHALL send the SIP 200 "OK" response towarésRhC Client according to the rules and procedoiréize
SIP/IP Core; and,

- 15. SHALL start the SIP Session timer using thei@akceived in the Session-Expires header accotdinges and
procedures of [RFC4028].

When the SIP/IP Core corresponds with 3GPP/3GPR, the PoC Server SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armeduwes of [3GPP TS 24.229] / [3GPP2 X.S0013.4j thie
clarifications given in this subclause.

7.3.1.3 Pre-established Session modification

This subclause describes the procedures for thiipating PoC Server upon receiving a SIP UPDAEguest or a SIP re-
INVITE request that modifies the Pre-establishesis&m without associated PoC Session.

Upon receiving a SIP UPDATE request or a SIP re{lN&/request to modify an existing Pre-establisheds®n without
associated PoC Session, the PoC Server:

- 1. SHALL validate that the received SDP offer irt#g at least one Media Stream for which the Mediafeters
and at least one codec or Media format is acceptapthe PoC Server and if not reject the requébktavSIP 488
"Not Acceptable Here" response. Otherwise, continitle the rest of the steps;

- 2. SHALL check whether the Contact header inclulesPoC Discrete Media feature tag '+g.poc.disoretka’. If
it is present, the PoC Server SHALL cache the pesef the PoC Discrete Media feature tag.

- 3. SHALL check if a Resource-Priority header iduged in the SIP UPDATE or SIP re-INVITE request@cling
to the rules and procedures of [RFC4412], if thifié@al Government Use' QoE Profile is supportddntiuded the
PoC Server SHALL:

a) perform actions to authorize the Resource-Ryibeader, as specified in subclause R8E Profiles. If
the Resource-Priority header cannot be authorthed?oC Server SHALL reject the request with a&IB
"Forbidden" response with the warning text seli%'<RequestedQoE> QoE Profile not authorized' as
specified in subclause 5.8Varning heade?;

b) check that the QoE Profile attribute containethie SDP offer indicates 'Official Government U3eE
Profile, as specified in subclause E.3Q0E Profile'. If the QoE Profile attribute indicates other QBEfile,
the PoC Server SHALL reject the request with a#)B "Forbidden” response with the warning textset
'114 QoE Assignment Error' as specified in sub@dus Warning headéy,

¢) assign and cache 'Official Government Use' a$QbE Profile for the Pre-established Session; and,

d) apply preferential treatment to the SIP requesspecified in [RFC4412], skip the next step proteed
with the rest of the steps;

- 4. SHALL perform actions to authorize a QoE Profiteibute included in the PoC Client SDP offerspecified in
subclause 5.8Q0E Profiles, if QoE Profiles are enabled and a QoE Profitdlaite is included in the PoC Client
SDP offer. The PoC Server SHALL:

a) assign and cache the requested QoE Profileea3dk Profile for the Pre-established Sessionef th
requested QoE Profile is authorized,; or,

b) return a SIP 403 "Forbidden" response with thenimg text set to '115 <RequestedQoE> QoE Profite
authorized' as specified in subclause S\@&fning headerif the requested QoE Profile cannot be authorized
Otherwise continue with the rest of the steps.
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5. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"Participating PoC Function procedures
when connecting to a Media Typé'the Media Stream, which is marked removechim teceived SDP offer, is
currently used in the Pre-established Session;

6. SHALL interact with the User Plane as specifiefOMA-PoC-UP] 'Participating PoC Function procedures
when disconnecting from a Media Typié'the received SDP offer includes a Media Streatmich is currently not
used in the Pre-established Session,

7. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"User Plane adaptation'if the received
SDP offer includes changes in codecs, Media formialdedia Parameters compared to those currendlg irsthe
Pre-established Session; and,

8. SHALL generate a SIP 200 "OK" response as fdatow

a) include a MIME SDP body as an SDP answer basebeoreceived SDP offer as specified in the swuisela
7.3.1.1c 'SDP answer generatiénand,

b) include a Contact header containing the conferéiRI that identifies the Pre-established Sesaimhsend
a SIP 200 "OK" response to the SIP/IP Core alorgsihnalling path.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS meamanis
according to rules and procedures of [3GPP TS 84/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.1.4 PoC Session establishment or rejoin using O  n-demand Session

Upon receiving an initial SIP INVITE request comiag a Request-URI with a Conference-Factory-URhed/by this PoC
Server and if the Controlling PoC Function is topbevided by this PoC Server in accordance wittviSerProvider
Policies, the PoC Server:

NOTE 1: The procedure as follows applies when a Ebéht initiates an Ad-hoc PoC Group Session dflaPoC

Session towards a Conference-Factory-URI ownedhisyRoC Server and the Controlling PoC Functido is
be provided by this PoC Server in accordance wéitviSe Provider Policies. The PoC Session will eed
by this same PoC Server.

1. MAY reject the SIP INVITE request with a SIP 5&ervice Unavailable” response depending on theevaf

the requested QOE Profile if QoE Profiles are ezdibind a risk of congestion exists as specifig®@MA-PoC-UP]
"Procedures at the PoC Server performing the Paréithg PoC Functioh The PoC Server MAY include a Retry-
After header to the 503 "Service Unavailable" resgoas specified in [RFC3261];

NOTE 2: The PoC Client is allowed to re-attemptBo€ Session establishment after the time defigetido Retry-

After header.

2. SHALL authorize according to local policy whetliee Served PoC User indicated by the Authentitate
Originator's PoC Address is entitled to requestuabanswer override, if a Priv-Answer-Mode headih the
value 'Auto’ is present in the incoming SIP INVITdgiuest and if not authorized or if manual answerrde is not
supported the PoC Server SHALL return a SIP 4030iEden” response with the warning text set to 'E@fction
not allowed due to <detailed reason>' as spedifiatibclause 5.8Narning header' Otherwise continue with the
rest of the steps;

3. SHALL check the total size of text content ie tBubject header, if Included Text Content is sujgpldby the
PoC Server and if Subject header is included, ftiitotal size exceeds a configurable max sizeoxe the text
content;

4. SHALL perform the following actions, if Includeédedia Content is supported by the PoC Server time:dia
content is included in one or more MIME body:

a) authorize the Media Type of the media contestliMIME bodies using a Service Provider confichlea
setting and if at least one Media Type is not aidwend a SIP 415 "Unsupported Media Type", Thed38?
"Unsupported Media Type" response SHALL include:

i. the Accept header with the acceptable Media $\that the PoC Server would accept according &srul
and procedures of [RFC3261]; or,

ii. the Accept-Encoding header with the encodingrfats that the PoC Server would accept according to
rules and procedures of [RFC3261]; or,
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iii. both
and do not continue with the rest of the steps.
b) Check the total size of all MIME bodies contamimedia content and if the total size exceeds a
configurable max size, based on a Service ProRdécy either,
i. send a SIP 413 "Request Entity Too Large" resp@nd do not continue with the rest of the steps;
ii. remove all MIME bodies containing media content
- 5. SHALL check if a Resource-Priority header iduged in the SIP INVITE request according to rudes!

procedures of [RFC4412], if the 'Official Governmélse' QoE Profile is supported. If included the&CPerver
SHALL:

a) perform actions to authorize the Resource-Ryibeader, as specified in subclause R8E Profiles. If
the Resource-Priority header cannot be authorthed?oC Server SHALL reject the request with a&)B
"Forbidden" response with the warning text seli®'<RequestedQoE> QoE Profile not authorized' as
specified in subclause 5.8Varning header,

b) check that the QoE Profile attribute containethie SDP offer indicates 'Official Government U3eE
Profile, as specified in subclause E.3Q0E Profile'. If the QoE Profile attribute indicates other QBEfile,
the PoC Server SHALL reject the request with a&IB "Forbidden" with the warning text set to '11dK)
Assignment Error' as specified in subclause BVarhing header,

c¢) cache 'Official Government Use' as the Local @o&file assigned to the PoC User; and,

d) apply preferential treatment to the SIP requesspecified in [RFC4412], skip the next step prdeed
with the rest of the steps;

- 6. SHALL perform actions to authorize a QoE Profiteribute included in the PoC Client SDP offerspscified in
subclause 5.8Q0E Profiles, if QOE Profiles are enabled and a QoE Profitalaite is included in the PoC Client
SDP offer. The PoC Server SHALL:

a) cache the requested QoE Profile as the LocalRyofle assigned to the PoC User if the requeQted
Profile is authorized and the PoC Server is acisig B2BUA; or,

b) return a SIP 403 "Forbidden" response with thenimg text set to '115 <RequestedQoE> QoE Profite
authorized' as specified in subclause S\&tning headerif the requested QoE Profile cannot be authorized
Otherwise continue with the rest of steps.

- 7. MAY remove the Subject header;
- 8. MAY remove the Alert-Info or the Call-Info headsr both;

NOTE 3: The reason for removing the Alert-Info hesadr the Call-Info header may be a local policyhia PoC Server.

- 9. SHALL check if the number of maximum Simultaned@oC Sessions for the PoC Client has exceedtw if
PoC Service Settings for the Simultaneous PoC @esS8upport is set to "SSS active". If exceedesl PthC Server
SHALL respond with a SIP 486 "Busy Here" respongé the warning text set to '104 Too many Simultare
PoC Sessions' as specified in subclause\WW#&tiing headér Otherwise, continue with the rest of the stepx],

- 10. SHALL also adapt the role of a Controlling Pe@hction and continue as specified in the subclauad.2 ‘Ad-
hoc PoC Group and 1-1 PoC Session setup retjuest

NOTE 4: The handling of SIP requests and SIP resgmwithin the SIP dialog created by this SIP INEFEquest is
described in the 7.2.1.24-hoc PoC Group and 1-1 PoC Session setup request

Upon receiving an initial SIP INVITE request thaintains a Request-URI

- not owned by this PoC Server; or,

- with a Conference-Factory-URI owned by this PoCG/8erif the Controlling PoC Function is to be prsil by
other PoC Server in accordance with Service Prowadicies,

the PoC Server:
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NOTE 5: The following procedure of this subclaupplees when a PoC Client initiates or joins a Prewaged PoC

Group Session, or when a PoC Client rejoins a Pex3i8n, or when a PoC Client joins a Chat PoC Group
Session, or when a PoC Client initiates an Ad-haC Broup Session or a 1-1 PoC Session towards a
Conference-Factory-URI owned by other PoC Servevtan a PoC Client initiates an Ad-hoc PoC Group
Session or a 1-1 PoC Session towards a Confereaterlf-URI owned by this PoC Server and the
Controlling PoC Function is to be provided by otReiC Server in accordance with Service Provideiciesl
and in all these cases the PoC Session is ownaddifter PoC Server.

NOTE 6: When serving a PoC Client compliant onlytte OMA PoC version 1.0 specification, the Pgptiting PoC

either

Function and the Controlling PoC Function of antmt PoC Group Session or of a 1-1 PoC Session are
always in the same PoC Server according to subelaisla Backward compatibility,

1. MAY reject the SIP INVITE request with a SIP 5&ervice Unavailable” response depending on theevaf

the requested QoE Profile if QOE Profiles are esdibind a risk of congestion exists as specifig®@MA-PoC-UP]
"Procedures at the PoC Server performing the Pautithg PoC Functioh The PoC Server MAY include a Retry-
After header to the 503 "Service Unavailable" resgoas specified in [RFC3261];

NOTE 7: The PoC Client is allowed to re-attemptBo€ Session establishment after the time defigetido Retry-

After header.

2. SHALL perform actions to verify the Authenticdt®riginator's PoC Address of the Inviting PoC Ussed
authorize the request according to local policy éimt authorized the PoC Server SHALL return B 803
"Forbidden" response with the warning text sel &1 'Function not allowed due to <detailed reasas>specified in
subclause 5.8Warning header!" Otherwise, continue with the rest of the steps;

3. SHALL validate that the new Media Parametersatridast one codec offered in the SIP INVITE rexjaee
acceptable by the PoC Server when staying on thdiaMmath and if not reject the request with a BB “Not
Acceptable Here" response. Otherwise, continue thighrest of the steps;
4. SHALL behave as a B2BUA according to rules armt@dures of [RFC3261] for the duration of the FR#3sion,
when staying on the Media path;
5. SHALL authorize according to local policy whethlee served PoC User indicated by the Authentitate
Originator's PoC Address is entitled to requestumbanswer override, if a Priv-Answer-Mode headih the
value 'Auto’ is present in the incoming SIP INVIT&guest and if not authorized or if manual answerade is not
supported the PoC Server SHALL return a SIP 4030iEden” response with the warning text set to 'E@fction
not allowed due to <detailed reason>' as spedifieibclause 5.8Narning header. Otherwise continue with the
rest of the steps;
6. SHALL check if the number of maximum Simultaned®oC Sessions for the PoC Client has exceediw if
PoC Service Settings for the Simultaneous PoC @esS8upport is set to "SSS active". If exceedesl PthC Server
SHALL respond with a SIP 486 "Busy Here" respongt the warning text set to '104 Too many Simultare
PoC Sessions' as specified in subclause\W#&tiing headér Otherwise, continue with the rest of the steps;
7. SHALL check the total size of text content ie tBubject header, if Included Text Content is sujgpldby the
PoC Server and if Subject header is included, ftiitotal size exceeds a configurable max sizeoxe the text
content;
8. SHALL perform the following actions, if Includeédedia Content is supported by the PoC Server time:dia
content is included in one or more MIME body:

a) authorize the Media Type of the media contemtliMIME bodies using a Service Provider confichlea

setting and if at least one Media Type is not aidwend a SIP 415 "Unsupported Media Type", thed38

"Unsopprted Media Type" response SHALL include:

i. the Accept header with the acceptable Media $\hat the PoC Server would accept according &srul
and procedures of [RFC3261]; or,

ii. the Accept-Encoding header with the encodingrfats that the PoC Server would accept according to
rules and procedures of [RFC3261]; or,

iii. both
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and do not continue with the rest of the steps.

b) Check the total size of all MIME bodies contamimedia content and if the total size exceeds a
configurable max size, based on a Service Proyidkey either,

i. send a SIP 413 "Request Entity Too Large" resp@nd do not continue with the rest of the steps;
ii. remove all MIME bodies containing media content

- 9. SHALL check if a Resource-Priority header iduged in the SIP INVITE request according to rides!
procedures of [RFC4412], if the 'Official Governmélse' QoE Profile is supported. If included the&CPerver
SHALL:

a) perform actions to authorize the Resource-Ryibeader, as specified in subclause R8E Profiles. If
the Resource-Priority header cannot be authorthed?oC Server SHALL reject the request with a&)B
"Forbidden" response with the warning text seli®'<RequestedQoE> QoE Profile not authorized' as
specified in subclause 5.8Varning header,

b) check that the QoE Profile attribute containethie SDP offer indicates 'Official Government U3eE
Profile, as specified in subclause E.3Q0E Profile'. If the QoE Profile attribute indicates other QBEfile,
the PoC Server SHALL reject the request with a#)B "Forbidden” response with the warning textset
'114 QoE Assignment Error' as specified in sub@dus Warning headet,

c¢) cache 'Official Government Use' as the Local @o&file assigned to the PoC User; and,

d) apply preferential treatment to the SIP requesspecified in [RFC4412], skip the next step prdeed
with the rest of the steps;

- 10. SHALL perform actions to authorize the QoE Beddttribute included in the PoC Client SDP offes,specified
in subclause 5.8Q0E Profiles, if QOE Profiles are enabled and a QoE Profitalaite is included in the PoC
Client SDP offer. The PoC Server SHALL:

a) cache the authorized QoE Profile as the Loc@l Rmfile assigned to the PoC User if the requeStel
Profile is authorized; or,
b) return a SIP 403 "Forbidden" response with themng text set to '115 <RequestedQoE> QoE Profite
authorized' as specified in subclause S\&tning headerif the requested QoE Profile cannot be authorized
Otherwise continue with the rest of steps.

- 11. MAY remove the Subject header;

- 12. MAY remove the Alert-Info or the Call-Info heaxdor both;

NOTE 8: The reason for removing the Alert-Info headr the Call-Info header may be a local policytia PoC Server.

- 13. SHALL generate a SIP INVITE request as spetifiesubclause 7.3.1.General;
- 14. SHALL include as the contents of the Request:UR

a) the Conference-Factory-URI at the PoC Serverigireg the Controlling PoC Function in accordandéhw
Service Provider Policies, when the received SIPITNE request contains a Request-URI owned by tbig P
Server and the Controlling PoC Function is to tmvjgted by other PoC Server in accordance with $ervi
Provider Policies;

b) copy the received Request-URI including the ®es8ype uri-parameter and any other uri-parameter
present in the received Request-URI; or,

c) resolve back the received Request-URI to thelSPreceived in the Contact header from the Po@e&e
performing the Controlling PoC Function within t8&° 200 "OK" response to the initial SIP INVITE texpt
in the case of re-join.

- 15. SHALL include in the SIP INVITE request a MIMEDP body as an SDP offer based on the SDP oftbein
received SIP INVITE request from the PoC Clienspscified in the subclause 7.3.1.8DP offer generation in
case of On-demand sessipn

- 16. SHALL include the MIME bodies and the assoda@®ntent-Disposition headers in the incoming SIFITE
request into the outgoing SIP INVITE request asHigel in [RFC2046], if Included Media Content isgported by
the PoC Server and if media content is includeshia or more MIME body of the incoming SIP INVITEjest;
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or

17. SHALL include a Resource-Priority header acogydo rules and procedures of [RFC4412] set tostdiae
indicated in the Resource-Priority header of the BIVITE request from the PoC Client, if the 'Oféic
Government Use' QoE Profile is supported and iEadRrce-Priority header was present in the SIP T¥equest
from the PoC Client;

18. SHALL include the Subject header received aitttoming SIP INVITE request into the outgoing 8\¥ITE
request, if Text Content is supported by the Po@eéend if text content is included in Subject dhera

19. SHALL include the Alert-Info header and Calfdrheader received in the incoming SIP INVITE resjusato
the outgoing SIP INVITE request, if Referenced Me@bntent is supported by the PoC Server anddfexence to
media content is included in Alert-Info header atl@nfo header or both; and,

NOTE 9: The '+g.poc.interworking' is included s INVITE by the PoC Interworking Agent, behaviilig a
PoC Client on behalf of a PoC Remote Access U€ISRIALL NOT include a sip.instance feature taghie
Contact header of the outgoing SIP INVITE requasd,

21. SHALL send the SIP INVITE request towards tl€Server performing the Controlling PoC Function
according to rules and procedures of the SIP/IReCor

1. SHALL act as a SIP proxy according to rules pratedures of [RFC3261] for the duration of the FR&Ssion,
when not staying in media and Talk Burst Contrahpa

2. SHALL check the total size of text content ie Bubject header, if Included Text Content is sujggoby the
PoC Server and if Subject header is included, fiiebitotal size exceeds a configurable max sizere the text
content;

3. SHALL perform the following actions, if Includédedia Content, or Text Content ,or Referenced &tntent
is supported by the PoC Server and if media comsantluded in one or more MIME body:

a) authorize the Media Type of the media contetliMIME bodies,or Subject header, or Alert-Infedder
using a Service Provider configurable setting drad ieast one Media Type is not allowed send a31®
"Unsupported Media Type". The SIP 415 "Unsuppohtediia Type" response SHALL include:

i. the Accept header with the acceptable Media $ypat the PoC Server would accept according &srul
and procedures of [RFC3261]; or,
ii. the Accept-Encoding header with the encodingrfats that the PoC Server would accept according to
rules and procedures of [RFC3261]; or,
iii. both.

and do not continue with the rest of the steps.

b) Check the total size of all the MIME bodies @ning media content and if the total size exceeds
configurable max size, based on a Service ProWRdécy either,

i. send a SIP 413 "Request Entity Too Large" resp@nd do not continue with the rest of the steps;
ii. remove all MIME bodies containing media content

4. SHALL check if a Resource-Priority header iduged in the SIP INVITE request according to rudes!
procedures of [RFC4412], if the 'Official Governmeélse' QoE Profile is supported. If included theCPgerver
SHALL:

a) perform actions to authorize the Resource-Ryibeader, as specified in subclause R8E Profiles. If

the Resource-Priority header cannot be authortbed?0oC Server SHALL reject the request with a&IB
"Forbidden" response with the warning text seli®'<RequestedQoE> QoE Profile not authorized' as
specified in subclause 5.8Varning headet;

b) check that the QoE Profile attribute containethie SDP offer indicates 'Official Government U3eE
Profile, as specified in subclause E.3Q0E Profile'. If the QoE Profile attribute indicates other QBEfile,
the PoC Server SHALL reject the request with a#IB "Forbidden" response with the warning textiset
'115 <RequestedQoE> QoE Profile not authorizedpasified in subclause 5.8Varning headétr Otherwise
proceed with the rest of the steps; and,

c) apply preferential treatment to the SIP requesspecified in [RFC4412], skip the next step pidteed
with the rest of the steps.
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5. SHALL perform actions to authorize the QoE Reoéittribute included in the PoC Client SDP oftes,specified
in subclause 5.8Q0E Profiles, if QoE Profiles are enabled and a QoE Profitalaite is included in the PoC
Client SDP offer. The PoC Server SHALL:
a) return a SIP 403 "Forbidden" response with thenimg text set to '115 <RequestedQoE> QoE Profite
authorized' as specified in subclause S\&tning headerif the requested QoE Profile cannot be authorized
Otherwise continue with the rest of steps.
6. SHALL include a Record-Route header containitgfa identifying its own address; and,

7. SHALL forward the SIP INVITE request towards #eC Server performing the Controlling PoC Function

Upon receiving a SIP 180 "Ringing" response andnithe PoC Server is acting as a B2BUA, the PoCe3erv

- 1. SHALL cache the list of supported SIP methodsdkived in the Allow header;
- 2. SHALL cache the contact if received in the Cohteeader;

- 3. SHALL generate a SIP 180 "Ringing" responsén&SIP INVITE request as specified in the subclalSel.1
"General;

- 4. SHALL include Warning header(s) received in imbag SIP 180 "Ringing" response; and,
- 5. SHALL forward the SIP 180 "Ringing" responsehe PoC Client according to rules and procedurekef
SIP/IP Core.

Upon receiving a SIP 180 "Ringing" response andnithe PoC Server is acting as a SIP proxy the Ro@8 SHALL
forward the SIP response towards the initiating Rdi€nt according to rules and procedures of [RF&132

Upon receiving a SIP 200 "OK" response, the Po@e3as acting as a B2BUA, the PoC Server:

- 1. SHALL cache the list of supported SIP methodsdkived in the Allow header;
- 2. SHALL cache the contact received in the Contaeider;
- 3. SHALL generate a SIP 200 "OK" response as sigeldifi the subclause 7.3.1.G&éneral,;

- 4. SHALL include in the SIP 200 "OK" response a MENBDP body as an SDP answer as specified in thaaside
7.3.1.1c SDP answer generation

- 5. SHALL include unmodified a P-Answer-State he&tlarP-Answer-State header was present in theniirog SIP
200 "OK" response;

- 6. SHALL include Warning header(s) received inittmoming SIP 200 "OK" responses.

- 7. SHALL send the SIP 200 "OK" response to the Rtiént according to rules and procedures of SIEtPe; and

- 8. SHALL interact with User Plane as specified@MA-PoC-UP]"Participating PoC Function procedures at PoC
Session initialization"

Upon receiving a SIP 200 "OK" response, when th@ Berver is acting as a SIP proxy

- 1. SHALL forward the SIP 200 "OK" response towdrd initiating PoC Client according to rules andgaedures of
[RFC3261] and SIP/IP Core;

- 2. SHALL continue to act as a SIP proxy for theation of the PoC Session.

Upon receiving a SIP final response other thanPaZBl0 "OK", the PoC Server SHALL forward the SiRafiresponse along
the signalling path towards the initiating PoC 6lie

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechasis
according to rules and procedures of [3GPP TS 24 2B8GPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.1.5 PoC Session initiation using Pre-establishe  d Session

Upon receiving a SIP REFER request containingé&Request-URI a SIP URI of a Pre-established Sessimed by this
PoC Server and if the "method" parameter in theeRief header is set as "INVITE" or is not presém, PoC Server:

- 1. SHALL check if the number of maximum SimultanedoC Sessions for the PoC Server has exceeded. If
exceeded, the PoC Server SHALL respond with a 867'Busy Here" response with the warning text sét104
Too many Simultaneous PoC Sessions' as specifigghiclause 5.6Warning headér Otherwise, continue with
the rest of the steps;
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2. SHALL check whether the Contact header inclutlesPoC Discrete Media feature tag '+g.poc.disoretia’. If
it is present, and if the Pre-established Sessias dot include the PoC Discrete Media feature tag
'+g.poc.discretemedia’, the PoC Server SHALL refeetincoming SIP REFER request with a SIP 403Bkeolen”
response and not continue with the rest of thesstep

- 3. SHALL authorize according to local policy whetliee Served PoC User indicated by the Authentitate
Originator's PoC Address is entitled to requestumbanswer override, if a Priv-Answer-Mode headih the
value 'Auto’ is present in the incoming SIP REFERuest and if not authorized or if manual answeribde is not
supported the PoC Server SHALL return a SIP 403WiEden" response with the warning text set to 'E@fction
not allowed due to <detailed reason>' as spedifiatibclause 5.6Warning header Otherwise continue with the
rest of the steps;

- 4. SHALL check the SIP URI in the Refer-To headfethe SIP URI in the Refer-To header does notudelthe
Session Type uri-parameter "session=adhoc", "sesgiearranged" or "session=chat" the PoC Server:

a) SHALL perform the procedures as specified inIZ&"Adding Participants to PoC Session Requast do
not do anything else in this subclause.

- 5. SHALL behave as a B2BUA according to rules armt@dures of [RFC3261] for the duration of the PoC
Session;

- 6. SHALL generate a final SIP response 2xx accarttirrules and procedures of [RFC3515];

- 7. SHALL check the presence of the Refer-Sub heafitre SIP REFER request and if it is presentiahds the
value 'false' then the PoC Server SHALL includéhimresponse to the SIP REFER request a Refer<&adehset
to ‘false’ according to rules and procedures ofJ&RF88];

- 8. SHALL check if a Resource-Priority header iduged in the SIP REFER request according to rubeks a
procedures of [RFC4412], if the 'Official Governmélse' QoE Profile is supported. If included the&CPerver
SHALL:

a) perform actions to authorize the Resource-Ryibeader, as specified in subclause R8E Profiles. If
the Resource-Priority header cannot be authorthed?oC Server SHALL reject the request with a&B
"Forbidden" response with the warning text seli®'<RequestedQoE> QoE Profile not authorized' as
specified in subclause 5.8Varning headet;

b) check that the QoE Profile assigned to the Btabtished session is 'Official Government Use' Qodile,
as specified in subclause E.3QdE Profilé'. If the QoE Profile assigned to the Pre-establisbession is
other QoE Profile, the PoC Server SHALL reject tbguest with a SIP 403 "Forbidden” response wi¢h th
warning text set to '115 <RequestedQoE> QoE Proéiteauthorized' as specified in subclause Warhing
headef; and,

c) apply preferential treatment to the SIP requeestgpecified in [RFC4412], and proceed with tist oéthe
steps.

- 9. MAY remove the Subject header from the URI & Refer-To header;

- 10. MAY remove the Alert-Info or the Call-Info heador both from the URI of the Refer-To header;

- 11. SHALL send the SIP response to the SIP REFERest towards the PoC Client according to rules and
procedures of the SIP/IP Core;

- 12. SHALL generate a SIP INVITE request as spetifiesubclause 7.3.1.General;

- 13. SHALL insert a Request-URI using the URI, andgible Session Type and Dispatch Type uri-parasietet
of the Refer-To in the SIP REFER request;

- 14. SHALL include a Resource-Priority header act@ydo rules and procedures of [RFC4412] set tostiae
negotiated during the Pre-established Sessionliess$taient, if the 'Official Government Use QoE Plafis
supported and if this is the QoE Profile assigrethé Pre-established Session;

- 15. SHALL include in the SIP INVITE request a MIMEDP body as an SDP offer as specified in the subela
7.3.1.1b SDP offer generation in case of Pre-establishedi8dsbased on the SDP negotiated during the Pre-
established Session establishment as specifiedesigec7.3.1.2Pre-established Sessign

- 16. SHALL include the Subject header into the oing&IP INVITE request, if received in the URI oéfer-To
header of the incoming SIP REFER request and if Textent is supported by the PoC Server;

- 17. SHALL include the Alert-Info header, Call-Infiader or both into the outgoing SIP INVITE requist

received in the URI of the Refer-To header of timming SIP REFER request and if Referenced Medi#ent is
supported by the PoC Server;
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- 18. SHALL include the media content in MIME bodarsd associated Content-Disposition headers into the
outgoing SIP INVITE request, if received media @mtin MIME body of the SIP REFER request and Ideld
Media Content is supported by the PoC Server;

- 19. SHALL send the SIP INVITE request towards t€RServer performing the Controlling PoC Function
according to rules and procedures of the SIP/IReCand,

NOTE: B2BUA do not forward any SIP provisional dioral responses.

- 20. SHALL generate and send to the PoC Client SIHIRY request(s) as specified in the subclausel 7.2.
"Generating a SIP NOTIFY request to the SIP REFERest based on the progress of the invitation, if trefeR-
Sub header is not present or is set to 'true'drSii® REFER request.

Upon receiving SIP provisional responses for thHe IBIVITE request(s) the PoC Server:

- 1. SHALL cache the list of supported SIP methodsdkived in the Allow header;
- 2. SHALL cache the contact if received in the Cohteeader; and,
- 3. SHALL discard the received SIP responses witfawtarding them.

Upon receiving a SIP 200 "OK" response for the IBIRPITE request the PoC Server:

- 1. SHALL cache the list of supported SIP methodsdkived in the Allow header;
- 2. SHALL cache the contact received in the Contaetder; and,

- 3. SHALL interact with the User Plane as specifrefOMA-PoC-UP]"Participating PoC Function procedures at
PoC Session initializationivhen a PoC Session is initiated,;

Upon receiving a SIP 403 "Forbidden” response Withwarning code 399 and the warning text '105cisfaalready
assigned', or a SIP 503 "Service Unavailable", 81486 "Busy Here", or a SIP 488 "Not Acceptaidze”, or a SIP 417
"Unknown Resource Priority", the PoC Server SHAldngrate and send to the PoC Client a SIP NOTIFYMe®itas
specified in the subclause 7.2.1.13¢herating a SIP NOTIFY request to the SIP REFERes!, if the Refer-Sub header is
not present or is set to 'true' in the SIP REFERiest.

Upon receiving a SIP final response other than 3xx, or a SIP response other than specificallytinaed above, the PoC
Server:

- 1. SHALL discard the received SIP responses witfawtarding them.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechas)is
according to rules and procedures of [SGPP TS 24 28GPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.1.6 PoC Session modifications

Upon receiving a SIP UPDATE request or a SIP redMN&/request from the PoC Client during an on-gdtogC Session
including a new SDP offer as specified by [RFC32&4d [RFC4566] a PoC Server acting as a B2BUA:

- 1. SHALL validate that the received SDP offer im#g at least one Media Stream for which the Mediafeters
and at least one codec or Media format is acceptalthe PoC Server and if not reject the requébtavSIP 488
"Not Acceptable Here" response. Otherwise contimitle the rest of the steps;

- 2. SHALL check if a Resource-Priority header iduged in the SIP re-INVITE or SIP UPDATE request@ding
to rules and procedures of [RFC4412], if the 'GélicGovernment Use' QoE Profile is supported. tuded the
PoC Server SHALL:

a) perform actions to authorize the Resource-Ryibeader, as specified in subclause R8E Profiles. If
the Resource-Priority header cannot be authorthed?oC Server SHALL reject the request with a&)B
"Forbidden" response with the warning text seli%'<RequestedQoE> QoE Profile not authorized' as
specified in subclause 5.8Varning header,

b) check that the QoE Profile attribute containethie SDP offer indicates 'Official Government U3eE
Profile, as specified in subclause E.3Q0E Profile'. If the QoE Profile attribute indicates other QBEfile,
the PoC Server SHALL reject the request with a#IB "Forbidden” response with the warning textset
'114 QoE Assignment Error' as specified in sub@dus Warning headet,

c¢) cache 'Official Government Use' as the Local @o&file assigned to the PoC User; and,
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d) apply preferential treatment to the SIP requesspecified in [RFC4412], skip the next step prdeed
with the rest of the steps.
3. SHALL perform actions to authorize a QoE Profiteribute included in the PoC Client SDP offerspscified in
subclause 5.8Q0E Profiles, if QOE Profiles are enabled, a QoE Profile htite is included in the received SDP
offer and the value of the included QoE Profileiktite is different than the Local QoE Profile fbe on-going PoC
Session. The PoC Server SHALL:
a) cache the requested QoE Profile as the Localyofle assigned to the PoC User if the requeQtef
Profile is authorized; or,
b) return a SIP 403 "Forbidden" response with thenimg text set to '115 <RequestedQoE> QoE Profite
authorized' as specified in subclause S\@&fning headerif the requested QoE Profile cannot be authorized
Otherwise continue with the rest of steps.
4. MAY generate a SIP UPDATE request accordingitesrand procedures of [RFC3311] , if the PoC Serve
supports the SIP UPDATE request and if
a) the PoC Server performing the Controlling Po@dion has indicated support for the SIP UPDATE
method;

b) the offered Media Streams and the offered Média- Control Entities are used in the PoC Sessipthe
PoC Client; and,

c) the offered Media-floor Control Entity binding @ach Media Stream used and offered is the sameeak
and SHALL generate a SIP re-INVITE request accardinrules and procedures of [RFC3261] , if the SIP
UPDATE request is not generated.

5. SHALL include in the SIP request a MIME SDP badyan SDP offer as specified in subclause 7.3"SD&
offer generation in case of On-demand session

6. SHALL include a Resource-Priority header acanydd the rules and procedures of [RFC4412], stidoalue
included in the received SIP re-INVITE or SIP UPCRATequest, if the 'Official Government Use' QoEfieads
supported and if an authorized Resource-Priorigdlee was included in the received SIP re-INVITESG?
UPDATE request;

7. SHALL NOT include a sip.instance feature taghi@ Contact header of the outgoing SIP request; and

8. SHALL send the SIP request towards the PoC $@erdforming the Controlling PoC Function withireth
existing SIP dialog according to rules and procedwf the SIP/IP Core.

Upon receiving a SIP 200 "OK" response the PoCe&8erv

1. SHALL generate a SIP 200 "OK" response to the HPDATE request and SIP re-INVITE according tesul
and procedures of [RFC3261];

2. SHALL include a MIME SDP body in the SIP 200 "Ot¢sponse as the SDP answer according to rules and
procedures of [RFC3264] and [RFC2327] with the hedia Parameters;

3. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"User Plane adaptationfor updating the
User Plane with the newly negotiated codecs andidledrameters from the received SDP answer, iPtE@
Server is in the Media path and if the received SD&wer includes changes in codecs or Media fororadtéedia
Parameters from those earlier accepted;

4. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"Participating PoC Function procedures
whendisconnecting from a Medialf the PoC Server is in the Media path and if ed\& Stream previously used in
the PoC Session was marked as rejected in theveet8DP answer or if the current Media-floor CohEntity
binding of a Media, that is currently used in tlgCPSession and accepted in the SDP answer, ib@sgime as in
the received SDP answer;

5. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"Participating PoC Function procedures
whenconnecting to a Medialf the PoC Server is in the Media path and if a Meftream not previously used in
the PoC Session was accepted in the received S&Reaor if the current Media-floor Control Entitinding of a
Media, that is currently used in the PoC Sessiaghamtepted in the SDP answer, is not the sameths received
SDP answer; and;

6. SHALL include the PoC Session Identity in a Gahheader when the On-demand Session is usediende
conference URI which identifies Pre-establisheds®eswhen the Pre-established Session is used;

7. SHALL send a SIP 200 "OK" response towards th€ Elient according to rules and procedures ofIBIEbre.
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NOTE 1: In case the Media Streams, the codecdyithita formats or the Media Parameters have beaegetiated for

the PoC Session established within Pre-establiSesdion, they are valid in the Pre-established@eatso
after the PoC Session is released.

Upon receiving a SIP UPDATE request or a SIP redM&/request from the PoC Client during an on-gdfugC Session a
PoC Server acting as a SIP proxy SHALL act accarttinrules and procedures of [RFC3261] and [RFCH41

NOTE 2: Per [RFC 4412] a PoC Server acting as &Ry authorizes a Resource-Priority header irexdiich a SIP

request, and can reject a SIP request with an hodrnéd Resource-Priority header.

Upon receiving SIP final response other than SI®P"ZIK" the PoC Server SHALL forward the SIP respotsthe PoC
Client according to rules and procedures of SIE/tire.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS Session
mechanisms according to rules and procedures dP3TS 24.229] / [3GPP2 X.S0013.4] with the clasfions given in
this subclause.

7.3.1.7

SIP SUBSCRIBE request

Upon receiving a SIP SUBSCRIBE request that costai8IP URI corresponding to a PoC Session ownédi®yoC
Server the PoC Server:

1. SHOULD check if a Resource-Priority header @uded in the SIP SUBSCRIBE request according liesrand
procedures of [RFC4412], if the 'Official Governmélse' QoE Profile is supported. If included the&CPerver
SHALL:

a) perform actions to authorize the Resource-Ryibeader, as specified in subclause R8E Profiles. If
the Resource-Priority header cannot be authorthed?oC Server SHALL reject the request with a&)B
"Forbidden" response with the warning text seli®'<RequestedQoE> QoE Profile not authorized' as
specified in subclause 5.8Varning headét;, and,

b) apply preferential treatment to the SIP requessspecified in [RFC4412], and proceed with ttst oéthe
steps;
2. SHALL perform the Controlling PoC Function a®sified in subclause 7.2.1.11.%ubscribing to Participant
Informatiori'.

If the PoC Server receives a SIP SUBSCRIBE reghestcontains a PoC Session Identity or PoC Grdeptlty not owned
by this PoC Server, the PoC Server:

1. SHALL insert a Record-Route header containitdrad identifying its own address, if the PoC Semeants to
stay on the signalling path;
2. SHALL insert a Request-URI by resolving back tbeeived Request-URI to the SIP URI received enGlontact
header from the PoC Server performing the Contrgl?oC Function within the SIP 200 "OK" responsthto
initial SIP INVITE request, if the PoC Server idiag as a B2BUA for the PoC Session;
3. SHALL check if a Resource-Priority header iduged in the SIP SUBSCRIBE request according tesraind
procedures of [RFC4412], if the 'Official Governmélse' QoE Profile is supported. If included the&CPerver
SHALL:
a) perform actions to authorize the Resource-Ryibeader, as specified in subclause R8E Profiles. If
the Resource-Priority header cannot be authortbed?0oC Server SHALL reject the request with a&IB
"Forbidden" response with the warning text seli®'<RequestedQoE> QoE Profile not authorized' as
specified in subclause 5.8Varning headet;
b) include a Resource-Priority header set to thees@alue as the one received in the SIP SUBSCRégHast
received from the PoC Client; and,

c) apply preferential treatment to the SIP requeestgpecified in [RFC4412], and proceed with tist oéthe
steps.
4. SHALL NOT include a sip.instance feature taghie Contact header of the outgoing SIP SUBSCRRJest;
and,

5. SHALL forward the SIP SUBSCRIBE request towatds SIP/IP Core.
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Upon receiving a SIP final response PoC Server SHidkward the SIP final response along the sigrapath towards the
initiating PoC Client according to rules and proged of [RFC3261].

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS medmanis
according to rules and procedures of [3GPP TS 24 28GPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.1.8 SIP REFER request received

Upon receiving a SIP REFER request containing&Rkquest-URI a conference URI that identifieseadatablished
Session owned by this PoC Server, the PoC Server:

- 1. SHALL perform the procedures specified in substa7.3.1.5P0oC Session Initiation using Pre-established
Sessiol if the "method" parameter in the Refer-to heddeset as "INVITE" or is not present; or

- 2. SHALL perform the procedures specified in subs&a7.3.1.10.2SIP REFER BYE request from the PoC Client -
Pre-established Session caséthe "method" parameter in the Refer-to heddeset as "BYE".

Upon receiving a SIP REFER request containing@Rbquest-URI a SIP URI of a PoC Session not ovgetis PoC
Server, the PoC Server:

- 1. SHALL insert a Record-Route header containiagiwn address, if the PoC Server wants to stapen t
signalling path; and,

- 2. SHALL forward the SIP REFER request towardsGoatrolling PoC Function according to rules andceaures
of the SIP/IP Core.

Upon receiving a SIP final response to the SIP REFEguest that the PoC Server forwarded, the Po@68HALL
forward the SIP final response along the signgtiath towards the initiating PoC Client accordingutes and procedures of
[RFC3261].

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechais
according to rules and procedures of [3GPP TS 24 2B8GPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.1.9 SIP CANCEL request

Upon receiving a SIP CANCEL request from the Poi@i@] a PoC Server acting as a B2BUA:

- 1. SHALL act as UAS according to rules and proceduf [RFC3261]; and,
- 2. SHALL cancel the SIP INVITE request towards B@C Server performing the Controlling PoC Functeting
as UAC according to rules and procedures of [RFQCB26

When acting as a SIP proxy the rules and procedgepecified in [RFC3261] SHALL be applied.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS medaimanis
according to rules and procedures of [TS24.223{FHP2 X.S0013.4] with the clarifications given liistsubclause.

7.3.1.10 SIP BYE request from PoC Client

7.3.1.10.1 SIP BYE request from PoC Client — On-dem and Session case

Upon receiving a SIP BYE request from the PoC Clika PoC Server acting as a B2BUA:

- 1. SHOULD check if a Resource-Priority header @duded in the SIP BYE request according to rules an
procedures of [RFC4412], if the 'Official Governmélse' QoE Profile is supported. If included the&CPerver
SHALL:

a) perform actions to authorize the Resource-Ryibeader, as specified in subclause R8E Profiles. If
the Resource-Priority header cannot be authorthed?oC Server SHALL skip step b and proceed whi¢h t
rest of the steps; and,

b) apply preferential treatment to the SIP requessspecified in [RFC4412], and proceed with ttst oé the
steps.

- 2. SHALL generate a SIP 200 "OK" response and #endards PoC Client according to rules and procesl of
the SIP/IP Core;
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3. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"Participating PoC Function procedures at
PoC Session releas&r releasing User Plane resources associated witBlth&ession with the PoC Client;

- 4. SHALL generate a SIP BYE request;

- 5. SHALL include a Resource-Priority header, acowydo rules and procedures of [RFC4412] set tcstrae
value as the one received in the SIP BYE requégiie PoC Server supports 'Official Government'U3eE Profile
and a Resource-Priority header was present in fn&83BE request received from the PoC Client and if
authorization of the Resource-Priority header wasassful in step 1 a);

- 6. SHALL include a Privacy header, according tesuhnd procedures of [RFC3325], with the valuécstie
received SIP request Privacy header value, if the®y header is included in the received SIP regjue

- 7.SHALL NOT include a sip.instance feature taghiea Contact header of the outgoing SIP BYE reqzest;
- 8. SHALL send the SIP BYE request towards the Pewe3 performing the Controlling PoC Function aciiog to
rules and procedures of the SIP/IP Core.

Upon receiving a SIP 200 "OK" response to the SYEBequest the PoC Server SHALL interact with theetJPlane as
specified in [OMA-PoC-UP]Participating PoC Function procedures at PoC Sesgielease'for releasing User Plane
resources associated with the SIP Session witRdl@zServer performing the Controlling PoC Function

When acting as a SIP proxy the rules and procedsepecified in [RFC3261] SHALL be applied

NOTE: Per[RFC 4412] a PoC Server acting as a 8Ryican reject a SIP request with an unauthorizesburce-
Priority header.

When the SIP/IP Core corresponds with 3GPP/3GPR, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.1.10.2 SIP REFER BYE request from PoC Client — Pre-established Session case

Upon receiving from the PoC Client a SIP REFER esfjwith the method parameter set to value "BYBh@&Refer-To
header the PoC Server:

- 1.in case of a PoC Session is established witRireaestablished Session as specified in subckls22.2 PoC
Client initiates an Ad-hoc PoC Group Session arfdAeC Sessidnthe PoC Server

a) SHALL perform the procedures as specified inckuse 7.2.1.9.2S1P REFER BYE request received when
using a Pre-established SessioRo not continue the rest of the steps.

- 2.in case of a PoC Session is established wittéreBtablished Session, as specified in subclaise .3 PoC
Client initiates a Pre-arranged PoC Group Sessiofoms a Chat PoC Group Sessfoor by sending a TBCP
message to the PoC Client as specified in [OMA-R#~'Participating PoC Function procedures at PoC Sessi
initialization", the PoC Server

a) SHOULD check if a Resource-Priority header @uded in the SIP REFER request according to rahes
procedures of [RFC4412], if the 'Official Governn&lse' QoE Profile is supported. If included theCPo
Server SHALL:

i. perform actions to authorize the Resource-Ryidreader, as specified in subclause R8E Profiles. If

the Resource-Priority header cannot be authorthed?0C Server SHALL skip step ii and proceed With
rest of the steps; and,

ii. apply preferential treatment to the SIP requastspecified in [RFC4412], and proceed with dwt of
the steps;

b) SHALL extract from the Refer-To header the P@&Sston Identity that the PoC Client wants to leave;

c) SHALL generate a final SIP 2xx response to tie FEFER request according to rules and procedhires
[RFC3515];

d) SHALL include in the response to the SIP REFE&uest a Supported header with the option tag
'norefersub’ according to rules and procedureRB{J4488], if the SIP REFER request was an initigl S
request received outside of an existing dialog;

e) SHALL check the presence of the Refer-Sub heafdttie SIP REFER request and if it is presentiahds
the value ‘false’ then the PoC Server SHALL includihe response to the SIP REFER request a Reter-S
header set to 'false' according to rules and proesdf [RFC4488];
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f) SHALL send the SIP response to the SIP REFEReasigtowards the PoC Client according to rules and
procedures of the SIP/IP Core;

g) SHALL generate a SIP BYE request and set thaiBseURI to the PoC Session Identity;

h) SHALL include a Resource-Priority header, acoggdo the rules and procedures of [RFC4412] sétéo
same value as the one received if the PoC Serpposts 'Official Government Use' QoE Profile and a
Resource-Priority header was present in the SIPEHRERquest received from the PoC Client and if
authorization of the Resource-Priority header waassful in step 2 a) i;

i) SHALL include a Privacy header, according tcesuind procedures of [RFC3325], with the valuécstie
received SIP request Privacy header value, if thea€y header is included in the received SIP regue

j) SHALL send the SIP BYE request towards the Galitrg PoC Function according to rules and procedur
of the SIP/IP Core;

k) SHALL upon receiving a SIP 200 "OK" responsetfug SIP BYE request interact with the User Plane a
specified in [OMA-PoC-UP] Participating PoC Function procedures at PoC Sessieaseé for releasing
User Plane resources towards the Controlling Pa@tan; and,

I) SHALL generate and send the PoC Client a SIP Nk Tequest(s) as specified in the subclause 71.2.1.

"Generating a SIP NOTIFY request to the SIP REFEfRest based on the progress of the BYE request, if
the Refer-Sub header is not present or it is s#tue' in the SIP REFER request.

NOTE: A SIP REFER request according to rules angguiures of [RFC3515] or [RFC5368] is an implicit
subscription to event "refer" in case the Refer-Beader is not present or is set to 'true’.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechasis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.1.10.3 Pre-established Session release request  from PoC Client

Upon receiving a SIP BYE request from the PoC Cheithin a Pre-established Session the PoC Server:

- 1. SHOULD check whether there is a PoC Sessiorgubkim Pre-established Session. If there is noh, tihhe PoC
Server
a) SHALL check if a Resource-Priority header iduded in the SIP BYE request according to the raled
procedures of [RFC4412], if the 'Official Governn&lse' QoE Profile is supported. If included theCPo
Server SHALL:
i. perform actions to authorize the Resource-Ryidreader, as specified in subclause R8E Profiles. If
the Resource-Priority header cannot be authorthed?oC Server SHALL skip step ii and proceed with
rest of the steps; and,
ii. apply preferential treatment to the SIP requastspecified in [RFC4412], and proceed with dwt of
the steps;
b) SHALL interact with the User Plane as specifieffOMA-PoC-UP] "Participating PoC Function
procedures at PoC Session reléafe disconnecting the User Plane resources tosviird PoC Client; and,
c) SHALL generate and send a SIP 200 "OK" resptmsiee SIP BYE request according to rules and
procedures of the SIP/IP Core.
- 2. SHALL check whether there is a PoC Session usiad’re-established Session and the PoC Sessiontislled
by this PoC Server. If there is then the PoC Server
a) SHALL remove the owner from the PoC Sessiondrfguming the procedures as specified in subclause
7.2.1.9.3 SIP BYE request received within a Pre-establishestisri; and,
b) SHALL generate and send a SIP 200 "OK" resptms$iee SIP BYE request according to rules and
procedures of the SIP/IP Core;
- 3. SHALL check whether there is a PoC Session kshaent on-going using the Pre-established Sessidrthe
PoC Session is controlled by this PoC Server.dfdhs, the PoC Server:
a) SHALL cancel the request performing the procedgas specified in subclause 7.2.1.C@ricel of PoC
Session setup requést
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b) SHALL generate and send a SIP 200 "OK" resptms$ee SIP BYE request according to rules and
procedures of the SIP/IP Core; and,
¢) SHALL release the PoC Session as specifieddrstibclause 7.2.2./Removal of Participant from PoC
Sessioh if a SIP 2xx response for the SIP INVITE requiesteceived from an Invited PoC Client;

- 4. SHALL check whether there is a PoC Session kslaent on-going using the Pre-established Sessidrithe

PoC Session is controlled by another PoC Servénelt is, the PoC Server:

a) SHALL cancel the request performing the procesas specified in subclause 7.3.58'CANCEL
request;
b) SHALL generate and send a SIP 200 "OK" resptms$ee SIP BYE request according to rules and
procedures of the SIP/IP Core; and,
c) SHALL release the PoC Session as specifieddrstibclause 7.3.1.10.8IP BYE request from PoC Client
— On-demand Session casiéa SIP 2xx response for the SIP INVITE requssieceived from PoC Server
performing the Controlling PoC Function;

- 5. SHALL check whether there is a PoC Session usiaedPre-established Session, but is not contraleithis PoC
Server. If there is, then the PoC Server

a) SHALL generate a SIP BYE request and set thei&steJRI to the PoC Session Identity;

b) SHALL include a Resource-Priority header, acougdo the rules and procedures of [RFC4412] sétdo
same value if the PoC Server supports 'Official @oment Use' QoE Profile and a Resource-Prioriadbe
was present in the SIP BYE request received fraPiC Client and if authorization of the ResourdefRy
header was successful in step 1 a) i;

¢) SHALL include a Privacy header, according tesuhnd procedures of [RFC3325], with the valudcstite
received SIP request Privacy header value, if thea€y header is included in the received SIP reqjue

d) SHALL NOT include a sip.instance feature taghie Contact header of the outgoing SIP BYE request;

e) SHALL send the SIP BYE request towards the @iliig PoC Function according to the procedurethef
SIP/IP Core.

Upon receiving a SIP 200 "OK" response from thet@ling PoC Function as a response to the SIP Batitiest, the PoC
Server:

- 1. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"Participating PoC Function procedures at
PoC Session releas&r releasing User Plane resources towards the CangdtoC Function;

- 2. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"Participating PoC Function procedures at
PoC Session releasédr releasing User Plane resources towards the@®ig@t; and,

- 3. SHALL send a SIP 200 "OK" response to the Po€ntl

When the SIP/IP Core corresponds with 3GPP/3GPR, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [3GPP TS 24 2B8GPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.1.11  Group Advertisement request

Upon receiving a SIP MESSAGE request containing?b€ feature tag '+g.poc.groupad' in the Acceptt&xirheader field
the PoC Server:

- 1. SHALL reject the SIP MESSAGE request with a 8B "Forbidden" response with the warning textset21
Function not allowed due to <detailed reason>pasified in subclause 5.6Varning heade, if Group
Advertisement is not supported by the PoC Servidre@vise, continue with the rest of the steps

- 2. SHALL return a SIP 403 "Forbidden" response g warning text set to '119 Anonymity not allowasl
specified in subclause 5.8Varning heade, if anonymity is requested. Otherwise, continuthwhe rest of the
steps;

- 3. SHALL perform actions to verify the Authenticdt®riginator's PoC Address of the PoC User andaaizih the
request according to local policy, and if not auited the PoC Server SHALL return a SIP 403 "Failbid'
response with the warning text set to '121 Funatiotnallowed due to <detailed reason>' as spedifiedibclause
5.6 "Warning headér Otherwise, continue with the rest of the steps;

- 4. SHALL continue as specified in subclause 7.21Group Advertisement requésif the Request-URI contains a
SIP URI corresponding to the Exploder URI knowntly PoC Server. Otherwise, continue with the folfanstep;
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- 5. SHALL check the total size of text content ie tBubject header, if Included Text Content is sujgploby the
PoC Server and if Subject header is included, ftiitotal size exceeds a configurable max sizeoxe the text
content;

- 6. SHALL perform the following actions, if Includeédedia Content is supported by the PoC Server bt dia
content is included in one or more MIME bodies:

a) authorize the Media Type of the media contemtliMIME bodies using a Service Provider confichlea
setting and if at least one Media Type was notadlh based on a Service Provider Policy either,

i. send a SIP 415 "Unsupported Media Type", the&IP "Unsupported Media Type" response SHALL
include:

1) the Accept header with the acceptable Media 3ypat the PoC Server would accept according to
rules and procedures of [RFC3261]; or,

2) the Accept-Encoding header with the encodingtds that the PoC Server would accept according
to rules and procedures of [RFC3261]; or,

3) both
and do not continue with the rest of the steps; or,
ii. remove the MIME bodies containing the mediateni that is not allowed.

b) Check the total size of all MIME bodies contagpimedia content and if the total size exceeds a
configurable max size, based on a Service ProWdécy either,

i. send a SIP 413 "Request Entity Too Large" resp@nd do not continue with the rest of the steps;
ii. remove all MIME bodies containing media content

- 7. MAY remove the Subject header;

- 8. MAY remove the Call-Info header; and,

NOTE: The reason for removing the Subject headdrtlam reason for removing the Call-Info header imay local
policy in the PoC Server.

- 9. SHALL forward the SIP MESSAGE request to the/BRCore.

Upon receiving SIP 415 "Unsupported Media Typepogsse for the SIP MESSAGE request and if the ootgpted MIME
type is "vnd.poc.group-advertisement+xml”, the FB#2ver SHOULD re-perform actions described in shisclause only
including the MIME bodies indicated in the SIP 4Umsupported Media Type" response.

Upon receiving other SIP final response the Po@&Se8SHALL forward the SIP final response accordimgules and
procedures of [RFC3261].

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechais
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.1.12  Simultaneous PoC Session control procedure s

7.3.1.12.1 General

NOTE: This subclause provides common procedurestfa@r subclauses and is not meant to be appliedsin
referenced.

The support of Simultaneous PoC Sessions is optfonthe PoC Server. The following procedureshiis subclause are
only applicable when the PoC Server supports Sanathus PoC Sessions. In the following subclaudgsSimultaneous
PoC Sessions specific details are described, ladir atetails are specified in subclauses 7.3 Rr8-established Sessipn
7.3.1.3 Pre-established Session modificatigris3.1.4 PoC Session establishment or rejoin using On-densasdiohand
7.3.1.6 PoC Session modificatichs

7.3.1.12.2 PoC Session priority request

Upon receiving a SIP INVITE or SIP UPDATE or SIRINVITE request containing the PoC Session prigpigdyameter as
specified in E.3.1Media Burst Control Protocol MIME registratioriti the SDP offer the PoC Server:
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1. SHALL validate that the PoC Session prioritytie SDP offer is acceptable to PoC Server andtifeject the

request with a SIP 488 "Not Acceptable Here" respotherwise, continue with the rest of the steps;

- 2. SHALL check the PoC Session priority parameténcluded in the SDP offer;
a) if the PoC Session priority parameter "poc_g@dsrity” is 0 or no "poc_sess_priority” is inclutland the
local policy allows then the PoC Server SHALL $&t PoC Session priority to secondary, perform pioces
specified in [OMA-PoC-UP] Simultaneous PoC Session state diagram — per Usar
b) if the PoC Session priority value "poc_sess rjiyibis 1 and the local policy allows then the PS€rver
SHALL set the PoC Session priority to primary andwge that all other PoC Sessions have the segondar
priority, and perform procedures specified in [ONPAC-UP] 'Simultaneous PoC Session state diagram — per
User".

- 3. SHALL remove the PoC Session priority paramitéhe SDP payload when the request is forwarded to

Controlling PoC Function and the PoC Server suppo@ Session priority;

- 4. SHALL generate a SIP 200 "OK" response contgimim SDP answer that indicates the selected priorit
parameter according to rules and procedures of PRBBT] and [RFC3264]; and,

5. SHALL send the SIP 200 "OK" response to the IBIore along the signalling path.

NOTE 1: The PoC Server performing Participating Fra@ction if not recognizing a parameter will igadtrand pass it
towards PoC Server performing the Controlling Pa@dtion. The PoC Server SHALL set the PoC Session
priority by default to secondary if the PoC Cliglates not indicate the priority in the request.

NOTE 2: Only one PoC Session can be set a PrimatyJession at the given time.

When the SIP/IP Core corresponds with 3GPP/3GPR2, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.1.12.3 PoC Session locking request

Upon receiving a SIP INVITE or SIP UPDATE or SIRINVITE request containing the PoC Session lockpagameter in
the SDP offer as specified in E.3/4édia Burst Control Protocol MIME registrationthe PoC Server:

- 1. SHALL validate that the PoC Session lockinghie EDP offer are acceptable to the PoC Serverfarad reject
the request with a SIP 488 "Not Acceptable Herspoase. Otherwise, continue with the rest of tepsst
- 2. SHALL check the PoC Session locking parametec "dock" if included in the SDP offer;

a) if the PoC Session locking parameter "poc_lagK' then the PoC Server SHALL set the PoC Session
locked and perform procedures as specified in [ORBAC-UP] 'Simultaneous PoC Session state diagram —
per Usef; or,

b) if the PoC Session locking parameter "poc_laskJ or no "poc_lock" parameter is included themBoC
Server SHALL set the PoC Session unlocked and perfsocedures as specified in [OMA-PoC-UP]
"Simultaneous PoC Session state diagram — per'User

- 3. SHALL NOT include a sip.instance feature taghiea Contact header of the outgoing SIP request; and

- 4. SHALL remove the PoC Session locking paramaiec"lock” in the SDP payload when the SIP request i
forwarded to the PoC Server performing the CoritrglPoC Function and the PoC Server supports PeSi@e
locking.

- 5. SHALL generate a SIP 200 "OK" response contgitire SDP answer that indicates the selected Igckin
parameter according to rules and procedures of fRBT] and [RFC3264]; and,

6. SHALL send the SIP 200 "OK" response to the IBIRJore along the signaling path.

NOTE 1: The PoC Server performing the Participafog Function if not recognizing a parameter vgfiare it and
pass it towards the PoC Server performing the ©bimg PoC Function.

NOTE 2: Only one PoC Session can be set lockdueagitzen time.
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When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS medimanis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.1.13 SIP Session timer expiry

On expiry of the SIP Session timer and if the Pe@®/&r acts as a B2BUA the PoC Server:

1. SHALL interact with the User Plane as specifie[OMA-PoC-UP]"Participating PoC Function procedures at
PoC Session release”;
2. SHALL generate a SIP REFER request accordimglés and procedures of [RFC3515];
3. SHALL set the Request-URI of the SIP REFER rstjteethe PoC Session Identity of an ongoing Po3iBa;
4. SHALL set the Refer-To header of the SIP REF&dRiest to the PoC Address of the PoC User at tBeCHient,
whose SIP Session timer has expired;
5. SHALL include the "method" parameter with théuea'BYE" in the Refer-To header;
6. SHALL include the following according to rulescaprocedures of [RFC4488]:

a) the option tag 'norefersub’ in the Require headwl,

b) the value ‘'false' in the Refer-Sub header.
7. SHOULD include a Resource-Priority header adogrtb rules and procedures of [RFC4412], if thB Skession
timer expired PoC Client is allowed to use theitdf Government Use' QoE Profile and the 'Offickvernment
Use' QoE Profile was used at the PoC Sessiontioitialf included, the value of the Resource-Ptiohieader
SHALL be equal to the level of priority used at fh@C Session initiation, as specified in subcl&u8eQoE

Profiles'; the Resource-Priority header is included asabeof the REFER request as well as a Refer-to URI
parameter; and,

8. SHALL send the SIP REFER request towards the &@er within the existing dialog according tcesibind
procedures of the SIP/IP Core.

Upon receiving a SIP 2xx response to the SIP REFgRest with the method parameter set to value "BiEhe Refer-To
header from the PoC Server performing Controllio@FFunction the PoC Server SHALL interact with teer Plane as
specified in [OMA-PoC-UPTParticipating PoC Function procedures at PoC Sessgielease'for releasing User Plane
resources towards the PoC Server performing ther@lting PoC Function.

When the SIP/IP Core corresponds with 3GPP/3GPR, the PoC Server SHALL use 3GPP/3GPP2 IMS Session
mechanisms according to rules and procedures dP3TS 24.229] / [3GPP2 X.S0013.4] with the claaifions given in
this subclause.

7.3.1.14 PoC Service Setting procedure

Upon receiving a SIP PUBLISH request the PoC Server

1. SHALL check whether the Event header includdésesgpoc-settings' and if not included the PoC 8eBHALL
return a SIP 489 "Bad event" response. Otherwimjrtue with the rest of the steps;

2. SHALL perform actions to verify the Authenticdt®riginator's PoC Address of the PoC Client artti@ire the
request according to local policy, and if not auited the PoC Server SHALL return a SIP 403 "Failbid'
response with the warning text set to '121 Funatioinallowed due to <detailed reason>' as spedifiedibclause
5.6"Warning header!' Otherwise, continue with the rest of the steps;

3. SHALL check if the Authenticated Originator's dxdss is registered by the PoC Client as spedifi¢iae
subclause 5.7APoC Session associatioahd if that is the case continue with the reshefdteps;

4. SHOULD check if a Resource-Priority header @uded in the SIP PUBLISH request according torthes and
procedures of [RFC4412], if the 'Official Governmélse' QoE Profile is supported. If included the&CPerver
SHALL:

a) perform actions to authorize the Resource-Ryibeader, as specified in subclause R8E Profiles. If
the Resource-Priority header cannot be authorthed?oC Server SHALL reject the request with a&B
"Forbidden" response with the warning text seli%b'<RequestedQoE> QoE Profile not authorized' as
specified in subclause 5.8Varning headét, and,

b) apply preferential treatment to the SIP requesstpecified in [RFC4412], and proceed with ttst oé the
steps.
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- 5. SHALL process the SIP PUBLISH request accordingiles and procedures of [RFC3903] and if praogssf
the SIP request was not successful, do not contiithethe rest of the steps;

- 6. SHALL cache the received PoC Service Settingi BoC Service Settings expiration timer is exgies
specified in subclause 5.74#8C Session associatign"

NOTE: The PoC Service Settings are listed in sutsele6.1.2 PoC Service Settings procedure

- 7. SHALL use the following default values for th@léwing optional PoC Service Settings, if not imbéd in the
received SIP PUBLISH request.

a) The default value of Invited Parties Identitjoimation Mode is ‘false’;
b) The default value of Included Media Content iRexjuest Support is ‘false’;
¢) The default value of Referenced Media Contert Request Support is false’;
d) The default value of Text Content in a Requestpdrt is ‘false’;
e) The default value of PoC Box use setting is llimg' and,
f) The default value of Privacy value as specifiefRFC3323] and [RFC3325] is 'none'.
- 8. SHALL generate a SIP 200 "OK" response accortbngles and procedures of [RFC3261];

- 9. SHALL include a Server header to indicate theLORbC release version of the PoC Server as spedifie
subclause E.4.1Release version in User-agent and Server heddansl,

- 10. SHALL send SIP 200 "OK" response to the SIP BI$BI request.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, thk PoC Server SHALL use 3GPP/3GPP2 IMS session
mechanisms according to rules and procedures d?F3TS 24.229] / [3GPP2 X.PS0013.4] with the cleaiiions given in
this subclause.

7.3.1.15 PoC Session release from User Plane

Upon receiving a PoC Session release request fierdser Plane as specified in [OMA-PoC-UREteive MBCP Media
Burst Acknowledgement message (R: MB_"Aak)T15 (Connect message re-transmit) timer fired Negiror "Receive PoC
Session release indication from PoC Client (R: FR#Ssion release from PoC Clienthe PoC Server:
- 1. SHALL remove the Participant referred by Useariel from the PoC Session by performing the proesdas
specified in subclause 7.3.2.613caving a PoC Session when using Pre-establishssidg
- 2. SHALL check the PoC Session release policy asiBed in subclause 7.2.1.1BdC Session release polignd
according to the applied release policy performefach Participant of the PoC Session (except foptiner of the
Pre-established Session) the procedures speaifigghiclause 7.2.2.Reémoval of Participant from PoC Session
if needed;
- 3. SHALL generate a notification of the currentstaf the PoC Session to the PoC Client(s), whaketsubscribed
to the conference state event package, as sperifmclause 7.2.1.11"%enerating a SIP NOTIFY requést
- 4. SHALL check the subscription termination polay specified in subclause 7.2.1.11T&rmination of
subscriptiofi and for each PoC Clients (except the owner oftfeeestablished Session) terminate the existing
subscription to the conference state event packiigeeded; and,

- 5. SHALL send the SIP NOTIFY request to the Po@®&l(js) according to rules and procedures of théSiBore.
When the SIP/IP Core corresponds with 3GPP/3GPR, tlve PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [3GPP TS 24 28GPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.1.16 Discrete Media request

Upon receiving a SIP MESSAGE request not contaiaifiME body of the MIME Type application/vnd.padcfo+xml
either

- 1. outside the SIP dialog used for a PoC Sessintaiting the PoC feature tag '+g.poc.discretemétiiie Accept-
Contact header field ; or,

- 2.inside the SIP dialog used for the PoC Session,
and the PoC Session Identity in the Request-URbnoted by this PoC Server, the PoC Server actirBRasJA:
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- 1. SHALL generate the SIP MESSAGE request as dpddii [OMA_IM_TS_EndorsementReceiving SIP
MESSAGE request for Pager mtde

- 2. SHALL include in the Accept-Contact header tl€Reature tag '+g.poc.discretemedia’ accordingltes and
procedures of [RFC3841], if to be sent outsideSHe dialog used for the PoC Session;and

- 3. SHALL send the SIP MESSAGE request to the SIRtRe as specified in [OMA_IM_TS_Endorsement]
"Receiving SIP MESSAGE request for Pager rhode

Upon receiving a SIP MESSAGE request containing?b€ feature tag '+g.poc.discretemedia’ in the pie€®ntact header
field and the PoC Session Identity in the Requdgl+bt owned by this PoC Server, the PoC Servéngets proxy:

- 1. SHALL check the SIP MESSAGE request as specifig®@MA_IM_TS_Endorsement]Receiving SIP
MESSAGE request for Pager mtde
- 2. SHALL forward the SIP MESSAGE request accordimgules and procedures of [RFC3261].

NOTE: Responses for the SIP MESSAGE requests a@ided in [OMA_IM_TS_EndorsementiRéceiving SIP
MESSAGE request for Pager mbde

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS medimanis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.1.17 FDCFO Proceed request

Upon receiving a SIP MESSAGE request inside thedsd®g used for the PoC Session with a MIME boflthe MIME
Type application/vnd.poc.fdcfo+xml and an identitythe Request-URI not owned by this PoC Server RbC Server:
- 1. SHALL generate the SIP MESSAGE request accorttingles and procedures of [RFC3428];
- 2. SHALL include the Privacy header with the valit if privacy is requested,;

- 3. SHALL include the MIME application/vnd.poc.fdefeml body received in the incoming SIP MESSAGE
request; and,

- 4. SHALL send the SIP MESSAGE request to the SIEtRe inside the SIP dialog used for the PoC Sessio
according to rules and procedures of SIP/ IP Core.

Upon receiving a SIP final response other thanZxbPfinal response the PoC Server SHALL forward $te final response
along the signalling path towards the originatigCRClient according to rules and procedures of [BE&1].

Upon receiving a SIP 2xx final response the Po@e&er
- 1. SHALL generate a SIP final response of the sstiai®is code as the received SIP response accaeodintes and
procedures of [RFC3428]; and,
- 2. SHALL forward the SIP final response along tlgmalling path towards the originating PoC Clieatarding to
rules and procedures of [RFC3261].

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS medimanis
according to rules and procedures of [TS24.223{zHP2 X.S0013.4] with the clarifications givenliistsubclause.

7.3.1.18 Querying for capabilities

Upon receiving a SIP OPTIONS request containingguest-URI with a Conference-Factory-URI ownedhiy PoC
Server, the PoC Server:

- 1. SHALL handle the SIP OPTIONS request as an BNATE request as specified in the subclause 7.3RoC
Session establishment or rejoin using On-demansi@g€snodified as follows:

a) any procedure checking the offered Media Typ#ered the Media-floor Control Entities or the erféd
Media-floor Control Entity bindings are executedfas MIME SDP body containing MBCP with bound PoC
Speech was received;

b) the interactions with the User Plane are ndfopered,;
c) the SIP OPTIONS request does not establish aJ&sSion; and,
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d) the subclause 7.2.1.2QUerying for capabilitiesis invoked instead of the subclause 7.2.A8-hoc PoC
Group and 1-1 PoC Session setup redquest

Upon receiving a SIP OPTIONS request containingquest-URI not owned by this PoC Server, the Pa@eBe
- 1. SHALL handle the SIP OPTIONS request as an BNATE request as specified in the subclause 7.3RoLC
Session establishment or rejoin using On-demansi@€snodified as follows:

a) any procedure checking the offered Media Typ#ered the Media-floor Control Entities or the erféd
Media-floor Control Entity bindings are executedfas MIME SDP body containing MBCP with bound PoC
Speech was received;

b) the interactions with the User Plane are ndfopered,;
c) the SIP OPTIONS request is sent instead of IRAI$VITE request;
d) the SIP OPTIONS request does not establish a3&sSion; and,

e) if the SIP 200 "OK" response is generated drttleiPoC Server acts as B2BUA, the PoC Server
additionally:
i. SHOULD include in the SIP response an Allow teradith the supported SIP methods according tasrule
and procedures of [RFC3261];
iil. SHOULD include in the SIP response an Accepdse with the supported MIME body Media Types
according to rules and procedures of [RFC3261];
iii. SHOULD include in the SIP response an Accept&ding header with the supported encoding formats
according to rules and procedures of [RFC3261];
iv. SHOULD copy into the SIP response the Acceptdiueage header from the received 200 "OK" SIP
response according to rules and procedures of [REQ3
v. SHOULD copy into the SIP response the Suppdreatier from the received 200 "OK" SIP response
according to rules and procedures of [RFC3261];
vi. SHALL either
1. remove the Contact header from the SIP response; or
2. replace the Contact header value in the SIP regpwitk the Contact header value and
feature tags of the received SIP response accotdindes and procedures of [RFC3261];or,

3. replace a Contact header according to rules antkgduves of [RFC3261] based on the
Contact header of the incoming SIP response ankbdaé policy of the PoC Server.

vii. SHALL either
1. remove the MIME SDP body from the SIP response; or,
2. replace the MIME SDP body in the SIP response thighMIME SDP body of the received
SIP response to rules and procedures of [RFC326,1];
3. replace the MIME SDP body according to rules aratedures of [RFC3261] based on the
content of the MIME SDP body of the received Sigpmnse and the PoC Server's local
policy.

NOTE 1: The PoC Server does not include a siplinstdeature tag in the outgoing SIP OPTIONS request

NOTE 2: The MIME SDP body included in the SIP 2@K" response to the SIP OPTIONS request is notlaR S
answer.

When the SIP/IP Core corresponds with 3GPP/3GPR, the PoC Server SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armeduwes of [3GPP TS 24.229] / [3GPP2 X.S0013.4j tie
clarifications given in this subclause.
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7.3.2 Requests terminated by the served PoC User
7.3.2a Backward compatibility

When PoC Server performing Participating PoC Fondith the terminating PoC Network sends a SIP rstiosvards the
terminating PoC Clients, the PoC Server SHALL perféhe actions according to the [OMA-PoC-1-CREquests
terminated by the served PoC Usef the User-Agent header received from the texating PoC Client, when setting the
PoC Service Settings, indicates the support ontiiedPoC 1 specifications.

The PoC Server performing Participating PoC Fumc86lIALL indicate in the Server header the OMA Pelgase version
supported by the Invited PoC Client, when sendiliyr8sponses back to the PoC Server performingr@léng PoC
Function.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS medaimanis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.2.1 General

NOTE 1: This subclause provides common procedunesther subclauses and is not meant to be appfikxs
referenced.

The PoC Server SHALL generate an initial SIP INVIfEguest according to rules and procedures of [RBCBwith the
clarifications in this subclause.

The PoC Server

- 1. SHALL include value 'id' in a Privacy header@utng to rules and procedures of [RFC3325] if amoity is
requested with the Privacy header containing theidg

- 2. SHALL include in the SIP INVITE request all AqteContact headers with their feature tags and thei
corresponding values along with any parametersrdowpto rules and procedures of [RFC3841] if imled in the
incoming SIP INVITE request;

- 3. SHALL include in the SIP INVITE request all RejeContact headers with their feature tags and thei
corresponding value along with any parameters daegito rules and procedures of [RFC3841] if inelddn the
incoming SIP INVITE request;

- 4. SHALL include a User-Agent header to indicate @MA PoC release version of the PoC Server asfggbin
subclause E.4.1Release version in User-agent and Server hedders

- 5. SHOULD include the Session-Expires header in¥AETE according to rules and procedures of [RFZ8J0
"Generating an Initial Session Refresh Redqudsdie "refresher" parameter SHALL be omitted.

- 6. SHALL include the option tag 'timer' in the Soped header;
- 7. SHALL include the option tag 'norefersub’ ingpBorted header;

- 8. SHOULD include the Allow header with the SIP heats supported in this SIP dialog according tosralied
procedures of [RFC3261];

9. SHALL include a Contact header as follows:

a) a SIP URI constructed such that the PoC Seareatso resolve it back to the original SIP URIvided in
the SIP INVITE request by the Controlling PoC Fimrtt

b) include the PoC feature tag '+g.poc.talkburst’;
¢) include the feature tag ‘'isfocus’;
d) include the PoC feature tag '+g.poc.discreteajgiflincluded in the incoming SIP request;

e) include the Session Type uri-parameter providede SIP INVITE request by the Controlling PoC
Function; and,

f) include any other uri-parameter provided in @antact header of the incoming SIP INVITE requestiz
Controlling PoC Function.

- 10. SHALL include the Authenticated Originator'sdPAddress, along with any possible uri-parametegdeived
in the incoming SIP INVITE request in the outgofdlP INVITE request;

[0 2009 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-PoC_ControlPlane-V2_0-20090922-C Page 176 (648)

11. SHALL include the Nick Name as specified indabise 5.4 Nick Namé.

NOTE 2: The use of the option tag 'preconditios'specified in [RFC3312] and the option tag '100eal specified in

[RFC3262] is not defined in the POC-1 referencapoi

12. SHALL include the MIME message/sipfrag bodynfrthe received SIP request, if the MIME messagigip
body indicating the Inviting PoC Client compliantlpto the OMA PoC version 1.0 specification waslided in
the received SIP INVITE request and the regiondl mational regulations require that the InvitingdPdser is
informed about recording before being recordedthedSIP INVITE request is being sent to the NW HBaR;

13. SHALL include a Reject-Contact header the festags '+g.poc.talkburst’, 'sip.automata’ aqdastor' with the
value of 'principal' and 'sip.description' with tvedue "poc recording device" along with 'requamed 'explicit', if the
MIME message/sipfrag body indicating the Inviting@Client compliant only to the OMA PoC version 1.0
specification was included in the received SIP INKIrequest and the regional and national regulatiequire that
the Inviting PoC User is informed about recordimefdoe being recorded and the SIP INVITE requebtiag sent
to the PoC Client;

NOTE 3: The inclusion of the Reject-Contact heafesures that the Invited PoC Client cannot pasP ¢t Session

invitation to the collocated UE PoC Box.

14. SHALL include MIME bodies and associated Cot@isposition headers containing media contenhen t
outgoing SIP INVITE request, if Included Media Centtis supported by the PoC Server and if one aemdME
body containing media content are included in tle@iming SIP INVITE request and if at least one MIady
containing media content was not removed as spedifi subclause 7.3.2.P8C Session invitation requést

15. SHALL include the Subject header received aitttoming SIP INVITE request into the outgoing S\WITE
request, if Text Content is supported by the Po@eéeand if text content is included in Subject dhera

16. SHALL include the Alert-Info header and thel@afo header received in the incoming SIP INVITéguest
into the outgoing SIP INVITE request, if Referendéddia Content is support by the PoC Server aaddference
to media content is included in the Alert-Info headr in the Call-Info header or both; and,

17. SHALL include a Resource-Priority header acoggdo rules and procedures of [RFC4412] that éntital to
the one in the incoming SIP INVITE request, if #@C Server supports 'Official Government Use' Qoile and
if a Resource-Priority header is included in theereed SIP INVITE.

When sending a SIP provisional responses otherttieaBIP 100 "Trying" response to the SIP INVITHuest, the PoC

Server:

1. SHALL generate the SIP provisional response raeg to rules and procedures of [RFC3261];

2. SHALL include a Server header with the OMA Pease version of the PoC Server as specifiedddause
E.4.1 'Release version in User-agent and Server headers

3. SHOULD include the Allow header with the SIP huats supported in this SIP dialog according tosraled
procedures of [RFC3261], if not previously sen&iprovisional response for this dialog;

4. SHALL include a Contact header with a SIP URIntifying this PoC Server and the PoC feature tag
'+g.poc.talkburst' if not previously sent in a gedenal response for this dialog;

5. SHALL include into the Contact header the featiaig '+g.poc.discretemedia’, if included in thet@ot header of
the incoming received SIP response;

6. SHALL copy into the Contact header the featagst'+g.poc.dispatcher’, 'sip.automata’, 'sip.actor
‘sip.description’ with their corresponding valuaiify of these are included in the Contact headercoiming
received SIP response;
7. SHALL include as the URI in the AuthenticateddDrator's PoC Address in the outgoing SIP provialo
response either
a) the URI contained in the Authenticated Originat®oC Address received in the incoming SIP prona
response in the case of an On-demand Sessionigistabht; or
b) the URI stored from the Request-URI receivethsincoming SIP INVITE request in the case of e-Pr
established Session establishment.

8. SHALL include the Nick Name as specified in dabse 5.4 Nick Namé;
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9. SHALL include value 'id' in the Privacy headecarding to rules and procedures of [RFC3325%h4f privacy is
requested by the Privacy header with the valu@n'itie incoming SIP provisional response in theecaf an On-
demand Session establishment, by the Privacy hedtlethe value 'id' in the SIP INVITE request rizeel during
the Pre-established Session establishment foralelUBer in the case of a Pre-established Sessidy, the
Privacy PoC Service Settings with the value satlton the case of Automatic Answer Mode of On-demal
Session;

10. SHALL include the value 'none' in the Priva@atler according to rules and procedures of [RF(38#te
Privacy PoC Service Settings is set to ‘none’ m¢hse of Automatic Answer Mode and an On-demasdi&e

NOTE 4: If the Privacy PoC Service Settings is seitat all, the Privacy header is not includedhandase of Automatic

Answer Mode and an On-demand Session.

11. SHALL include the warning text set to '108 Medbntent in INVITE discarded' as specified in dabse 5.6
"Warning headey, if at least one MIME body containing media contera removed as specified in subclause
7.3.2.2 'PoC Session invitation requégtnot previously sent in a provisional respoffisethis SIP dialog;

12. SHALL include the warning text set to '108 Medontent in INVITE discarded' as specified in dabse 5.6
"Warning headey, if the Subject header was removed as specifisdliclause 7.3.2.220C Session invitation
request if not previously sent in a provisional respoffigethis SIP dialog;

13. SHALL include the warning text set to '108 Medontent in INVITE discarded' as specified in dabse 5.6
"Warning headey, if the Alert-Info header or Call-Info header wasnoved as specified in subclause 7.3.P@C
Session invitation requédt not previously sent in a provisional respofigethis SIP dialog; and,

14. SHALL NOT include a sip.instance feature taghi@ Contact header of the outgoing SIP response.

NOTE 5: A maximum of three Warning headers camistuded, one for Included Media Content, one foieRanced

Media Content and one for Text Content.

When sending a SIP 200 "OK" response to the SIPITEVfequest the PoC Server

1. SHALL generate the SIP 200 "OK" response acogrth rules and procedures of [RFC3261] and [RFQB26

2. SHALL include as the URI in the Authenticatedddrator's PoC Address in the outgoing SIP 200 "@&Sponse
either

a) the URI contained in the Authenticated Originat®oC Address received in the incoming SIP 200™'O
response in the case of an On-demand Sessionisistabht; or

b) the URI stored from the Request-URI receivethmincoming SIP INVITE request in the case of e-Pr
established Session establishment.

3. SHALL include the Nick Name as specified in dabse 5.4 Nick Namé;

4. SHALL include value 'id' in the Privacy headecarding to rules and procedures of [RFC3325héf privacy is
requested either through a Privacy header witlvéihge 'id' in the incoming SIP final response ia tase of an On-
demand Session establishment, or in the SIP INVEtiest received during the Pre-established Session
establishment for the PoC User in the case of a&Btablished Session;

5. SHALL include the option tag 'timer' in the R@glheader;

6. SHALL include the Session-Expires header in3He 200 "OK" before sending the response toware £t
Server performing the Controlling PoC Function adatg to rules and procedures of [RFC4028]A'S Behavidt.
The "refresher" parameter in the Session-ExpiresiGeSHALL be set to 'uas’;

7. SHALL start the SIP Session timer accordingules and procedures of [RFC4028];

8. SHOULD include the Allow header with the SIP hwats supported in this dialog according to rules an
procedures of [RFC3261], if not previously sen&iprovisional response for this dialog;

9. SHALL include the Server header with the OMA Re@ase version of the PoC Server as specifisdhiclause
E.4.1"Release version in User-agent and Server headerst previously sent in a provisional responsethis
dialog;

10. SHALL include a Contact header with a SIP UdRintifying this PoC Server and the PoC feature tag
'+g.poc.talkburst';
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- 11. SHALL include into the Contact header the femtag '+g.poc.discretemedia’, if included in tlemtact header
of the incoming received SIP response;

- 12. SHALL include the Contact header the featugs tag.poc.dispatcher', 'sip.automata’, 'sip.acsip' description'
with their corresponding value if any of these iaduded in the Contact header of the incoming ikexkSIP
response;

- 13. SHALL include the warning text set to '108 Medontent in INVITE discarded' as specified in dabse 5.6
"Warning header"jf at least one MIME body containing media conteas removed as specified in subclause
7.3.2.2 'PoC Session invitation requést

- 14. SHALL include the warning text set to '108 Meedontent in INVITE discarded' as specified in dabse 5.6
"Warning header"jf the Subject header was removed as specifisdlitlause 7.3.2.22bC Session invitation
request;

- 15. SHALL include the warning text set to '108 Medontent in INVITE discarded' as specified in dabse 5.6
"Warning header"jf the Alert-Info header or Call-Info header wasnoved as specified in subclause 7.3.P@C
Session invitation requést

NOTE 6: A maximum of three Warning headers camistuded, one for Included Media Content, one fofeRanced
Media Content and one for Text Content.

- 16. SHALL insert the uri-parameter "b2bua" to thRelWf the PoC Server in the Contact header of tRer&ponse
to the initial SIP request as specified in E.Back to back UA uri-parameterlf the PoC Server performing
Participating PoC Function indicates accordingptmal policy to the Controlling PoC Function, thiaaéts as a
B2BUA and stays on the Media path;

- 17. SHALL include the Accept-Language header wilue received

a) in the received SIP 200 "OK" response, if thed@mand Session is used to initiate the PoC Seasidithe
Accept-Language is included in the received SIP'ZIK" response; or

b) in the SIP INVITE request initiating the Preasished Session, if the Pre-established Sessioseid to
initiate the PoC Session and the Accept-Languageim@uded in the SIP INVITE request initiating tRee-
established Session;

- 18. SHALL NOT include a sip.instance feature tathie Contact header of the outgoing SIP 200 "Olspoase.
When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS Session

mechanisms according to rules and procedures d?3TS 24.229] / [3GPP2 X.S0013.4] with the claaifions given in
this subclause.

7.3.2.1a  SDP offer generation

The SDP offer is generated based on the receivéti@i@r. The PoC Server SHALL offer the same oulaset based on
local policy of the Media Streams and the connetedia-floor Control Entities as included in thee&zed SDP offer.

When composing an SDP offer according to rulespandedures of [RFC3264] and [RFC4566] the PoC 3erve
- 1. SHALL set the IP address of the PoC Server doheffered Media Stream from the list containethinreceived
SDP offer and for each offered Media-floor Conatity from the list contained in the received Saffer;
- 2. SHALL include the media-level section for ea¢teied Media Stream from the list contained in tbeeived
SDP offer consisting of:
a) the port number for the Media Stream selectegpasified in [OMA-PoC-UP]Port number$

b) the codec(s) and Media Parameters selectedelydflt Server from the list contained in the reckSBP
offer; and optionally the codec(s) and Media Patansewhich can be transcoded by the PoC Sener to
codec contained in the received SDP offer, if tcading is supported by the PoC Server;

NOTE 1: The Media Parameters of the Discrete Madgsspecified in [OMA_IM_TS_Endorsement].

c) the "a=label" attribute with a unique value pedfied in [RFC4574], if the Media Stream is todmmnected
to a Media-floor Control Entity except when only@®8peech with Talk Burst Control Protocol as spediin
[OMA-POC-1-UP] is offered;
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NOTE 2:

d) the "i=" field set to "speech" as specified ubclause 5.10PoC Speechwhen PoC Speech with MBCP is
offered;

PoC Speech Media exists at most once iSiie offer.

e) the IP address of the PoC Server and port nutoles used for RTCP at the PoC Server selected as
specified in [OMA-PoC-UP]Port number$ according to rules and procedures of [RFC36D5he Media
stream uses the RTCP protocol and other than tlaellti&é® address or port number specified by the
[RFC3550] is to be used; and,

f) include the "a=setup" attribute with the valaetpass" according to rules and procedures of {REg] if
the Media Type is "message" if the PoC Server tsuoce if the PoC Client is behind NAT or not.

- 3. SHALL include the media-level section of eacferdd Media-floor Control Entity from the list caied in the
received SDP offer, if any Media-floor Control Bwtis offered:

a) the format list field for the Media-floor Contientity set to "TBCP";
b) the Media-floor Control Entity parameters sedelchy the PoC Server from the received SDP offer;
¢) the port number for Media-floor Control Entitylscted as specified in [OMA-PoC-URdrt numbers

d) the "a=floorid:0 mstrm" attribute with value{gferencing the Media as specified in [RFC4583ated to
be connected to the Media-floor Control Entity gptce@hen only PoC Speech with Talk Burst Controltecol
as specified in [OMA-POC-1-UP] is offered; and,

e) optionally TBCP MIME parameters in the recei&iP offer as specified in E.3 "SDP Extensions", PBC
MIME parameter "multimedia=1" is included, unlesgyoPoC Speech with Talk Burst Control Protocol as
specified in [OMA-POC-1-UP] is offered.

- 4. SHALL mark as rejected according to rules armtedures of [RFC3264] the Media-floor Control Bnéind all
the Media Stream bound to the rejected Media-f@ontrol Entity, if the Media-floor Control Entitgirejected;

- 5. SHALL mark the Media Stream as rejected accgrttirrules and procedures of [RFC3264], if the MeSiiream
is rejected;.

- 6. SHALL include the received QoE Profile attribaiespecified in subclause E.3QGdE Profilé, if QoE Profiles
are enabled and if a QoE Profile attribute is pnegethe received SDP offer.

When composing an SDP offer, the PoC Server:

- 1. SHALL bind the media-level section that idertHiPoC Speech to Media-floor Control Entity ashimreceived
SDP offer, if PoC Speech is offered;

- 2. SHALL bind the media-level section that idemtiVideo to Media-floor Control Entity as in theeered SDP
offer, if Video is offered;

- 3. SHALL bind the media-level section that idertH#iAudio to Media-floor Control Entity as in theeéved SDP
offer, if Audio is offered; and,

- 4. SHALL bind the media-level section that idem#iDiscrete Media to Media-floor Control Entityiageceived
SDP offer, if Discrete Media is offered and bouadhe Media-floor Control Entity.

When the SIP/IP Core corresponds with 3GPP/3GPR2, tive PoC Server SHALL use 3GPP/3GPP2 IMS medaimanis
according to rules and procedures of [3GPP TS 84/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.2.1b

SDP answer generation in case of On-demand  session

When composing an SDP answer according to ruleparmedures of [RFC3264] and [RFC4566] the PoC &erv

- 1. SHALL set the IP address of the PoC Serverdgsheaccepted Media Stream from the list containgtie
received SDP offer and for each accepted Media-fGantrol Entity from the list contained in the edeed SDP
offer;

- 2. SHALL include the media-level section for eachepted Media Stream from the list contained inrdoeived
SDP offer consisting of:

a) the port number for the Media Stream selectegpasified in [OMA-PoC-UP]Port number$
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NOTE 1:

NOTE 2:

b) the codec(s) and Media Parameters selectedeliydl® Server from the list contained in the rect&BP
offer, optionally reduced based on the SDP anseezived in SIP 200 "OK" response from the InvitedP
Client;

The Media Parameters of the Discrete Madéadefined in [OMA_IM_TS_Endorsement].

If transcoding is supported and codec(s) Media Parameters other than those containeceineiteived SDP
offer have been offered in the SDP of the SIP INFEquest sent to Invited PoC Client(s), the SD&van in
the SIP 200 "OK" response towards Controlling Pe@dtion may be different from the SDP answer resgtiv
in SIP 200 "OK" response from the Invited PoC CGijeh

c) the "a=label" attribute with a unique value pedfied in [RFC4574], if the Media Stream is todmnnected
to a Media-floor Control Entity except when only@®8peech with Talk Burst Control Protocol as spedifn
[OMA-POC-1-UP] is accepted;

d) the IP address of the PoC Server and port nutobss used for RTCP selected as specified in [OROE-
UP] "Port number$ according to rules and procedures of [RFC36d%He Media Stream uses the RTCP
protocol and other than the default IP addresodrmumber specified by the [RFC3550] is to be ysed

e) the "a=upcc:0" attribute as specified by [RFCGH10 the PoC Server supports the PoC Media Teaffi
Optimisation, the Participant did not put the Pa&3ston on hold and the media-level section offers a
Continuous Media; and,

f) the "a=sendonly" attribute according to rules @nocedures of [RFC4566], if the PoC Server sugpbe
PoC Media Traffic Optimisation, the Participant digk put the PoC Session on hold, the media-leaetian
offers a Continuous Media, the "a=upcc:0" attribateffered for the Media Stream in the receivedSi¥er
and the RTP Session of the SIP Session of the Btinticipant is selected for the Media transmissietween
the PoC Server and the PoC Server performing tmer@lbng PoC Function.

- 3. SHALL include for any Media-floor Control Entjtthat is offered in the SDP offer from the PoCvgerand
accepted in the SDP answer by PoC Client, the rled@ section of each offered Media-floor Contewitity
consisting of:

a) the format list field for the Media-floor Contientity set to "TBCP";

b) the Media-floor Control Entity parameters sedelchy the PoC Server from those contained in the SD
answer from the Invited PoC Client;

c) the port number for Media-floor Control Entitylected as specified in [OMA-PoC-URRdrt numberg

d) the "a=floorid:0 mstrm" attribute with value{gferencing the Media Stream as specified in [RFEB345
intended to be connected the Media-floor Contrditizexcept when only PoC Speech with Talk Burst
Control Protocol as specified in [OMA-POC-1-UPhiscepted; and,

e) optionally TBCP MIME parameters in the recei&idP answer as specified in ESDP Extensioris

including if needed theTBCP MIME parameter "multtlie@ with the appropriated value as specified i E.
"SDP Extensions"

- 4. SHALL mark as rejected according to rules aratedures of [RFC3264] the Media-floor Control Bnéind all
the Media Streams bound to the rejected Media-i@mmtrol Entity, if a Media-floor Control Entity i®jected;

- 5. SHALL mark the Media Stream as rejected accgrttinrules and procedures of [RFC3264], if the MeSiiream
is rejected; and,

- 6. SHALL include the received QoE Profile attribaiespecified in subclause E.3QGdE Profilé, if QoE Profiles
are enabled and if a QoE Profile attribute is pregethe received SDP answer.

When composing an SDP answer, the PoC Server:
- 1. SHALL bind the media-level section that idemtH#iPoC Speech to the corresponding Media-floor iGbRntity
as in the received SDP offer, if PoC Speech isgede

- 2. SHALL bind the media-level section that idem#iVideo to the corresponding Media-floor Controtify as in
the received SDP offer, if Video is accepted;

- 3. SHALL bind the media-level section that idertH#iAudio to the corresponding Media-floor Contratigy as in
the received SDP offer, if Audio is accepted; and,
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- 4. SHALL bind the media-level section that idem#iDiscrete Media to the corresponding Media-fldontrol
Entity as in the received SDP offer, if Discretediéeis accepted and bound to the Media-floor ColEndity.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS medaimanis
according to rules and procedures of [3GPP TS 24 28GPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.2.1c  SDP answer generation in case of Pre-estab lished Session

When composing an SDP answer according to rulepeymbdures of [RFC3264] and [RFC4566] the PoC &erv

- 1. SHALL set the IP address of the PoC Server dcheaccepted Media Stream from the list containgte
received SDP offer, which was also negotiated ard¢atablished Session establishment as specifimiasise
7.3.1.2 Pre-established Sessign

- 2. SHALL set the IP address of the PoC Serverdoheccepted Media-floor Control Entity from the Eontained
in the received SDP offer, which was also negadiatePre-established Session establishment asfigpkesubclause
7.3.1.2 Pre-established Sessign

- 3. SHALL include the media-level section for eackhepted Media Stream from the list contained inrdoeived
SDP offer, which was also negotiated in Pre-esthbll Session establishment as specified subclaBide?7Pre-
established Sessigrconsisting of:

a) the port number for the Media Stream selectexpasified in [OMA-PoC-UP]Port number$

b) the codec(s) and Media Parameters selectedeliydlt Server from the list contained in the reckiSBP
offer, reduced based on the Media Parameters régotin Pre-established Session establishmenieatfieg
subclause 7.3.1.2Pte-established Sessigmptionally also including the codec(s) and MeBerameters,
which can be transcoded by the PoC Server to ecamatgtained in Media Parameters negotiated in Pre-
established Session establishment as specifiedesigec?.3.1.2Pre-established Sessign

NOTE 1: The Media Parameters of the Discrete Madtedefined in [OMA_IM_TS_Endorsement].

c) the "a=label" attribute with a unique value pedfied in [RFC4574], if the Media Stream is todmmnected
to a Media-floor Control Entity except when only®8peech with Talk Burst Control Protocol as spediin
[OMA-POC-1-UP] is accepted;

d) the "i=" field set to "speech" as specified ubslause 5.10PoC Speechwhen PoC Speech with MBCP is
offered.

NOTE 2: PoC Speech Media exists at most once i offer.

e) the IP address of the PoC Server and port nutol®r used for RTCP selected as specified in [OROEG-
UP] "Port number according to rules and procedures of [RFC36d%He Media Stream uses the RTCP
protocol and other than the default IP addresodrmumber specified by the [RFC3550] is to be ysed

f) the "a=upcc:0" attribute as specified in [RFC8]L0f the PoC Server supports the PoC Media Teaffi
Optimisation, the Participant did not put the P@&3ston on hold and the media-level section offers a
Continuous Media; and,

g) the "a=sendonly" attribute according to ruled procedures of [RFC4566], if the PoC Server suspbe
PoC Media Traffic Optimisation, the Participant digk put the PoC Session on hold, the media-leaetian
offers a Continuous Media, the "a=upcc:0" attribisteffered for the Media Stream in the receivedSi¥er
and the RTP Session of the SIP Session of the Btinticipant is selected for the Media transmissietween
the PoC Server and the PoC Server performing tmer@lng PoC Function.

- 4. SHALL include for any Media-floor Control Entjtthat is offered in the SDP offer from the PoCv8erand
accepted in the SDP answer by PoC Client, the rled@ section of each offered Media-floor Conteitity
consisting of:

a) the format list field for the Media-floor Contientity set to "TBCP";

b) the Media-floor Control Entity parameters conéal in the received SDP offer, restricted to Mdttiar
Control Entity parameters negotiated during theéatablished Session establishment as specifidabin
subclause 7.3.1.Pte-established Sessign

c¢) the port number for Media-floor Control Entitylected as specified in [OMA-PoC-URRdrt numberg
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d) the "a=floorid:0 mstrm" attribute with value{gferencing the Media Stream as specified in [RFEB345
intended to be connected the Media-floor Contrditizexcept when only PoC Speech with Talk Burst
Control Protocol is accepted; and,
e) optionally TBCP MIME parameters in the recei&igP answer as specified in ESDP Extensioris
including if needed theTBCP MIME parameter "multilie@ with the appropriated value as specified i E.
"SDP Extensions"
- 5. SHALL mark as rejected according to rules aratedures of [RFC3264] the Media-floor Control Bngind all
the Media Stream bound to the rejected Media-f@ontrol Entity, if the Media-floor Control Entitgirejected:
- 6. SHALL mark the Media Stream as rejected accarttirrules and procedures of [RFC3264], if the MeSiiream
is rejected; and,
- 7. SHALL include a QoE Profile attribute, as spedfin subclause E.3.2JbE Profilé', with the same value as the
QoE Profile assigned to the Pre-established Ses$iQoE Profiles are enabled.

When composing an SDP answer, the PoC Server:
- 1. SHALL bind the media-level section that idertH#iPoC Speech to the corresponding Media-floor GbEntity

as in the received SDP offer, if POC Speech isgtede

- 2. SHALL bind the media-level section that idem#iVideo to the corresponding Media-floor Controtify as in
the received SDP offer, if Video is accepted;

- 3. SHALL bind the media-level section that idertHiAudio to the corresponding Media-floor Contratigy as in
the received SDP offer, if Audio is accepted; and,

- 4. SHALL bind the media-level section that ide®#iDiscrete Media to the corresponding Media-fldontrol
Entity as in the received SDP offer, if Discretediéeis accepted and bound to the Media-floor Ciindity.

When the SIP/IP Core corresponds with 3GPP/3GPR2, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadhmanis
according to rules and procedures of [3GPP TS 24 2B8GPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.2.2 PoC Session invitation request

Upon receiving an initial SIP INVITE request thatludes a PoC Address in the Request-URI the Po@Se

- 1. MAY reject the SIP INVITE request with a SIP 5&ervice Unavailable" response depending on theevaf
the requested QoE Profile if QOE Profiles are ezdithe PoC Server is acting as a B2BUA and aofiglongestion
exists as specified in [OMA-PoC-UPPfocedures at the PoC Server performing the Pauéiting PoC Functioh
The PoC Server MAY include a Retry-After headethi®m 503 "Service Unavailable" response as spedified
[RFC3261];

NOTE 1: The PoC Client is allowed to re-attemptBo Session establishment after the time defipetid Retry-
After header.

2. SHALL check the presence of the 'isfocus' faaparameter in the URI of the Contact header aidsifnot
present then the PoC Server SHALL reject the requigs a SIP 403 "Forbidden” response with the ivegriext

set to '106 Isfocus not assigned' as specifiedhclause 5.6Warning header.' Otherwise continuing the rest of the
steps;

- 3. SHALL check if the URI Usage Type uri-parameseincluded in the Request-URI and if it is inclddeith a
value different from "uriusage=user" the PoC SeSidALL return a SIP 403 "Forbidden" response adogytb

the rules and procedures of [RFC3261] with the wgrtext set to '130 Conflicting URI: <URI>' as sffied in
subclause 5.6Warning headér Otherwise, continue with the rest of the steps;

- 4. SHALL check the Invited PoC User's PoC Servietiggs associated to the PoC Address receivdtkin t
Request-URI. If the PoC Service Settings have renlreceived from the PoC Client yet or if PoC Ber@ettings
expiration timer has expired, the PoC Server SHAdtpond with a SIP 480 "Temporarily Unavailablespense.
Otherwise continue with the rest of the steps;

- 5. SHALL check if the Authenticated Originator's@®Address and the URI of Referred-By header inrfiml SIP
INVITE request is not 'true' in the <allow-rejeatrite> action associated to the Invited PoC Usdiciated by the
Request-URI as described in [OMA-PoC-Document-Mgiftt least one of them is 'true’ then the Po&v&e
SHALL respond with a SIP 403 "Forbidden" respon&h ¥he warning text set to '121 Function not akkaindue to
<detailed reason>' as specified in subclause\WW#&rhing headéer Otherwise continue with the rest of the steps;
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6. SHALL, in case privacy is requested, check & #alue associated to the <allow-anonymity> elerasnt
described in [OMA-PoC-Document-Mgmt] is not 'faldélt is ‘false’, the PoC Server SHALL respondhwa SIP
433 "Anonymity Disallowed" response as specifiefRFC5079]. Otherwise continue with the rest of sheps;

7. SHALL check the Invited PoC User's Incoming Pe&3sion Barring setting associated to the PoC Addre
received in the Request-URI. If the Incoming PoGs&m Barring is activated the PoC Server SHALIpogsl with
a SIP 480 "Temporarily Unavailable" response andatccontinue the rest of the steps if PoC Box fiamality is
not supported by PoC Server or the PoC User dadsave a valid subscription to the NW PoC Box sayi

8. SHALL check the total size of text content ie tBubject header, if Included Text Content is sujgpldby the
PoC Server and if Subject header is included, ftiitotal size exceeds a configurable max sizeoxe the text
content;

9. SHALL perform the following actions, if Includeédedia Content is supported by the PoC Server tme:dia
content is included in one or more MIME body:

a) check the PoC Service Setting for Included M&latent in a Request Support and if set to 'falsabt set
at all and if at least one Media Type is not alldvaecording to local policy, either

i. send a SIP 415 "Unsupported Media Type". The&I®"Unsupported Media Type" response SHALL
include:

1) the Accept header with the acceptable Media-3ypat the PoC Server would accept according to
rules and procedures of [RFC3261]; or,

2) the Accept-Encoding header with the encoding&is that the PoC Server would accept according
to rules and procedures of [RFC3261]; or,

3) both.
and do not continue with the rest of the steps; or,
ii. remove all MIME bodies containing not allowedcelia Types and continue with the rest of the steps.

b) check the total size of all MIME bodies contagpimedia content and if the total size exceedsnéigurable
max size, based on a Service Provider Policy gither

i. send a SIP 413 "Request Entity Too Large" resp@nd do not continue with the rest of the steps;
ii. remove all MIME bodies containing media contant continue with the rest of the steps.

10. MAY remove the Subject header;

11. MAY remove the Alert-Info or the Call-Info heador both;

NOTE 2: The reason for removing the Alert-Info headr the Call-Info header or both may be a logdicy in the PoC

Server or Referenced Media Content in a Requegt@tuwith value ‘false’.

12. SHALL perform actions to authorize a QoE Pmofittribute included in the received SDP offerspecified in
subclause 5.8Q0E Profiles, if QOE Profiles are enabled and a QoE Profitélatte is included and marked as
mandatory in the received SDP offer, as specifieslibclause E.3.ZJ0E Profil€'. If the requested QoE Profile
cannot be authorized, the PoC Server SHALL respattda SIP 403 "Forbidden" response with the wagrtext
set to '115 <RequestedQoE> QoE Profile not autbdrias specified in subclause 5/8arning headeér Otherwise,
continue with the rest of the steps;

NOTE 3: 'Official Government Use' QoE Profile ig@matically authorized at the terminating PoC Seteehe Invited

PoC Client, if the PoC Server supports this QoHilero

13. SHALL determine whether to route the SIP INVIigguest to a PoC Box as specified in subclausg.2.8.1
"Determination of routing to a PoC Box upon an ingagrinvitatior' if the PoC Server supports PoC Box
functionality;

14. SHALL route the request to a NW PoC Box as ifieedn subclause 7.3.2.2.5.8d8rward invitations to a NW
PoC BoX if it was determined to route the invitation ttN&/ PoC Box and not continue with the rest of tteps;
15. SHALL route the request to a UE PoC Box asifipddn subclause 7.3.2.2.5.&8rward invitations to a UE
PoC BoX if it was determined to route the invitation t&& PoC Box and not continue with the rest of tieps,
and

16. SHALL, if the PoC Server supports 'Official @omment Use' QoE Profile and acts as a B2BUA, clfeble
SIP INVITE request includes a Resource-Prioritydezaaccording to rules and procedures of [RFC444rd], if so,
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check whether the PoC Client has an existing PaSi&e, but does not support Simultaneous PoC Sesdio
true, and if the incoming PoC Session has a hiBo€ Session Precedence than the currently exiBtySession,
and if in accordance with Service Provider Polttye PoC Server SHALL release the PoC Session,eaifigal in
subclause 7.3.2.10P6C Server Releases a PoC Ses'sind skip to step 19;

- 17. SHALL, if the PoC Server supports 'Official @orment Use' QoE Profile and acts as a B2BUA, cifdble
SIP INVITE request includes a Resource-Prioritydegaaccording to rules and procedures of [RFC444ra], if so,
check whether the PoC Client has an existing loéked Session and supports Simultaneous PoC Sesitros,
and if the incoming PoC Session has a higher PaSi@ePrecedence than the locked PoC Sessionifthen
accordance with Service Provider Policy, the Pov&eSHALL release the locked PoC Session, as Spédn
subclause 7.3.2.10°0C Server Releases a PoC Sessad skip to step 19;

- 18. SHALL, if the PoC Server supports 'Official @orment Use' QoE Profile and acts as a B2BUA, cifdble
SIP INVITE request includes a Resource-Prioritydegaaccording to rules and procedures of [RFC44ra], if so,
check whether the PoC Client supports Simultan®m Sessions and has reached the maximum numBeCof
Sessions permitted. If true, and if the incominguest has a higher PoC Session Precedence thirwemst
currently established PoC Session, and if in acoord with Service Provider Policy, the PoC Sent¢ASL
release the PoC Session of lowest PoC Sessionderems as specified in subclause 7.3.2H8C' Server Releases
a PoC Sessidn

- 19. SHALL authorize whether the Authenticated Qragor's PoC Address in the SIP INVITE requestlsvwadd by
the action <allow-manual-answer-override> as spgtih [PoC-Document-Mgmt], if a Priv-Answer-Modedder
with the value 'Auto’ is present in the incomin® INVITE request and if not authorized or if manaakwer
override is not supported the PoC Server SHALLmetuSIP 403 "Forbidden" response with the warméxg set
to '121 Function not allowed due to <detailed reasas specified in subclause 5\Wdrning header Otherwise
continue with the rest of the steps;

- 20. SHALL perform the actions specified in subckus3.2.2a8Automatic-answer,"if:
a) the received SIP INVITE request contained a-Rriswer-Mode header with the value set to 'Auto’, o
b) all the following applies:

i. the Authenticated Originator's PoC Address mm#iP INVITE request is 'true' by the <allow-auto-
answermode> action associated to the Invited P& &ksdescribed in [OMA-PoC-Document-Mgmt];

ii. the result of the <allow-auto-answermode> atfior each offered Media Stream is 'true' according
the <media-list> condition of the Invited PoC Usesser Access Policy as described in [OMA-PoC-
Document-Mgmt];

ii. the Answer Mode Indication setting in the P8€rvice Settings of the Invited PoC User is set to
Automatic Answer;

iv. the received SIP INVITE request did not contaimAnswer-Mode header with the value set to
'‘Manual;Require’; and,

v. the PoC Server does not have already a PoCdbesith the PoC Client.
Otherwise, continue with the rest of the step; and,
- 21. SHALL perform the actions specified in subc&aids3.2.2b Manual-answer

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armedwwes of [TS24.229] / [3GPP2 X.S0013.4] with ¢hegifications
given in this subclause.

7.3.2.2a  Automatic-answer

Upon receiving an initial SIP INVITE request for iwwh the Automatic Answer Mode is selected, the BeGver:
- 1. SHALL perform the actions specified in subclaids®2.2.2 Automatic answer using the Pre-established
Sessiohusing an existing Pre-established Session, if
a) the Invited PoC Client has one or more Pre-éstedl Sessions without an associated PoC Session;
b) either of the following is satisfied:

i. the incoming SIP INVITE request includes Contiaeader with the PoC Discrete Media feature tag
'+g.poc.discretemedia’ and the invited PoC Cliedltided the PoC Discrete Media feature tag
'+g.poc.discretemedia’ in Contact header of thstiexj Pre-established Session; or,
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ii. the incoming SIP INVITE request does not in@udontact header with the PoC Discrete Media featur
tag '+g.poc.discretemedia’;

and,

c) the offered Media Streams and the offered Médiar Control Entities are same or subset of thodee
existing Pre-established Session.

i. the Media-floor Control Entity binding of eacffered Media Stream is the same as the Media-floor
Control Entity binding of the Media Stream of tree® Media Type in the existing Pre-established
Session; and,

ii. the codecs, Media formats and Media Parameteesich offered Media Stream are compliant with the
codecs, Media formats and Media Parameters of tbdidStream of the same Media Type in the existing
Pre-established Session.

Otherwise, continue with the rest of the steps; and
- 2. SHALL perform the actions specified in subclaids®2.2.1 Automatic answer Using On-demand Session

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armefdtwes of [TS24.229] / [3GPP2 X.S0013.4] with ¢hegifications
given in this subclause.

7.3.2.2b  Manual-answer

Upon receiving an initial SIP INVITE request for iwh the Manual Answer Mode is selected, the Po@e&er
- 1. SHALL perform the actions specified in subclads®2.2.4 Manual answer Using Pre-established Session
using an existing Pre-established Session, if
a) the Invited PoC Client has one or more Pre-ésteunl Sessions without an associated PoC Sesssion;
b) either of the following is satisfied:

i. the incoming SIP INVITE request includes Contiaeader with the PoC Discrete Media feature tag
'+g.poc.discretemedia’ and the invited PoC Cliedltided the PoC Discrete Media feature tag
‘+g.poc.discretemedia’ in Contact header of thetiexj Pre-established Session; or,

ii. the incoming SIP INVITE request does not inaudontact header with the PoC Discrete Media featur
tag '+g.poc.discretemedia’;

and,

c) the offered Media Streams and the offered Médiar Control Entities are same or subset of thodbe
existing Pre-established Session.

i. the Media-floor Control Entity binding of eacffered Media Stream is the same as the Media-floor
Control Entity binding of the Media Stream of tree®e Media Type in the existing Pre-establishedi®ess

d) the PoC Server and the Invited PoC Client supdanual Answer Mode using the Pre-established
Sessions.

Otherwise, continue with the rest of the steps; and
- 2. SHALL perform the actions specified in subclads®2.2.3 Manual answer Using On-demand Session

When the SIP/IP Core corresponds with 3GPP/3GPR2, the PoC Server SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armefdtwes of [TS24.229] / [3GPP2 X.S0013.4] with ¢hegifications
given in this subclause.

7.3.2.2.1 Automatic-answer using On-demand Session

The PoC Server SHALL act as B2BUA.

NOTE 1: In this version of the PoC Enabler the Fs&tver acts as B2BUA.

The PoC Server:
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1. SHALL generate a SIP 183 "Session Progressorespto the SIP INVITE request as specified in Buse

7.3.2.1"General"and according to rules and procedures of [RFC3a6d][RFC3262];

- 2. MAY include a Require header set to '100relbaditig to rules and procedures of [RFC3262];

- 3. SHALL include the P-Answer-State header setincbnfirmed"; and,

- 4. SHALL send the SIP 183 "Session Progress" resptowards the PoC Server performing the ContgMoC
Function according to rules and procedures of 8IEibre.

- 5. SHALL generate a SIP INVITE request as speciifiesubclause 7.3.2General’

- 6. SHALL set the Request-URI to the PoC AddresthefPoC User to be invited;

- 7. SHALL include a Priv-Answer-Mode header with tradue 'Auto’, if the received SIP INVITE requesntained
a Priv-Answer-Mode header with the value set tadAu

- 8. SHALL include an Answer-Mode header with theueaset to 'Auto’, if the received SIP INVITE requdisl not
contain a Priv-Answer-Mode header;

- 9. SHALL include in the SIP INVITE request a MIMBD8 body as an SDP offer based on the SDP offdran t

received SIP INVITE request as specified in theckause 7.3.2.1aSDP offer generatidh

- 10. SHALL, in the establishment of an Ad-hoc Po@@r Session and 1-1 PoC session, and if the inpieties
identity information feature is supported by Po@v&8g Provider's policy and Invited Parties Identitformation
Mode setting is set to 'true’;

a) include in the SIP INVITE request the MIME resm:lists body according to rules and procedures of
[RFC5366]; and;

b) perform procedures of [RFC5364] including thditidn of the "count" attribute, relying on the
"copyControl" and the "anonymize" attribute valireshe list;

NOTE 2: If Invited Parties Identity Information Medetting is set to ‘false’ or not available inPlo€ Server, the PoC
Server does not include the identity informationta SIP INVITE request. The URIs without both the
"copyControl" and the "anonymize" attributes areiipreted as their "anonymize" attribute value lbeen set
to 'true'.

NOTE 3: The "copyControl" value is not requirecompresented to the PoC Users.

- 11. SHALL include the Referred-By header from theoming SIP request if anonymity is not requestgthie
value 'id" in the Privacy header; and,

- 12. SHALL send the SIP INVITE request towards tl€Rlient according to rules and procedures ofSte/IP
Core.

Upon receiving a SIP 200 "OK" response to the SIPITE, the PoC Server:

- 1. SHALL perform actions to authorize the requedtedal QoE Profile, as specified in subclause R8E
Profiles', if QoE Profiles are enabled and a QoE Profitélaite is included in the received SDP answethéf
requested Local QoE Profile is authorized, the Be€/er SHALL assign and cache the requested LocEl Q
Profile as the Local QoE Profile for PoC User i #0C Session and continue with step2. If the Qofl®is not
authorized, the PoC Server:

a) SHALL respond with a SIP 403 "Forbidden" resgowith the warning text set to '115 <RequestedQoE>
QoE Profile not authorized' as specified in substab.6 Warning headée',

b) SHALL generate a SIP BYE request according tesrand procedures of [RFC3261]; and,

c) SHALL send the SIP BYE request towards the Bo/iPoC Client according to rules and procedureseof
SIP/IP Core, and do not continue with the resteps;

- 2. Depending, according to rules and proceduréRB€3261] and [RFC3262], on if the SIP 183 "Session
Progress" was sent reliable or not as follows:

a) SHALL send the SIP 200 "OK" response immediatéhe SIP 183 "Session Progress" was sent ainieli
(since the PoC Server does not have to wait fdPaPRACK request); and,

b) SHALL send the SIP 200 "OK" according to rules @rocedures of [RFC3262] and [RFC3261], if the Sl
183 "Session Progress” was sent reliable.
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If the SIP INVITE transaction times out, and theCP®erver supports PoC Box functionality, the Po&/&eSHALL
determine whether to route the SIP INVITE request PoC Box as specified in subclause 7.3.2.2:B&termination of
routing to a NW PoC Box upon failure to receiveafid/SIP 2xx response

Upon receiving a SIP PRACK request the PoC Server:
- 1. SHALL generate a SIP 200 "OK" response to theFIRACK request according to rules and procedures o
[RFC3262] and [RFC3261]; and,

- 2. SHALL send the SIP 200 "OK" response towardsRb€ Server performing the Controlling PoC Function
according to the rules and procedures of SIP/IReCor

Whenever the PoC Server sends the SIP 200 "OKbnsgpthe PoC Server:

- 1. SHALL generate a 200 "OK" response as desciib#te sub-clause 7.3.2!General®,

- 2. SHALL include in the SIP 200 "OK" response a MEMBDP body with an SDP answer based on the SDPeansw
in the received SIP 200 "OK" response as specifieti3.2.1b'SDP answer generation in case of On-demand
session;’

- 3. SHALL include in the Contact header the featage'+g.poc.fdcfo', as specified subclause E.REEACFO
Proceed Feature Tdgif the PoC Server supports the FDCFO Proceetdifeaand the SIP 200 "OK" response from
the PoC Client contains this feature tag;

- 4. SHALL include in the Contact header the featage'+g.poc.interworking, as specified subclauge56 'PoC
Interworking Servickif the PoC Server supports the PoC Interworkiegviee, and the SIP 200 "OK" response
from the PoC Client contains this feature tag;

- 5. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"Participating PoC Function procedures at
PoC Session initialization'and,

- 6. SHALL send the SIP 200 "OK" response towardsRtb€ Server performing the Controlling PoC Function
according to rules and procedures of SIP/IP Core;

The PoC Server SHALL forward any other SIP respahatdoes not contain SDP along the signallin pathe
originating network according to rules and proceduf SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPR, the PoC Server SHALL use 3GPP/3GPP2 IMS session
establishment mechanisms according to rules armefdwwes of [TS24.229] / [3GPP2 X.S0013.4] with ¢hegifications
given in this subclause.

7.3.2.2.2 Automatic-answer using Pre-established Se  ssion
The PoC Server SHALL act as B2BUA.

The PoC Server:

- 1. SHALL validate that the Media Parameters arepiable for the PoC Server and if not reject tiyeiest with a
SIP 488 "Not Acceptable Here" response. Othervasatinue with the rest of the steps;

- 2. SHALL check whether the incoming SIP INVITE regtifrom the Controlling PoC Function includes atépt-
Contact header with the PoC Dispatcher featuréqggoc.dispatcher' along with 'require’ and 'eiplparameters.
If it is included and the PoC Client did not inctuthe PoC Dispatcher feature tag '+g.poc.dispdtdheng the Pre-
established Session establishment, as specifiatiasige 7.3.1.2Pre-established Sessigihe PoC Server SHALL
reject the incoming SIP INVITE request with a SB04Temporarily Unavailable" response with the vilagrtext
set to '117 Client not supporting the PoC Dispatchpability' as specified in subclause BMarning header'and
not continue with the rest of the steps;

- 3. SHALL generate a SIP 200 "OK" response to tHeISIVITE request as described in the subclaus.1.3.
"General";

- 4. SHALL include in the SIP 200 "OK" response a MENBDP body as an SDP answer as specified in thaeside
7.3.2.1c 'SDP answer generation in case of Pre-establishedi®&& based on the SDP negotiated during the Pre-
established Session establishment as specifiedesigec7.3.1.2Pre-established Sessiband SDP offer received
from the PoC Server in the SIP INVITE request;

5. SHALL include the P-Answer-State header setioncbnfirmed";
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6. SHALL include value 'id' in the Privacy headecarding to rules and procedures of [RFC3325héf invited
PoC Client has requested privacy, when the Préesttad Session was established;

- 7. SHALL include the PoC Dispatcher feature tagpeg.dispatcher' in the Contact header of the BIP"©DK"
response if the incoming SIP INVITE request frora @ontrolling PoC Function included an Accept-Conta
header with the PoC Dispatcher feature tag '+gdisgatcher' along with 'require’ and 'explicit' graeters.

- 8. SHALL include in the Contact header the featagg'+g.poc.fdcfo', as specified subclause E.REACFO
Proceed Feature Tagif PoC Server supports the FDCFO Proceed feaame the SIP INVITE request of the Pre-
established Session, as specified in subclausk Z.Pre-established Sessigrtontained this feature tag;

- 9. SHALL send the SIP 200 "OK" response to theIBIITE request according to rules and procedureSIBfIP
Core;

- 10. SHALL interact with the User Plane as descriind©MA-PoC-UP]"Participating PoC Function procedure at
initialization"; and,

NOTE 1: The PoC Server places and delivers Texité€ received in the Subject header and Referekeegtia Content
received in the Alert-Info header and the Call-lh&ader of received SIP INVITE request as specified
7.3.2.2 PoC Session invitation reque# User Plane.

NOTE 2: The PoC Server does not include Text Cdrard Referenced Media Content in the Connect rges§she
size of Text Content and Referenced Media Contergexls the IP fragmentation limitation.

- 11. SHALL send the SIP 200 "OK" Response to thelSNATE request according to rules and procedufes o
SIP/IP Core.

If the PoC Server has not reached the Invited PlihtCas specified in [OMA-PoC-UP]'L5 (Connect message re-
transmit) timer fired N timésand the PoC Server supports PoC Box functiondlity PoC Server SHALL determine
whether to route the SIP INVITE request to a Po@ 8 specified in subclause 7.3.2.2.52etermination of routing to a
NW PoC Box upon failure to receive a valid SIPZ2sponsé

When the SIP/IP Core corresponds with 3GPP/3GPFR, the PoC Server SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules arzeduwes of [TS24.229] / [3GPP2 X.S0013.4] with ¢keifications
given in this subclause.

7.3.2.2.3 Manual-answer using On-demand Session

The PoC Server:
- 1. SHALL determine if the PoC Server acts as a BRRldd stays on the Media path or not, as specifig@MA-
PoC-UP]"'User Plane routing;'
2. SHALL perform the following actions, if the P&&rver acts as a B2BUA and stays on the media path:
a) generate a SIP INVITE request as specified xlawse 7.3.2.1General.

b) include in the SIP INVITE request a MIME SDP pas an SDP offer on the SDP offer in the receHI
INVITE request as specified in the subclause 712.2SDP offer generatidin

c) set the Request-URI to the PoC Address of th& Pger to be invited; and,

d) continue, for the duration of the SIP Sessiating as a B2BUA according to rules and procedofes
[RFC3261].

3. SHALL perform the following actions, if the P&&rver does not stay in the media path:

a) for the duration of the SIP Session and as &ntne PoC Client is a Participant in the PoC 8assict as a
SIP proxy according to rules and procedures of [BF1];

b) use the content of the received SIP INVITE toegate the SIP INVITE request according to ruled an
procedures of [RFC3261]; and,

¢) include a Record-Route header containing a d&tifying its own address.
4. SHALL include the Answer-Mode header set to 'MerRequire’;

5. SHALL include the Referred-By header from theoiming SIP request if anonymity is not requestethieywalue
'id" in the Privacy header;
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6. SHALL, in the establishment of an Ad-hoc PoC @r&ession and 1-1 PoC Session, and if the inpiaeties
identity information feature is supported by Po@v&= Provider's policy and Invited Parties Idgntitformation
Mode setting is set to 'true’;
a) include in the SIP INVITE request the MIME resmtlists body according to rules and procedures of
[RFC5366]; and,

b) perform procedures of [RFC5364] including thelitidn of the "count" attribute, relying on the
"copyControl" and the "anonymize" attribute valireshe list.

NOTE 1: If Invited Parties Identity Information Medsetting is set as ‘false’ or not available in e Server, the PoC

Server does not include the identity informationta SIP INVITE request. The URIs without both the
"copyControl" and the "anonymize" attributes areipreted as their "anonymize" attribute value lteen set
to 'true’.

NOTE 2: The "copyControl" value is not requiredom presented to the PoC Users.

7. SHALL send the SIP INVITE request towards th€Rdient according to rules and procedures of B
Core.

Upon receiving a SIP 180 "Ringing" response toShHe INVITE request the PoC Server:

1. SHALL cache the list of supported SIP methodsgdékived in the Allow header;

2. SHALL cache the contact if received in the Cohteeader;

3. SHALL generate a SIP 180 "Ringing" responsepasified in subclause 7.3.2'General"if acting as a B2BUA,;
4. SHALL generate a SIP 180 "Ringing" response wting to rules and procedures of [RFC3261] if egtis a SIP
proxy; and,

5. SHALL send the SIP 180 "Ringing" response towdhe PoC Server performing the Controlling PoCdton
according to rules and procedures of SIP/IP Core;

Upon receiving a SIP 200 "OK" response to the SIPITE request the PoC Server:

1. SHALL perform the following actions, if the P&&rver acts as B2BUA
a) cache the list of supported SIP methods if keckin the Allow header;
b) cache the contact received in the Contact header

NOTE 3: If the maximum number of Simultaneous P@&SsBns is exceeded, the PoC Server handles atgaodihe

local policy.

¢) SHALL perform actions to authorize the requedtedal QoE Profile, as specified in subclause R8E
Profiles' if QoE Profiles are enabled and a QoE Profilalaite is included in the received SDP answethédf t
requested Local QoE Profile is authorized, the Be€/er SHALL assign and cache the requested LooBl Q
Profile as the Local QoE Profile for PoC User ie #oC Session, and continue with step e. If the Brofile

is not authorized, the PoC Server:

i. SHALL respond with a SIP 403 "Forbidden" respomsth the warning text set to '115 <RequestedQoE>
QoE Profile not authorized' as specified in substab.6 Warning headértowards the Inviting PoC
Client;

ii. SHALL interact with User Plane as specified@MA-PoC-UP]"Participating PoC Function
procedures at PoC Session release "

iii. SHALL generate a SIP BYE request accordinguies and procedures of [RFC3261]; and,

iv. SHALL send the SIP BYE request towards the tediPoC Client according to rules and procedures of
the SIP/IP Core, and do not continue with the oésteps;

d) generate a SIP 200 "OK" response as specifilttisubclause 7.3.2.General;
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e) include in the SIP 200 "OK" response a MIME Siufdly as the SDP answer the SDP offer received from
the PoC Server in the SIP INVITE request as spetifn the subclause 7.3.2.1BDP answer generation in
case of On-demand sessipand,
f) interact with the User Plane as specified in [®HMoC-UP] 'Participating PoC Function procedures at PoC
Session initializatioh

2. SHALL perform the following actions, if the P&&rver acts as a SIP proxy
a) generate a SIP 200 "OK" response accordinglés and procedures of [RFC3261]; and,
b) include the same MIME SDP body as the SDP anssegived in the SIP 200 "OK" response.

3. SHALL include in the Contact header the featage'+g.poc.fdcfo', as specified subclause E.REEACFO

Proceed Feature Tdgif the PoC Server supports the FDCFO Proceetlifeaand the SIP 200 "OK" response from

the PoC Client contains this feature tag;

- 4. SHALL include in the Contact header the featagg'+g.poc.interworking', as specified subclauge56 'PoC
Interworking Servick if the PoC Server supports the PoC Interworl@egvice, and the SIP 200 "OK" response
from the PoC Client contains this feature tag; and,

- 5. SHALL send the SIP 200 "OK" response to the Be@ser performing the Controlling PoC Function adetg
to rules and procedures of SIP/IP Core.

If the SIP INVITE transaction times out and the P& ver supports PoC Box functionality, the PoG/&e8HALL
determine whether to route the SIP INVITE request PoC Box as specified in subclause 7.3.2.2:B&termination of
routing to a NW PoC Box upon failure to receivealid/SIP2xx response

The PoC Server SHALL forward any other SIP respdhatdoes not contain SDP along the signallin pathe
originating network according to rules and procedusf SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPR2, thve PoC Server SHALL use 3GPP/3GPP2 IMS session
establishment mechanisms according to rules armkduwes of [3GPP TS 24.229] / [3GPP2 X.S0013.4j tie
clarifications given in this subclause.

7.3.2.2.4 Manual-answer using Pre-established Sessi  on

NOTE: If the PoC Server determines to route thelSNATE request to a UE PoC Box Manual Answer usamgOn-
demand Session is used.

The PoC Server SHALL act as B2BUA.

Upon receiving an incoming SIP INVITE from the P8€rver performing Controlling PoC function, the P8€rver
- 1. SHALL generate SIP re-INVITE request as desctibesubclause 7.3.2"General"

NOTE 1: A SIP re-INVITE request cannot include amsiver-Mode header as specified in [RFC5373] so Mbanu
Answer is implied with a SIP re-INVITE request witlthe existing SIP dialog of the Pre-establisheds®n.

- 2. SHALL set the Request-URI to the PoC AddreshefPoC User to be invited;
- 3. SHALL include Call-ID, From tag and To tag whiafe provided from Pre-established Session;
- 4. SHALL include in a Contact header conference WRich identifies Pre-established Session;

- 5. SHALL include the Referred-By header from theoiming SIP INVITE request if anonymity is not reqtexl by
the value 'id" in the Privacy header.

- 6. SHALL include in the SIP re-INVITE request a MBVEDP body as an SDP offer on the SDP offer in the
received SIP INVITE request as specified in theckause 7.3.2.185DP offer generation”

- 7. SHALL, in the establishment of an Ad-hoc PoC @r&ession and 1-1 PoC session, and if the inpideties
identity information feature is supported by Po@v&= Provider's policy and Invited Parties Idgntitformation
Mode setting is set to 'true’;

a) include in the SIP re-INVITE request the MIMEoerce-lists body according to rules and procedofres
[RFC5366]; and,

b) perform procedures of [RFC5364] including theditidn of the "count" attribute, relying on the
"copyControl" and the "anonymize" attribute valireshe list.
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NOTE 2: If Invited Parties Identity Information Medsetting is set to ‘false’ or not available in #@C Server, the PoC
Server does not include the identity informationta SIP INVITE request. The URIs without both the
"copyControl" and the "anonymize" attributes areipreted as if their "anonymize" attribute valae been
set to 'true’.

NOTE 3: The "copyControl" value is not requirecompresented to the PoC Users.

- 8. SHALL send the SIP re-INVITE request toward tdeminating PoC Client within the existing SIP digl
according to rules and procedures of the SIP/IReCor

Upon receiving a SIP 180 "Ringing" response toSHere-INVITE request, the PoC Server:

- 1. SHALL store the list of supported SIP method®deived in the Allow header;
- 2. SHALL generate a SIP 180 "Ringing" responsepasified in subclause 7.3.2.GEneral if acting as a B2BUA;
and,

3. SHALL send the SIP 180 "Ringing" response towdht PoC Server performing the Controlling PoCdion
according to rules and procedures of SIP/IP Core;

Upon receiving a SIP 200 "OK" response to the 8SHNVITE request, the PoC Server:

- 1. SHALL interact with the User Plane as specifirefOMA-PoC-UP]"User Plane adaptationfor updating the
User Plane with the newly negotiated codecs andd/ledrameters from the received SDP answer, ifdbeived
SDP answer includes changes in codecs or Mediaatsror Media Parameters from those earlier accepted

- 2. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"Participating PoC Function procedures
whendisconnecting from a Medialf a Media Stream previously negotiated in the-Bstablished Session was
marked as rejected in the received SDP answer;

- 3. SHALL generate a SIP 200 "OK" response as dasdifin the subclause 7.3.2@Generat;

- 4. SHALL include in the SIP 200 "OK" response, a\\H SDP body with an SDP answer based on the SDReains
in the received SIP 200 "OK" response, as specifieti3.2.18'SDP answer generation in case of On-demand
session;'

- 5. SHALL include in the Contact header the featage'+g.poc.fdcfo', as specified subclause E.EACFO
Proceed Feature Tdgif PoC Server supports the FDCFO Proceed feaaume the SIP 200 "OK" response from the
PoC Client contains this feature tag;

- 6. SHALL interact with the User Plane as descriimgf@@ MA-PoC-UP] "Participating PoC Function procedures at
PoC Session initializatidnand,

NOTE 4: The PoC Server sends a MBCP Connect messageler to give PoC Session Identity to the ieating PoC
Client.

- 7. SHALL send the SIP 200 "OK" Response to thelSINATE request according to rules and procedureSI&fIP
Core.

If the SIP INVITE transaction times out and the P&&ver supports PoC Box functionality, the PoG/&eBEHALL
determine whether to route the SIP INVITE request PoC Box as specified in subclause 7.3.2.2:B&ermination of
routing to a NW PoC Box upon failure to receivealid/SIP2xx response”

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armeduwes of [3GPP TS 24.229] / [3GPP2 X.S0013.4j the
clarifications given in this subclause.

7.3.2.2.5 Forward invitation to a PoC Box

7.3.2.2.5.1Determination of routing to a PoC Box upon an incorimg invitation

This subclause specifies how the PoC Server suppgdhie PoC Box service determines whether to raotemcoming SIP
request to a NW PoC Box or a UE PoC Box beforemgitig to route the SIP request to the PoC Client.

Upon receiving an initial SIP INVITE request the@8erver:
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1. SHALL determine not to route the SIP INVITE reguto a

a) NW PoC Box if the SIP INVITE request receivednfrthe Inviting PoC Client contains a Reject-Contac
header containing the feature tags 'sip.automath’sip.actor' with the value ‘'msg-taker' alonghwite
parameters ‘require’ and 'explicit; or,

b) UE PoC Box if the SIP INVITE request receiveanfrthe Inviting PoC Client contains a Reject-Contac
header containing the feature tags 'sip.automiatl’sip.actor' with the value 'principal’ and 'dgscription’
with the value "poc recording device" along witle fiarameters ‘require’ and 'explicit.

If neither a NW PoC Box nor a UE PoC Box can baedudo not continue with the rest of the steps.

2. SHALL determine not to route the request to a RUC Box nor a UE PoC Box if the PoC Service SgtiRoC
Box Use is set to "unwillingness”, and do not comd with the rest of the steps;

3. SHALL determine that the incoming SIP INVITE vt is to be routed to the UE PoC Box if the Pe€riSe
Setting PoC Box Use is not set to "unwillingneasti the SIP INVITE request received from the ImgtPoC
Client contains an Accept-Contact header contaittiegeature tags 'sip.automata’ and 'sip.actt’ thie value
‘principal’ and 'sip.description’ with the valuetgecording device" along with the parametersuireand 'explicit'
, and the <pocbox-type> element is set to "uepathor do not continue with the rest of the steps;

4. SHALL determine that the incoming SIP INVITE et is to be routed to the NW PoC Box if the Pe@/ite
Setting PoC Box Use is not set to "unwillingnessd éhe SIP INVITE request received from the In\gtihoC
Client contains an Accept-Contact header contaittiegeature tags 'sip.automata’ and 'sip.actt’ the value
'msg-taker' along with the parameters ‘require"explicit' , and the <pocbox-type> element istséthwpochbox"
and do not continue with the rest of the steps;

5. SHALL determine that the incoming SIP INVITE et is to be routed to

a) the NW PoC Box if the PoC Service Setting Po®& Bee is set to "unconditional” and if the <pochox
type> element is set to "nwpochbox"; or,

b) the UE PoC Box if the PoC Service Setting Po& Bee is set to "unconditional” and if the <pocligpe>
element is set to "uepocbox".

7.3.2.2.5.2Determination of routing to a NW PoC Box upon failue to receive a valid SIP 2xx response

This subclause specifies how the PoC Server suppgdhe PoC Box service determines whether to roeqeest to a NW
PoC Box after failing to receive a valid SIP 2xxdi response from the PoC Client or from the UE Bok.

Upon receiving a SIP 302 "Moved Temporarily" respoio the SIP INVITE request from the Invited Po@&@ the PoC

Server:

1. SHALL check if the address received in the Conltieeader corresponds to the NW PoC Box addres# aot
return a SIP 486 "Busy Here" response and do nafrage with the rest of the steps;

2. SHALL return a SIP 486 "Busy Here" responséé original SIP INVITE request received from thegifimg

PoC Client contains a Reject-Contact header cantaihe feature tag 'sip.automata’ and the featgésip.actor'
with the value of 'msg-taker’ along with the parger®'require’ and ‘explicit' and do not continuthhe rest of the
steps; or,

3. SHALL route the original Incoming SIP INVITE Reest to the NW PoC Box as specified in subclause
7.3.2.2.5.3 Forward invitations to a NW PoC BbK the PoC Server supports the PoC Box and thiégdd PoC
User subscribes to the NW PoC Box service.

NOTE: The SIP INVITE request is forwarded to the NAG/C Box even if the PoC Service Setting PoC Bos Us

indicates "unwillingness" as this is upon the sfiediecision of the PoC User.

Upon an expiration of the 'PoC Box Alert User Tihwerupon failing to receive a final response aeieing any SIP 4xx,
5xx or 6xx response to the SIP INVITE request fttwe PoC Client or UE PoC Box the PoC Server:

1. SHALL if the original SIP INVITE request receivérom the Inviting PoC Client contains a Rejecta@Gat
header containing only the feature tag 'sip.autahaatd the feature tag 'sip.actor’ with the vafueneg-taker' along
with the parameters 'require' and 'explicit' either

a) Forward the SIP 4xx, 5xx or 6xx response, of,
b) If no response was received return an apprepB#? 408 "Request Timeout" response;
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and do not continue with the rest of the steps;

- 2. SHALL if the PoC Service Setting PoC Box Useads set to "unwillingness", and the PoC Server sugsphe
NW PoC Box and the Invited PoC User subscribehed\W PoC Box service then route the original inocanSIP
INVITE request to the NW PoC Box as specified ibdause 7.3.2.2.5.36rward invitations to a NW PoC Bobx
and do not continue with the rest of the steps; or.

- 3. SHALL if the PoC Server determines that the mow SIP INVITE request is not to be redirectedhite NW
PoC Box based upon the above steps then the Po€r®dther:

a) Forward the response received from the PoC QliebE PoC Box; or
b) If no response was received return an apprap8# 408 "Request Timeout" response.

When the SIP/IP Core corresponds with 3GPP/3GPR2, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.2.2.5.3Forward invitations to a NW PoC Box

When an invitation to a PoC Session is to be fodedrto the NW PoC Box the PoC Server:

- 1. SHALL perform the following steps in case of theegistered case:

a) MAY reject the SIP INVITE request with a SIP 5&ervice Unavailable" response depending on thgeva
of the requested QoE Profile if QOE Profiles arel#ed, the PoC Server is acting as a B2BUA andkaofi
congestion exists as specified in [OMA-PoC-UPtdcedures at the PoC Server performing the Partiting
PoC Functiofi. The PoC Server MAY include a Retry-After heattethe 503 "Service Unavailable" response
as specified in [RFC3261];

b) SHALL check the presence of the 'isfocus' feaparameter in the URI of the Contact header aitdsiinot
present then the PoC Server SHALL reject the rdqui¢is a SIP 403 "Forbidden” response with the viragn
text set to '106 Isfocus not assigned' as spedifisdbclause 5.6/ arning headér Otherwise continuing the
rest of the steps;

¢) SHALL check the Invited PoC User's PoC Servietifgs associated to the PoC Address receivdtkin t
Request-URI. If the PoC Service Settings have rehbreceived from the PoC Client yet or if PoC Berv
Settings expiration timer has expired, the PoC &BHALL respond with a SIP 480 "Temporarily
Unavailable" response. Otherwise continue withrést of the steps;

d) SHALL check if the Authenticated Originator's®Address and the URI of Referred-By header in the
initial SIP INVITE request is not ‘true’ in the ak-reject-invite> action associated to the InviieolC User
indicated by the Request-URI as described in [OMGHDocument-Mgmt]. If at least one of them is 'true
then the PoC Server SHALL respond with a SIP 4@88lden" response with the warning text set td.'12
Function not allowed due to <detailed reason>pasified in subclause 5.8Varning header Otherwise
continue with the rest of the steps

- 2. MAY respond with a SIP 480 "Temporarily Unavalkl' response according to local policy, if the MEM
message/sipfrag body containing the User-Agentédreiadicating the Inviting PoC Client compliant prib the
OMA PoC version 1.0 specification as specifiedibdause E.4.1Release version in User-agent and Server
headers is included in the received SIP INVITE requestl dhe regional and national regulations require tia
Inviting PoC User is informed about recording befbeing recorded. Otherwise continue with the oé#te steps.

- 3. SHALL generate a SIP INVITE request as specifiesbclause 7.3.2.General,;

- 4. SHALL include the address of a NW PoC Box alwritl the called PoC User's PoC Address and theecfaus
the redirection in the Request-URI according teswdnd procedures of [RFC 4458];

- 5. SHALL include a History-Info header as specifiedRFC 4244] giving the condition for forwarditige
invitation to the NW PoC Box;

- 6. SHALL include in the SIP INVITE request a MIMBDS8 body as specified in the subclause 7.3.2SP" offer
generatiofi;

- 7. SHALL include the Answer-Mode header set to 'MaRequire’;
- 8. SHALL include the Referred-By header from theoiming SIP request;

- 9. SHALL continue, for the duration of the SIP Sessacting as a B2BUA according to rules and pdoces of
[RFC3261]; and,
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10. SHALL forward the incoming SIP INVITE requestiards the NW PoC Box according to rules and proes]
of SIP/IP Core.

Upon receiving a SIP 200 "OK" response to the SIPITE request the PoC Server:

1. SHALL perform the following actions
a) cache the list of supported SIP methods if vetkin the Allow header; and,
b) cache the contact received in the Contact header

2. SHALL include in the Contact header the featags 'sip.automata’, and the feature tag 'sip astitr the value
of 'msg-taker' if any of these are included in@untact header of the incoming received SIP resgand,

3. SHALL send the SIP 200 "OK" response to the Be@ser performing the Controlling PoC Function adoty
to rules and procedures of SIP/IP Core.

The PoC Server SHALL forward any other SIP respahatdoes not contain SDP along the signallin pathe
originating network according to rules and procegwf SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS session
establishment mechanisms according to rules armeduwes of [3GPP TS 24.229] / [3GPP2 X.S0013.4j thie
clarifications given in this subclause.

7.3.2.2.5.4Forward invitations to a UE PoC Box

When an invitation to a PoC Session is to be fodedrto the UE PoC Box

The PoC Server:

1. SHALL respond with a SIP 480 "Temporarily Undahle" response, if the MIME message/sipfrag body
containing the User-Agent header indicating theting PoC Client compliant only to the OMA PoC viers 1.0
specification as specified in subclause E.R&lease version in User-agent and Server headeracluded in the
received SIP INVITE request and the regional arttbnal regulations require that the Inviting PoCeUs
informed about recording before being recordede@tise continue with the rest of the steps.

2. SHALL generate a SIP INVITE request as specifiesubclause 7.3.2.General,;

3. SHALL include in the SIP INVITE request a MIMIDS8 body as specified in the subclause 7.3.2SI2P' offer
generatiofi;

4. SHALL set the Request-URI to the PoC AddreshefPoC User to be invited;

5. SHALL include in the Accept-Contact header thatfire tags '+g.poc.talkburst' 'sip.automata’ alattythe
feature tags 'sip.actor’ with the value 'principald 'sip.description’ with the value "poc recogditevice" and the
parameters 'explicit' and ‘require’;

NOTE 1: The handling of any other non-PoC spedédature tags in Accept-Contact headers or Rejeat#ob headers

is specified in the subclause 5.13ahdling of non-PoC specific feature tdgs

6. SHALL include unmodified any Reject-Contact heradcontained in the original SIP INVITE request;
7. SHALL include the Answer-Mode header set to 'MearRequire’;

8. SHALL include the Referred-By header from theoiming SIP request if anonymity is not requestethiey
value 'id" in the Privacy header;

9. SHALL, in the establishment of an Ad-hoc PoC @r&ession and 1-1 PoC session, and if the inpideties
identity information feature is supported by Po@v&= Provider's policy and Invited Parties Idgntitformation
Mode setting is set to 'true’;
a) include in the SIP INVITE request the MIME resmtlists body according to rules and procedures of
[RFC5366]; and,

b) perform procedures of [RFC5364] including thelitidn of the "count" attribute, relying on the
"copyControl" and the "anonymize" attribute valireshe list;

NOTE 2: The URIs without both the "copyControl" ahe "anonymize" attributes are interpreted ag tlagionymize"

attribute value has been set to 'true'.
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NOTE 3: The "copyControl" value is not requiredom presented to the PoC Users.

- 10. SHALL continue, for the duration of the SIP Ses, acting as a B2BUA according to rules and @doces of
[RFC3261]; and,

- 11. SHALL send the SIP INVITE request towards the RbC Box according to rules and procedures oStReIP
Core.
Upon receiving a SIP 200 "OK" response to the SIPITE request the PoC Server:

- 1. SHALL perform the following actions:
a) cache the list of supported SIP methods if keckin the Allow header; and,
b) cache the contact received in the Contact header
- 2. SHALL copy into the Contact header.the featagst'sip.automata’, 'sip.actor’, 'sip.descriptiothi their
corresponding value if any of these are includetthénContact header of the incoming received S¢Barse; and,
- 3. SHALL send the SIP 200 "OK" response to the Be@ser performing the Controlling PoC Function adow
to rules and procedures of SIP/IP Core.

Upon receiving any SIP 4xx, 5xx or 2xx respons# oo final response is received from the UE Po& B® PoC Server
SHALL determine whether to forward the request tddVel PoC Box as specified in subclause 7.3.2.2. Bg&érmination of
routing to a NW PoC Box upon failure to receiveaid/SIP2xx response

When the SIP/IP Core corresponds with 3GPP/3GPR2, thve PoC Server SHALL use 3GPP/3GPP2 IMS session
establishment mechanisms according to rules armkduwes of [3GPP TS 24.229] / [3GPP2 X.S0013.4j the
clarifications given in this subclause.

7.3.2.3 PoC Session modifications

Upon receiving a SIP UPDATE request or a SIP redMB&/request and when the PoC Server acts as a BaBlfiAg an on-
going PoC Session the PoC Server:

- 1. SHALL validate that the received SDP offer im#g at least one Media Stream for which the Mediameters
and at least one codec or Media format is acceptalthe PoC Server and if not reject the requébtavSIP 488
"Not Acceptable Here" response. Otherwise contimitle the rest of the steps;

- 2. MAY generate a SIP UPDATE request accordingitesrand procedures of [RFC3311] , if the PoC Serve
supports the SIP UPDATE request and if

a) the PoC Client has indicated support for the #PDATE method;

b) the offered Media Streams and the offered Média- Control Entities are used in the PoC Sessipthe

PoC Client; and,

c) the offered Media-floor Control Entity binding @ach Media Stream used and offered is the sameesk
and SHALL generate a SIP re-INVITE request accaydanrules and procedures of [RFC3261], if the SIP
UPDATE request is not generated;

- 3. SHALL include the PoC Session Identity in a Gahheader when the On-demand Session is usedielnde
conference URI which identifies Pre-establisheds®eswhen the Pre-established Session is used;

- 4. SHALL include in the SIP request a MIME SDP badyan SDP offer as specified in subclause 7.3'3D&
offer generation;'

- 5. SHALL include a Resource-Priority header acanydd rules and procedures of [RFC4412] that istidal to
the one in the incoming SIP UPDATE request or ®HNVITE request, if the PoC Server supports 'Géfic
Government Use' QoE Profile and if a Resource-Ryibeader is included in the incoming SIP UPDAEguest
or SIP re-INVITE;

- 6. SHALL send the SIP request towards the PoC ©ligthin the existing SIP dialog according to ruéesd
procedures of the SIP/IP Core.

Upon receiving a SIP UPDATE request or a SIP redMN&/request during an on-going PoC Session and weRoC
Server acts as a SIP proxy the PoC Server SHALkdoi the SIP request according to rules and proeschf [RFC3261].

Upon receiving a SIP 180 "Ringing" response toSHe INVITE request and when the PoC Server acessB2BUA, the
PoC Server:
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- 1. SHALL generate a SIP 180 "Ringing" responsepasified in subclause 7.3.2':General";, and,

- 2. SHALL send the SIP 180 "Ringing" response towdh#g PoC Server performing the Controlling PoCdion
according to rules and procedures of SIP/IP Core;

Upon receiving a SIP 200 "OK" response and wherPte Server acts as a B2BUA the PoC Server:

- 1. SHALL generate a SIP 200 "OK" to the SIP UPDAERuest or the SIP re-INVITE request accordingites
and procedures of the [RFC3261];

- 2. SHALL include a MIME SDP body in the SIP 200 "Okesponse as the SDP answer as specified in sidecla
7.3.2.1b"'SDP answer generation in case of On-demand sessioas in subclause 7.3.2."18DP answer
generation in case of Pre-established Session"

- 3. SHALL interact with the User Plane as specifref[OMA-PoC-UP]"User Plane adaptationfor updating the
User Plane with the newly negotiated codecs andd/ledrameters from the received SDP answer, iPt@
Server is in the Media path and if the received SD&wer includes changes in codecs or Media fororaiéedia
Parameters from those earlier accepted;

- 4. SHALL interact with the User Plane as specifrefOMA-PoC-UP]"Participating PoC Function procedures
whendisconnecting from a Medialf the PoC Server is on the Media path and ifedM Stream previously used in
the PoC Session was marked as rejected in theveet€DP answer or if the PoC Server is in the Mpdih and if
the current Media-floor Control Entity binding oMedia, that is currently used in the PoC Sessi@hatcepted in
the SDP answer, is not the same as in the rec&R&danswer;

- 5. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"Participating PoC Function procedures
whenconnecting to a Media'f the PoC Server is in the Media path and if a Megftream not previously used in
the PoC Session was accepted in the received S&#eaor if the PoC Server is in the Media path i&itioe
current Media-floor Control Entity binding of a Miegthat is currently used in the PoC Session andpted in the
SDP answer, is not the same as in the receiveda®BWRer; and,

- 6. SHALL send a SIP 200 "OK" response towards € Berver performing the Controlling PoC Function
according to rules and procedures of SIP/IP Core.

Upon receiving of a SIP 180 "Ringing" response when the PoC Server acts as a SIP proxy, the Po@IS8HALL
forward the SIP 180 "Ringing" response accordingutes and procedures of [RFC3261].

Upon receiving a SIP 200 "OK" response and wherPth@ Server acts as a SIP proxy the PoC Server SHdrward the
SIP 200 "OK" response according to rules and proeesiof [RFC3261].

Upon receiving a SIP final response (with the exioepof the SIP 200 "OK" response) to the SIP r&INE request or the
SIP UPDATE request the PoC Server SHALL forward$he final response according to rules and proedaf
[RFC3261].

When the SIP/IP Core corresponds with 3GPP/3GPFR, the PoC Server SHALL use 3GPP/3GPP2 IMS Session
mechanisms according to rules and procedures dP3TS 24.229] / [3GPP2 X.S0013.4] with the claaifions given in
this subclause.

7.3.2.4 SIP NOTIFY request

If the PoC Server performing the Participating FFra@ction receives an incoming SIP NOTIFY requeat ih part of the
same dialog as the previously sent SIP SUBSCRIBEest the PoC Server:

- 1. SHOULD check if a Resource-Priority header @duded in the SIP NOTIFY request according to raled
procedures of [RFC4412], if the PoC Server suppofticial Government Use' QoE Profile, and if inded the
PoC Server SHALL apply preferential treatment ® 8iP NOTIFY request, as specified in [RFC4412];

- 2. SHALL send the SIP NOTIFY request towards th€ Bdient along the signalling path; and,

- 3. SHALL forward the response along the signalldagh to the originating network when the Invited_Rolient
responds and a response is received from the thRio€ Address.

When the SIP/IP Core corresponds with 3GPP/3GPFR, tive PoC Server SHALL use 3GPP/3GPP2 IMS mecinarisd
procedures according to rules and procedures d?PBGS 24.229] / [3GPP2 X.S0013.4] with the claafions given in this
subclause.
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7.3.2.5 SIP CANCEL request

Upon receiving a SIP CANCEL request from the Po@&eperforming the Controlling PoC Function, a P8€ver acting
as a B2BUA:

- 1. SHALL act as UAS according to rules and procedwf [RFC3261]; and,

- 2. SHALL cancel the SIP INVITE request towards B@C Client acting as UAC according to rules anctedorres
of [RFC 3261].

When acting as a SIP proxy the rules and procedgspecified in [RFC3261] SHALL be applied.

When the SIP/IP Core corresponds with 3GPP/3GPR2, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.2.6 SIP BYE request

7.3.2.6.1 SIP BYE request from the Controlling PoC  Function — On-demand Session
case

Upon receiving a SIP BYE request from the PoC Sgpeeforming the Controlling PoC Function a PoCvgeiacting as a
B2BUA:

- 1. SHOULD check if a Resource-Priority header duded in the SIP BYE request according to rules an
procedures of [RFC4412], if the PoC Server suppofticial Government Use' QoE Profile. If includéte PoC
Server SHALL apply preferential treatment to thguest to leave the PoC Session, as specified iC4RE2];

- 2. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"Participating PoC Function procedures at
PoC Session releasédr releasing User Plane resource associated withlth&&ssion with the PoC Server
performing the Controlling PoC Function;

- 3. SHALL generate a SIP 200 "OK" response and gidndvards the PoC Server performing the ContrglifoC
Function according to rules and procedures of iRélS Core;

- 4. SHALL generate a SIP BYE request according kesrand procedures of [RFC3261];
- 5. SHOULD include a Reason header unmodified ad¢egrw rules and procedures of [RFC4411], if theoiming

SIP BYE request contained a Reason header and FalC Server supports the 'Official Government Qe
Profile;

- 5. SHALL include a Resource-Priority header unmiedifaccording to rules and procedures of [RFC44i#je
incoming SIP BYE request contained a Resource-Brioeader and if the PoC Server supports the ¢@ffi
Government Use' QoE Profile; and,

- 6. SHALL send the SIP BYE request to the PoC Claaording to rules and procedures of the SIP/IRR.Co

Upon receiving a SIP 200 "OK" response to the SYEBequest the PoC Server SHALL interact with theetJPlane as
specified in [OMA-PoC-UP]Participating PoC Function procedures at PoC Sesgielease'for releasing User Plane
resources associated with the SIP Session witRal@Client.

When acting as a SIP proxy the rules and procedgspecified in [RFC3261] SHALL be applied.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS medaimanis
according to rules and procedures of [3GPP TS 24 28GPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.2.6.2 SIP BYE request from the Controlling PoC  Function — Pre-established Session
case

NOTE: The procedure in this subclause applies wherPoC Session is established by sending a MBGi2age to
the PoC Client as specified in [OMA-PoC-UMdrticipating PoC function procedures at PoC Sessio
initialization".

Upon receiving a SIP BYE request from the ContngllPoC Function the PoC Server:
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1. SHOULD check if a Resource-Priority header iduded in the SIP BYE request according to rules an
procedures of [RFC4412], if the PoC Server suppftficial Government Use' QoE Profile. If includetie PoC
Server SHALL apply preferential treatment to theuest to leave the PoC Session, as specified iG{RE2];

2. SHALL interact with the User Plane as specifiefOMA-PoC-UP] 'Participating PoC Function procedures at
PoC Session releastor disconnecting the User Plane resources tosvire PoC Server performing Controlling
PoC Function;

3. SHALL send a SIP 200 "OK" response to the CdlimigpPoC Function;

4. SHALL interact with the User Plane as specifiefOMA-PoC-UP] 'Participating PoC Function procedures at
PoC Session releastor disconnecting User Plane resources toward$thC Client from the User Plane resources
towards the Controlling PoC Function; and,

5. SHALL maintain the Pre-established Session tde/éne PoC Client.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS medaimanis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.2.6.3 Leaving a PoC Session when using Pre-esta  blished Session

NOTE: The procedure in this subclause applies wherPoC Session is established within a Pre-estadi Session

as specified in subclause 6.1.3.2P2C Client initiates an Ad-hoc PoC Group Sessiod &-1 PoC Session
or when the PoC Client releases the proper Préledtad Session as specified in subclause 6.1.3P2C
Client initiates a Pre-established Session

The PoC Server:

1. SHALL maintain the Pre-established Session tdwétie PoC Client; and,

2. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"Participating PoC Function procedures at
PoC Session releas&r disconnecting User Plane resources towards thedbe6t from the User Plane resources
towards the Controlling PoC Function;

When the SIP/IP Core corresponds with 3GPP/3GPR2, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [3GPP TS 84/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.2.7 Group Advertisement request

Upon receiving a SIP MESSAGE request containing?b€ feature tag '+g.poc.groupad' in the Acceptt&@zrheader and a
PoC Address in the Request-URI served by the Pe@Bperforming the Participating PoC Function B&C Server:

1. SHALL reject the SIP MESSAGE request with a 808 "Forbidden” response with the warning textsét21
Function not allowed due to <detailed reason>pasified in subclause 5.6Varning heade, if Group
Advertisement is not supported by the PoC Servire@vise, continue with the rest of the steps;
2. SHALL check if the Authenticated Originator's®Address in the initial SIP MESSAGE request asgedi to
the Invited PoC User indicated by the Request-Riat 'true’ in the <allow-reject-invite> actiondescribed in
[OMA-PoC-Document-Mgmt]. If it is 'true’, the Po@iSer SHALL respond with a SIP 403 "Forbidden" asge
to the originating network with the warning text 82'121 Function not allowed due to <detailedsoees' as
specified in subclause 5.8Varning header Otherwise, continue with the rest of the steps;
3. SHALL check the total size of text content ie tBubject header, if Included Text Content is sujgpldby the
PoC Server and if Subject header is included, fiiebitotal size exceeds a configurable max siz@re the text
content;
4. SHALL perform the following actions, if Includededia Content is supported by the PoC Server tmédia
content is included in one or more MIME bodies:
a) check the PoC Service Setting for Included M&latent in a Request Support and if set to ‘and'if at
least one Media Type is not allowed according talgolicy, based on a Service Provider Policyezith
i. send a SIP 415 "Unsupported Media Type" respahseSIP 415 "Unsupported Media Type" response
SHALL include:
1) the Accept header with the acceptable Media-3ypat the PoC Server would accept according to
rules and procedures of [RFC3261]; or,

[0 2009 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-PoC_ControlPlane-V2_0-20090922-C Page 199 (648)

2) the Accept-Encoding header with the encodingtds that the PoC Server would accept according
to rules and procedures of [RFC3261]; or,

3) both
and do not continue with the rest of the steps; or,
ii. remove all MIME bodies containing not allowedelia Types and continue with the rest of the steps.

b) check the total size of all MIME bodies contampimedia content and if the total size exceedsfigurable
max size, based on a Service Provider Policy either

i. send a SIP 413 " Request Entity Too Large" rasp@and do not continue with the rest of the steps;
ii. remove all MIME bodies containing media contant continue with the rest of the steps.

¢) check the PoC Service Setting for Included M&batent in a Request Support and if set to 'falsabt set
at all and if media content was not removed, renav®IIME bodies containing media content and cong
with the rest of the steps.

- 5. SHALL remove the Subject header;

- 6. MAY remove the Call-Info header;

NOTE: The reason for removing the Subject headértla@m reason for removing the Call-Info header imay local
policy in the PoC Server.

- 7.SHALL, if Text Content is supported by the Po&\&r and if Subject header was not removed atexifcontent
is included in the Subject header, check the Pa€i&eSetting for Text Content Included in a Requ&spport and
if set to false' or not set at all remove the txttent;

- 8. SHALL, if Referenced Media Content is suppotbgdhe PoC Server and if Call-Info header was eotaved
and if referenced media content is included inGha#-Info header, check the PoC Service SettingRfeferenced
Media Content Included in a Request Support asdtito ‘false’ or not set at all remove the refezdrmedia
content;

- 9. SHALL include all Accept-Contact headers witkithfeature tags and their corresponding valuesgaWith any
parameters according to rules and proceduresEER41] if included in the incoming SIP MESSAGE uest;

- 10. SHALL include all Reject-Contact headers withit feature tags and their corresponding valuegaieith any
parameters according to rules and procedures cEgRE1] if included in the incoming SIP MESSAGE regtand

- 11. SHALL forward the SIP MESSAGE request towalusPoC Client according to rules and proceduréseof
SIP/IP Core.

Upon receiving a SIP response the PoC Server SHAbkard the SIP response according to rules andeghares of
[RFC3261].

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS medaimanis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.2.8 Discrete Media request

Upon receiving a SIP MESSAGE request not contaiaibdME body of the MIME Type application/vnd.paadcfo+xml
either

- 1. outside the SIP dialog used for a PoC Sessintaiting the PoC feature tag '+g.poc.discretemétiiie Accept-
Contact header ; or,

- 2.inside the SIP dialog used for the PoC Session,
and a PoC Address in the Request-URI served bpdiServer performing the Participating PoC Fungtibe PoC Server:

- 1. SHALL generate the SIP MESSAGE request as dpddii [OMA_IM_TS_EndorsementReceiving SIP
MESSAGE requést

- 2. SHALL check if the Authenticated Originator's®Address in the initial SIP MESSAGE request is'trae’ in
the <allow-reject-invite> action associated to liméted PoC User indicated by the Request-URI asideed in
[OMA-PoC-Document-Mgmt]. If it is 'true’, the Po@iSer SHALL respond with a SIP 403 "Forbidden" asge
with the warning text set to '121 Function not a#al due to <detailed reason>' as specified in swisel 5.6
"Warning headérto the originating network. Otherwise, continughathe rest of the steps;
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- 3. SHALL if the SIP MESSAGE request is to be sautside the SIP dialog used for the PoC Sessictyde all
Accept-Contact headers with their feature tagsthant corresponding values along with any paransesecording
to rules and procedures of [RFC3841] if includethi@ incoming SIP MESSAGE request;

- 4. SHALL if the SIP MESSAGE request is to be santsmle the SIP dialog used for the PoC Sessiotudecll
Reject-Contact headers with their feature tagstleid corresponding value along with any paramegec®rding to
rules and procedures of [RFC3841] if included ia ithcoming SIP MESSAGE request;and

- 5. SHALL forward the SIP MESSAGE request

a) towards the PoC Boxaccording to rules and praesdof the SIP/IP Core as specified in
[OMA_IM_TS_Endorsement]Receiving SIP MESSAGE request for Pager rhodthe SIP dialog used for
the PoC Session, if the PoC Session was routdtetBaC Box and if the PoC Box supports Discreteided
or,

NOTE 1: The selection between the UE PoC Box aad\t¥W PoC Box is made when the PoC Session is egtabl

b) towards the PoC Client according to rules amat@dures of the SIP/IP Core as specified in
[OMA_IM_TS_Endorsement]Receiving SIP MESSAGE request for Pager hatieot routed to the PoC
Box;

NOTE 2: Responses for the SIP MESSAGE requestdemaibed in [OMA_IM_TS_Endorsement].

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS medaimanis
according to rules and procedures of [3GPP TS 24 2B8GPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.2.9 FDCFO Proceed request

Upon receiving a SIP MESSAGE request inside thedididg used for the PoC Session with a MIME boflthe MIME
Type application/vnd.poc.fdcfo+xml and a PoC Addriesthe Request-URI served by the PoC Server peifig the
Participating PoC Function, the PoC Server:

- 1. SHALL generate the SIP MESSAGE request accorttingles and procedures of [RFC3428];

- 2. SHALL include the Authenticated Originator's PA@dress as specified in subclause R@thenticated
Originator's PoC Addressset to the URI received in the incoming SIP ME&FArequest;

- 3. SHALL include the Privacy header with the valigg if privacy is requested,;

- 4. SHALL include the MIME application/vnd.poc.fdefeml| body received in the incoming SIP MESSAGE
request; and,

- 5. SHALL forward the SIP MESSAGE request towards BoC Client inside the SIP dialog used for the PoC
Session according to rules and procedures of tRAFSCore;

Upon receiving a SIP final response other thanZxbfinal response the PoC Server SHALL forward &t final response
along the signalling path towards the originatimgCFClient according to rules and procedures of [RE&1].

Upon receiving a SIP 2xx final response the Po@eer

- 1. SHALL generate a SIP final response of the sstatels code as the received SIP response accaadintgs and
procedures of [RFC3428];

- 2. SHALL forward the SIP final response along tlgmalling path towards the originating PoC Clieatarding to
rules and procedures of [RFC3261].

When the SIP/IP Core corresponds with 3GPP/3GPR2, tik PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [TS24.223{FHP2 X.S0013.4] with the clarifications given liistsubclause.

7.3.2.10 PoC Server Releases a PoC Session

If the PoC Session to be released uses the On-de8ession, and the PoC Server acts as a B2BUA tlieelRoC Server:

- 1. SHALL interact with the User Plane as specifrefOMA-PoC-UP]"Participating PoC Function procedures at
PoC Session releasédr releasing the User Plane resources towardBal@Client;

- 2. SHALL generate a SIP BYE request according kesrand procedures of [RFC3261];
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- 3. SHOULD include a Reason header with tBxéemption ;cause=1 ; text="UA preemptlpmccording to [RFC
4411], if the PoC Server supports the 'Official @mment Use' QoE Profile and the PoC Sessionéaset due to
the arrival of another PoC Session with ‘Officiab¥@rnment Use’ QoE Profile.The PoC Server SHOULDasle
language of the reason-text in the Reason heagendeg on the preferred language indicated in pstanguage
header received from the PoC Client in the SIP IN&/fequest or SIP 200 "OK" response to the SIP /I
request, if the language is supported;

- 4. SHALL include a Resource-Priority header acanydd rules and procedures of [RFC4412] that istidal to
the one used to establish the PoC Session, ifdeSession was established with an 'Official Goremnt Use'
QOE Profile, and if the PoC Server supports th&ctaf Government Use' QoE Profile;

- 5. SHALL send the SIP BYE request to the PoC Clatording to rules and procedures of the SIP/IRCo
- 6. SHALL generate a SIP BYE request according kesrand procedures of [RFC3261];

- 7. SHOULD include a Reason header with tBxeemption ;cause=1 ; text="UA preemptiondccording to [RFC
4411], if the PoC Server supports the 'Official @mment Use' QoE Profile and the PoC Sessioridased due to
the arrival of another PoC Session with ‘Officiabv@rnment Use’ QoE Profile. The PoC Server SHOUbDase
language of the reason-text in the Reason heagendag on the preferred language indicated in petanguage
header received from the PoC Client in the SIP IN&/fequest or SIP 200 "OK" response to the SIP INVI
request, if the language is supported;

- 8. SHALL include a Resource-Priority header acangdd rules and procedures of [RFC4412] that istidal to
the one used to establish the PoC Session, ifaeSession was established with an 'Official Goremnt Use'
QOE Profile, and if the PoC Server supports th&ctaf Government Use' QoE Profile;and,

- 9. SHALL send the SIP BYE request to the PoC Sepeeforming the Controlling PoC Function accordiagules
and procedures of the SIP/IP Core;

Upon receiving a SIP 200 "OK" response to the SYEBequest from the PoC Client, the PoC Server SHiXiteract with
the User Plane as specified in [OMA-PoC-UP#drticipating PoC Function procedures at PoC Sergsielease'for
releasing the User Plane resources towards theCHeft.

Upon receiving a SIP 200 "OK" response to the SYEBequest from the PoC Server performing the Qiliig PoC
Function, the PoC Server SHALL interact with theetJBlane as specified in [OMA-PoC-UMarticipating PoC Function
procedures at PoC Session releak®’releasing the User Plane resources towardBdl@Server performing the
Controlling PoC Function.

If the PoC Session to be released uses Pre-esithiiBession, the PoC Server performing the Paatioip PoC Function:

- 1. SHALL interact with the User Plane as specifieOMA-PoC-UP]"Participating PoC Function procedures at
PoC Session releasédr releasing the User Plane resources towardBal@Client;

- 2. SHALL generate a SIP BYE request according kesrand procedures of [RFC3261];

- 3. SHOULD include a Reason header with tBxeemption ;cause=1 ; text="UA preemptiordccording to [RFC
4411], if the PoC Server supports the 'Official @mment Use' QoE Profile and the PoC Sessioridased due to
the arrival of another PoC Session with ‘Officiabv@rnment Use’ QoE Profile. The PoC Server SHOUbhDaose
language of the reason-text in the Reason heagendeg on the preferred language indicated in pstanguage
header received from the PoC Client in the SIP IN&/fequest or SIP 200 "OK" response to the SIP /I
request, if the language is supported;

- 4. SHALL include a Resource-Priority header acanydd rules and procedures of [RFC4412] that istidal to
the one used to establish the PoC Session, ifaeSession was established with an 'Official Goremnt Use'
QOE Profile, and if the PoC Server supports th&ctaf Government Use' QoE Profile;

- 5. SHALL send the SIP BYE request to the PoC Sepeeforming the Controlling PoC Function accordiagules
and procedures of the SIP/IP Core;

- 6. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"Participating PoC Function procedures at
PoC Session releas&r disconnecting the User Plane resources towhel®oC Client; and,

- 7. SHALL maintain the Pre-established Session tde/éine PoC Client.

Upon receiving a SIP 200 "OK" response to the SYEEBequest from the PoC Server performing the GQiliig PoC
Function, the PoC Server SHALL interact with theetJBlane as specified in [OMA-PoC-UMarticipating PoC Function
procedures at PoC Session releak®’releasing the User Plane resources towardBdl@Server performing the
Controlling PoC Function.
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When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS medimanis
according to rules and procedures of [TS24.223{FHP2 X.S0013.4] with the clarifications given liistsubclause.

7.3.2.11  Querying for capabilities

Upon receiving a SIP OPTIONS request, the PoC $erve
- 1. SHALL handle the SIP OPTIONS request as an BNATE request as specified in the subclause 7.3RdC
Session invitation requésinodified as follows:

a) any procedure checking the offered Media Typ#ered the Media-floor Control Entities or the erféd
Media-floor Control Entity bindings are executedfas MIME SDP body containing MBCP with bound PoC
Speech was received;

b) the interactions with the User Plane are ndfopered,;

c) the SIP OPTIONS request is sent instead of IRAI$VITE request;

d) the SIP OPTIONS request does not establishCaS&ssion; and,

e) if the SIP 200 "OK" response is generated atitkifPoC Server acts as B2BUA, the PoC Server
additionally:

i. SHOULD include in the SIP response an Allow teradith the supported SIP methods according tasrule
and procedures of [RFC3261];

ii. SHOULD include in the SIP response an Accepdee with the supported MIME body Media Types
according to rules and procedures of [RFC3261];

iii. SHOULD include in the SIP response an Accept@ding header with the supported encoding formats
according to rules and procedures of [RFC3261];

iv. SHOULD copy into the SIP response the Acceptdieage header from the received 200 "OK" SIP
response according to rules and procedures of [REQ3

v. SHOULD copy into the SIP response the Suppdrestier from the received 200 "OK" SIP response
according to rules and procedures of [RFC3261];

vi. SHALL either

1. remove the Contact header from the SIP response; or

2. replace the Contact header value in the SIP respoitk the Contact header value and
feature tags of the received SIP response accotdinges and procedures of [RFC3261]; or,

3. replace a Contact header according to rules antkguves of [RFC3261] based on the
Contact header of the incoming SIP response ankbtlaé policy of the PoC Server.

vii. SHALL either

1. remove the MIME SDP body from the SIP response; or,

2. replace the MIME SDP body in the SIP response thighMIME SDP body of the received
SIP response to rules and procedures of [RFC326,1];

3. replace the MIME SDP body according to rules aratedures of [RFC3261] based on the
content of the MIME SDP body of the incoming SIBpense, the the PoC Server's local
policy.

NOTE: The MIME SDP body included in the SIP 200 "Q#sponse to the SIP OPTIONS request is not an SDP
answer.
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When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armeduwes of [3GPP TS 24.229] / [3GPP2 X.S0013.4j the
clarifications given in this subclause.

7.3.3  Requests initiated by the PoC Server performing the Participating PoC
Function

7.3.3.1 Subscribing to Participant Information

The PoC Server performing the Participating PoCckan MAY subscribe to the conference state evawkpage to obtain
information of the Participants of a PoC Sessiog, fer charging purposes.

When subscribing to the conference state eventgmgckhe PoC Server:
- 1. SHALL generate a SIP SUBSCRIBE request, usingva SIP-dialog when initiating a new subscription,
according to rules and procedures of [RFC3265][&rC4575];
2. SHALL set the Request-URI of the SIP SUBSCRIBguest to PoC Session Identity;
- 3. SHOULD set the 'Expires' header to a value grdhtan zero.

4. SHALL include an Accept-Contact header with BweC feature tag '+g.poc.talkburst' along with ‘regjand
‘explicit' parameters according to rules and pracesl of [RFC3841] in an initial SIP SUBSCRIBE resjje

NOTE: When refreshing the subscription the paramseiee specified here and in [RFC3265].

- 5. SHALL include a User-Agent header to indicate @MA PoC release version of the PoC Serverasfsgbm
subclause E.4.1Release version in User-agent and Server hedders

6. SHALL include the PoC feature tag '+g.poc.taliiin the Contact header;
7. SHALL include an Authenticated Originator's PA@dress with the address of the PoC Server;
8. SHALL include a Target-Dialog header as spedgifie[RFC4538]; and,
9. SHALL send the SIP SUBSCRIBE request toward$th€ Server performing the Controlling PoC Function
according to rules and procedures of the SIP/IReCor
Upon receiving a SIP 200 "OK" or a SIP 202 "Acceptesponse to the SIP SUBSCRIBE request the PoSe
- 1. SHALL handle the request according to rules mattedures of [RFC3261].

Upon receiving an incoming SIP NOTIFY request ikgiart of the same SIP dialog as the previousty S&¢ SUBSCRIBE
request the PoC Server:

- 1. SHALL handle the request according to rules prnodtedures of [RFC3265] and [RFC4575].

When needed the PoC Server SHALL terminate thecsiii®n and indicate it terminated according ttesuand procedures
of [RFC3265].

The contents of the SIP NOTIFY request body is sigelcin subclause 7.2.1.11'"&enerating a SIP NOTIFY request”

When the SIP/IP Core corresponds with 3GPP/3GPR2, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [TS24.223{zHP2 X.S0013.4] with the clarifications givenliistsubclause.

7.4 Handling of requests unrelated to PoC Sessions

7.4.1 Instant Personal Alert

74.1.1 Instant Personal Alert procedure at Origina  ting PoC Server

Upon receiving a SIP MESSAGE request containing?b€ feature tag '+g.poc.talkburst' in the Accepii@ct header, the
PoC Server:
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- 1. SHALL return a SIP 403 "Forbidden" response \lign warning text set to '119 Anonymity not allowasl
specified in subclause 5.8Varning heade, if anonymity is requested. Otherwise, contintthwhe rest of the
steps;

- 2. SHALL perform actions to verify the Authenticdt®riginator's PoC Address of the PoC User andaaizih the
request according to local policy, and if not auithed the PoC Server SHALL respond with a SIP 48&bidden”
response with the warning text set to '121 Funatiotnallowed due to <detailed reason>' as spedifiedibclause
5.6 "Warning headérto the PoC Client. Otherwise, continue with tkstrof the steps; and,

- 3. SHALL forward the SIP MESSAGE request to the/BF-Core.

Upon receiving a SIP final response PoC Server SHidkward the SIP final response along the signglipath towards the
originating PoC Client according to rules and prhoes of [RFC3261].

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechasis
according to rules and procedures of [3GPP TS 24 28GPP2 X.S0013.4] with the clarifications givim this subclause.

7.4.1.2 Instant Personal Alert procedure at termina  ting PoC Server

Upon receiving a SIP MESSAGE request containingXb€ feature tag '+g.poc.talkburst' in the Accepiti@ct header and
the request includes a PoC Address in the Requbthat is served by the PoC Server then, the Reres.

- SHALL check the receiving PoC User's PoC Servidérggs associated to the PoC Address receivedein th
Request-URI. If the PoC Service Settings have rehlreceived from the PoC Client yet or if PoC Ber&ettings
expiration timer has expired, the PoC Server SHA&$pond with a SIP 480 "Temporarily UnavailableSpense.
Otherwise continue with the rest of the steps;

- 1. SHALL check if the Authenticated Originator's®Address in the initial SIP MESSAGE request is'tioe’ in
the <allow-reject-invite> action associated to ltimgted PoC User indicated by the Request-URI a&sideed in
[OMA-PoC-Document-Mgmt]. If it is 'true', the Po@iSer SHALL respond with a SIP 403 "Forbidden" msge
with the warning text set to '121 Function not aial due to <detailed reason>' as specified in swisel 5.6
"Warning headeérto the originating network. Otherwise, continughathe rest of the steps;

- 2. SHALL check the terminating PoC User's Inconimgtant Personal Alert Barring setting associateith¢ PoC
Address received in the Request-URI. If the Incaiimstant Personal Alert Barring is activated tlh€Fserver
performing the Participating PoC Function SHALLperd with a SIP 480 "Temporarily Unavailable" resp® to
the originating network. The response is sent atbegsignalling path. Otherwise, continue with test of the
steps; and,

- 3. SHALL forward the SIP MESSAGE request towards BoC Client of the terminating PoC User according
rules and procedures of the SIP/IP Core.

Upon receiving a SIP final response PoC Server SHfskward the SIP final response along the signglibath towards the
originating PoC Client according to rules and prhoes of [RFC3261].

When the SIP/IP Core corresponds with 3GPP/3GPRZ, thk PoC Server SHALL use 3GPP/3GPP2 IMS medmahis
according to rules and procedures of [3GPP TS 84/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.4.2  Subscribing to the SIP Registration event

In order for the PoC Server performing the Parétiig PoC Function to associate PoC Sessions eCadent or associate
PoC Sessions to a UE PoC Box the PoC Server nezthe the relation between PoC Addresses anégistered PoC
Client and between PoC Addresses and the regist#tdeloC Box.

The SIP/IP Core sends all SIP REGISTER requestsendtdeast one of the contacts in the SIP REGISHggRest includes
the feature tag "+.g.poc.talkbursts” or "+g.pocugrad” or both.

7421 Reception of the SIP REGISTER request

Upon receiving a SIP REGISTER request the PoC 8erve

- 1. SHALL generate a SIP 200 "OK" response accortbrmgles and procedures of [RFC3261]; and,
- 2. SHALL send the SIP 200 "OK" response accordingites and procedures of SIP/IP Core.
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If the PoC Server does not already subscribe tordwe’ event package for the PoC Address receindlé SIP REGISTER
request the PoC Server:
- 1. SHALL generate a SIP SUBSCRIBE request accorttingles and procedures of [RFC3265] and [RFC3680]

- 2. SHALL set the Request-URI of the SIP SUBSCRIBguest to the PoC Address received in the SIP REERS
request;

- 3. SHALL set the Authenticated Originator's PoC Pais to a SIP URI of the PoC Server;

- 4. MAY set a expiration timer in Expires headersét, the value of the timer SHALL be set accordimgules and
procedures of [RFC3903], in the same range asefistration timer recommended by SIP/IP Core; and,

- 5. SHALL send the SIP SUBSCRIBE request towardssif®éIP Core using a new SIP dialog, accordingitesr
and procedures of the SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPR, tive PoC Server SHALL use 3GPP/3GPP2 IMS meadmanis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.4.2.2 Reception of the SIP NOTIFY request

Upon receiving a SIP NOTIFY request from SIP/IP €as the result of the "reg" event subscriptionRb€ Server:

- 1. SHALL generate a SIP 200 "OK" response accortbngles and procedures of [RFC3265] and [RFC3680]
- 2. SHALL send the SIP 200 "OK" response accordingites and procedures of SIP/IP Core;

- 3. SHALL handle the received registration inforroatas specified in subclause 5.720C Session associatign"
and,

4. SHALL terminate the subscription as specifie§RRC3265] and [RFC3680] if there is no cachedsigtion
information any longer for this PoC User.

When the SIP/IP Core corresponds with 3GPP/3GPR2, tive PoC Server SHALL use 3GPP/3GPP2 IMS medmanis
according to rules and procedures of [3GPP TS 24 28GPP2 X.S0013.4] with the clarifications givim this subclause.

7.5 Error Handling

7.5.1 Conference-factory URI does not exist

Upon receiving a request that includes as the Ratduiel a Conference-factory-URI that is not all@xhin the PoC Server,
the PoC Server SHALL return a SIP 404 "Not foureSponse.

7.5.2 Conference URI does not exist

Upon receiving a SIP INVITE request that includedhe Request-URI a Conference URI that is notatked in the PoC
Server performing the Controlling PoC Function, B Server SHALL return a SIP 404 "Not found" me.
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8. PoC Box

This subclause describes the action in the NW Poxd®d the UE PoC Box.

8.1 Common PoC Box procedures
8.1.1 General

NOTE 1: This subclause provides common proceduresther subclauses and is not meant to be appfikxds
referenced.

Upon receiving an initial SIP INVITE request the@®Box:

- 1. SHALL validate that at least one Media Streamh Bedia Parameters and at least one codec or Meuliet
offered in the SIP INVITE request are acceptablidnéoPoC Box and if not, reject the request wiBiR 488 "Not
Acceptable Here" response. Otherwise, continue thighrest of the steps;

- 2. MAY reject the SIP INVITE request with an appriage reject code as specified in [RFC3261] e.g.
a) when the PoC Box determines that there is nmtigim resources to handle the PoC Session; or,
b) any other reason outside the scope of this fpeaton.

- 3. SHALL cache the list of supported SIP methodsdkived in the Allow header;

- 4. SHALL cache as the PoC Session Identity theesurdf the Contact header,

- 5. SHALL store the PoC Address of the Inviting Pd€er obtained from the Authenticated OriginatoreCP
Address in case of 1-1 PoC Session and Ad-hoc RoGpGSession or from the Referred-By header in oafee-
arranged PoC Group Session;

- 6. SHALL store the PoC Group ldentity obtained friira Authenticated Originator's PoC Address in azfdere-
arranged PoC Group Session;

- 7. SHALL store the Session Type information basedhe information received in the Session-Typepaiameter
in the Contact header;

- 8. SHALL discard the MIME bodies containing Incladledia Content if included in the SIP INVITE regtie

- 9. MAY store the Subject header if Included Texn€@mt is supported and if the Subject header isidted in the
SIP INVITE request; and,

- 10. SHALL discard references in the Alert-Info headr in the Call-Info header or both, if the Atémfo header
and the Call-Info header are included in the SIFITNE request.

When generating SIP responses other than the SIPTtging" to the received initial SIP request theC Box:
- 1. SHALL generate SIP responses according to andsprocedures of [RFC3261];

NOTE 2: The use of the option tag 'preconditioa'specified in [RFC3312], and the option tag '100as specified in
[RFC3262], is not defined for the PoC-11 referepamt.

2. SHALL include the option tag 'timer' in a Reguireader;
- 3. SHOULD include an Allow header with the SIP noeth supported in this SIP dialog according to raled
procedures of [RFC3261];

- 4. SHALL include the Session-Expires header and gta SIP Session timer according to rules andquores
specified in [RFC4028],UAS Behavior"The 'refresher' parameter in the Session-ExpiraddreSHALL be set to
‘uas’;

- 5. SHALL include the PoC Address of the PoC UsdhasAuthenticated Originator's PoC Address asipédn
subclause 5.2Authenticated Originator's PoC Addréss

- 6. SHALL include the PoC feature tag '+g.poc.taliiin the Contact header;

- 7. SHALL include the PoC feature tag '+g.poc.disaredia’ in the Contact header, if the PoC Box stpp
Discrete Media and isconfigured to accept Disckéelia;
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NOTE 3: Configuration of PoC Box is out of scopédfié specification.

- 8. SHALL include a the warning text set to '108 lideitt INVITE discarded' as specified in subclaugg"8/arning
header",if at least one MIME body with media was removedfdne Subject header was removed or if the Alert-
Info header was removed or if the Call-Info heaslas removed as specified in this subclause.

When the SIP/IP Core corresponds with 3GPP/3GPR, tive PoC Box SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS24 /43&PP2 X.S0013.4] with the clarifications giventhis subclause.

8.1.2 PoC Box SDP answer generation

When composing an SDP answer according to rulepaswedures of [RFC3264] and [RFC4566] the PoC Box:

- 1. SHALL set the IP address of the PoC Box for emxtepted Media Stream from the received SDP afidrfor
each accepted Media-floor Control Entity from teegived SDP offer;

- 2. SHALL include the media-level section for eackepted Media Stream from the received SDP offasisting
of:
a) the port number for the Media Stream selectegpasified in [OMA-PoC-UP]Port number$

b) the codec(s) and Media Parameters acceptaliteeoC Box for the PoC Service selected from tiose
the SDP offer contained in the incoming SIP INVIfeguest;

NOTE: The Media Parameters of the Discrete Medtedafined in [OMA_IM_TS_Endorsement].

c) the "a=label" attribute with a unique value psdfied in [RFC4574], if the Media Stream is todmnected
to a Media-floor Control Entity and except whenyoRbC Speech with TBCP is accepted; and,

d) the IP address of the PoC Box and port numbbetosed for RTCP selected as specified in [OMA-PoC
UP] "Port number according to rules and procedures of [RFC36i0%he Media Stream uses the RTCP
protocol and other than the default IP addresodrmumber specified by the [RFC3550] is to be used

- 3. SHALL include for any Media-floor Control Entjtthat is offered in the SDP offer and acceptetthénSDP
answer, the media-level section of each offeredibéidor Control Entity consisting of:

a) the format list field for the Media-floor Contientity is set to "TBCP";

b) the Media-floor Control Entity parameters sedeicirom those in the SDP offer contained in the SIP
INVITE request, including if needed, the TBCP MINd&rameter "multimedia” with the appropriated vadise
specified in E.3 SDP Extensioris

c¢) the port number for Media-floor Control Entity specified in [OMA-POC-UP]Port numbers and,

d) the "a=floorid:0 mstrm" attribute with value{gferencing the Media Stream as specified in [RFB345

intended to be connected the Media-floor Contrditizexcept when only PoC Speech with Talk Burst
Control Protocol as specified in [OMA-POC-1-UPHhiscepted;

- 4. SHALL mark as rejected according to rules armtedures of [RFC3264] the Media-floor Control Bnéind all
the Media Stream bound to the rejected Media-fl@ontrol Entity, if the Media-floor Control Entitgieither
rejected or not supported,;

- 5. SHALL mark the Media Stream as rejected accarttirrules and procedures of [RFC3264], if Medie&t is
rejected or not supported.

When composing an SDP answer, the PoC Box:
- 1. SHALL bind the media-level section that idertHiPoC Speech to the corresponding Media-floor GbENtity
as in the SDP offer, if POC Speech is accepted;

- 2. SHALL bind the media-level section that idertiiVideo to the corresponding Media-floor Controtify as in
the SDP offer, if Video is accepted;

- 3. SHALL bind the media-level section that idem#iAudio to the corresponding Media-floor Contratify as in
the SDP offer, if Audio is accepted; and

- 4. SHALL bind the media-level section that idemtiiDiscrete Media to corresponding Media-floor @arEntity
as in the SDP offer, if Discrete Media is acceprd bound to a Media-floor Control Entity.
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When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Box SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS24/43&PP2 X.S0013.4] with the clarifications giventhis subclause.

8.1.3 PoC Box receiving a request for User plane adaptation

When validating the SIP UPDATE request or the SHINVITE request the PoC Box:

- 1. SHALL validate that the Media Parameters andadt one codec or Media Format are acceptablet®oC
Box, and if not, send a SIP 488 "Not Acceptabledtieesponse and do not continue with the restebthps.

When sending the SIP 200 OK response to the SIPATEDequest or to the SIP re-INVITE request the BaR:

- 1. SHALL generate a SIP 200 "OK" according to ridesd procedures of [RFC3261];

- 2. SHALL include the Session-Expires header inSHe 200 "OK" response to the SIP UPDATE or SIPN®ATE
request and re-start the SIP Session timer acaptdirules and procedures specified in [RFC4023AS
Behavior".The "refresher" parameter in the Session-ExpiresiéieSHALL be set to 'uas’;

- 3. SHALL include the option tag 'timer' in the Ré@guheader;
- 4. SHALL include the accepted Media ParametersMiME SDP body as the SDP answer to the SDP offf¢hé
SIP UPDATE or SIP re-INVITE request as specifiedhie subclause 8.1"PoC Box SDP answer generation"

When the SIP/IP Core corresponds with 3GPP/3GPR, tive PoC Box SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 24 2B8GPP2 X.S0013.4] with the clarifications givim this subclause.

8.1.4 PoC Box receiving a request to add and disconnect Media Streams

When validating the received SDP offer in a SIP BWFB request or a SIP re-INVITE request the PoC Box:
- 1. SHALL validate that the offered Media Streams suipported by the PoC Box, and mark the not stppdiedia
Streams as rejected in the SDP offer accordingles rand procedures of [RFC3264];

- 2. SHALL, for each offered Media Stream not yeeotgd, validate that at least one offered codedetia format
is supported by the PoC Box, and if not, rejectgaicular Media Stream in the SDP offer accordimgules and
procedures of [RFC3264];

- 3. SHALL, for each offered Media Stream not yeeotgd, validate that the Media Parameters are tatdeffor the
PoC Box and if not, reject the particular Mediae8tn in the SDP offer according to rules and procedlaf
[RFC3264];

- 4. SHALL reject the request with a SIP 488 "Not Aptable Here" response towards the PoC Serverdingdo
rules and procedures of SIP/IP Core, if all offeketlia Streams are rejected and do not continue tivé rest of
the steps;

- 5. SHALL, for the offered Media Stream, which waia yet rejected and which are not used currentljthe
current Media-floor Control Entity binding of a Miadused by the PoC Box and offered to the PoC Bmot the
same as in the received SDP offer the PoC Boxgreith

a) reject the Media Streams in the SDP offer adngrtb rules and procedure of [RFC3264]; or,
b) accept the Media Streams;

When sending a SIP 200 "OK" response to the SIPAJHDrequest or to the SIP re-INVITE request the BuR:

- 1. SHALL generate SIP 200 "OK" response accordingites and procedures of [RFC3261]; and,

- 2. SHALL include in the SIP 200 "OK" response anPShswer to the SDP offer as specified in subcl8us@
"PoC Box SDP answer generation

When the SIP/IP Core corresponds to 3GPP/3GPP21i3JE PoC Box SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

8.2 NW PoC Box specific procedures
8.2.1 NW PoC Box invited to PoC Session

Upon receiving a SIP INVITE request the NW PoC Box:
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1. SHALL reject the request with a SIP 480 "TempibydJnavailable" response, if the MIME messagdisig
body containing the User-Agent header indicatirgltiviting PoC Client compliant only to the OMA Pe€rsion
1.0 specification as specified in subclause E.Rdléase version in User-agent and Server hedderiscluded in
the received SIP INVITE request and the NW PoC Boes not support PoC Sessions initiated by Invidog
Client compliant only to OMA PoC version 1.0 spaxzifion. Otherwise continue with the rest of thepst

- 2. SHALL check by using the identity in the Requgfl if the PoC User has a PoC Box subscriptiamoifthe NW
PoC Box SHALL return a SIP 403 "Forbidden" respowgh the warning text set to '121 Function nobakd due
to <detailed reason>' as specified in subclaus&\Wdning header Otherwise, continue with the rest of the steps;

- 3. SHALL check whether there is a Reject-Contacidee containing the feature tag 'sip.automatatiamdeature
tag 'sip.actor’ set to ‘'msg-taker’, and if it isrththe NW PoC Box SHALL return a SIP 403 "Forbiddezsponse
with the warning text set to '121 Function not a#al due to <detailed reason>' as specified in swisel 5.6
"Warning headéer Otherwise continue with the rest of the steps;

- 4. SHALL check whether the Session Type uri paramist”session=1-1" or if the SIP INVITE requestlirdes a
Accept-Contact header with the feature tag "sipmata" and the feature tag 'sip.actor’ set to taker along with
the parameters 'explicit' and 'required’, if ibdt then the NW PoC Box SHALL return a SIP 403 'ttdden”
response with the warning text set to '121 Funatioinallowed due to <detailed reason>' as spedifiedibclause
5.6 "Warning headér Otherwise continue with the rest of the steps;

- 5. SHALL perform the procedures for receiving aitig@ SIP INVITE request as specified in 8.1 Géneral;

- 6. SHALL accept the request and generate a SIPQBO response as specified in the subclause 8 Geneéral
towards the PoC Server;

- 7. SHALL include Server header to indicate the OM&C release version of the NW PoC Box as spedified
subclause E.4.1Release version in User-agent and Server hedders

- 8. SHALL include in the SIP 200 "OK" response tkatfire tag 'sip.automata’ and the feature tag¢sqy’ with the
value of 'msg-taker" in the Contact header alorip thie Contact Address of the NW PoC Box;

NOTE 1: The NW PoC Box sends the Media informing lthviting PoC User about recording, if the MIME
message/sipfrag body containing the User-Agentéraadicating the Inviting PoC Client compliant prhb
OMA PoC version 1.0 specification as specifiedibdause E.4.1Release version in User-agent and Server
headers was included in the received SIP INVITE request.

- 9. SHALL include in the SIP 200 "OK" response a MENBDP body as an SDP answer to the SDP offer in the
incoming SIP INVITE request as specified in thedabse 8.1.2PoC Box SDP answer generatign”

- 10. SHALL interact with the User Plane as specifrefOMA-PoC-UP] 'NW PoC Box procedures at PoC Session
initialization"; and,
NOTE 2: Resulting User Plane processing is comglbeedore the next step is performed.

- 11. SHALL send the SIP 200 "OK" response towarésRbC Server according to rules and procedurdseof t
SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPR®, the NW PoC Box SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armeduwes of [3GPP TS 24.229] / [3GPP2 X.S0013.4j thie
clarifications given in this subclause.

8.2.2 NW PoC Box PoC Session release request

Upon receiving a SIP BYE request, the NW PoC Box:

- 1. SHALL send SIP 200 "OK" response towards Po@&eaaccording to rules and procedures of the SIC4Fe;
and,

- 2. SHALL interact with the User Plane as specifiefOMA-PoC-UP] 'NW PoC Box procedures at PoC Session
releasé.

When the SIP/IP Core corresponds with 3GPP/3GPR, the NW PoC Box SHALL use 3GPP/3GPP2 IMS mecihasis
according to rules and procedures of [3GPP TS 24 2B8GPP2 X.S0013.4] with the clarifications givim this subclause.
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8.2.3 NW PoC Box leaving a PoC Session - On-demand Session case

When the NW PoC Box wants to leave the PoC Seskairhas been established the NW PoC Box:
- 1. SHALL interact with the User Plane as specifieflOMA-PoC-UP] 'NW PoC Box procedures at PoC Session
releasé;
- 2. SHALL generate a SIP BYE request according kesrand procedures of [RFC3261];
- 3. SHALL set the Request-URI to the PoC Sessiontiyeof the PoC Session to leave; and,
- 4. SHALL send a SIP BYE request towards PoC Seaageording to rules and procedures of SIP/IP Core.

Upon receiving a SIP 200 "OK" response to the SYEBequest, the NW PoC Box SHALL interact with tser Plane as
specified in [OMA-PoC-UPINW PoC Box procedures at PoC Session release”

When the SIP/IP Core corresponds with 3GPP/3GPFR, the PoC Box SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armeduwes of [3GPP TS 24.229] / [3GPP2 X.S0013.4j the
clarifications given in this subclause.

8.2.4  NW PoC Box receiving capability query

NOTE 1: Only the terminating side capability quprgcedures are described since any entity cantbenslIP
OPTIONS request

Upon receiving a SIP OPTIONS request, the NW Po& Bo

- 1. SHALL handle the SIP OPTIONS request as an BNATE request as specified in the subclause 8. RW'PoC
Box invited to PoC Sessibmodified as follows:
a) any procedure checking the offered Media Typ#ered the Media-floor Control Entities or the erféd
Media-floor Control Entity bindings are executedfas MIME SDP body containing MBCP with bound PoC
Speech was received;

b) the interactions with the User Plane are nofopered; and,
c) if generating the SIP 200 "OK" response the NCBox additionally:

i. SHOULD include in the SIP response an Allow rexadith the supported SIP methods according tesrule
and procedures of [RFC3261];

iil. SHOULD include in the SIP response an Accepdse with the supported MIME body Media Types
according to rules and procedures of [RFC3261];

iii. SHOULD include in the SIP response an Accept&ding header with the supported encoding formats
according to rules and procedures of [RFC3261];

iv. SHOULD include in the SIP response a Suppohteatier with an option tag ‘timer' according tosule
and procedures of [RFC3261];

v. SHALL either remove the Contact header from$he response or SHALL replace the Contact header
value in the SIP response with the PoC AddreskePbC User according to rules and procedures of
[RFC3261]; and,

vi. SHALL either remove the MIME SDP body from tB& response or SHALL replace the MIME SDP
body in the SIP response with a MIME SDP body cimitig the Media Types, the Media-floor Control
Entities and the Media-floor Control Entity bindsgupported by the NW PoC Box according to rulek an
procedures of [RFC3261].

NOTE 2: The MIME SDP body included in the SIP 2@K" response to the SIP OPTIONS request is notln S
answer.
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When the SIP/IP Core corresponds with 3GPP/3GPR, the NW PoC Box SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armeduwes of [3GPP TS 24.229] / [3GPP2 X.S0013.4j the
clarifications given in this subclause.

8.2.5 NW PoC Box receiving a request for User plane adaptation

Upon receiving a SIP UPDATE request, or a SIP rédiNE request with a MIME SDP body including a ne®RSoffer as
specified by [RFC3264] and [RFC4566], the NW Po&:Bo

- 1. SHALL perform actions to validate the receivddPSanswer as specified in 8.1BdC Box receiving a request
User Plane adaptatidhand if not successful, do not continue with tastrof the steps;

- 2. SHALL generate a SIP 200 "OK" response to tie 3PDATE request or to the SIP re-INVITE request as
specified in 8.1.3PoC Box receiving a request for User plane adapt#ti
- 3. SHALL interact with User Plane
a) as specified in [OMA-PoC-UPNW PoC Box procedures at PoC Session modificatiéttie SDP answer
contains changes in the Media Parameters, Mediaafsror codecs compared to the previously agreédl SD
and if the PoC Box is the NW PoC Box; or,
b) as specified in [OMA-PoC-UPNW PoC Box procedures at PoC Session modificgtibthe SDP answer
contains a Media Stream, that is currently usethbyNW PoC Box, marked as rejected or if the curren
Media-floor Control Entity binding of a Media usbkg the NW PoC Box and offered to the NW PoC Box is
not the same as in the received SDP offer; or,
c) as specified in [OMA-PoC-UPNW PoC Box procedures at PoC Session modificgtibthe SDP answer
contains an accepted Media which is not currerggduby the NW PoC Box in the PoC Session or if the
current Media-floor Control Entity binding of a Miadused by the NW PoC Box and offered to the NW PoC
Box is not the same as in the received SDP offer;
- 4. SHALL send the SIP 200 "OK" response towardsRtb€ Server according to rules and proceduresRARSI
Core.

When the SIP/IP Core corresponds to 3GPP/3GPP2 théS\W PoC Box SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 24 2B8GPP2 X.S0013.4] with the clarifications givim this subclause.

8.2.6 NW PoC Box receiving a request to add and disconnect Media Streams

When the NW PoC Box receives a request to add alvhedva Stream to the existing PoC Session, to rentio® currently
used Media Stream from the PoC Session, to chdweg®lédia-floor Control Entity binding of a used Meih the PoC
Session or a combination of these, the NW PoC Box:

- 1. SHALL perform actions to validate the receivdaPSanswer as specified in 8.1dC Box receiving a request
to add and disconnect Media Stredraad if not successful do not continue with th&t i the steps;

- 2. SHALL interact with User Plane as specified@MA-PoC-UP]"NW PoC Box procedures at PoC Session
modification’, if the SDP answer contains changes in the MediarReters, Media formats or codecs compared to
the previously agreed SDP;

- 3. SHALL interact with User Plane

a) as specified in [OMA-PoC-UPNW PoC Box procedures at PoC Session modificatibttie SDP answer
contains a Media Stream, that is currently usethbyNW PoC Box, marked as rejected or if the curren
Media-floor Control Entity binding of a Media usbkg the NW PoC Box and offered to the NW PoC Box is
not the same as in the received SDP offer; or,

b) as specified in [OMA-PoC-UPNW PoC Box procedures at PoC Session modificgtibthe SDP answer
contains an accepted Media which is not currerggduby the NW PoC Box in the PoC Session or if the
current Media-floor Control Entity binding of a Miadused by the NW PoC Box and offered to the NW PoC
Box is not the same as in the received SDP offer; o

- 4. SHALL generate a SIP 200 "OK" response as sipeldifi subclause 8.1.4 "PoC Box receiving a reqiuzeatd
and disconnect Media Streams"; and,

- 5. SHALL send the SIP 200 "OK" response towardsRtb€ Server according to rules and proceduresRARSI
Core.
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When the SIP/IP Core corresponds to 3GPP/3GPP2tiMS\\W PoC Box SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 84/23GPP2 X.S0013.4] with the clarifications givim this subclause.

8.2.7 NW PoC Box receiving a Discrete Media in a SIP MESSAGE request

If the NW PoC Box supports receiving and storingddete Media and receives a SIP MESSAGE requekeiSIP dialog
used for the recorded PoC Session, the NW PoC Box:
- 1. SHALL perform the actions specified in [OMA_IMSTEndorsement]PoC Client receives SIP MESSAGE
- 2. SHALL generate SIP 200 "OK" response as destiiinfOMA_IM_TS_Endorsement]PoC Client receives SIP
MESSAGE
- 3. SHOULD store the received content of the SIP BEGE request; and,

4. SHALL store the PoC Address or Nick Name or brethieved from the message/cpim From header irstRe
MESSAGE request body, if the corresponding Medistased.

When the SIP/IP Core corresponds with 3GPP/3GPR2, the NW PoC Box SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armeduwes of [3GPP TS 24.229] / [3GPP2 X.S0013.4j the
clarifications given in this subclause.

8.3 UE PoC Box specific procedures
8.3.1 UE PoC Box invited to a PoC Session

Upon receiving a SIP INVITE request the UE PoC Box:

- 1. SHALL check whether there is a Reject-Contaeidee containing the feature tag 'sip.automatatlamdeature
tag 'sip.actor’ set to ‘principal’ and the featage'sip.description’ with the value "poc recordémyice”, and if it is
then the UE PoC Box SHALL return a SIP 403 "Forleidtresponse with the warning text set to '121 Eanaot
allowed due to <detailed reason>' as specifiedlitiause 5.6Warning headér Otherwise continue with the rest
of the steps;

- 2. SHALL check whether the Session Type uri paramist'session=1-1" or if the SIP INVITE requestludes an
Accept-Contact header with the feature tag "sipmata" and the feature tag 'sip.actor’ set tocgral' and the
feature tag 'sip.description’ with the value "pecarding device" along with the parameters 'exphlicid 'required’,
if it is not then the UE PoC Box SHALL return a S183 "Forbidden" response with the warning textset21
Function not allowed due to <detailed reason>pasified in subclause 5.8Varning headér Otherwise continue
with the rest of the steps;

- 3. SHALL perform the procedures for receiving aitig@ SIP INVITE request as specified in 8.1 Géneral;

- 4. SHALL accept the request and generate a SIPQRO response using the procedures specified felbC
Client as specified in the subclause 8.1GkHeral towards the PoC Server;

- 5. SHALL include Server header to indicate the ORI@C release version of the UE PoC Box as spediiied
subclause E.4.1Release version in User-agent and Server hedders

- 6. SHALL include in the SIP 200 "OK" response tkatfire tag 'sip.automata’ and the feature tag¢sgy’ with the
value 'principal’ and the feature tag 'sip.desioiptwith the value "poc recording device" in thertact header
along with the contact address of the UE PoC Box;

- 7. SHALL include in the SIP 200 "OK" response a MEMSDP body as an SDP answer to the SDP offer in the
incoming SIP INVITE request as specified in thedabse 8.1.2PoC Box SDP answer generatign”

- 8. SHALL interact with the User Plane as specifiefOMA-PoC-UP] 'UE PoC Box procedures at PoC Session
initialization"; and,
NOTE: Resulting User Plane processing is complbeddre the next step is performed.

- 9. SHALL send the SIP 200 "OK" response towardstb€ Server according to rules and procedureseoBtR/IP
Core;
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When the SIP/IP Core corresponds with 3GPP/3GPR2, the UE PoC Box SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armeduwes of [3GPP TS 24.229] / [3GPP2 X.S0013.4j the
clarifications given in this subclause.

8.3.2 UE PoC Box PoC Session release request

Upon receiving a SIP BYE request, the UE PoC Box:
- 1. SHALL interact with the User Plane as specifieffOMA-PoC-UP] 'UE PoC Box procedures at PoC Session
release; and,
- 2. SHALL send SIP 200 "OK" response towards Po@e&eaaccording to rules and procedures of the SICtFre.

When the SIP/IP Core corresponds with 3GPP/3GPR, tive UE PoC Box SHALL use 3GPP/3GPP2 IMS mechais
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

8.3.3 UE PoC Box Leaving a PoC Session - On-demand Session case

When the PoC Box needs to leave the PoC Sessibhdabhdeen established the PoC Box:
- 1. SHALL interact with the User Plane as specifieflOMA-PoC-UP] 'UE PoC Box procedures at PoC Session
release;
- 2. SHALL generate a SIP BYE request according kesrand procedures of [RFC3261];
- 3. SHALL set the Request-URI to the PoC Sessiontityeof the PoC Session to leave; and,
- 4. SHALL send a SIP BYE request towards PoC Seageording to rules and procedures of SIP/IP Core.

Upon receiving a SIP 200 "OK" response to the SYEBequest, the UE PoC Box SHALL interact with theer Plane as
specified in [OMA-PoC-UPJUE PoC Box procedures at PoC Session release"

When the SIP/IP Core corresponds with 3GPP/3GPR, the UE PoC Box SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armkduwes of [3GPP TS 24.229] / [3GPP2 X.S0013.4j the
clarifications given in this subclause.

8.3.4 UE PoC Box receiving capability query

NOTE 1: Only the terminating side capability quprgcedures are described since any entity cantbenslIP
OPTIONS request

Upon receiving a SIP OPTIONS request, the UE Pog Bo
- 1. SHALL handle the SIP OPTIONS request as an BNATE request as specified in the subclause 8. RW'PoC
Box invited to PoC Sessibmodified as follows:

a) any procedure checking the offered Media Typ#ered the Media-floor Control Entities or the erféd
Media-floor Control Entity bindings are executedfas MIME SDP body containing MBCP with bound PoC
Speech was received;

b) the interactions with the User Plane are nofgpered; and,
c) if generating the SIP 200 "OK" response, theR4E Box additionally:

i. SHOULD include in the SIP response an Allow rexadith the supported SIP methods according tesrule
and procedures of [RFC3261];

ii. SHOULD include in the SIP response an Accepdee with the supported MIME body Media Types
according to rules and procedures of [RFC3261];

iii. SHOULD include in the SIP response an Acceptéding header with the supported encoding formats
according to rules and procedures of [RFC3261];

iv. SHOULD include in the SIP response a Suppolteatier with an option tag ‘timer' according tosule
and procedures of [RFC3261];
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v. SHALL either remove the Contact header from$he response or SHALL replace the Contact header
value in the SIP response with the PoC AddreskeoPbC User according to rules and procedures of
[RFC3261]; and,

vi. SHALL either remove the MIME SDP body from tB& response or SHALL replace the MIME SDP
body in the SIP response with a MIME SDP body cioittg the Media Types, the Media-floor Control
Entities and the Media-floor Control Entity bindshgupported by the UE PoC Box according to rules an
procedures of [RFC3261].

NOTE 2: The MIME SDP body included in the SIP 2@K" response to the SIP OPTIONS request is notln S
answer.

When the SIP/IP Core corresponds with 3GPP/3GPR, the UE PoC Box SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armkduwes of [3GPP TS 24.229] / [3GPP2 X.S0013.4j thie
clarifications given in this subclause.

8.3.5 UE PoC Box receiving a request for User plane adaptation

Upon receiving a SIP UPDATE request, or a SIP réHiINE request with a MIME SDP body including a neDFSoffer as
specified by [RFC3264] and [RFC4566], the UE Po&:Bo

- 1. SHALL perform actions to validate the receivddPSanswer as specified in 8.1BdC Box receiving a request
User Plane adaptatidhand if not successful, do not continue with tastrof the steps;

- 2. SHALL generate a SIP 200 "OK" response to the 3PDATE request or to the SIP re-INVITE request as
specified in 8.1.3PoC Box receiving a request for User plane adapt#fi

- 3. SHALL interact with User Plane

a) as specified in [OMA-PoC-UPVUE PoC Box procedures at PoC Session modificatibthe SDP answer
contains changes in the Media Parameters, Mediaafsror codecs compared to the previously agreédl SD
and if the PoC Box is the UE PoC Box; or,

b) as specified in [OMA-PoC-UPJE PoC Box procedures at PoC Session modificatibthe SDP answer
contains a Media Stream, that is currently usethbyJE PoC Box, marked as rejected or if the ctrkégdia-
floor Control Entity binding of a Media used by tb& PoC Box and offered to the UE PoC Box is net th
same as in the received SDP offer; or,

c) as specified in [OMA-PoC-UPJE PoC Box procedures at PoC Session modificatibthe SDP answer
contains an accepted Media which is not currerggduby the UE PoC Box in the PoC Session or itthieent
Media-floor Control Entity binding of a Media usbkg the UE PoC Box and offered to the UE PoC Baxas
the same as in the received SDP offer;

- 4. SHALL send the SIP 200 "OK" response towardsRtb€ Server according to rules and proceduresrRARI
Core.

When the SIP/IP Core corresponds to 3GPP/3GPP2thé¢3JE PoC Box SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

8.3.6 UE PoC Box receiving a request to add and disconnect Media Streams

When the UE PoC Box receives a request to add avietia Stream to the existing PoC Session, to rentioe currently
used Media Stream from the PoC Session, to chdweg®lédia-floor Control Entity binding of a used Meih the PoC
Session or a combination of these, the UE PoC Box:

- 1. SHALL perform actions to validate the receivdaPSanswer as specified in 8.1 BdC Box receiving a request
to add and disconnect Media Stredraad if not successful do not continue with th&t i the steps;

- 2. SHALL interact with User Plane as specified@MA-PoC-UP]"UE PoC Box procedures at PoC Session
modification’; if the SDP answer contains changes in the MediarReters, Media formats or codecs compared to
the previously agreed SDP;

- 3. SHALL interact with User Plane
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a) as specified in [OMA-PoC-UPUE PoC Box procedures at PoC Session modificatibthe SDP answer
contains a Media Stream, that is currently usethbyJE PoC Box, marked as rejected or if the ctrkéedia-
floor Control Entity binding of a Media used by tb& PoC Box and offered to the UE PoC Box is net th
same as in the received SDP offer; or,

b) as specified in [OMA-PoC-UPUE PoC Box procedures at PoC Session modificatibthe SDP answer
contains an accepted Media which is not currerggduby the UE PoC Box in the PoC Session or itthieent
Media-floor Control Entity binding of a Media usbkg the UE PoC Box and offered to the UE PoC Baxas
the same as in the received SDP offer; or,

- 4. SHALL generate a SIP 200 "OK" response as sig€ldifi subclause 8.1.46C Box receiving a request to add
and disconnect Media Streatnand,

- 5. SHALL send the SIP 200 "OK" response towardsfb€ Server according to rules and proceduresrRARSI
Core.

When the SIP/IP Core corresponds to 3GPP/3GPP2thé¢3JE PoC Box SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 24 28GPP2 X.S0013.4] with the clarifications givim this subclause.

8.3.7 UE PoC Box receiving a Discrete Media in a SIP MESSAGE request

If the UE PoC Box supports receiving and storingdbéte Media, and receives a SIP MESSAGE requigst 8SIP dialog
used for the recorded PoC Session, the PoC Box:
- 1. SHALL perform the actions specified in [OMA_IMSTEndorsement]PoC Client receives SIP MESSAGE

- 2. SHALL generate SIP 200 "OK" response as destiinfOMA_IM_TS_Endorsement]PoC Client receives SIP
MESSAGE.

- 3. SHOULD store the received content of the SIP BAGE request; and,

4. SHALL store the PoC Address or Nick Name or bethieved from the message/cpim From header itstRe
MESSAGE request body, if the corresponding Medstased.

NOTE: The SIP MESSAGE carrying Discrete Media is aelivered to the UE PoC Box if UE PoC Box has not
registered the feature tag.

When the SIP/IP Core corresponds with 3GPP/3GPR, the UE PoC Box SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armeduwes of [3GPP TS 24.229] / [3GPP2 X.S0013.4j thie
clarifications given in this subclause.
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Appendix A.  Static Conformance Requirements (SCR)  (Normative)

Annex A defines the MANDATORY (M) and OPTIONAL (®oC Control Plane (CP) functionality static confarme
requirements (SCR). Mandatory Group Managementi@Bnabler (GMSE) and optional Presence Serviablen
(PRSE) functions, as required for the PoC enableralso referenced in these tables.

The SCRs defined in the following tables includeRY0r:
- PoC Client;
- PoC Server performing the Participating PoC Fumgtio
- PoC Server performing the Controlling PoC Functon;

- UE PoC Box and NW PoC Box.
The SCRs are defined as described in [OMA_SCR_Rules

Each SCR table identifies a list of supported festas:

Item: Identifier for a feature. It MUST be gpe Scritem.
Function: Short description of the feature.
Reference: Section(s) of the specification(#h wiore details on the feature.

Requirement: Other features required by thigufe, independent of whether those other feataresnandatory or
optional. The notation in the dependency grammarSWie used for this column when other features
are required; else the column MUST be left empty.

Dependency grammar used in this section is spddififOMA_SCR_Rules]:

TerminalExpression = ScrReference

/ NOT TerminalExpression

/ TerminalExpression LogicalOperator TerminalExpression
/" (" TerminalExpression ")"

ScrReference =  Scrltem
/ ScrGroup

Scrltem = SpecScrName "-" GroupType "-" DeviceType "-" Numericld "-" Status
/ SpecScrName "-" DeviceType "-" Numericld "-" Status

ScrGroup = SpecScrName ":" FeatureType
/ SpecScrName "-" GroupType "-" DeviceType "-" FeatureType

SpecScrName = 1*Character;

GroupType = 1*Character;

DeviceType ="C"/"S"; C —client, S — server

Numericld = Number Number Number

Status = "M"/"0"; M - Mandatory, O - Optional

LogicalOperator = "AND" / "OR"; AND has higher precedence than OR and OR is inclusive
FeatureType = "MCF" / "OCF"/ "MSF" | "OSF";

Character = %x41-5A;

Note: The following convention applies for the Isbegarding the PoC version:
- PoCv1.0 - SCR Item that is the same in PoCv2.0iasn PoCv1.0
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- PoCv2.0 - SCR ltem that is new in PoCv2.0
- PoCv1.0mod - SCR Item that exists in PoCv1.0, imgidifications in PoCv2.0

A.1 General High level external dependencies (GEN)

A.1.1 PoC Client
Item Function Reference Requirement
PoC_CP-GEN-C-001-M Backward compatibility 6.1A, [OMA-POC-1-CP]:MCF
with the mandatory client [OMA-POC-
functions 1-CP]
PoCv2.0
PoC_CP-GEN-C-002-O Backward compatibility 6.1A [OMA-POC-1-CP]:OCF
with the optional client | [OMA-POC-
functions 1-CP]
PoCv2.0
A.1.2 PoC Server
Item Function Reference Requirement
PoC_CP-GEN-S-001-M Backward compatibility 7.2.2a [OMA-POC-1-CP]:MSF
with the mandatory 7.3.1a,
server functions 7.3.2a,
PoCv2.0 [OMA-POC-
1-CP]
PoC_CP-GEN-S-002-0O Backward compatibility 7.2.2a [OMA-POC-1-CP]:OSF
with the optional server | 7.3 14,
functions 7.3.2a,
PoCv2.0 [OMA-POC-
1-CP]
A.2 PoC service registration (REG)
A.2.1 PoC Client
ltem Function | Reference Requirement

POC_CP-REG-C-001-M

PoC service registratioh 6.1.1.1

with SIP/IP Core
PoCv1.0mod

POC_CP-REG-C-002-O O
POC_CP-REG-C-003-O

POC_CP-REG-C-002-O

PoC service registratio
per 3GPP IMS

PoCvl1.0mod

N6.1.1.1

POC_CP-REG-C-003-O

PoC service registratio
per 3GPP2 IMS

PoCvl1.0mod

N6.1.1.1

POC_CP-REG C-004-M

PoC service re-

6.1.1.1

POC_C8-RE02-O OR
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registration. POC_CP-REG-C-003-O
PoCv1.0mod

POC_CP-REG C-005-M PoC service deregistration6.1.1.2
PoCv1.0mod

POC_CP-REG-C-006-M PoC Client: PoC Service6.1.1.1, 6.1.2

Setting procedure —
initiation of SIP
PUBLISH request for
initial setting of PoC
Service Settings
PoCV1.0mod

POC_CP-REG-C-007-M PoC Client: Inclusion of 6.1.1.1, 6.1.2
mandatory PoC Service
Settings in initial PUBL
ISH request: answer
mode, ISB, IAB, SSS
PoCV2.0
POC_CP-REG-C-008-O PoC Client: Indication ¢f6.1.2
setting results after
receiving SIP 200 "OK"
response to PUBLISH
request for initial setting
of PoC Service Settings

PoCV1.0
A.2.2 PoC Server
Item Function Reference Requirement
POC_CP-REG-5-001-M Participating PoC 7.3.1.14

Function: setting of PoC
Service Setting procedure
(processing the initial SIP
PUBLISH requests)

PoCV1.0

A.3 PoC Session Initiation, Joining, Release (SJR)
A.3.1 PoC Client

Item | Function | Reference | Requirement
Session Initiation, Joining
Originating Client Procedures
POC_CP-SJR-C-001-M General Initiation — SIP6.1.3.1
INVITE request 6.1.3.1.a
PoCV1.0mod
POC_CP-SJR-C-002-O General Initiation: 6.1.3.1,54
Includes a Nick Name in
the Authenticated
Originator's PoC
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Address.
PoCV1.0

POC_CP-SJR-C-003-O

General Initiation:
Includes media content i
one or more MIME types
PoCV2.0

6.1.3.1

PoC Group Session,
Confirmed Indication,
Invited PoC Client:
Automatic Answer Mode
PoCV1.0mod

POC_CP-SJR-C-004-O General Initiation: 6.1.3.1
Includes text content in
subject header
PoCV2.0

POC_CP-SJR-C-005-O General Initiation: 6.1.3.1
Includes reference to
media content
PoCV2.0

POC_CP-SJR-C-006-M On-demand Session | 6.1.3.3
establishment: 6.1.3.1
PoCV1.0mod 6.1.3.1.a

POC_CP-SJR-C-007-M PoC Client sending SIP | 6.1.3.1
INVITE request: On- 6.1.3.1.a
demaljd Session 6.1.3.3.1
establishment, Ad-hoc 6.2.1.2

POC_CP-SJR-C-008-M

PoC Client sending SIP
INVITE request: On-
demand Session
establishment, 1-1 PoC
Session, Confirmed
Indication,

Invited PoC Client:
Automatic Answer Mode

PoCV1.0mod

6.1.3.1
6.1.3.1.a
6.1.3.3.1
6.2.1.2

POC_CP-SJR-C-009-O

PoC Client receiving S
180 "Ringing" response
to initiation of On-
demand Session, Ad-hog
PoC Group Session and
1-1 PoC Session

PoCV1.0mod

1/B.1.3.1
6.1.3.1.a
6.1.3.3.1

POC_CP-SJR-C-010-M

PoC Client receiving S

F6.1.3.1

200 "OK" response to 6.1.3.1.a

initiation of On-demand | 54 331

Session, Ad-hoc PoC

Group Session and 1-1

PoC Session

PoCV1.0mod
POC_CP-SJR-C-011-O On-demand Session | 6.1.3.1

establishment: Notify 6.1.3.1.a

Media Burst Control 6.1.3.3.1

Scheme
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Chat PoC Group Sessior]
PoCV1.0mod

PoCV1.0mod
POC_CP-SJR-C-012-O On-demand Session 6.1.3.1
establishment: Ad-hoc | 6.1.3.1.a
PoC Group Sessionand| g 1 331
1-1 PoC Session setup for
Unconfirmed Indication
PoCV1.0mod
POC_CP-SJR-C-013-M On-demand Session | 6.1.3.1
establishment: Pre- 6.1.3.1.a
arranged PoC Group 6.1.3.3.2,
Session - Confirmed
Indication, 6212
Invited PoC Client:
Automatic Answer Mode
PoCV1.0mod
POC_CP-SJR-C-014-M On-demand Session | 6.1.3.1
establishment: Ad-hoc | §.1.3.1.a
PoC Group Session, 6.1.3.3.1,
Invited PoC Client: 6.2.1.3
Manual Answer Mode.
PoCV1.0mod
POC_CP-SJR-C-015-M On-demand Session | 6.1.3.1
establishment: 1-1 PoC | 6.1.3.1.a
Session 6.1.3.3.1,
Invited PoC Client 6.2.1.3
Manual Answer Mode.
PoCV1.0mod
POC_CP-SJR-C-016-M On-demand Session 6.1.3.1
establishment: Pre- 6.1.3.1.a
arranged PoC Group 6.1.3.3.2
Session - Invited PoC 6213
Client Manual Answer e
Mode.
PoCV1.0mod
POC_CP-SJR-C-017-M On-demand Session 6.1.3.1
establishment: joininga | 6.1.3.1.a

6.1.3.3.2

POC_CP-SJR-C-018-M

On-demand Session
establishment: PoC Clien
re-joining a PoC Session
PoCV1.0mod

6.1.3.1
t6.1.3.1.a
6.1.5.1

Ad-hoc PoC Group
Session initiation (PoC
Client sending SIP
REFER request)

PoCV1.0mod

POC_CP-SJR-C-019-O Pre-established Session| 6.1.3.1
establishment 6.1.3.1.a
PoCV1.0mod 6.1.3.2
6.1.3.2.1
POC_CP-SJR-C-020-0O Pre-established Session|: 6.1.3.2.2 POC_CP-SJR-C-019-0O
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POC_CP-SJR-C-021-O

Pre-established Session:
1-1 PoC Session initiatio
(PoC Client sending SIP
REFER request)

PoCV1.0mod

6.1.3.2.2

POC_CP-SJR-C-019-O0

PoC Client releases a Pr
established Session

PoCV1.0mod

POC_CP-SJR-C-022-0 Pre-established Session; 6.1.3.2.2 POC_CP-SJR-C-0192-O
Display of indicationto | §.1.3.2.3 AND POC_CP-SJR-C-020-
PoC User of OOR
acceptance/rejection of POC CP-SJR-C-021-O OR
PoC Session POC_CP-SJR-C-023-O
PoCV1.0mod

POC_CP-SJR-C-023-0 Pre-established Session; 6.1.3.2.3 POC_CP-SJR-C-019-0O
PoC Client initiates Pre-
arranged PoC Group
Session, or joins Chat
PoC Group Session
(sending SIP REFER
request)
PoCV1.0mod

POC_CP-SJR-C-024-0 Pre-established Session; 6.1.3.2.4 POC_CP-SJR-C-019-0

4%
I

Answer Mode
PoCV1.0mod

POC_CP-SJR-C-025-0 Pre-established Session; 6.1.5.2 POC_CP-SJR-C-019-O
Re-joining a PoC Session
PoCV1.0mod
Terminating Client Procedures
POC_CP-SJR-C-026-M PoC Clientinvitedtoa | 6.2.1.1 POC_CP-SJR-C-027-0 OR
PoC Session: General | 54 POC_CP-SJR-C-028-O
INVITE procedure POC CP
PoCV1.0mod B
POC_CP-SJR-C-027-0O PoC Clientinvitedtoa | 6.2.1.2
PoC Session: Automatic| §.2.1.1.a
Answer Mode
PoCV1.0mod
POC_CP-SJR-C-028-O PoC Client invitedtoa | 6.2.1.3
PoC Session: Manual 6.2.1.1.a

Leaving a PoC Session
SIP BYE

POC_CP-SJR-C-029-0O PoC Client invited to a| 6.2.1.2
PoC Session: Manual 6.2.1.1.a
Answer Override
PoCV1.0mod
Releasing/ Leaving a Session
Originating Client Procedures
POC_CP-SJR-C-030-M On Demand Session: | 6.1.6.1
Leaving a PoC Session:
Release the floor
PoCV1.0
POC_CP-SJR-C-031-M On Demand Session: | 6.1.6.1
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PoCV1.0

POC_CP-SJR-C-032-O Pre-established Sessigr.1.6.2
Leaving a PoC Session:
Generate SIP REFER
PoCV1.0
POC_CP-SJR-C-033-O Pre-established Sessior6.1.6.2
Leaving a PoC Session -
receive SIP NOTIFY
PoCV1.0
POC_CP-SJR-C-034-O Pre-established Sessigr.1.6.2 POC_CP-SJR-C-033-O
Leaving a PoC Session +
display information
contained in SIP
NOTIFY

PoCV1.0
POC_CP-SJR-C-035-O On-demand Session: | 6.1.16.1
Releasing a PoC Session:
Release the floor
PoCV1.0
POC_CP-SJR-C-036-M On Demand Session: | 6.1.16.1 POC_CP-SJR-C-035-0
Releasing a PoC Session
PoCV1.0
POC_CP-SJR-C-037-0O Pre-established Sessigr6.1.16.2 POC_CP-SJR-C-035-0
Releasing a PoC Session
PoCV1.0
POC_CP-SJR-C-038-0 Pre-established Sessigr6.1.16.2 POC_CP-SJR-C-035-0
Releasing a PoC Session -
receive SIP NOTIFY
PoCV1.0
POC_CP-SJR-C-039-O Pre-established Sessigr6.1.16.2 POC_CP-SJR-C-035-O
Releasing a PoC Session AND POC_CP-SJR-C-038-
— display information 0]

contained in SIP
NOTIFY
PoCV1.0

Terminating Client Procedures
POC_CP-SJR-C-040-M PoC Client receiving a| 6.2.3.1
PoC Session Release
Request: On-demand case
PoCV1.0
POC_CP-SJR-C-041-0O PoC Client receiving a| 6.2.3.2 POC_CP-SJR-C-037-0
PoC Session Release
Request: Pre-established
case

PoCV1.0

Cancel a PoC Session
POC_CP-SJR-C-042-M Originating PoC Client| 6.1.11.1
canceling a PoC Session
initiation - on-demand
case

PoCV1.0

POC_CP-SJR-C-043-M Terminating PoC Client 6.2.6.1
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support of reception of
the SIP CANCEL
request: On-demand cas

PoCV1.0

A.3.2

PoC Server

Item

| Function |

Reference

Requirement

Participating PoC Function

Processing requests initiated by Served User

POC_CP-SJR-S-001-M

General process for SIP
INVITE requests and SIR
200 "OK" responses
during PoC Session
initiation
PoCV1.0mod

7.3.11

POC_CP-SJR-S-002-M
OR
POC_CP-SJR-5-003-O

POC_CP-SJR-S-002-M

SDP offer generation:
demand case

PoCV2.0

DIT.3.1.1a

POC_CP-SJR-S-003-O

SDP offer generation:
pre-established case

PoCV2.0

7.3.1.1b

POC_CP-SJR-S-006-O OFf
POC_CP-SJR-S-011-O

POC_CP-SJR-5-004-M

SDP answer generatio
PoCV2.0

n7.3.1.1c

POC_CP-SJR-S-007-O O
POC_CP-SJR-S-008-O OR
POC_CP-SJR-S-009-O

POC_CP-SJR-5-005-O

Includes the Nick Nam
in the Authenticated
Originator's PoC Address

PoCV1.0

e7.3.1.1,
7.3.2.1

D

POC_CP-SJR-5-006-O

Pre-established Session
initiation requests

PoCV1.0mod

7.3.1.2
7.3.11b

POC_CP-SJR-5-007-O OH
POC_CP-SJR-S-008-O

R

POC_CP-SJR-5-007-O

Respond to Pre-
established Session
requests with SIP 403
"Forbidden" response if
feature is not supported

PoCV1.0

7.3.1.2

POC_CP-SJR-5-008-O

Respond to Pre-
established Session
requests for case where
feature is supported

PoCV1.0

7.3.1.2

POC_CP-SJR-S-009-O

Pre-established Sessi
modification request to
change media capabilitie
while not in a PoC
Session

PoCV2.0

1V.3.1.3

[

POC_CP-SJR-S-006-O
AND POC_CP-SJR-S-007-
O]

POC_CP-SJR-5-010-M

PoC Session initiation
using On-demand Sessiq

7.3.1.4
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MIME SDP body when
sending SIP 488 "not
acceptable here"

PoCV1.0mod

PoCV1.0mod 731.1la
POC_CP-SJR-S-011-O PoC Session Initiation| 7.3.1.5
Using Pre-established 73.1.1b
Session
PoCV1.0mod
Processing requests terminated by Served User
POC_CP-SJR-S-013-M SDP offer generation | 7.3.2.1a POC_CP-SJR-S-014-M OR
PoCV1.0 E3 POC_CP-SJR-S-015-O
POC_CP-SJR-S-014-M SDP answer generationr3.2.1b POC_CP-SJR-S-018-O OR
on demand case E3 POC_CP-SJR-S-020-M
PoCV1.0
POC_CP-SJR-S-015-O SDP answer generatigndr8.2.1c POC_CP-SJR-S-019-O OR
pre-established case E3 POC_CP-SJR-S-021-O
PoCV1.0mod
POC_CP-SJR-S-016-M PoC Session invitation| 7.3.2.1
request 7.321la
PoCV1.0mod 7.3.2.2
POC_CP-SJR-S-017-O PoC Session Invitation 7.3.2.1
request respecting QoE | 7.32.1.a
profiles 7.3.2.2
PoCV1.0mod E3.2
5.8
POC_CP-SJR-S-018-O Automatic answer (Ont 7.3.2.1
demand Session) 7.3.2.1.b
PoCV1.0mod 73221
POC_CP-SJR-S-019-O Automatic answer (Pre-7.3.2.1
established Session) 7.3.2.1.c
PoCV1.0mod 73222
POC_CP-SJR-S-020-M Manual answer (On- | 7.3.2.1
demand Session) 7321a
PoCV1.0mod 732273
POC_CP-SJR-S-021-O Manual answer using Pre3.2.1
established Session 7.3.2.1.c
PoCV1.0mod 7.3.2.2.4
Controlling PoC Function
Requests terminated by the Controlling PoC Function
POC_CP-SJR-S-024-M General - Server behayi@dr2.1.1
on receipt of SIP INVITE| 7.2.1.1.a
PoCV1.0mod
POC_CP-SJR-S-025-O General - Inclusion of | 7.2.1.1
supported SIP methods in7.2.1.1.a
the SIP 200 "OK"
response
PoCV1.0mod
POC_CP-SJR-S-026-O General —inclusion of | 7.2.1.1
media parameterinthe | 721.1.a
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Indication
PoCV1.0mod

POC_CP-SJR-S-027-M Ad-hoc PoC Group and 7.2.1.1
1-1 PoC Session setup | 7.2.1.1.a
request 7.21.2
PoCV1.0mod

POC_CP-SJR-S-028-M Ad-hoc PoC Group an¢l 7.2.1.1
1-1 PoC Session setup | 7.2.1.1.a
request with Confirmed | 7.2.1.2

POC_CP-SJR-S-029-O

Ad-hoc PoC Group an
1-1 PoC Session setup

Indication
PoCV1.0mod

07.2.1.1

7.21.1a

request with Unconfirmed 7.2.1.2

7.21.1a

POC_CP-SJR-S-030-M

Pre-arranged PoC Gro
Session setup request

PoCV1.0mod

up.2.1.1

7.2.11.a
7.2.1.3

7.2.131

POC_CP-SJR-S-031-M

Pre-arranged PoC Gro
Session setup request
with Confirmed
Indication in General

PoCV1.0mod

up.2.1.1

7.21.1a
7.2.1.3

7.2.131

POC_CP-SJR-S-032-O

Pre-arranged PoC Grg

up.2.1.1

Session setup request | 7.2.1.1.a

with Unconfirmed 7.2.1.3

Indication in General 72131

PoCV1.0mod
POC_CP-SJR-S-033-M Rejoining PoC Session 7.2.1.4

request

PoCV1.0

POC_CP-SJR-S-035-M

Joining Chat PoC Grol
Session

PoCV1.0

I7.2.15

Requests originated by the Controllin

g PoC Function

POC_CP-SJR-S-037-M

General - PoC Server
behavior when generatin
a SIP request: PoC
Session invitation reques
and SDP offer generatior

PoCV1.0mod

7221

07.2.2.2

t

7.22.1.a

POC_CP-SJR-S-038-M

PoC Session invitation
request with Confirmed
Indication

PoCV1.0mod

7.2.2.1
7.2.2.1.a
7.2.2.2

POC_CP-SJR-S-039-O

PoC Session invitation

Indication

PoCV1.0mod

7221

request with Unconfirmed 7.2.2.1.a

7.2.2.2
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POC_CP-SJR-5-040-O

PoC Session invitation 7.2.2.1
request: Alternative IP | 72.2.1.a
address or port number | 7 55 5
indication
PoCV1.0mod

POC_CP-SJR-S-041-M

PoC Session invitation| 7.2.2.1
request: PoC Session
from Inviting PoC Client
compliant only to the
OMA PoC version 1.0
specification
PoCV2.0

Releasing/ Leaving a Session

Participating PoC Function

Processing requests initiated by Served User

POC_CP-SJR-S-041-M

SIP BYE request (On-| 7.3.1.10.1
demand Session)

PoCV1.0

POC_CP-SJR-S-042-O

SIP REFER with methpd.3.1.10.2
setto BYE (Pre-
established Session)

PoCV1.0

POC_CP-SJR-S-043-O

SIP REFER BYE requgst3.1.10.3
(Pre-established Session)

PoCV1.0

POC_CP-SJR-S-044-O

Pre-established Sessiory.3.1.15
Procedures of PoC
Session release from User
Plane

PoCV1.0

Processing requests terminated by Served User

POC_CP-SJR-S-045-M

SIP BYE request (On-| 7.3.2.6.1
demand Session)

PoCV1.0

POC_CP-SJR-5-046-O

SIP BYE Request (Prg-7.3.2.6.2
established Session)

PoCV1.0

POC_CP-SJR-5-047-O

Leaving a PoC Session7.3.2.6.3
when using a Pre-
established Session

PoCV1.0

POC_CP-SJR-C-037-0

Controlling PoC Function

Requests terminated by the Controlling PoC Function

POC_CP-SJR-5-048-M

Leaving PoC Session | 7.2.1.9.1
request using SIP BYE

PoCV1.0

POC_CP-SJR-S-049-O

Processing requests fqr7.2.1.9.2
leaving a PoC Session
(for Pre-established
Session case) using SIP
REFER

POC_CP-SJR-C-037-O
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PoCV1.0
POC_CP_SJR-S-050-O Processing requests f¢r7.2.1.9.3 POC_CP-SJR-C-037-O
leaving a PoC Session
(within Pre-established
Session case) using SIP
BYE

PoCV2.0

Cancel a PoC Session

POC_CP-SJR-S-051-M Participating PoC Server.3.1.9
processing requests
initiated by served PoC
User sending SIP
CANCEL request
PoCV1.0

POC_CP-SJR-S-052-M Participating PoC Server.3.2.5
processing requests

terminated by served PoC
User sending SIP
CANCEL request
PoCV1.0

POC_CP-SJR-S-053-M Requests terminated by7.2.1.10
the Controlling PoC
Function: Cancel PoC
Session setup request
PoCV1.0

POC_CP-SJR-S-054-M Requests initiated by the.2.2.4
Controlling PoC

Function: Cancel of PoC
Session invitation request

PoCV1.0

A.4 PoC Session-related Features (SRF)
A.4.1 PoC Client

ltem | Function | Reference Requirement
Session Modification
POC_CP-SRF-C-001-M PoC Session 6.1.4.1

modification: General
procedures: INVITE
request

PoCV1.0
POC_CP-SRF-C-002-O PoC Session 6.1.4.1
modification: General
procedures — SIP
UPDATE request
PoCV1.0
POC_CP-SRF-C-003-0O PoC Session 6.1.4.2 POC_CP-SRF-C-004-0O
modification: PoC Client
placing Media on hold
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PoCV1.0mod
POC_CP-SRF-C-004-O PoC Session 6.1.4.3 POC_CP-SRF-C-003-O
modification: PoC Client
placing Media off hold
PoCV1.0mod
POC_CP-SRF-C-005-0 PoC Session 6.1.4.4
modification: User Plane
adaptation: Modifying
Media capabilities during
an ongoing PoC Session
PoCV1.0mod
POC_CP-SRF-C-006-M PoC Session 6.1.45
modification: SIP Session
refresh (receiving 2000K
PoCV1.0
POC_CP-SRF-C-007-0O PoC Session 6.1.45
modification: SIP Session
expiration
PoCV1.0
POC_CP-SRF-C-008-O PoC Session 6.1.4.6
modification: Adding and
disconnecting Media
PoCV2.0
POC_CP-SRF-C-009-O PoC Session 6.1.4.6 POC_CP-SRF-C-008-O
modification: Adding and
disconnecting Media
(receiving 2000K)
PoCV2.0

Originating Client Procedure

POC_CP-SRF-C-010-M PoC Session 6.1.7
modification: Adding PoC
User to PoC Session:
Invited PoC User in
Manual Answer Mode
(sending REFER messag
and receiving NOTIFY
request sharing REFER'S
dialog)
PoCV1.0mod

POC_CP-SRF-C-011-M PoC Session 6.1.7
modification: Adding a
PoC User to PoC Session:
Invited PoC User in
Automatic Answer Mode
(sending REFER messag
and receiving NOTIFY
request sharing REFER'S
dialog)

PoCV1.0mod

[¢)

D
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POC_CP-SRF-C-012-O Adding a PoC User - | 6.1.7
notification to the PoC
User about the
information received in
the body of the NOTIFY
request: in Ad-hoc PoC
Group, Pre-arranged PoC
Group.

PoCV1.0mod

Terminating Client Procedures
POC_CP-SRF -C-013-M PoC Client receiving a | 6.2.2, 6.2.2.a
PoC Session modification
request (send SIP 200 OK
after receiving SIP
UPDATE or SIP re-
INVITE)

PoCV1.0
POC_CP-SRF -C-014-M PoC Client receivinga | 6.2.2.b, POC_CP-SRF -C-013-O
PoC Session modification g 2.1.1.a
request (user plane

adaptation)
PoCV1.0

POC_CP-SRF -C-015-0O PoC Client receiving 6.2.2.c, POC_CP-SRF -C-013-O
request to add and 6.2.1.1.a
disconnect media (send
SIP 200 OK)
PoCV1.0

Sending Discrete Media

POC_CP-SRF-C-016-O Originating PoC Client | 6.1.15 [OMA-IM-TS]:
sending a Discrete Medig [OMA-IM- ERELD:MSF
as a SIP MESSAGE TS] Section "pager mode"
PoCV2.0

POC_CP-SRF-C-017-O Terminating PoC Client 6.2.8 [OMA-IM-TS]:
receiving Discrete Media| [OMA-IM- ERELD:MSF Section "pager
in SIP MESSAGE TS] mode"
PoCV2.0

A.4.2 PoC Server
Item | Function Reference Requirement

Session Modification
Participating PoC Function
Processing requests initiated by Served User

POC_CP-SRF-S-001M PoC Session modification.3.1.6 POC_CP-SRF-S-002-O OR
request during an ongoing POC_CP-SRF-S-003-0
PoC Session
PoCV1.0mod
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POC_CP-SRF-S-002-O

PoC Session modificat
request during an ongoin
PoC Session if feature is
not supported

PoCV1.0mod

on3.1.6
g

POC_CP-SRF-S-003-O

PoC Session modificat
request during an ongoin
Poc Session if feature is
supported

PoCV1.0mod

on3.1.6
|

POC_CP-SRF-S-004-M

SIP SUBSCRIBE
requests containing URIs
not owned by this PoC
Server

PoCV1.0

7.3.1.7

POC_CP-SRF-S-005-M

SIP REFER request
containing URIs not

owned by this PoC Server

PoCV2.0

7.3.1.8

POC_CP-SRF-S-006-O

Responding to SIP
REFER requests when
Pre-established Session
supported

PoCV1.0

7.3.1.8

Processing requests terminated by Served User

POC_CP-SRF-S-007-M

PoC Session Modificati
PoCV1.0

om.3.2.3

POC_CP-SRF-S-008-M

SIP NOTIFY request
PoCV1.0

7.3.2.4

Controlling PoC Function

Requests terminated by the Controlling PoC Function

POC_CP-SRF-S-009-M

PoC Session modificati
(changes to media
capabilities)
PoCV1.0mod

omn.2.1.7
7.2.25
7.2.1.1a

POC_CP-SRF-S-010-O

Updating of media
capabilities according to
local policy

PoCV1.0mod

7.2.1.7
7.2.25
7.2.1.1a

POC_CP-SRF-S-011-M

Adding Participants to
PoC Session

PoCV1.0mod

7.2.1.8

POC_CP-SRF-S-012-O

PoC Server terminating 7.2.1.8

the implicit subscription
and indicating to the PoC
Client

PoCV1.0mod

7.2.1.17
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Sending Discrete Media

of initial SIP INVITE
request — Participating
PoC Function

PoCV1.0

POC_CP-SRF-S-013-M PoC Server roles 7.2.1.23 [OMA-IM-TS]:
establishment: Discrete | [OMA-IM- ERELD:MSF Section "pager
Media request TS] mode"
PoCV2.0
POC_CP-SRF-S-014-M Participating PoC 7.3.1.16 [OMA-IM-
Function- Processing [OMA-IM- TS]:ERELD:MSF Section
requests initiated by the | T3] "pager mode"
served PoC User: Discrete
Media request
PoCV2.0
POC_CP-SRF-S-015-M Participating PoC 7.3.2.8 [OMA-IM-TS]:ERELD-
Function- Processing [OMA-IM- MSF Section "pager mode"
requests terminated by theTs)
served PoC User: Discrete
Media
PoCV2.0
POC_CP-SRF-S-016-M Requests initiated by | 7.2.2.3 [OMA-IM-TS]:ERELD-
Controlling PoC [OMA-IM- MSF Section "pager mode"
Function: Discrete Media| TS]
request
PoCV2.0
POC_CP-SRF-S-017-M Requests received by | 7.2.2.7 [OMA-IM-TS]:ERELD-
Controlling PoC [OMA-IM- MSF Section "pager mode"
Function: Discrete Media| TS
request
PoCV2.0
PoC Server Role Establishment
POC_CP-SRF-S-018-M Determination of PoC | 7.1
Server role as a
Participating and/or
Controlling PoC Function
PoCV1.0
POC_CP-SRF-S-019-M Reception of initial SIP| 7.1.1
INVITE request — mobile| 7.3.2.1
initiating trigger detection| 7 39 4
point
PoCV1.0
POC_CP-SRF-S-020-O0 Replace warning text with.2.1.1b
text in specified languageg 5.6
PoCV2.0
POC_CP-SRF-5-021-M PoC Server role 7.1.1
establishment: Reception 7.2.1.1b
of initial SIP INVIl'll'E 7213
request — Controlling PoC
Function 7214
POCV1.0 7.2.1.5
POC_CP-SRF-S-022-M PoC Server role 7.1.1
establishment: Reception 7.3.2.2
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POC_CP-SRF-S-023-M PoC Server role 7.1.1
establishment: Reception
of initial SIP INVITE
request — SIP URI
unknown, send SIP 404
PoCV1.0

POC_CP-SRF-S-024-O PoC Server role 7.1.1 POC_CP-PBO-C-005-O
establishment: Forwardt0 7.3.2.2.5.1
PoC Box if Unconditional
forward invitations is set
to true

PoCV1.0

POC_CP-SRF-S-025-M PoC Server role 7.1.2
establishment: Reception 7.3.1.8
of SIP REFER request, if
originating PoC service
trigger

PoCV1.0

POC_CP-SRF-5-026-M PoC Server role 7.1.2

establishment: Reception| 7.2.1.x
of SIP REFER request, if| 7 51 g
terminating PoC service

trigger 7.2.1.9.2
POCV1.0 7.2.19.4
POC_CP-SRF-S-027-M PoC Server role 7.1.3 POC_CP-SRF-S-013-O OR

establishment: Reception 7.3.1.16 POC_CP-FDC-C-002-O
of SIP MESSAGE request; 3 5 g

7.3.14

7.3.15

7.3.2.2
POC_CP-SRF-5-028-M PoC Server role 7.1.4

establishment: Reception 7.3.1.7
of SIP SUBSCRIBE
request

PoCV1.0mod

Session Policy Control Procedures
POC_CP-SRF-S-029-M PoC Session joining 7.2.1.6
policy

PoCV1.0
POC_CP-SRF-S-030-M PoC Session initiation | 7.2.1.14
policy

PoCV1.0
POC_CP-SRF-S-031-M PoC Session initiation | 7.2.1.14.1
policy for Pre-arranged
PoC Group Session

PoCV1.0
POC_CP-SRF-S-034-M PoC Session adding | 7.2.1.15
policy

PoCV2.0
POC_CP-SRF-S-035-M PoC Session release | 7.2.1.16
policy
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PoCV2.0

POC_CP-SRF-S-037-M

PoC Session Participar
Information policy

PoCV2.0

1t7.2.1.18

POC_CP-SRF-S-039-O

Group Advertisement
policy
PoCV2.0

7.2.1.20

POC_CP-SRF-S-040-M

Adding Media to a PoC
Session policy
PoCV2.0

7.2.1.21

POC_CP-SRF-S-041-M

Remove Media from a
PoC Session policy
PoCV2.0

7.2.1.22

SIP Session Timer

POC_CP-SRF-S-045-M

Processing of SIP Sess
timer expiry
PoCV1.0

ign3.1.13

Subscribing to Participant Information

POC_CP-SRF-S-046-O

Requests initiated by th
PoC Server performing
the Participating PoC
Function: Subscribing to
Participant Information

PoCv2.0

€.3.3.1

A.5 Session-unrelated Features (SUF)

A.5.1 PoC Client

Item

Function

Reference

Requirement

POC_CP-SUF-C-001-M

Originating PoC Client

Privacy requested by PoC

User
PoCV1.0

6.1.3.1

N

POC_CP-SUF-C-002-O

Originating PoC Client
subscription to the
conference state event
package (sending SIP
SUBSCRIBE request) for
Pre-established Session

PoCV1.0

6.1.10

POC_CP-SUF-C-003-O

Originating PoC
ClientsSubscription to the
conference state event
package (sending SIP
SUBSCRIBE request) for|
On-demand Session

PoCV1.0

6.1.10
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Group Advertisement

POC_CP-SUF-C-004-O

PoC Client Receiving a
Group Advertisement

PoCV1.0

6.2.5

POC_CP-SUF-C-005-O

PoC Client Sending a
Group Advertisement
(sending SIP MESSAGE

PoCV1.0

6.1.9

Instant Personal Alert

POC_CP-SUF-C-006-O

Originating PoC Client
Sending an Instant
Personal Alert (sending
SIP MESSAGE)

PoCV1.0

6.1.8

POC_CP-SUF-C-007-M

Terminating PoC Client
receiving an Instant
Personal Alert: receiving
SIP MESSAGE

PoCV1.0

6.2.4

POC_CP-SUF-C-0016-O
OR POC_CP-SUF-C-0017-
O]

POC_CP-SUF-C-0016-O

Terminating PoC Client
receiving an Instant
Personal Alert: rejecting
received MESSAGE
message.

PoCV1.0

6.2.4

POC_CP-SUF-C-0017-O

Terminating PoC Client
receiving an Instant
Personal Alert: sending
200 OK response to
received MESSAGE
message.

PoCV1.0

6.2.4

POC_CP-SUF-C-008-O

Terminating PoC Client
receiving an Instant
Personal Alert: initiating
1-1 PoC Session

PoCV1.0

6.2.4

PoC Service Settings

POC_CP-SUF-C-009-O

PoC Client: PoC Servic
Setting procedure —
initiation of SIP
PUBLISH request
(PUBLISH for update,
removal, or refresh of Po
Service Settings)

e6.1.2

)

PoCV1.0mod

[0 2009 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-PoC_ControlPlane-V2_0-20090922-C

Page 235 (648)

POC_CP-SUF-C-010-O

PoC Client: Indication @
setting results after
receiving SIP 200 "OK"
response to PUBLISH for
update, removal, or
refresh of PoC Service
Settings
PoCV1.0

f6.1.2

POC_CP-SUF-C-016-O

Setting of the "Privacy”
PoC Service Setting.

PoCV2.0

6.1.1.1,
6.1.2

Presence

POC_CP-SUF-C-013-O

Presence procedures
PoCV1.0

C3

POC_CP-SUF-C-014-O OF

POC_CP-SUF-C-018-O

POC_CP-SUF-C-014-O

The PoC Client
collaborates with the
presence source and
watcher entities when
residing in the same UE.

PoCV1.0

C3

POC_CP-SUF-C-013-O

POC_CP-SUF-C-015-O

Only when the PoC
Server is not enabled to
publish presence
information on behalf of
the PoC User, then the
Presence Source residing
in the same UE as the Pg
Client publishes the
presence information for
the elements specified in
subclause C.1
"Availability for PoC-
Session Service"

PoCV1.0

C3

C

POC_CP-SUF-C-013-O

A5.2

PoC Server

Item

Function

Reference

Requirement

POC_CP-SUF-S-001-M

Controlling PoC Functig
PoC Session Participant
Information requests

PoCV1.0

n7.2.1.11
7.2.1.111
7.2.1.11.2
7.2.1.18

POC_CP-SUF-S-002-M

Controlling PoC Functig
Terminate subscriptions
for terminated PoC
Sessions

PoCV1.0

n.2.1.11.3
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POC_CP-SUF-5-003-O

Controlling PoC Functi
Sending of SIP NOTIFY
when subscribed state
changes

PoCV1.0

DIY.2.1.11.1

POC_CP-SUF-S-004-O

Controlling PoC Functi
Limiting rate of SIP
NOTIFY requests

PoCV1.0

DIY..2.1.11.2

POC_CP-SUF-5-003-O

POC_CP-SUF-S-005-O

Controlling PoC Functi
PoC Server should avoid
sending SIP Notify to a
PoC Client at the same
time as a Talk Burst is
sent or received from
same PoC Client

PoCV1.0

DIY..2.1.11.2

POC_CP-SUF-S-006-M

Requests terminated by 7.2.1.13

Controlling PoC Function
SIP Session refresh
procedure

PoCV1.0

POC_CP-SUF-S-007-M

Requests initiated by
Controlling PoC Function
Removal of Participant
from PoC Session

PoCV1.0

7224

POC_CP-SUF-S-008-O

Requests initiated by
Controlling PoC Function
PoC Session modificatior
of media capabilities for
one SIP Session in an
ongoing PoC Session

PoCV1.0

7.2.25

Group Advertisement

POC_CP-SUF-5-009-O

Participating PoC
Function processing
requests initiated by the
served PoC User: Group
Advertisement request

PoCV1.0

7.3.1.11

POC_CP-SUF-S-010-O

Participating PoC
Function processing
requests terminated by th
Served PoCUser: Group
Advertisement requests
(receive SIP MESSAGE)

PoCV1.0

7.3.2.7

D

POC_CP-SUF-S-011-O Of

POC_CP-SUF-5-012-O
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POC_CP-SUF-5-011-O
PoCV1.0

Participating PoC
Function processing
requests terminated by th
Served PoC User: Group
Advertisement request
reject when not supported
by the PoC Server

PoCV1.0

0]

7.3.2.7

POC_CP-SUF-5-012-O

Participating PoC
Function processing
requests terminated by th
served PoCUser: Group
Advertisement request
procedure when feature i
supported

PoCV1.0

D

7.3.2.7

POC_CP-SUF-S-013-O

Participating PoC
Function processing
requests terminated by th
served PoC User: Group
Advertisement respecting
privacy
PoCV1.0

D

7.3.2.7

POC_CP-SUF-5-014-O

Requests terminated b
Controling PoC Function:
Group Advertisement
requests (SIP MESSAGE
request)

PoCV1.0

7.2.1.12

POC_CP-SUF-5-015-O OR
POC_CP-SUF-5-016-O

POC_CP-SUF-S-015-O

Requests terminated b
Controling PoC Function:
Group Advertisement
request reject when not
supported by the PoC
Server

PoCV1.0

7.2.1.12

POC_CP-SUF-5-016-O

Requests terminated by
Controling PoC Function:
Group Advertisement
request procedure when
feature is supported

PoCV1.0

7.2.1.12

POC_CP-SUF-5-017-O
PoCV1.0

Requests initiated by
Controling PoC Function:
Group Advertisement
request sending

7.2.2.7

Instant Personal Alert

POC_CP-SUF-S-018-M

Instant Personal Alert
procedure at originating
PoC Server

PoCV1.0

74.11
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POC_CP-SUF-5-019-M

Instant Personal Alert
procedure at terminating
PoC Server

PoCV1.0

7.4.1.2

PoC Service Settings

POC_CP-SUF-S-020-M

Participating PoC
Function: update,
removal, or refresh PoC

Service Setting procedure

(processing SIP
PUBLISH requests)

PoCV1.0

7.3.1.14

POC_CP-SUF-5-028-O

Acceptance procedures
for the "Privacy" PoC
Service Setting.

PoCV2.0

57.3.1.14

Conference URI

POC_CP-SUF-S-021-M

Handling of a request U
of a Conference-Factory-
URI that is not allocated
on the PoC Server

PoCV1.0

R1.5.1

POC_CP-SUF-5-022-M

Handling of a SIP
INVITE with a request
URI of a Conference URI
that is not allocated on th
PoC Server performing
the Controlling PoC
Function

PoCV1.0

7.5.2

11}

Presence

POC_CP-SUF-S-023-0

PoC Server acting as a
presence source

PoCV1.0

c.z2l1

POC_CP-SUF-5-024-O

AND POC_CP-SUF-5-025-

O AND POC_CP-SUF-S-
026-0O

POC_CP-SUF-5-024-O

PoC Server acting as @
presence source for PoQd
Registration and de-
registration

PoCV1.0

c211
C.2.15

POC_CP-SUF-5-023-O

POC_CP-SUF-S-025-0O

PoC Server sets the "P|
Session participation”
presence information
element to the value of
"closed" (as defined in
subclause C.1.5°0C
Session participatidh) at
registration and de-
registration.

0C2.1.1
C.215

PoCV1.0

POC_CP-SUF-5-024-O
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POC_CP-SUF-S-026-O PoC Server acting as g C.2.1.2 POC_CP-SUF-S-023-O
presence source for
Incoming PoC Session
Barring (ISB)

PoCV1.0
POC_CP-SUF-S-027-O PoC Server actingas 4 C.2.1.3 POC_CP-SUF-S-023-O
presence source for
Incoming Instant Personal
Alert Barring (IAB)
PoCV1.0

A.6 PoC Box (PBO)
A.6.1 UE PoC Box (client functionality)

Item Function Reference Requirement
POC_CP-PBO-C-001-O Register with UE PoC Box 6.1.1.1 POC_CP-REG-C-001-M

feature tag s and the
contact address of the UE

PoC Box.
PoCV2.0
POC_CP-PBO-C-002-O Setting of "PoC Box us€'6.1.2
PoC Service Setting.
PoCV2.0
POC_CP-PBO-C-003-O De-Register with UE PoC| 6.1.1.2 POC_CP-REG C-005-M
Box feature tag
PoCV2.0
POC_CP-PBO-C-004-O Reject routing to 6.1.3.3.1
recipient’'s PoC Box 6.1.3.3.2
PoCV2.0
POC_CP-PBO-C-005-O Enforce routing to 6.1.3.3.1 POC_CP-PBO-C-006-O
recipient’'s PoC Box 6.1.3.3.2
PoCV2.0
POC_CP-PBO-C-006-O Notification of PoC 6.1.3.3.1 POC_CP-PBO-C-005-O

Session establishment withg 1.3.3.2
PoC Box in 2000K
response for feature tag
'sip.automata’

PoCV2.0

POC_CP-PBO-C-007-O Notification of PoC 6.1.3.3.1 POC_CP-PBO-C-005-O
Session establishment withg 1.3.3.2
UE PoC Box in 2000K
response for feature tag
‘sip.actor’ with the value
‘principal’ along with the
feature tag 'sip.automata’
PoCV2.0

POC_CP-PBO-C-008-O PoC Session decline with | 6.2.3.1
forward to UE PoC Box

PoCV2.0
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POC_CP-PBO-C-009-O UE PoC Box — Invited to | 8.1
PoC Session 8.1.1
PoCV2.0 8.1.2
8.3
8.3.1
POC_CP-PBO-C-0010-O UE PoC Box — PoC 8.3.2 POC_CP-PBO-S-010-O
Session release
PoCV2.0
POC_CP-PBO-C-011-O Procedures initiated by UE 8.3.3
PoC Box — Leaving a PoC
Session (on demand case|
PoCV2.0

A.6.2 NW PoC Box (server functionality)

Item Function Reference Requirement
POC_CP-PBO-S-001-O Network PoC Box — 8.1 POC_CP-PBO-S-009-O
Invited to PoC Session 8.1.1
PoCV2.0 8.1.2
8.1.3
8.2.1
POC_CP-PBO-5-002-0O Network PoC Box — PoC | 8.2.2
Session release
PoCV2.0
POC_CP-PB0O-S-003-O Procedures initiated by 8.2.3 POC_CP-PBO-S-003-0O

NW PoC Box — Leaving a
PoC Session (on demand
case)

PoCV2.0
POC_CP-PBO-5-004-O Network PoC Box — 8.1.3.1
Acceptance of the PoC
Session invitation initiated
by the Inviting PoC Client
compliant only to the
OMA PoC version 1.0
specification

PoCV2.0

A.6.3 PoC Server

Item Function Reference Requirement
POC_CP-PBO-S-004-O Reject PoC Box from 7.2.1.1b
entering a Chat PoC Group
Session
PoCV2.0
POC_CP-PBO-S-005-0O Controlling PoC Server: | 7.2.2.2.
PoC Session Initiation
procedures for PoC Box

[0 2009 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-PoC_ControlPlane-V2_0-20090922-C

Page 241 (648)

PoCV2.0

POC_CP-PBO-S-006-O

Participating Poc Server:
PoC Session initiation
procedures for PoC Box

PoCV2.0

7.3.2.2

POC_CP-PBO-5-007-O

Forward Invitation to a Po
Box: Determination of
routing to a PoC Box upor
an incoming invitation
PoCV2.0

£7.3.2.2.5
7.3.2.25.1

POC_CP-PBO-S-005-O
AND POC_CP-PBO-5-006+
O]

POC_CP-PBO-S-008-O

Forward Invitation to a
PoC Box: Determination o
routing to a NW PoC Box
upon failure to receive a
valid SIP2xx response

PoCV2.0

7.3.2.25
f7.3.2.252

POC_CP-PBO-S-011-O

POC_CP-PBO-S-009-O

Forward Invitation to a
PoC Box: Forward
Invitation to a NW PoC
Box:

PoCV2.0

7.3.2.25
7.3.2.25.3

POC_CP-PBO-S-007-O OR
POC_CP-PBO-S-008-O

POC_CP-PBO-5-010-O

Forward Invitation to a
PoC Box: Forward
Invitation to a UE PoC
Box:

PoCV2.0

7.3.2.25
7.3.2.254

POC_CP-PBO-S-007-O

POC_CP-PBO-S-011-O

Acceptance procedures
"PoC Box use" PoC
Service Setting.

PoCV2.0

f@r3.1.14

POC_CP-PBO-5-012-O

Forward Invitation to a
PoC Box: Forward
Invitation from Inviting
PoC Client compliant only
to the OMA PoC version
1.0 specification to a NW
PoC Box:

PoCV2.0

7.3.21
7.3.2.25.3

POC_CP-PBO-S-009-O

POC_CP-PBO-5-013-O

Participating PoC
Function:
PoC Server indicates the
anonymity of Invited PoC
User(s) in the invitation to
Ad-hoc PoC Group
Session and 1-1 PoC
Session;
Forwarding the invitation
to a UE PoC Box

PoCV2.0

7.3.11
7.3.2.254

POC_CP-PBO-5-014-O

Including a Warning
header with appropriate
warning text in the

8.1.1
5.6

generated error response
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| | PoCV2.0 |
A.7 PoC Dispatcher (DIS)
A.7.1 PoC Client
Item Function Reference Requirement
POC_CP-DIS-C-001-O Register with PoC 6.1.1.1 POC_CP-REG-C-002-O
Dispatcher feature tag OR
PoCV2.0 POC_CP-REG-C-003-O
POC_CP-DIS-C-002-O PoC Client On-demand | 6.1.3.3.2.1

Session establishment:
Initiation of Dispatch PoC
Session

PoCV2.0

PoC Client Pre-established6.1.3.2.1
Session: Initiation of 6.1.3.2.31
Dispatch PoC Session
PoCV2.0

PoC Client acting as PoC| 6.1.14
Dispatcher transferring
Dispatcher Role
PoCV2.0

PoC Dispatcher or PoC | 6.2.1.2
Fleet Member invited to a
Dispatch PoC Session in
case of Automatic Answe
Mode

PoCV2.0

PoC Dispatcher or PoC | 6.2.1.3
Fleet Member invited to a
Dispatch PoC Session in
case of Manual Answer
Mode

PoCV2.0

PoC Dispatcher expels 6.1.13
another Participant(s) fron
a Dispatch PoC Session

POC_CP-DIS-C-003-O POC_CP-SJR-C-019-O

POC_CP-DIS-C-004-O

POC_CP-DIS-C-005-O

POC_CP-DIS-C-006-O

POC_CP-DIS-C-007-O

=]

PoCV2.0
A.7.2 PoC Server
Item Function Reference Requirement

POC_CP-DIS-S-001-O PoC Server - PoC 7.2.1.24
Dispatcher role transfer
request
PoCV2.0

POC_CP-DIS-S-002-O Requests terminated by ther.2.1.3.1
Controlling PoC Function:| 7.2.1.3.2
PoC Session setup requests g
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from PoC Dispatcher
PoCV2.0

POC_CP-DIS-S-003-0 Requests terminated by ther.2.1.3.1
Controlling PoC Function:| 7.2.1.3.3
Session setup request frofg g
PoC Fleet member
PoCV2.0

POC_CP-DIS-S-004-O Requests initiated by the | 7.2.2.2
Controlling PoC Function:| 7.2.1.3.1
PoC Session.invitait:(;n c 72132
request as Dispatch Po
Gonit P 7.2.1.3.3
POCV2.0 7.2.1.24

POC_CP-DIS-S-005-O Requests received by the| 7.2.1.4
Controlling PoC Function:| 5 g
Rejoining a Dispatch PoC| g g
Session 581
PoCV2.0 582

POC_CP-DIS-S-006-O Participating PoC Server:| 7.3.1.1
PoC Session initiation 7.3.1.2
procedures: 7.3.22.2
Automatic Answer Mode,
Pre-established Session fpr
Dispatch PoC Session
PoCV2.0

Dispatch PoC Session Policy Control Procedures

POC_CP-DIS-S-007-O PoC Session initiation | 7.2.1.14.2
policy for Dispatch PoC
Session for PoC
Dispatcher
PoCV2.0

POC_CP-DIS-S-008-O PoC Session initiation | 7.2.1.14.3
policy for Dispatch PoC
Session for PoC Fleet
Member
PoCV2.0

POC_CP-DIS-S-009-O PoC Dispatcher role 7.2.1.19
transfer policy
PoCV2.0

A.8 Quality of Experience (QOE)
A.8.1 PoC Client
Item Function Reference Requirement

POC_CP-QOE-C-001-O PoC Client informs PoC | 6.2.1.2, POC_CP-SJR-C-006-M OR
Server (Controlling PoC | §.2.1.3 POC_CP-SJR-C-019-O
Function) about achieved | 5 g
Local QoE profile when it
is not able to achieve the
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negotiated Local QoE

using Pre-established
Session respecting QoE
Profiles

PoCV2.0

profile
PoCV2.0

POC_CP-QOE-C-002-O Inviting PoC Client - 6.1.3.1 POC_CP-SJR-C-006-M OR
Generating PoC Session | 6.1.3.2 POC_CP-SJR-C-019-O
establishment requests 6.1.3.3 -
respecting QoE profiles.
PoCV2.0

POC_CP-QOE-C-003-M PoC Client is provisioned | B.1, B.3
via DM with the authorized
QOE profiles and the
associated QoS parametefs.
PoCV2.0

POC_CP-QOE-C-004-O Invited PoC Client — 6.2.1.1a POC_CP-SJR-C-027-O OR
Generating Session 6.2.1.2 POC_CP-SJR-C-028-O
establishment responses | ¢ 5 1 3
respecting QoE Profiles.

A.8.2 PoC Server
Item Function Reference Requirement

POC_CP-QOE -S-001-0O Participating PoC Function 7.3.1.2 POC_CP-SJR-S-006-O
— processing requests e.3.2
initiated by served user: | ¢ g
Respond to Pre-establishg d5 81
Session initiation requests| ~
respecting QoE Profiles
PoCV2.0

POC_CP-QOE -S-002-O Participating PoC Function 7.3.1.3 POC_CP-SJR-S-006-O
— processing requests E.3.2 AND POC_CP-SJR-S-009-
initiated by served user: | ¢ g 0]
Pre-established Session 581
modification request to "
change media capabilities
while not in a PoC Sessio
respecting QoE Profiles
PoCV2.0

POC_CP-QOE -S-003-M Participating PoC Function 7.3.1.4
— processing requests E.3.2
initiated by served user: | ¢ g
PoC Session initiation 581
using On-demand Session =~
respecting QoE Profiles
PoCV2.0

POC_CP-QOE -S-004-O Participating PoC Function 7.3.1.5 POC_CP-SJR-S-006-O
— processing requests E.3.2
initiated by served user: | ¢ g
PoC Session initiation 581
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POC_CP-QOE -S-005-M Participating PoC Function 7.3.1.6 POC_CP-SRF-S-003-O
— processing requests E.3.2
initiated by served user: | ¢ g
PoC Session modification 581
request during an ongoing| ~ "
PoC Session respecting
QOE Profiles
PoCV2.0
POC_CP-QOE -S-006-0O Participating PoC Function 7.3.1.7
— processing requests E.3.2
initiated by served user: | ¢ g
SIP SUBSCRIBE requests 581
respecting the use of e
Resource-Priority header.
PoCV2.0
POC_CP-QOE -S-007-O Participating PoC Function 7.3.1.10.1 POC_CP-SJR-S-0941-M
— processing requests 7.3.1.10.2 OR POC_CP-SJR-S-042-O
initiated by served user: | 7 31 1093 OR
SIP session release E32 POC_CP-SJR-S-043-0
respecting the use of g
Resource-Priority header. 5.8
PoCV2.0 581
POC_CP-QOE -S-008-O Participating PoC Function 7.3.1.12.2 POC_CP-SRF-S-042-O
— processing requests 7.3.1.12.3 AND POC_CP-SRF-S-043-
initiated by served user: E.3.2, O OR POC_CP-SRF-S-044
Simultaneous PoC Session% 8 0]
control procedures "
respecting the use of 5.8.1
Resource-Priority header.
PoCV2.0
POC_CP-QOE -S-009-O Participating PoC Function 7.3.1.14
— processing requests E.3.2,
initiated by served user: | ¢ g
PoC Service Setting 581
procedure (processing SIR ~
PUBLISH requests)
respecting the use of
Resource-Priority header.
PoCV2.0
POC_CP-QOE -S-010-O Participating PoC Function 7.3.2.6.1 POC_CP-SJR-S-045-M OR
— processing requests 7.3.26.2 POC_CP-SJR-S-046-O OR
terminated by served use ‘E3.2, POC_CP-SJR-S-047-M
SIP BYE request 58
respecting the use of '
Resource-Priority header. 5.8.1
PoCV2.0
POC_CP-QOE -S-011-M Requests terminated by the7.2.1.2 POC_CP-SJR-5-038-M OR
Controlling PoC Function:| 7.2.1.3.1 POC_CP-SJR-S-039-O OR
Session setup based on | g 3 POC_CP-SJR-5-040-0
QOE Profiles 58 -
PoCV2.0 5'8 1
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POC_CP-QOE -S-012-M

Requests terminated by th
Controlling PoC Function:
Adding Participants to Po(
Session request respectin
QOE Profiles

PoCV2.0

e7.2.1.8
E.3.2
5.8
75.8.1

POC_CP-SRF-S-011-M

POC_CP-QOE -S-013-O

Requests terminated by th
Controlling PoC Function:
Leaving PoC Session
request using SIP BYE
respecting use of Resourc
Priority header

PoCV2.0

e7.2.1.9.1
7.2.1.9.2
7.2.1.9.3
LE3.2
5.8
5.8.1

POC_CP-SJR-5-049-O OR
POC_CP-SJR-5-050-O

POC_CP-QOE -5-014-O

Requests terminated by th
Controlling PoC Function:
PoC Session Participant
Information requests
respecting use of Resourc
Priority header

PoCV2.0

e7.2.1.11
7.2.1.111
7.2.1.11.2
E.3.2

e_
5.8
5.8.1

POC_CP-QOE -5-015-O

Priority and pre-emption:
prioritizing of signalling
based on QoE Profile use
PoCV2.0

5.8.2
58.1

POC_CP-QOE -S-016-M

Requests terminated by th
Controlling PoC Function:
Re-joining a PoC Session
respecting QoE Profiles
PoCV2.0

e7.2.1.4
5.8
58.1

POC_CP-SJR-5-033-M

POC_CP-QOE -S-017-M

Requests terminated by th
Controlling PoC Function:
joining a Chat PoC Group
Session requests respecti
QOE Profiles

PoCV2.0

e7.2.1.5
E.3.2

5.8
'$ 8.1

POC_CP-SJR-S-035-M

A.9 Full-Duplex Follow On Call (FDC)

A.9.1 PoC Client

Item

Function

Reference

Requirement

POC_CP-FDC-C-001-O

Register with FDCFO
feature tag

PoCV2.0

6.1.1.1

POC_CP-REG-C-002-O
OR
POC_CP-REG-C-003-O

POC_CP-FDC-C-002-O

PoC Session initiation with 6.1.3.1

FDCFO feature tag

6.2.1.1

PoCV2.0

POC_CP-FDC-C-001-O
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POC_CP-FDC-C-003-0 PoC Client sending an 6.1.17 POC_CP-FDC-C-002-O
FDCFO SIP MESSAGE
PoCV2.0
POC_CP-FDC-C-004-O PoC Client receiving a 6.2.9 POC_CP-FDC-C-002-O
FDCFO SIP MESSAGE
PoCV2.0
POC_CP-FDC-C-005-0 PoC Client receiving an| 6.2.9 POC_CP-FDC-C-004-O
FDCFO SIP MESSAGE:
rejecting the FDCFO
request.
POC_CP-FDC-C-006-0O PoC Client receiving an| 6.2.9 POC_CP-FDC-C-004-O
FDCFO SIP MESSAGE:
accepting the FDCFO
request.
POC_CP-FDC-C-007-O Release PoC Session wher2.9 POC_CP-FDC-C-003-O
FDCFO accepted 6.1.17 OR
PoCV2.0 POC_CP-FDC-C-006-O
A.9.2 PoC Server
Item Function Reference Requirement
POC_CP-FDC-S-001-O Controlling PoC Server:| 7.2.1.25
FDCFO request procedure 7.2.2.8
PoCV2.0
POC_CP-FDC-S-002-O Controlling PoC Server:| 7.2.1.11.2 POC_CP-FDC-S-001-O
Providing the information
of FDCFO support at the
participating PoC Clients
PoCV2.0
POC_CP-FDC-S-003-O Participating PoC Function 7.3.1.4
— processing FDCFO E.3.2
requests initiated by servedg g
user: PoC Session 5.8 1
initiation or re-join using e
On-demand Session
PoCV2.0
POC_CP-FDC-S-004-O Participating PoC Function 7.3.1.5 POC_CP-SJR-S-011-O
— processing FDCFO E.3.2
requests initiated by servedg g
user: PoC Session 5.8 1
initiation using Pre- "
established Session
PoCV2.0
POC_CP-FDC-S-005-O Participating PoC Server:| 7.3.1.17
FDCFO request procedure 7.3.2.9
PoCV2.0
POC_CP-FDC-S-006-O Participating PoC Server:| 7.3.2.2.1

PoC Session initiation
procedures

Automatic Answer Mode,
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On-demand Session
PoCV2.0

POC_CP-FDC-S-007-O

Participating PoC Server:
PoC Session initiation
procedures

Automatic Answer Mode,
Pre-established Session

PoCV2.0

7.3.2.2.2

POC_CP-FDC-S-008-O

Participating PoC Server:
PoC Session initiation
procedures

Manual-AnswerMode, On
demand Session

PoCV2.0

7.3.2.2.3

POC_CP-FDC-S-009-O

Participating PoC Server:
Po