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1. Scope (Informative)

The scope of the Push to talk over Cellular (Po@)1Varchitecture document is to define the architecfor the PoC
Enabler V2.1. This architecture is backward conipativith the [OMA PoC V1.0 AD] and [OMA PoC V2.0 ADThe
architecture is based on the requirements listedhfe system in the PoC requirements document [CROE V1.0 RD],
[OMA PoC V2.0 RD] and [OMA PoC V2.1 RD].

The architecture of the SIP/IP Core and the undweglsiccess network for PoC is out of scope ofdbisument. When SIP/IP
Core corresponds to the IMS, the architecture &ed3GPP enablers for OMA PoC services are desciib§8GPP TR
23.979] and the 3GPP2 enablers for OMA PoC sendoeslescribed in [3GPP2 S.R0100-0].

System concepts and high-level procedures areideddn [OMA PoC V2.1 SD].

[0 2009 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
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URL: http://www.ietf.org/rfc/rfc2119.txt
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URL: http://www.ietf.org/rfc/rfc3265.txt
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[RFC4825]

[RFC4975]

IETF RFC 4412: "Communications Resource Prioritytfe Session Initiation Protocol (SIP)", H.
Schulzrinne, J. Polk, February 2006.
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2.2 Informative References
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URL: http://www.3gpp2.org/
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3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHAL", “SHALL NOT”, “SHOULD”, “SHOULD NOT",
“RECOMMENDED”, “MAY”, and “OPTIONAL" in this documet are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” anttdbiuction”, are normative, unless they are exiiéghdicated to be
informative.

3.2 Definitions

For the purposes of the PoC specifications, thegemd definitions given in [OMA-DICT], [OMA Presem V2.0 AD],
[OMA XDM V2.1 AD] and the following terms and deftions apply.

1-1 PoC Session A feature enabling a PoC User to establish a PaSi@ewith another PoC User.

1-many PoC Group A PoC Session with many Participants and in whitRarticipants can communicate with each other.

Session

1-many-1 PoC Group A PoC Session established by a PoC User to a Paagisd PoC Group, in which one Participant is a

Session Distinguished Participant and other Participanés@rdinary Participants.

Access Control PoC User specified rules that define the interastioith other PoC Users, e.g. rules restrictingofoC
Users that may try to establish PoC Session t®¢t User.

Ad-hoc PoC Group A PoC Group Session established by a PoC User@oUers listed on the invitation. The list includes

Session PoC Users or PoC Groups or both.

Advanced Revocation An alert to the PoC User that the Media transmittivill end within the time specified by the Alert

Alert Margin.

Alert Margin The amount of time between the moment when the Acké Revocation Alert is notifies the PoC User

and the moment when the granted Media Burst foPthe User is to be revoked.
Answer Mode A PoC Client mode of operation for the terminatitgC Session invitation handling.
Answer Mode Indication A PoC Service Setting indicating the current Ansiede of the PoC Client.
Audio General communication of sound with the exceptioRaC Speech.

Chat PoC Group A persistent PoC Group in which a PoC User indigitjujoins to have a PoC Session with other joined
PoC Users, i.e., the establishment of a PoC Sess@iChat PoC Group does not result in other PoC
Users being invited.

NOTE: A Chat PoC Group is a persistent PoC Grouere/the <invite-members> element is set
to "false" as specified in the [OMA PoC V2.1 Docurigmt] "PoC Group".

Chat PoC Group Session A PoC Session established to a Chat PoC Group.

Contact List A list available to the PoC User that containsRio€ Addresses and/or PoC Group Identities.

Continuous Media Media with an inherent notion of time (e.g., Po@&gh, Audio, and Video).

Control Plane The specification of the signalling between PoG@lliand PoC Server, between PoC Box and PoC Server
and between PoC Servers for the Push to talk ogltul@r (PoC) service.

Controlling PoC A function implemented in a PoC Server, providiegtralized PoC Session handling, which includes

Function Media distribution, Talk Burst Control, Media BufSontrol, policy enforcement for participation hret
PoC Group Sessions, and the Participant Information

Crisis Event An unplanned event having potentially significampiact on the safety or well-being of the community
(local, regional or national). Examples of a Crsignt include natural or man-made disasters.

Crisis PoC Session A PoC Session using PoC Session Control for Csisdling.

Deferred Messaging Messaging where messages are stored in a repofitdater delivery.
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Discrete Media

Dispatch PoC Group

Dispatch PoC Session

Distinguished
Participant

Dynamic PoC Group

External Media Content
Server

External Media Content
Server Retrieval

External Media Content
Server Retrieval
Function

External P2T Networks

Full Duplex Call Follow-
on Proceed

Group
Group Advertisement

Home PoC Network

Home PoC Server

Incoming Condition
Based PoC Session
Barring

Incoming Instant
Personal Alert Barring

Incoming Media Content
Barring

Incoming Media Stream
Barring

Incoming PoC Session
Barring

Instant Personal Alert

Law Enforcement
Agency

Law Enforcement
Monitoring Facility

Lawful Interception

Media that itself does not contain an elementrokt{e.g. images, text).

A Pre-arranged PoC Group in which one member ig@ad the role of PoC Dispatcher and the other
member(s) are assigned the role of PoC Fleet Mesnber

The PoC Session of a Dispatch PoC Group, or a sub#ee Dispatch PoC Group, in which the 1-many-1
communication method is used.

A Participant in a 1-many-1 Session that sends Mtalall Ordinary Participants, and that receivesi
from any Ordinary Participant.

NOTE: The <is-key-participant> is set to "true"specified in [OMA PoC V2.1 Document Mgmt]
to indicate who is the Distinguished Participant.

A Pre-arranged, restricted Chat or Ad-hoc PoC Grehpse Participants are restricted based on the
evaluation of a set of rules.

A non PoC Entity that conveys media content toi€ipetnts of a PoC Session.

A PoC feature enabling PoC User to request theSa€ice Infrastructure to convey media content from
an External Media Content Server to Participants B6C Session.

A functional Entity which supports conveying Medliam External Media Content Server to Participants
of a PoC Session.

Private or public circuit switched or packet swigdmetwork that provide push-to-talk services sintib
PoC services.

A feature which allows PoC Session Participanetuest the other PoC Session Participants to set up
another independent full duplex voice call (eithaircuit switched voice call or voice-over-IP call
subject to Service Provider Policy and configuratid he full duplex voice call set up is out of $mpe
of this specification.

A predefined set of Users together with its polcaad attributes. A Group is identified by a SIPIUR
A feature that provides the capability to inforrhet PoC Users of the existence of a PoC Group.

A network comprising of a Home PoC Server and $bre operated by the PoC User's PoC service
provider. The Home PoC Network is the same asittirae Network defined in 3GPP/3GPP2 IMS
specifications.

The PoC Server of the PoC Service Provider thatiges PoC service to the PoC User.

A feature to block a particular incoming PoC Sessaxuest based on conditions defined for incoming
PoC Sessions.

A PoC Service Setting for the PoC Client that iatiés the PoC User's desire for the PoC servickoti b
all incoming Instant Personal Alerts.

A feature to block particular Media Type(s) of nedontent included in incoming PoC Session and
Group Advertisement requests.

A feature to block particular Media Type(s) of nedireams in incoming PoC Session requests and
during ongoing PoC Sessions at terminating Potn€lie

A PoC Service Setting for the PoC Client that iatls the PoC User's desire for the PoC servicltd b
all incoming PoC Session requests.

A feature in which a PoC User sends a SIP bas¢ahinsiessage to a PoC User requesting a 1-1 PoC
Session.

An organization authorized by a lawful authorizatlmased on a national law to request interception
measures and to receive the results of telecommtions interceptions.

A law enforcement facility designated as the traission destination for the results of a Lawful
Interception.

The legal authorization, process, and associatdohieal capabilities and activities of Law Enforaarh
Agencies related to the timely interception of sitjng and content of wire, oral, or electrol
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Limited Participant
Information

Limited Segment Media
Buffer

Local Granted Mode

Location Service

Manual Answer Mode

Media

Media Burst

Media Burst Control

Media Burst Control
Protocol

Media Burst Control
Schemes

Media Filtering

Media Streaming
Control

Media Time
Compression

Media Type

Media-floor Control

Messaging Interworking
Function

Moderated PoC Group

Moderated PoC Session

Moderated PoC Session
Media Burst Control

Moderator

Multicast Access
Network

communications.

A subset of Participant Information.

A PoC Client buffer that contains a small initiabsnent of the total buffered Media that can be
transmitted to the PoC Server before the called €léht answers in order to minimise the delay tue
the Media transmit delay latency.

A permission for a PoC User to start sending Mediiar to receiving the MBCP Media Burst Grant
message.

A non PoC service with location capability, i.epahble of providing location information for a dewjc
e.g. for a mobile terminal.

A mode of operation in which the PoC Client regsiittte PoC User to manually accept the PoC Session
invitation before the PoC Session is established.

Forms of information that are exchanged betweetidfzants. Media may come in different forms, which
are referred to as Media Types.

Flow of Media from a PoC Client that has the pesinis to send Media to the receiving PoC Client(s).

Media Burst Control is a control mechanism thaiteates requests from the PoC Clients, for thetrigh
send Media and Multimedia.

Media Burst Control Protocol is a protocol for meriing Media Burst Control, and is defined in [OMA
PoC V2.1 UP].

Way of using Media Burst Control according to pifatd rules and procedures.

A procedure of the PoC Server performing the Pgating PoC Function in order to determine the Medi
Burst retrieval priority in case of SimultaneousoP9essions.

A feature allowing a PoC functional Entity to catstreaming of Media of a controlled Media Stream
sent by a different PoC functional Entity.

A PoC Client operation on Media data to be transmjtwhich compresses the Media in time such that
the compressed Media data will be played out incater time duration than the original uncompressed
Media data.

Media Types share a characteristic of human pdareptiedia Types are either realtime or non-reatim
like:

e PoC Speech

e Audio (e.g. music)

* Video

» Discrete Media (e.qg. stillimage, formatted and-fammatted text, file)
The mechanism to control separate Media streams.

A function which supports converting stored PoCs&esControl Data and PoC Session Data to CPM
Enabler compliant messaging.

A PoC Group where an authorized Participant ofRb€ Session acts as the Moderator of the PoC
Session who has an ability to control the MediasB@ontrol Entity of the PoC Session.

A PoC Session established using a Moderated PoGpGvbere an authorized Participant of the PoC
Session acts as the Moderator of the PoC Sessiorhagan ability to control the Media Burst Control
Entity of the PoC Session.

The mechanism to support a Moderator controllifdoalerated PoC Session.

An authorized Participant of a Moderated PoC Sessiwo has an ability to control the Media Burst
Control Entity of the PoC Session.

An access network providing multicast/broadcaseasdo a PoC Client, e.g. MBMS, BCMCS, DVB-H,
DVB-T, etc.
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Multicast PoC
Multicast PoC Channel

Multimedia

National Security

NW PoC Box

Offline Charging Entity
Online Charging Entity
Ordinary Participant
Outgoing Condition

Based PoC Session
Barring

P2T Address

P2T User
Participant
Participant Information

Participating PoC
Function

PoC Address

PoC Box

PoC Client

PoC Crisis Event
Handling Entity

PoC Dispatcher

PoC Fleet Member

PoC Group

A feature that provides the capability to use noakit/broadcast access technology in PoC Sessions.

A bearer to transport Media using the underlyindtMast Access Networks capability to distribute
Media on a multicast/broadcast bearer, e.g. MBM&i$igd by 3GPP.

Multimedia is the simultaneous existence of muttibledia Types like
» audiovisual
* video plus subtitles
Multimedia from a single source that involves réale Media Types are assumed to be synchronized.

National security refers to the requirement to rreaimthe survival of the nation-state through tke aof
economic, military and political power and the of diplomacy.

A PoC functional Entity in the PoC Network wheredP8ession Data and PoC Session Control Data can
be stored.

Network Entity that performs Offline Charging, assdribed in [OMA-DICT].
Network Entity that performs Online Charging, asa@ed in [OMA-DICT].

A Participant in a 1-many-1 PoC Group Sessionithahly able to send and receive Media to and from
the Distinguished Participant.

A feature to block a particular outgoing PoC Sessarjuest based on conditions defined for outgoing
PoC Sessions.

A P2T Address identifying a P2T User. The P2T Addrean be used by PoC Users to communicate with
P2T Users. The P2T Address used in a PoC Netwarkspio the PoC Interworking Agent of the P2T
User in the PoC Interworking service.

A P2T User is a user of the P2T service providedi¥xternal P2T Network.
A Participant is a PoC User in a PoC Session.
Information about the PoC Session and its Partitgpa

A function implemented in a PoC Server, which pdeg PoC Session handling, which includes policy
enforcement for incoming PoC Sessions and relalfsBiarst Control and Media Burst Control messages
between the PoC Client and the PoC Server perfgrthia Controlling PoC Function. The Participating
PoC Function may also relay RTP Media between ti@ @lient and the PoC Server performing the
Controlling PoC Function.

An address identifying a PoC User. The PoC Addtassbe used by one PoC User to request
communication with other PoC Users. If SIP/IP Gsrthe 3GPP/3GPP2 IMS the PoC Address is a public
user identity.

A PoC functional Entity where PoC Session DataRa@ Session Control Data can be stored. It can be a
NW PoC Box or a UE PoC Box.

A functional Entity that resides on the User Equépitthat supports the PoC service.

A functional Entity in the PoC Network authoriziRgC Users to initiate or join Crisis PoC Sessidine
PoC Crisis Event Handling Entity enforces the Iquallcy for National Security, Public Safety and
Private Safety applications within a country oua-glivision of a country.

NOTE: The PoC Crisis Event Handling Entity compleisehe emergency service.

The Participant in a Dispatch PoC Session thatsbtatlia to all PoC Fleet Members and that receives
Media from any PoC Fleet Member.

NOTE: The PoC Dispatcher is an enhancement todkelPDistinguished Participant.

A Participant in a Dispatch PoC Session that iy able to send Media to the PoC Dispatcher, and tha
likewise is only able to receive Media from the PBiSpatcher.

NOTE: PoC Fleet Member is the same as Ordinarydizant in PoC 1.

A Group supporting the PoC service. PoC User us€&®oups e.g. to establish PoC Group Sessions.
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PoC Group Identity

PoC Group Session

PoC Interworking Agent

PoC Interworking
Function

PoC Interworking
Service

PoC Media Traffic
Optimisation

PoC Remote Access

PoC Remote Access User

PoC Server

PoC Service Setting

PoC Session

PoC Session Control
Data

PoC Session Control for
Crisis Handling

PoC Session Data

PoC Speech
PoC Subscriber

PoC User

Pre-arranged PoC
Group

Pre-arranged PoC
Group Ildentity

Pre-arranged PoC

A SIP URI identifying a Pre-arranged PoC Group @tet PoC Group. A PoC Group Identity is used by
the PoC Client e.g. to establish PoC Group Sessiotie Pre-arranged PoC Groups and Chat PoC
Groups.

A Pre-arranged PoC Group Session, Ad-hoc PoC Gsaggion or Chat PoC Group Session.

Abstract Entity implemented in the PoC InterworkFgnction, acting as a PoC Client on behalf of @ Po
Remote Access User or a P2T User.

Part of the PoC Interworking Service, it providesiersion between PoC Network based SIP signaling,
Talk Burst Control and Media Burst Control Protoaid Media packet transport, and External P2T
Network based session signaling, floor control, Efedlia transport protocol.

A means to extend the PoC User experience bey@n@tA defined PoC service and PoC Network
boundaries, accomplished by interworking with otheworks and systems, while not PoC compliant,
being able to provide a reasonably comparable d¢étgamvolving simplex Media based conferencing.

A mechanism for reducing PoC Media traffic via B@C-4 Reference Point.

A method of providing a compliant PoC User access $1P/IP Core and PoC Network via an potentially
non-SIP/IP based network

A user of the PoC service accessing the serviengaetly via a non IMS enabled SIP/IP based network
not necessarily using a PoC Client (e.g. a PoC,Ws#r a valid subscription, accessing PoC serwicas
a PSTN terminal).

A network element, which implements the 3GPP/3GRIPR application level network functionality for
the PoC service. A PoC Server can perform theabtee Controlling PoC Function or ParticipatingdPo
Function, or both at the same time.

A set of parameters indicating the capability & BoC Client and the willingness of the PoC User to
support related PoC Client and PoC Server funciiiies e.g. Answer Mode Indication, Incoming PoC
Session Barring, Incoming Instant Personal AlertriBg and Simultaneous PoC Sessions Support.

A PoC Session is a SIP Session established byrticegures of this specification. This specification
supports the following types of PoC Sessions: bQ Bession, Ad-hoc PoC Group Session, Pre-arranged
PoC Group Session, or Chat PoC Group Session.

Information about PoC Session Data e.g. time atel ®C Session initiator.

A service providing the means to enforce high ehquigprity in the PoC Network to serve a PoC Seassio
for end user groups with more mission critical liegments in applications such as Public Safetya®ei
Safety and National Security.

Media Bursts and Media Burst Control informatiorkeanged during a PoC Session e.g. Video frames, an
image or Talk Burst.

Communication of speech as defined by PoC version 1

Is one whose service subscription includes the &a@ce. A PoC Subscriber can be the same persan as
PoC User.

NOTE: In [PoC RD V1.0] the term "PoC Subscribersinetimes used to mean the same as term
"PoC User" in [OMA PoC AD], [OMA PoC CP] and [OMAcE UP].

A User of the PoC service. A PoC User can be theegzerson as a PoC Subscriber. A PoC User uses the
PoC features through the User Equipment.

A persistent PoC Group. The establishment of a 8egsion to a Pre-arranged PoC Group results in the
members being invited.

NOTE: A Pre-arranged PoC Group is a persistent ®aiip, where the <invite-members>
element is set to "true" as specified in the [OM#CP/2.1 Document Mgmt]"PoC
Group".

PoC Group Identity of a Pre-arranged PoC Group.

A PoC Session established by a PoC User to a Pargead PoC Group.
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Group Session

Pre-established Session

Primary PoC Session
Private Safety

Public Safety

Push To Talk Service

(P2T)
QoE Profile

Remote PoC Network

Request with Media
Content

RTP Media

Secondary PoC Session

Sender |dentification

Service Provider Policy

Simultaneous Media
Streams

Simultaneous PoC
Session

SIP Session

SIP URI

Still-alive

Talk Burst

Talk Burst Control

Talk Burst Control
Protocol

The Pre-established Session is a SIP Sessionish@bbetween the PoC Client and the Home PoC
Server containing at least one Media Stream boomdMedia-floor Control Entity. The PoC Client
establishes the Pre-established Session prior klnmeequests for PoC Sessions to other PoC USers.
establish a PoC Session based on a SIP requestifeoRoC User, the PoC Server conferences other PoC
Servers/Users to the Pre-established Sessionteccesate an end-to-end connection.

A PoC Session that the PoC User selects in preferenother PoC Sessions. When the PoC User has
Simultaneous PoC Sessions, the Primary PoC Sdsasoa priority over Secondary PoC Sessions.

A private service providing security services ainaég@rotecting homes, workplaces and society instyd
mobile patrols, access control, fire preventiooepgionist, monitoring and call-out services.

A public service that focuses primarily on law exfament, fire fighting, emergency medical, and stisa
recovery services for the citizens of a pre-defipetitical sub-division of a country.

Non OMA PoC "walkie-talkie" service.

Set of parameters that establish, from a high lpggit of view, the end PoC User experience invami
PoC Session. The QoE Profile is part of the PoG’'8lsebscription and can also be specified for PoC
Groups. Each QoE Profile is associated with ceraies for underlying resource usage and potential
prioritization procedures.

Other PoC Network or inter working function to extal P2T Network.

An invitation to a PoC Session or a Group Advertisat that includes embedded media e.g. Included
Media Content, Referenced Media Content or Textt&un

Considered as an association that allows exchang&® Media streams and RTCP messages among a
set of PoC functional Entities.

A PoC Session for which the PoC User receives Metlien there is no Media present on the Primary
PoC Session.

The procedure by which the identity of the curfdedia sender is determined and made known to
receivers on the PoC Session.

Service Provider Policy refers to the overall pplionditions actually selected by a service prayg)dor
commercial implementation of a PoC service. SerfAmvider Policy is established based on commiercia
considerations, which may concern, e.g. supporisupport of certain network or client capabilitars
service features within a network. Service Pravii@licy is applicable only to the network or sufitsers
over which the service provider has control.

A feature that provides the capability to rendgretber multiple Media Streams of the same MediaeTyp
in a PoC Clientin a PoC Session.

Functionality, where Home PoC Server discards Méatikeeping conversation uninterrupted, in case a
PoC User is a Participant in more than one PoCi@essnultaneously using the same PoC Client.

A SIP dialog. From [RFC3261], a SIP dialog is defiras follows: A dialog is a peer-to-peer SIP
relationship between two UAs that persists for stime. A dialog is established by SIP message$) suc
as a 2xx response to an INVITE request. A dialddestified by a call identifier, local tag, andemote
tag. A dialog was formerly known as a call legRFC2543].

From RFC 3261: "A SIP or SIPS URI identifies a commications resource” and "follows the guidelines
in RFC 2396 [5]". PoC uses SIP URIs to identif{CRolients, PoC Servers, and PoC Sessions, resource
lists that point to URI lists, etc.

A feature enabling a PoC Client to indicate toRo€ Server that the PoC Client is still in the PoC
Session.

A flow of PoC Speech from a PoC Client having tkenpission to send PoC Speech as specified in [OMA
PoC V1.0 UP].

A control mechanism that arbitrates requests floentoC Clients for the right to send PoC Speech as
specified in [OMA PoC V1.0 UP].

A protocol for performing Talk Burst Control defihéin [OMA PoC V1.0 UP].
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Talker Identification A procedure by which the current talker's identgdetermined and made known to listeners on tiz Po
Session.
UE PoC Box A functional Entity co-located with the PoC Clientthe User Equipment where PoC Session Data and

User Equipment

User Plane

Video

PoC Session Control Data can be stored.
A hardware device that supports a PoC Client a.gireless phone.

The User Plane includes the Media and Media costgulaling (e.g., Talk Burst Control Protocol)
between the PoC Client and PoC Server, betweeRdfieBox and the PoC Server as well as between
PoC Servers.

Communication of live-streamed pictures without &uwgio component.

3.3 Abbreviations

For the purposes of the PoC specifications, thesafdtions given in [OMA-DICT] and the following akeviations apply:

BCMCS
CBUS
CDR
CPM
DM
EMCS
FLUTE

GPRS
HTTP

NAT
NW
OMA
P2T
PDN

Broadcast Multicast Service
Condition Based URIs Selection
Charging Data Record
Converged IP Messaging
Device Management

External Media Content Server

File Delivery over Unidirectional Transport
NOTE: The base File Delivery over Unidirectionaliisport is defined in [RFC3926]

General Packet Radio Service

Hypertext Transfer Protocol
NOTE: The base Hypertext Transfer Protocol israfiin [RFC2616].

Instant Messaging

IP Multimedia Subsystem

Internet Protocol

IMS Service Control Interface

IP Multimedia Services Identity Module
Lawful Interception

Media Burst Control Protocol
Multimedia Broadcast/Multicast Service
Multimedia Messaging Service

Message Session Relay Protocol
NOTE: The base Message Session Relay Protocofireedeén [RFC4975].

Network Address Translators
Network

Open Mobile Alliance

Push To Talk

Packet Data Network
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PoC
QoE
RRC
RTCP

RTP

RTSP

R-UIM
SIP

UE
UM
upP
URI
USIM
XCAP

XDM
XDMC
XDMS
XML

Push to talk over Cellular
Quality of Experience
Radio Resource Control, see [3GPP TS 25.331]

RTP Control Protocol
NOTE: The base RTP Control Protocol is definedRRC3550].

Real-time Transport Protocol
NOTE: The base Real-time Transport Protocol isnaefiin [RFC3550].

Real Time Streaming Protocol
NOTE: The Real Time Streaming Protocol is definrefRFC2326].

Removable User Identity Module

Session Initiation Protocol
NOTE: The base Session Initiation Protocol is defim [RFC3261].

User Equipment

User Identity Module

User Plane

Uniform Resource Identifier
User Services Identity Module

XML Configuration Access Protocol
NOTE: The base XML Configuration Access Protocalé$ined in [RFC4825]

XML Document Management
XDM Client
XDM Server

Extensible Mark-up Language
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4. Introduction (Informative)

Push to talk over Cellular (PoC) is intended tovite rapid communications for business and consuustomers of mobile
networks. PoC V2.1 will allow Audio (e.g. speechysict), Video (without Audio component), still imadext (formatted

and non-formatted) and file shared with a singtépient, (1-to-1) or between groups of recipiergsraa group chat session,
(1-to-many) such as in Figure'Example of a 1-many PoC Group Session (voice tresssom)' below.

Member B

Member C

Figure 1: Example of a 1-many PoC Group Session (o transmission)

Existing solutions that offer walkie-talkie likersees typically consist of mobile terminals witedicated talk buttons,
supported by networks that support the exchangégoilling messages to establish and maintain b fualksession,
report the presence of users, etc. Such implemensatise proprietary messaging protocol among #news Entities, such
as the mobile terminal and the network.

OMA-PoC seeks interoperability among the networtities to avoid market fragmentation, by realisthg PoC service in a
widely acceptable and standardised manner.

4.1a Version 1.0

The PoC version 1.0 Enabler comprises the basutifumality for providing Push to talk over Cellulservice. The PoC
version 1.0 architecture addresses the requirenoéiteC V1.0 Enabler Release in [OMA PoC V1.0 RD].

This subclause summarizes the architecture defmPdC version 1.0.

4.1a.1  Functional Entities

The PoC version 1.0 architecture defines the fathgviunctional Entities, as defined in [OMA PoC @JAD]:
o POC Client;
0 PoC Server, i.e. the Controlling PoC Function dralRarticipating PoC Function; and,

o PoC XDMS.
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4.1a.1.1 PoC Client

The PoC Client supports the following requiremeassgefined in [OMA PoC V1.0 RD]:
0 registration/de-registration to the PoC service;
0 Pre-established Session;

0 PoC Session initiation, participation and termio@atior 1-to-1 PoC Sessions, 1-to-many PoC Sessind®ne-to-
many-to-one PoC Sessions;

o multiple Group operation, i.e. Simultaneous PoGsbes;

o0 Talk Burst Control procedures and Talk Burst Cdrimtocol negotiation;

o Talk Burst Control Protocols;

o Instant Personal Alert;

0 PoC Service Settings;

o privacy for PoC User's PoC Address;

o Group Advertisement;

o PoC service provisioning;

0 store and access to Group and User Access Pofmymation in PoC XDMS; and,

0 access to Contact Lists in Shared XDMS.

4.1a.1.2 Controlling PoC Function
The Controlling PoC Function supports the followneguirements, as defined in [OMA PoC V1.0 RD]:
o authorization of PoC Client;

o0 PoC Session initiation, participation and termio@atior 1-to-1 PoC Sessions and 1-to-many PoC Sessiiod one-
to-many-to-one PoC Sessions;

o multiple Group operation, i.e. Simultaneous PoGsees control;
o Talk Burst Control procedures and Talk Burst Cdrffimtocol negotiation;
o Talk Burst Control Protocols;
o privacy for PoC User's PoC Address;
o Group Advertisement; and,
0 access to Group information in PoC XDMS.
4.1a.1.3 Participating PoC Function
The Participating PoC Function supports the follmywequirements, as defined in [OMA PoC V1.0 RD]:
o authorization of PoC Client;
0 Pre-established Session;

0 PoC Session initiation, participation and termiotior 1-to-1 PoC Sessions and 1-to-many PoC Sessitih PoC
Speech;
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o multiple Group operation, i.e. Simultaneous PoGkes;

0 PoC Service Settings;

o0 Instant Personal Alert Barring;

0 Incoming PoC Session Barring;

o Talk Burst Control procedures and Talk Burst Cdrffimtocol negotiation;

o Talk Burst Control Protocols;

o privacy for PoC User's PoC Address;

o Group Advertisement; and,

0 access to User Access Policy information in PoC XDidr the purpose of access control.
4.1a.14 PoC XDMS
The PoC XDMS supports the following requiremenssdefined in [OMA PoC V1.0 RD]:

o authorization of incoming requests;

o management of PoC Groups;

o management of User Access Policy; and,

0 access to Contact Lists in the Shared XDMS.

4.1a.2 Reference Points
The PoC version 1.0 architecture defines the fathgwReference Points, as defined in [OMA PoC V1MDJA
o POC-1, POC Client — SIP/IP Core;
o POC-2, SIP/IP Core — PoC Server;
0o POC-3, PoC Client — PoC Server ;
0 POC-4, PoC Server — Remote PoC Network;
o POC-5, PoC Server — Shared XDMS;
o POC-6, SIP/IP Core — PoC XDMS;
o POC-7, Aggregation Proxy — PoC XDMS;
o POC-8, PoC Server — PoC XDMS; and,

o IP-1, SIP/IP Core — Remote PoC Network.

4.1b Version 2.0

The PoC version 2.0 architecture extends [OMA PAO\AD] by adding functional Entities and Referemants, and by
modifying some existing PoC version 1.0 functioBatities. These additions and modifications addtiessequirements
identified as Enabler Release PoC V2.0 in [OMA R&0 RD].

This subclause summarises the architecture motiditaincluded in PoC version 2.0.
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4.1b.1  New Functional Entities

The new functional Entities added in PoC versidhée:
0 UE PoC Box; and,
o NW PoC Box.

The PoC version 2.0 architecture also definesdhewiing new external Entities which provide adalital PoC services:
o0 PoC Interworking Function; and,

o PoC Interworking Agent.

4.1b.2 Removed Functional Entities

The PoC version 1.0 POC XDMS Functional Entitygsmpved in PoC version 2.0. The Shared XDMSs, daatktfn XDM
2.0 [OMA XDM V2.1 AD], includes the functionalityrpvided by the PoC version 1.0 POC XDMS. The sgld®0C-5
Reference Point is also removed.

4.1b.3  New Reference Points
The Reference Points added in PoC version 2.tharfotlowing:
o POC-9, UE PoC Box — SIP/IP Core;
o POC-10, UE PoC Box — PoC Server,
o POC 11, NW PoC Box — SIP/IP Core;
o POC 12, NW PoC Box — PoC Server ;
0 POC 13, PoC Server - Shared List XDMSs;
o LI-1, Functional Entities — Law Enforcement Monitay Facility; and,

o PB-1, Aggregation Proxy — NW PoC Box.
4.1b.4  Modified Functional Entities

The functional Entities modified to include suppiat new PoC version 2.0 requirements are the PloghiCthe Controlling
PoC Function, and the Participating PoC Functiosuasmarized in the following subclauses:

4.1b.4.1 PoC Client
The PoC Client is modified to add support relatethe following requirements:
o0 use of QoE Profiles;
o PoC Session initiation including negotiation of Needther than PoC Speech;
0 Media Burst Control procedures and Media Burst @ibmrotocol negotiation;
0 Media Burst Control Protocols;
0 Media-floor Control procedures;
o PoC Box capability;
0 Request with Media Content;

0 PoC Remote Access;
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(o]

(o]

Full Duplex Call Follow-on Proceed;

generate and send Media Bursts containing othetidvtedn PoC Speech;
receive and decode Media Bursts containing Mediaradhan PoC Speech;
PoC Session modification for adding or removing Med a PoC Session;
PoC Dispatcher functionality;

invited parties identity information functionality;

Advanced Revocation Alert;

browser-based PoC Client invocation functionality;

multiple PoC Group Sessions with multiple PoC Gup

performance enhancements such as Media bufferipapildy negotiation, Limited Segment Media Buffaeload
capability, Media Time Compression of buffered Medind Local Granted Mode;

Media Burst Control Schemes;
operator specified warning message; and,

Discrete Media.

4.1b.4.2 Controlling PoC Function

The Controlling PoC Function is updated to add supgelated to the requirements listed below:

(o]

(o]

assignation and application of a QoE Profile fateRBoC Session;
centralized Media distribution;

centralized Media Burst Control functionality inding Sender Identification;
Media Burst Control Protocol and Media Burst CohBmtocol negotiation;
Media-floor Control procedures;

PoC Group Sessions with multiple Groups;

invited parties identity information functionality;

Discrete Media;

PoC Box handling;

prioritization and preemption of PoC Sessions atiogrto the QoE Profile associated to each PoCi@gss
Request with Media Content;

Full Duplex Call Follow-on Proceed,;

Dispatch PoC Sessions;

PoC interworking with External P2T Networks;

PoC Remote Access;

Advanced Revocation Alert;
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(o]

(o]

performance enhancements such as Media bufferipapildly negotiation, Limited Segment Media Buffaeload
capability, Media Time Compression of buffered Med?oC Media Traffic Optimisation and Local Grankédde;

Media Burst Control Schemes; and,

operator specified warning message.

4.1b.4.3 Participating PoC Function

The Participating PoC Function is updated to aqpstt related to the requirements listed below:

(o]

(0]

(o]

supports application of a QoE Profile for each F@ESsion;

supports Media Burst Control Protocol negotiation;

stores the current PoC Service Settings;

invited parties identity information functionality;

prioritization and preemption of PoC Sessions atiogrto the QoE Profile associated to each PoCi@ess
Request with Media Content;

PoC interworking with External P2T Networks;

PoC Remote Access;

Media Burst Control Protocol;

Media Filtering of the Media streams in the cas8iafiultaneous PoC Sessions;
PoC Media Traffic Optimisation;

PoC Box handling; and,

operator specified warning message.

4.1c Version 2.1

The PoC version 2.1 architecture extends [OMA P@I\AD] by adding functional Entities and Referemants, and by
modifying some existing PoC version 2.0 functioBatities. These additions and modifications addtiessequirements
identified as Enabler Release PoC V2.1 in [OMA R&CL RD].

This subclause summarises the architecture motiditaincluded in PoC version 2.1.

4.1c.1 New Functional Entities

The new functional Entities added in PoC versidnate:

(o]

(o]

PoC Crisis Event Handling Entity; and,

External Media Content Server Retrieval Function.

41c.? Removed Functional Entities

None.

41c.3 New Reference Points

The Reference Points added in PoC version 2.Ihartotiowing:
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0 POC-14, PoC Crisis Event Handling Entity - SIP/I®r&;

0 POC-15, PoC Crisis Event Handling Entity — PoC 8erv

o POC-16, PoC Server — access network;

0 POC-17, PoC Client — access network;

o POC-18. External Media Content Server Retrievalcdiion — PoC Server;

o POC-19, PoC Server — Search Proxy;

0o POC-20, External Media Content Server Retrievaldiion - SIP/IP Core;

o IP-2, External Media Content Server Retrieval Fiamct External Media Content Server;

o |IP-3, PoC Server - External Media Content Server.

4.1c4 Modified Functional Entities

The functional Entities modified to include suppiat new PoC version 2.1 requirements are the PloghiCthe Controlling
PoC Function, and the Participating PoC Functiosumsmarized in the following subclauses:

4.1c.4.1 PoC Client
The PoC Client is modified to add support relatethe following requirements:
0 Moderated PoC Sessions;
o Alert for unavailable PoC Users;
o Dynamic PoC Groups functionality;
0 PoC Session Control for Crisis Handling;
o Limited Participant Information;
o0 sharing of media content from External Media Confxrver;
0 Multicast PoC;
o performance enhancements objectives;
o multiple PoC Clients with the same PoC Address;
o expanding duration of Media Burst transmitting; and

o retrieve list of PoC Group Identities.

4.1c.4.2 Controlling PoC Function
The Controlling PoC Function is updated to add suipgelated to the requirements listed below:
0 Media Streaming Control;
0 Moderated PoC Groups;
o Dynamic PoC Groups functionality;
o0 PoC Session Control for Crisis Handling;

0 PoC Crisis Event handling;
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o Limited Participant Information;

o performance enhancements objectives;

o sharing of media content from External Media Contemtity;
o expanding duration of Media Burst transmitting; and

o search ongoing PoC Group Session.

4.1c.4.3 Participating PoC Function
The Participating PoC Function is updated to agpert related to the requirements listed below:
o Alert for unavailable PoC Users;
0 Media Streaming Control;
0 Multicast PoC;
0 Incoming Condition Based PoC Session Barring;
o Outgoing Condition Based PoC Session Barring;
o multiple PoC Clients with the same PoC Address;
0 Incoming Media Content Barring; and,

0 Incoming Media Stream Barring.

4.1 Void

This subclause is replaced by subclauses A/gesfon 1.0, 4.1b "Version 2.0 and 4.1c Version 2.1.

4.2 Security Considerations

The security mechanism provides the protectioméoRoC service environment. The following aspetteourity are
considered: SIP signalling security, User Planaisgg XDM security, and interworking function sety.

4.2.1  SIP signalling security

The PoC Client SHALL be authenticated prior to asoeg the PoC service. The PoC Server SHOULD nelthe security
mechanisms provided by the underlying SIP/IP Clmresecuring the service environments e.g. autbatitin of the service
usage. It is assumed that the access level se@ptpvided by the SIP/IP Core as defined in [RE& to support the
integrity and confidentiality protection of SIP sagjling. The SIP/IP Core needs to ensure duringstegion that the
registered PoC Address is allocated and authottsbd used by that PoC User in order to prevenfapg attacks as
identified in Appendix C. When the SIP/IP Core esponds with 3GPP/3GPP2 IMS, and the User Equipowetiains
USIM/ISIM or UIM/R-UIM, the mutual authenticationHRALL be applied as specified in [3GPP TS 33.203W3°2
S.R0086-0]. For further SIP signalling, the integgrotection mechanism SHALL be used as been fipddn [3GPP TS
33.203)/[3GPP2 S.R0086-0].

NOTE: [RFC3261] mandates the support for HTTP digeshentication [RFC2617], if authentication isfpemed.
4.2.2  User Plane security
The PoC service User Plane communication betweeR&IC Client and the PoC Server using a unicasehemd between

PoC Servers is protected with existing mechanisairsgodefined for radio access (3GPP GPRS or 3GERY Bnd with
secured connections between the network domains.
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The PoC service User Plane communication betwesRdIC Client and the PoC Server using a Multica& €hannel is
protected by mechanisms defined in [3GPP TS 33.246]

4.2.3 XDM security

The XDM security is specified in [OMA XDM V2.1 AD]|Security Consideratiotis

4.2.4  PoC Interworking Function security

The PoC network SHALL apply the same security messto the signalling received from non-PoC netwa it would to

the signalling received from PoC networks. Suba@ati.1 SIP signalling security 4.2.2 'User Plane securityand 4.2.3
"XDM security apply.
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5. Architecture

5.1a Architecture Model

The PoC architecture is an evolution of the archite described in [OMA PoC V2.0 AD].

The PoC functional Entities (PoC Client, PoC BoaCRCrisis Event Handling Entity, External Media @amt Server
Retrieval Function and PoC Server), that provideRbC service, use and interact with certain eatdgntities providing
services to the PoC service as shown in the Figtineteraction of PoC functional Entities with extehintities”’

1@

Charging

External Media

L XML Document Management Content Server

Presence

Condition Based URIs Selection

Multicast
Access Network

—
—

SIP/IP Core

NOTE 1: Interactions between external Entitiesraveshown in the figure.

NOTE 2: Architecture for PoC specific charging esdribed in [OMA PoC V2.1 SDICharging architecturé
Figure 2: Interaction of PoC functional Entities with external Entities.

The XML Document Management Enabler is describg®MA XDM V2.1 AD]. The XDM functional Entities wue=d by
this version of the PoC Enabler are the Aggregaf®imxy (as specified in subclause 6.228dregation Proxy), Search
Proxy (as specified in subclause 6.2.5&drch Proxy), Shared List XDMS (as specified in subclauseb2"Shared List
XML Document Management Server (XDMS$hared Group XDMS (as specified in subclauge262 'Shared Group XML
Document Management Server (XDNM2nd Shared Policy XDMS (as specified in subatafi®.2.3 Shared Policy XML
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Document Management Server (XDNM)SThe PoC Server interacts with any of the Sha¢Bi1 Servers over the POC-2,
XDM-2, and POC-13 Reference Points.

The Presence Enabler is described in [OMA Pres¥@d2 AD]. The Presence functional Entities areRnesence Server
(as specified in subclause 6.2Rrésence Serv8r, Presence Source (as specified in subclausg ‘f2PesenceSource™), and
Watcher (as specified in subclause 6.2M@&tchel). The PoC Server can assume the role of a Ptes®ource, and interacts
with the Presence Server over the POC-2 and PR&&éhce Points. The PoC service interactions Riidsence service
functionality are further specified in [OMA PoC \12SD] "Presencé

The Condition Based URIs Selection Enabler is diesdrin [OMA CBUS V1.0 AD]. The CBUS functional Hti¢s are the
CBUS Server (as specified in subclause 6.2Aantition Based URIs Selection Selyemd CBUS Client (as specified in
subclause 6.2.168Condition Based URIs Selection Cli&nfThe PoC Server can assume the role of CBUShCéied
interacts with the CBUS Server over the POC-2 aBUE-2 Reference Points.

The SIP/IP Core includes a number of SIP proxies&iP registrars. When SIP/IP Core is based o88#P/3GPP2 IMS,
the SIP/IP Core architecture is specified in [3AGRP23.228] or [3GPP2 X.S0013.2].

The Multicast Access Network contains the technpl@gjuired to broadcast Continuous Media and Diedvedia in a PoC
Session. The Multicast Access Network used foMi#ticast PoC Channel can be based on a techndliffgyent than the
access network used for PoC Sessions without MsitieoC Channel. When the Multicast Access Netigbased on the
3GPP MBMS/3GPP2 BCMCS the Multicast Access Netvardhitecture is specified in [3GPP TS 23.246] @3 F¥2
A.S0019-A_v1.0].

The EMCS is a non PoC Entity that contains discpeteontinuous media that the PoC Server may fetchdistribute over a
PoC Session to PoC Clients.

Discovery/Registry, Authentication/Authorizationda8ecurity are provided in cooperation with SIRU&re. Registry
functionality is described in [OMA PoC V2.1 SCRE&gistration.

NOTE: Discovery is SIP/IP Core specific and ousobpe of this specification.

The Authentication/Authorization is described ie $ubclause 4.2Security ConsideratioisSecurity is described in the
subclause 4.2Security Consideratiofis

Charging functionality is described in [OMA PoC ¥25D] "Chargingd'.
Provisioning functionality is described in [OMA Pa@.1 SD] 'PoC service provisionirig

Figure 3 'PoC architecture describes the functional Entities and ReferermiatB that are involved in the support of the PoC
service.
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NOTE 1: Shared XDMSs is a logical entity to mapimShared XDM Servers together for simplificatias specified
in [OMA XDM V2.1 AD].

NOTE 2: There are other Reference Points desciibelhuse 7 Description of the reference poihis addition to those
shown in the figure.

Figure 3: PoC architecture

5.1 Dependencies

Certain protocol(s) is/are used for each Refer@&uipt in PoC 2.1 architecture and protocols for séeference Points are
described in other Enablers as shown in the TabReference Points and associated protdtols

ReferencePoint Usage Protocol
POC-1 PoC Client to SIP/IP Core Session signalling SIP
POC-2 SIP/IP Core to PoC Server Session signallingSIP
POC-3 Media, Talk Burst Control and Media Burst | RTP

Control between PoC Server and PoC Client rTCP
using a unicast bearer or a multicast bearer.| pisrp

RTSP

FLUTE

The Continuous Media transport utilizes RTP protoc
Talk Burst Control Protocol and Media Burst Control
Protocol utilize RTCP APP message protocol. The
Discrete Media transport utilizes the MSRP protal
defined in [OMA IM AD] for delivery over a unicast
bearer or the FLUTE protocol for delivery over a
multicast bearer. The Media Streaming Control ze#i
RTSP protocol. HTTP is used for file repair of Dete
Media deliverred over the multicast bearer.

1=

POC-4 Media, Talk Burst Control and Media Burst | RTP
Control between networks RTCP
MSRP
RTSP

The Continuous Media transport utilizes RTP protoc
Talk Burst Control Protocol and Media Burst Control
Protocol utilize RTCP APP message protocol. The
Discrete Media transport utilizes the MSRP protal
defined in [OMA IM AD]. The Media Streaming
Control utilizes RTSP protocol.

1=

POC-9 UE PoC Box to SIP/IP Core SIP
POC-10 Media, Media Burst Control and Talk Burst | RTP

Control between PoC Server and UE PoC BORTCP

MSRP

The Continuous Media transport utilizes RTP protoc
Talk Burst Control Protocol and Media Burst Control
Protocol utilize RTCP APP message protocol.

The Discrete Media transport utilizes the MSRP
protocol as defined in [OMA IM AD].

POC-11 NW PoC Box to SIP/IP Core SIP
POC-12 Media, Media Burst Control and Talk Burst RT

A=
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ReferencePoint

Usage

Protocol

Control between PoC Server and NW PoC B

ORTCP

MSRP

The Continuous Media transport utilizes RTP protoc
Talk Burst Control Protocol and Media Burst Control
Protocol utilize RTCP APP message protocol. The
Discrete Media transport utilizes the MSRP protal
defined in [OMA IM AD].

A=

POC-13 PoC Server to Shared XDMSs (i.e., Sharetd |LICAP
XDMS, Shared Group XDMS and Shared
Policy XDMS)
POC-14 PoC Crisis Event Handling Entity to SIP/IP | SIP
Core
POC-15 Media, Talk Burst Control and Media Burst | RTP
Control between PoC Crisis Event Handling | RTCP
Entity and PoC Server MSRP
The media transport utilizes RTP protocol. Talk ®ur
Control protocol and Media Burst Control protocol
utilize RTCP APP message protocol.
The Discrete Media transport utilizes the MSRP
protocol as defined in [OMA IM AD].
POC-16 Signalling to start the multicast/broadcast | DIAMETER as specified in [3GPP TS 29.061] is used
service in the access network in the case of MBMS.
POC-17 Signalling to connect to the multicast/bizatl | RRC as specified in [3GPP TS 25.331] is used in the
service in the access network case of MBMS.
POC-18 Media, Talk Burst Control and Media Burst | RTP
Control between the External Media Content| RTCP
Server Retrieval Function and the PoC Server srp
RTSP
The Continuous Media transport utilizes RTP protocp
Talk Burst Control Protocol and Media Burst Control
Protocol utilizes RTCP APP message protocol. The
Discrete Media transport utilizes the MSRP protal
defined in [OMA IM AD]. The Media Streaming
Control utilizes RTSP protocol.
POC-19 Signalling for searching ongoing PoC SessiorXQuery, see [OMA XDM V2.1 AD]
POC-20 SIP/IP Core to External Media Content ServeSIP
Retrieval Function SIP session signalling
XDM-1 XDMC to SIP/IP Core See [OMA XDM V2.1 AD]
XDM-2 Shared Group XDMS to SIP/IP Core, Shared See [OMA XDM V2.1 AD]
List XDMS to SIP/IP Core and Shared Policy
XDMS to SIP/IP Core
XDM-3 XDMC to Aggregation Proxy See [OMA XDM V2 AD]
XDM-4 Aggregation Proxy to the Shared Group See [OMA XDM V2.1 AD]
XDMS, Aggregation Proxy to Shared List
XDMS, Aggregation Proxy to Shared Policy
XDMS
XDM-5 XDMC to Aggregation Proxy See [OMA XDM V2.13
XDM-6 Aggregation Proxy to Search Proxy See [OMAMIV2.1 AD]
PRS-1 Presence Source to SIP/IP Core See [OMARIes&.0 AD]
PRS-2 Watcher to SIP/IP Core See [OMA Presence XRJ0
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ReferencePoint Usage Protocol

PRS-3 SIP/IP Core to Presence Server See [OMA Rge3&2.0 AD]

PRS-5 Shared Group XDMS to Presence Server, | See [OMA Presence V2.0 AD]
Shared List XDMS to Presence Server and
Shared Policy XDMS to Presence Server

IP-1 Session signalling between networks SIP

IP-2 Media retrieval from EMCS to External MedigThe protocol used over this Reference Point isobut
Content Server Retrieval Function scope of PoC.

IP-3 Media retrieval from EMCS to PoC Server Thetpcol used over this Reference Point is out of

scope of PoC.

DM-1 DM Client to DM Server See [OMA-DM]

PB-1 Aggregation Proxy to the NW PoC Box XCAP

CBUS-1 CBUS Client to SIP/IP/Core See [OMA CBUS WAD]

CBUS-2 SIP/IP Core to CBUS Server See [OMA CBUSOVAD]

Table 1: Reference Points and associated protocols

NOTE: The Reference points POC-5, POC-6, POC-7R4D@-8 are not used in the PoC 2.1 architectureglaese 7
"Description of the reference poihts

The access network used by the PoC architectuledies nodes required to gain IP connectivity.
The PoC network SHALL utilize SIP/IP Core baseccapabilities from IMS as specified in 3GPP ([3GPP23.228]) and
3GPP2 ([3GPP2 X.S0013.2]).

5.2 Backward Compatibility

This subclause covers the general signaling priesifp achieve backward compatibility. The feapecific backward
compatibility is covered in the corresponding sabsks of [OMA PoC V2.1 SDEYystem Concefts

Backward compatibility means that one functionditgrcompliant with the later version of the PoCdbier Release is able
to use the functionalities of other functional Ees compliant with the earlier version of the PB@abler Release and offer
the functionality specified in the earlier versioithe PoC Enabler Release.

The PoC Server SHALL support the backward comgagilwith PoC Clients that are compliant with earliversions of a
PoC Enabler Release.

The PoC Client SHALL support the backward comphtybwith PoC Servers that are compliant with earlversions of a
PoC Enabler Release.

The XDM Client accessing PoC documents SHALL suptiar backward compatibility with PoC XDMS from g&rn 1.0
of the PoC Enabler Release.

The PoC Server SHALL support the backward comgdagibivith PoC Servers that are compliant with earlversions of a
PoC Enabler Release.

The PoC Server SHALL support the backward comgdagibivith Presence Servers that are compliant wiklier versions of
a Presence Enabler Release in case presence &teuabp

The backward compatibility towards XDM Enabler &sdribed in [OMA XDM V2.1 AD].

5.3 Architectural Diagram

The architectural diagram of the PoC architectarghiown in Figure 3PoC architecture of clause 5 Architecturé.
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5.4 Functional Components and Interfaces/Reference Points
definition
The functional components of the PoC architectoeedafined in clause @kescription of functional entitiés

The interfaces/Reference Points of the PoC ardhite@re defined in clause Déscription of the reference poihts

5.5 Flows

The flows are described in [OMA PoC V2.1 SBigh level procedures (Informative)
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6. Description of functional entities

6.1 PoC functional entities
6.1.1 PoC Client

The PoC Client resides on the User Equipment andesd to access the PoC service.
The PoC Client SHALL:
o allow PoC Session initiation, (e.g. codec negaiigti participation (e.g., talk or listen), and ese;
o perform registration with the SIP/IP Core;
o authentication of the PoC User to the SIP/IP Core;
0 (generate and send Talk Bursts containing PoC Speech
o receive and decode Talk Bursts containing PoC 3peec
o0 support Talk Burst Control procedures and Talk B@Qwntrol Protocol negotiation;
0 support Talk Burst Control Protocols;
o0 incorporate PoC configuration data provided byDié Client;
0 support the PoC Service Settings;
0 support User Plane adaptation procedures if ieitidty the PoC Server;
0 support receiving of Instant Personal Alert; and,
0 support multiple PoC Clients with the same PoC Addr
The PoC Client SHOULD use QoE Profiles.
The PoC Client MAY:
o allow PoC Session initiation including negotiatimnMedia other than PoC Speech;
0 support sending of Instant Personal Alert;
0 provide Group Advertisement;
0 support Media Burst Control procedures and MediessB@Gontrol Protocol negotiation;
0 support Media Burst Control Protocols;
o support Talk Burst request and Media Burst reqgestiing that MAY be based on priority or timestaongboth;
o send quality feedback reports after end of MediesBor after end of Talk Burst;
0 support for Pre-established Sessions;
0 support Simultaneous PoC Sessions;
0 support prioritization and pre-emption of PoC Sassj according to the applicable QoE Profile;
0 support Session on-hold procedures;

0 request privacy for PoC User's PoC Address;

[0 2009 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-AD-PoC-V2_1-20090317-C Page 35 (70)

(o]

(o]

support of Media-floor Control procedures;

support PoC Box capability;

support Request with Media Content;

support PoC Remote Access;

support Full Duplex Call Follow-on Proceed;

generate and send Media Bursts containing othetidvtedn PoC Speech;

receive and decode Media Bursts containing Mediardhan PoC Speech;

NOTE: A Media Burst can be generated from contecgived in realtime or from stored content andchr@ent from

received Media Bursts can be rendered to the P@&E idsealtime or stored for rendering later.

support PoC Session modification for adding or reimgpMedia in a PoC Session;
support the PoC Dispatcher functionality;

support invited parties identity information furatality;

support the Advanced Revocation Alert;

support the browser-based PoC Client invocatioitfanality;

support obtaining Participant Information;

support multiple PoC Group Sessions with MultipeCRGroups;

support performance enhancements such as Medierimgficapability negotiation, Limited Segment MeBiafer
preload capability, Media Time Compression of brgteMedia, Local Granted Mode and Still-alive;

support Media Burst Control Schemes;

support operator specified warning message;

support Discrete Media;

support Moderated PoC Session Media Burst Contoaqalures;
support Alert for Unavailable PoC Users;

support Dynamic PoC Groups functionality;

support PoC Session Control for Crisis Handling;

support obtaining Limited Participant Information;

support initiation of sharing of media content fré&xternal Media Content Server;
support Media Streaming Control;

support Multicast PoC,;

support handling of Simultaneous Media Streams; and

support expanding duration of Media Burst transngtt
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6.1.2 XML Document Management Client

The XML Document Management Client (XDMC) is an XEAlient which manages XML documents stored inngigvork
(e.g. URI lists used as e.g. Contact Lists in thar&d List XDMS). Management features include oji@ma such as create,
modify, retrieve, and delete.

The XDMC MAY be implemented in a UE or fixed terralror a PoC Server.
The XDMC SHALL:

o manage XML documents.
The XDMC MAY:

0 subscribe to changes made to XML documents stor#tei network, such that it will receive notifiaats when
those documents change; and;

0 support configuration of various documents e.dedg for PoC Box invocation, conditions for DynanfloC
Groups, etc.

6.1.3 PoC Server

The PoC Server implements the application levelaskt functionality for the PoC service.

The PoC Server performs a Controlling PoC FunatioRarticipating PoC Function or both. The ConingllPoC Function
and Participating PoC Function are different raEthe PoC Server. The figures in this subclaussvdhe flow of
signalling traffic and Media and Media-related siljing traffic between Controlling PoC Function dndrticipating PoC
Function in various configurations. Unless otheewoted, the traffic flows shown in each figurelgpo both signalling
traffic and Media and Media-related signalling fiain that configuration.

Figure 4"Relationship between Controlling PoC Function, Rapating PoC Functions and the PoC Cliehshows the
distribution of the functionality during a 1-1 P&@ssion in a single network. A PoC Server MAY perftoth a
Controlling PoC Function and a Participating Po@dtion at the same time.

r ______________________ A
|
| .
| | Controlling Participating I PoC
| PoC PoC : Client A
: Function |¢—1:1—p Function A 4_:_1:1_>
l |
- _______
Participating IPOC
Client B
1:1 > PQC <« 11—p en
Function B

Figure 4: Relationship between Controlling PoC Funtion, Participating PoC Functions and the PoC Cliets

The determination of the PoC Server role (ContigliPoC Function and Participating PoC Functiongsaidace during the
PoC Session setup and lasts for the duration ofittide PoC Session.

In case of 1-1 PoC Session and Ad-hoc PoC Grougi@ethe PoC Server of the inviting PoC User SHAId capable of
performing the Controlling PoC Function; in additighe PoC Server MAY instead select another Pa@e®¢o perform the
Controlling PoC Function in accordance with Senkeevider Policies.
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In case of the Chat PoC Group and Pre-arrangedd?o@ Session the PoC Server hosting the PoC GBbiALL be
capable of performing the Controlling PoC Functionaddition, the PoC Server MAY instead selecttheoPoC Server to
perform the Controlling PoC Function in accordanith Service Provider Policies, e.g.:

0 PoC Servers with a lower traffic load can be seles the PoC Server performing the Controlling Pafiction.

0 A PoC Server that serves the greatest number ofUBaEs of a PoC Group can be selected as the Pw€rSe
performing the Controlling PoC Function.

Network A . -
' Controlling S '
i Participating | | POC
; POC 11 [ :
: <« 11— POC - 11> Client A
! Function :
! Function A :
[ :
i 3 i
Participating POC
1:1 g — 1:1 .
POC Client B
Function B
Network B

Figure 5: Relationship between the Controlling PoG-unction,
Participating PoC Function and PoC Clients for 1-1PoC Session

In a PoC Session there SHALL be only one PoC Sqredorming the Controlling PoC Function. There MA¥ one or
more PoC Servers performing the Participating Pofckon in the PoC Session. FigureRelationship between the
Controlling PoC Function, Participating PoC Functi@and PoC Clients for 1-1PoC Sessishows the distribution of the
functionality during a 1-1 PoC Session in a mudtipetwork environment.

The PoC Server performing the Controlling PoC FiamchasN number of SIP Sessions and Media, Talk Burst @batrd
Media Burst Control communication paths in one FB&Ssion, wherl is number of Participants in the PoC Session. The
PoC Server performing the Controlling PoC Functigihhave no direct communication to the PoC ClitartPoC Session
signalling, but will interact with the PoC Clientathe PoC Server performing the Participating fioncfor the PoC Client.

The PoC Server performing the Controlling PoC Fiamctvill normally also route Media and Media-reldtggnalling such
as Media Burst Control messages to the PoC Clierthe PoC Server performing the Participating Fo@ctioning for the
PoC Client. However, local policy in the PoC Serperforming the Participating PoC Function MAY alithe PoC Server
performing the Controlling PoC Function to havaraat communication path for Media and Media-radagegnalling to
each PoC Client. Figure ®frect Media flow between Controlling PoC Functiand PoC Cliertshows the signalling and
Media paths in this configuration for a ControlliRgC Function, Participating PoC Function and PdénCserved in the
same network.
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A PoC Server performing the Participating PoC Famchas always a direct communication path witho& Elient and a
direct communication path with the PoC Server penfng the Controlling PoC Function for PoC Sessignalling.

Controlling . Participating
: PoC
POC Function S|gnalllng
Client A
Function
11
Media+Media-related signalling

Figure 6: Direct Media flow between Controlling PoCFunction and PoC Client

Figure 7 Relationship between the Controlling PoC FunctiBarticipating PoC Function and PoC Clients for P@Zoup
Sessiohdepicts the relation between the Controlling Fra@ction, Participating PoC Function and the Poierlin
multiple network environments for a PoC Group Smssi

_ Participating PoC
Controlling PoC Client A
PoC : Function A
Function

Participating PoC
PoC Client B
Function B

Figure 7: Relationship between the Controlling PoG-unction,
Participating PoC Function and PoC Clients for thePoC Group Session

NOTE: In Figure 7 "N" indicates the number of Rapants in network A, and "M" indicates the numbégr
Participants in network B.

In case a PoC network interworks with an Exterrial Retwork, any of the networks (network A, netw@lor network X)
in the Figure 7 Relationship between the Controlling PoC Function,

Participating PoC Function and PoC Clients for theC Group SessidrMAY be replaced by an External P2T Network.
An External P2T Network MAY act as originating erminating Participating PoC Function or as a Gulimg PoC
Function. Figure 8Relationship between the Controlling PoC Function,
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Participating PoC Function and an External P2T Netl describes the case where network B is replacezhtigxternal

P2T Network.
_ Participating PoC
Controlling PoC I Client A
PoC ; Function A
Function I

PoC - P2T P21
interworking I Client B
function I 1:1

Figure 8: Relationship between the Controlling PoG-unction,
Participating PoC Function and an External P2T Netvork

6.1.3.1 Controlling PoC Function
The PoC Server SHALL perform the following functiowhen PoC Server performs the Controlling PoC fomc
0 Provides centralized PoC Session handling.
0 Supports assignation and application of a QoE Rrédr each PoC Session.
o Provides the centralized Media distribution.
o0 Provides the centralized Talk Burst Control funeéility including Talker Identification.
o Provides the centralized Media Burst Control fumatility including Sender Identification.
0 Supports Talk Burst Control Protocol and Talk B@shtrol Protocol negotiation.
0 Supports Media Burst Control Protocol and MediasB@ontrol Protocol negotiation.
0 Provides SIP Session handling, such as SIP Sessgination, release, etc.
o0 Provides policy enforcement for participation indPGroup Sessions.
o0 Provides the Participant Information.
o Provides for privacy of the PoC Addresses of Pipdiuts.
o0 Collects and provides centralized Media qualitydfesck information.

o Provides centralized charging reports.
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Supports of Media-floor Control procedures.
Supports PoC Group Sessions with multiple Groups.
Supports invited parties identity information fuociality.
Supports Discrete Media.

Relays Media Streaming Control messages betwednd@eServer performing the Participating PoC Famcénd
the External Media Content Server Retrieval Fumctiohen an External Media Content Server Retri€ualction
is utilized.

Fetches content from the External Media Contenéeetirectly, when an External Media Content SeRetrieval
Function is not utilized.

Act as a Media Streaming Control protocol peer witlsh PoC Client that has negotiated media strepaaintrol,
when an External Media Content Server Retrievalckan is not utilized

The PoC Server MAY perform the following functiom@n PoC Server performs the Controlling PoC Functio

(o]

(o]

Supports Talk Burst request and Media Burst requastiing that may be based on priority or timestamipoth.
Provides transcoding between different codecs.

Supports PoC Box handling.

Prioritization and pre-emption of PoC Sessions ating to the QoE Profile associated to each PoGiSes
Supports Request with Media Content, including supfor adding/changing media content to a request.
Supports Full Duplex Call Follow-on Proceed.

Supports Dispatch PoC Sessions.

Supports PoC interworking with External P2T Netvsork

Supports PoC Remote Access.

Supports Advanced Revocation Alert.

Supports PoC Media Traffic Optimisation.

Supports Media Burst Control Schemes.

Supports the initiation of the User Plane adaptatio

Support operator specified warning message.

Supports performance enhancements such as Medeihgfcapability negotiation, Limited Segment Me@uffer
preload capability, Media Time Compression of brgfeMedia, Local Granted Mode, and PoC Media Teaffi
Optimisation.

Supports Moderated PoC Session Media Burst Coptomledures.
Supports Dynamic PoC Groups functionality.

Supports PoC Session Control for Crisis Handling.

Support providing Limited Participant Information.

Support handling of Simultaneous Media Streams.

Supports expanding duration of Media Burst trantngjt
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(0]

6.1.3.2

Supports search ongoing PoC Group Session.

Participating PoC Function

When the PoC Server performs the Participating Pai@tion the PoC Server SHALL:

(o]

o

(o]

provide PoC Session handling;
support application of a QoE Profile for each P@Sston;
provide SIP Session handling, such as SIP Sessigination, release, etc, on behalf of the repre=stRoC Client;

provide policy enforcement for incoming PoC Sesgmyg. Access Control, Incoming PoC Session Bafring
availability status, etc);

provide the Participant charging reports;

support Talk Burst Control Protocol negotiation;
support Media Burst Control Protocol negotiation;
store the current PoC Service Settings;

provide for privacy of the PoC Address of the imgtPoC User on the PoC Session setup in the tatmimPoC
network;

support invited parties identity information furcstality;
support handling of multiple PoC Addresses on on€ Blient;

identify an EMCS Retrieval Function, and signal idhentity of the EMCS Retrieval Function to the P8&rver
performing the Controlling PoC Function, when an@MRetrieval Function is being utilized, and if theC
Server performing the Participating PoC Functiocasfigured to identify an EMCS Retrieval Functipahd,

support multiple PoC Clients with the same PoC Addes.

When the PoC Server performs the Participating Po@tion the PoC Server SHOULD:

(o]

(o]

(o]

(o]

support Incoming Condition Based PoC Session Bgyrrin
support Outgoing Condition Based PoC Session Bgrrin
support Incoming Media Content Barring; and,

support Incoming Media Stream Barring.

When the PoC Server performs the Participating Po@tion the PoC Server MAY:

(o]

(0]

prioritize and pre-empt PoC Sessions accordingedoE Profile associated to each PoC Session;
support Request with Media Content, including supfor adding/changing media content to a request;
support PoC interworking with External P2T Netwgrks

support PoC Remote Access;

support the initiation of the User Plane adaptation

support PoC Box handling;

support operator specified warning message;

support Alert for unavailable PoC Users;
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0 support Multicast PoC; and,
0 support PoC Session Control for Crisis Handling.
When the Participating PoC Function is on the Mexdith, the PoC Server SHALL:
o relay Media packets between the PoC Client andPd@ Server performing the Controlling PoC Function;

o provide the Talk Burst Control message transfection between PoC Client and PoC Server perforrttieg
Controlling PoC Function;

o support Talk Burst Control Protocol and Media B@sntrol Protocol;

o provide the Media Burst Control message transfectfon between PoC Client and PoC Server perforrtting
Controlling PoC Function;

o collect and provide Media quality feedback inforioat and,

o relay Media Streaming Control messages betweeRal@=Client and the PoC Server performing the Cdintgo
PoC Function.

When the Participating PoC Function is on the Medith, the PoC Server MAY::
o provide Media Filtering of the Media streams in tase of Simultaneous PoC Sessions;
o provide transcoding between different codecs;
o Prioritization of the Media according to the QoBfle associated to each PoC Session; and,
o0 provide PoC Media Traffic Optimisation functionglit
In a PoC Session there is one Participating PoGtitamper PoC Client.

The Participating PoC Function MAY support Simuétans PoC Sessions for the PoC Client. The Partiogp20C
Function MAY have 0 to M number of PoC SessionglierPoC Client, where M is the maximum number $iameous
PoC Sessions permitted to a single PoC Client.Mi@&emum number of possible Simultaneous PoC Ses$iyY be
limited by the operator or the PoC Client configima.

Figure 9 Participating PoC Function with Simultaneous PoGsSen support (informativé)llustrates the Participating PoC
Function sub-structure, which is informative foardfication.
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PoC Session 1

PoC Session 2

Participating PoC Function
composer

PoC Session M

Figure 9: Participating PoC Function with Simultaneous PoC Session support (informative)

The composer MAY provide the following functiong the Participating PoC Function:
o policy enforcement for PoC Sessions (e.g. AccesdrGl availability status, ...);

o dynamic PoC Session status information for PoCiGesshe PoC User is currently involved in (e.gtdning,
speaking, Talk Burst requesting); and,

o support for Simultaneous PoC Sessions (e.g. starfgeiltiple-session settings, priority status lbfative PoC
Sessions, Media flow control based on prioritiggti@ally).

The Participating PoC Function MAY support Multit&eC.

Figure 10 Multicast PoC Agent structure (informatiVeshows how the Participating PoC Function couldrueleled to
handle Multicast PoC.
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PoC Client 1

PoC Client 2

1usby Dod 1seanniy

PoC Client n

Figure 10: Multicast PoC Agent structure (informative)

When the Participating PoC Function supports Ma#tdoC and when Participating PoC Function is heddss shown in
Figure 10 Multicast PoC Agent structure (informativéhe Multicast PoC Agent:

0 SHALL interact with the underlying Multicast PoC NMerk, i.e.:
= SHALL start a Multicast PoC Channel in a PoC Sesbiased on a local policy in the PoC Server;

= SHALL stop distributing Media over the Multicast®&hannel and stop the multicast/broadcast seivice
the Multicast Access Network;

0 SHALL support sending Continuous Media over the tidakt PoC Channel;
0 SHOULD support sending Discrete Media over a Maiid?oC Channel;
0 SHALL perform the following tasks:
= generate the keys necessary for encryption ang/utéan of Media;
= encrypt Media towards the Multicast PoC Network;
= decrypt Media towards the PoC Server performingdaetrolling PoC Function.

0 SHALL store Discrete Media to be used for file repehen sending Discrete Media over the MulticasCP
Channel is supported; and,

0 SHALL generate REPORTS on behalf of the PoC Cliestgiving Discrete Media over the Multicast PoGQinel
when sending of Discrete Media over the Multica@CRChannel is supported.
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6.1.3.3 Presence functionality

The PoC Server performing the Participating PoCckan MAY act as Presence Source and Watcher tatae Presence
Server on behalf of the PoC Client. The presencélima is performed via the Reference Points PCx@ PRS-3.
Communication between PoC Server and PresencerSeaecomplished using SIP and the SIP specifimenrotification
mechanism as specified in [RFC3261] and [RFC32ZBB¢. details are specified in [OMA Presence V2.0 AD]

The PoC Server MAY perform the following functiomben it assumes the role of a Presence Source:

o Mapping of dynamic PoC status information into Bre attributes describing the availability of B@C User to
communicate via the PoC service.

o Publish PoC-related presence information to thed?ree service (on behalf of PoC Client) based emtapping
function mentioned above.

PoC Server MAY support policy enforcement for Pa&&S<$on handling based on PoC-related or genersépece
information (e.g. status "not reachable").

The function of the PoC Server to perform the aflgVatcher is outside scope of this specification.

6.1.3.4 XML Document Management functionality

The PoC Server SHALL support the following XDM fiions:
0 Retrieval of PoC User access policy documents tfmerShared Policy XDMS.
o Retrieval of group definitions from the Shared Gro(DMS.
0 Retrieval of URI lists (e.g. used as Contact Liftsjn the Shared List XDMS.

0 Subscription to the modification of XML documentsred in the Shared Policy XDMS, Shared Group XDMS
Shared List XDMS.

The PoC Server MAY support the following XDM furmtis:
0 Handling search for ongoing PoC Sessions.

The details are specified in [OMA XDM V2.1 AD].

6.1.3.5 Condition Based URIs Selection functionalit vy

If at least one of the functions Dynamic PoC Groupsoming Condition Based PoC Session Barring aigding Condition
Based PoC Session Barring is supported the PoO@S8HALL act as a CBUS Client towards the CBUS 8ervhe
condition based URIs selection handling is perfatmi@ the Reference Points POC-2 and CBUS-2. Thamanication
between PoC Server and CBUS Server is accomplissiad SIP and the SIP specific event notificatiagchanism as
specified in [RFC3261] and [RFC3265]. The detaiks gpecified in [OMA CBUS V1.0 AD].

The PoC Server MAY perform the following functionken it assumes the role of a CBUS Client:

0 Request and receive a condition based URIs setefttion the CBUS Server. The request is performea @se-
time request for a selection of the URIs matchhegdonditions or as a subscription to changeseottRIs
selection based on changes to the list of matddiRLs.

6.1.4 PoC XML Document Management Server

The PoC XDMS is a PoC 1.0 Enabler XCAP Server titages XML documents in the PoC 1.0 Enabler Relass
specified in [OMA PoC V1.0 AD].

NOTE: XML document management is described in thar&d Group XDM Specifications and Shared PolicyN\KD
Specifications.
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6.1.5 UE PoC Box
The UE PoC Box is an optional function co-locatéthwhe PoC Client in the UE.
The UE PoC Box SHALL be able to:

0 support PoC Session signaling;

0 support Talk Burst Control Protocol;

0 support Talk Burst Control procedures;

0 support storage of PoC Session Data;

0 support storage of PoC Session Control Data; and,

0 provide a PoC Box indication when accepting antation to a PoC Session.
The UE PoC Box MAY:

0 support Media Burst Control Protocol;

0 support Media Burst Control procedures;

0 support retrieval of PoC Session Data;

0 support retrieval of PoC Session Control Data; and

0 support management of stored PoC Session Conttal &l stored PoC Session Data.

NOTE: UE PoC Box specific charging is outside affge of the PoC Box function.

6.1.6 NW PoC Box
The NW PoC Box is an optional Entity located in BaC User's Home PoC Network.
The NW PoC Box SHALL be able to:

0 support PoC Session signaling;

0 support Talk Burst Control Protocol;

0 support Talk Burst Control procedure;

0 support storage of PoC Session Data;

0 support retrieval of PoC Session Data;

0 support storage of PoC Session Control Data;

0 support retrieval of PoC Session Control Data;

0 support management (e.g., deletion) of stored $e€sion Control Data and stored PoC Session Data;

0 support notifications of NW PoC Box stored messaged,

0 provide a PoC Box indication when accepting antation to a PoC Session.
The NW PoC Box MAY:

0 support Media Burst Control Protocol; and,

0 support Media Burst Control procedures.

[0 2009 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-AD-P0C-V2_1-20090317-C Page 47 (70)

Stored PoC Session Data MAY be retrieved usingabniee Deferred Messaging Enablers (e.g., MMS, EraaiM
Deferred Messaging). When a Deferred Messaging IEnabused for retrieving stored PoC Session Datagval of the
associated PoC Session Control Data and manageifiiiiet PoC Session Control Data and PoC SessianiBathieved
using the mechanisms defined for the Deferred MgisgeEnabler. These mechanisms are outside the sfdhis
specification.

Stored PoC Session Data MAY be retrieved in reattiusing the PoC Session establishment and Po@S&sta transfer
mechanisms defined for the PoC Enabler. When PaSi@eData is retrieved in real time, managemett®PoC Session
Control Data and PoC Session Data is achieved usauhanisms (e.g XDM Enabler using XCAP protocefjreed by local

policy.
6.1.6.1 Messaging Interworking Function

The Messaging Interworking Function is a functidihe NW PoC Box utilizing other messaging systenessage storage,
e.g. the message storage provided by the CPM Enable

The realization of the Messaging Interworking Fiorcis out of scope of the PoC Specifications.
The Messaging Interworking Function provides tHefeing functions:

0 Converts PoC Session Data and PoC Session CorstaltD the message format used by other messagstemss
message storage.

0 Sends converted PoC Session Data and converte&sxbn Control Data to other messaging systemsages
storage according to rules and procedures of ther shessaging system.

o Converts other messaging formats to PoC Sessicm @t PoC Session Control Data and sends therRe€a
User.

The retrieval of PoC Session Data and PoC Sessiotr@ Data stored in other messaging systems rgestarage is out of
scope of PoC.

6.1.7 PoC Crisis Event Handling Entity

The main purpose of the PoC Crisis Event Handlintit§is to authorize PoC Users initiating PoC S@s<ontrol for
Crisis Handling and to provide additional infornoatito Crisis PoC Sessions.

The PoC Crisis Event Handling Entity SHALL perfothe following functions:
o Provides authorization of PoC Users.
o Provides SIP Session handling, such as SIP Sessgination, release, etc.
o Invites PoC User(s) to the PoC Session based ah poticy.
The PoC Crisis Event Handling Entity MAY performetfollowing functions:
o Provides Included Media Content.
o Provides Referenced Media Content.
o Provides Text content.

o0 Based on the Crisis Event information receivechimrequest to use PoC Session Control for Crisixllitey,
performs pre-defined procedures for PoC Sessiom asic

= sending out PoC Session invitation to one or moeedPranged PoC Group(s);

= invoking other services (e.g., location, presenmedletermine Dynamic PoC Groups to be invited;
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= distributing pre-recorded data (e.g., canned voice)
= distributing data received in the received req(es}., images); and,

= invoking other services to complement Crisis Evetdated data to be distributed (e.g., location
information).

6.1.8 External Media Content Server Retrieval Funct ion

The External Media Content Server Retrieval Fumcsiopports conveying Media from External Media @ohtServer to
Participants of a PoC Session. The use of the Eat&ledia Content Server Retrieval Function isamal. When not used
the PoC Server accesses the External Media CoB&ner over the IP-3 Reference Point.

The External Media Content Server Retrieval FumcS&ALL:
o provide SIP Session handling, such as SIP Sessigination, release, etc.;
o provide Media Burst Control procedures and MediasBGontrol Protocol negotiation;
o provide initiation of sharing of media content fr&wrternal Media Content Server; and,
o provide Media Streaming Control.

The External Media Content Server Retrieval Fumctiocompliant to the PoC network open Referendet®®0OC-18 and
POC-20. The External Media Content Server Retri€ualction is accessed over the IP-2 Reference Point

6.2 External entities providing services to PoC sys  tem

6.2.1 SIP/IP Core

The SIP/IP Core includes a number of [RFC3261] dampSIP proxies and SIP registrars. The SIP/IPe@erforms the
following functions that are needed to supportRo€ Enabler:

0 Routes the SIP signalling.
o Provides discovery and address resolution serviicelsiding E.164 address resolution.
0 Supports SIP compression.

o Performs authentication and authorization of th€ Pser at the PoC Client based on the PoC Usanise
profile.

0 Maintains the registration state.

o Provides support for identity privacy on the CohRtane.

o Provides charging information.

o Provides capabilities to Lawful Interception.

o0 Optionally supports the Communications ResourcerRyias specified in [RFC4412].
o0 Provides a NAT traversal method.

0 Supports subscription of registration informatiom @ssociation of implicitly registered PoC Addessto an
explicitly registered PoC Address.

0 Supports registration of Multiple PoC Clients witle same PoC Addresses.

0 Provides the target PoC Address in invitation sert PoC Client.
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Part of the Lawful Interception functionality caa bupported by the SIP/IP Core.

When SIP/IP Core is based on the 3GPP/3GPP2 IMSSIfR/IP Core architecture is specified in [3GPP2B228] or
[3GPP2 X.50013.2].

6.2.2 Shared XML Document Management Servers (XDMSs )

Documents accessed and manipulated via XCAP aredsito logical repositories in the network, caldeélL Document
Management Servers (XDMS). Each XML document stameeth XDMS is described as an XCAP Application gisavhich
enables applications to use the document via XCRire XDM Enabler describes Application Usages wiuah be reused
by multiple Enablers (e.g. PoC and IM), and areeston logical entities called Shared XDMSs. Th&CHENabler uses three
types of Shared XDMSs: Shared List XDMS, Sharedu@rdDMS and Shared Policy XDMS.

6.2.2.1 Shared List XML Document Management Server (X DMS)
The Shared List XDMS supports the Application Usafge the URI List and Group Usage List documents.

This Entity is described in [OMA XDM V2.1 AD].
NOTE: Inthe PoCv1.0 Enabler, this functional Bnit#t called Shared XDMS.

6.2.2.2 Shared Group XML Document Management Server  (XDMS)
The Shared Group XDMS supports the Application \@ésfag the Group document.

This Entity is described in [OMA XDM V2.1 AD].
NOTE: Inthe PoCv1.0 Enabler, the Group documenglied PoC Group and is stored in the PoC XDMS.

6.2.2.3 Shared Policy XML Document Management Serve r (XDMS)
The Shared Policy XDMS supports the Application ggsfor the User Access Policy document.

The Shared Policy XDMS is described in [OMA XDM \L2AD].

NOTE: Inthe PoCvl1.0 Enabler, the User Access Radarzument is called PoC User Access Policy amstiised in the
PoC XDMS.

6.2.3  Aggregation Proxy

The Aggregation Proxy acts as the single contaicit fior the XDMC. The Aggregation Proxy performgtaentication of the
XDMC, and routes individual XCAP requests to thereot XDMS. The Aggregation Proxy MAY optionallysport
charging and compression of XML documents over#a#o interface.

This Entity is specified in [OMA XDM V2.1 AD].

6.2.4 Presence Server

The Presence Server is an Entity that acceptgsstand distributes presence information about Glahts. The presence
information can be published by the Presence Soartee UE, or by the PoC Server on behalf of th€ Elient or by a
Location Service on behalf of the PoC Client. Thespnce information can be fetched or subscribéy the Watcher in the
UE, or by the PoC Server on behalf of the PoC €lien

NOTE: The address of the Presentity for POC preserformation needs to be the same as the PoC Asldre
This Entity is specified in [OMA Presence V2.0 AD].

6.2.5 Presence Source

The Presence Source is an Entity that providedighgs) presence information to a Presence Server.
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This Entity is specified in [OMA Presence V2.0 AD].

6.2.6  Watcher

The Watcher is an Entity that requests presencerrdtion about a Presentity, or Watcher informatbout a Watcher,
from the Presence Server.

This Entity is specified in [OMA Presence V2.0 AD].

6.2.7  Charging Entity

The charging Entity is an external Entity, which MAeside in the operator's domain. This Entity sakarious roles, which
network operators or service providers or both rieqekrform for the charging activities.

The Charging Entity provides the functionality bétCharging Enabler as specified in [OMA Chargirig] A

6.2.8  Device Provisioning and Management Client
The device provisioning and management client s &b

0 Receive the initial parameters needed for PoC semént by service provider by using mechanismeifige in
[OMA Client Provisioning] or [OMA DM Bootstrap].

0 Update the parameters needed for PoC service gamriice provider by using [OMA DM].

The exact syntax and definition of parameters neééalePoC service are specified in [OMA Client FAsiening] and in
[OMA DM].

NOTE: In cases of networks where the provisioniygfems specified in [OMA Client Provisioning] ar@dy1A DM]
are not supported the provisioning system is ostcope of this specification.

6.2.9  Device Provisioning and Management Server

The device provisioning and management server edonm the following functions that are neededtfar support of the
PoC Enabler:

o Initialization and update of all the configuratiparameters necessary for the PoC Client.
o0 Support of software update for application upgrateaandsets.

The device provisioning and management servereiPtvice Management Server as specified in [OMA R [OMA
DM Bootstrap].

NOTE: In cases of networks where the provisionipgtems specified in [OMA Client Provisioning] andNIA DM]
are not supported the provisioning system is owstcope of this specification.

6.2.10 PoC Interworking Function

The PoC Interworking Function, which is part of tiygional PoC Interworking Service infrastructugean abstract function
whose realization is outside the scope of OMA djmtions; for example, the PoC Interworking Fuantcan be realized
with a single physical entity or a distributed ombe interfaces of the PoC Interworking Functiowadods the External P2T
Networks are proprietary and outside the scopeMAQOThe PoC Interworking Function is compliant teetPoC network
open interface provided by the PoC Interworkingviaer, mostly POC-4 and IP-1 Reference Points.

The PoC Interworking Function:
0 provides conversion between PoC network basedi§iralsng and External P2T Network based sessiomediigg;

0 provides conversion between either Talk Burst Gorrotocol or Media Burst Control Protocol or baodimd
External P2T Network based floor control;

[0 2009 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-AD-P0C-V2_1-20090317-C Page 51 (70)

0 provides conversion between RTP based Media paeketport, and Media transport protocol in the EndeP2T
Network;

0 provides transcoding for speech transferred betweeRPoC network and the External P2T Network;
o provides conversion of Instant Personal Alert térom similar service in the External P2T Network;
0 supports negotiation of
= either Talk Burst Control Protocol or Media Bursir@ol Protocol or both in PoC Sessions;
= codec and Media Parameter for PoC Sessions;
= PoC Session modifications;
= either Talk Burst Control Protocol or Media Bursirrol Protocol options or both in PoC Sessions;
= User Plane adaptation in PoC Sessions;
0 supports charging for PoC Sessions involving P2@&r&ls
0 supports P2T Address to or from PoC Address mapgindg),
0 supports expansion of PoC Group Identities inva2T Users.
Optionally the PoC Interworking Function:
o0 provides conversion of conference state eventimdéion to or from similar service in the Extern&TPNetwork;
o provides conversion of PoC related presence infoomao or from similar service in the External PR€&twork;

o provides mapping of PoC functions to or from simflanctions in the External P2T Network (e.g. polilling);
and,

o provides conversion of Group Advertisement to onfrsimilar function in the External P2T Network.

6.2.11 PoC Interworking Agent

The PoC Interworking Agent is an abstract functidrose realization is outside the scope of OMA dpmtions. It can be
part of the PoC Interworking Function, when the Roi@rworking Function is using the POC-1 and PORe3erence Points
to connect to the PoC network.

On behalf of the PoC Remote Access User or a P&T, tlee PoC Interworking Agent:
o performs PoC Session initiation, (e.g. codec nagoti), participation (e.g., talk or listen), aredease;
o performs registration with the SIP/IP Core;
o authenticates of the PoC User to the SIP/IP Core;
0 generates and sends Talk Bursts containing PoGcBpee
0 receives and decodes Talk Bursts containing Po@chpe
0 generates and sends Media Bursts containing Méldé than PoC Speech;
o0 receives and decodes Media Bursts containing Mattlier than PoC Speech;
0 supports Talk Burst Control procedures and TalksB@ontrol Protocol negotiation;
0 supports Media Burst Control procedures and MediegsBControl Protocol negotiation;

0 supports User Plane adaptation procedures if fe@tiy the PoC Server;
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(0]

(0]

(o]

(o]

supports receiving of Instant Personal Alert;
support multiple PoC Clients with the same PoC &ddr
support the PoC Service Settings; and,

support the use of QoE Profiles.

On behalf of the PoC Remote Access User or a P&T, thee PoC Interworking Agent optionally suppdhts following:

(0]

(0]

supports sending of Instant Personal Alert;

supports sending and receiving Group Advertisement;

supports multiple of either Talk Burst Control Rrodls or Media Burst Control Protocols, or both;
supports negotiation of either Talk Burst ControdtBcol options or Media Burst Control Protocoliops or both;
support Session on-hold procedures;

requests privacy for PoC User's PoC Address;

supports subscribing to Participant Informatioriuding subscribing to limited Participant Infornaati
supports PoC Session Control for Crisis Handling;

support Full Duplex Call Follow-on Proceed;

support PoC Box capability;

support the Advanced Revocation Alert;

support the PoC Dispatcher functionality;

support invited parties identity information furwstality;

support performance enhancements such as Medierimgficapability negotiation, Limited Segment MeBiaffer
preload capability, Media Time Compression of brgfeMedia and Local Granted Mode;

support operator specified warning message;

support Discrete Media;

support Moderated PoC Session Media Burst Contoaqalures;
support Alert for unavailable PoC Users;

support Dynamic PoC Groups functionality;

support PoC Session Control for Crisis Handling;

support obtaining Limited Participant Information;

support initiation of sharing of media content fr&xternal Media Content Server;
support Media Streaming Control;

support Multicast PoC,;

support handling of Simultaneous Media Streams; and

support expanding duration of Media Burst transngtt
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6.2.12 Access network
The access network is the network connecting Poctiional Entities and external Entities providiregngces to PoC system.
The access network supports unicast or multicasithrast or both.

The technology of the unicast access networks eatifferent than the technology of the multicasiflafcast access
network.

The unicast access network used for PoC Sessi@ustoe
0 Support IP datagram routing.
0 Support security as specified in subclause 8&curity Consideratiofis
The multicast/broadcast access network need to:
0 Support multicast/broadcast functionality.
0 Support IP datagram routing.
0 Support security as specified in subclause &&turity Consideratiofis
Part of the Lawful Interception functionality caa bupported by the access network.

When SIP/IP Core is based on the 3GPP/3GPP2 IMSSItR/IP Core architecture is specified in [3GPP2B228] or
[3GPP2 X.S0013.2].

6.2.13 External Media Content Server

The External Media Content Server is an Entity vehiesalization is outside the scope of OMA spediiises.

The media content in the External Media Contenv&es accessed over the IP-3 Reference Point.

NOTE: The protocol for fetching Media from Extermaédia Content Server is out of scope of PoC sjuetibn.

6.2.14 External Media Content Server

The EMCS is an optional Entity. The EMCS can beated within the PoC Service provider domain or idetshe PoC
Service provider domain.

The protocols used over the interface between MEE and the PoC Server are outside the scope okpeéifications.
NOTE: The protocol, for example, can be RTSP or ATT

6.2.15 Condition Based URIs Selection Server

The CBUS Server is a functional Entity that on esjiperforms a selection of URIs based on condité@fined for an input
of URIs. In a request from PoC Server the input &J&id conditions can either originate from a prizadd Dynamic PoC
Group with pre-defined conditions or from a listWRIs provided ad-hoc by a PoC Client together wiget of one or more
conditions. The URIs selection can be subscribdaytine CBUS Client in the UE, or by the PoC Sewbken acting as a
CBUS Client on behalf of a served PoC User.

This Entity is specified in [OMA CBUS V1.0 AD].
6.2.16 Condition Based URIs Selection Client
The CBUS Client is able to:

0 subscribe to a one-time notification of selectedsfsased on how the input URIs matches the comditiand,
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0 subscribe to changes of the URI selection, sudhttieaCBUS Client will receive notifications wheretlist of
selected URIs changes based on how the input UBRlshms the conditions.

This Entity is specified in [OMA CBUS V1.0 AD].

6.2.17 Search Proxy

The Search Proxy is a server entity that forwardXBM Client’s search request to other Entitiesuested to perform a
search. The Search Proxy receives responses f@uothir Entities and sends the combined resutteeteXDM Client.

The Search Proxy is specified in [OMA XDM V2.1 AD].
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7. Description of the reference points

The Reference Point descriptions in the followinhdauses describe, what have to be supportedebiReference Points.
These subclauses do not indicate if the presentedibnalities are optional or mandatory for theresponding network
elements.

7.1 Reference point POC-1: PoC Client — SIP/IP Core

The POC-1 Reference Point supports the communicagbtween the PoC Client and the SIP/IP Core. Tamgol for the
POC-1 Reference Point is SIP.

The PoC-1 Reference Point SHALL support PoC Clientapliant with the earlier versions of PoC Enaliletease.
This Reference Point SHALL support:

o0 PoC Session signalling between the PoC ClientaadPbC Server;

o providing discovery and address resolution seryices

o0 providing SIP compression;

o performing authentication and authorization of Bw User at the PoC Client based on the PoC Usemnsce
profile;

o providing PoC Client registration;

o indication of capabilities for PoC;

o relaying PoC Service Settings to the PoC Servaet; an

o providing the integrity protection and optionalhetconfidentiality protection of the PoC Sessignalling.

When SIP/IP Core corresponds with 3GPP/3GPP2 IMSPOC-1 Reference Point SHALL conform to the Gfarence
point [3GPP TS 23.002, 3GPP2 X.S0013.2].

7.2 Reference point POC-2: SIP/IP Core — PoC Server

The POC-2 Reference Point supports the communicagbween the SIP/IP Core and the PoC Server. fidieqol for the
POC-2 Reference Point is SIP.

The PoC-2 Reference Point SHALL support PoC Serwvenspliant with the earlier versions of PoC Enalitetease.
The POC-2 Reference Point SHALL support:

0 PoC Session signalling between the PoC Client k@dPbC Server;

0 PoC Session signalling between the UE PoC Box laadPbC Server;

0 PoC Session signalling between the NW PoC Box hadPbC Server;

o0 PoC Session signalling between the PoC Crisis Bdantlling Entity and the PoC Server;

0 PoC Session signalling between the External Mediatéht Server Retrieval Function and the PoC Sgrver

0 providing address resolution services;

o providing charging information;

o publication of Presence information from the Po®@/8eto the Presence Server;
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o indication of capabilities for PoC;

o relaying of PoC Service Settings from the PoC Gjien

o relaying of PoC Service Settings from the UE Po@;Bo

0 subscription to the modification of XML documents;

o notification of modifications made to XML documents

0 subscription of list of PoC Addresses that fulfileoor more conditions;

o notifications of PoC Addresses that fulfil one conen conditions;

0 subscription of registration status of PoC Cliearid PoC Addresses from SIP/IP Core; and,
o notifications of registration status of PoC Clieatsl PoC Addresses.

When SIP/IP Core corresponds with 3GPP/3GPP2 IMSPOC-2 Reference Point SHALL conform to the I8fénence
point [3GPP TS 23.002, 3GPP2 X.S0013.2].

7.3 Reference point POC-3: PoC Client — PoC Server

The POC-3 Reference Point supports User Plane coigation between the PoC Client and the PoC Sefver.protocols
for the POC-3 Reference Point are RTP/RTCP, MSREBSRR HTTP and FLUTE. RTP protocol is used for Qaundius
Media transport, RTCP APP messages SHALL be supgdatr the transport of the Talk Burst Control &heldia Burst
Control procedures; MSRP is used for Discrete Médiasport over a unicast bearer as defined in [AMAAD], Reference
Point IM-7; FLUTE is used for Discrete Media trangpover a multicast bearer; RTSP protocol is Used/ledia Streaming
Control; HTTP is used for file repair.

The PoC-3 Reference Point SHALL support PoC SeraedsPoC Clients that are compliant with the eav@sions of PoC
Enabler Release.

The POC-3 Reference Point SHALL support:
0 Media transport;
o Talk Burst Control procedures;
0 Media Burst Control procedures;
o0 quality feedback of received Media
o Discrete Media Burst delivery including Discrete dietransfer report procedures;
0 Media Streaming Control; and,
o User Plane security as specified in subclause 42s2r Plane security

The POC-3 Reference Point SHALL exist between a €liht and a PoC Server accessing the SIP/IP §aréng the PoC
Client. The POC-3 Reference Point MAY exist betwad?PoC Client and a PoC Server accessing diffSEP Cores, e.g.
to allow direct Media flow between the PoC Clientldhe PoC Server performing the Controlling Po@dton.

NOTE: Provision of a POC-3 Reference Point betwe@oC Client and a PoC Server accessing diffelétitFs
Cores, when the SIP/IP Cores are controlled berdfit operators, can be subject to an inter-operato
agreement.

When SIP/IP Core corresponds with 3GPP/3GPP2 INS) the POC-3 Reference Point SHALL use the sewat¢he Mb
and Gmb reference points [3GPP TS 23.002] anddiiMb reference point [3GPP2 X.S0013.2].
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7.4 Reference point POC-4: PoC Server — PoC Server

The POC-4 Reference Point supports the User Plamencinication between the PoC Servers. The protdootse POC-4
Reference Point are RTP/RTCP, RTSP, and MSRP. RdtBqwl is used for Continuous Media transport, RTAPP
messages SHALL be supported for the transporteofitidk Burst Control and Media Burst Control prosess; MSRP is
used for Discrete Media transport as defined in PO AD], Reference Point IM-8; RTSP protocol isagsfor Media
Streaming Control.

The PoC-4 Reference Point SHALL support PoC Servanspliant with the earlier versions of PoC Enalitetease.
The POC-4 Reference Point SHALL support:

0 Media transport;

o Talk Burst Control procedures;

0 Media Burst Control procedures;

o quality feedback of received Media;

o Discrete Media Burst delivery including Discrete dietransfer report procedures; and,

0 Media Streaming Control.

When SIP/IP Core corresponds with 3GPP/3GPP2 IN& the POC-4 Reference Point SHALL use the seswat¢he Mb
reference point [3GPP TS 23.002], [3GPP2 X.S0013.2]

7.5 Reference point POC-5: PoC Server — Shared XDMS

The POC-5 Reference Point specified in PoC 1.@isised in this version of the PoC Enabler. Thevedent functionality
is included in the POC-13 Reference Point.

7.6 Reference point POC-6: SIP/IP Core — PoC XDMS

The POC-6 Reference Point specified in PoC 1.@isised in this version of the PoC Enabler. Thevedent functionality
is provided by the XDM-2 Reference Point.

7.7 Reference point POC-7: Aggregation Proxy — PoC  XDMS

The POC-7 Reference Point specified in PoC 1.@isised in this version of the PoC Enabler. Thevedent functionality
is provided by the XDM-4 Reference Point.

7.8 Reference point POC-8: PoC Server — PoC XDMS

The POC-8 Reference Point specified in PoC 1.@isised in this version of the PoC Enabler. Thevedent functionality
is provided by the POC-13 Reference Paint.

7.9 Reference point XDM-1: XDM Client — SIP/IP Core

The functionality of the XDM-1 Reference Point gesified in [OMA XDM V2.1 AD].

7.10 Reference point XDM-2: Shared XDMSs — SIP/IP C ore

The functionality of the XDM-2 Reference Point esified in [OMA XDM V2.1 AD].
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7.11 Reference point XDM-3: XDM Client — Aggregatio n Proxy

The functionality of the XDM-3 Reference Point gesified in [OMA XDM V2.1 AD].

7.12 Reference point XDM-4: Aggregation Proxy — Sha red XDMSs

The functionality of the XDM-4 Reference Point pesified in [OMA XDM V2.1 AD].

7.13 Reference point PRS-1: Presence Source — SIP/l P Core

The functionality of the PRS-1 Reference Poiniscified in [OMA Presence V2.0 AD].

7.14 Reference point PRS-2: Watcher — SIP/IP Core

The functionality of the PRS-2 Reference Poinfpiscified in [OMA Presence V2.0 AD].

7.15 Reference point PRS-3: SIP/IP Core — Presence Server

The functionality of the PRS-3 Reference Poiniscified in [OMA Presence V2.0 AD].

7.16 Reference point PRS-5: Shared XDMS — Presence Server

The functionality of the PRS-5 Reference Poinfiscified in [OMA Presence V2.0 AD].

7.17 Reference point IP-1: SIP/IP Core — SIP/IP Cor e

The IP-1 Reference Point supports the communic&t@ween the SIP/IP Cores. The protocol for thé Reference Point is
SIP.

The IP-1 Reference Point SHALL support:
o communication and forwarding of SIP signalling neggeg between SIP/IP Cores; and,
o transfer of inter-provider charging information.
When SIP/IP Core corresponds with 3GPP/3GPP2 I the IP-1 Reference Point SHALL conform to the Mference
point [3GPP TS 23.002] and [3GPP2 X.S0013.2].
7.18 Reference point C-5: PoC Server — Charging ent ity

For the PoC V2.0 Enabler Release and later PoCl&nBkleases, the C-5 Reference Point has beexcezbby Reference
Points CH-1 and CH-2 defined in [OMA Charging ADhese interfaces are further described in followsngclause 7.18.1
"Reference point CH-1: PoC Server — Offline Chardamgity' and 7.18.2 Reference point CH-2: PoC Server — Online
Charging Entity.

7.18.1 Reference point CH-1: PoC Server — Offline C harging Entity

The CH-1 Reference Point supports the communicditgiween the PoC Server and the Offline Chargingyeo perform
the PoC-related offline charging activity.

When SIP/IP Core corresponds with 3GPP/3GPP2 IMSCH-1 Reference Point SHALL include either thectionality
provided over the Rf reference point as describd8GPP TS 32.272] / [3GPP2 X.S0013-007] or thecfimmality of a
direct CDR generation in the PoC Server as destiib8GPP TS 32.272] / [3GPP2 X.S0013-007].
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7.18.2 Reference point CH-2: PoC Server — Online Ch arging Entity

The CH-2 Reference Point supports the communicdtédween the PoC Server and the Online CharginigyEatperform
the PoC-related online charging activity.

When SIP/IP Core corresponds with 3GPP/3GPP2 INE) the CH-2 Reference Point SHALL include the fiomality
provided over the Ro reference point as describg8GPP TS 32.272] / [3GPP2 X.S0013-007].

7.19 Reference point DM-1: DM Client — DM Server

The DM-1 Reference Point supports the communicdiiaeen the DM client and the DM server. The poltdor the DM-
1 Reference Point is described in [OMA-DM].

The DM-1 Reference Point SHALL support:
o transfer of the PoC Client configuration data frtbra DM server.

OMA provides a general framework, which shall becdufor this interface as described in [OMA DM].

7.20 Reference point LI-1: Functional Entities —La w Enforcement
Monitoring Facility

The LI-1 Reference Point supports the communicaiietween functional Entities and Law Enforcemenniwing
Facilities. The LI-1 Reference Point uses protodetined by applicable LI specifications that thamit the LI information to
Law Enforcement Monitoring Facilities.

The definition of the LI protocols and the admirasion of LI information are outside the scopelo$ tspecification.
When the SIP/IP Core corresponds with 3GPP IMS| tHeReference Point SHALL conform to the HI1, Hiad HI3
reference point in [3GPP TS 33.107].

7.21 Reference point PB-1: Aggregation Proxy —- NW P oC Box

The PB-1 Reference Point is an optional Refererndet Fhat supports communication between the Agaieg Proxy and
the NW PoC Box for exchange of XML documents far tperation of the NW PoC Box using XDM Enableg(eretrieve
PoC Session Control Data, delete PoC Session Cdydta and PoC Session Data). The protocol foPtBel Reference
Point is XCAP.

The documents exchanged using this Reference B@ra matter of local policy and not specified.

7.22 Reference point POC-9: UE PoC Box — SIP/IP Cor e

The POC-9 Reference Point supports the communicagétween the UE PoC Box and the SIP/IP Core. To@gol for the
POC-9 Reference Point is SIP.

This Reference Point SHALL support:
0 PoC Session signalling between the UE PoC Box laadPbC Server;
o providing discovery and address resolution seryices
o0 providing SIP compression;

o performing authentication and authorization of B User at the UE PoC Box based on the PoC Usemnéce
profile;

o providing UE PoC Box registration;
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o indication of capabilities for UE PoC Box; and,
o relaying UE PoC Box PoC Service Settings to the Befver.

When SIP/IP Core corresponds with 3GPP/3GPP2 IMSPOC-9 Reference Point SHALL conform to the Gferemce
point [3GPP TS 23.002, 3GPP2 X.S0013.2].

7.23 Reference point POC-10: UE PoC Box — PoC Serve r

The POC-10 Reference Point is between the UE PoCaBd the PoC Server. The protocols for the PO®Rdfeérence Point
are RTP/RTCP and MSRP. RTP protocol is used fotti@oous Media transport, RTCP APP messages SHALL be
supported for the transport of the Talk Burst Colrind Media Burst Control procedures; MSRP is dsediscrete Media
transport as defined in [OMA IM AD], Reference RdiM-7.

The POC-10 Reference Point SHALL support:
0 Media transport;
o Talk Burst Control procedures;
0 Media Burst Control procedures;
o0 quality feedback of received Media; and,
o Discrete Media Burst delivery including Discrete dietransfer report t procedures.

The POC-10 Reference Point is between a UE PoCaBdxa PoC Server accessing the SIP/IP Core sehéngoC Client
or accessing different SIP/IP Cores, e.g. to alinect Media flow between the UE PoC Box and th€ Berver performing
the Controlling PoC Function.

NOTE: Provision of a POC-10 Reference Point betwaeélt PoC Box and a PoC Server accessing diff&ntP
Cores, when the SIP/IP Cores are controlled byhfit operators, can be subject to an inter-oprerato
agreement.

When SIP/IP Core corresponds with 3GPP/3GPP2 INE) the POC-10 Reference Point SHALL use the sesvaf the Mb
reference point [3GPP TS 23.002] and ii refereramatd3GPP2 X.S0013.2].

7.24 Reference point POC-11: NW PoC Box — SIP/IP Co re

The POC-11 Reference Point supports the commuaithttween the NW PoC Box and the SIP/IP Core.prowcol for
the POC-11 Reference Point is SIP.

The POC-11 Reference Point SHALL support:
0 PoC Session signalling between the NW PoC Box haedPbC Server;
o providing discovery and address resolution seryiaed,

o performing authentication and authorization of Bw User at the NW PoC Box based on the PoC Usensce
profile.

When SIP/IP Core corresponds with 3GPP/3GPP2 IMSPOC-11 Reference Point SHALL conform to the @farence
point [3GPP TS 23.002, 3GPP2 X.S0013.2].

7.25 Reference point POC-12: NW PoC Box — PoC Serve r

The POC-12 Reference Point is between the NW PoCaBd the PoC Server. The protocols for the PORédf2rence
Point are RTP/RTCP and MSRP. RTP protocol is use@€bntinuous Media transport, RTCP APP messagesd SHe
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supported for the transport of the Talk Burst Colrind Media Burst Control procedures; MSRP is Usediscrete Media
transport as defined in [OMA IM AD], Reference Pdix-8.

The POC-12 Reference Point SHALL support:
0 Media transport;
o Talk Burst Control procedures;
0 Media Burst Control procedures;
o quality feedback of received Media; and
o Discrete Media Burst delivery including Discrete ditetransfer report procedures.

The POC-12 Reference Point is between a NW PoCaBdxa PoC Server accessing the SIP/IP Core sahengW PoC
Box or accessing different SIP/IP Cores, e.g. lmaatlirect Media flow between the NW PoC Box and BoC Server
performing the Controlling PoC Function.

NOTE: Provision of a POC-12 Reference Point betwaediW PoC Box and a PoC Server accessing diffeSd#miP
Cores, when the SIP/IP Cores are controlled berdfft operators, can be subject to an inter-operato
agreement.

When SIP/IP Core corresponds with 3GPP/3GPP2 INE) the POC-12 Reference Point SHALL use the sesvof the Mb
reference point [3GPP TS 23.002] and ii refereramatg3GPP2 X.S0013.2].

7.26 Reference point POC-13: PoC Server — Shared XD MSs

The POC-13 Reference Point supports communicatbrden the PoC Server and the Shared XDMSs fieShared List
XDMS, the Shared Group XDMS and the Shared Poliby#§). The protocol for the POC-13 Reference PGXCAP.

The PoC-13 Reference Point SHALL support Shared X&#wers compliant with the earlier versions of X[Edabler
Release.

The POC-13 Reference Point SHALL provide one oraradrthe following functions:
o Retrieval of URI Lists from the Shared List XDMS.
0 Retrieval of Group documents from the Shared GXDMS.

0 Retrieval of user access policy documents fronSthared Policy XDMS.

7.27 Reference point POC-14: PoC Crisis Event Handl ing Entity —
SIP/IP Core

The POC-14 Reference Point supports the commuaitatitween the PoC Crisis Event Handling Entity guredSIP/IP
Core. The protocol for the POC-14 Reference PsitiP.

The POC-14 Reference Point SHALL support:
o PoC Session signalling between the PoC Crisis Bdantling Entity and the SIP/IP Core; and,
o authorization of PoC Users initiating PoC Sessiontél for Crisis Handling.

When SIP/IP Core corresponds with 3GPP/3GPP2 IMSPOC-14 Reference Point SHALL conform to the @farence
point [3GPP TS 23.002, 3GPP2 X.S0013.2].
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7.28 Reference point POC-15: PoC Crisis Event Handl ing Entity —
PoC Server

The POC-15 Reference Point supports the User Rlamenunication between the PoC Crisis Event Handintity and the
PoC Server. The protocols for the POC-15 Refer@uiet are RTP/RTCP and MSRP. RTP protocol is use@€éntinuous
Media transport, RTCP APP messages SHALL be supgdatr the transport of the Talk Burst Control &heldia Burst
Control procedures; MSRP is used for Discrete Médiasport as defined in [OMA IM AD], Reference madiM-8.

The PoC-15 Reference Point SHALL support PoC Sereempliant with this and future versions of Po@Hler Release.
The POC-15 Reference Point SHALL support:

0 Media transport;

o Talk Burst Control procedures;

0 Media Burst Control procedures;

o quality feedback of received Media;

o Discrete Media Burst delivery including Discrete dietransfer report procedures; and,

0 Media Streaming Control.
When SIP/IP Core corresponds with 3GPP/3GPP2 INE) the POC-15 Reference Point SHALL use the sesvaf the Mb
reference point [3GPP TS 23.002], [3GPP2 X.S0013.2]

7.29 Reference Point POC-16: PoC Server — access ne twork

The POC-16 Reference Point supports communicatbtnden the PoC Server performing the Participa®ioG Function
and the multicast/broadcast network for controlling status of the Multicast PoC Channel. The paltfor the POC-16
Reference Point depends on the multicast/broadcasiss network.

The POC-16 Reference Point SHALL support:
o start of the Multicast PoC Channel and ReleasheMulticast PoC Channel
0 setting of priority of Multicast PoC Channel; and,
0 request to count the number of PoC Clients lisgthinthe Multicast PoC Channel.

When SIP/IP Core corresponds with 3GPP/3GPP2 INE) the POC-16 Reference Point SHALL use the seswif the Gi
reference point [3GPP TS 23.002] and A10/A11 imtesf[3GPP2 A.S0019-A v1.0].

7.30 Reference Point POC-17: PoC Client — access ne twork

The POC-17 Reference Point supports communicagbmden the PoC Client and the multicast/broadaxsiss network
for the purpose of connecting to a Multicast PoQu@tel.

The POC-17 Reference Point SHALL support:
o providing information about ongoing Multicast Po@abnels in the Multicast Access Network
0 connecting and disconnecting to a Multicast PoCn@ikg and,
0 support of counting the number of PoC Clients tistg to the Multicast PoC Channel.

When SIP/IP Core corresponds with 3GPP/3GPP2 INE) the POC-17 Reference Point SHALL use the ses\wif the lu-
ps reference point [3GPP TS 23.002] and Um refer@oint [3GPP2 X.S0013.2].
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7.31 Reference point POC-18: External Media Content  Server
Retrieval Function — PoC Server

The POC-18 Reference Point supports the User Rlamenunication between the PoC Server and an Extitedia
Content Server Retrieval Function. The protocotstie POC-18 Reference Point are RTP/RTCP and M8RP.protocol
is used for Continuous Media transport, RTCP APBsages SHALL be supported for the transport offtilk Burst
Control and Media Burst Control procedures; MSRBsiad for Discrete Media transport as defined iMpOM AD],
Reference Point IM-8.

The POC-18 Reference Point SHALL support the folfgy
0 Media transport;
o Talk Burst Control procedures;
0 Media Burst Control procedures;
0 Quality feedback of received Media;
o Discrete Media Burst delivery including Discrete dietransfer report procedures; and,
0 Media Streaming Control.

When SIP/IP Core corresponds with 3GPP/3GPP2 INES) the POC-18 Reference Point SHALL use the seswof the Mb
reference point [3GPP TS 23.002], [3GPP2 X.S0013.2]

7.32 Reference point POC-19: PoC Server — Search Pr  oxy

The POC-19 Reference Point is between the PoC Sandethe Search Proxy. The protocol for the PO®R&frence Point
is XQuery. XQuery is used for signalling searchuesis and related responses.

The POC-19 Reference Point SHALL support:

0 ongoing PoC Session search procedures.

7.33 Reference point POC-20: External Media Content  Server
Retrieval Function — SIP/IP Core

The POC-20 Reference Point supports the commuaithitween the External Media Content Server Retrieunction
and the SIP/IP Core. The protocol for the POC-2feRace Point is SIP.

The POC-20 Reference Point SHALL support the foitmy
o0 PoC Session signalling between the External Mediatéht Server Retrieval Function — SIP/IP Core.

When SIP/IP Core corresponds with 3GPP/3GPP2 IMSPOC-20 Reference Point SHALL conform to the @farence
point [3GPP TS 23.002, 3GPP2 X.S0013.2].

7.34 Reference point XDM-5: XDMC — Aggregation Prox vy

The functionality of the XDM-5 Reference Point esified in [OMA XDM V2.1 AD].

7.35 Reference point XDM-6: Aggregation Proxy — Sea rch Proxy

The functionality of the XDM-6 Reference Point gesified in [OMA XDM V2.1 AD].
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7.36 Reference point CBUS-1: CBUS Client — SIP/IP C ore

The functionality of the CBUS-1 Reference Poindpecified in [OMA CBUS V1.0 AD].

7.37 Reference point CBUS-2: SIP/IP Core — CBUS Ser ver

The functionality of the CBUS-2 Reference Poingpecified in [OMA CBUS V1.0 AD].

7.38 Reference point IP-2: External Media Content S  erver
Retrieval Function — EMCS

The IP-2 Reference Point supports communicatiowéen the PoC Server and an External Media ContaweBRetrieval
Function. The protocols over this interface aresinl¢t the scope of PoC Specifications.

7.39 Reference point IP-3: PoC Server — EMCS

The IP-3 Reference Point supports communicatiowéet the PoC Server and an EMCS. The protocolsthigeinterface
are outside the scope of PoC Specifications.
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8. System concepts

The System concepts are described in [OMA PoC BR]L"System concepts
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9. High level procedures (Informative)

The High level procedures are described in [OMA R&CL SD] 'High level procedures (Informative)
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Appendix B. Guidelines for preparing flow charts (Informative)

The Appendix B Guidelines for preparing flow chastslescribed in [OMA PoC V2.1 SD{uidelines for preparing flow
charts (Informative)
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Appendix C. OMA SEC Group security threats analyses (Informative)

OMA Security Group has analysed the potential Peslisty threats. When the SIP/IP Core corresporitts 3GPP/3GPP2
IMS, these potential security threats are addredgether SIP/IP Cores are used then these palesdturity threats need to
be addressed by the SIP/IP Core:

1. Registering misleading usernames

Currently with the OMA PoC framework a user is negd to have one private identity (which is kegemally by the
SIP/IP Core service provider) and a number of pubientities. Currently it is possible for userségister misleading
public identities in order to fool or masqueradéhat PoC User Plane as other users. For exampgera real name
may be John Smith and may have a private SIP aldsesSIP:John.Smith@operator.net, however, Jotith $an
then register public ID’s such as I®b.Holmes@operator.neRlease note that all public ID’s require operator
provisioning before they can be used. An unknowhlipuD to the SIP/IP Core operator cannot be reged without
prior provisioning.

2. SPAM

There is a general SPAM problem with PoC. It isgjiue for advertising companies or other third jgsrto randomly
invite users to their groups, although the userntba@xcept the invite before participating, thidl aiill cause a
nuisance. SPAM coupled with misleading user pubkmntities can trick the user into participatingpi@ group or one
on one PoC Session. On the network side, SPAMcailse network clogging on the air interface, ifdgample a
third party tries to invite users from a particutetl based on location information.

3. Eavesdropping in PoC Sessions

Because it is possible for users to register amyitpublic user names, as suggested in pointid pibssible for the
attacker to trick the user into accepting an intlitt may have been from a trusted user. For onado
communication this may be identified once the &#astarts his speech, however in Ad-hoc Group Bessions it
may be possible for the attacker to invite him-selto a group session and passively eavesdrop.cblid be picked
up in the network at a later time as the networgrafor can identify the real user behind the pubimntity.

4. The possibility of attacks such as eavesdroppinkesé possible for Pre-Pay customers that haveeuistered
personal details with operators difficult to trdmrause identities are tied down to an IMSI (SIMitand not the
actual user information such as name and address.
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