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1. Scope (Informative)

The scope of this document is to provide an archite for the OMA Presence SIMPLE 1.1 enabler (@res Enabler),
which includes a general network-agnostic modepfesence using the IETF SIMPLE specifications a@ighed with 3GPP

and 3GPP2 Presence Service framework.
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2. References

2.1 Normative References

OMA:
[OMA DM]

[OMA PRESRD]

[OMA PROAD]

[OMA PROCONT]

[OMA PROSEC]

[OMA PROUA]

[OMA XDMAD]

IETF:
[RFC2119]

[RFC2778]

[RFC3261]

[RFC3265]

[RFC3856]

[RFC3857]

[RFC3863]

[RFC3903]

[RFC4483]

[RFC4660]

[RFC4662]

3GPP /3GPP2:

[3GPP TS 23.228]

[3GPP TS 33.222]

“OMA Device Management, V1.1.2 (based on SyncML DMjersion 1.1.2, OMA-DM-V1_1_ 2,
Open Mobile Alliance™, URLhttp://www.openmobilealliance.org/

“Presence SIMPLE Requirements”, Version 1.1, OMA-Ri2sence_SIMPLE-V1_1,
Open Mobile Alliance™, URLhttp://www.openmobilealliance.org/

“OMA Provisioning Architecture Overview”, Version1, OMA-WAP-ProvArch-V1_1,
Open Mobile Alliance™, URLhttp://www.openmobilealliance.org/

“OMA Provisioning Content”, Version 1.1, OMA-WAP-TBrovCont-V1_1, Open Mobile Alliance™,
URL: http://www.openmobilealliance.org/

“OMA Provisioning Bootstrap”, Version 1.1, OMA-WAProvBoot-V1_1, Open Mobile Alliance™ ,
URL: http://www.openmobilealliance.org/

“OMA Provisioning User Agent Behaviour”, Versionll OMA-WAP-ProvUAB-V1_1,
Open Mobile Alliance™ , URLhttp://www.openmobilealliance.org/

“OMA XML Document Management (XDM) Architecture”,&rsion 1.1, OMA-AD-XDM-V1_1,
Open Mobile Alliance™, URLhttp://www.openmobilealliance.org/

“Key words for use in RFCs to Indicate Requiremnssiels”, S. Bradner. March 1997, RFC2119,
URL: http://www.ietf.org/rfc/rfc2119.txt

“A Model for Presence and Instant Messaging”, MyR#aal., February 2000, RFC 2778,
URL: http://www.ietf.org/rfc/rfc2778.txt

“SIP: Session Initiation Protocol”, Rosenberg etlaine 2002, RFC 3261,
URL: http://www.ietf.org/rfc/rfc3261.txt

“Session Initiation Protocol (SIP)-Specific Evemtification”, A.B.Roach, June 2002, RFC 3265,
URL: http://www.ietf.org/rfc/rfc3265.txt

“A Presence Event Package for the Session InitidRimtocol (SIP)”, J.Rosenberg, August 2004,
RFC 3856, URLhttp://www.ietf.org/rfc/rfc3856.txt

“A Watcher Information Event Template-Package far Session Initiation Protocol (SIP)”, J. Rosenberg
August 2004, RFC 3857, URbttp://www.ietf.org/rfc/rfc3857.txt

“Presence Information Data Format (PIDF)”, H.Sugahal., August 2004, RFC 3863,
URL: http://www.ietf.org/rfc/rfc3863.txt

“Session Initiation Protocol (SIP) Extension fordav State Publication”, A. Niemi, October 2004,
RFC 3903, URLhttp://www.ietf.org/rfc/rfc3903.txt

“A Mechanism for Content Indirection in Sessiortiltion Protocol (SIP) Messages”, E. Burger, et al,
May 2006, RFC 4483, URlhttp://www.ietf.org/rfc/rfc4483.txt

“Functional Description of Event Notification Filieg”, H.Khartabil et al, Sep 2006, RFC 4660,
URL: http://www.ietf.org/rfc/rfc4660.txt

“A Session Initiation Protocol (SIP) Event Notiftaan Extension for Resource Lists”,
A. B. Roach et al, August 2006, RFC 4662, URttp://www.ietf.org/rfc/rfc4662.txt

“IP Multimedia Subsystem (IMS); Stage 2", 3GPP 133228,
URL: http://www.3gpp.org/ftp/Specs/archive/23_seriest28/

“Generic Authentication Architecture (GAA);
Access to network application functions using Hyger Transfer Protocol over Transport Layer Segurit
(HTTPS)”, 3GPP TS 33.222, Release 6,
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[3GPP2 S.S0114-0]

[3GPP2 X.S0013-002-A]

URL: http://www.3gpp.org/ftp/Specs/archive/33 _seriest23/

“Security Mechanisms using GBA”, Version 1.0, 3GPP2
http://www.3gpp2.org/Public_html/specs/index.cfm

“All-IP Core Network Multimedia Domain: IP Multiméal Subsystem - Stage 2", Revision A, Version 1.0,
3GPP2,
URL: , http://www.3gpp2.org/Public_html/specs/index.cfm

2.2 Informative References

3GPP/3GPP2:
[3GPP TS 23.141]

[3GPP TS 24.141]

[3GPP2 X.P0027-003-0]

[3GPP2 X.S0027-001-0]

“Presence Service; Architecture and functional dggon”, 3GPP TS 23.141,
URL: http://www.3gpp.org/ftp/Specs/archive/23 _seriesia3/

“Presence service using the IP Multimedia (IM) Chetwork (CN) subsystem; Stage-3“, 3GPP TS
24.141, URLAttp://www.3gpp.org/ftp/Specs/archive/24_seriesiaa/

“Presence Service using IP Multimedia Core Netwuksystem; Stage 3”, Revision 0, Version 1.0,
3GPP2, URL: URLhttp://www.3gpp2.org/Public_html/specs/index.cfm
NOTE: 3GPP2 Work in progress.

“Presence Service; Architecture and functional degon”, Revision 0, Version 1.0, 3GPP2,
URL: http://www.3gpp2.org/Public_html/specs/index.cfm
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3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHAL", “SHALL NOT”, “SHOULD”, “SHOULD NOT",
“RECOMMENDED”, “MAY”, and “OPTIONAL" in this documet are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” antrdbiuction”, are normative, unless they are exijiéghdicated to be

informative.

3.2 Definitions

Context Collaboration
Model

Context Model

Contextual Item

Presence Content Rules

Presence Infor mation

Presence I nformation
Element

PresencelList
Presence Service
Presence Source
Presentity

URI List

User Agent

Watcher

Watcher Information

Watcher Information
Subscriber

An extension of the Context Model. It expands an@ontext Model by describing the interactions
(collaborations) between the entities of this aedture and external entities (e.g. entities irenth
architectures).

A model that identifies all Contextual ltems relet/go understanding architecture.
A logical entity in an architecture.

Rules that determine the content of Presence Irdtiom sent to the Watchers.
Defined in [OMA PRESRD].

Defined in [OMA PRESRD].

A resource list (or URI List) to ask for Presenofotmation for a list of users.

Defined in [OMA PRESRD].

Defined in [OMA PRESRD].

Defined in [OMA PRESRD].

A collection of URIs put together for convenience.

A logical entity that can act as both a user agkent and user agent server. [RFC3261].
Defined in [OMA PRESRD].

Defined in [OMA PRESRD].

Defined in [OMA PRESRD].

3.3 Abbreviations

3GPP 3rd Generation Partnership Project
3GPP2 3rd Generation Partnership Project 2
AD Architecture Document

DM Device Management

GAA Generic Authentication Architecture
HLR Home Location Register

HTTP Hyper Text Transfer Protocol

IETF Internet Engineering Task Force
IMS IP Multimedia Subsystem

1P Internet Protocol

MIME Multipurpose Internet Mail Extension

[0 2008 Open Mobile Alliance Ltd. All Rights Reserve  d.
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MMD MultiMedia Domain

MSC Mobile Switching Centre

OMA Open Mobile Alliance

PIDF Presence Information Data Format
PoC Push-to-talk over Cellular

PRS Presence

PS Presence Server

RD Requirement Document

RLS Resource List Server

SIMPLE SIP Instant Message and Presence Leveraging Eotens

SIP Session Initiation Protocol

UE User Equipment

URI Uniform Resource Identifier

XCAP XML Configuration Access Protocol
XDM XML Document Management
XDMC XDM Client

XDMS XDM Server

XML Extensible Markup Language
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4. Introduction (Informative)

The OMA Presence SIMPLE enabler is a service tlatages the collection and controlled disseminaifdPresence
Information. Multiple standards fora are workingmnesence. This section describes the OMA PreseiMdBELE enabler
and how it relates to similar work of other indy&tandards fora.

The IETF has defined protocols and formats for gmes (see [RFC3265], [RFC3856], [RFC3857], [RFC38E3-C3903],
[RFC4662], etc.). The work of OMA and other foradeages these standards.

3GPP and 3GPP2 have defined a Presence Servicevimiin [3GPP TS 23.141] and [3GPP2 X.S0027-001Fbis
framework has a defined presence reference artlvigeboth in “network layer” and “application layeneaning that 3GPP
and 3GPP2 specifications [3GPP TS 24.141] and [25RP0027-003-0] respectively define end-to-endsBnee
Information flows. The term “network layer” refeisthe communication that is required between tleséhce Service
functional elements (e.g. PS) and various netwtments as they are defined in the network archites of 3GPP and
3GPP2 (e.g. MSC, HLR). The term “application layefers to the communication that is required betwhe various
Presence Service elements (e.g. PS and PresenmeBothich includes the “application layer” furmstal entities. OMA
Presence SIMPLE is aligned with 3GPP and 3GPP2RecesService framework while it fulfils OMA specifiequirements.

Additionally, there are presence services thattexisan be envisaged that do not leverage comeanktinfrastructure as
defined by 3GPP and 3GPP2. However, those presemeiees are still relevant and thus supportethisyarchitecture.

4.1 Security Considerations

This section describes the mechanisms requirethéosecure operation of a Presence service.

4.1.1  SIP Signalling Security
Mutual authentication can be performed, prior tg s@rvice interaction, between:
* aPSand aPresence Source, or
* aPS and a Watcher, or
* aPS and a Watcher Information Subscriber, or
* an RLS and a Watcher.

For an IMS realization, the PS and RLS rely ongbeurity mechanisms provided by the SIP/IP Corevor, for securing
the service environments e.g. authentication ok#reice usage.

4.1.2 XDM security

The XDM security is specified in [OMA XDMAD] Security Consideratiofis

4.2 Requirements

All the requirements as defined in the [OMA PRESRIB met with this document.

[0 2008 Open Mobile Alliance Ltd. All Rights Reserve  d.
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5. Architectural Model

5.1 Dependencies

51.1 Collaboration with Service Enablers

The Presence Enabler provides a variety of sertiwsan be invoked from other Enablers. Thosablems can assume
one or more of the following roles:

» Presence Source: publishes Presence Informatitre tBresence Enabler.
* Waitcher: subscribes to retrieve Presence Informditamm the Presence Enabler.
* Waitcher Information Subscriber: subscribes toee&iWatcher Information from the Presence Enabler.

+ XDMC: manages XML documents stored in the Presetia®lS and RLS XDMS.

5.1.2  Collaboration with Device Management

The Device Management Enabler can be utilised tdigare terminals with relevant data. The Presdfwabler does not
define interfaces between Device Management Cli@misPresence Sources or Watchers.

51.3 Collaboration with XDM Enabler

The Presence SIMPLE Enabler introduces two new XBM®resence XDMS and RLS XDMS. The XML documents
stored in these two XDMSs can be accessed usirggguoes defined in XDM Enabler.

The PS has a co-located XDMC in order to interdt the Presence XDMS and the Shared XDMS. The RasSa co-
located XDMC in order to interact with the RLS XDN&d the Shared XDMS.

5.2 Architectural Diagram

The following figure illustrates the OMA Presencehatecture:

[0 2008 Open Mobile Alliance Ltd. All Rights Reserve  d.
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Bold boxes identify Presence SIMPLE functional entities.
<4—P» Presence SIMPLE reference points (bold arrows)

Figure 1. SIMPLE Presence Architecture

Elements shown in bold are defined in this architecdocument. The remaining elements are extéorthis specification.

The reference points shown here in bold are thueteastre specified in the Presence Enabler. Oghevant reference points
(XDM-3, XDM-4) are specified in the XDM Enabler [OQMXDMAD].

The access network used by the Presence archéeuoty include any radio or other access as weéli@sther nodes
required to support IP connectivity and IP mobility

5.3 Functional Components and Reference Points

5.3.1 Presence Functional Entities
This section describes the entities specified asgbdhe Presence Enabler.
53.1.1 Presence Server
The PS supports the following:
« Accepts, authorizes and stores Presence Informpatiblished by Presence Sources [RFC3903].

e Composes Presence Information from Presence Sources

[0 2008 Open Mobile Alliance Ltd. All Rights Reserve  d.
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e Authorizes Watchers’ subscriptions and distribilRessence Information [RFC3265] [RFC3856].

e Authorizes Watcher Information Subscribers’ suljgis and distributes Watcher Information [RFC3265
[RFC3857].

« Regulates the distribution of Presence Informatind Watcher Information in the manner as requdsyed
Watchers.

«  Stores or retrieves MIME objects to/from the Cohtgerver.
* Fetches documents from the Shared XDMS and theRtesXDMS.
53.1.2 Presence Source

The Presence Source is an entity that providessRecednformation to a Presence Service. The Presgogrce can be
located in a user’s terminal or within a networkitgn The Presence Source supports the following:

« Publishes Presence Information on behalf of thedhtity according to [RFC3903].

« Stores MIME objects to the Content Server.

« Compresses/decompresses the presence related S8Bgee when the Presence Source resides in theakrm
5.3.1.3 Watcher

A Watcher is an entity that requests Presencernmdton about a Presentity or multiple Presentftiesn the Presence
Service. The Watcher can be located in a usersitat or within a network entity. The Watcher sugpdhe following:

e Subscribes to Presentity’'s Presence InformatiorCE65] [RFC3856].

e Subscribes to multiple Presentities’ Presence in&tion [RFC3265] [RFC4662].

¢ Retrieves MIME objects from the Content Server.

* Requests the PS to regulate the distribution asd?ree Information.

* Processes Presence Information.

« Compresses/decompresses the presence related S8Bgee when the Watcher resides in the terminal.
53.14 Watcher Information Subscriber

A Watcher Information Subscriber is an entity tfequests Watcher Information about a Presentity fitoe Presence
Service. The Watcher information Subscriber catobated in a user’s terminal or within a networkitgn The Watcher
Information Subscriber supports the following:

e Subscribes to Watcher Information [RFC3265] [RFCH385
¢ Requests the PS to regulate the distribution ofcW\&atinformation.

« Compresses/decompresses the presence related S8Bgee when the Watcher Information Subscribedessn
the terminal.

5.3.1.5 Resource List Server

The RLS is the functional entity that accepts amhages subscriptions to Presence Lists, which esablVatcher
application to subscribe to the Presence Informatfomultiple Presentities using a single subsmiptransaction. The RLS
supports the following:

« Authorizes Watchers’ subscriptions and distribiRessence Information [RFC3265] [RFC3856] [RFC 4662]
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« Performs back-end subscriptions on behalf of théca [RFC3265] [RFC3856] [RFC4662].
¢ Regulates the distribution of Presence Informaiticthe manner as requested by Watchers [RFC4660].

* Propagates the Watcher’s request to regulate gtetdition of Presence Information in the back-snlscriptions
[RFC4660].

* Fetches documents from the Shared XDMS and the)XdD&S.

5.3.1.6 XML Document Management Client
The XDMC is defined in [OMA XDMAD] and supports tliellowing function:
« Manages XML documents (e.g., Presence Authoris®igdes).

5.3.1.7 Presence XML Document Management Server
The Presence XDMS is an XDMS defined in [OMA XDMA#Diat supports the following function:

« Manages XML documents (e.g. Presence Authoriza&igles) which are specific to the use of a PS.

5.3.1.8 Resource List Server XML Document Managemen t Server
The RLS XDMS is an XDMS defined in [OMA XDMAD] thatupports the following function:

« Manages XML documents (e.g. Presence Lists), waietspecific to the use of an RLS.

5.3.1.9 Content Server

The Content Server is the functional entity thatdpable of managing MIME objects for Presenceyatig the Presence
Sources or the PS to store MIME objects within, ampport retrieval of those objects by the PS eMfatchers as required
for content indirection [RFC4483].

The Content Server relies on external authenticatiod authorization done for the Presence Sourmgs\atchers. When
realized with 3GPP IMS or 3GPP2 MMD networks, GAYGPP TS 33.222] or GBA [3GPP2 S.S0114-0] can bd fme
that purpose.

The authentication and authorization done by thet€u Server for the PS is outside the scope sfdbcument.

NOTE: Any usage of the Content Server for tasks@lated to presence content indirection is oetsiit scope of this
document.

5.3.2 External Entities Providing Services to Presence

This section describes the entities specified bgloOMA Enablers or external organizations.

5321 SIP/IP Core network

The SIP/IP Core is a network of servers, such asi@s and/or registrars that perform a varietyest/es in support of the
Presence Service, such as routing, authenticatnpression, etc. The specific features offereditigrent types of SIP/IP
Core networks will depend on the particulars okthaetworks.

This release of the Presence Enabler utilises IMBNMIMD networks. Future releases may fully spebifyv the Presence
Enabler utilises additional types of SIP/IP Coleis possible that certain future deployments mathave a SIP/IP Core at
all, which would be an item for further study.

When the Presence Service is realized using IM8MD, the Presence functional entities will utilitee capabilities of
IMS as specified in 3GPP [3GPP TS 23.228] and 3GBBPP2 X.S0013-002-A], respectively. In such sabe IMS
network performs the following additional functioimssupport of the Presence Service:
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¢ Routes the SIP signalling between the Presenceidmat entities.
e Provides discovery and address resolution services.
e Supports SIP compression/decompression.
» Performs authentication and authorization of thesBmnce functional entities.
e Maintains the registration state.
e Provides charging information.
5.3.2.2 Shared XML Document Management Server (XDMS )
The functionality of the Shared XDMS is described®MA XDMAD].
5.3.2.3 Aggregation Proxy
The functionality of the Aggregation Proxy is déksed in [OMA XDMAD].
5.3.24 Device Management Server
Device Management Server supports the followingftion that are needed in support of the PresencécBe

« Initializes and updates all the configuration paetars necessary for the Presence functional entitigin the
terminals (e.g. Watcher, Presence Source, etc).

5.3.25 Device Management Client

The Device Management Client performs the followfmgctions that are needed in support of the Pees8ervice:

* Receives the initial configuration parameters dreupdated parameters needed for Presence Seswiceysthe
Device Management Server.

5.3.3  Description of the Reference Points

The Reference Points named as PRS are in scopis dérchitecture.

5.3.3.1 Reference Point PRS-1: Presence Source — S| P/IP Core

The PRS-1 reference point supports the communitiitween the Presence Source and the SIP/IP €wenk. The
protocol for the PRS-1 reference point is SIP ddttaffic is routed to (and from) the PS via the/8 Core.

PRS-1 supports the following functions:
e Publication of Presence Information from Presermgr&s to the PS according to [RFC3903].
* SIP compression/decompression when the PresenceeSesides in the terminal.

When the SIP/IP Core network corresponds with 3GFP® or 3GPP2 MMD networks, the PRS-1 reference tpodmforms
with the following reference points: Pep, Pex, Bepending on the instantiation of the Presencecgqiar.g. PUA, PNA,
PEA) [3GPP TS 23.141], [3GPP2 X.S0027-001-0].

5.3.3.2 Reference Point PRS-2: Watcher — SIP/IP Cor e network

The PRS-2 reference point supports the communitaitween the Watcher and SIP/IP Core network.prbtcol for the
PRS-2 reference point is SIP and the traffic iseduo (and from) either PS or RLS via the SIP/?eC

PRS-2 is used to:
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« Subscribe to a Presentity's Presence Informatidreceive notifications.

* Subscribe to Presence Information and receiveicatibns for Presence Lists.
¢ Include Watcher preferences in subscription reguest

e SIP compression/decompression when the Watcheteei the terminal.

When the SIP/IP Core network corresponds with 3GF® or 3GPP2 MMD networks, the PRS-2 reference tpoamforms
with the Pw reference point [3GPP TS 23.141], [3GRES0027-001-0].

5.3.3.3 Reference Point PRS-3: SIP/IP Core — Presen ce Server

The PRS-3 reference point supports the communicéitdween the SIP/IP Core network and the PS. Tdtegol for the
PRS-3 reference point is SIP.

PRS-3 supports the following functions:
¢ Publish Presence Information.
e Subscribe to a single Presentity’s Presence Infiblomand receive notifications pertaining to thedamtity.
*  Subscribe to Watcher Information and receive nzsifons.
* Regulate notifications of Presence Information atdier Information, as requested by Watchers.

When SIP/IP Core network corresponds with 3GPP tviISGPP2 MMD networks, the PRS-3 reference poinfamns
with the Pwp reference point [3GPP TS 23.141], [B&KX.S0027-001-0].

5.3.34 Reference Point PRS-4: SIP/IP Core — Resour ce List Server

The PRS-4 reference point supports the communicéidween the SIP/IP Core network and the RLS.prbtcol for the
PRS-4 reference point is SIP.

PRS-4 is used to route the SIP messages from Bi&PSCore to and from the appropriate RLS in otder
* Receive a subscription and send aggregated néitdficafor a Presence List.
« Subscribe to Presence Information and receiveioatibns for each Presentity in a Presence List.
« Regulate the aggregated notifications of a Preskisteas requested by Watchers.
« Propagate the Watcher’s request to regulate thetdison of Presence Information in the back-entdsgriptions.

When SIP/IP Core network corresponds with 3GPP éviISGPP2 MMD networks, the PRS-4 reference poinfaons
with the Pwp reference point [3GPP TS 23.141], [B&KX.S0027-001-0].

5.3.35 Reference Point PRS-5: Presence Server — Sh ared XDM Server

The PRS-5 reference point supports the communitaidween the Shared XDMS and the PS. The profocthe PRS-5
reference point is XCAP.

The PRS-5 reference point supports the following:
e Transfer of URI Lists to the PS.
5.3.3.6 Reference Point PRS-6: Presence XDM Server — SIP/IP Core (Void)

Use of this reference point is not supported ia thlease.
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5.3.3.7 Reference Point PRS-7: Aggregation Proxy —P  resence XDM Server

The PRS-7 reference point is between the Aggregdtioxy and the Presence XDMS. The protocol folR&-7 reference
point is XCAP.

The PRS-7 reference point provides the followingcfion:

« Presence-specific XML document management (e.gterenodify, retrieve, delete).
5.3.3.8 Reference Point PRS-8: Presence Server — Pr esence XDM Server
The PRS-8 reference point is between the PS anrdeence XDMS. The protocol for the PRS-8 refexgruint is XCAP.
The PRS-8 reference point provides the followingction:

e Transfer of XML documents (e.g. Presence AuthoidzaRules) from the Presence XDMS to the PS.
5.3.3.9 Reference Point PRS-9: Resource List Server — Shared XDM Server

The PRS-9 reference point supports the communitcéitween the Shared XDMS and the RLS. The protocdhe PRS-9
reference point is XCAP.

The PRS-9 reference point supports the following:

* Transfer of URI Lists to the RLS.

5.3.3.10 Reference Point PRS-10: Resource List Serv er — RLS XDM Server

The PRS-10 reference point supports the commuaitaitween the RLS XDMS and the RLS. The protozottfe PRS-10
reference point is XCAP.

The PRS-10 reference point supports the following:
¢ Transfer of XML documents (e.g., Presence Lis@minfthe RLS XDMS to the RLS.
5.3.3.11 Reference Point PRS-11: RLS XDM Server — S |IP/IP Core (Void)
Use of this reference point is not supported ia thlease.
5.3.3.12 Reference Point PRS-12: RLS XDM Server — A ggregation Proxy

The PRS-12 reference point is between the Aggregdtioxy and the RLS XDMS. The protocol for the PRI eference
point is XCAP.

The PRS-12 reference point provides the followimgction:
* RLS-specific document management (e.g. create,fjmadirieve, delete).
5.3.3.13 Reference Point PRS-13: Presence Source — Content Server

The PRS-13 reference point is between the Pressmoee and the Content Server. The protocol foPR8-13 reference
point is HTTP.

The PRS-13 reference point provides the followimgction:

e Storage of MIME objects related to presence putitioa in the Content Server.

NOTE: The Presence Source is responsible to edertthe presence publication with the MIME objéickes stored
on the Content Server.
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5.3.3.14 Reference Point PRS-14: Watcher — Content  Server

The PRS-14 reference point is between the Watgalobttee Content Server. The protocol for the PR$efdrence point is
HTTP.

The PRS-14 reference point provides the followimgction:
¢ Retrieval of MIME objects related to presence ncdiions from the Content Server.
5.3.3.15 Reference Point PRS-15: Presence Server — Content Server
The PRS-15 reference point is between the PS an@ahtent Server. The protocol for the PRS-15 esiee point is HTTP.
The PRS-15 reference point provides the followimgctions:
¢ Retrieval of MIME objects related to presence pediions from the Content Server.
« Storage of MIME objects related to presence natifans in the Content Server.
5.3.3.16 Reference Point PRS-16: Watcher Informatio n Subscriber — SIP/IP Core

The PRS-16 reference point is between the Watctierrhation Subscriber and the SIP/IP Core. Theguatfor the PRS-
16 reference point is SIP.

The PRS-16 reference point provides the followimgctions:
*  Subscribe to Watcher Information and receive nzsifons.
« Include Watcher Information Subscriber prefererinesibscription requests.
e SIP compression/decompression when the Watchemhattion Subscriber resides in the terminal.

When the SIP/IP Core network corresponds with 3GFP® or 3GPP2 MMD networks, the PRS-16 referencatpadnforms
with the Pep reference point [3GPP TS 23.141], B&RX.S0027-001-0].

5.3.3.17 Reference Point XDM-1: XDM Client — SIP/IP  Core (Void)
Use of this reference point is not supported ia thlease.

5.3.3.18 Reference Point XDM-3: XDM Client — Aggreg ation Proxy

The XDM-3 reference point is described in [OMA XDNDA

5.3.3.19 Reference Point XDM-2: Shared XDMS - SIP/I P Core (Void)
Use of this reference point is not supported ia thlease.

5.3.3.20 Reference Point XDM-4: Shared XDMS — Aggre gation Proxy

The XDM-4 reference point is described in [OMA XDNDA

5.3.3.21 Reference Point IP-1: SIP/IP Core network — Remote Presence Network
(based on a SIP/IP Core)

The IP-1 reference point supports the communicdigtween the SIP/IP Core network and a Remote ieed¢etwork
based on a SIP/IP Core network. The protocol ferr1 reference point is SIP.

When the SIP/IP Core network corresponds with 3GF¥ or 3GPP2 MMD networks, the IP-1 reference pomtforms
with the Pw reference point as it is defined in B3%23.141] and [3GPP2X.S0027-001-0].
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5.3.3.22 Reference Point DM-1: DM Client — DM Serve r

The DM-1 reference point is described in [OMA DMhe Presence Enabler will define the presence gorgdtion object(s).

534 Presence Information Format

The Presence Service uses the Presence Infornidiian-ormat (PIDF) [RFC3863] and its extensionthashase format
through which Presence Information is represented.

The OMA Presence Enabler defines the semanticsvefral presence elements, and allows for thoseeglesmo be
extended. Those elements are represented in Xifig tise PIDF format.

5.35 Presence Authorisation Rules

The following sections describe Presence AuthadeaRules that Presentities can define to conbteldissemination of their
Presence Information. Presence Authorization Regesist of Subscription Authorization Rules andseree Content
Rules.

5.3.5.1 Subscription Authorization Rules

Subscription Authorization Rules determine how imang subscriptions are handled.

Subscription Authorisation Rules determine thoseédhkrs who are allowed to subscribe to the Preskrficamation of a
Presentity and those who are not allowed. The Sigten Authorization Rules may include lists tltain be stored in the
Presence XDMS or the Shared XDMS.

The Subscription Authorization Rules support tHeefeing actions:

e Accept

* Reject

* Polite block

+ Deferred decision
The document containing the Subscription AuthormaRules is stored in the Presence XDMS.
5.3.5.2 Presence Content Rules

Presence Content Rules determine which Presenmemiafion is disseminated to Watchers that have beeepted by
Subscription Authorization Rules. A Presentity dafine Presence Content Rules that apply to omeooe Watchers.

The same document containing the Subscription Aighation Rules also includes the Presence ContelesR

5.3.6  Charging

5.3.6.1 Charging Architecture

Both online and offline charging are supported.

5.3.7 Registration

When the SIP/IP Core corresponds with 3GPP/3GPR2, BMUE that supports the Watcher Information Stthe Presence

Source or Watcher functionality uses the 3GPP/3A@RRRregistration mechanisms [3GPP TS 23.228] [3GRBS0013-
002-A].
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5.3.8  Presence Service Provisioning

The Presence Service provider can set up the Re&srvice configurations remotely in the termitlice by using the
device management mechanism specified in [OMA PRDADe updates of the Presence Service configuraéoe
remotely performed in the terminal device by ud@ylA DM].

A terminal device containing the Watcher, Watch#oimation Subscriber or Presence Source functientties, compliant
with [OMA PROUA] is able to receive the contentsitsiey service provider. The exact syntax and dediniof parameters
needed for Presence Enabler are specified in [OR®EONT], while the specific semantics are definethie Presence
Enabler. The bootstrap mechanism defined in [OMABEC] and [OMA DM] is used to enhance the securitthe
provisioning.
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