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1. Scope

This document contains use-cases and requiren@rasHresence Service, taking into consideratioaglemands of end-
users, service providers, and system implementers.
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3. Terminology and Conventions

3.1

Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHAL", “SHALL NOT”, “SHOULD”, “SHOULD NOT",
“RECOMMENDED”, “MAY”, and “OPTIONAL" in this documet are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” antrdbiuction”, are normative, unless they are exijiéghdicated to be

informative.

3.2

Application-specific

Application-specific
availability

Application-specific
willingness

Authorization
Categories

Default willingness

One-time Event
Subscription and
Notification

Overriding Subscriber
Willingness

Presence

Presence Enabled
Phonebook

Presence Information

Presence Information
Element

Presence Server

Definitions

A qualifier that designates a presence elemenighether specific to a communication means (agh
PoC or IM), or pertains to an application (suctaaetworked game application).

Available indicates that it is possible to initi@&ommunication of this type; “Not Available” irdites
that it is not possible to initiate a communicatadrthis type. For example, if a user is provisidnéth
the PoC Service, within coverage, has an apprephiandset, etc., they would be available for PoC,
whereas if any of those were not true, they woeldNbot Available”.

Note: this is mostly unrelated to whether the iserilling or not to accept this particular type of
communications. “The Application-specific availafyiwould be supplied by various network elements;
and is commonly referred to as “network presence.

Indicates whether the user is willing to accept oamications of this type. If the application-specif
availability is set to “Not Available” this presemelement has no relevance. If this presence ekeigen
not present in a presence document, it may be édduam the “Default Willingness” presence element
[see Default Willingness definition]. This valuetbifs presence element may be overridden by the
“Overriding Subscriber Willingness” presence eletrjsee Overriding Subscriber Willingness definifion

An Authorization Category consists of a list of aladrs that identifies a trust relation like Famityiends
or Colleagues.

Indicates the end-users default willingness to coamioate in the absence of an application specific
willingness presence element. For example, if & iss#\vailable” on a particular application, buasinot
published their willingness for that applicatione tdefault value would be used. This presence eleme
where applicable, may still be overridden by theé®iding Subscriber Willingness” presence element
[see Overriding Subscriber Willingness definition].

One-time Event Subscription and Notification is teature that enables subscribers to place a
subscription that will generate a single notifioatand then terminate itself.

The Overriding Subscriber Willingness provides rdigation, set by an end user, that takes precedenc
over both the Application-specific willingness ahe Default willingness settings. For example, when
Overriding Subscriber Willingness indication is geat, a positive setting indicates that the useilisng

to accept communications for all available commatiins types, while a negative setting indicates th
the user is not willing to accept any communication

Ambiguous term. Not used within OMA specifications.

A convenient way of referring to a client displayipresence information about one or more presesutiti
This is a generic name, not mandating nor implying particular implementation or set of features.

Dynamic set of information pertaining to a Preggrttiat may include presence elements such as the
status, reachability, willingness, and capabilitéthat Presentity.

Note: This definition is compatible with the 3GPBRP2 definitions, as well as the IETF definition,
though the latter is quite generic.

A basic unit of Presence Information.

A logical entity that receives Presence Informafimm a multitude of Presence Sources pertainirtheo
Presentities it serves and makes this informati@ilable to Watchers according to the rules assedia
with those Presentities.
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Presence Source

Presentity

Principal

Note: In IETF SIMPLE Presence a Presence Servefésred to as a Presence Agent.

A logical entity that provides Presence Informati@mtaining to exactly one or more Presentitiehéo
Presence Server. 3GPP/3GPP2 Presence User Agerssnée Network Agents, and Presence External
Agents are examples of Presence Sources.

Note: In IETF SIMPLE Presence, Presence Soureeseferred to as Presence User Agents. In IETF
2778, they are referred to as Presentities.

A logical entity that has Presence Information (@e&nition below) associated with it. This Presenc
Information may be composed from a multitude ofsBnee Sources. A Presentity is most commonly a
reference for a person, although it may represeoleasuch as “help desk” or a resource such as “
conference room #27”. The Presentity is identifigca SIP URI, and may additionally be identifieday
tel URI or a pres URI .

Note: This definition maps better to the RFC2778nitéon of a Principal, rather than that of RFC377
Presentity. This definition is compatible with 8@ PP/3GPP2 definitions of presentity, as well as ¢
IETF SIMPLE Presence.

Not used within OMA Presence specifications.
Note: Defined in RFC2778. In OMA/3GPP/3GPP2 a Rrégeresembles an IETF Principal.

The following definitions are referenced from [RFCZ78].

Communication address

Communication means

Contact address

Notification

Subscriber

Subscription

Consists of communication means and contact address

Indicates a method whereby communication can té@eplinstant message service is one example of a
communication means.

A specific point of contact via some communicatineans. When using an instant message service, the
contact address is an instant inbox address.

A message sent from the presence service to arsdrsehen there is a change in the presence
information of some presentity of interest, as rded in one or more subscriptions.

A form of watcher that has asked the presencecetuinotify it immediately of changes in the prese
information of one or more presentities.

The information kept by the presence service ahautbscriber’s request to be notified of changdken
presence information of one or more presentities.

The following definitions are referenced from [3GPPPS].

Fetcher

Poller

Presence service

Subscribed-watcher

Watcher

A form of watcher that has asked the presencecefor the presence information of one or more
presentities, but is not requesting a notificafimm the presence service of (future) changes in a
presentity’s presence information. (Differs slighftom [RFC2778] definition). (Identical to [3GPP2
PS)).

A fetcher that requests presence information aegalar basis. (Identical to RFC2778) and [3GPP2 PS]
definitions).

The capability to support management of preserfoenmation between watchers and presentities, in
order to enable applications and services to makenfipresence information. (Differs from [RFC2778]
definition, identical to [3GPP2 PS].)

A type of watcher, which requests notification frdme presence service of changes in a presentity’s
presence information, resulting in a watcher-supson, as they occur in the future.

Any uniquely identifiable entity that requests mese information about a presentity from the presen
service. Special types of watcher are fetchergpodind subscribed-watcher. (Differs slightly from
[RFC2778] and [3GPP2 PS] definitions).

[0 2008 Open Mobile Alliance Ltd. All Rights Reserve  d.
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Watcher information

Watcher subscription

Information about watchers that have received or reeeive presence information about a particular
presentity within a particular recent span of tigiffers slightly from [RFC2778], is identical {8GPP2
PS] definition).

The information kept by the presence service ahautbscribed-watcher’s request to be notified of
changes in the presence information of one or rpaFsentities. Note: This definition represents an
entity’s request to obtain presence informatior @mot related to the term “subscription” in [3&P
GM]. Within this specification the term watcher-sahiption (and its derivatives) purely refers tisth
relationship.

The following definitions are referenced from [3GPPPS STAGEZ].

Presence network agent

Presence user agent

A network located element that collects and semtiwark related presence information on behalf ef th
presentity to a presence server. This is a tyggegence source

A terminal or network located element that collentsl sends user related presence information to a
presence server on behalf of a presentity. Trastype ofpresence sourcéDiffers from [RFC2778]
definition).

The following definitions are referenced from [3GPR PS].

Interoperable services

Provisioning

Two implementations are interoperable if they egrriact without protocol interworking devices.

An action taken by the service provider to makeptessence service available to a subscriber.
Provisioning may be general, where the service pgagnade available to all subscribers without prior
arrangements being made with the service provatdt,may be pre-arranged, where the service isesmad
available to an individual subscriber only aftez trecessary arrangements (e.g., login name, pagswor
have been made with the service provider.

3.3 Abbreviations

3GPP 3rd Generation Partnership Project

3GPP2 3rd Generation Partnership Project 2

CIPID Contact Information in Presence Information Datenkad
DND Do Not Disturb

FIFO First In, First Out

GGSN Gateway GPRS Support Node

GMT Greenwich Mean Time

GPRS General Packet Radio Service

IETF Internet Engineering Task Force

IM Instant Messaging

IMPS Instant Messaging and Presence Service (aka Wsreidage)
IMS IP Multimedia Subsystem

IP Internet Protocol

ISDN Integrated Services Digital Network

MMS Multimedia Messaging Service
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MSISDN
OMA
PEP
PoC
RFC
RPID
SGSN
SIMPLE
SIP
SMS
UMTS
URL
VIP
VMS
VolP
WV
XCAP
XML

Mobile Station International ISDN Number
Open Mobile Alliance

Presence Enabled Phonebook

Push to talk Over Cellular

Request For Comments

Rich Presence Information Data

Serving GPRS Support Node

SIP for Instant Messaging and Presence Leveragitengions
Session Initiation Protocol

Short Messaging Service

Universal Mobile Telecommunications System
Universal Resource Locator

Very Important Person

Voicemail Service

Voice over IP

Wireless Village (aka IMPS)

XML Configuration Access Protocol

Extensible Markup Language
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4. Introduction
4.1 OMA Presence Mandate

SIP/SIMPLE by IETF is accompanied with a set oéinet Drafts and RFCs (such as RPID, Rich Predaef@enation Data
Format; CIPID, Contact Information in Presence infation Data Format; and XCAP, XML Configurationdess
Protocol). 3GPP and 3GPP2 specify the practicaldmpntations of IETF specifications in IMS (IP Moiedia Subsystem)
and MMD (MultiMedia Domain) respectively. Both tigport IP traffic and use SIP as signalling protpaaodd are commonly
known as SIP/IP Core. On top of all this, OMA SIMPpresence service specifications, developed in REQPAG WGs,
define a SIP/SIMPLE-based Presence Service.

The specifications mentioned above leave a numibgegrees of freedom open; for example, the tugdedefined by IETF
can be used any which way to convey Presence lafism Not even the Presence Information contegpéified. The
situation is akin to having a functioning phoneeliout no common language between the conversintiggarhis makes it
difficult to achieve interoperability between diféat vendor’s products.

OMA'’s role is to create application level specifioas for Presence Service. This includes presaricamation semantics
and guidelines for presence applications, pleaségpire 1. These specifications shall be agntstice underlying network
technology, be it specified by 3GPP, 3GPP2, ordmebody else.

CIOMQ = e

Al guidelinesfor use.

| AGLOBAL?NITIATIV’E @ Implementation in
3GPP2 networks

e\ e

1 ETF

Implementation in
3GPP networks

Protocols,
Reference Models

Figure 1. Presence specification layers

4.2 Service Overview

A Presence Service is a software system whosestiecollect and disseminate presence informasabject to a wide
variety of controls. The requirements establisimed this document fall into two categories:

» Requirements pertaining to the mechanisms utilimembllecting and disseminating presence informmtincluding
the means to do so in a controlled way (e.g. phptabscribe, notify, etc.)

* Requirements pertaining specific types of presémioemation content (e.g. willingness to communégat
device/application status, etc.)

Note that the Presence Service features are nitédirto any particular type of presence informatidowever, in the context
of this specification we will only be standardiziadimited set of presence elements.

4.3 Presence Information, Sources and Watchers

Wireless Village specifications define a set ofilatites that convey various properties of a hunser,usuch as
UserAvailability and StatusText. An extension meatbhm is also specified. SIP/SIMPLE was originalgsiyned from
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communication channel point of view, e.g., to espr@hether a certain communication channel (v&@bt&S, etc) is
available, and what the priority of that channeSEP/SIMPLE has been extended towards more Wgaldkge —like
personal attributes (e.g. RPID).

Developing the Presence Service concept requinelsily about presence-related issues in broaderststill because both
WYV and SIP/SIMPLE do only part of the job. We neéedbe able to convey information about the perssingiPresence
Service, but also about the communication mearws Bbe uses. Further, there may be presentitiesvatahers that do not
correspond to any human being at all, but to aieer¥inally, also network elements may produce @rsume Presence
Information.

Figure 2 illustrates the presence information sesiend watchers that need to be taken into acao@MA specifications:

Presence

Presentities Sources

= Network Network
Hements PS Hements
People @
o
Servers S Servers
eg., PoC e.g. PoC
Radio Sation =
Applications, eg., Applications, e.g.,
orporate Calendar Qorporate Galendar
|
Stock Service

Figure 2. Presence Service components.

» People human presence users, publish their personatpcesnformation. To do this, a user may use aticgtion in
her mobile phone or a desktop application. Please that the presentity’s state may also includeroanication
channels’ states, such as VoiP, video, or PoC.

* Non-human presentitievay also publish presence information, for exampledio station may want to publish the
song currently playing, and a call center mightlighbinformation about congestion situation suchvaging line size
and expected waiting time.

* Networkelementsfor example, may produce presence informatiotepeng to a person, for example, whether a person
is registered to the network or not. Networks eletmaenay also consume Presence Information

* Yet another group of presence information souroelsveatchers arapplication serversindapplicationsin the network.
For instance, a corporate calendar applicationccoptiate an employee’s availability informationdzhen behaviour.
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4.4  Presence Information Processing

Figure 2 is simplified in the sense that Preserezges is more than a mere relay station for thedtree Information. There
are several stages of processing that need tgptake before the Presence Information can be dissésal further, please
see Figure 3.

Presentity

Presence Service

fPresence) Presence
Source Document

< e Watcher
Watcher Throttling

(Presence
Authorization)

Gandidate
Presence
Document

Watcher
Transfor-

Figure 3. Processing of presence information

The Compose function takes the presence informatiginating from several Presence Sources bugjpéng to one
Presentity and, according to composition rulesateiea raw presence document. After that, auttiomizes performed for all
watchers subscribed to the Presentity’s Presericemation, and the presence document is changextdingly. This is
necessary because not all watchers are intendsbtthe same presence elements; this stage cseaszal parallel
documents. Each of these documents is subjectgertavatcher or per-watcher-group transformationictvincludes, e.g.,
filtering and partial notification.

The resulting notifications are passed outsidedPes Service; after this, the number of notifiaagionay be cut down by
throttling, if such a feature is supported.

4.5 Communicating preferences to end-users using Pr  esence
Information

One of the purposes of publishing presence infdonatbout an end user to authorized watchers setappropriate
expectations among communications partners, thenelngasing the chance of successful communicatiging the most
suitable or preferred communications means.

To set the correct expectations to potential comoatimg partners, a user’s presentity may provifferegnt presence
information to different watchers, for instance flimg/available” to some and “unwilling/not avail@b to others.

In addition, a watcher may receive a status of ‘illimg/unavailable” that applies to one or more,aircommunication
means. As such, presentities can communicate viygiets of incoming sessions they want to accept.

Furthermore, the presence service provides camathanisms to presence sources. For examplenpeestate may be
associated with a certain validity duration, inertb communicate its “freshness”.

Thus, watchers should ensure they understand anthase mechanisms in order to interpret the poesierfiormation in an
consistent and accurate manner.. Additionally, waeser agent renders presence information togveed by a end-user, it
should do so in a way that accurately portrays¢iceived presence information. For example, érdain element of
presence information expires, then the user adentld present this appropriately to the user.
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One of the roles for the requirements in this doeniis to facilitate the definition of presenceoimhation and the
publication and notification of that informationdnder to convey it to potential partners in cominations, such that both
parties can consistently interpret this this infatibn and have the correct expectations for angegirent communications.

4.6 Requirements Fulfilled

All the requirements as defined in the present Rbnaet in the present Enabler Release apart frosethisted below.

Requirement ID/Number Phase Met

6.1.3.2 #3, #4, #23, #26 Phase not specified

6.1.3.3#4 Phase not specified

6.1.6 #2 Phase not specified

6.1.6 #3 Phase not specified

6.1.3#1 Not met

6.1.3.1 #2, #5, #8 Not met

6.1.3.5 Not met

6.1.4.1 #3 This requirement is met through 1
use of publication expiration.
However this expiration is applied
to the publication as a whole and
cannot be applied to individual
elements

6.1.4.2 #3 Partially met

6.1.9.1 The details are outside the curren
scope of the specification

6.1.9.2 The details are outside the curren
scope of the specification

—

—
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5. Use Cases (Informative)

The following use cases are provided to furthestlate the functions and roles of the variousesgstlements in the
Presence framework and the inter-related functamformed by the Presence Server

5.1 Provisioning

5.1.1  Setting Up My Presence Service

5111 Short Description

This use case shows how mobile subscribers cofignair Presence Service preferences (e.g. prdfereans of
communication, blocking of a user). The mobile suiter is able to indicate and configure how hefshats to be
contacted (e.g. indicate to others that she warite tcontacted through Instant Messaging when éégsh a meeting) and
to which person(s) he/she does not want to provisier presence information.
5.1.1.2 Actors

« Alice — Configures the presence service accordirttgt preferences

« Bob - Wants to get Alice’s presence information eontact her

« John — Wants to get Alice’s presence informatioth @ntact her

e Presence Client (PC) — Resides in the mobile defiedice, Bob and John

¢ Instant Messaging Client — Resides in the mobilgageof Bob and Alice

* Presence Enabled Phonebook — Resides in mobileatesf Bob and John and is able to get presencamation
from the Presence Client (PC)

* Presence Server — Resides in the network

5.1.1.3 Actor Specific Issues

Alice wants:

e To configure her presence service in order to stgithat she wants to be contacted only by Insfsisaging,
when she is in a meeting

« To configure her presence service in order noetadntacted by Bob at any time, without him knowtingt he is
blocked (polite blocking)

Bob wants to:

* Getin touch with Alice when she becomes available

John wants to:

« Getin touch with Alice regardless of the meansafimunication (e.g. messaging, voice)

The Presence Service to work automatically behiedstenes, requiring a minimal amount of user actesn

5.1.1.4 Actor Specific Benefits
Alice:
e Is able to be contacted by John according to tefepences (only by Instant Messaging when sheasnteeting)

¢ Is able to block John, without him knowing thatisi®locked
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Bob:

e Is able to get in touch with Alice

5.1.1.5 Preconditions
« Alice, Bob and John are all provisioned to useRhesence Service

« All the actors are able to make changes in theisgmce information by themselves (i.e. they amuerage area all
the time)

5.1.1.6 Postconditions
« Alice is successfully contacted with Instant Messggvhen she is in a meeting
« Bob does not manage to contact Alice

< John manages to contact Alice with Instant Mesgpgihile she is in a meeting

5.1.1.7 Normal Flow
1) Alice invokes her Presence Service Settings meimgtirmobile device
2) Alice chooses the “Preferences” option and in fAmfiles” option defines a new profile named “imaeting”

3) Alice inside the “in a meeting” profile chooses ti@mmunication preferences” option and defines #he wants
to be contacted only by “Instant Messaging” whea ishusing this profile

4) Alice chooses again the “Preferences” option arttién‘Contact List” option chooses Bob’s entry
5) Alice defines that she does not want Bob to haeessto her Presence information and “blocks” him

6) Bob invokes his PEP in his mobile device and cheddie’s entry trying to retrieve Alice’s presenoéormation
from the Presence Client (PC) in her mobile device

7) As Alice has “blocked” him and the presence infdiiorahe receives is fake and he sees that Aliteds
available” although in reality she is

8) John tries to retrieve Alice’s presence informafiamm his PEP in his mobile device

9) John sees that Alice is “in a meeting” and the amliicated way he can get in touch with her is tigto “Instant
Messaging”

10) John sends her an instant message asking herimeaghe finishes her meeting

11) Alice replies back to him with an instant messageriming him about the finishing time of meeting

5.1.1.8 Alternative Flow

None

5.1.1.9 Operational and Quality of Experience Requi  rements
» Bob does not realize that he has been “blocked'thimés that Alice is not available
« Alice is able to modify her “Profile” Settings aeding to her preferences in an easy way

¢ Alice is not contacted with other means of commatitn apart from the ones indicated (in the exaropleeing “in
a meeting” only by Instant Messaging)
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5.2 Basic Presence Usage

5.2.1 Sharing Presence Information A

This use case will demonstrate how a user can sheirepresence information with presence awardicgipns and users.
This will include how to make their presence infatin available and how to manage the authorisatidgrow/what can use
their presence information and what piece(s) af fhiesence information can be accessed.

5211 Short Description

In this use case the user wants to share his peseformation with applications that require og anhanced with presence
information. This use case focuses on a phonebpplication which requests presence informationiaralithorized access
to this information.

5.21.2 Actors
Bob — The owner of the presence information

Sue — User of a PEP application

5.2.1.3 Actor Specific Issues

Bob is subscribed to a presence service and caidprpresence information about his availabilitd @tatus to applications
that are presence enabled. In this use case Bslagetjuest from Sue’s PEP application requestiaighte share his
presence information. Bob will need to authorise ghonebook application to receive his presencernmdtion, what
presence information is to be shared, and for tomg it can receive presence information withouereing its authorisation
from Bob.

Sue is Bob’s new business colleague and she hasl ddksl contact information to her phonebook. Hematbook has the
ability to receive and display presence informatfauthorised to do so. She will indicate in Bobiformation to also
display his presence information.

5214 Actor Specific Benefits
Bob will provide better contact information to luis-workers and reduce missed calls.

Sue will not only have Bob’s contact informatiomit bvill also be able to see if he is reachable lzao.

5.2.1.5 Preconditions
Bob and Sue both have a subscription to a pressmreeEe.
Sue will need to have a PEP service.

Sue knows how to enable the presence-related é&satuther phonebook. This may require her to krtewprresence service
provider information (presence server) and anyratieeded information.

5.2.1.6 Postconditions

Sue will be able to see Bob’s presence informatiben she looks in her phonebook for him. This alibw Sue to know
the best method for contacting Bob.
5.2.1.7 Normal Flow

1) Sue and Bob have recently exchanged business tamfiaenation due to a project they will be working
together.

2) Sue enters Bob’s information into her PEP.
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3) Once Sue has entered all of Bob’s information lreophonebook she selects the “enable presendeitéea

4) Sue then enters the necessary information to diwphonebook application to contact the preseeces
providing Bob’s presence service. Once all needamation is input Sue selects “complete”.

5) The phonebook application will contact Bob’s preseserver asking for Bob’s presence information.
6) Bob’s presence server will check to see if Sue@ngivook is authorised to receive this information.
7) Sue’s phonebook is not currently approved to recBob’s presence information.

8) Since Sue’s phonebook does not have authorisatiohis information the presence server will semdsponse to
Sue’s phonebook application that it is not autheatifor this information, along with an indicatian$ue’s
phonebook asking if it would like to attempt toeae authorisation.

9) The phonebook provides and indication to Sue thatriot authorised for this information, and aslshe would
like to attempt to receive authorisation.

10) Sue selects “yes” and the phonebook sends a refuitns presence server to attempt authorisation.

11) When the presence server receives the requestStmis phonebook it sends a notification to Bob Swat’s
phonebook would like to receive his presence infirom.

12) The presence service provided to Bob by the preseeiver will provide Bob options to deny the resjuully
accept the request, or partially accept the reqaéstg with granular options to select what infation is to be
made available). “Deny” will cause the presenceeseto not provide presence information to Suegégqt” will
provide all of Bob’s presence information to Suaj &partially accept” will allow Bob to select whatesence
information is provided to Sue.

13) Bob selects “Partially Accept” and inputs his sgjti and conditions

14) The presence service receives Bob’s input and apdt policy information on Bob regarding what t&n
presented to Sue’s phonebook and for how long.

15) The presence server then sends a notification és$tnonebook approving its authorisation requesd, sends the
authorised presence information to Sue’s phonebook.

16) The phonebook will notify Sue of the authorisataomd will present the presence information about iBdfis entry
in Sue’s phonebook.
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5.2.1.8 Alternative Flow

An alternative flow would be that Bob was not ashie when the phonebook attempted authorisatidghatfis the case then
there would be a need for the presence serveote 8te request until Bob was available. This waadse a few extra steps
to be inserted between steps 10 and 11 to basktaltg the request until Bob becomes availablea@amdtify Sue’s
phonebook that it is attempting authorisation,that it will be delayed until Bob is available.

5.2.1.9 Operational and Quality of Experience Requi  rements

By granting his business related presence infoondt Sue they are able to better coordinate theik activities. Sue is
able to know when Bob is available and how besbittact him. This will make their professional iatetion more efficient
and organized, hopefully reducing costs and imprgaverall performance.

5.2.2  Sharing Presence Information B

This use case will demonstrate how a user can shairepresence information with presence awardiegins. This will
include how to make their presence available amwdtoomanage the authorisation of who can accesspghesence and what
piece(s) of their presence information can be ammksPresence may be shared from the presence sear®ther
application server (e.g. PoC Server). This use uase a generic application as the application witlcth to share presence
information.

5.2.2.1 Short Description

In this use case the user wants to share his preseformation with applications that require o @nhanced with presence
information. There are several ways that presemiceration can be shared. In this use case thepcesnformation owner
initiates the sharing of presence information.

5.2.2.2 Actors
Bob — The owner of the Presence information

The Team — Bob’s friends and business colleagussy Will be provisioned to the generic applicatsamvice and will
benefit from Bob authorizing the application acdeskis presence information.

Presence Server — This is the presence serverassbwith Bob’s Presence information

Application Server — The Server that will receivet® presence information

5.2.2.3 Actor Specific Issues

Bob has presence information about his availakéitgl status. In this use case Bob needs to authemigpplication server
to receive his presence information.

The Team would like to be able to tell when Bohvsilable and able to be contacted. They will etf@ybenefits of a
presence enabled service.

5.2.2.4 Actor Specific Benefits

The value to Bob is that the application will béeafo post his availability to his colleagues aridrfds.

5.2.25 Preconditions
Bob is provisioned to both a Presence service arapglication service
Bob’s application service is subscribed to Bob'sgaence information.

The presence service is handled by a presencer $katés logically separate from the applicatiemer.
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5.2.2.6 Postconditions

Bob will have authorised the Team’s applicatiomtoess his presence service information, and. Wienbers of his team
use the application they will be able to tell iflBis available.

5227 Normal Flow

1) Bob has a new device that allows him to share t@sgmce information with other users, such as é&1 (his old
device did not support presence services).

2) Bob decides that allowing his friends and busiredieagues to see his presence information woultheable to
him.

3) Bob updates his presence information and privacgmaters via his presence application.

4) The presence server updates its policy informdtoBob.

5) Bob receives a positive acknowledgement from tlesqmce server indicating that his update was ssittes
6) The application service request Bob’s presencernmdition from his presence service

7) The presence service responds with Bob’s presefcariation to the application service.

8) Bob accesses his application and identifies wiamithorised to receive his presence information,iadidates that
all of his presence information should be madelabbs.

9) Bob receives a positive acknowledgement from tineeséndicating that his update was successful.

10) The application can now use Bob’s presence infdonaThe Team members that are currently conneotéue
Service will have their presence information on Bipldlated accordingly. Team members that connebieto
Service later will receive Bob’s updated preseméermation

11) Bob is able to modify and change his presencenmétion as he needs depending on if he does nottodnet
disturbed, is in a meeting, or is away from théceffetc.
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5.2.2.8 Operational and Quality of Experience Requi  rements

« By having the ability to manage and provide hissenee information, Bob is now able to be more &ffeat work,
and to have a more enjoyable life away from work.

5.2.3  Finding Other Presence Users

This use case will demonstrate how a user candihdr users that utilize presence enabled services.

5.2.3.1 Short Description

In this use case we will see a user (Bob) tryinfirtd another user of presence-enabled services.UBe case includes how
Bob is authorized for this service, and privacyiéssthat will need to be considered in this use.casuccessful out come
of this use case will have Bob successfully fingl tither user of presence-enabled services. The'fimli in this use case
means that Bob is able to identify the other uselpes not mean that he will literally locate gerson.

5.2.3.2 Actors
Bob — The person that is attempting to find anotlssr of presence-enabled services.
Jan — This is the user that Bob finds

Presence Server — This is the server that is prayithe presence service to Bob and Jan

5.2.3.2.1 Actor Specific Issues

Bob has just signed up for a new service [Presemugthe is trying to figure out how it works anch ¢ee used on his device.
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Jan is a subscriber of presence-enabled servicksaanbeen using them for sometime, she is algeralfof Bob’s and is
helping Bob to understand his service.

The Presence Server is the network entity that gesboth Bob and Jan’s presence service.

5.2.3.2.2 Actor Specific Benefits

As a new user, Bob will be able to enable diffeidignts on his device with presence informatiod provide enriched
capabilities that will save him time and money, amake him a more effective in his work and day-&gy-tife.

Since Jan is already a user of presence-enableidesin her life she is focused on showing Bob ftomorks and how he
will benefit from presence information.

5.2.3.3 Preconditions

Bob has just started using the service and hasiead®ith several clients (IM, PoC, and phonebdblki can use and benefit
from presence information, but he is unsure howstit. The device also has an application thdtaNdw Bob to learn how
to use presence-enabled services and to locateustbes, depending on the other user’s privacyigordtions. He has

called his friend [Jan] and asked if she can haipunderstand the service.

Jan has been a user of presence-enabled servicemietime and is already enjoying their bene8tse is also competent in
how it works and can help Bob to understand his capability. She is currently with Bob and is wargsiwith Bob to
understand the service.

Bob and Jan are together with their presence etalaeices.

Bob and Jan both have their wireless access asénre services with the same provider.

Jan has given Bob a brief description on what presénformation is, and how it can be used on pdieations
Jan has already setup her privacy settings to d@lolvto see her “Present/Not Present”

The Presence Server has been provisioned to prbuitieBob and Jan with presence capabilities.

The Presence Server in this use case resides Dp@etor network. This is not to imply that it tbaot reside in a8 party
network.

5.2.34 Postconditions

Bob will understand how presence-enabled serviaek,vand how to use them to enrich his IM, PoC, pinanebook on his
devices.

Jan will still be a user of presence-enabled sesvand will have successfully demonstrated to B to use the service.

5.2.35 Normal Flow

1) Jan shows Bob how to access the presence-enalgkcbsipn on his device. This application will heédob to find
other users of presence-enabled services.

2) The application will prompt Bob to input the infoation to try and see if the other user is provisibiop use
presence enabled services. This application widlhaBob to either select a contact from his phormébar to input
the user manually.

3) Jan suggest that he select her from his phonebook.

4) Bob selects Jan from his phonebook, and submiteetiigest. The client will then send a “get preséneguest to
the Presence Server.

5) The Presence Server will take the request andynst that the user is a valid user of presentabéed services
[which Jan is], and then will check and see whatgmy setting the user [Jan] has set up for thigsiestor.

6) The Presence Server determines the user [Janfigaced to allow a “present/not present” respamske sent.
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7) The Presence Server formats the “response” and $eback to Bob'’s device. The device will dispkyotification
to Bob stating “Jan is present.”

8) Jan then shows Bob how to enable the presencedsatn his phonebook, PoC service, and IM sertob.is
amazed at how his user experience is changedhédbetter] with this capability.

Bob's ,
Presence Jan’s
Bob Presence . Jan
- Server Device
Application

1) Invoke Presence
Application

-

2) Prompt for Input

4) Ppresence applicatipn

3) Select Jan & Submif sends
“Get Presence”
Reguest
5) Verify
Jan’s

subscription

6) Determine
Jan’s Privacy

Setting
7) Response -
(“Jan Present”)
7") Display Response )
5.2.3.6 Alternative flow: Blocking Presence Informa  tion

9) Jan shows Bob how to access the presence appticatibis device. This application will help Bobfiwd other
users of presence-enabled services.

10) The application will prompt Bob to input the infoation to try and see if the user is provisionedde presence-

enabled services. This application will allow Bobefther select a contact from his phonebook @npat the user
manually.

11) Jan suggest that he select her from his phonel@okh(as her privacy setting set to not give preseriormation).

12) Bob selects Jan from his phonebook, and submiteetiigest. The client will then send a “get preséneguest to
the Presence Server.

13) The Presence Server will take the request andynst that the user is a valid user of presenuabéed services
[which Jan is], and then will check and see whatgmy setting the user [Jan] has set up for thisiest.

14) The Presence Server determines the user [Janhfigaoed to NOT send her presence information.
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15) The Presence Server formats the “response” and seback to Bob’s device. The device will dispkayotification
to Bob stating “Presence Information Unavailable.”

16) Jan then shows Bob how to manage his presenceprbedtings.

5.2.3.7 Alternative Flow: Privacy Setting has been  setup to allow all Presence
Information

17) Jan shows Bob how to access the presence appticatibis device. This application will help Bobfioed other
users of presence-enabled services.

18) The application will prompt Bob to input the infoation to try and see if the user is provisionedde presence
enabled services. This application will allow Bobefther select a contact from him phonebook anpait the user
manually.

19) Jan suggest that he select her from his phonebook.

20) Bob selects Jan from his phonebook, and submiteetiigest. The client will then send a “get preséneguest to
the Presence Server.

21) The Presence Server will take the request andynst that the user is a valid user of presentabéed services
[which Jan is], and then will check and see whatgmy setting the user [Jan] has set up for thisiest.

22) The Presence Server determines the user [Janhfigaced to allow detailed presence informatiorthia response
to be sent.

23) The Presence Server formats the “response” and seback to Bob’s device. The device will dispkayotification
to Bob stating “Jan is present via PoC, IM, andrnaimok on her mobile device.”

24) Jan then shows Bob how to enable the presencedeatn his phonebook, PoC service, and IM sertdob.is
amazed at how his user experience is changedhédoetter] with this capability.

5.2.3.8 Operational and Quality of Experience Requi  rements

The Presence Server has the ability to modify/martlag level of presence information provided toghesentity based on
privacy rules set by both the presentity [Jan] tredwatcher [Bob]. This use case does not defimethe Presence Server
gets the information. It could be managed on tles&ice Server or could be via an external databasthe Presence
Server can access.

The Presence Server will need to have access foftirenation on what type of device the users have their presence
capabilities. This could be internally or extergallailable to the Presence Server.

5.2.4  Updating Presence Information

5241 Short Description

This use case shows how the Presence Service dgagbahen a mobile subscriber changes his/hermresatus (e.g.
he/she is becoming “online” from “offline”). Alst¢ friends of this user that have subscribed tdigapresence information
are getting notified about the change in his preseatus.

5.24.2 Actors
e Alice — The user that changes her presence status
« Alice’s Friends — Number of users that have subgsdrito have access to Alice’s presence information
¢ Presence Client (PC) — Resides on the mobile dewatall human actors

¢ Presence Enabled Phonebook — Resides in mobileegesf all human actors and is able to get presence
information from the Presence Client (PC)

* Presence Server — Resides in the network
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5.2.4.3 Actor Specific Issues

Alice wants to:

« allow all her friends to have access to her presstetus

Alice’s Friends want to:

e get a notification when Alice becomes “online”

5.24.4 Actor Specific Benefits

Alice’s Friends:

« Get notifications when Alice is becoming “onlingicithey are able to contact her

Alice:

e Shows to her friends her presence status and siiéeido be contacted when it is appropriate

5.2.45 Preconditions
« Alice and Alice’s friends are all provisioned tceuhe presence service
« Alice allows her friends to get all the presenderimation in the notifications when changing presestatus

« Alice’s presence service is configured to autonadiffaipdate her presence status from « offline « tmline »
when she is switching on her mobile phone

« Alice’s friends have all subscribed in order to getifications when Alice changes her presenceistat
« Alice’s mobile phone is able to perform presenaeise related actions for all the duration of treease (meaning
that it has coverage all the time)
5.2.4.6 Postconditions

e Alice’s friends successfully manage to get a nodifion when Alice changes her presence status

5.247 Normal Flow

1) Alice has her mobile switched off as she is indimema and her friends see in their PEP in thebilaghones that
she is “offline

2) Alice switches on her mobile and as it is configlte automatically update her presence status wherswitches it
on, her status is updated in the Presence Server.

3) The Presence Server generates notifications t@Alieriends Presence Clients (PCs) to inform tHehAlice is
now “online”.

4) The presence status of Alice in Alice’s Friends BiEfheir mobile phones is now changed from “offliio
“online”

5.24.8 Alternative Flow

None

5.2.4.9 Operational and Quality of Experience Requi  rements

« The Presence Server shall be able to generatécatitinhs for Alice’s presence status on behalf bé&when she is
not able to update her presence status by heesglfi{er mobile is out of coverage).

« Alice’s Friends shall be able to define how ofteayt will receive notifications about Alice’s statcisanges
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e The Presence Service shall be able to send naidfitssabout Alice’s presence information to heerfids only for
the presence elements that change or that thegtarested in.

5.25 Presence-enabled Address-book

5.251 Short Description

This use case describes how two wireless subssriaar utilize the Presence Service to initiateediffit types of
communication sessions. In the flows presentedmeddice is trying to reach Bob through her preseeoabled address-
book. In each of the flows, Bob becomes availatdedifferent means (voice, MMS, and IM, respectyeand Alice
initiates communications using each of those means.

5.2.5.2 Actors
* Alice
« Bob

* Presence Service

5.2.5.3 Actor Specific Issues
Alice wants to:
e Getin touch with Bob as soon as possible

¢ Use the most appropriate means (e.g. send an MMSage instead of calling Bob so as not to disturbihhe’s in
a meeting)

Bob wants:

« To be able to express a set of preferences, regphdiwv he wants to be contacted.
o0 Telephone call vs. text messaging

o0 Home vs. Office vs. Cell phone

e The Presence Service to work automatically behiedstenes, requiring a minimal amount of user &ctén.

5.25.4 Actor Specific Benefits

Alice:

« Is able to contact Bob according to her preferences

Bob:

*  Get better control of his incoming communications

5.255 Pre-conditions
1) Alice and Bob are both provisioned to use the Pras&ervice
2) Bob has his phone turned off
3) Bob is not logged in his Instant Messaging service

4) Bob has two profiles set-up on the Presence Seteailable”, and “In Meeting”. The former shows Bas
reachable via all available communication meangreds the latter shows him as available only wig te
communications.

5) The “Available” profile is the default profile thdatautomatically selected when a device is powenged
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5.25.6 Postconditions

1)

Alice successfully manages to communicate with Bob

5.25.7 Normal Flow — Voice call

1)
2)
3)
4)
5)

6)
7
8)
9)

Alice invokes her presence-enabled address-book

Alice scrolls down to Bob, and sees he is not awé!

Alice selects an option to be alerted when Bob bexoavailable

Later, Bob turns on his cell-phone, and the “Avalid profile is automatically selected

Bob’s cell-phone publishes his availability, as veel some additional information such as the cdipabf his
phone to send and receive MMS messagdke Presence Service

The Presence Service generates a notification whiduted to Alice’s phone
Alice’s phone displays an alert and/or makes art atind
Alice selects the alert which takes her to her esshbook and automatically scrolls to Bob

Alice sees he is available for telephone calls, glades the call

5.2.5.8 Alternative Flow 1 — MMS message

1)
2)
3)
4)
5)

6)
7
8)
9)

Alice invokes her presence-enabled address-book

Alice scrolls down to Bob, and sees he is not awé!

Alice selects an option to be alerted when Bob bexoavailable

Later, Bob turns his cell-phone on, and he seld@s’ In Meeting” profile

Bob’s cell-phone publishes Bob’s availability, aslas some additional information, such as theabdipy of the
phone to send and receive MMS messagdke Presence Service

The Presence Service generates a notification whiduted to Alice’s phone
Alice’s phone displays an alert and/or makes art atind
Alice selects the alert which takes her to her esshbook and automatically scrolls to Bob

Alice sees he is available for text messaging, cz@pa text message and sends it to Bob

10) Bob receives the message as an MMS message

5259 Alternative Flow 2 — IM Session

1)
2)
3)
4)

5)

6)
7
8)
9)

Alice invokes her presence-enabled address-book
Alice scrolls down to Bob, and sees he is not awé!
Alice selects an option to be alerted when Bob bexoavailable

Later, Bob logs on to the Instant Messaging appiicaon his desktop PC, and the “Available” profike
automatically selected

Bob’s Instant Messaging application publishes Bavailability, as well as some additional inforrmati such as
the capability of the Instant Messaging applicatiorsend and receive IM message to the Preseneic8er

The Presence Service generates a notification whiayuted to Alice’s phone
Alice’s phone displays an alert and/or makes art at®ind
Alice selects the alert which takes her to her esshbook and automatically scrolls to Bob

Alice sees he is available for text messaging, c@@pa text message and sends it to Bob

10) Bob receives the message via Instant Messaging
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5.2.5.10  Operational and Quality of Experience Requ irements

« The Presence Service should have response timedlsatdhe end-user does not experience any signifidelays
when using applications that require the retri@fgdresence information

* The Presence Service should be able to generafieaitins in a timely fashion, after relevant prase information
has been published to it.

5.2.6  Validity Period

5.2.6.1 Short Description

Certain presence elements such as a user’s aligjiabieir location, and address are subject todlapse of time. For
example, a person’s availability may change ovaetiThe validity period is used to describe thisetiduration. In this use
case it's shown how the validity period can be useeliminate the task of an end user having toifgdteir presence
information.

5.2.6.2 Actors

Sally — End user who subscribes to a presencecservi

Tom — End user who subscribes to a presence service
Presence Client — Application in Sally’'s and Tomisbile device.

Presence Server — Server that communicates withrésence client in managing the presence service.

5.2.6.2.1 Actor Specific Issues
No specific issues exist with any actors.
5.2.6.2.2 Actor Specific Benefits
Sally

< Availability status is automatically updated basedhe validity period.
< Eliminates the problem of Sally forgetting to resetipdate her availability manually.

- Sallyis able to override an element that was easket with a validity period.

5.2.6.3 Pre-conditions
Sally’s mobile device is enabled with a Presenceice

Sally’s mobile device is powered on and in a goodkecage area.

5264 Postconditions

Sally's presence availability status is accurameding to her settings.

5.2.6.5 Normal Flow
1) Sally has an appointment for a scheduled timelof&s.

2) Just before her appointment, Sally modifies hes@mee status to unavailable, and adds the vafiéitypd qualifier
of 2 hours. Sally indicates to the Presence Sethigieshe wants to be available after the valigésiod has elapsed

3) The presence client in Sally’s mobile device comivates with the presence server to update Saligisis,
including the validity period.
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4) Sally’'s updated presence information is availablelt those who have subscribed to watch her statasiding
Tom.

5) Before calling Sally, Tom decides to retrieve adate of Sally’'s presence information and receivas h
unavailability status, along with the validity padifor which that status applies.

6) Tom decides not to call Sally based on her unabi@ilpresence status and its validity period.

7) Some time later, Tom again retrieves Sally’s preseénformation. Sally’s presence status is avadlalvd therefore
Tom calls her.

5.2.6.6 Alternative Flow
1) Sally has an appointment for a scheduled timelof@s.

2) Just before her appointment, Sally modifies hes@mee status to unavailable, and adds the vafiéitypd qualifier
of 2 hours. Sally indicates to the Presence Sethigieshe wants to be available after the valigésiod has elapsed

3) The presence client in Sally’s mobile device comivaies with the presence server to update Sallgisis,
including the validity period.

4) Sally's updated presence information is availablalt those who have subscribed to watch her statasiding
Tom.

5) Before calling Sally, Tom decides to retrieve adate of Sally’s presence information and receivars h
unavailability status, along with the validity padifor which that status applies.

6) Sally's appointment is finished well before thedihscheduled period, and therefore Sally modtigspresence
status to available.

7) The presence client in Sally’s mobile device comivates with the presence server to update Saligtsis Sally’s
updated presence information is available to as&who have subscribed to watch her status, imgutbm.

8) Some time later, Tom again retrieves Sally’s presénformation. Sally’s presence status is avadlalvd therefore
Tom calls her.

5.2.6.7 Operational and Quality of Experience Requi  rements
« Sally is eliminated the task of modifying her agdility when using the validity period qualifier.
« Sally’s subscribers are confidant that her presarfoemation is accurate and timely.

¢ Presence elements having an associated validitydpean be modified by the end user.

5.2.7  One-time Event Subscription and Notification

5.2.7.1 Short Description

One-time Event Subscription and ‘unavailable->ava#ble’ Notification

One-time subscription and notification mechanismabdes the caller to get notified of a callee’s lality. As a result of
this mechanism monitoring the busy/unreachableedhe caller can decide whether to call the caligen upon
notification of the callee’s availability status.

The caller is eligible for a one-time “unavailabiavailable” Event Subscription though may or maylmin the callee’s
contact list. The callee in this case may put aestjto the Presence server to allow subscriptidnsther presence only for
people in his/her contact list and also request pabple in his/her contact list can subscribéheodne-time event
notification.
5.2.7.2 Actors

* Bob —who wants to make a voice call from his nehil Sue

* Sue — who does not want to be disturbed while Bo@ session
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* Presence client (PC) — resides in Bob’s and Suelsilmdevices
e Presence server — resides in the network

e Voice Call system and Voice Mail System — residéhien network

5.2.7.3 Actor specific Issues
« Bob wants to contact Sue via a voice call
e Sue is currently unreachable for voice calls
« Bob wants to know about Sue’s presence availalzbtgoon as Sue becomes available

e Sue wants to make sure that Bob calls her only vehens available

Actor Specific benefits

« Bob wants to receive a notification from Sue’s pre server about her availability therefore giiirg the option
to call her as soon as possible

5274 Pre-conditions

« Both, Sue and Bob have cell phones capable of Reesmpabilities supporting new feature proposediguse
case

« Both of them are registered users in the Preseeaicaecs

« Bob MAY or MAY not be in Sue’s Contact List (This & policy issue which can be agreed by Sue, leuti#a is to
allow some flexibility for the first time users niot Sue’s contact list such as some travel agembstgage advisers
etc that would be of interest for Sue).

* Bob is not subscribed to Sue’s Presence information

« The Presence Server supports one-time event sptisorand notification.

5.2.75 Postconditions

Bob made a one-time event subscription to Sue’sdPiee Client and was notified of Sue’s availabilityen Sue
became available

5.2.7.6 Normal flow
1) Sue is currently unreachable (out of coveragegkample) for voice calls
2) Bob makes a voice call to Sue from his mobile
3) Since Sue is unreachable, Bob's call is forwardedMS

4) A response from VMS system goes to Bob telling thiat Sue’s phone is “unavailable” and asks hineifAants to
leave a message.

5) Bob decides not to leave a message because hetwaalis to her as soon as she becomes available.
6) Bob makes a one-time subscription request to Ser&sence Server.

7) Sue’s Presence Server checks Sue’s policy fortbeime event subscription and then decides ithescription
from Bob is allowed or not.

8) Ifit's allowed, the event subscription is successid Bob gets acknowledged then knows that Hebeihotified
as soon as Sue becomes available

9) Sue becomes available again.

10) Sue’s Presence server notifies Bob about her diijawith a status change unavailable -> avaidabhly,
therefore protecting her other private information
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11) Bob makes a voice call to Sue knowing her statasaslable

5.2.7.7 Alternative flow

5.2.7.8 Operational and quality of Experience Requi  rements

« The advantage of this added feature over VMS isé#ffier is notified when the callee is availablethe case of
VMS the callee may be reluctant to call back fdfedent reasons, such as cost, not recognizingdher etc.

« If for some reason (due to unstable coverage aradk walio reception etc) the one-time event subsScripequest is
delayed from Bob to Sue and in this time Sue bescemailable, Bob is notified immediately

« Sue’s Presence service should be able to genertifieations within a defined time frame, so thelarser does not
experience significant delays.

« By understanding the callee’s presence statuder caln make a decision whether or not to calltaedefore the
caller avoids unnecessary and unsuccessful cathats.

5.3 Presence Information

531 P2P, Presence Information

5.3.1.1 Short Description
This use-case is intended to illustrate how Presémformation can be:
e Used to concisely express the state and prefererficasl-users.

« Re-used across multiple applications, in a consiste&nner.

5.3.1.2 Actors
Alice, Bob: Users that wants to communicate with other ussirggua variety of communication means.

Presence-enabled Phonebook (PEPYOne out of many potential presence-enabled agtjiits. In this instance, it used to
view the presence information of other contacts.

Presence ServiceCollects and disseminates presence informatigdnjest to a variety of controls.

5.3.1.3 Actor Specific Issues

Presence-enabled PhonebookThis type of Presence-enabled application uslixeo types of Presence elements:
“availability” and “willingness”.

“Availability” for a particular communication measgecifies whether it is possible, at that pointinme, to initiate a session
using that communication means. Several factorstlmeaysed to determine this, such as network stdéwsce status, device
capabilities, subscriber provisioning, etc.

“Willingness” for a particular communication meapecifies whether the end-user, at that pointniretiis willing to receive
communications of that type. This presence elenisemeaningful only if the user is also “availabfet that
communications means.

This type of PEP is extensible, such that it cétieite communications for any communication me&ydaunching an
appropriate application handler. Should it neenhittate communications for an application thah@ supported on the
device, it may prompt the user to download thatiegfion. There are several ways to do this thatteayond the scope of
this use-case.
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This type of PEP will display an icon, next to gveontact. This icon will show as green if the useavailable and willing
to communicate with at least one communication reeand red in all other cases.
5.3.14 Actor Specific Benefits
« Alice and Bob can initiate sessions with differgqtes of communication means, without having tostamtly
upgrade their PEPs.
5.3.15 Pre-conditions
* Alice and Bob are provisioned as users of the PEs8ervice, and any other communication servioggwant to
initiate (e.g. SMS, OMA IMPS, etc.)
5.3.1.6 Postconditions

« Alice and Bob were able to communicate successédbording to their presence preferences

5.3.1.7 Normal Flow
1) Alice invokes her Presence-enabled Phonebook (BERgr mobile terminal.
2) Alice sees that Bob's icon is green, meaning tev@lable and willing to receive at least on typea@mmunication.

3) Alice selects the entry representing Bob and isemted with the different types of communicationd B
currently publishing as available and willing

4) Alice selects one of those communication means &s5) and initiates such a session with Bob

5.3.1.8 Alternative Flow
1) Alice invokes her Presence-enabled Phonebook (BEREr mobile terminal.
2) Alice sees that Bob's icon is green, meaning tev@lable and willing to receive at least on typea@mmunication.

3) Alice selects the entry representing Bob and isemted with the different types of communicationd B
currently publishing as available and willing.

4) Alice selects on of those communication means G&A IMPS messaging) but does not have the appatgori
application on her terminal, so she is promptedawnload it. (Note: additional presence informatieould be
required to implement this mechanism, and indebdranechanisms are also possible. This aspeceafdé-case is
intended only as an example, and is not meant frderiptive.)

5) Alice accepts the download, and installs the apgibo on her terminal.
6) An OMA IMPS session is initiated with Bob.

5.3.1.9 Operational and Quality of Experience Requi  rements

. Presence elements are defined in an extensiblesual, that applications, such as PEP, know exhotlyto
interpret their meaning and appropriately act amth

5.3.2 P2P, User Setting Presence

5.3.2.1 Short Description

This use-case highlights the many different medrasithat can be used to update one’s presenceniztion.

5.3.2.2 Actors

Alice, Bob, Charlie: End-users that own one or more presence-enabjgidaons.
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Presence-enabled Phonebook (PEPYOne out of many potential presence-enabled agtjwits. In this instance, it used to
view the presence information of other contacts.

Presence-enabled Phonebook on Steroids (PEPoS)ne out of many potential presence-enabled afits. This is a
very sophisticated version of PEP, intended formaded users that have complex communications geints.

Presence-enabled PoC clientOne out of many potential presence-enabled agtfpits. This is a normal PoC client that
enables the end-user to see whether the user'aatsrare available and willing to accept PoC comipations. Similarly it
can be used to select whether the user is wilbractept incoming PoC communications.

Presence ServiceCollects and disseminates presence informatigdnjest to a variety of controls.

5.3.2.3 Actor Specific Issues

< Each actor uses different applications, and hdsrdifit communication preferences.

5.3.24 Actor Specific Benefits

* Alice, Bob & Charlie can communicate their presemdermation to each other, according to their prefices,
regardless of the applications that they each use.

« Alice, Bob & Charlie get a consistent view of eather’s presence information, regardless of thdiegtpns that
they use.

5.3.25 Pre-conditions

Note: the profiles defined below are Ul concepts #t conveniently combine a set of end-user preferees. They are
unrelated to application specific statuses such ase OMA PoC states (Reachable, Busy, DND, etc.), @MA IMPS
states (Available, Discreet, etc.) defined in theetevant specifications.

« Alice is provisioned to use the Presence Servicktlae PEP.

« Alice has configured her “Discreet” profile to silee her ringer and indicate willingness to accey text-based
communications.

« Alice has configured her “Normal” profile to showrhas willing to accept any type of communicatioatther
device supports and set her ringer to “loud”.

¢ Alice has configured her “DND” profile to show h&s unwilling to accept any type of communication.
« Bob is provisioned to use the Presence ServicérenBoC Service

« Bob uses a simplified PoC client that uses onlydiable” and “Unavailable” presence states. Theumahof Bob’s
phone states that if Bob wants to receive PoC ballshould set this feature to “Available” anddt to
“Unavailable”.

e Charlie is provisioned to the Presence ServicetlamdPEPOS.

* Charlie has defined several profiles such as “WgoNork — discreet”, “Traveling”, “Home — working™Private
time”, and more.

« Each of Charlie’s profiles contains setting witepect to published presence information, ringemsgg, call
forwarding features, and more. In addition, somtho§e profiles can be automatically engages,ggered by
events such as change of physical device locatiam.example his “Work” profile allows all types of
communications (voice, PoC, SMS, etc.) wherea$Hrivate time” profile only allows only voice andxt from a
certain list of individuals.

« The PEPOoS application also allows Charlie to asse@ach of his profiles with a text message thahown to
other PEPOS users, or users of other applicatfatsstipport this text field.

« Alice, Bob and Charlie are subscribed to each &heesence information, each through their owrigored
application.
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5.3.2.6 Postconditions

« Alice, Bob and Charlie receive each other's presénformation in a consistent way.

5.3.2.7 Normal Flow
1) Alice is going into a meeting.
2) Alice invokes her Presence-enabled Phonebook (BEREr mobile terminal.

3) Alice invokes the “Select Profile” feature and regented with the following list: “Normal”, “Disce#’, and
“DND".

4) Alice selects the “Discreet” feature.
5) Later, Alice is finished with her meeting and utiess above sequence to select the “Normal” profile.

6) Later, Alice wants to focus on finishing a repartiaises the above sequence to select the “DNDflgrof

5.3.2.8 Alternative Flow 1
1) Bob is going into the library.
2) Bob invokes his PoC client and sets his statudJtmaVvailable”.

3) Bob’s terminal, directly or indirectly updates Bslgpresence information to the Presence Serverr@ttiens may
also need to be taken (e.g. inform the PoC sefvhioselection), but those are out of scopelitg tise-case.

4) Bob comes out of the library.
5) Bob invokes his PoC client and sets his statug\t@ilable”.

5.3.2.9 Alternative Flow 2
1) Charlie is in a meeting and thus has his “Workserdiet” profile selected.
2) Charlie exits the meeting and selects his “Worldfipes.
3) Charlie receives incoming voice, PoC calls and SMSsages.
4) Charlie goes home and his “Personal Time” proflautomatically triggered due to his change oftioca

5) Charlie only receives voice calls and text mess&ges his friends.

5.3.2.10  Alternative Flow 3
1) The three flows above are happening simultaneously.

2) Alice, Bob & Charlie can see each other’s presatate, as presented by their respective application
Notes:

a) Alice’'s PEP allows her to have a fairly compreheeasiiew her contacts’ presence information, asip®rts
multiple types of communication. However, this tyyfed®EP doesn’t support the “text field” and astsshe cannot
see that information from, say, Charlie.

b) Bob is using a PoC client; therefore he can ontéyReC-related presence information, and initiat€ Bessions
only.

c) Charlie’s PEP allows him to have a fairly comprediea view his contacts’ presence information, asifiports
multiple types of communication. In addition, Cliedan see the “text field” from those contactéisfthat publish
it.
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5.3.2.11  Operational and Quality of Experience Requ irements

e« The Presence Service SHALL support a wide varietpechanisms for the end-users to set their presenc
information.

Presence information SHALL be specified in an esitgle manner, such that a wide variety of termiméth different
applications and capabilities will be able to meafilly and consistently interpret it.

5.3.3 Set Global Do-Not-Disturb (DND)

This use case will demonstrate how users of presenabled services can set their Do-Not-Disturlapaters. The
Cehaviour] of other services to the DND are out the scophisfuse case.

5.3.3.1 Short Description

In this use case, we will see a user (Bob) settmbis Do-No-Disturb (DND) status to block all imaimg communications.
A successful out come of this use case will havie 8accessfully setup his DND status and will hdaeeability of the
Presence server to communicate this status wittiffexent Presence enabled services.

5.3.3.2 Actors

Bob — The person that is attempting to setup th®BMtus to block all incoming communications.
Jan — This is the user that attempts to communiggkeBob via IM.

John — This is the user that attempts to commumieéth Bob via PoC.

Presence Server — This is the server that is girayithe presence capability to Bob, Jan, and John

5.3.3.3 Actor Specific Issues
Bob is subscribed to the Presence Service and hilwke to block all incoming communications dugihis meeting.
Jan and John would like to communicate with Bolmgi$M and PoC.

The Presence Server is the network entity that gesBob, John, and Jan’s presence service.

5.3.34 Actor Specific Benefits

Bob will be able to enable different clients on tévice with presence information and provide céjias to set his
presence status. Bob will use the Do-Not-Disturbl[I) presence status to block all the incoming comigation to him
during the meeting.

5.3.35 Preconditions

Bob has a device with several profiles setup (&gneral, Meeting, Silent, etc.) in his client. og meeting profile one of
these profile attributes sets the presence statD®ND.

Bob also has several clients (IM, PoC, and Gantimgf) can use and benefit from presence information.
Jan, John, and Bob have already setup their prisattings to allow each other access to their peEsstatus.
The Presence Server has been provisioned to pr8ddeJohn, and Jan with presence capabilities.

The Presence Server in this use case resides dp@etor network. This does not imply that it cbnbt reside in a3party
network.
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5.3.3.6 Postconditions
Bob is able to set his DND status and the IM an@ Pommunications are blocked.
Jan and John are still users of presence-enahieédesand are able to access Bob'’s presence status

All communications from presence enabled servioddab will be blocked

5.3.3.7 Normal Flow

1) Bob will access his presence client and will sdtigoprofile to “meeting”, which sets Bob’s presestatus as
DND.

2) Jan will attempt to send Bob an IM. When Jan staetsIM client, the client will show Bob’s status BND.
3) Inthe same time, John will attempt to use PoGotoraunicate with Bob.

4) When John starts his PoC client, he will be ndlifieat Bob is in the DND mode and will not accepy 20C
communications.

5) If John attempts to communicate with Bob, the Pe@ise will block John’s attempt.

5.3.3.8 Alternative Flow: Restricted Presence Information Views

Bob has blocked his presence information beingzeedd to Jan and John.
1) When Jan accesses her IM client, Jan will not e @bdetermine Bob’s status.

2) When Jan attempts to send an IM to Bob, the messggigeot be delivered to Bob immediately and Jaayrget a
notification that her IM was not delivered.

3) When John accesses his PoC client, John will nableto determine Bob’s status.

4) John will not be able to communicate with Bob udhaf.

5.3.3.9 Alternative Flow: Using Service- Specific DND

Bob set his PoC DND status and did not set hisadIDIND
1) Jan will be able to successfully send and reciivevith Bob

2) John will not be able to communicate with Bob udiafC

5.3.3.10 Operational and Quality of Experience Requ irements

The user has the ability to manage and edit hisgmee status such as DND. This use case doesfirat Hew the Presence
Server gets the information. It could be managetherPresence Server or could be via an extertabdse that the
Presence Server can access.

The different presence enabled services such aanPoC have the capability to access users’sstahellehaviour of
these services to the different presence statusespacific to these services and are defined ésetiservices.

Each Presence enabled service need to have atecpda presence status that can be independentthytbe presentity
and can be notified to a watcher.

5.34 Reset Global DND

5341 Short Description

A user has set Global DND presence subscriberssgatd now intends to reset that Global DND subsecstatus i.e., the
user’s Willingness Override value is reset. In dostext, when Global DND presence subscriber stiatteset, the result is
that the application-level status information s®jsi to take precedence.

[0 2008 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-RD-Presence_SIMPLE-V1_1-20080627-A Page 38 (62)

5.34.2 Actors

Bob — The presence service end user that is negdtis Global DND presence information.

Jan — This is the user that attempts to communigékeBob using an IM application.

John — This is the user that attempts to commumieéh Bob using a PoC application and also a Vaijgglication.
Presence Server — This is the network server shataviding presence capability to Bob, Jan, arhJo

Presence Client — This is part of the presenceagtian that resides at the end user’s termindlithable to send and receive
presence information to and from the Presence Bervbehalf of the presence service end user.

5.3.4.3 Actor Specific Issues

When an end user sets Global DND Presence Subs&tisieis to block incoming requests for new commations, a
mechanism is needed that allows the end user @&strback to the condition where the Global DNDwtds reset in a
manner that allows application-level presence staidake precedence. This use case addressasiieeof resetting the
Global DND subscriber status.

5.3.4.4 Actor Specific Benefits
The end user is able to revert to a presence dtatisemoves effect of the Global DND Presences8tiiper Status.

Users allowed to subscribe for presence informatiosther users have the capability to be awatbé®fGlobal DND
Presence Subscriber Status of other users.

5.3.45 Pre-conditions

Bob has SET his Global DND Presence SubscribeusStatormation as described in sectldse Case — Set Global Do-Not-
Disturb (DND).

Bob, Jan, and John’s presence-enabled multimediaes include IM, PoC and Voice.

Bob has allowed both Jan and John to subscribective his presence information, including Glob&seénce information.
Bob’s IM subscriber presence status is set to ‘kade’ and ‘Willing’.

Bob’s PoC subscriber presence status is set toilada’ and ‘Unwilling’.

Bob’s Voice subscriber presence status is set ¥ailAble’ and ‘Willing'.

Both Jan and John have subscribed to receive uptaiob’s presence information, including GlobabScriber Status
Presence information.

5.3.4.6 Postconditions
Bob’s Global DND presence subscriber status ist @seor removed from, the Presence Server.

Jan and John’s Presence Clients have received BpHdated application-specific and Global presenbsariber status.

5.3.4.7 Normal Flow
1) Bob indicates to his Presence Client that GlobaDOi¥esence subscriber status is now reset.
2) The Presence Client forwards the updated Global PK3ence information to the Presence Server.

3) Jan and John’s Presence Clients receive the up@dddal DND presence information and make thisrimfation
available to Jan and John.
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4) Janis able to see that Bob has reset his Glob&l pidsence subscriber status and is now ‘Availableéceive IM
communications. Jan uses her IM application to camoate with Bob.

5) Bob receives Jan’s IM communication and is ableegpond.

6) John is able to see that Bob has removed his GIoK& presence subscriber status, however Johisdsadle to
see that Bob remains ‘Unavailable’ to receive Po@munications. John remains unable to communiciéteBob
using the PoC application.

7) John s able to see that Bob is ‘Available’ for ¥®icommunications and sends Bob an invitationlkousing the
Voice application.

5.35 Use Case — Global DND with Interactions

This Use Case is intended to demonstrate how aijglits are effected when Global DND presence siliscstatus is set,
i.e., the user’s application-specific status isafable and Willing’, and the Willingness Overridalue is set to
‘Unwilling’. When the Global DND status is set, g&e enablers that subscribe to receive Global iNBrmation will
receive and act on the Global DND status accorttirthe rules defined by that service enabler, toeae the Global DND
effect.

5.3.5.1 Short Description (Global DND with Interact  ions)

When Bob engages in a PoC session with John, BethiseGlobal DND status so that he can communigatisturbed. Jan
intends to communicate with Bob using an IM appi@a however seeing Bob’s DND status, Jan doesnitidte the IM
session.

5.3.5.2 Actors

Bob — The presence service end user that is negédtis Global DND presence information.

Jan — This is the user that attempts to communigéteBob using an IM application.

John — This is the user that attempts to commumieéh Bob using a PoC application and also a Vaijgglication.
Robert — This is a IM user that attempts to commatel with Bob, but does not receive Bob’s presémfoemation.
Presence Server — This is the network server shataviding presence capability to Bob, Jan, arthJo

Presence Client — This is part of the presenceagtian that resides at the end user’s termindlithable to send and receive
presence information to and from the Presence Servbehalf of the end user.

5.3.5.3 Actor Specific Issues

End users of presence service enablers shouldierpera consistentehaviour when using application-level and global-
level DND presence subscriber status.

5.3.54 Actor Specific Benefits

When a end user sets Global DND Presence Subs&iaers to block incoming requests for new commatioas, the
Global DND status is treated in a consistent mabgerach presence service enabler in accordarnbattenabler’s specific
rules for DND.

5.35.5 Preconditions

Bob has SET his Global DND Presence SubscribeuStaformation as described in sectldse Case — Set Global Do-Not-
Disturb (DND).

Bob, Jan, Robert and John’s presence-enabled nedliinservices include IM, PoC and Voice.

Bob has allowed both Jan and John to subscribective his presence information, including Glob&iseénce information.
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Both Jan and John have subscribed to receive uptaiob’s presence information, including GlobabScriber Status
Presence information.

Bob’s application-level presence subscriber stiiugM is ‘Available’ and ‘Willing'.
Bob’s application-level presence subscriber stiiu¥/oice is ‘Available’ and ‘Willing'.
Bob’s application-level presence subscriber staiu®oC is ‘Busy’. Bob is currently engaged in e&0Psession with John.

Robert is able to use his IM application to comneaté with Bob but does not receive Bob’s presenfmeration.

5.3.5.6 Postconditions
Bob’s Global DND presence subscriber status is r@ase published by the Presence Server.

Jan and John’s Presence Clients have received Bpdated application-specific and Global presentsaiber status.

5.35.7 Normal Flow

1) Bob, while engaged in a PoC session with John,d&té his Global DND presence subscriber statugsgitied in
section Use Case — Set Global Do-Not-Disturb (DND).

2) Bob and John are able to continue their PoC session

3) Janis aware of Bob’s Global DND presence subscsatatus and does not initiate an IM session with.B

5.3.5.8 Alternative Flow

In this flow a user, Robert, who does not subsdiibBob’s presence information wants to initiate ldrsession with Bob.
This flow demonstrates how Bob is not disturbediopert.

1) Bob, while engaged in a PoC session with John, & his Global DND presence subscriber statugsgited in
section Use Case — Set Global Do-Not-Disturb (DND)

2) Bob and John are able to continue their PoC session

3) Robertis not aware of Bob’s presence status antég;Bob to join an IM session.
4) Robert receives an indication that Bob is not ableeceive the IM invitation.

5) Bob is not disturbed by the IM invitation from Rabe

5.4 Network Presence

5.4.1 Update the presence status when the mobile is out of coverage

5411 Short Description

This use case describes how the presence stasussef is updated when his/her mobile device iDbobverage.

5.4.1.2 Actors
« Alice — Moves to an area where her mobile doehawt coverage
« Bob — Wants to see Alice’s presence status in BR P

« Presence Network Agent — Detects that Alice isafwioverage by getting information from variouswetk
elements (e.g. SGSN,GGSN).

« Bob's PEP

e Presence Server
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54.1.3 Actor Specific Issues
Bob:

« Wants to get Alice’s Presence status in his PEP

5414 Actor Specific Benefits
Bob:

e Is able to get Alice’s accurate Presence status eVvn she is out of coverage

5.4.1.5 Pre-conditions
« Alice and Bob are provisioned to use the Presepcei&

* Presence Network Agent is able to detect when Afi@aut of coverage and is not able to update hesdhce status
by getting information from various network elermge(e.g. SGSN,GGSN etc)

« When Alice is out of coverage, her status shalt@vn as “Not available”

« Alice has authorized the Presence Network Ageputdish presence information on her behalf

54.1.6 Postconditions

« Bob is successfully getting Alice’s accurate Presestatus, although she does not have coverage

54.1.7 Normal Flow
1) As Alice is in an area that has coverage her entBob’s PEP is shown as “Available”

2) Alice moves to a no-coverage area. The Presenaeddegent by getting information from network elens
detects that she is not connected to the netwonkare and informs the Presence Server about that.

1. The Presence Server notifies Bob about this chamgéice’'s Presence status and now her entry in'8ob
Presence-enabled Address is shown as “Not Avaflable

54.1.8 Alternative Flow

None

54.1.9 Operational and Quality of Experience Requi  rements

« It shall be possible to determine how often AlicBresence status gets updated as a result ofcatitifis from the
Presence Network Agent, as it is a trade off betwr@sence information accuracy and network effigie

5.5 Application-Specific Use Cases
5.5.1 Event Buddy

5511 Short Description

This use case describes an individual who subscebea watcher to presentities that representlsa@ats (e.g., football
game, music concert, or a live internet web cast)ia notified of status changes of these sociehtsy

Note: There are no requirements currently specdied result of this use case. This may be doaduture release.

5.5.1.2 Actors

John — end user with a mobile device enabled witisgnce service.
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Content Server — Server having the responsibifitpanaging media content and communicating it keoservers.
Presence Client — Application on John’s mobile devhat manages the presence service.

Presence Server — Entity providing the necessawvgsesquirements of a Presence service.

5.5.1.3 Actor Specific Issues

None.

5.5.1.4 Actor Specific Benefits

John can easily monitor events on subjects thatihgrested in.

5.5.15 Pre-conditions
< Johnis a subscriber to presentity A which represstére Chicago Auto Show.
< Johnis a subscriber to presentity B which reprssiie Acme Corporation’s quarterly CEO live webditcast.

e The Content Server is the Presentity of eventsdhBn

55.1.6 Postconditions

No particular post conditions exist.

5.5.1.7 Normal Flow
1) The Presence Client on John’s mobile phone showst&\A and B along with their pertinent information
2) Time elapses and presence information for Evertidhges.

3) The Content Server communicates with the PreseaneBproviding the updated presence informatiorEfeent
B.

4) Since John is a subscriber of Event B, the Pres€tiest reflects Event B’s updated presence infdioma
5) John selects the relevant information for Evenbh& being a URL to the corporation’s web site.

6) The browser on John’s phone shows the live webdwast0

5.5.1.8 Alternative Flow

No alternate flow exists.

5.5.1.9 Operational and Quality of Experience Requi  rements
«  Subscribing to events shall be intuitive.

¢ Presence service may be preconfigured with presenthat represent specific social events sudhwhtchers can
subscribe to them.

5.6 Security And Privacy

Privacy protects user data against unwanted anathm@zed access. The presence privacy protectdatzeabout the
availability and presence information of a mobiteuagainst unwanted and unauthorized data access.

All watchers that want to get data about the Presémformation status of another user need to beoaaed for their access.
This authorization is realized in three differerddes:
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e The user who owns the mobile terminal (preseniitgirectly asked for permission if a watcher ttie$etch or
subscribe his presence information. (Reactive Augzation mode) To accomplish users comfort thetreaegnode
should enable the transition to proactive modedzjigion reuse.

e A system that acts on behalf of the user decidepdomission if a watcher that is known tries ticheor subscribe
his presence information. (Proactive Authorizationde)

* Reactive Authorization and transition from reacti@groactive authorization mode could be subsalinti
enhanced, if decision supporting features are avigilas basis for the presentity’s evaluation.

Effective support during the decision process éarctive authorization mode will be very benefi¢lthe presentity. For
the users comfort the number of decisions shoulasbemall as possible decisions. Define once réai$abfuture access.

Since the proactive authorization is normally daitout any notification to the presentity, he neéal be sure that his
privacy is managed in a way he is able to contndl ® understand completely.

For authorization the presentity is thinking inatédn of trust. Therefore authorization lists (Femirriend, Colleague...)
that connect contacts with the same relation shbeldsed. Since the trust relations normally didriite the list generation
of communication lists (e.g. used for Instant Mggsg and Chat session) a reuse of such lists shmrtdally be avoided.

Additionally it might be meaningful to support rétas that are hosted outside the mobile domaimg. (Eompanies
Directory Service to decide for proactive authditzaor support with public key infrastructure)

5.6.1 Presence Privacy

5.6.1.1 Short Description

This use case describes how two wireless subssriaar configure the Presence Service such thatgtieacy preferences
are taken into consideration when their presenfoerimation is disseminated.
5.6.1.2 Actors

* Alice

e Bob

¢ Presence Service

* Presence-enabled Address-book

5.6.1.3 Actor Specific Issues

Alice wants to:
¢ Share all her presence information to a few famgmbers
¢ Share most of her presence information with hdeagues
e Share some presence information with a few friends

« Prevent anyone else from receiving her presenoenvdtion

Bob wants to:
e Share all his presence information with his bossife
« Block a few people from receiving any presencermgation

« Share his cell-phone number & approximate locafég. state or region) with everyone else

5.6.1.4 Actor Specific Benefits
Alice & Bob:

[0 2008 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-RD-Presence_SIMPLE-V1 1-20080627-A Page 44 (62)

e Get better control of their incoming communications
< Allow certain individuals to receive relevant infioation

e Prevent others from receiving private information

5.6.1.5 Pre-conditions
< Alice and Bob are both provisioned to use the Pres&ervice
¢ Alice and Bob are both provisioned with three d&fgtoups (Friends, Family & Colleagues)

< Alice and Bob access the Presence Service thrangihgresence-enabled address-books

5.6.1.6 Postconditions

None.

5.6.1.7 Normal Flow
1) Alice invokes her presence-enabled address-book.
2) Alice selects the “Edit Privacy Options” menu.
3) Alice goes through her address-book and asso@atas of her contacts with particular groups.
4) Alice specifies that her “Family” group should reeeall her presence information.
5) Alice specifies that her “Colleagues” group shaldeive several parts of her presence information.
6) Alice specifies that her “Friends” group shouldeiwe very few parts of her presence information.
7) Alice specifies a default rule (for watchers ndiobging to any group), where no presence infornmaisocshared.
8) Alice updates her presence information using somehamnism provided by the presence-enabled addoeds-b

9) The Presence Server applies Alice’s preferencesamds out appropriate notifications to each ofSdyscribed-
watchers.

5.6.1.8 Alternative Flow 1
1) Bob invokes his presence-enabled address-book.
2) Bob selects the “Edit Privacy Options” menu.
3) Bob doesn't like the default groups so he remokestall.
4) Bob creates a “VIP” group.
5) Bob creates a “Blocked” group.
6) Bob assigns his wife and boss to the “VIP” group.
7) Bob assigns a few of his unwanted contacts to Biecked” group.
8) Bob allows the “VIP” group to access all his pressimformation.
9) Bob does not allow the “Blocked” group to accesg @frhis presence information.

10) Bob specifies a default rule (for watchers not hglng to any group), where only his cell-phone ahfliscated
location are allowed.

11) Bob updates his presence information using soméaméem provided by the presence-enabled addreds-boo

12) The Presence Server applies Bob's preferencesemuls$ ®ut appropriate notifications to each of hibsgribed-
watchers.
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5.6.1.9 Operational and Quality of Experience Requi  rements
« Alice and Bob are able to specify different rulesdifferent watchers.

¢ Rules determine how Alice and Bob’s presence in&tiom is disseminated.

5.6.2 Using the Presence Service for Advertising Capabilities

5.6.2.1 Short Description

This use case describes how presence informatiobeaised in order to advertise specific capadilitin this specific
example the capabilities advertised are thoseebtitess network and they are used to adapt dwerstrg content delivered
to a user.

5.6.2.2 Actors

e Alice — Is downloading a video stream in a multeess network environment and has Presence Clie)tgird a
Streaming Client (SC) installed in her mobile phone

e Presence-enabled Streaming Server (PSS) — Detiverdgdeo stream to Alice’s streaming client
e Streaming Client (SC) — Gets the video stream fitoenstreaming server

* Presence Client (PC) — Resides in the mobile defigdice

* Presence Server — Resides in the network

e Alice’s multi-access network mobile phone

5.6.2.3 Actor Specific Issues

Alice wants:
« To configure her presence service in order to etdico the PSS the type of access network thassiteached to
such that the video stream server can adapt tle® idthe appropriate format.

5.6.2.4 Actor Specific Benefits
Alice:

* Is able to get the video stream in her mobile phiortbe most appropriate format according to theeas network
that she is attached to
5.6.2.5 Pre-conditions
¢ Alice and the PSS are all provisioned to use tlesétrce Service

« Alice is willing to get adaptable content (e.g. faeduced quality when the access network thaisstigached to is
not fast)

« The Streaming Client (SC) in Alice’s mobile phorastthe capability to play all the types of the eantrequired
(e.g. both high quality and low quality)

« PCis configured to automatically get informatioorh Alice’s mobile phone for the access network this
attached to

« All the actors are able to make changes in theisgmce information by themselves (i.e. they amuerage area all
the time)

0 Access network information is included in the preseelements
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5.6.2.6 Postconditions

» Alice is successfully getting the video stream én mobile in the most appropriate format accordinthe access
network that she is attached to

5.6.2.7 Normal Flow

1)

2)

3)

4)

5)

6)

7

8)

9)

Alice’s Mobile Phone

Alice’s mobile phone is attached to a fast acceswark (such as a UMTS or WLAN network). Alice wsib
download a video stream in her mobile phone whikeis on the move from a Presence-enabled Streddeingr
(SS) and invokes her Streaming Client (SC) to darke Streaming Client requests the specific strisam the
Presence-enabled Streaming Server (PSS).

The Presence-enabled Streaming Server (PSS) isriibg in Alice’s Presence Service Server to gikteis
presence information regarding the “Access Netwdhkt she is attached to.

The Presence Server informs the Presence Clié)tigPAlice’s mobile phone about the request anidé\kees in
the screen of the her mobile phone “Do you wanis® adaptive streaming?”

Alice accepts and the Presence Client (PC) autt®tize Presence Server to disseminate Alice’s pecese
information regarding the access network that statached to.

The Presence Server informs the Presence-enalskah®hg Server (PSS) that Alice is attached atrtbment in a
fast access network.

The Presence-enabled Streaming Server (PSS) dendsleo stream to Alice’s Streaming Client (SClhigh
quality” format as she is attached in a high banitlwaccess network.

As Alice is moving her mobile does a handover sioav access network (such as GPRS). As the Presiierd
(PC) is informed about that reports this chandeeinpresence status to the Presence Server (PS).

The Presence Server informs the Presence-enalskh8hg Server (PSS) about the change in Alicegsgmce
status including the presence element indicatiagghe is now attached in a slow access netwodh (asl GPRS).

As this access network has lower bandwidth in catapa to the previous one, the Presence-enablear8ing
Server (PSS) adapts the video stream in the conditty reducing the quality.

5.6.2.8 Alternative Flow

None
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5.6.2.9 Operational and Quality of Experience Requi  rements

< Alice should be able to selectively disseminatedeiice capability to relevant services
5.6.3 Reactive Authorization

5.6.3.1 Short Description for Reactive Use Case:

A watcher named Maria is unknown to the presemiitywed Juliet. Therefore Maria is authorized reatyiv(Juliet didn’t
have Maria in her phonebook) Additionally Julietnsto reuse her decisions about watcher requgiseslikes to decide
spontaneously about new contacts and data acces®pie she will meet in the future. Therefore éciver unknown to her
like Maria shall be authorized reactively only firet time. Future requests should be handled pincelg but depend on her
decisions during first access request.

5.6.3.2 Actors for Reactive Use Case:

The pure reactive Use Case has only two Actorslécision reuse also needs the Privacy Enforcenmeity &o0:

e Watcher: Maria is interested in the presence informatioduiet (Asks for Data Access). Maria got Juliet’s
number from a common friend and wishes to contact h

* Presentity: Juliet decides about the authorization for Dataess and possibly wants to assign Maria a member of
her “known by friend” list. (Decide about the Datacess and Decision Reuse)

e Privacy Enforcement Entity: Needs preparation to act on behalf of the Julieing future request from Maria.
(Store Authorization/Identification data for futunee)

5.6.3.3 Actors Benefits:

« Watcher: The watcher can hope to get data access everisfrigt known to the presentity since the presghtis
different options to answer his requests. Due sonhllingness to present additional information l{@ze presentity
or send him an SMS before the data request arralm®)t himself the watcher can hope for a proactive
authorization for future requests.

< Presentity: The presentity has the ability to decide once an@tise his decision for future calls if he trubts
watcher and is able to find an appropriately elemsetting. If he is not sure about the watcherdrealso allow the
data request directly but not persistently.
5.6.3.4 Pre-conditions for Reactive Use Case:
« Watcher: Mariawants to subscribe to presence information of bli¢ is unknown to her

« Presentity: Juliet is willing to decide about data access quest as scarce as possible and is willing to dédeg
authorization in a controlled manner to the privanjorcement Entity.

«  Privacy Enforcement Entity: Supports decision reuse if there is enough in&tionm delivered about the watcher to
securely identify a second call of the same watcher
5.6.3.5 Postconditions for Reactive Use Case:
* Watcher:
In the caseAuthorized and proactive enabled

Maria is informed by sending status and/or presémfoemation information and her proactive authatian
privilege may be shown to her.

In the caseAuthorized once
Maria is informed by sending status and/or presamfoemation information and the duration her resjus active

In the caseNot Authorized:
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Maria is informed by sending status (failed or alidwed)

e Presentity:
In the caseAuthorized and proactive enabled

Record the actual decision to support Juliet tovalher to remember the event when she decidedrtdzetve
authorization. One option may be to allow the pnégeto trace his decisions taken in the past.

In the caseAuthorized once

Record the actual decision to support Juliet duniegt request of the same watcher that was nowetiche
proactive authorization. One option may be to psepihe presentity an authorization category foatcher if
he got authorized several times in the past.

In the caseNot Authorized

Make a record for the decision with a time stamplazk watchers from fast retry. One option mayhe
automatic entry in the black list with informatitmJuliet after a fixed number of not authorizequests is
reached.

e Privacy Enforcement Entity:
In the caseAuthorized and proactive enabled

Supports decision reuse of Julies by storing tHéthere is enough information delivered aboutwacher to
securely identify a second call of the same watbleenill be authorized proactively during futurejuests.

In the caseAuthorized once
Record the decision to allow additional suppordwfe during future requests of Maria.
In the caseNot Authorized

Record the decision to avoid fast retry of unwenmtgjuests.

5.6.3.6 Normal Flow for Reactive Use Case:
1) Maria sends a request to Juliet
2) The Juliet receives the request

3) The Juliet decides but would like to know more atibe watcher (See also the use cases for Decsipport). She
calls Maria and identified her as a friend of a ooom friend.

4) Maria gets the requested information and is infatraleout Julie’s decision to assign her to the aizhtion
category friends

5.6.3.7 Alternative Flow for Reactive Use Case 1:
1) Maria sends a request to Juliet
2) Juliet receives the request

3) Juliet decides but would like to know more aboet Watcher (See also the use cases for Decisiono&)ppince
she is in a hurry she is only willing to allow Matio get the default requesters access rightsfoneeshort
lifetime. (Authorization Category — Default; Lifetie)

4) 4) Maria gets the requested information Julievedldver to see for the default lifetime.

5.6.3.8 Alternative Flow for Reactive Use Case 2:

1) Maria sends a request to Juliet
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2) Juliet receives the request
3) Juliet decides to disallow Maria to get any infotimia
4) Maria is assigned to a black list.

5) Maria gets the information that Julie didn’t waotgive her the requested data.

5.6.3.9 Operational and Quality of Experience Requi  rements for Reactive Use Case:
Juliet is able to decide once and to let the systme her decision. Juliet is flexible in her diri:
« Since she felt secure she allows proactive authiioiz for the requesting watcher
« Since she felt insecure about a request she aam Bthited access for a small time period but cso aisallow any
information going to the requestor.

56.4 Proactive Authorization:

5.6.4.1 Short Description for Proactive Use Cases:
* A watcher named Romeo is known to the presentiyn@d Juliet) is authorized due to his membershgnto
authorization category of Juliet called “friends”

5.6.4.2 Actors for Proactive Use Cases:

The simple proactive Use Case needs:
e Watcher: Romeo is interested in the Juliet's presence mé&tion (Asks for Data Access)

« Privacy Enforcement Entity: Acts on behalf of the Juliet. Normally she is imdbrmed about the data access
during proactive authorization.

5.6.4.3 Actors Benefits:

« Watcher: The proactive authorization disables the needstmib the presentity for presence information asce
Presence enhanced callers can chose if theirscatideptable (depending on the item of the calljHfe called party
(e.g. respectfully call).

» Presentity: Is not disturbed by request for data access fagoree information he would allow anyway. Allowing
automated presence information distribution toctel communication partners enables more convenient
communication.

5.6.4.4 Pre-conditions for Proactive Use Cases:

« Watcher: Romeo is member of Juliet’s authorization catggalled friends and is allowed to get access to he
presence information.

« Presentity. Juliet delegates the authorization to the Priviacforcement Entity and has assigned the watchgr (e
Romeo) as member of a watcher list with an autltion category (e.g. friends) in the past

e Privacy Enforcing Entity : Acts on behalf of Juliet and record some infoinrat

5.6.4.5 Postconditions for Proactive Use Cases:
« Watcher: Romeo receives the requested data as result pfdaetive authorization

< Presentity: Juliet is able to access recorded information ¢batain information who has been watching her
presence information

< Privacy Enforcing Entity: Save recorded information to support Juliet witfloimation about watcher activities
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5.6.4.6 Normal Flow for Proactive Use Cases:
1) Romeo wants to subscribe or fetch Juliet’s preserfoemation

2) The Privacy Enforcement Entity acting for Julietifies if Romeo is known and enabled for proactighorization
and which authorization category he is assigned to

3) Due to a positive result for authorization Romesubscribed for the presence information as reqdest

4) Romeo receives the presence information that tsftbe result of his request

5.6.4.7 Operational and Quality of Experience Requi  rements for Proactive Use
Cases:

The authorization for presence information access of known communication partners is automated and is under
the presentity’s control.

5.6.5 Proactive Authorization — Common Group, Strictly Secure

5.6.5.1 Short Description for Proactive Use Cases:

This use case describes a scenario where membéerstdmmon groups is strictly secure, i.e. the growner has specified
a closed membership model that he or she controls.

A watcher (new colleague named Bob) unknown toptiesentity (named Juliet) is authorized proactilmgause both are
members [metadata membership] of the same potgraskrnally hosted group (Company, Division, Depeent...).

e The presentity’s authorization engine needs sugpothe group owner to identify if the watcher agkfor
presence information is really a member of the grasihe disclosed to the presentity. Thereforgtivacy
enforcement entity sends a request to the grougosvantity (E.g. Companies Directory Service) agkior
verification of the identity delivered by the regtiag watcher. Only positive return values from weeification
authority enable the watcher automatically. (Fisttact of watcher may be shown optional to thegmtty.)

5.6.5.2 Actors for Proactive Use Cases:

For the “common group” use case two modes for aightion arise alternatively:

« Watcher: Bob (a new colleague of Juliet) is interestedutfiet’'s presence information since he is askethby
boss to harmonize a presentation he should firiglesluliet is on a business trip but he didn’twnehere she is.
The proactive authorization feature is able torimf@ob about her time zone details to support hiaking
respectful calls (E.g. don’t disturb her during ttight hours).

< Privacy Enforcement Entity: Acts on behalf of Juliet which is normally nofoarmed about the data access
requests

« Directory Service (Company, Operator) activated by the Privacy Ezdorent Entity of the presentity identifies that
Bob as a group member of department (May be witttifi@ate)
5.6.5.3 Actors Benefits:
« Watcher can use its membership as authorization to getrimdtion that supports his mobile communication.

« Presentity doesn’t need to handle his own lists if he allé@am members to get parts of his presence infoomati
(Company, Sport Club)

¢ Organizations: Members are able to communicate more efficieneyTdo not spend time to manage other team
members. The centralized directory service exisysvay within organizations and could be reusedamsimple to
support the organization members during mobile camioation.
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5.6.54 Pre-conditions for Proactive Use Cases:

« Watcher: Bob is known to the company’s directory serviBeb and Juliet share the membership to a list ddike
their department hosted by their company. This ksahtim to send Juliet as unknown watcher a recdfoesier
presence information.

e Presentity. Trust the Privacy Enforcement Entity using grotgpserify watcher identity

e Privacy Enforcing Entity : Proactive authorization of external groups isbéec and Juliet allows the verification of
the watchers identity as a key to automaticallyeasther presence information (e.g. verify watchestadata
signature...)

5.6.5.5 Postconditions for Proactive Use Cases:

« Watcher : Bob receives the requested data or an erroragestepending on the result of the proactive
authorization

« Presentity. Juliet receives a notice that someone unknowarbe$ accessing her presence information andés ab
to watch the membership assigned authorizatios dis{If notification of new proactive watchersisabled)

« Privacy Enforcing Entity : Store the subscription of the requesting watthi¢he presence information of Juliet.
Keys received from the Directory Service duringeiar identification might be stored to reduce teation costs
for future requests (proxy for the keys).

» Directory Service (Company, Service provider, ...) Record informatarout approved identity and supporting
information for identity verification. (E.g. publiceys)

5.6.5.6 Normal Flow for Proactive Use Cases:

1) Bob also sending metadata with signature aboutetdsion to a common group (e.g. Company employesits to
subscribe or fetch Juliet’s presence information

2) The Privacy Enforcement Entity tries to verify tp@up relation

3) Due to the group type “Hosted by my Company” highwsity is necessary

4) The Identity delivered by the watcher is send ®nd¢bmpany’s certification authority

5) The Company’s Certification Authority sends the ljzikey of the watcher to the Privacy Enforcementity
6) The Privacy Enforcement Entity is now able to wetife metadata signature

7) In the positive case Bob unknown before but vetifiew is allowed to see the requested presencematmn
controlled by the mapping between authorizatiorfilgrand the group membership.

8) Juliet may be informed about the watcher that gotdata

5.6.5.7 Operational and Quality of Experience Requi  rements for Proactive Use
Cases:

Supporting managed and externally hosted groupgrtmctive authorization simplifies the group conmication for all
group members. Groups are very effective in reachinommon treatment for a class of subscribetstbed information to
enable services that deliver more comfort to itrsige.g. respectfully call by using presence mation).

This has to be done carefully since the serviceiges has to guarantee fraud protection in his ewd the user’s interest.
Privacy needs to be enforced since membershiprd¢ica to a group could be faked.

5.6.6  Proactive Authorization — Common Group

5.6.6.1 Short Description for Proactive Use Cases:

Due to different common group categories diffetemels of trust should be supported. This use daseribes a model
where a relationship of trust exists, as descrhmdw:
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A watcher (new team member of a Volleyball team edfarancesca) unknown to the presentity (named)Jalauthorized
proactively because both are members of a groupgeratetl by their trainer. Since Julie trusts heénénathat he is

moderating the group very responsible she alloWwgralp members to request her presence informatitimthe
authorization profile used for the group.

e Trust by relation: The moderator and owner of the group is someometbsentity trusts. He is the only one that is
able to change membership. (E.g. Trainer of théeybhll team) Any request for presence informattom
presentity allows if the watcher is a member ofrtieerated group (E.g. Volleyball team). The privac
enforcement entity should verify for the preseniityhhe watcher is known as group member. (New grmember
requests may be shown optional to the presentity.)

5.6.6.2 Actors for Proactive Use Cases:

For the “common group” use case two modes for aightion arise alternatively:

e Watcher: Francis (a member of Juliet’s Volleyball teaminiterested in Juliet’s presence information to tdwgrif
Juliet or some one else of the team is able togghé to the match.

« Privacy Enforcement Entity: Acts on behalf of Juliet which is normally not infieed about the data access
requests

e Trust by relation: The presentityJuliet) allows the Privacy Enforcement Entity fgpeove group members (e.g.
Volleyball team) to access her presence informatiteny be restricted to a time frame booked as #gtivith that
group (e.g. match of the Volleyball team Julietniember of). (May be without Certificate)

5.6.6.3 Actors Benefits:
« Watcher can use its membership as authorization to getrimdtion that supports his mobile communication.

¢ Presentity doesn’t need to handle his own lists if he allégam members to get parts of his presence infoomati
(Company, Sport Club)

¢ Organizations. Members are able to communicate more efficieheyldo not spend time to manage other team
members. The centralized directory service exisysvay within organizations and could be reusedeasimple to
support the organization members during mobile camioation.

5.6.6.4 Pre-conditions for Proactive Use Cases:

« Watcher: Bob is known to the company’s directory servicebBind Juliet share the membership to a list called

like their department hosted by their company. Emiables him to send Juliet as unknown watcheq@esst for her
presence information.

e Presentity: Trust other members moderating the group member lis
« Privacy Enforcing Entity: Proactive authorization of external groups is éestland]uliet allows the automatic
access of the group members
5.6.6.5 Postconditions for Proactive Use Cases:

« Watcher : Bob receives the requested data or an error meskgpending on the result of the proactive
authorization

« Presentity: Juliet receives a notice that someone unknown bésoaccessing her presence information and is able
to watch the membership assigned authorizatios dilgments. (If notification of new proactive watchis enabled)

« Privacy Enforcing Entity . Store the subscription of the requesting watthéne presence information of Juliet.
Keys received from the Directory Service duringeiar identification might be stored to reduce teation costs
for future requests (proxy for the keys)

» Directory Service (Company, Service provider, ...Record information about approved identity andosufing
information for identity verification. (E.g. publieys)
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5.6.6.6 Normal Flow for Proactive Use Cases:
This flow demonstrates the behaviour in a grouprevtiee group moderator is a person the presemtityk and trusts.

1) Francis is sending metadata about relations tarar@an group (e.g. Volleyball team) wants to subscobfetch
Juliet’s presence information

2) The Privacy Enforcement Entity verifies the groafation delivered by Francis. (Group Type “Hostgdab
moderator of trust”)

3) Francis is allowed to see the presence informatfqhuliet if the verification results are positive

4) The presentity may be informed about the authadraif a new group member

5.6.6.7 Operational and Quality of Experience Requi  rements for Proactive Use
Cases:

Supporting managed and externally hosted groupgrtmctive authorization simplifies the group conmication for all
group members. Groups are very effective in reachinommon treatment for a class of subscribetsbed information to
enable services that deliver more comfort to itrsige.g. respectfully call by using presence mation).

This has to be done carefully since the serviceiges has to guarantee fraud protection in his ewd the user’s interest.
Privacy needs to be enforced since membershiprd¢ida to a group could be faked.

5.6.7  Authorization Category:

5.6.7.1  Short Description for Authorization Category:

All decision supporting use cases try to reduceeff@t necessary for the presentity to decide aldata requests by
watchers. They are mainly relevant for the reaativele since they support the presentity to prefber@roactive uses case.

Authorization CategoriesACs) support the presentity to categorize incomingiests of watchers by identifying and
selecting a relation of trust. This selection awtinally assigns all presence elements at once shay are predefined
(normally by the service provider) for every singl€s. If the presentity needs oth&€Cs he should be able to change them
or to create nevACs.

Reactive authorization decisions about accessa®sepice elements should be as much simplified ashp@sTherefor&Cs
should be used by the presentity to formulate gsafpeople he has the same relation with. (E.milyaColleagues,
Friends, interesting Man...) The assigned preselereents for every AC guarantees the presentitgtimtrol of the
elements shown to requesting watchers.
5.6.7.2 Actors for Decision Support Use Cases:

« Watcher: Harry wants to fetch or subscribe to Pldata digfu

< Presentity. Juliet is willing to decide on request about persence information (During reactive use case)

e Privacy Enforcing Entity :

o0 Stores and manages supporting features (e.g. Authorization categories)

o Enable persistency for decisions

5.6.7.3 Actors Benefits:

e Watcher: Due to the simplified transaction for the presigrine chances to get what the watcher wants irgro
since it is less complicated to judge about dagaests.

« Presentity. The assignment of a watcher to an Authorizatiate@ory is a very intuitive and easy understandable
way to decide about privacy settings. The numbeteaision is reduced significantly without losimanérol
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e Privacy Enforcing Entity : Due to a common mindset of the presentity andiuéiteher about a common AC it
might be meaningful to support sharing them aspdioo.
5.6.7.4 Pre-conditions for Decision Supporting Use Cases:
« Watcher: Harry wants to fetch or subscribe to the presénformation of Juliet

e Presentity. Juliet wants to use ACs to decide about publighiar data. She owns some ACs (e.g. Operator defaul
and/or self generated)

«  Privacy Enforcing Entity : ACs are supported (e.g. Storage; Managementefned)

5.6.7.5 Postconditions for Decision Supporting Use Cases:
« Watcher: Acknowledge for the request getting Pldata andétus
¢ Presentity: Harry is assigned to a dedicat&@.

« Privacy Enforcing Entity: AC assignment is stored (Storage; Management)

5.6.7.6 Normal Flow for Decision Supporting Use Cas  es:
1) Harry starts a request for Juliet’s presence infdiom
2) Juliet receives the request as reactive authosizatiquest
3) Juliet decides to assign Harry for th€ “ interesting Man”

4) Harry gets an acknowledge that reflects JulietiEsien

5.6.7.7 Alternative Flow for Decision Supporting Us e Cases:
1) Harry starts a request for Juliet’s presence infdiom
2) Juliet receives the request as reactive authosizatiquest

3) Juliet couldn’t remember Harry very well therefetee decides to assign Harry for th€ “ interesting man” but
only for a small time period not for proactive regts.

4) Harry gets an acknowledge that reflects JulietiEsien

5.6.7.8 Operational and Quality of Experience Requi  rements for Decision
Supporting Use Cases:

Juliet needs to understand and to easy contrgdtesence information shown to different watcheddifionally the number
of decision about presence elements should benaad@ossible. Therefore:

e Authorization Categories significantly reduce thentoer of decisions necessary to control data adoesgtchers

5.7 Open Issues

None.
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6. Requirements (Normative)
6.1 High-Level Functional Requirements
6.1.1 General

1) The Presence Service SHALL be specified in suctaarmar that no specific execution environment, dpega

2)

3)

4)

5)

6)
7)

6.1.2

1)

2)

3)
4)
5)

6)

6.1.3

system, or programming language is unfairly favduor the implementation of a conforming Presenervige.

Required interfaces to the Presence Service SHAltIba specified in terms that unfairly favour amgeution
environment, operating system, or programming laggu

The Presence Service SHALL be independent of tttentdogy of the access network. For example, itld/be
inappropriate to specify a Presence Service thaksvanly for GPRS networks. This requirement SHANOT
preclude making information specific to an accestsvork available to the Presence Service.

The Presence Service SHALL interact with extermaspnce services using industry-standard protecaldata
formats to the extent enabled by those industmyeisted protocols and data formats.

The Presence Service SHALL continue to be suppavtesh the user roams to another network that st fioe
presence service.

The Presence Service SHALL comply with the priveexyuirement described in [Privacy].

The presence service SHOULD allow efficient us&afisport resources.

User Experience

It SHALL be possible for presentities to utilizeethresence service in order to communicate to ®itetain
information and preferences (presence informatisungh as their willingness and availability to coomicate using
particular communication means.

Presentities MAY communicate this information te firesence Service by creating and activating Rtese
Profiles such as “Working”, “Meeting”, “Out to luht, “Discreet”, “Busy”, “Do Not Disturb”, etc.

Presentities SHALL be able to synchronize Pres@mnoéles with the Presence Service.
The Presence Service SHALL not limit such profiepre-specified content.

The Presence Service SHALL allow for such profitebe suitably customized to meet the needs ofiatyaof
applications and end-users.

While the number and content of those profiles walty, the presence elements that will be commueitas a
result SHALL be defined such that their semantiesvery precise in order to ensure that they ansistently
interpreted across applications. [For more infofamasee Section 6.1.4 Presence Information)

Features

The Presence Service SHALL be configurable adslddtbelow.

1)

2)

3)

It SHALL be possible for a service provider to gssappropriate permissions to certain individuelg.(system
administrators), such that they can override sgdtof individual users.

Presence service SHALL support presence informdtiomultiple, concurrent presence enabled senfimesach
presence subscriber.

Presence service SHALL support concurrent, multipteninal devices for each presence subscriber.

6.1.3.1 Publish

1)

The Presence Service and Presence Sources SHApbiuhe publication of presence information.
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2)

3)
4)
5)

6)

7)

8)

The Presence Service SHOULD support the publicatfgresence information on behalf of other prasiest
(refer to Delegation Section).

The Presence Service SHALL support the aggregatioihstorage of multiple presence elements for aaeh
The Presence Service SHALL support the publicatioone or more presence elements at a time.

The Presence Service SHALL support the retrievgre§ence information from presence sources (n&temities,
users agents, etc.) either ad-hoc or on a perlmaiits.

The Presence Service SHALL support the receptigregence information from authorized presencecssur
(network entities, subscribers, etc.).

More than one Presence Source MAY publish the gaesence elements on behalf of a presentity (tefer
Delegation Section).

More than one Presence Source MAY publish the gaesence elements on behalf of another presentity.

6.1.3.2 Subscribe

1)

2)

3)

4)

5)

6)

7

8)
9)

Watchers SHALL be able to request the presencerirdtion of presentities (including lists that rega,t multiple
presentities).

Watchers SHALL be able to request that notificatiane sent on a subscription basis when therensonenodified
presence information.

Watchers SHALL be able to request the presencerirdtion of presentities (including lists that rega,t multiple
presentities) on subscription basis, where notifics are sent periodically, i.e., at regular insds.

Watchers SHOULD be able to specify one or more itmms$ upon which presence notifications are geteerand
sent to them. These conditions SHOULD include asttespecific changes in presence status of anigser list of
presentities; and, time constraint conditions, sagbuffering or throttling mechanisms.

Watchers SHALL be able to specify that a particslabscription generates full or partial (i.e. imosntal)
notifications.

Presence subscriptions MAY have an expiration {iale.a. duration). When the duration of a subsicripelapses,
the subscription is terminated.

The Presence Service SHALL notify a Subscribed-etevhen their subscription expires, unless thes&ulired-
watcher requested not to receive such notifications

The Presence Service SHALL provide the means Rultescribed-watcher to renew a subscription befargires.

The Presence Service SHALL provide a mechanisrthfosubscribing watcher to request a particulasstijtion
duration, which MAY be overridden by the subscrittegresentity’s preferences or configuration pagtars of the
service provider..

10) The Presence Service SHALL provide a mechanisnancea a Subscribed-watcher’s subscription.

11) The Presence Service SHALL provide a mechanismctirabe used to notify a Subscribed-watcher of the

cancellation of their subscription, subject to ieferences of the presentity (see next requirement

12) The Presence Service SHALL provide a mechanisnidw @ presentity to suppress a notification toatcher

regarding a cancelled subscription.

13) A presence service user SHALL have the abilityeoide whether to accept or deny incoming preseulogcsiption

requests as those arrive. This is named readiitfegzation.

14) A presence service user SHALL have the abilitgé€ine rules that will determine if future incomisgbscription

requests are accepted or denied. This is namedtp®authorization.

15) Presence Service user SHALL have the ability tad#eduring the reactive authorization procedurertable the

watcher for proactive authorization for future regts.

16) Presence Service user SHALL determine which pakwtatchers or groups of watchers (e.g. friendwijlig shall

be proactively authorized to receive his/her Presénformation.
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17) Presence Service user SHALL determine which pakewitchers or groups of watchers (e.g. work matkea)l be
reactively authorized in order to receive his/hersnce Information.

18) The Presence Service User MAY be provided withrimfation related to the watchers that request his?hesence
information (e.g. name, MSISDN, etc).

19) A subscribing watcher SHALL be notified as to whetthe requested subscription was accepted ordlenie
20) A presentity MAY deny an incoming subscription, fehindicating it accepted it (polite blocking).

21) The Presence Service SHALL provide the means tblemesentities be notified of any requests (wretd-hoc,
subscription-based, or otherwise) for their presdnformation.

22) The Presence Service SHALL provide the means tblemaesentities be notified of any subscriptianthieir
presence information that have just expired.

23) A presentity SHALL be able to authorize a watcleretrieve its presence information, via one oremfrthe
mechanisms described here, on behalf of anotheheat

24) It SHALL be possible for a watcher to request thaty receive a particular subset of a presentjiggsence
information, subject to the presentity’s preference

25) It SHALL be possible for a watcher or a presertiityperform subscription-related operations in bukk, where the
target is more than one presentity or watcher icmdy.

26) It SHALL be possible for a subscribing watcher peafy a maximum desired notification frequency.
27) Presence service SHALL support One-time Event sigigm and Notification

28) Presence Service User MAY be able to make Onefivest subscription to Presence Service

6.1.3.3 Notify
1) The Presence Service SHALL be able to generatechsynous notifications in response to subscribegivtmnts.
2) The Presence Service SHALL support a mechanismthechrder of transmitted notifications can be rteired.

3) The Presence Service MAY cancel a subscriptiaimgifnotifications pertaining to that subscriptioa a
undeliverable.

4) It MAY be possible for the Presence Service to é@uffr otherwise store notifications, so that thesgubed-
watcher, in lieu of asynchronous notifications, cainieve them.

5) It MAY be possible to retrieve buffered notificati® pertaining to more than one presentity in bulk.

6.1.3.4 Preferences
1) Presentities SHALL be able to control how theirgamce information is disseminated.

2) Presentities SHALL be able to define policies stinet the Presence Service disseminates differéoniation to
individual watchers or groups of watchers.

3) The defined policies SHALL cover the possibilityafonymous or unauthenticated watchers.
4) It SHALL be possible to define default policiestla@ply to watchers that do not fall in any of gpecified groups.
5) It SHALL be possible to apply a policy to a partanuwatcher, to a particular request, or to a paldir request type.

6) For each said watcher or group of watchers, prigeenSHALL be able to define policies such tha Bresence
Service will reveal all their presence informatiarsubset of their presence information, or angioitiformation
(whether that is true or not), fully or partiallpded on their presence information.

7) The Presence Service SHALL provide mechanisms winiai be used to limit the number of times a watciaer
retrieve the Presence Information of a presentity.

8) Presentities and/or administrators SHALL be ablddfine default policies on a per-presentity, peteker, or per
watcher group basis.
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6.1.3.5 Delegation

1) The Presence Service SHALL allow the selective @ightion of presentities to perform publicatiotated
features on behalf of other presentities.

2) The Presence Service SHALL allow the selective @ightion of presentities or watchers to perforrmssuiption
related features on behalf of other presentitiesaichers.

3) The Presence Service SHOULD allow the selectiveaigation of presentities to configure preferencedehalf
of other presentities.

4) The Presence Service SHOULD allow the selectivegigion of features to the Presence Service, siathhose
features can be applied by the service when theeptities or watchers are out of contact.

6.1.4 Presence Information

6.1.4.1 Presence Information Content
1) Presence information relating to a particular pnégeSHALL be segmented in zero or more presefements.

2) The Presence Service SHALL provide a common meshattiat can be used to associate priorities wittiqodar
presence information elements. The semantics sftfdritization will depend on the elements baimigritized.
The definitions of those presence information elets&ill include the semantics of the prioritizatio

3) Presence Service SHALL provide a means where presslements may be associated with a time at whizch
presence element should no longer be considerat! val

6.1.4.2 Presence Information Format
1) The Presence Service SHALL support a format thabls to represent a rich set of presence infoonati

2) Presence Information SHALL be represented usingradard format, for the purpose of exchanging prese
information.

3) A standard format and information semantics (iniclgdralues where applicable) SHALL be defined foz t
following common information:

a) Default Willingness (e.g. willing, not willing, efc
b) Application-specific Willingness (e.g. willing fa&?oC, not willing for IM etc);
c) Overriding Willingness (e.g. willing, not willing);
d) Application-specific Availability (e.g. registeradth the PoC service);
e) Network Availability (e.g. the phone is attachedhe network, out-of-coverage, etc.);
f)  Communication address (e.g. email address, phombewy etc.);
g) Presentity supplied activity and location

i) Activity (e.g. in a meeting, at the movies, on g®ne etc.);

i) Textual location (e.g. at home, at work, at theesoarket, etc.);
h) Location (e.g. device-derived location, networkided location, etc.);
i) Client device capabilities

i) Application capabilities(e.g. voice, text,, multidia, etc.);

i) Bearer capabilities (e.g. UMTS, GPRS etc);

i) Time-zone (e.g. GMT etc);
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k) Personal information

i) Mood (e.g. textual: happy, angry, sad, etc. orypetsmiley face, frowning face, etc.)
i) Hobbies (football, fishing, computing, dancing,.etc
iii) Preferred language (e.g. English, Spanish etc);
iv) Icon (e.g. a status icon of the presentity’s chpice

4) The Presence Information format SHALL comply withrslard IETF formats, where relevant.
5) The Presence Information format SHALL be registevigtl IANA as a MIME-type.
6) The Presence Information format SHOULD use a stahaheark-up language.

7) In order to transfer Presence Information over@bess link (e.g. low bandwidth, high latency, dagh error rate
link) it may be necessary to define an additionalfat. In this case, appropriate mappings to thedstrd format
SHALL be defined.

8) The Presence Information format SHALL be able fresent the Presence Information as a set of zermie
presence elements.

9) The Presence Information format SHALL provide theams to uniquely identify a presence element.

10) The Presence Information format SHALL provide theams to associate a presence element with an gepidate.
11) It SHOULD be possible to extend the presence formihout affecting previously defined aspects.

12) The Presence Information format SHALL support npléticharacter sets.

13) The Presence Information format SHALL include a waidentify the presentity to which it pertains.

14) The Presence Information format SHOULD include & teeinclude Presence Information indirectly (dog.
providing a link to a different location)

6.1.4.3 Enabler specific issues

1) The Presence Service SHALL specify the presenceasits in such a way that they can be used contisterd
without ambiguity across multiple enablers.

2) Enablers that use the presence service SHOULDe¢haspresence elements defined above where apgispr
instead of redefining them in an application-specifanner.

3) The Presence Service SHALL allow other enabledefine new presence elements that are applicapiecifec.

4) Enablers that use the presence service and neksfite new presence elements SHOULD define a stdridemat
and information semantics (including values whergliaable) for those presence elements.

6.1.5 Group Management for the Presence Service

1) The Presence Service SHALL allow presentities aatthers to utilize group lists, e.g. contact ledsdefined in
[XDMREQ].

6.1.6  Network Interfaces
1) The Presence Service SHALL support a SIP-basedonktwterface [RFC-3261].

2) The supported network interfaces SHALL make it gmedor a logical entity, such as presentity oteteer, to
simultaneously access the Presence Service frotipteyphysical locations.

3) The supported network interfaces SHALL be suitdbiea variety of other enablers or applicationatoess the
Presence Service.

4) The supported network interfaces SHALL be desigoeslipport extensions, while maintaining backwards
compatibility.
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6.1.7
1)

2)
3)

4)
5)
6)

7
8)

9)

6.1.8

Security

Presence Service SHALL include mechanisms to shcanthenticate entities that require access tdPtlesence
Service.

Presentities and watchers SHALL support mechanisrescurely authenticate themselves to the Presgerméce.

The supported network interfaces SHALL include nagtisms to support non-authenticated watchers ¢ugiire
access to the Presence Service.

The supported network interfaces SHALL includeahlié mechanisms to prevent denial-of-service astack
The supported network interfaces SHALL includeahlié mechanisms to prevent replay attacks.

The supported network interfaces SHALL includeahlié mechanisms to prevent maintain the privacy of
exchanged information.

The supported network interfaces SHALL includeahli mechanisms to prevent third parties from faterg with
the provided services.

The supported network interfaces SHALL includeahlié mechanisms to verify the authenticity of therse of the
published presence information.

The supported network interfaces SHALL includeahli mechanisms to verify the integrity of exchahge
messages.

Presence Sources and Watchers

The Presence source and watchers SHALL

1

Support the authentication with the Presence servic

The Presence Source and watchers SHOULD

2)

6.1.9

Support default presence settings (e.g. defaufiprdefault groups) that are automatically sedelcivhen a device
is powered up for the first time (5.2.5).

Collecting accounting information

The Presence service SHALL collect accounting imfation for all presence transactions.

The Presence Service SHALL support the following:

Both online and offline charging.

Pre-paid and post-paid charging.

Different tariff rules depending on service provi&eolicies.
Flat fee: per time period independent of usage.

Correlation between presence service chargingatatdransport or bearer level charging data (darging at
GPRS).

Correlation between presence service chargingatataession level charging data (e.g. charginig).l

Correlation between presence service chargingatatather presence service enabled service’s citadgita (e.g.
charging of PoC).

6.1.9.1 Charging of Presentity

The charging of presentity can be made on at thadbllowing events:
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* Presence Information Publication
The tariff rule can be based on at least the faligveriteria:
» The size of the presence information notified taohars.

*  The number of watchers subscribed.

6.1.9.2 Charging of Watcher
The charging of watcher can be made on at leadbtlosving events.
» Presence Information Subscriptions
* Presence Information Notifications
e Searching for Presentities
The tariff rule can be based on at least the faligveriteria.
» The size of the presence information retrieved fthenPresence Server

*  The number of presentities subscribed to.

6.1.10 Operational & Quality of Experience

1) Presence Service notifications SHALL be sent outlese as possible to the generating event, sutgehbtottling
requirements.

6.1.11 Interoperability between Presence Service Providers & Service Entities

1) Presence subscribers SHALL be able to seamlesibelRresence features involving other Presenbscsibers
regardless of their Presence service provider.ekample, a list of presentities to subscribe tg melude a
presentity that is subscribed to another serviogiger.
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