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1. Scope

This document provides the specifications for thesBnce Service enabler based on the IETF SIMPLEI(Stant
Messaging and Presence Leveraging Extensions)dimn This enabler is specified such that it iaikable to be used by
other service enablers.

This release of the specification utilizes a SIRZifte network based on the 3GPP IMS and 3GPP2 Mbtidark
capabilities.
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[3GPP TS 26.141]
[3GPP TS 32.240]
[3GPP TS 32.260]
[3GPP TS 33.203]
[3GPP2 C.P0071-0]
[3GPP2 S.R0086-A]
[3GPP2 X.S0027-003-0]

[3GPP2 X.S0013-002-A]

[3GPP2 X.S0013-004-A]

[3GPP2 X.S0013-008-A]

Description Protocol (SDP); Stage 3", 3GPP TS 29, Rzlease 6, 2005

“IP Multimedia System (IMS) Messaging and Preseieglia formats and codecs (Release 6)”, 3GPP, 2005
“Charging management; Charging architecture amtjpies”,3GPP TS 32.240, Release 6, 2005

“Charging Management; IP Multimedia Subsystem (INL®arging”, 3GPP TS 32.260, Release 6, 2005
“Access Security for IP-based services”, 3GPP T2®3 Release 6, 2005

“IP Multimedia Domain(MMD) Codecs and Transport @eols”, Revision 0, Version 1.0, 3GPP2, 2005
“IMS Security Framework”, Revision A, Version 13GPP2, 2004

“Presence Service using IP Multimedia Core Netwuksystem; Stage 3", Revision 0, Version 1.0, 3GPP2
2008

“All-IP Core Network Multimedia Domain: IP Multimeéa Subsystem - Stage 2", Revision A, Version 1.0,
3GPP2, 2005

“All-IP Core Network Multimedia Domain: IP Multimea Call Control Protocol Based on SIP and SDP Stage
3”, Revision A, Version 1.0, 3GPP2, 2005

“All-IP Core Network Multimedia Domain: IP Multimea Subsystem — Offline Accounting, Information
Flows and Protocol”, Revision A, Version 1.0, 3GPR205

2.2 Informative References

[3GPP TS 23.141]
[3GPP TS 29.228]

[3GPP2 S.R0062-0]

[3GPP2 X.S0013-003-A]

[3GPP2 X.S0013-006-A]

[3GPP2 X.S0027-001-0]

[RFC4474]

“Presence Service; Architecture and functionatdpton”, 3GPP TS 23.141, Release 6, 2005

“IP Multimedia (IM) Subsystem Cx and Dx Interfac&gnalling flows and message contents”, 3GPP TS
29.228 Release 6 2005

"Presence for Wireless Systems Stage 1 Requirefn&wgsision 0, Version 1.0, 2002

“All-IP Core Network Multimedia Domain: IP Multiméa (IMS) session handling; IP Multimedia (IM)
call model; Stage 2", Revision A, Version 1.0, 2005

“All-IP Core Network Multimedia Domain: Cx Interfadbased on the Diameter Protocol; Protocol
Details”, Revision A, 2005

“Presence Service; Architecture and functional dpgon”, Revision 0, Version 1.0, 3GPP2, 2004

“Enhancements for Authenticated Identity Managenmettie Session Initiation Protocol (SIP)”,
J.Peterson et al., August 2006, (http://www.ietfldc/rfc4474.txt)
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3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHAL", “SHALL NOT”, “SHOULD”, “SHOULD NOT",
“RECOMMENDED”, “MAY”, and “OPTIONAL" in this documet are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” anttdbiuction”, are normative, unless they are exgijiéghdicated to be
informative.

3.2 Definitions

Composition The function of the PS to combine the “views” o tharious Presence Sources in one single raw
presence document for a particular Presentity.

Content Server The Content Server is the functional entity thatépable of managing MIME objects for Presence,
allowing the Presence Sources to store MIME objedtsin, and support retrieval of those objects by
Watchers.
Source: [PRESAD]

Event Package Event Package: An event package is an additioregifspation, which defines a set of state inforroati

to be reported by a notifier to a subscriber. Eyatkages also define further syntax and semantics
based on the framework defined by this documentired to convey such state information.

Source: [RFC3265]

Event Publication Agent The User Agent Client (UAC) that issues PUBLISHuests to publish event state.
(EPA) Source: [RFC3903]
Event State Compositor The User Agent Server (UAS) that processes PUBLi&}iests, and is responsible for compositing
(ESC) event state into a complete, composite event efaeesource.
Source: [RFC3903]
Presence Content Rules Presence Content Rules determine which Presenaemiafion is disseminated to Watchers that have

been accepted by Subscription Authorization RuleBresentity can define Presence Content Rules that
apply to one or more Watchers.

Source: [PRESAD]

Presence External Agent Presence source element that is located outsithe gfrovider's network.
(PEA) Source: [3GPP TS 23.141])/ [3GPP2 X.S0027-001-0]
Presence Information Dynamic set of information pertaining to a Predgritiat may include Presence Information Elements

such as the status, reachability, willingness, aaphbilities of that Presentity.

Note: This definition is compatible with the 3GPBRP2 definitions, as well as the IETF definition,
though the latter is quite generic.

Source: [PRESREQ)]

Presence Information A basic unit of Presence Information.

Element Source: [PRESREQ]

Presence List Pre-defined list of Presentities stored in RLS XD{#8e [RLSXDM]) which enables a Watcher to
subscribe to Presence Information of multiple Rrises using a single subscription.

Presence Network Agent Network located element that collects and sendsarktrelated Presence Information on behalf of the

(PNA) Presentity to a Presence Server.
Source: [3GPP TS 24.141]/ [3GPP2 X.S0027-003-0]

Presence Source A logical entity that provideBresence Informatiopertaining to exactly one or moPeesentitiedo the

Presence ServePresence User Agents, Presence Network AgerdsR@asence External Agents are
examples oPresence Sources
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Presence User Agent (PUA)

Presentity

Resource List Server (RLS)

Subscription Authorisation

Rules

Watcher

Watcher information

Watcher Information
Subscriber

Note: In [RFC3856], Presence Sources are reféorad Presence User Agents. In [RFC2778], they are
referred to as Presentities.

Source: [PRESREQ]

A terminal or network located element that collentsl sends user related Presence Information to a
Presence Server on behalf of a Principal.

Source: [3GPP TS 24.141)/ [3GPP2 X.S0027-003-0]

A logical entity that haBresence Informatio(see definition below) associated with it. TRi®sence
Informationmay be composed from a multitudeRyesence Sourced Presentityis most commonly a
reference for a person, although it may represeotessuch as "help desk" or a resource such as
"conference room #27". The Presentity is identifigca SIP URI (as defined in [RFC3261]), and may
additionally be identified by a tel URI (as definedRFC 3966]) or a pres URI (as defined in
[RFC3859]).

Note: This definition maps better to the [RFC27@8linition of a Principal, rather than that of
[RFC2778] Presentity. This definition is compatiblith the[RFC3856].

Source: [PRESREQ)]

A functional entity that accepts and manages sigigmns to Presence Lists, which enables a Watcher
application to subscribe to the Presence Informatiomultiple Presentities using a single subsimipt
transaction.

Source: [PRESAD]

Subscription Authorisation Rules determine thosedhexrs who are allowed to subscribe to the Presence
Information of a Presentity and those who are Honad. The Subscription Authorization Rules may
include lists that can be stored in the Presenc®IZDr the Shared XDMS.

Source: [PRESAD]

Any uniquely identifiable entity that requests Rmese Information about a Presentity, from the prese
service. Special types of Watcher are fetchergpadind subscribed-Watcher. (Differs slightly from
[RFC2778] and [3GPP2 X.S0027-003-0] definitions).

Source: [PRESREQ)]

Information about watchers that have received oy raeive presence information about a particular
presentity within a particular recent span of tigiiffers slightly from [RFC2778], is identical to
[3GPP2 X.50027-003-0] definition).

Source: [PRESREQ)]

Any uniquely identifiable entity that requests Wt information about a Watcher, from the presence
service.
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3.3 Abbreviations

3GPP
3GPP2
AD

RD
RFC
RLS
RPID
SIMPLE
SIP
TLS
UA
UE
UMTS
URI
WG
WLAN
XCAP

3 Generation Partnership Project
3 Generation Partnership Project 2
Architecture Document
Application Server

Content ID

Device Management

Event Publication Agent

Event State Compositor

Internet Engineering Task Force
Instant Messaging

IP Multimedia Subsystem

Internet Protocol

Multipurpose Internet Mail Extensions
Messaging Working Group

Mobile Web services

Open Mobile Alliance

Open Mobile Naming Authority
Over the Air Provisioning
Presence External Agent
Presence Information Data Format
Presence Network Agent
Push-to-talk over Cellular
Presence Server

Presence User Agent
Requirement Document

Request For Comments

Resource List Server

Rich Presence Information Data

SIP Instant Message and Presence Leveraging Eowens

Session Initiation Protocol
Transport Layer Security
User Agent

User Equipment

Universal Mobile Telecommunications System

Uniform Resource Identifier
Working Group
Wireless LAN

XML Configuration Access Protocol
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XDMS XML Document Manipulation Server
XML Extensible Markup Language
XUI XCAP User Identifier
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4.

Introduction

This document defines an application level spediitn for the OMA SIP/SIMPLE-based Presence Sendnd makes use
of the implementations of the SIP protocol in ti@&P® IMS (IP Multimedia Subsystem) and 3GPP2 MMD Ifivhedia
Domain) for collecting and disseminating Presemdéermation between the various Presence SourcethairdVatchers as
described in ((PRESAD]).

In addition to the SIP methods for subscriptiorblmation, and notification of presence state base{RFC3265],
[RFC3856] and [RFC3903], this specification alsdradses:

The partial publication and natification of (onhet changed) Presence Information, based on [PARPEHEL
[PARNOT] and [PARFORMAT];

Triggers for the generation of notifications wheedific events take place;

Notification of watcher information state based[BfFC3857] and [RFC3858];

The handling of large Presence Information contessed on support of [RFC2387] and [RFC4483];
The control of the content of the notification sema Watcher, based on [RFC4660] and [RFC4661];
Subscriptions to a Presence List, based on [RFJQ4662

Subscription authorization rules for Watchers, dase [PRESXDM];

Presence content rules for Watchers, based on [RRE$ and

Compression of SIP requests.

The Presence Services makes use of various datsit@jes in the network that store informatioratet to Presentities and
Watchers, specifically:

The Presence XDMS (see [PRESXDM)]) for storage adwents related to a Presentity, such as subsgripti
authorization rules and presence content rulegVatchers;

The Shared XDMS (see [SharedXDM]) for URL Lists aihimay be referenced from other documents;
The RLS XDMS (see [RLSXDM]) for storing a WatchePgesence List; and

The Content Server (see [PRESAD]) for managing Midbects.
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5. Presence Functional Entities

5.1 Presence Source

The Presence Source is an entity that providessRecednformation to a Presence Service. The Presgeoarce MAY be
located in the user’s terminal or within a netwerkity.

When the SIP/IP Core network corresponds with 3GPE or 3GPP2 MMD networks, the Presence Source MY
implemented in a UE or an AS as defined in [3GPR23228] and [3GPP2 X.S0013-002-A] respectively.

511 Publication of Presence Information

A Presence Source SHALL implement the Event PutitinagAgent (EPA) function and support the PUBLISIHdtimod
according to the procedures described in [RFC3903].

A Presence Source SHALL support the ‘applicatiaffiml’ content type, according to [RFC3863].

The Presentity SHALL be identified by a SIP URI ¢efined in [RFC3261]), and may additionally beritiged by a tel URI
(as defined in [RFC3966]) or a pres URI (as defimedRFC3859]). The tel URI SHALL take the interiwatal public
telecommunication number format with a leading sigh. If the Presence Source is aware of the RPdflthe Presentity,
the Presence Source SHOULD insert the SIP URIarRéquest-URI of the PUBLISH request rather tharea URI or a tel
URI. The Presence Source SHALL insert the sameityRie “entity” attribute of the <presence> elemastn the Request-
URI of the PUBLISH request.

When the SIP/IP Core network corresponds to 3GP® dM3GPP2 MMD networks, and the Presence SoudJE, it
SHALL set the entity attribute of the <presencesngnt of the presence document, defined in [RFC3868s registered
public user identity, as defined in [3GPP TS 24]22%l [3GPP2 X.S0013-004-A]. If more than one stagied public user
identity is available:

. the Presence Source SHALL set the value of thet{@mittribute of the <presence> element in thesprece
document with the value of the P-Preferred-Idertigder field used in the SIP PUBLISH requestréspnt, as
defined in [3GPP TS 24.229] and [3GPP2 X.S0013-Ap4-

. if there is no P-Preferred-Identity header fieldlirded in the SIP PUBLISH request, the Presencec8dHALL
include its default public user identity, as define [3GPP TS 24.229] and [3GPP2 X.S0013-004-Athim “entity”
attribute of the <presence> element of the presdocament,

When the SIP/IP Core network corresponds to 3GPE tM3GPP2 MMD networks and if the Presence Sasree AS, it
SHALL set the value of the “entity” attribute ofdkpresence> element in the presence documenavidiRl value from the
P-Asserted-ldentity header field used in the SIBBBEISH request as defined in [3GPP TS 24.229] ar@HB2 X.S0013-
004-A].

The Presence Source SHALL support the presencerdadal defined in [PRESDDS]. The Presence Sourb®LE use the
elements defined in [PRESDDS] when publishing Rresénformation with semantics identical to thoksrents.The
Presence Source MAY support other PIDF extensiomsiblish elements whose semantics do not matdhttitse defined
in [PRESDDS], as long as a Watcher that does ndénstand those extensions can ignore them withwanging the
meaning of the Presence Information Elements tieatiaderstood.

The Presence Source SHALL be free to provide ahyevaf the instance identifier attributes (id) fduple>, <person> and
<device> (see [PRESDDS]) as this is being used unyntactically differentiate between the elerseartd is not linked
with any composition actions in the PS or resolutid conflicts in Watcher.

For a given Presentity, the information publishgahch Presence Source is composed into a singlpresence document
as described in section 5.4.3.1.

51.1.1 Partial publication

Partial publication is a mechanism such that argReesence Source can publish only those parted®tesence
Information that have changed since its last paktibo, rather than the full presence state.
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A Presence Source MAY support partial publicatidiRresence Source performing partial publicatiolBHsupport the
following:

. Partial publication procedure, according to [PARRUEH]; and

. Partial presence extension to PIDF, according &RIPORMAT].

5.1.1.2 Handling of large objects

The Presence Source MAY implement the ‘multipalates’ content type as described in [RFC2387],roheo to aggregate
other MIME objects with the ‘application/pidf+xmdr ‘application/pidf-diff+xml’ content types.

If a Presence Information Element has a valuereference to a MIME object, the Presence Sourcesithar:

. Use the content indirection mechanism as defingBRHC4483], store the MIME object in the Contentv&e and
send it indirectly by utilising the cid URI as debed in [RFC2392] referring to the indirected camitpart of the
‘multipart/related’ content-type in the PUBLISH rezpt; or

. Send the MIME object directly together with thegeece document by utilising the cid URI as desdribe
[RFC2392] referring to the embedded content pathefmultipart/related’ content-type in the PUBHS$equest.

The MIME object format SHALL conform to [3GPP TS.281] and [3GPP2 C.P0071-0].

5.1.1.2.1 Performing content indirection

If the Presence Source decides to use the comiginection mechanism for publishing an initial oodified value of a
Presence Information element, the Presence SotttaélSfollow the following procedures:

1.  Store the MIME object.
NOTE: The procedure for storing MIME objects ig defined by this specification.

The Presence Source MAY be provisioned with th@PIor optionally HTTPS URI of the content serverandthe
MIME objects will be stored. This can be done WitfiA Provisioning or local configuration. In casesitperformed
with OTA Provisioning it SHALL use the value of tEONTENT-SERVER-URI defined in Appendix B.1.

2. Construct an HTTP URI or optionally an HTTPS URferencing the stored MIME object.

3. Use the ‘multipart/related’ content type as desim [RFC2387] with the content indirection medsanas
specified in [RFC4483] for the publication of Pnese Information format as follows:

a) Seta cid URI as described in [RFC2392] referentingther MIME multipart body which contains thentent
indirection information as the value of the XML mlent whose value is delivered as an indirect canten

b) Include the presence document of the format ‘appbo/pidf+xml’ or ‘application/pidf-diff+xml’ in he root
of the body of the ‘multipart/related’ content;

c) Specify the part having information about the MIMBject by using the ‘message/external-body’ contigoe,
defining the HTTP or HTTPS URI, versioning inforniget and other information about the MIME object as
described in [RFC4483]. The versioning informatimised for determining whether or not the MIMEetthj
indirectly referenced by a URI has changed or not.

5.1.1.2.2 Handling of direct content

When the Presence Source decides to publish theBMibject as a direct content inside the presencerdent, the Presence
Source SHALL utilise the ‘multipart/related’ contegpe as described in [RFC2387] in the PUBLISHuest with the
following procedures:

1) Set a cid URI as described in [RFC2392] referentingther multipart body which contains the MIMEedt;
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2) Include the presence document of the format ‘appbia/pidf+xml’ or ‘application/pidf-diff+xml’ in he root of the
body of the ‘multipart/related’ content.

If the Presence Source supports OTA Provisionimg size limit for MIME data direct content in a PLIBH request as set
via OTA Provisioning SHALL NOT be exceeded.

In case it is performed with OTA Provisioning, HHALL use the value of CLIENT-OBJ-DATA-LIMIT paramet is defined
in Appendix B.1.

If the Presence Source does not support OTA Paniigj, the size limit for MIME data direct conténta PUBLISH
request SHOULD be set by other means at the Prestource and its value SHALL be the same as deforedTA
Provisioning compliant Presence Sources.

5.1.1.3 Limiting the rate of publications

The service provider MAY configure a Presence Sewith the shortest allowed time period between BUBLISH
requests. This can be done with OTA Provisioninfpoal configuration. In case of OTA ProvisionifigSHALL use the
value of SOURCE-THROTTLE-PUBLISH (defined in Appéxé.1).

If such configuration is present for the Presenmar&, the Presence Source SHALL NOT generate PEIBlequests more
often than instructed by the configured value.

5.1.1.4 Compression of a PUBLISH Request

The Presence Source in a UE SHOULD compress thsi§hling according to [RFC3320] and [RFC3485jgduce the
transmission delays. If signaling compression edushe Presence Source SHALL indicate suppoiigComp to the
SIP/IP Core network and request SigComp from tiIBICore network as described in [RFC3486].

When the SIP/IP Core network corresponds with 3@GFP®or 3GPP2 MMD networks the signalling compreassio
procedures as defined in [3GPP TS 24.229] / [3GRBP013-004-A] SHALL be used.

5.1.2 Example realizations of a Presence Source (Informative)

5.1.2.1 Presence User Agent

The Presence Source MAY be implemented as a Preséser Agent (PUA) as defined by 3GPP/3GPP2 in BGB
23.141] and [3GPP2 X.S0027-001-0] respectivelye PRJA is a Presence Source realization residitigarterminal or
network. The PUA collects user related Presenaaimédition from its corresponding Presentity and sentb the PS.

5.1.2.2 Presence Network Agent

The Presence Source MAY be implemented as a Predétevork Agent (PNA) as defined by 3GPP/3GPP3®BHP TS
23.141] and [3GPP2 X.S0027-001-0] respectivelye PINA collects the network related Presence Inftiondrom the
various network elements and send it to the PS.

The PNA may also notify the PS when the termindissonnected. The interfaces between the PNAlamaarious
elements are defined in 3GPP/3GPP2 (see FigureRignde 2) and are out of scope of the currentifipation.
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MSC Server/ GGSN
VLR
Presence Network
Agent
3GPP
HSS/HLR
S-CSCF SGSN GMLC
Figure 1-PNA in 3GPP
MSC/MSCe
Presence Network
Agent
3GPP2
HSS/HLR AAA/HA/ Position
S-CSCF PDSN Server

Figure 2-PNA in 3GPP2

The options of using a PNA in a non-3GPP/3GPP2renmient is shown on Figure 3:

Presence Server

PUA
| Presence Network Agent ‘
Connectivity | |4 »| Connectivity Element |
Element

UE

Figure 3-PNA in a non-3GPP/3GPP2 architecture.
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5.1.2.3 Presence External Agent

The Presence Source MAY be implemented as a Preg&aternal Agent (PEA) as defined by 3GPP/3GPHR2GPP TS
23.141] and [3GPP2 X.S0027-001-0] respectively. PRA performs the following functions:

. Supply Presence Information from external networks;
. Handle the interworking and security issues invdlweinterfacing to external networks; and
. Resolve the location of the PS associated witlPlesentity.
Examples of Presence Information that the PEA nugyply, include:
. Third party services (e.g. calendar applicationsperate systems);
. Internet Presence Services;
. Non SIMPLE-based Presence Services; and

. Services that use Presence (e.g. PoC, IM).

5.2 Watcher

The Watcher is an entity that subscribes to Presirformation about a Presentity or list of Pretest(i.e. Presence List).

When the SIP/IP Core network corresponds with 3GF® or 3GPP2 MMD networks, the Watcher MAY be implented
in a UE or an AS as defined in [SGPP TS 23.228][@&PP2 X.S0013-002-A] respectively.

521 General

A Watcher SHALL support the ‘application/pidf+xndbntent type, according to [RFC3863].

5.2.2  Subscription to Presence Information

A Watcher SHALL support subscription and notifioatof Presence Information, according to the stbsc procedures
described in [RFC3265] and [RFC3856].

If the Watcher is aware of the SIP URI of the Pnéitg the Watcher SHOULD insert the SIP URI in RRequest-URI of the
SUBSCRIBE request rather than a pres URI or aRiL U

If the Watcher only knows the tel URI or pres URLle Presentity, the tel URI or pres URI may geahslated to a SIP URI
by the SIP/IP Core network. In this case, the Wat®AY learn the translated URI from the “entitytrdbute of the
<presence> element included in the NOTIFY requedtwse it for future subscriptions.

5.2.2.1 Subscription to a Presence List
Presence Lists enable a Watcher to subscribe tipheuPresentities using a single subscription.

A Watcher MAY subscribe to a Presence List. If at@ther subscribes to a Presence List, it SHALL suppe SIP event
notification extension for resource lists, accogdia the subscriber procedures described in [RFZ}66

NOTE: As described in section 5.5.2, the RLS cdoree a limit on the number of back-end subscripgiallowed for a
single Presence List subscription, in which caséWhatcher will not receive <instance> elementgsitiose <resource>
elements corresponding to Presentities that coafith@ subscribed by the RLS. The Watcher may b&gumed with the
MAX-NUMBER-OF-SUBSCRIPTIONS-IN-PRESENCE-LIST paratae(defined in Appendix B.1) to indicate the limit
being enforced by the RLS. How the Watcher malsesai this parameter is out of scope of this spEtibn.
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5.2.3  Presence information processing

The Watcher SHALL support the presence data moefahed in [PRESDDS], and interpret the receivedsEnee
Information according to the watcher processingswefined in [PRESDDS].

524 Partial Notifications

Partial notification is a mechanism for receivingyothose parts of the Presence Information thaeltanged since the last
notification received by the Watcher, rather thaa full presence state.

A Watcher subscribing to Presence Information MA&Yuest partial notifications. A Watcher requestiagtial notifications
SHALL support the following:

. SIP extension for partial notifications, accordioghe Watcher procedures described in [PARNOT{ an

. Partial presence extension to PIDF, according ARIPORMAT].

5.2.5 Event Notification Filtering
Event notification filtering is a mechanism for téatcher to control the content and triggers offiations.

A Watcher subscribing to Presence Information MA&uest event naotification filtering. A Watcher vegting event
notification filtering SHALL support the following:

. Event notification filtering, according to the sahiber procedures described in [RFC4660]; and

«  Content-type ‘application/simple-filter+xml’, acabing to [RFC4661].

5.2.6  Handling of large objects

A Watcher MAY implement the ‘multipart/related’ demt type as described in [RFC2387], in order tgragate other
MIME objects with the ‘application/pidf+xml’ or th@application/pidf-diff+xml’ content type. In thisase, the Watcher
SHALL indicate the support for the ‘multipart/redaf content type by using the “Accept” header fieldhe SUBSCRIBE
request.

5.2.6.1 Fetching indirect content

A Watcher MAY support the content indirection meaisan [RFC4483]. If supported, the Watcher SHALLioade the
support for the ‘message/external-body’ contené typ using the “Accept” header field in the SUBSBRIrequest.

If the Watcher receives an indirect content in alN€Y request, the Watcher SHALL fetch the conteotf the Content
Server as defined in [RFC4483].

If the URI received as indirect content in the NBYlIrequest is an HTTPS URI the Watcher SHALL perfaccording to
[RFC2818].

5.2.7  Compression of Subscription Signaling
5.2.7.1 Compression of SIP signaling

A Watcher in a UE SHOULD compress the SIP signadiogording to [RFC3320] and [RFC3485] to reducetthesmission
delays. If signaling compression is used, the Wet&HALL indicate support for SigComp to the SIP@Bre network and
request SigComp from the SIP/IP Core network asriteed in [RFC3486].

When the SIP/IP Core network corresponds with 3GF® or 3GPP2 MMD networks the signalling compreasio
procedures as defined [3GPP TS 24.229] / [3GPPRXL.$004-A] SHALL be used.
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5.3 Watcher Information Subscriber

The Watcher Information Subscriber is an entityt gubscribes to the dynamically changing set ofdMaits defined in
section 5.2 and state of their subscriptions.

When the SIP/IP Core network corresponds with 3GF® or 3GPP2 MMD networks, the Watcher Informat®mbscriber
MAY be implemented in a UE or an AS as defineddGPP TS 23.228] and [3GPP2 X.S0013-002] respewtivel

5.3.1  Subscription to Watcher Information

A Watcher Information Subscriber MAY be co-locateith a Presence Source or a Watcher and SHALL stippo
subscription and natification of Watcher informati@ccording to the subscriber procedures desciibfRFC3265] and
[RFC3857].

A Watcher Information Subscriber SHALL support thpplication/watcherinfo+xml’ content type, accardito [RFC3858].

A Presentity for which the presence service isvattid SHOULD have a corresponding Watcher Inforoma8ubscriber,
e.g. to support reactive authorization. The medmrfiow this is achieved is outside the scope sfdbcument.

If subscription to Watcher information event paakégrequired, the Presentity SHALL subscribe ®\tfatcher
information event package with one of its corresiog Watcher Information Subscribers upon activatbthe service.
This information can be used, for instance, foctiea authorization.

5.3.1.1 Event notification filtering

Event notification filtering is a mechanism for théatcher Information Subscriber to control the esmtof notifications sent
to it.

A Watcher Information Subscriber subscribing to @atr information MAY request event notificatiortditing. A Watcher
Information Subscriber requesting event notificatfittering SHALL support the following:

. Event notification filtering, according to the sahiber procedures described in [RFC4660]; and

«  Content-type ‘application/simple-filter+xml’, acabing to [RFC4661].
5.3.2 Compression of Watcher Information signaling

5.3.21 Compression of SIP signaling

A Watcher Information Subscriber in a UE SHOULD qoess the SIP signaling according to [RFC3320][&+C3485] to
reduce the transmission delays. If signaling cosgion is used, the the Watcher Information Subeci®HALL indicate
support for SigComp to the SIP/IP Core network gegliest SigComp from the SIP/IP Core network asriesd in
[RFC3486].

When the SIP/IP Core network corresponds with 3GF® or 3GPP2 MMD networks the signalling compreasio
procedures as defined [3GPP TS 24.229] / [3GPPRXL.$004-A] SHALL be used.

5.4 Presence Server

The Presence Server (PS) is an entity that accaptes and distributes Presence Information. Thedtforms the
following functions:

. Handles publications from one or multiple PreseBoerce(s) of a certain Presentity. This includésshing
Presence Information, replacing existing Presenfmrhation with newly published information, or rewing
Presence Information, for a given Presence Sosemgection 5.4.1).

. Handles subscriptions from Watchers to Presenaerirdtion and generates notifications about thedPies
Information state changes (see section 5.4.2).
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. Processes the Presence Information in various sty applies Watcher preferences (see sectids) 5.4.

. Handles subscriptions from Watcher Information Subers to Watcher information and generates ruatifons
about the Watcher information state changes (sa®ne.4.4).

. Use certain XDM functions supporting the PS (setice 5.4.5).

When the SIP/IP Core network corresponds with 3GFP® or 3GPP2 MMD networks, the PS SHALL be implereehin
an AS as defined in [3GPP TS 23.228] and [3GPPDXLS3-002-A] respectively.

5.4.1 Presence Information publication acceptance from Presence Sources

A PS SHALL implement the Event State Compositor@E&inction and support the PUBLISH method accagdimthe
procedures described in [RFC3903].

A PS SHALL support the ‘application/pidf+xml’ comtetype according to [RFC3863].
54.1.1 Applying Presence Publication

As part of the publication process, the PS may teedplace existing Presence Information with meseming information
received by Presence Sources (see Section 4.4~aI3803]).

The PS SHALL handle incoming publications as defime[RFC3903].

54.1.2 Presence publication authorisation

Before accepting a PUBLISH request, the PS SHALlfquen identity verification and authorization ofetfpublication
attempt of the Presence Source, per local policy.

When the SIP/IP Core corresponds to 3GPP IMS oiPZA®MD then the PS SHALLverify the identity of tReesence
Source of the PUBLISH request as described in [3G8R4.229]/ [3GPP2 X.S0013-004-A] sub-clause 547.1

The PS publication authorisation policy SHALL autilze the publication for the Presentity, and SHOUielect the
publication for all other users.

The PS SHALL perform authorisation of the publioatby verifying that the identity of the sourcetioé PUBLISH request
matches against the value of the “entity” attriboft¢he <presence> element in the Presence Infemdbcument as
described in [RFC3863].

If the Presentity is identified by a SIP URI andaapres URI or a tel URI, the PS SHALL considesth&lRIs equivalent for
the purposes of publication and publication auttaiion.

In case of successful authorization, the PS actbptBUBLISH request and SHALL process the PUBLIB#Huest in
accordance with [RFC3903].

54.1.3 Handling of partial publications
The PS MAY support partial publication.

If the Presence Source generates a partial publicegquest as described in chapter 5.1.1.1 ukia¢application/pidf-
diff+xml’ content-type defined in [PARFORMAT] thePSHALL process the PUBLISH request in accordanitle w
[RFC3903] and [PARPUBLISH].

5.4.1.4 Handling of large objects
The PS MAY support the ‘multipart/related’ contéype in accordance with [RFC2387].

If supported, the PS SHALL process a presence dentimepresented as ‘multipart/related’ content péollows:

. If the ‘multipart/related’ content type containsedit MIME object data, the PS SHALL check the sizéhe direct
MIME object data.
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o If the size exceeds the upper limit as defined $ypBlicies, the PS SHALL stop processing and rettuerSIP
response “413 Request Entity Too Large”. The ufipet used by the PS SHALL be at least equal tgreater
than the respective limit defined for the Prese®aerce.

o If the size of the direct MIME object data is withthe PS's upper limit, the PS SHALL either stbe MIME
object in case of initial publication or replaceetisting content in case of modify operation.

. If the ‘multipart/related’ content type containsiadirect MIME object included in a ‘message/extrbody’
content type and the content indirection [RFC44&8thanism is supported by the PS, the PS SHAL Lcassathe
value of the relevant presence attribute with tkter@al content.

If the PS does not support the ‘multipart/relateahtent type, then the PS shall send a 415 (Unstgagpdedia Type)
response and indicate the supported content typiei“Accept” header field.

5.4.2 Presence state event package

The PS SHALL support subscriptions for the presenant package, according to the procedures descitb[RFC3265]
and [RFC3856].

Before accepting a SUBSCRIBE request for the pasenent package, the PS SHALL perform authorinaticthe
subscription attempt of the Watcher, per Preseptticy. The policies to authorize the Watcher'dstription request are
described in section 5.4.3.2. If the PS acceptSthBSCRIBE request, the PS SHALL process the SUBEREquest in
accordance with [RFC3265] and [RFC3856] with théofeing clarification:

. the PS SHALL NOT terminate a subscription becahsePresentity’s Presence Information which is being
monitored does not exist. This allows a Watchaetnain subscribed to the Presentity and get itsePiee
Information whenever it is available.

If the Presentity is identified by a SIP URI andae& pres URI or a tel URI, the PS SHALL considkexse URIs equivalent
for the purposes of presence event package sutisnsp

The PS SHALL support notification of changes to phesence event package, according to the procedeseribed in
[RFC3265] and [RFC3856], to authorized Watchereradpplying the steps in section 5.4.3.

5421 Handling of large objects
The PS MAY generate notifications using the ‘mudtigrelated’ content type in accordance with [RFEZA3if:

. the Presence Information formatted as ‘applicagimtfi#xml’ or ‘application/pidf-diff+xml includes rierences to
other MIME objects; and

. the Watcher indicates support for the ‘multipatlited’ content type using the “Accept” header figldhe
SUBSCRIBE request.

If the Watcher does not indicate support for theltipart/related’ content type or a MIME object can be accessed by the
PS, the PS SHOULD exclude the MIME object from tiloéfication.

If the size of the MIME object data in the NOTIF¥quest exceeds the limit defined for the Watchei?B SHALL handle
the MIME object data as indirect content, i.e. stitre MIME object data in the Content Server armtlisle an HTTP or
optionally HTTPS URI in the natification pointing the stored MIME object.

If the reference to the MIME object is an HTTPotiopally HTTPS URI, the PS SHALL either:

. fetch the content using the HTTP GET method defindRFC2616] and include as direct content in the
notification; or

. include an HTTP or optionally HTTPS URI as indireontent in the notification pointing to the MIMbject.

Access to indirect content SHALL be restrictedhe Watcher. Any appropriate mechanism may be ggeel it does not
impose any requirements to the Watcher other tlaaimj to issue an HTTP GET to fetch the indireciteat from the
provided URI.
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In the case of sending the MIME object as direciteot, the PS SHALL modify the value of the releMaresence
Information Element in the presence document terrief the MIME object included in the ‘multiparti@ged’ content type.

5.4.3 Presence Information processing

The PS processes the Presence Information publshtte Presence Sources before delivering itédMatchers by
applying the following steps in this order (seeuf@4):

1) Composition Policy (See section 5.4.3.1);

2) Presence Authorization Content Rules (See secti3.2);
3) Event notification filtering (See section 5.4.3.3);

4) Partial notification processing (See section 54);3.

5) Event notification throttling (See section 5.4.3and

6) Notification generation (See section 5.4.3.6).

Presence Server
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Compose .
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Documents
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Figure 4 -Presence Information Processing Stages
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5431 Applying Composition Policy

The function of the PS to combine the “views” of tharious Presence Sources in one single raw preskrtument for a
particular Presentity is called composition. TheSFBALL support the presence data model define®®RESDDS].

Before applying the Composition Policy the PS SHAIfla <timestamp> element exists in a <tuple> @rtn<person>
element or <device> element, overwrite its valuthule time the PUBLISH request was received.dfimestamp>
element does not exist in a <tuple> element, <pergbement or <device> element, the PS SHALL adtimestamp>
element respectively. The PS SHALL NOT update <sitamp> element value on publication refreshes.

The PS SHALL ensure that consecutive publicatiangenare assigned the same timestamp, such ttie tase of conflicts
Watchers are always able to differentiate betwéements by looking at the time of their publication

The PS SHALL apply the following Composition Policy

NOTE: Local policy can augment this compositionigpin which case implementations have to ensuaettie semantics of
this enabler are not violated.

54.3.1.1 Composition Policy

The PS SHALL compose the information from the difg Presence Sources according to the followitesriased on the

“service”, “device”, and “person” components of fhresence data model (see [PRESDDS]):
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e Service component
If the following conditions all apply:

o If one <tuple> element includes a <contact> elemathter <tuple> elements include an identical <aont
element; and

o If one <tuple> element includes a <service-desianipt element, other <tuple> elements include an
identical <service-description> element. Two <segvilescription> elements are identical if they aont
identical <service-id> and <version> elements; and

o If one <tuple> element includes a <class> elenthgr <tuple> elements include an identical <class>
element; and

o If there are no conflicting elements (i.e. samengsts with different values) or attributes undexr th
<tuple> elements. Different <timestamp> valuesrareconsidered as a conflict.

then the PS SHALL:
1) Aggregate elements within a <tuple> element thetpablished from different Presence Sources int on
<tuple> element. Identical elements with the saalaesand attributes SHALL not be duplicated; and

2) Set the “priority” attribute of the <contact> elemién the aggregated <tuple> element to the highest
among those in the input <tuple> elements, if ganyotity” attribute is present; and

3) Set the <timestamp> of the aggregated <tuple>dartbst recent one among the ones that contributeto
aggregation; and

4) Keep no more than one <description> element fraen<ervice-description> elements of the aggregated
<tuple> element when there are different valuethef<description> elements.

In any other case, the PS SHALL keep <tuple> el¢snieam different Presence Sources separate.
» Device component

If the <devicelD> of the <device> elements that@ublished from different Presence Sources maban the PS
SHALL

1) Aggregate the non-conflicting elements within omkevice> element; and

2) Set the <timestamp> of the aggregated <device>azietn the most recent one among the ones that
contribute to the aggregation; and

3) Use the element from the most recent publicatiorcémflicting elements.

» Person component
If the following conditions all apply:

o If one <person> element includes a <class> elenotimér <person> elements include an identical stlas
element; and

o If there are no conflicting elements (same elemeiitts different values or attributes) under the rsoe>
elements. Different <timestamp> values are notidensd as a conflict.

then the PS SHALL:

1) Aggregate elements within a <person> element tteapablished from different Presence Sources in® o
<person> element. ldentical elements with the saahee SHALL not be duplicated.

2) Set the <timestamp> of the aggregated <person>egleta the most recent one among the ones that
contribute to the aggregation.

In any other case, the PS SHALL keep <person> eltsrfeom different Presence Sources separate.

The PS SHALL ignore the values of instance idestifittributes (id) of <tuple>, <person> and <dewigestances in
presence documents published by Presence Sources.
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The PS MAY change the values of instance ident#teibutes (id) of <tuple>, <person> and <devigestances in presence
documents that have been published by Presencee&sour

5.4.3.2 Applying Presence Authorisation Rules

The authorisation decision in the PS SHALL be deteed based on authorisation policies defined bysdrvice provider
(local policy) and the Presence Authorisation Ralesument stored in the Presence XDMS.

Presence Information is considered very sensitaregnal information; therefore an authorisation ma@ism SHALL be
supported.

The PS SHALL apply the Presence Authorisation Rtdedl authenticated SUBSCRIBE requests and ontgootifications
for the presence event package.

When the Presentity changes the Presence Authionizatiles, the PS SHALL ensure it applies the Rresé\uthorization
Rules with those most recent changes. The Pregariberization Rules can be changed either direethen the Presence
Authorization Rules document stored in Presence X08lupdated, or indirectly, when the URI Listsrstbin the Shared
XDMS and referenced in the Presence Authorizatiole®Rdocument are updated. The mechanism to acthiesvis out of
scope of this specification.

As defined in [PRESXDM)] the Presence Authorisaffturies has two parts defined by the Presentity:

. Subscription Authorisation Rules, which determiiha Watcher is allowed to subscribe to the PregéstPresence
Information; and

. Presence Content Rules, which determine the sobsle¢ Presentity’'s Presence Information the Watchallowed
to watch.

When a SUBSCRIBE request is received for the pmsernent package, the PS SHALL fetch the Pres&niyesence
Authorisation Rules document stored in the Presi@dS according to the procedures defined in [XDNEER section
6.1.1. When fetching the document, the PS SHAL Lstautt the HTTP URI as follows:

e  Setthe XCAP Root URI as described in [XDMSPEC];
. Set the AUID to “org.openmobilealliance.pres-rulas’defined in [PRESXDM]; and
. Set the XUI to the SIP URI or tel URI of the Pretitgn

For example, the HTTP URI of the Presence AuthbdeaRules document for a Presentity with a SIP ORI
sip:user@domain.com would be http://xcap.exampia/services/org.openmobilealliance.pres-
rules/users/sip:user@domain.com/presrules, if tBARK Root URI is http://xcap.example.com/services.

The PS SHALL determine which rules in the Preseigorisation Rules document are applicable andueta the
combined permissions according to the procedurssrited in [XDMSPEC] section 6.6.2.3, with the folling
clarifications:

*  When realized in 3GPP IMS or 3GPP2 MMD networks, 5 SHALL use the received P-Asserted-Identitglaea
(as defined in [3GPP TS 24.229] and [3GPP2 X.SAWIBA]) in the SUBSCRIBE request to determine th U
value(s) used for matching against a conditionsiet;

. If a presence subscription is identified as anonysn@ee section 7.1), the PS SHALL always evaltngteule with
the <anonymous-request> condition element as d&fmfXDMSPEC];

NOTE 1: Handling of anonymous presence subscripfiaifferent from handling described in [RFC5025].

. If an attempt to resolve an <external-list> comtitelement fails, the PS SHALL check if the evaddatRI
value(s) match any other rule with <external-lisbadition element and if not, the PS SHALL applg tblock”
action defined below; and

NOTE 2: In this case, default rules defined by <ottdentity> element are ignored.
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. If there is no matching rule then the PS SHALL gppke “block” action defined below.

After evaluating the combined permissions the P8&IS9Hhandle the subscription for this Watcher basadhe value of the
<sub-handling> action as follows:

. if the value is “block” or there is no value, thitve PS SHALL reject the subscription by respondnthe
SUBSCRIBE request to rules and procedures of [REREpfection 3.2;

. if the value is “polite-block”, then the PS SHALlitely block the subscription following the proagéds defined in
section 5.4.3.2.1;

e ifthe value is “confirm”, then the PS SHALL plattee subscription in “pending” state according ttesuand
procedures of [RFC5025] section 3.2. The furtheatiment of the subscription will depend on thellpcdicy of the
PS, a typical example of such a local policy isrémguest for “reactive authorisation” from the Fm#y; or

« ifthe value is “allow”, then the PS SHALL placeetbubscription in the “active” state accordingutes and
procedures of [RFC5025] section 3.2 and apply tleséhce Content Rules defined under the “transfioms
element of the matched rules as specified in [PRE8GK

While Watcher subscriptions are active, a Presentéy update its Subscription Authorization RulEse PS SHALL re-
evaluate the subscription state for each Watchszdan the new Subscription Authorization Rules.és@ample, a
Presentity may decide to block subscriptions frolacher. If the Watcher has active subscriptionthé Presentity, the PS
terminates these subscriptions and blocks anydigubscription requests from this Watcher.

Furthermore, while Watcher subscriptions are adiVresentity may update its Presence Content RilhesPS SHALL re-
determine the subset of the Presentity’s Preserfoenhation the Watcher is allowed to watch. Forregée, a Presentity may
decide to stop disseminating specific Presencenmdton Elements to its Watchers. In such a cas@® will generate
presence notifications that will omit those specHresence Information Elements.

NOTE 3: The mechanism for the PS to ensure thaat@égdo the Presence Authorization Rules are kapted to active
Watcher subscriptions is out of scope of this djmation.

5.4.3.2.1 Polite blocking

Polite blocking is a mechanism to deny providingdence Information updates , while indicating ®\Watcher that the
subscription is active.

If the result of applying Subscription AuthorisatiBules is to perform polite blocking (see secBoh3.2), the PS SHALL
perform the following:

1) The PS SHALL respond to the SUBSCRIBE request aliagrto rules and procedures of [RFC5025] secti@n 3
2) The PS SHALL then send only one NOTIFY requesh®RS, with the following content:

a) provide only the <tuple> elements of the “raw presedocument” of the Presentity indicating that the
Presentity is “unwilling” and “unavailable” for canmunication (see [PRESDDS] for the exact details of
how these states are mapped to relevant Preseiocmétion Elements). If further child elements are
contained in the “raw presence document” within¢hgle> elements apart from “willingness” and
“availability”, they SHALL be omitted by the PS.

b) not provide <device> and <person> information eletsgif existent in the Presentity’s “raw presence
document”

c) perform all the next stages in the Presence Infoomg@rocessing framework, as they are listed otise
5.4.3 and detailed in relevant sub-sections (@plydiltering, partial notifications, throttlingstc.).

5.4.3.3 Applying event notification filtering
The PS MAY support event natification filtering acding to the following procedures:

. Event natification filtering, according to the pemtures described in [RFC4660]; and
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. Content type ‘application/simple-filter+xml’, acating to [RFC4661].
If the PS supports event notification filteringdan

. understands the particular filter included in tlaglpad of the SUBSCRIBE request using the contgd t
‘application/simple-filter+xml’, the PS SHALL appye requested filter. As a result, the authoriéatchers are
notified of the actual Presence Information aftest fapplying the privacy filtering procedures @&scribed in
section 5.4.3.2 then the event notification filbgriprocedures described in this section; or

. does not understand the particular filter inclutiethe payload of the SUBSCRIBE request as reqddstehe
Watcher, the PS SHALL indicate it to the Watchesjpscified in [RFC4660].

5.4.3.4 Applying partial notification

The PS SHALL support partial notifications. If tiiéatcher indicates preference for partial notificati in the SUBSCRIBE
request for the presence event package, the PS Sigéerate partial notifications in accordance WRARNOT] and
[PARFORMAT].

5.4.35 Applying event notification throttling

The PS MAY have local throttling configuration segt that limit the rate at which notifications ayenerated (i.e. the
shortest time period between two NOTIFY messagea fiiven Watcher). In this case, the PS SHALL Ng&herate
NOTIFY messages more often than the throttling icpmétion dictates, except when generating thefination either upon
receipt of a SUBSCRIBE request or upon subscripttate changes.

5.4.3.6 Generation of Notifications

At the last stage of the Presence Information msiog the PS SHALL generate new NOTIFY requesteéwh Watcher
and transmit each of those to the respective Watghen the content of the new notification is diffiet from the last one
that was transmitted.

The PS SHALL set the “entity” attribute of the <pe@ce> element included in the NOTIFY request ¢ostime URI as the
one used in the Request-URI of the received SUBBERéquest.

5.4.4  Watcher information event package

Before accepting a SUBSCRIBE request for the Watitiermation event package, the PS SHALL perfoutharization
of the subscription attempt of the Watcher InforioratSubscriber, per local policy. The default pplBHALL be to
authorize the subscription if the Watcher InformatSubscriber is the Presentity, and to rejecsthmscription for all other
users. If the PS accepts the SUBSCRIBE requesB$h8HALL process the SUBSCRIBE request in accaravith
[RFC3265], [RFC3857], [RFC3858].

5441 Applying event notification filtering

The PS MAY support event natification filtering acding to the following procedures:
. Event natification filtering, according to the pemtures described in [RFC4660]; and
«  Content type ‘application/simple-filter+xml’, acabng to [RFC4661].

If the PS supports event notification filteringdan

. understands the particular filter included in tlaglpad of the SUBSCRIBE request, the PS SHALL apipdy
requested filter; or

. does not understand the particular filter inclutrethe payload of the SUBSCRIBE request, the PS ISHiAdicate
it to the subscriber as specified in [RFC4660] HREC4661].
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5.45 XDM Functions

Certain PS functionality depends on particular doents stored in the Presence and Shared XDMSsdér to provide this
functionality the PS SHALL support the following :

. Retrieval of XML documents stored in the PresenBa®6 and Shared XDMS, according to [XDMSPEC] section
"Procedures at the XDM Client{via the PRS-8 and PRS-5 reference points, reispgot and

. XCAP application usages specified in [PRESXDM] &8HaredXDM].

5.5 Resource List Server

The Resource List Server (RLS) performs the follayfunctions:
«  Accepts subscriptions to Presence Lists;
«  Authorizes the Watcher’s usage of the Presence List
. Creates and manages back-end subscriptions toeslibRtities in the Presence List, on behalf ofttatcher;
. Sends notifications to the Watcher, based on in&bion received from the back-end subscriptions;
«  Applies aggregation and rate control mechanisntseaotifications, as appropriate.

When the SIP/IP Core network corresponds with 3GFP® or 3GPP2 MMD networks, the RLS SHALL be implemted in
an AS as defined in [GPP TS 23.228] and [3GPPDXLS-002-A] respectively.

551 General

The RLS SHALL support list subscriptions to the qmece event package, according to the RLS procedlescribed in
[RFC4662].

Before accepting a list subscription, the RLS SHAddrform authorization of the usage of a Preserstebly the Watcher,
per local policy.

If the list subscription is authorized, the RLS SHAresolve the Presence List into individual Pregis according to
section 5.5.4.

When sending a list notification, the RLS SHALL #e “uri” attribute of each <resource> elementuded in the RLMI
document to the URI for the Presentity that isesian the Presence List.

NOTE: If a Presentity is identified by a pres URIleotel URI in the Presence List, the pres URIhertel URI is included in
the RLMI document correspondingly even if the RIS knowledge of an equivalent SIP URI.

5.5.2  Back-end Subscriptions

For list subscriptions to the presence event paskidg RLS SHALL generate back-end subscriptioieam the Presence
Information of Presentities in the list.

Some or all back-end subscriptions may be virtubksriptions. For back-end subscriptions using 8i€ RLS SHALL
support subscription and notification of Presemdermation, according to the procedures descrihexkttions 5.2.1, 5.2.2,
5.2.4,5.2.5 and 5.2.6.

When the SIP/IP Core network corresponds to 3GP® dM3GPP2 MMD networks, the RLS SHALL follow theopedures
described in section 5.7.3 of [3GPP TS 24.229][@@&PP2 X.P0013-004-A] and insert a URI value fréma P-Asserted-
Identity header of the incoming SIP SUBSCRIBE reqjfas defined in [3GPP TS 24.229] and [3GPP2 X1BdmD4-A]) to
the SIP SUBSCRIBE request of the back-end subsmniphs opposed to acting as an authenticatioricge(fiRFC4474])
required by the [RFC4662].
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If the OTA Provisioning parameter MAX-NUMBER-OF-SISERIPTIONS-IN-PRESENCE-LIST or local policy insttsic
the RLS SHALL limit the number of back-end substidps. The RLS SHALL:

. initiate no more back-end subscriptions as insgditty the provisioning parameter or local poliayd a

. return no <instance> element for those <resourterents that could not be subscribed from the Pskist
document due to this limitation. The <instance> arekource> elements are part of the ResourceMata-
Information (RLMI) document as defined in [RFC4662]

When the Watcher adds Presentities to the Predéstoehile the list subscription is active, the RESIALL generate back-
end subscriptions for the newly added Presentitied, SHALL include the newly added Presentitiethanext list
notification. This procedure SHALL NOT require téatcher to re-subscribe to the Presence List.

When the Watcher removes Presentities from theeRoesList while the list subscription is activeg fRLS SHALL
terminate back-end subscriptions to the recenthored Presentities, and SHALL indicate that thekbeawd subscriptions
have been terminated in the next list notificatidhis procedure SHALL NOT require the Watcher tesudscribe to the
Presence List.

The Presence List can be changed either direchignvthe Presence List document stored in RLS XDéAspidated, or
indirectly, when the URI List stored in the ShabdMS and referenced in the Presence List docunseapdated.

NOTE: The mechanism for the RLS to ensure that tgzd® the Presence List are being applied to etist
subscriptions is out of scope of this specification

When the Watcher refreshes the subscription, th® 8HOULD refresh the back-end subscriptions acogigi The RLS
SHOULD try to re-generate the back-end subscrigtion those Presentities whose corresponding <resolelement in the
last list notification:
. did not include an <instance> element, if the ofissvas not caused by a limit to the maximum nundfdrack-
end subscriptions; or

. included an <instance> element whose “state” aftteilvas set to “terminated”.

5.5.3 Event Notification Filtering
The RLS MAY support event notification filtering@rding to the following procedures:

. Event notification filtering, according to the RlaBd notifier procedures described in [RFC4660] \tlid
clarifications described in this section; and

«  Content type ‘application/simple-filter+xml’, acating to [RFC4661].
If the RLS supports event notification filteringyca
. understands the particular filter included in tlaglpad of the SUBSCRIBE request, the RLS SHALL:

o if the filter element contains a “uri” attributedits value matches with the URI of a Presentitthia
Presence List, supply the filter document in thekband subscription to the matching Presentity;

o if the filter element contains a “domain” attribited its value matches with the domain of a set of
Presentities in the Presence List, supply therfilteument in the back-end subscriptions to thedirgties
matching the “domain” attribute, but and not matchtihe “uri” attribute in other filters in the fit-set;
and

o if the filter element does not contain a “uri”*‘glomain” attribute, supply the filter document hretback-
end subscriptions to all Presentities in the Preséist not matching a “uri” or a “domain” attritaiin
other filters in the filter-set; or

. does not understand the particular filter inclutlethe payload of the SUBSCRIBE request as reqddstehe
Watcher, the RLS SHALL indicate it to the Watcherspecified in [RFC4660].

For every filter propagated in a back-end subsoriptargeted to a Presentity, the RLS SHALL remtihe“uri” or
“domain” attribute if included in the RLS filter tdined from the Watcher.
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5.5.4 XDM Functions

In order to resolve Presence Lists into individRedsentities, the RLS SHALL support the following:

. Retrieval of XML documents stored in the RLS XDM&le&Shared XDMS, according to [XDMSPE@&cument
Managemerit(via the PRS-10 and PRS-9 reference points, s@dy); and

. XCAP application usages specified in [RLSXDM] aighpredXDM].

On receiving a SIP SUBSCRIBE request directedRrtesence List identified by a Request-URI, the BERLL access the
global “index” document described in [RLSXDM] usitttge XCAP path
[XCAP Root URI]/rIs-services/global/index.

The RLS SHALL retrieve the Presence List from tbatents of the <service> element within the indeguinent whose
“uri” attribute value matches the Request-URI @& thceived SUBSCRIBE request. If the RLS is unabletrieve the
Presence List from the RLS XDMS, the RLS SHALL otjthe SUBSCRIBE request with a 404 (Not Foundpoese.

The Presence List can contain references to UR$ st®red in the Shared XDMS. If the RLS is unableetrieve a URI List
from the Shared XDMS, then that URI List SHOULDipgrored; if so, the Watcher is made aware of tHiemvthe URIs
which could not be de-referenced are omitted froenlist notification.

When realized in 3GPP IMS or 3GPP2 MMD networks,RLS SHALL insert a URI from the received P-Assdftdentity
header (as defined in [3GPP TS 24.229] and [3GPPR(XL3-004-A]) from the SIP SUBSCRIBE request i ‘tK-3GPP-
Asserted-ldentity” header, as defined in [3GPP #3.29] or the “X-XCAP-Asserted-Identity” headerdefined in
[XDMSPEC], of the HTTP GET request.

5.5.5 Rate control and Aggregation

Subject to rate limitations described below, theSRRHALL generate notifications when it receivesated information
from back-end subscriptions.

The RLS MAY have local throttling configuration 8egs that limit the rate at which notification ayenerated (i.e. the
shortest time period between two NOTIFY messagethib case, the RLS SHALL NOT generate NOTIFY rages more
often than the throttling configuration dictates¢cept when generating the natification either upeceipt of a SUBSCRIBE
request or upon subscription state changes.

If multiple back-end notifications arrive while eatontrol restrictions apply, the RLS MAY aggregtiese notifications

(i.e. combine the presence content into a singl& IRY message) and transmit them when those rasimgexpire. The
mechanism by which multiple notifications are aggted is described in [RFC4662].

5.6 XDM Client

The XDM Client SHALL support the XDM Client proceshs described in [XDMSPEC] sectioRrbcedures at the XDM
Client” and the XCAP application usages described in [PAES], [RLSXDM], and [SharedXDM].

5.7 Presence XDMS

The Presence XDMS SHALL support the XDM Server pohaes described in [XDMSPEC] sectitirocedures at the
XDM Server’and the XCAP application usages described in [PHERS].

5.8 RLS XDMS

The RLS XDMS SHALL support the XDM Server procedsudescribed in [XDMSPEC] sectigRrocedures at the XDM
Server”and the XCAP application usages described in [RRBX
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5.9 Content Server
The Content Server SHALL support HTTP GET and PUsthads [RFC2616], and the procedures defined irfCHRIB3].
The Content Server SHALL store a MIME object wheaoaiving it in an HTTP PUT request behind the HTUR therein.

The Content Server SHALL return a MIME object i@@0 OK response to an HTTP GET request. The CoStenter
SHALL fetch the MIME object from the Request URItbE HTTP GET request.

The Content Server can be used by Presence S@asdescribed in section 5.1.1.2, Watchers as testim section 5.2.6
and the PS as described in sections 5.4.1.4 ar@dl 5.4

NOTE: The procedure for storing MIME objects id defined by this specification.

5.10 Shared XDMS

The Shared XDMS is described in [XDMSPEC] sectidh 5
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6. Void
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7. Security

The security mechanism provides the protectiom¢oRresence Service environment.

7.1 Privacy
7.1.1  Watcher privacy

If the Watcher desires subscription privacy, it 3ti/set the From header field of the SIP SUBSCRIBguest to
anonymous value as defined in [RFC3261].

The Watcher MAY indicate further privacy preferesde accordance with [RFC3323].

When the SIP/IP Core network corresponds with 3GFP® or 3GPP2 MMD networks, the Watcher SHALL inctua
Privacy header value set to “id” as described iIRCR325].

7.1.2  Watcher Information Subscriber Privacy

A subscription to Watcher information SHALL be anitized if the Watcher Information Subscriber is Bresentity and
SHALL be rejected for all other users.

Anonymous Watcher information subscription SHALLfegected.

7.1.3  Presentity Privacy

Privacy of the Presentity, i.e. who receives whitkthe Presentity’s Presence Information is ensbsethe presence
authorization mechanism described in section 24.3.

7.1.4  Handling of anonymous presence subscriptions in Presence Server
The PS SHALL consider a subscription as anonymbasyi of the following conditions are true:

. When the SIP/IP Core network corresponds with 3GFP® or 3GPP2 MMD networks, and the SIP SUBSCRIBE
request contains a Privacy header value set tootidliser” as described in [3GPP TS 24.229]/[3GRFE0013-
004-A] section 5.7.1.4; or

. The SIP SUBSCRIBE request contains a From headarating an anonymous value as described in [RFC]326

Authorization of anonymous subscriptions SHALL lee@ding to the Presentity’s Subscription Authatia Rules for
anonymous subscriptions (see section 5.4.3.2).

7.2 Authentication of SIP requests

The PS or RLS SHALL authenticate all incoming S¢guests. The PS or RLS SHOULD rely on the authatibic
mechanisms provided by the underlying SIP/IP Cetevark to accomplish user identity verification.

When the SIP/IP Core network corresponds with 3GFP® or 3GPP2 MMD networks:
. The authentication mechanism is specified in [3GBRB3.203]/[3GPP2 S.R0086-A];

. The PS or RLS SHALL authenticate the SIP requegtrator as specified in [3GPP TS 24.229]/[3GPP30013-
004-A] section 5.7.1.4; and

. The PS or RLS acting on behalf of the Presenceceaurthe Watcher SHALL populate security relaté Iseader
fields according to the procedures given in [3GRP2#.229]/[3GPP2 X.S0013-004-A] section 5.7.3.

An AS acting as originating UA SHALL follow the déntication procedures given in [3GPP TS 24.22@HB2 X.S0013-
004-A] section 5.7.3.
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7.3 Integrity and confidentiality protection

The access level security mechanism SHALL be pexvioly the SIP/IP Core network to support integaityd confidentiality
protection of SIP signalling.

When the SIP/IP Core network corresponds with 3GF® or 3GPP2 MMD networks, the integrity and coefidiality
protection mechanism is specified in [3GPP TS 33/ZBGPP2 S.R0086-A].

[0 2008 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-Presence_SIMPLE-V1_1-20080627-A Page 37 (69)

8. Charging
8.1 Charging Architecture

Since both online and offline charging SHOULD beported according to [PRESREQ)], there are two difiecharging
architectures, which can be simplified as showthéfollowing subsections.

8.1.1  Offline Charging Architecture

When the SIP/IP Core network corresponds with 3GFP® or 3GPP2 MMD networks the offline charging SHOWbe
performed according to [3GPP TS 32.240] [3GPP T.2&3 for 3GPP and [3GPP2 X.S0013-007-A] [3GPP20R13-008-
A] for 3GPP2.

In the context of other realisations of the SIRZIBre network similar charging functions SHOULD beyided.

8.1.2  Online Charging Architecture

When the SIP/IP Core network corresponds with 3GFP® or 3GPP2 MMD networks the online charging SH@Uhe
performed according to [3GPP TS 32.240] [3GPP T3&Y for 3GPP and [3GPP2 X.S0013-007-A] [3GPP20R13-008-
A] for 3GPP2.

In the context of other realisations of the SIRZIBte network similar charging functions SHOULD beypded.

[0 2008 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-Presence_SIMPLE-V1_1-20080627-A Page 38 (69)

9. Regqistration

When the SIP/IP Core corresponds with 3GPP IMSG®PB2 MMD networks, the Presence Source and thehafatc
implemented by a UE SHALL use the 3GPP IMS or 3GRIMD networks registration mechanisms as define®PP
TS 24.229] and [3GPP2 X.S0013-004-A].

In a non-3GPP/3GPP2 network, this document hagauirement regarding the SIP registration procesiure
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10. Content of the Presence Document

The presence data model and the content of theqresiocument is described in [PRESDDS].
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11. SIP Methods
11.1 SUBSCRIBE Method

When SIP/IP Core network is realised with 3GPP IMSGPP2 MMD networks, the supported headers oSthBSCRIBE
method and its responses SHALL correspond to tHefieed in [3GPP TS 24.229] and [3GPP2 X.S0013-AD4-
respectively.

In the context of other realisations of the SIRZI&re network the supported headers of the SUBSCRiBthod and its
responses SHALL correspond to those defined in [B#85], [RFC3857] and [RFC3856].

11.2 PUBLISH Method

When SIP/IP Core network is realised with 3GPP IBdSGPP2 MMD networks, the supported headers oPthBLISH
method and its responses SHALL correspond to tHefieed in [3GPP TS 24.229] and [3GPP2 X.S0013-ApD4-
respectively.

In the context of other realisations of the SIRZIBTe network the supported headers of the PUBLI®#thod and its
responses SHALL correspond to those defined in [5803].

11.3 NOTIFY Method

When SIP/IP Core network is realised with 3GPP bdSGPP2 MMD networks, the supported headers oNB&IFY
method and its responses SHALL correspond to tHefieed in [3GPP TS 24.229] and [3GPP2 X.S0013-ApD4-
respectively.

In the context of other realisations of the SIRZIBte network the supported headers of the NOTIF¥hotand its
responses SHALL correspond to those defined in [B#85], [RFC3857] and [RFC3856].

[0 2008 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-Presence_SIMPLE-V1_1-20080627-A Page 42 (69)

Appendix A.  Static Conformance Requirements
The SCR'’s defined in the following tables includersfor:

. Presence Source

. PS
. RLS
. Watcher

. XDM Client
. Presence XDMS
. RLS XDMS

Each SCR table indentifies a list of supporteduezs as:
Item: Identifier for a feature.
Function: Short description of the feature.
Reference Section(s) of this specification with more detah the feature.

Status Whether support for the feature is mandatorymiiomal. MUST use “M” for mandatory support and “€@t
optional support in this column.

Requirement This column identifies other features requirediuy feature. If no other features are requirkis, t
column is left empty.

This section describes the dependency grammariotat be used in the Requirement column of the SG&RCCR tables
using ABNF [RFC4234].

TerminalExpression = ScrReference / NOT TerminalExpression / TerminalExpression LogicalOperator
TerminalExpression / “(* TerminalExpression “)”

ScrReference = Scritem / ScrGroup

Scritem = SpecScrName “—* GroupType “—* DeviceType “—* Numericld / SpecScrName “—* DeviceType
“~“ Numericld

ScrGroup = SpecScrName “.” FeatureType / SpecScrName “— “ GroupType “—* DeviceType “~"
FeatureType

SpecScrName = 1*Character;

GroupType = 1*Character;

DeviceType = “C" / “S”; C — client, S — server

Numericld = Number Number Number

LogicalOperator = “AND” / “OR”; AND has higher precedence than OR and OR is inclusive
FeatureType = “MCF” / “OCF” / “MSF" | “OSF”; See Section A.1.6

Character = %x41-5A ; A-Z

Number = %x30-39 ; 0-9
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A.1 Presence Source

Item Function Reference Status Requirement
SIMPLE-SRC-C-001 Support SIP PUBLISHtg 5.1.1 M SIMPLE-SRC-C-006 OR
publish Presence SIMPLE-SRC-C-007
Information
SIMPLE-SRC-C-002 application/pidf+xml PIDF  5.1.1 M
SIMPLE-SRC-C-003 Presence Data Model 5.11 M
SIMPLE-SRC-C-004 Partial Publication 5111 (e} SIMPLE-SRC-C-006 OR
SIMPLE-SRC-C-007
SIMPLE-SRC-C-005 Content Indirection 51.1.2.1 (0]
SIMPLE-SRC-C-006 IMS SIP PUBLISH 11.2 O
Method
SIMPLE-SRC-C-007 NON-IMS SIP PUBLISH | 11.2 (e}
Method
SIMPLE-SRC-C-008 Direct Content 5.1.1.2.2 (0]
SIMPLE-SRC-C-009 Source Throttle Publish 5113 (0]
SIMPLE-SRC-C-010 Presence entity attribute | 5.1.1 M SIMPLE-SRC-C-006
settings
SIMPLE-SRC-C-011 Supporting other PIDF 511 )
extensions
SIMPLE-SRC-C-012 SIGCOMP 5114 O
A.2 Presence Server
Item Function Reference Status Requirement
SIMPLE-PS-S-001 Presence Data Model 543 M
SIMPLE-PS-S-002 Publication of Presence | 5.4.1 M SIMPLE-PS-S-007 OR
Information SIMPLE-PS-S-008
SIMPLE-PS-S-003 Presence Information 5.4.2 M SIMPLE-PS-S-005 OR
Subscriptions SIMPLE-PS-S-006
SIMPLE-PS-S-004 Presence Information 5.4 M SIMPLE-PS-S-009 OR
Notifications SIMPLE-PS-S-011
SIMPLE-PS-S-005 IMS SIP SUBSCRIBE 11 O
Method
SIMPLE-PS-S-006 NON-IMS SIP 11 O
SUBSCRIBE Method
SIMPLE-PS-S-007 IMS SIP PUBLISH 11 (¢}
Method
SIMPLE-PS-S-008 NON-IMS SIP PUBLISH | 11 (0]
Method
SIMPLE-PS-S-009 IMS SIP NOTIFY Metho 11 O
SIMPLE-PS-S-011 NON-IMS SIP NOTIFY 11 (0]
Method
SIMPLE-PS-S-012 Fetch Presence XDMS 5.4 M Presence_XDM-AU-S-001,

content

Presence_XDM-AU-S-002,
Presence_XDM-AU-S-003,
Presence_XDM-AU-S-004,
Presence_XDM-AU-S-005,
Presence_XDM-AU-S-006,
Presence_XDM-AU-S-007

SIMPLE-PS-S-013

Void
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Item Function Reference Status Requirement
SIMPLE-PS-S-014 Fetch Shared XDMS 5.4 M Shared_XDM-AU-S-001,
content Shared_XDM-AU-S-002,
Shared_XDM-AU-S-003,
Shared_XDM-AU-S-004,
Shared_XDM-AU-S-005,
Shared_XDM-AU-S-006,
Shared_XDM-AU-S-007
SIMPLE-PS-S-015 Void
SIMPLE-PS-S-016 Content Indirection of 5.4 (0]
Presence Notification
SIMPLE-PS-S-017 Direct Content of Presence 5.4 (e}
Notification
SIMPLE-PS-S-018 Watcher Information 5.4.4 M SIMPLE-PS-S-005 OR
Subscriptions SIMPLE-PS-S-006
SIMPLE-PS-S-019 Watcher Information 544 M SIMPLE-PS-S-009 OR
Notifications SIMPLE-PS-S-011
SIMPLE-PS-S-021 Partial Notifications 5.4 M
SIMPLE-PS-S-022 Polite Blocking 5.4 M
A.3 Watcher Information Subscriber
Item Function Reference Status Requirement
SIMPLE-WIS-C-001 IMS SIP SUBSCRIBE 11 (0]
Method
SIMPLE-WIS-C-002 NON-IMS SIP 11 /o)
SUBSCRIBE Method
SIMPLE-WIS-C-003 IMS SIP NOTIFY Method 11 (0]
SIMPLE-WIS-C-004 NON-IMS SIP NOTIFY | 11 o)
Method
SIMPLE-WIS-C-005 Subscription for the 5.3 (e}
Watcher information
template package
SIMPLE-WIS-C-006 SIGCOMP 53.2.1 (0]
A.4 RLS Server
Item Function Reference Status Requirement
SIMPLE-RLS-S-001 Presence List Subscription 5.5 M RLS_XDM-AU-S-001,
RLS_XDM-AU-S-002,
RLS_XDM-AU-S-003,
RLS_XDM-AU-S-004,
RLS_XDM-AU-S-007,
SIMPLE-RLS-S-004 OR
SIMPLE-RLS-S-005
SIMPLE-RLS-S-002 List Notifications 5.5 M
RLS_XDM-AU-S-001,
RLS_XDM-AU-S-002,
RLS_XDM-AU-S-003,
RLS_XDM-AU-S-004,
RLS_XDM-AU-S-007,
SIMPLE-RLS-S-006 OR
SIMPLE-RLS-S-007
SIMPLE-RLS-S-004 IMS SIP SUBSCRIBE 11 0
Method
SIMPLE-RLS-S-005 NON-IMS SIP 11 O
SUBSCRIBE Method
SIMPLE-RLS-S-006 IMS SIP NOTIFY Methog 11 (0]
SIMPLE-RLS-S-007 NON-IMS SIP NOTIFY 11 (0]
Method
SIMPLE-RLS-S-008 Partial Notifications 55 M SIMPLE-RLS-S-006 OR

SIMPLE-RLS-S-007
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Item Function Reference Status Requirement
SIMPLE-RLS-S-009 Void
SIMPLE-RLS-S-010 Fetch RLS XDMS content 5.5 M RLS_XDM-AU-S-001,
RLS_XDM-AU-S-002,
RLS_XDM-AU-S-003,
RLS_XDM-AU-S-004,
RLS_XDM-AU-S-005,
RLS_XDM-AU-S-006,
RLS_XDM-AU-S-007,
RLS_XDM-AU-S-008,
RLS_XDM-AU-S-009
SIMPLE-RLS-S-011 Void
SIMPLE-RLS-S-012 Fetch Shared XDMS 55 M Shared_XDM-AU-S-001,
content Shared_XDM-AU-S-002,
Shared_XDM-AU-S-003,
Shared_XDM-AU-S-004,
Shared_XDM-AU-S-005,
Shared_XDM-AU-S-006,
Shared_XDM-AU-S-007
A.5 Watcher
Item Function Reference Status Requirement
SIMPLE-WATCH-C-001 Presence Data Model 5.2.3 M
SIMPLE-WATCH-C-002 Presence Subscription 5.2.1 M SIMPLE-WATCH-C-009
OR SIMPLE-WATCH-C-
010
SIMPLE-WATCH-C-003 Presence List Subscriptian  5.2.1 (0] SIMPLE-WATCH-C-009
OR SIMPLE-WATCH-C-
010
SIMPLE-WATCH-C-004 Presence Notifications 5.2.1 M SIMPLE-WATCH-C-011
OR SIMPLE-WATCH-C-
012
SIMPLE-WATCH-C-005 Partial Notification 5.2.4 O SIMPLE-WATCH-C-009
OR SIMPLE-WATCH-C-
010
SIMPLE-WATCH-C-006 Content Indirection 5.11.2.1 (0]
SIMPLE-WATCH-C-07 Rich Presence Information 5.1 (0]
SIMPLE-WATCH-C-008 Presence-based Location| 5.1 (0]
Object
SIMPLE-WATCH-C-009 IMS SIP SUBSCRIBE 11 (0]
Method
SIMPLE-WATCH-C-010 NON-IMS SIP 11 (0]
SUBSCRIBE Method
SIMPLE-WATCH-C-011 IMS SIP NOTIFY Method| 11 (6]
SIMPLE-WATCH-C-012 NON-IMS SIP NOTIFY 11 (0]
Method
SIMPLE-WATCH-C-013 SIGCOMP 5.27.1 (0]
A.6  XDM Client
Item Function Reference Status Requirement
Presence_SIMPLE-XDMC{ Mandatory XDMC 5.6 M XDM_Core: MCF AND
C-001 functions SHARED_XDM:MCF AND
RLS_XDM:MCF AND
PRESENCE_XDM:MCF
Presence_SIMPLE-XDMC-{ Optional XDMC functions | 5.6 O XDM_Core:OCF AND
C-002 SHARED_XDM:OCF
RLS_XDM:OCF AND
PRESENCE_XDM:OCF
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A.7 Presence XDMS

Item Function Reference Status Requirement
Presence_SIMPLE- Mandatory Presence 5.7 M XDM_Core:MSF AND
PresenceXDMS-S-001 XDMS functions PRESENCE_XDM:MSF
Presence_SIMPLE- Optional Presence XDMS 5.7 (0] XDM_Core:OSF AND
PresenceXDMS-S-002 functions PRESENCE_XDM:OSF

Item Function Reference Status Requirement
Presence_SIMPLE- Mandatory RLS XDMS 5.8 M XDM_Core:MSF AND
RLSXDMS-S-001 functions RLS_XDM:MSF
Presence_SIMPLE- Optional RLS XDMS 5.8 O XDM_Core:OSF AND
RLSXDMS-S-002 functions RLS_XDM:OSF
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Appendix B. Presence Client Provisioning (Normative)

This Appendix specifies the parameters that ardeéy the presence client. Existing parametefBriovisioning Content]
and [OMA-DM-v1-1-2] are re-used, those without esponding parameters are defined and to be regisi@iOMNA
through OMA official ergistration process.

The Management Object (MO) for the OMA SIMPLE Presel.1 enabler is defined in [PRESMOQO]. The MO MB& used
for initial provisioning of parameters when the DWofile is to be used (as specified on [OMA-DM-V}};and the MO
SHOULD be used for continuous provisioning of paggéens according to [OMA-DM-v1-1-2] or [OMA-DM-v1-2]if
required by the service provider to update serg@#igurations.

B.1 Presence Client provisioning parameters

The following table lists the parameters availdblan instance of the Presence Application Charistites:

Parameter Name | Man / Opt | Instances | Default
Standard Application Characteristic fields as defired in [Provisioning Content]
APPID Mandatory 1 “ap0002”
PROVIDER-ID Optional Oorl none
APPREF Mandatory 1 none
TO-APPREF Mandatory 1 or more none
NAME Optional Oorl none
TO-NAPID Optional 0 or more none
Application Characteristic fields specifically required for the Presence Enabler
CLIENT-OBJ-DATA-LIMIT Mandatory 1 none
CONTENT-SERVER-URI Optional Oorl none
SOURCE-THROTTLE-PUBLISH Optional Oorl none
MAX-NUMBER-OF- Optional Oorl none
SUBSCRIPTIONS-IN-PRESENCE-
LIST
SERVICE-URI-TEMPLATE Optional Oorl none

The Presence Application Characteristics file fr OMA SIMPLE Presence 1.1 enabler is defined REBAC].
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Appendix C. Presence Signalling Flows (Informative)

The following signalling flows illustrate the impteentation of the relevant use cases, derived frteMRRESREQ)]. The
supported headers of the SIP methods used in twrgierform those functions are defined in sectibradd the body of the
messages, when required, in section 11.

C.1 Subsystem Collaboration

This section presents message flow examples fampkementation of the basic mechanisms of the SIEIPresence
Service.

C.1.1  Signalling flows for publishing Presence Info rmation

C.l11 Publishing Presence Information

Home Network of the Presentity

Presence SIP/IP Core
Source network PS
1.PUBIISH >
2 PURI ISH N
< 3.200 OK
< 4200 0K

Figure 5- Publishing Presence Information

1. The Presence Source generates a SIP PUBLISH reguesh contains a presence document. The meartsdor
Presence Source to compose this presence docwsraartside the scope of this specification.

2. The SIP/IP Core network routes the request to thect PS.

3. The PS authorises the presence publication, antkshike information the message contains. The B ghocesses
the Presence Information and sends a SIP 200 Qitmeg back to Presence Source.

4. The SIP/IP Core network forwards the response batke Presence Source.
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C.1l1.2 Publishing Presence Information on behalf o f another Presentity

c.1.1.21 Successful attempt

Home Network of the Presentities

Presence Presence SIP/IP PS
Source 1 Source 2 Core
1.PUBLISH >
2 PUBI ISH »
< 3200 OK
4200 OK

A

Figure 6 - Aggregating published Presence Informatin from multiple sources

1. Presence Sourcel generates a SIP PUBLISH requash) wontains Presence Information relating to &res
Source2’s Presentity. The means for the Presenoe&bto compose the Presence Information is aithiel scope
of this specification.

2. The SIP/IP Core network forwards the SIP PUBLISHuest to the appropriate PS.

3. The PS authorises the publication attempt and chtrekcontent of the request. The PS then compbsdaresence
Information to the presence document of Presenoec8@’s Presentity. The PS sends a SIP 200 OK mespoack
to the SIP/IP Core network.

4. The SIP/IP Core network forwards the SIP 200 Okoese back to the Presence Sourcel.
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C.1122 Unsuccessful attempt

Home Network of the Presentities

Presence Presence SIP/IP PS
Source 1 Source 2 Core network
1.PUBLISH >
2 PUBIISH >
——3403 Forhidden |

4.403 Forbidden

A

Figure 7 - Aggregating published Presence Informatin from multiple sources

1. Presence Sourcel generates a SIP PUBLISH requsst) wontains Presence Information relating to &res
Source2’s Presentity. The means for the Presenoe&bto compose the Presence Information is caithiel scope

of this specification.

2. The SIP/IP Core network forwards the SIP PUBLISHuest to the appropriate PS.

3. The PS does not authorise the request and serlés49% Forbidden response back to the SIP/IP Cetngark.

4. The SIP/IP Core network forwards the SIP 403 Fatbidresponse back to the Presence Sourcel.
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C.1.1.23 Aggregating published Presence Informatio  n from multiple sources

Home Network of the Presentities

Watcher Presence Presence SIP/IP PS
Source 1 Source 2 Core network
1.PUBLISH >
2.PUBLISH »
< 3.200 OK
4.200 OK

A

D PUBLISH >
6 PUBIISH >

< 7200 OK
< 8200 OK
-
< 9 NOTIEY
< 10 NOTIEY
-
11.200 OK a 12.200 OK >

Figure 8- Aggregating published Presence Informatio from multiple sources

1. Presence Sourcel generates a SIP PUBLISH requast) wontains the Presence Information Presencec€bu
wishes to publish on behalf of the Presentity.

2. The SIP/IP Core network forwards the SIP PUBLISHuest to the appropriate PS.

3. The PS authorises the publication attempt and chtrekcontent of the request. The PS then compbsdaresence
Information to the Presentity’s presence documeme. PS sends a SIP 200 OK response back to thi>SIBre
network.

4. The SIP/IP Core network forwards the SIP 200 Olpoese back to the Presence Sourcel.

5. Presence Source2 generates a SIP PUBLISH requgsh eontains the Presence Information Presencec&au
wishes to publish on behalf of the Presentity.

6. The SIP/IP Core network forwards the SIP PUBLISHuest to the appropriate PS.

7. The PS authorises the publication attempt and chtrekcontent of the request. The PS then compbsdaresence
Information to the Presentity’s presence documggtegating with the information Presence Sourcel ha
published. The PS sends a SIP 200 OK responsetbalok SIP/IP Core network.

8. The SIP/IP Core network forwards the SIP 200 Okpoese back to the Presence Source?2.
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9. The PS determines which authorised Watchers aittedrp receive the updates of the Presence Irdion for
this Presentity. For each appropriate WatcherPtBeends a SIP NOTIFY request that contains theeggted
Presence Information from Presence Sourcel an@émresSource2. The SIP NOTIFY request is sent alomgath
of the SUBSCRIBE dialog to the SIP/IP Core netwofrkhe Watcher.

10. The SIP/IP Core network forwards the SIP NOTIFYuest to the Watcher.
11. The Watcher acknowledges the SIP NOTIFY request aviSIP 200 OK response to its SIP/IP Core network.
12. The SIP/IP Core network of the Watcher forwardsShe 200 OK response to the PS.

C.1.2 Signalling flows for Watchers subscribing to presence event
notification

C.1.21 Subscribing to Presence Information state ¢~ hanges - Proactive Authorization

Home Network of the Watcher Home Network of the Presentity
Watcher Watcher SIP/IP Core Presentity SIP/IP Core PS
1.SUBSCRIBE
2.SUBSCRIBE »,
3.SUBSCRIBE »
Ladl
4. Authorisation
< 5.200 OK
< 6.200 OK
< 7.200 OK
8 NOTIRY
9 NOTIFY
10.200 OK >
Lad
11.200 QK >
PS has
updates to
send
< 12 NOTIFY
< 13 .NOTIFY
14.200 OK
15.200 OK >

Figure 9 - Subscribing to Presence Information sta changes (Watcher and Presentity are in differentetworks) —
Proactive Authorization

1. A Watcher wishes to watch a Presentity's Presarfoenhation, or certain parts of the Presentityssence
Information. To initiate a subscription, the Watckends a SIP SUBSCRIBE request for the preseram ev
package including an indication of the duratiors thibscription should last. The SIP SUBSCRIBE regosy
also include an indication of the Watcher's cajiigttib handle partial notifications.
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2.

The SIP/IP Core network of the Watcher resolvesatiiress of the Presentity and forwards the reqoeke
SIP/IP Core network of the Presentity

The SIP/IP Core network of the Presentity routesSiBSCRIBE request to the correct PS.

The PS performs the necessary authorisation cletkse originator to ensure it is allowed to wattoh Presentity.

NOTE: In the case where the privacy/authorisatioecks fail, then a negative acknowledgement is teetfite Watcher.

© N o

10.

11.
12.

13.
14.
15.

Once all privacy conditions are met, the PS issu8& 200 OK to the SIP/IP Core network.
The SIP/IP Core network of the Presentity forwatdsresponse to the SIP/IP Core network of the Wéaitc
The SIP/IP Core network of the Watcher forwardsrdsponse to the Watcher.

As soon as the PS sends a 200 OK response to @bheeqtbscription, it sends a SIP NOTIFY requeduiing the
current full state of the Presentity's tuples thatWatcher has subscribed and been authoriseth® SIP
NOTIFY request is sent to the Watcher SIP/IP Catsvork. Further notifications sent by the PS malyezi
contain the complete set of Presence Informatioonty those tuples that have changed since thetdsication

if the Watcher has indicated the capability to piscpartial notifications.

The SIP/IP Core network of the Watcher forwards3he NOTIFY request to the Watcher.

The Watcher acknowledges the receipt of the SIP IR®Tequest with a SIP 200 OK response sent tSIigIP
Core network.

The SIP/IP Core network of the Watcher forwards$he 200 OK response to the PS.

Upon the Presence Information for the Presentiginges (the means how the Presence Information ebang
outside the scope for this use case), the PS dieiesmwhich authorized Watchers are entitled toivece
notifications. For each appropriate Watcher, thes®&ls a SIP NOTIFY request that contains theofuyfiartial
updates to the Presence Information. The SIP NOTHeYiest is sent along the path of the SUBSCRIBIbdito
the SIP/IP Core network of the Watcher.

The Watcher’s SIP/IP Core network forwards the SM®TIFY request to the Watcher.
The Watcher acknowledges the SIP NOTIFY responfieavBIP 200 OK response to its SIP/IP Core network
The SIP/IP Core network of the Watcher forwards3he 200 OK response to the PS.

NOTE: Steps 2 and 3 as well as 5 and 6 are comlifitieel Watcher is in the same domain as the Ptiggen
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C.1.2.2 Fetching Presence Information state — Proac  tive authorization
Home Network of the Fetcher Home Network of the Presentity
Fetcher Watcher SIP/IP Core Presentity SIP/IP Core PS
1.SUBSCRIBE
2.SUBSCRIBE >
3.SUBSCRIBE >

Fetcher Authorisation

4,200 OK
5.200 OK
6.200 OK
ZNOTIRY
S8.NOTIEY
9.200 OK »
Ll
10.200 OK

v

Figure 10 - Fetching Presence Information state (feher and Presentity are in different networks)

A Watcher requests Presence Information of a ceRegsentity from the PS, acting as a fetchertif@remaining use case,
Watcher will be used uniformly.

1. The Watcher requests Presence Information dPthsentity using a SIP SUBSCRIBE request by ggetlia
“Expires” header field to zero, as defined in [RR2683].

2. The Watcher's SIP/IP Core network resolves tlaress of the SIP/IP Core network of the Preseatityforwards
the request.

3. The SIP/IP Core network forwards the SIP SUBEERIequest to the appropriate PS.

4. The PS performs the necessary authorizatiorksh@tthe originator to ensure it is allowed touest Presence
Information of the Presentity. Assuming all privamynditions are met, the PS issues a SIP 200 Qionse to the
SIP/IP Core network of the Presentity.

5. The SIP/IP Core network of the Presentity fogahe response to the SIP/IP Core network of theckér.
6. The SIP/IP Core network of the Watcher forwah#sSIP 200 OK response to the Watcher

7. As soon as the PS sends a SIP 200 OK respoasedpt the request, it sends a SIP NOTIFY requigistthe
current full state of the Presentity's tuples thatWatcher has requested and been authorizeth¢oSIP NOTIFY
request is sent along the path of the SUBSCRIBbglito the SIP/IP Core network of the Watcher.

[00]

. The SIP/IP Core network of the Watcher forwah#sSIP NOTIFY request to the Watcher.
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9 . The Watcher acknowledges the receipt of theNSDHIFY request with a SIP 200 OK responseto tH&I8l Core
network of the Watcher.

10. The Watcher's SIP/IP Core network forwards$he 200 OK response to the PS.

NOTE: Steps 2 and 3 as well as 5 and 6 are comliiitleel Watcher is in the same domain as the Ptiggen

C.1.23 Subscribing to Presence Information state ¢~ hanges - Reactive Authorization

Home Network of the Watcher Home Network of the Presentity
Watcher Watcher SIP/IP Core Presentity SIP/IP Core PS
1.SUBSCRIBE
2 SUBSCRIBE >
3 SUBSCRIBE >
l——4202 Accepted |
l—5202Accepted |
l¢—— 6202 Accepted |
Immediate
< Z.NOTIEY “dummy”
« notification
< 8 NOTIEY
9.200 OK
10.200 OK >
11. Reactive
authorisation
- Real
L2 NOTI-Y Notification
13.NOTIFY
14.200 OK >
15.200 QK >

Figure 11 - Subscribing to Presence Information sta changes (Watcher and Presentity are in differenbetworks) -
Reactive Authorisation

1. A Watcher wishes to watch a Presentity's Presérformation, or certain parts of the Presenti®rasence
Information. To initiate a subscription, the Watckends a SIP SUBSCRIBE request for the preserem ev
package including an indication of the duratiors thilbscription should last. The SIP SUBSCRIBE retjo&y also
include an indication of the Watcher's capabiliynandle partial notifications.

2. The SIP/IP Core network of the Watcher resothiesaddress of the Presentity and forwards theestda the SIP/IP
Core network of the Presentity.
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w

The SIP/IP Core network of the Presentity rothesSUBSCRIBE request to the correct PS

4. The PS acknowledges the request with a SIPAZ82pted response sent to the SIP/IP Core netwidteo
Presentity.

5. The SIP/IP Core network of the Presentity fogahe response to the SIP/IP Core network of taechér
6. The SIP/IP Core network of the Watcher forwahdsresponse to the Watcher..

7. As soon as the PS sends a SIP 202 Acceptednssspmaccept the subscription, it sends a SIP RO Téquest as
mandated by [RFC3265]. At this time, the Presenéerination may be inaccurate or not fully availatiethe
Presentity. However a “dummy” SIP NOTIFY requestsirnioe sent, with a valid neutral or empty Presence
Information and a valid Subscription-State heads#d f(set to “pending”) for the time being.

8. The SIP/IP Core network of the Watcher forwalasSIP NOTIFY request to the Watcher

9. The Watcher acknowledges the receipt of theNSIFIFY request with a SIP 200 OK response senist&iP/IP
Core network.

10. The SIP/IP Core network of the Watcher forwahdsSIP 200 OK response to the PS.

11. The PS authorizes the Watcher, after the Ptigserodifies the Subscription Authorization Poli¢see section
5.4.3.2).

12. The PS issues another SIP NOTIFY request, tndrthe neutral state known to the Watcher witidvafesence
Information.

13. The Watcher’s SIP/IP Core network forwards3$te NOTIFY request to the Watcher.
14. The Watcher acknowledges the SIP NOTIFY respavith a SIP 200 OK response to its SIP/IP Corevoik

15. The SIP/IP Core network of the Watcher forwahdsSIP 200 OK response to the PS.

NOTE 1: Steps 2 and 3 as well as 5 and 6 are cadbifthe Watcher is in the same domain as thechtig.

NOTE 2: If the immediate Presence Information isusate, then there is no need for another notiicashown in steps
12-15) until Presence Information state changefadh the PS may choose to best describe the iRrese
Information as known in the immediate naotificatiamd if upon completing the required steps to giaatreal
Presence Information, it matches the informati@vimusly sent, there is no need for the second\&FIFY
request.

C.l24 Receiving a Presence Notification for an Ex isting Subscription
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Home Network of the Presentity

PS

Home Network of the Watcher

PS has
updates to
send to the

watcher :

Presentity SIP/IP Core Watcher SIP/IP Core Watcher
1.NOTIFY
2.NOTIFY >
>
< 3.200 OK
4.200 OK

A

Figure 12- Receiving a presence notification

1. The PS determines which authorised Watchers aittedrtpb receive the updates of the Presence Irdtion for
this Presentity. For each appropriate WatcherPBgenerates a SIP NOTIFY request that contaiherdite full or
partial updates of the Presence Information. THeNBDTIFY request is sent inside the existing diatogated by
the SIP SUBSCRIBE request to the SIP/IP Core ndétwbthe Watcher.

2. The SIP/IP Core network forwards the SIP NOTIFYues} to the Watcher.

3. The Watcher acknowledges the SIP NOTIFY requedt wiSIP 200 OK response to its SIP/IP Core network.

4. The SIP/IP Core network of the Watcher forwardsShe 200 OK response to the PS.
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C.1.25 Partial Notifications

Home Network of the Presentity

SIP/IP Core Presence
Watcher PS S
network ource
1.SUBSCRIBE >
2.SUBSCRIBE >
< 3.200 OK
< 4 200 OK
< 5.NOTIFY
< 6 NOTIFY
7.200 OK ~
8200 OK »
< 9 PUBRIISH
10.200 OK >
- 11.NOTIFY
< 12 NOTIEY.
13200 OK
> 14,200 OK q

Figure 13 -Partial Notifications Information Flow

1. A Watcher sends a SIP SUBSCRIBE request to then@igaiting the support for the default Presencerimé&ion
Data Format defined in [PIDF] and the partial Plil#ined in [PARFORMAT]. The Watcher also indicates
support for the partial notification mechanism adaog to [PARNOT].

The SIP/IP Core network forwards the SIP SUBSCRIi&diest to the PS.
The PS authorizes the subscription and sends 2@IPK response to the SIP/IP Core network.
The SIP/IP Core network forwards the SIP 200 OKoese to the Watcher.

o > DN

The PS, based on the Watcher's indication supgpgartial notification mechanism, generates a STPTNFY
request, which includes a full state presence deatrformulated according to [PARNOT]. The SIP NOYIF
request is forwarded to the SIP/IP Core network.

The SIP/IP Core network forwards the SIP NOTIFYues} to the Watcher.
The Watcher sends a SIP 200 OK response to th&éPSTte network to acknowledge the SIP NOTIFY resjue
The SIP/IP Core network forwards the SIP 200 Okoese to the PS.

© ® N o

After some time the Presentity’s Presence Inforomatihanges (e.g. a tuple changes its <status>Psesgnce
Source publishes the new state to the PS by gémgeaSIP PUBLISH request.

10. The PS acknowledges the SIP PUBLISH request wghHPa200 OK response.
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11.

12.
13.
14.

The PS generates a NOTIFY request which inclugestial presence document formulated according to
[PARFORMAT] showing only the changed Presence Imfation.

The SIP/IP Core network forwards the SIP NOTIFYuest to the Watcher.
The Watcher acknowledges the SIP NOTIFY request aiSIP 200 OK response.
The SIP/IP Core network forwards the SIP 200 Okpoese to the PS.

NOTE: If the Watcher and the Presentity resideféérént domains the SIP/IP Core network of the tkat will
perform address resolution on the address of thseftity to foward the SUBSCRIBE request to theIBIRore
network of the Presentity. Then the SIP/IP Corevnet of the Presentity will route the SUBSCRIBE uegt to the PS.
(See step 2 and 3 as well as 5 and 6 in Sectidn212.)

C.1.26 Expiry of published Presence Information

2
3
4,
5

Home Network of the Presentity

PS SIP/IP Core Watcher

1. Presence Info
expires

2.NOTIFY >
INOTIFY >

e 4.200 OK
5200 0K

A

Figure 14- Expiry of published Presence Information

The lifetime of some Presence Information elapsesthere is no refreshing transaction to updatdifistime of
this Presence Information.

The PSissues a SIP NOTIFY request including tlaatga Presence Information.

The SIP/IP Core network forwards the SIP NOTIFYues} to the Watcher.

The Watcher sends a 200 OK response to the SIRME iztwork to acknowledge the SIP NOTIFY request.
The SIP/IP Core network forwards the 200 OK respdnghe PS.
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C.1.2.7 Subscription Authorization Failure

A Presentity can deny a subscription request heeitejecting the request outright (so called “king”), or accepting the
request but providing possibly inaccurate Presémfoemation (so called “polite blocking”).

c.1.27.1 Blocking
Home Network of the Presentity
Watcher SIP/IP Core PS
1. SUBSCRIBFE >
2 SUBSCRIBF >
« 3. 403 Forbidden
le—— 4403 Forhidden

Figure 15- Blocking

1. A Watcher wishing to subscribe to Presence Infoionadbout a Presentity, sends a SUBSCRIBE reqaedhet
SIP/IP Core network.

2. The SIP/IP Core network forwards the SIP SUBSCRIi&fest to the appropriate PS.

3. The PS performs a subscription authorization cluecthe Watcher to verify whether it is allowed tateh the
Presentity. After applying the subscription authation policies of the Presentity, the PS deteasito reject the
subscription request. The PS sends either a SIFFdfi8dden response to the SIP/IP Core network.

4. The SIP/IP Core network forwards the SIP 403 Fatbidresponse to the Watcher.

NOTE: If the Watcher and the Presentity residefér@nt domains the SIP/IP Core network of the dkat will
perform address resolution on the address of teeeptity to foward the SUBSCRIBE request to theIBIRore
network of the Presentity. Then the SIP/IP Corevnet of the Presentity will route the SUBSCRIBE uegt to the PS.
(See step 2 and 3 as well as 5 and 6 in Appendix2[1.)
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Cc.1.27.2 Polite Blocking
Home Network of the Presentity
Watcher SIP/IP Core PS
1.SUBSCRIBE — >
2.SUBSCRIBE —p
< 3.200 OK
< 4.200 OK
< 5NOTIFY
< 6 NOTIFY
7.200 OK >
8.200 OK >
Figure 16- Polite Blocking

1. A Watcher wishing to subscribe to Presence Infoionadbout a Presentity, sends a SIP SUBSCRIBE stgoe
the SIP/IP Core network.

2. The SIP/IP Core network forwards the SIP SUBSCRIi&fiiest to the appropriate PS.

3. The PS performs a subscription authorization cluecthe Watcher to verify whether it is allowed tateh the
Presentity. After applying the subscription auithation policies of the Presentity, the PS deteasito reject the
subscription request but give the appearance lteateiquest has been granted (so called “politekirigt) see
section 5.4.3.2.1. The PS sends a 200 OK to th#FsCbre network.

4. The SIP/IP Core network forwards the SIP 200 Okoese to the Watcher.

5. As soon as the PS sends the SIP 200 OK resposeads a SIP NOTIFY request with the appropriagséhice
Information as defined by the presence privacyqgyoli

6. The SIP/IP Core network forwards the SIP NOTIFYuest to the Watcher.

7. The Watcher acknowledges the SIP NOTIFY request aiSIP 200 OK response.

8. The SIP/IP Core network forwards the SIP 200 Olpoese to the appropriate PS.

NOTE: If the Watcher and the Presentity resideféérént domains the SIP/IP Core network of the kat will
perform address resolution on the address of teeeptity to foward the SUBSCRIBE request to theIBIRore
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network of the Presentity. Then the SIP/IP Corevnet of the Presentity will route the SUBSCRIBE uegt to the PS.
(See step 2 and 3 as well as 5 and 6 in Sectidn212.)

C.1.2.8 Subscription Filters

Home Network of the Presentity

Watcher SIP/IP Core PS
1.SUBSCRIBE |
2. SUBSCRIBE —p
< 3.200 OK
< 4.200 OK
< 5.NOTIEY
< 6.NOTIEY
7.200 OK >
8.200 OK >

Figure 17 - Subscription Filters

In this example, a Presentity has a presence douuima includes two presence tuples: one for htdtéessaging (IM) and
another for gaming services.

1. A Watcher sends a SIP SUBSCRIBE request to $1eeRuesting the Presence Information related tbel
messaging applications (e.g. MMS, SMS, IM) of tmesentity. This is done by including a filter iretbody of the
SIP SUBSCRIBE request according to [RFC4660] arfeJ&661].

2. The SIP/IP Core network forwards the SIP SUBSCRIi@&fuest to the PS.

3. The PS authorizes the subscription and interphetstibscription filter and sends a SIP 200 OK neseao the
SIP/IP Core network indicating that the subscripti@s been accepted and the subscription filteenstabd.

4. The SIP/IP Core network forwards the SIP 200 Okoese to the Watcher.

5. The PS sends a SIP NOTIFY request to the the S{Bghe network including only the Instant Messagielgted
tuple that was requested by the Watcher’s subsanifitter.

6. The SIP/IP Core network forwards the SIP NOTIFYuest to the Watcher.
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7. The Watcher acknowledges the SIP NOTIFY request aiSIP 200 OK response.

8. The SIP/IP Core network forwards the SIP 200 Olpoese to the PS.

NOTE: If the Watcher and the Presentity resideféérént domains the SIP/IP Core network of the kat will
perform address resolution on the address of theeftity to foward the SUBSCRIBE request to theIBIRore
network of the Presentity. Then the SIP/IP Corevoet of the Presentity will route the SUBSCRIBE uegt to the PS.

(See step 2 and 3 as well as 5 and 6 in Sectidn212.)

C.1.3 Signalling flows for Watchers canceling a sub  scription
C.131 Watcher Initiated Canceling
Home Network of the Presentity
Watcher SIP/IP Core PS
1.SUBSCRIBE P
2.SUBSCRIBE — P
< 3.200 OK
< 4,200 OK
< S NOTIEY
< 6.NOTIFY
7.200 OK >
8.200 OK >

1. A Watcher sends a SIP SUBSCRIBE request to lRAFSCore network with the “Expires” header fislgt to 0

Figure 18 - Watcher Initiated cancelling

indicating the cancelling of the subscription, adiog to [RFC3265].

2. The SIP/IP Core network forwards the SIP SUBEIRiequest to the PS.NOTE: Even when the Watchethzm
Presentity reside at different domains the SIP/tPeGietwork of the Watcher will foward the SUBSCEIB:quest
directly to the PS since it has already perforniedaddress resolution on the address of the Pitgsgumting the initial

subscription.
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3. The PS accepts the SUBSCRIBE message withBkgires” header set to 0 indicating the canceling a
subscription operation, and sends a 200 OK to tREFSCore network.

4. The SIP/IP Core network forwards the 200 Okhi \Vatcher.

5. The PS sends a SIP NOTIFY request to the SIP¥ife network with a “Subscription-State” headeldfiget to
“terminated” indicating that the subscription haseb terminated, according to [RFC3265].

6. The SIP/IP Core network forwards the SIP NOTHeyuest to the Watcher.
7. The Watcher sends a SIP 200 OK response tolBHEPSCore network to acknowledge the SIP NOTIFyuest.
8. The SIP/IP Core network forwards the SIP 200t@ke PS.

C.13.2 Presence Server Initiated Canceling

Home Network of the Presentity

PS SIP/IP Core Watcher

1NOTIFY >
2.NOTIFY >

i 3.200 OK

4200 OK

A

Figure 19 - Presence Server Initiated cancelling

1. The PS sends a SIP NOTIFY request with a “Siftsmn-State” header field set to “terminated” icaliing that
the PS wants to terminate a subscription, accordifFC3265].

2. The SIP/IP Core network forwards the SIP NOTIFYues} to the Watcher.

NOTE: Even when the Watcher and the Presentitgeesi different domains the SIP/IP Core networthefPresentity
will foward the NOTIFY request directly to the Whtr since it already has the address of the Watcher

3. The Watcher sends a SIP 200 OK response to théPSTete network to acknowledge the SIP NOTIFY resfjue
4. The SIP/IP Core network forwards the SIP 200 Okh®PS.

C.1.4 Vod
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Subscribing to Watcher Information state chan

ges

Home Network of the Presentity and Watcher

Watcher

SIP/IP Core
network

PS

Watcher
Information
Subscriber

{———=2.SUBSCRIBE (pres) 4,

6.SUBSCRIBE (pres)

1.SUBSCRIBE (winfo)

A

2.200 OK »

I NOTIEY (winfo) »
Ll

4 200 OK

A

13 NOTIFY (winfo)

14 200 OK

8 202 Accepted
9 NOTIEY (pres)
11200 OK
»
12 200 OK »
»
o
-
< 17 NOTIEY (pres)
18 200 QK »
Ll
19.200 OK »
»

é}.Subscription Authl

20 NOTIEY (winfo) ;

21.200 OK

Figure 20- Watcher Information (Subscriptions/Notifications)

NOTE: The SIP/IP Core network between the PS aadthtcher Information Subscriber is not shown imfigure due
to simplicity reasons.

In this use case we assume that the applicatitimegiresence subscription authorization rulesHerwatcher results in
placing the subscription into the state “pending”.

1. The Watcher Information Subscriber subscribes ¢dilatcher information (see section 5.3.1) of its ®vesentity
in order to receive notifications about new, unatitted Watchers that subscribe to its Presencention. This is
performed by sending a SIP SUBSCRIBE request t®thaccording to [RFC3857].
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2.

o

© ® N o©

10.
11.
12.
13.

14.
15.
16.

17.
18.
19.
20.

21.

The PS after authorizing the subscription alloves\atcher Information Subscriber to subscribe eoWhmatcher
information. The PS acknowledges the SIP SUBSCRIftest by generating a SIP 200 OK response.

The PS generates a SIP NOTIFY request includingtinent state of the Watcher information of thedentity.
The Watcher Information Subscriber acknowledgesSiffeNOTIFY request by sending a SIP 200 OK respons

After time elapses, a Watcher attempts to subsatailblee Presentity’s Presence Information by semdisIP
SUBSCRIBE request according to [RFC3856].

The SIP/IP Core network forwards the SIP SUBSCRIi&fuest to the PS.
The PS acknowledges the SIP SUBSCRIBE requestatarhs a SIP 202 Accepted response.
The SIP/IP Core network forwards the SIP 202 Acegpesponse to the Watcher.

The PS immediately sends a SIP NOTIFY request aslatad by [RFC3265], setting the “Subscription-Stat
header field to the value of “pending” indicatirimat the subscription has been received, but theSigiion
Authorization Policy is insufficient to accept cgrdy the subscription at this time.

The SIP/IP Core network forwards the SIP NOTIFYues} to the Watcher
The Watcher acknowledges the SIP NOTIFY requestenygling a SIP 200 OK response.
The SIP/IP Core network forwards the SIP 200 Okpoese to the PS.

As the Watcher information state for the Presemtitgnges (a Watcher has requested to subscribe @résence
Information), the PS sends a SIP NOTIFY requestda@ate the change (a subscription for the Préy&nt
Presence Information is pending) to the Watchesrmftion Subscriber according to [RFC3857].

The Watcher Information Subscriber acknowledgesSiffeNOTIFY request with a SIP 200 OK response.
The Presentity authorizes the subscription of #vedmg Watcher .

As the subscription state for the presence evesitguge changes, the PS sends a SIP NOTIFY requtst to
Watcher indicating that the subscription is authedi The SIP NOTIFY request also conveys the ctiPezsence
Information state of the Presentity.

The SIP/IP Core network forwards the SIP NOTIFYues} to the Watcher
The Watcher acknowledges the SIP NOTIFY requestenygling a SIP 200 OK response.
The SIP/IP Core network forwards the SIP 200 Okpoese to the PS.

As the subscription state for the presence everktiguge changes, at the same time of step 16, tsel a SIP
NOTIFY request to the winfo template package toWwecher Information Subscriber indicating that the
subscription is authorized.

The Watcher Information Subscriber acknowledgesSitreNOTIFY request with a SIP 200 OK response.

[0 2008 Open Mobile Alliance Ltd. All Rights Reserve d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-Presence_SIMPLE-V1_1-20080627-A

Page 67 (69)

C.1.6  Sending different Presence Information to dif  ferent Watchers
Home network of the Presentity
Mo | e || e | wahera | Watchrp
1.PUBLISH
2.PUBLISH N
3.200 OK
4.200 OK
5.SUBSCRIBE

6.Authorisation

7.200 OK

8. NOTIFY

9.200 OK

11.Authorisation

<—

10.SUBSCRIBE

12.200 OK

13. NOTIFY

-

Figure 21 - Sending different Presence Informationio different Watchers

14,200 OK

NOTE: The SIP/IP Core network between the PS aad\thtchers is not shown in the figure due to siaifplireasons.

1. The Presence Source generates a SIP PUBLISIdsequhich contains a presence document. This deeum
contains more than one tuple that contain the slement with different value. The association gi¢s to

different Watchers and Watcher groups is basedhePtesence authorisation policies.
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8.
9.

The SIP/IP Core network routes the requesteatiresponding PS.

The PS authorises the presence publication¢claécks the information the message contains. ThiaétBprocesses
the Presence Information and sends a SIP 200 (i¢mes back to Presence Source.

The SIP/IP Core network forwards the responsé bmthe Presence Source.

. Watcher A wishing to subscribe to Presence métion about a Presentity, sends a SIP SUBSCRIB&esd to the

PS.

The PS performs the necessary authorisatiorksl@tWatcher A to ensure it is allowed to watah Bresentity and
to watch what specified tuples based on e.g. <elak=ment.

The PS sends a SIP 200 OK response back to ¥faich
The PS generates a NOTIFY request which contapresence document for Watcher A.
Watcher A sends a SIP 200 OK response to PS.

10. Watcher B wishing to subscribe to Presencetmétion about a Presentity, sends a SIP SUBSCRé&g&est to the

PS.

11. The PS performs the necessary authorisatiotkshan Watcher B to ensure it is allowed to watehRresentity and

to watch what specified tuples based on e.g. <elaksment.

12.The PS sends a SIP 200 OK response back tcherdic

13. The PS generates a NOTIFY request which canjpresence document for Watcher B. Watcher B Mécéive

different Presence Information than Watcher A.

14. Watcher B sends a SIP 200 OK response to PS.
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