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1. Scope

This document provides the specifications for thdAOPresence SIMPLE 2.0 enabler. This enabler setdan the IETF
SIMPLE technology and utilizes the network capéb#i of a SIP/IP Core (e.g. 3GPP IMS and 3GPP2 MMMDjs enabler
is specified such that it is available to be usgdther service enablers.

This document is built upon and backward compatiith the specifications for the OMA Presence SINEPL.1 enabler
(see [PRS_ERELD-V1_1]).
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Void.
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3. Terminology and Conventions

3.1

Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHAL", “SHALL NOT”, “SHOULD”, “SHOULD NOT",
“RECOMMENDED”, “MAY”, and “OPTIONAL" in this documet are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” antrdbiuction”, are normative, unless they are exgiiéghdicated to be

informative.

3.2

Application Usage

Composition

Content Server

Event Package

Event Publication Agent
(EPA)

Event State Compositor
(ESC)

Fetcher
Global Tree
Permanent Presence State

Presence External Agent
(PEA)

Presence Information

Presence Information
Element

Presence List

Presence Network Agent
(PNA)

Presence Publication Rules
Presence Service

Presence Source

Presence Subscription Rules
Presence User Agent (PUA)
Presentity

Publication Authorization
Rules

Publication Content Rules

Request-contained Presence

Definitions

Use definition from [XDM_Core].

The function of the PS to combine the “views” o trarious Presence Sources in one single raw
presence document for a particular Presentity.

Use definition from [PRS_AD].

An additional specification, which defines a sestaite information to be reported by a notifieato
subscriber. Event packages also define furthelagyend semantics based on the framework defined by
this document required to convey such state inftiona

Source: [RFC3265]
The User Agent Client (UAC) that issues PUBLISHuests to publish event state.
Source: [RFC3903]

The User Agent Server (UAS) that processes PUBLI&Hiests, and is responsible for compositing
event state into a complete, composite event efa@eesource.

Source: [RFC3903]

Use definition from [PRS_RD].
Use definition from [XDM_Core].
Use definition from [PRS_AD].
Use definition from [PRS_RD].

Use definition from [PRS_RD].
Use definition from [PRS_RD].

Use definition from [PRS_AD].
Use definition from [PRS_RD].

Use definition from [PRS_AD].
Use definition from [PRS_RD].
Use definition from [PRS_RD].
Use definition from [PRS_AD].
Use definition from [PRS_RD].
Use definition from [PRS_RD].
Use definition from [PRS_AD].

Use definition from [PRS_AD].
Use definition from [PRS_AD].
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List

Request-contained Resource Use definition from [PRS_AD].
List

Request-contained Watcher  Use definition from [PRS_AD].
Information List

Resource List Use definition from [PRS_AD].
Resource List Server (RLS)  Use definition from [PRS_AD].
Subscribed-watcher Use definition from [PRS_RD].
Subscriber Use definition from [PRS_AD].
Su:)scription Authorization Use definition from [PRS_AD].
Rules

Subscription Content Rules  Use definition from [PRS_AD].

Subscription Service Use definition from [PRS_HSA].
Users Tree Use definition from [XDM_Core].
XCAP Server Use definition from [XDM_Core].
Watcher Use definition from [PRS_RD].
Watcher Information Use definition from [PRS_RD].
Watcher Information Use definition from [PRS_RD].
Subscriber
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3.3

3GPP
3GPP2
AC

AD

AS

RD

RFC
RLMI
RLS
SIMPLE
SIP
TLS

UA

UE

URI

Abbreviations

3rd Generation Partnership Project
3rd Generation Partnership Project 2
Application Characteristics
Architecture Document
Application Server

Content ID

Device Management

Event Publication Agent

Event State Compositor

Globally Routable UA URI

Home Subscription Agent

Internet Engineering Task Force
Instant Messaging

IP Multimedia Subsystem

Internet Protocol

Multipurpose Internet Mail Extensions
Multimedia Domain

Management Object

Open Mobile Alliance

Open Mobile Naming Authority
Over the Air

Presence External Agent
Presence Information Data Format
Presence Network Agent
Push-to-talk over Cellular
Presence SIMPLE

Presence Server

Presence User Agent
Requirement Document

Request For Comments

Resource List Meta-Information

Resource List Server

SIP for Instant Messaging and Presence Leveragitengions

Session Initiation Protocol
Transport Layer Security
User Agent

User Equipment

Uniform Resource Identifier
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XCAP
XDM
XDMC
XDMS
XML
XUl

XML Configuration Access Protocol

XML Document Management

XML Document Management Client

XML Document Management Server
eXtensible Markup Language

XCAP User Identifier
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4. Introduction

This document defines an application level spedtiion for the OMA PRS enabler.

4.1 Version1.1.1

The OMA PRS 1.1.1 enabler defines a Presence ®eframework that includes the following functioniais:

. Subscription, publication, and notification of pease state based on [RFC3265], [RFC3856] and [RE8]39
. Subscriptions and notifications of Watcher Inforimatstate, based on [RFC3857] and [RFC3858];
. Subscriptions to a Presence List, based on [RFJQ4662
. Functionalities to authorize Presence Informatian Presence Subscription Rules):
0 Subscription Authorization Rules based on [PRS Xpd4|;
0 Subscription Content Rules based on [PRS_PresXDM];
. The handling of large Presence Information contesmsed on [RFC2387] and [RFC4483];
. Functionalities to minimize presence traffic:
0 The partial publication of Presence Informatiorsdzhon [RFC5264] and [RFC5262];
The partial notification of Presence Informatioased on [RFC5263] and [RFC5262];
The control of the content of the notificationststena Watcher, based on [RFC4660] and [RFC4661];
Triggers for the generation of notifications, basadRFC4660] and [RFC4661];

O O O O

Compression of presence traffic.

4.1 Version 2.0

The OMA PRS 2.0 enabler extends the OMA PRS 1dabler to include the following functionalities:
* Subscriptions to a Request-contained PresencahisRequest-contained Watcher Information Listedam
[IETF-URIListSub];
* Functionalities to authorize publication of Preseihtformation (i.e. Presence Publication Rules):
0 Publication Authorization Rules based on [PRS_PBadX and
o Publication Content Rules based on [PRS_PresXDM];
» Setting of Permanent Presence State, based on lREBSXDM];
»  Watcher service authorization;
» PS-controlled Presence Information re-publication;
» Functionalities to minimize presence traffic:
o Triggers for the generation of notifications, based|ETF-EventThrottle];
Conditional Event Notification, based on [IETF-SuiiBtag];
View-sharing for Watchers, based on [IETF-ViewSlhare

Optimizing publication of Presence Information;

O O O o

Event notification suppression; and
o Enhancements to compression of presence traffic.

e Subscription to changes in XML documents storeanm™XDMS.
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The following OMA PRS 1.1.1 functionalities to mimize presence traffic were changed from MAY to SHODUor the PS
and RLS in OMA PRS 2.0:

» The control of the content of the notificationststna Watcher, based on [RFC4660] and [RFC4661];
» Triggers for the generation of notifications, basadRFC4660] and [RFC4661];

The following OMA PRS 1.1.1 functionalities to mimize presence traffic were changed from MAY to SHAbr the PS in
OMA PRS 2.0:

» The partial publication of Presence Informatiorsdzhon [RFC5264] and [RFC5262];
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5. Presence Functional Entities

5.1 Presence Source

The Presence Source is an entity that providessReednformation to a Presence Service. The Presgeoarce MAY be
implemented in the user’s terminal or within a natkventity.

When the SIP/IP Core corresponds with 3GPP IMSGRPB2 MMD networks, the Presence Source MAY be implged in
a UE or an AS as defined in [3GPP-TS_23.228] aBPB2-X.S0013-002] respectively.

51.1 General

The Presence Source:
e SHALL support the presence data model defined BDEPDDS] “Presence Data Model

e SHALL use the elements defined in [PDE_DDS8}ésence Information Element Definitimghen providing
Presence Information with semantics identical tiséhelements; and

»  MAY support other PIDF extensions to provide eletaevhose semantics do not match with those defimed
[PDE_DDS], as long as a Watcher that does not wtated those extensions can ignore them withoutgihgrthe
meaning of the Presence Information Elements tleatiaderstood.

NOTE: For a given Presentity, the Presence Infaongirovided by each Presence Source is composea isingle
raw presence document as described in section3.5.3

The Presence Source SHALL be free to provide ahyevaf the “id” (instance identifier) attributeorf<tuple>, <person>
and <device> (see [PDE_DDS]) as this is being us#ylto syntactically differentiate between theneémts and is not
linked with any composition actions in the PS aotation of conflicts in the Watcher.

The Presence Source SHALL support one or botheofdliowing mechanisms for providing Presence Infation about a
given Presentity to the PS:

» Publication of Presence Information using SIP,escdbed in section 5.1.2; and/or

* Manipulation of Permanent Presence State using X@&Rescribed in section 5.1.3.

5.1.2  Publication of Presence Information using SIP
If the Presence Source supports publication ofdPress Information using SIP, then the following pdares apply.
The Presence Source:

» SHALL implement the Event Publication Agent (EPAh€tion and support the PUBLISH method accordinthéo
procedures described in [RFC3903]; and

e SHALL support the ‘application/pidf+xml’ contentpg, according to [RFC3863].

The Presentity SHALL be identified by a SIP URI ¢efined in [RFC3261]), and may additionally beritiged by a tel URI
(as defined in [RFC3966]) or a pres URI (as defimefRFC3859]). The tel URI SHALL take the interimatal public
telecommunication number format with a leading $igh. If the Presence Source is aware of the SIPdffe Presentity,
the Presence Source SHOULD insert the SIP URIarRéquest-URI of the PUBLISH request rather tharea URI or a tel
URI.

The Presence Source SHALL insert the same URIihn the “entity” attribute of the <presence> elemefithe presence
document and the Request-URI of the PUBLISH request

When the SIP/IP Core corresponds to 3GPP IMS oRZa®MD networks:
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» The Presence Source SHALL set the “entity” attéboft the <presence> element of the presence dodudedmed
in [RFC3863], to the Presentity’s public user idigntdefined in [3GPP-TS_24.229] and [3GPP2-X.SG003].

» If the publication is being performed by the samesEntity, the Presence Source:

o0 SHALL, ifimplemented in a UE, set the value of fréreferred-ldentity header field (if includedgsdribed
in [3GPP-TS_24.229] and [3GPP2-X.S0013-004], ofRkBBLISH request to the same value as the “entity”
attribute of the <presence> element in the presdacement; and

0 SHALL, ifimplemented in an AS within the same trdemain as the PS, set the value of the P-Asserted
Identity header field, described in [3GPP-TS_24]2281 [3GPP2-X.S0013-004], of the PUBLISH request t
the same value as the “entity” attribute of theesgnce> element in the presence document.

» If the publication is being performed on behaltobther Presentity, the Presence Source:

0 SHALL, ifimplemented in a UE, set the value of tréreferred-ldentity header field (if includedgsdribed
in [3GPP-TS_24.229] and [3GPP2-X.S0013-004], ofRRMBLISH request to the authenticated originator
identity that it intends to use for publication lzattization; and

o0 SHALL, ifimplemented in an AS within the same trdemain as the PS, set the value of the P-Asserted
Identity header field, described in [3GPP-TS_24]228 [3GPP2-X.S0013-004], of the PUBLISH request t
the authenticated originator identity that it irderto use for publication authorization.

o If the Presence Source receives a 488 (Not Accleplddre) response containing a Policy-Contact hefield
as defined in [IETF-SessionPol], the Presence ®ourc

= MAY fetch the Publication Content Rules Presencer&»View document from the Presence XDMS via
an XDMC using the URI from the Policy-Contact heafiledd; and

= MAY evaluate the Publication Content Rules Pres&8meérce View and re-publish a presence document
satisfying the Publication Content Rules Preserme @ View.

51.2.1 Partial Publication

Partial publication is a mechanism that enableseadhce Source to publish only those parts of thedPce Information that
have changed since its last publication, rathar tha full presence state.

A Presence Source MAY support partial publicatidriPresence Source performing partial publication:
. SHALL support partial publication procedure, acéngto [RFC5264]; and

. SHALL support partial presence extension to PIDfeoading to [RFC5262].

5.1.2.2 Handling of Large MIME Objects

5.1.2.2.1 Publishing MIME Obijects using Content Ind  irection

A Presence Source MAY support the content indioecthechanism [RFC4483]. If the following conditicer® true:
. the Presence Source supports the content indinectechanism;
. the value of the Presence Information ElementNEME object; and

. the Presence Source decides to use the contergdtidn mechanism for publishing an initial or mfeetl value of
the Presence Information Element,

then the Presence Source:
1) SHALL store the MIME object in the Content Server.

NOTE: The procedure for storing MIME objects is defined by this specification.

The Presence Source MAY be provisioned with the PRI, or optionally HTTPS URI, of the Content Sarv
where the MIME objects will be stored. This cando@e with OTA Provisioning or local configuratidn.case it is
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performed with OTA Provisioning, it SHALL use thalue of the CONTENT-SERVER-URI defined in Appendix
C.

2) SHALL construct an HTTP URI, or optionally an HTTR®RI, referencing the stored MIME object.

3) SHALL use the ‘multipart/related’ content type asdribed in [RFC2387] with the content indirectrmechanism
as specified in [RFC4483] for the publication oé&ence Information format as follows:

a) SHALL set a cid URI as described in [RFC2392] refming to the MIME multipart body which containgth
content indirection information as the value of XML element whose value is delivered as an indirec
content;

b) SHALL include the presence document of the formagplication/pidf+xml’ or ‘application/pidf-diff+xmilin
the root of the body of the ‘multipart/related’ ¢ent; and

c) SHALL specify the part having information about tM&VIE object by using the ‘message/external-body’
content type, defining the HTTP or HTTPS URI, vensing information and other information about thé\E
object as described in [RFC4483]. The versionirigrination is used for determining whether or nat fhIME
object indirectly referenced by a URI has changeqiod.

The MIME object format SHALL conform to [3GPP-TS .281] and [3GPP2-C.P0071].

5.1.2.2.2 Publishing MIME Obijects using Direct Cont  ent

A Presence Source MAY support the ‘multipart/redatntent type as described in [RFC2387]. If thikofving conditions
are true:

» the Presence Source supports the ‘multipart/relatadent type;

« the value of the Presence Information ElementN8ME object; and

» the Presence Source decides to publish the MIMEoblajs direct content inside the presence document,
then the Presence Source:

1) SHALL utilize the ‘multipart/related’ content tyes described in [RFC2387] in the PUBLISH request;

2) SHALL set a cid URI as described in [RFC2392] refming to the multipart body which contains the NEM
object; and

3) SHALL include the presence document of the forragplication/pidf+xml’ or ‘application/pidf-diff+xnilin the
root of the body of the ‘multipart/related’ content

If the Presence Source supports OTA Provisionimg size limit for MIME objects sent as direct canite a PUBLISH
request as set via OTA Provisioning SHALL NOT beeeded.

In case it is performed with OTA Provisioning, HHALL use the value of the CLIENT-OBJ-DATA-LIMIT pameter
defined in [PRS_AC] and [PRS_MO].

If the Presence Source does not support OTA Pomiigy, the size limit for MIME objects sent as direontent in a
PUBLISH request SHOULD be set by other means aPtikeence Source, and its value SHALL be the sandefaned for
OTA-Provisioning-compliant Presence Sources.

The MIME object format SHALL conform to [3GPP-TS .281] and [3GPP2-C.P0071].
5.1.2.2.3 Publishing MIME Objects using Presence Co ntent XDMS

A Presence Source MAY support storing MIME objentthe Presence Content XDMS and publishing the &fRhe stored
MIME object as the value of the Presence Infornmaitement. If the following conditions are true:

» the Presence Source is co-located with an XDMC;
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» the value of the Presence Information ElementN8ME object; and

» the Presence Source decides to publish an initiedaalified value of the Presence Information Eletnesing the
Presence Content XDMS,

then the Presence Source:

1) SHALL use XDMC procedures as described in [XDM_Gdierocedures at the XDM Cliehto store the MIME
object in the Presence Content XDMS; and

2) SHALL include the ‘etag’ attribute [PDE_DDS] in tlag@propriate element in the presence document.
The MIME object format SHALL conform to [PRS_ContXA).

5.1.2.3 Limiting the Rate of Publications

The service provider MAY configure a Presence Sewith the shortest allowed time period between BMBLISH
requests. This can be done with OTA Provisioninfpoal configuration. In case of OTA ProvisioniigSHALL use the
value of SOURCE-THROTTLE-PUBLISH (defined in Appéxd).

If such configuration is present for the Presenmar&, the Presence Source SHALL NOT generate PEIBlequests more
often than instructed by the configured value.

5.1.2.4 Compression of a PUBLISH Request

In order to reduce the amount of access networkiwath needed to transmit the PUBLISH requestRiesence Source
implemented in a UE SHOULD support Signaling Comspien (SigComp) according to [RFC3320] and updbied
[RFC4896], procedures to apply SigComp to SIP atingrto [RFC5049] and mechanisms for discoverirgC®8mp support
at the SIP layer according to [RFC3486].

If the Presence Source implemented in a UE suppbiisese functionalities, the Presence Source:

e SHALL support the SIP dictionary specified in [RFB85] and updated by [RFC4896];

» SHALL support the Presence-specific static dictigrepecified in [RFC5112];

*  SHALL use both dictionaries to compress the firsssage;

 SHALL send compressed SIP messages in accordatit§R#HC3486] and [RFC5049]; and

»  MAY support the negative acknowledgement mechasisetified in [RFC4077].

When the SIP/IP Core corresponds with 3GPP IMSGIPB2 MMD networks, the signaling compression praoesias
defined in [3GPP-TS_24.229] / [3GPP2-X.S0013-0(4AEL be used.

5.1.25 Optimizing Publication of Presence Informat  ion

The Presence Source MAY support optimizing pulilicaof Presence Information as described in thisice. If supported,
the Presence Source:

« SHALL be co-located with a Watcher Information Seriser, which subscribes to the Watcher Informatbeach
Presentity that the Presence Source is publishirgebalf of, and provides the Watcher Informatiotifitations to
the Presence Source; and

* MAY, if the Presence Source is implemented in awek element, support the procedure for the hagdhin
requests to trigger Subscription to Watcher Infdromeas described in section 5.1.2.5.1.

The Presence Source SHALL publish Presence Infesmanly upon receiving an indication in the Watch@ormation
notification that there is at least one authoridetscribed-watcher or Fetcher for the Presentity istsubscribed for
particular Presence Information this Presence ®asresponsible for publishing.

The Watcher Information notification can furtheclude other Watcher-specific attributes that refime publication content
or the publication frequency of the Presence SouBzetion 5.5.4.4 defines the full list of the#igilautes as extensions to
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the Watcher Information Event Package. If the Watdhformation notification includes an ‘applicatisimple-filter+xml’
document, the Presence Source SHOULD publish telytesence Information according to the receiited. f

5.1.25.1 Handling of Requests to Trigger Subscript  ion to Watcher Information

The Presence Source that supports optimizing matidic of Presence Information MAY support trigggrsubscription to
Watcher Information. If supported, the Presence@8HALL support the REFER method according to¢R¥15]
together with the extension defined in [RFC4488].

Before accepting a REFER request, the Presence&8HALL perform authorization of the REFER request local
policy. The default local policy SHOULD be to alldwtrigger subscription to Watcher Informationyhl the PS
associated with the Presentity’s domain on beHatli® Presentity. This is equivalent to a REFERuesg where both the
originator identity of the request and the ReferiEader field have the value of the Presentity URI.

In case of successful authorization, the Presenaec8 SHALL check the “method” parameter of thedRéfo header field.
For any values other than “method=SUBSCRIBE?Evengtsgnce.winfo”, the Presence Source SHALL rejeeREFER
request with a 403 (Forbidden) response.

If the “method” parameter of the Refer-To headeldfihas the value “SUBSCRIBE?Event=presence.wirfeg ,Presence
Source:

1) SHALL accept the REFER request and send a 200 (€sfjonse;

2) SHALL, if the REFER request included a Refer-Subdw field set to “false”, include a Refer-Sub haxdikld set
to “false” in the 200 (OK) response according te pinocedures described in [RFC4488]; and

3) SHALL subscribe to the Watcher Information Eventiaye through the co-located Watcher Information
Subscriber according to the procedures describeddtion 5.3.1.

5.1.2.6 PS-controlled Presence Information Re-publi  cation
The PS can request the Presence Source to refpBblisence Information for a previously establighgalication.
If PS-controlled Presence Information re-publicati® supported, the Presence Source:

e SHALL include a Contact header field in PUBLISH wegts when publishing Presence Information as itbestin
section 5.1.2. The Contact header field SHALL ide@a SIP URI that can be used by the PS to cotlitadresence
Source for subsequent REFER requests. A PresenceeSmplemented in a UE MAY support the GRUU
mechanism as specified in [IETF-GRUU]. If the PreseSource and the PS are in different domaingteend
Presence Source supports the GRUU mechanism, ¢éseriie Source SHOULD populate the Contact heaaldr fi
of the PUBLISH request as described in [IETF-GRWEgtion 4.4. When the SIP/IP Core corresponds 3@RP
IMS or 3GPP2 MMD networks, the procedures to pagutiae Contact header with a GRUU are described in
[BGPP-TS_24.229] section 5.1.2A;

* SHALL include an Allow header field with the valog“REFER” in PUBLISH requests when publishing §&ece
Information as described in section 5.1.2;

» SHALL support the REFER method according to [RFG33agether with the extension defined in [RFC4488]
Upon receiving a REFER request, the Presence Source

1) SHALL perform authorization of the Presence Infotimm re-publication per local policy, before acdegtthe
REFER request. The default local policy SHOULD daltow Presence Information re-publication onlit i
requested by the PS associated with the Presantityhain on behalf of the Presentity. This is egjgint to a
REFER request where both the originator identitthefrequest and the Refer-To header field havedhe value
of the Presentity URI. If unauthorized, the PreseBource SHALL reject the REFER request with a 403
(Forbidden) response;

2) SHALL, in case of successful authorization, chéwk‘tmethod” parameter of the Refer-To header fietat. any
other values than “method=PUBLISH?event=preseribe’Presence Source SHALL reject the REFER request
with a 403 (Forbidden) response;
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3) SHALL check if a valid publication exists for theeBentity. In case of no publication, the PreseSmarce SHALL
reject the REFER request with a 403 (Forbiddemaese;

4) SHALL check if the REFER request includes a SIRAHtch header field. If included, the Presence So&idALL
check if the value of the SIP-If-Match header figldtches any locally stored entity-tag of an e&hbtl
publication. In case of no match, the Presencec@oBHALL reject the REFER request with a 403 (Faalbn)
response;

5) SHALL accept the REFER request and send a 200 (€sfjonse;

6) SHALL, if the REFER request included a Refer-Subde field set to “false”, include a Refer-Sub heditld set
to “false” in the 200 (OK) response according te pinocedures described in [RFC4488]; and

7) SHALL perform a one-time re-publication of Preset@®rmation for the previously established puldiica
according to the procedures described in sectibr2 5The re-publication can be a refresh, modifyeonove
operation as described in [RFC3903]. If the Pres&murce maintains multiple publications for thee&resentity
and the REFER request did not include a SIP-If-Mdteader field, the Presence Source SHALL re-phlalisof
the non-expired publications. If the REFER requredtided a SIP-If-Match header field matching aalbcstored
entity-tag, the Presence Source SHALL construddBIRSH request that includes a SIP-If-Match hedisd with
the same entity-tag as the REFER request.

5.1.3  Manipulation of Permanent Presence State using XCAP
If the Presence Source supports the manipulati®teahanent Presence State, then the following groes apply.

The Presence Source SHALL manipulate the Permdtrestnce State via an XDMC using the PermaneneitesState
Application Usage described in [PRS_PresXDMgfmanent Presence State

When manipulating Permanent Presence State, tiserfre Source SHALL insert the same URI in botH¢héty” attribute
of the <presence> element of the presence docummethithe XUI part of the Request-URI of the XCAguest.

When the SIP/IP Core corresponds to 3GPP IMS oPEIRMD networks:

» The Presence Source SHALL set the “entity” attéboft the <presence> element of the presence dodudefmed
in [RFC3863], to the Presentity’s public user idigndefined in [3GPP-TS_24.229] and [3GPP2-X.SC003].

« If the publication is being performed by the samesEntity, the Presence Source:

0 SHALL, if implemented in a UE, set the value of the&GPP-Intended-Identity header field (if inclugied
described in [XDM_Core], of the XCAP request to faene value as the “entity” attribute of the <prese
element in the presence document.

» If the publication is being performed on behalfobther Presentity, the Presence Source:

0 SHALL, if implemented in a UE, set the value of the&GPP-Intended-Identity header field (if inclugied
described in [XDM_Core], of the XCAP request to thehenticated originator identity that it interidsise for
publication authorization.

5.2 Watcher

The Watcher is an entity that subscribes to Prestrformation about a Presentity or list of Prefiest (e.g. Presence List).

When the SIP/IP Core corresponds with 3GPP IMSGRPB2 MMD networks, the Watcher MAY be implementediUE
or an AS as defined in [3GPP-TS_23.228] and [3GREEB013-002] respectively.

5.2.1  Subscription to Presence Information

5211 General Procedures

A Watcher SHALL support subscription and notificatof Presence Information, according to the sibscprocedures
described in [RFC3265] and [RFC3856] with the falilog clarifications:
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» If the Watcher is aware of the SIP URI of the Pn¢itg the Watcher SHOULD insert the SIP URI in fRequest-
URI of the SUBSCRIBE request rather than a pres &R tel URI; and

» If the Watcher only knows the tel URI or pres URLIee Presentity, the tel URI or pres URI may gahslated to a
SIP URI by the SIP/IP Core. In this case, the WattdilAY learn the translated URI from the “entityttdbute of
the <presence> element included in the NOTIFY regjard use it for future subscriptions.

A Watcher implemented in a UE MAY support the GRbldchanism as specified in [IETF-GRUU]. If the Waichnd the
PS are in different domains and the Watcher suppbe GRUU mechanism, the Watcher SHOULD populseCtontact
header field of the SUBSCRIBE request as desciib@&ETF-GRUU] section 4.4. When the SIP/IP Coreresponds with
3GPP IMS or 3GPP2 MMD networks, the proceduresofiufate the Contact header with a GRUU are destiib8GPP-
TS_24.229] section 5.1.2A.

A Watcher MAY include multiple content (e.g. ‘apgdtion/resource-lists+xml’ and ‘application/simfiger+xml’) in the
body of the SUBSCRIBE request. In this case, théectMa SHALL implement the ‘multipart/mixed’ contetype as
described in [RFC2046], in order to aggregate thétipte content in the body of the SUBSCRIBE redues

5.2.1.2 Subscription to a Presence List and Request  -contained Presence List
5.2.1.2.1 Subscription to a Presence List
Subscription to a Presence List enables a Watoharliscribe to multiple Presentities using a sisglescription.

A Watcher MAY subscribe to a Presence List. If at@tier subscribes to a Presence List, it SHALL suphe SIP event
notification extension for resource lists, accogdia the subscriber procedures described in [RFZ}466

NOTE: As described in section 5.6.2, the RLS cdorer a limit on the number of back-end subscripgiallowed for a
single Presence List subscription, in which caséWhatcher will not receive <instance> elementdtiose <resource>
elements corresponding to Presentities that cootith@ subscribed by the RLS. The Watcher may bégumed with the
MAX-NUMBER-OF-SUBSCRIPTIONS-IN-PRESENCE-LIST paratae(defined in Appendix C) to indicate the limit
being enforced by the RLS. How the Watcher malsesadi this parameter is out of scope of this sptibn.

5.2.1.2.2 Subscription to a Request-contained Prese  nce List

Subscription to a Request-contained Presence higiles a Watcher to subscribe to multiple Presestitsing a single
subscription.

A Watcher MAY support subscription to a Requesttaored Presence List. If supported, the Watcher SHféllow User

Agent Client procedures as described in [RFC536¢fisns User Agent Client Proceduréand “URI-List Document
Format’ with the following clarifications:

. The Watcher SHALL NOT use hierarchical lists, <gmf> elements, and <external> elements whem{stie
Presentities in the SUBSCRIBE request.

NOTE 1: [RFC5367] sectionJRI-List Document Formasstates that a User Agent Client SHOULD NOT use
hierarchical lists, <entry-ref> elements and <exdér elements.

NOTE 2: [RFC5367] section Providing a URI to Manipulate a Presence Lis$ outside the scope of the present
specification.

The Watcher MAY be provisioned with the SIP URItisé RLS. Provisioning can be done with OTA Prowvigig or local
configuration. In case of OTA Provisioning, the \6fer SHALL use the value of RLS-URI (defined in Amplix C) as the
value of the SUBSCRIBE Request-URI when subscrilbinguultiple Presentities using a Request-contaiPresdence List.

NOTE 3: When the SIP/IP Core corresponds with 3GFP® or 3GPP2 MMD networks, provisioning of the RLURI may

not be necessary. The S-CSCF can route the SUBICRIuest to the RLS based on matching of an apptepnitial
filter criteria. The value of the SUBSCRIBE RequefI can be set to the originator’s identity.

NOTE 4: As described in section 5.6.2, the RLS eaforce a limit on the number of back-end subsionist allowed for a
single Request-contained Presence List subscrigtiomhich case the Watcher will not receive <insg> elements for
those <resource> elements corresponding to Préesritiat could not be subscribed by the RLS. Tlacer may be
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configured with the MAX-NUMBER-OF-SUBSCRIPTIONS-IRRESENCE-LIST parameter (defined in Appendix C) to
indicate the limit being enforced by the RLS. Hithwe Watcher makes use of this parameter is outayfes of this
specification.

5.2.2  Presence Information Processing

The Watcher SHALL support the presence data moefated in [PDE_DDS] Presence Data Modgland interpret the
received Presence Information according to the wemtprocessing rules defined in [PDE_DD8}ésence Information
Element Definitions

52.3 Partial Notifications

Partial notification is a mechanism for receivingyothose parts of the Presence Information thaelthanged since the last
notification received by the Watcher, rather tHaa full presence state.

A Watcher subscribing to Presence Information MA&guest partial notifications. A Watcher requespagial
notifications:

. SHALL support SIP extension for partial notificatgy according to the Watcher procedures described i
[RFC5263]; and

. SHALL support Partial presence extension to PI¥Epading to [RFC5262].

5.2.4  Event Notification Filtering
Event notification filtering is a mechanism for téatcher to control the content and triggers offizations.

A Watcher subscribing to Presence Information MA&Yuest event notification filtering. A Watcher uegting event
notification filtering:

. SHALL support Event notification filtering, accordj to the subscriber procedures described in [RBG}&Nnd

e SHALL support Content type ‘application/simple-éitt-xml’, according to [RFC4661].

5.2.5 Handling of Large MIME Objects
5.25.1 Direct Content

A Watcher MAY implement the ‘multipart/related’ ciemt type as described in [RFC2387], in order twaex different
MIME objects from the body of the SIP NOTIFY requéda this case, the Watcher SHALL indicate itsoip for the
‘multipart/related’ content type by using the Actlpader field in the SUBSCRIBE request.

5.25.2 Fetching Indirect Content
A Watcher MAY support the content indirection meaisan [RFC4483]. If supported, the Watcher:
»  SHALL support the ‘multipart/related’ content type described in [RFC2387]; and

e SHALL indicate its support for the ‘multipart/retet’ and ‘message/external-body’ content types lyguthe
Accept header field in the SUBSCRIBE request.

If the Watcher receives an indirect content in allN€Y request, the Watcher SHALL fetch the conteotf the Content
Server as described in [RFC4483].

If the URI of an indirect content received in thONFY request is an HTTPS URI, the Watcher SHALLkfpem the
procedures described in [RFC2818].
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5253 Fetching Presence Content from the Presence  Content XDMS

The MIME object stored in the Presence Content XOMiBdicated to a Watcher using the “etag” attiéb{defined in
[PDE_DDS]) included in the Presence Informationnig@t containing the URI.

A Watcher MAY support fetching the MIME object frattme Presence Content XDMS. If supported, the Waitch

e SHALL use XDMC procedures as described in [XDM_(dferocedures at the XDM Cliehto retrieve the MIME
object from the Presence Content XDMS; and

e SHALL, if the “etag” attribute value is differentdm the locally stored value, fetch the latest iser®f the MIME
object from the Presence Content XDMS.

52.6 Conditional Event Notification

Conditional event notification is a mechanism thi&aws the Watcher to condition the subscriptioguest to whether the
state has changed since the previous notificatias neceived. When such a condition is met, ettieebody of the presence
event notification or the entire notification megsas suppressed.

A Watcher MAY issue a conditional SUBSCRIBE requestording to the subscriber procedures defingtEinF-
SubNotEtag]. If supported, the SUBSCRIBE requesASHinclude a Suppress-If-Match header field toigade the
conditional subscription.

5.2.7  Event Notification Throttling

Event notification throttling is a mechanism faniting the rate of SIP event notifications.

A Watcher subscribing to Presence Information MAguest event notification throttling. A Watcheguesting event
notification throttling SHALL support the subscriljgrocedures described in [IETF-EventThrottle].

5.2.8  Event Notification Suppression

5.2.8.1 Direct Event Notification Suppression

Direct event notification suppression is a mechariisat enables Watchers to request the PS or RkBppress event
notifications while keeping the corresponding evartiscription state active.

The Watcher MAY request direct event notificatiapgression. If so, the Watcher SHALL generateethent notification
suppression request according to one of the foligwiptions:

« If the Watcher supports conditional event notificatprocedures as described in section 5.2.6, taehér MAY
issue a SUBSCRIBE request to refresh the subsmmigind include a wildcarded Suppress-If-Match heédiel
using the special "*" entity-tag value as descrieETF-SubNotEtag] Generating SUBSCRIBE Requésts

» If the Watcher supports event notification thraigliprocedures as described in section 5.2.7, theh&aMAY
issue a SUBSCRIBE request to refresh the subsmnigtnd include a throttle parameter set to the i@
subscription expiration value as described in [I[EBentThrottle] ‘Selecting the Throttle Interval

If the Watcher supports both of the above optitims Watcher SHALL indicate the presence notifiacasoppression request
using the conditional event notification procedure.

5.2.8.2 Conditional Event Notification Suppression

Conditional event notification suppression is a hagism that enables Watchers to request the H8Artditionally
suppress event notifications based on the Watcbarmspresence state. Such conditions are spedaifite presence-based
event notification suppression filters as definefHRS_HSAJ'Presence-based Event Notification SuppressioreFilt

The Watcher MAY request conditional event notificatsuppression. If so, the Watcher:

1) SHALL specify the conditions of its own presencaestwhen the Watcher does not wish to receive event
notifications using the presence-based event natiéin suppression filters; and
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2) SHALL include the filters as an ‘application/vnd.arsuppnot+xml’ content type in the body of the SUBRIBE
request.

The Watcher MAY change/cancel the previously ses@nce-based event notification suppression filfexending the re-
SUBSCRIBE request with the updated/empty filter.

5.2.9 Compression of Subscription Signaling

5.29.1 Compression of the SIP Signaling

In order to reduce the amount of access networkiwilth needed to transmit the SUBSCRIBE and NOTiEjuests, the
Watcher implemented in a UE SHOULD support Sigmaltompression (SigComp) according to [RFC3320] @rdhted
by [RFC4896], procedures to apply SigComp to Siededing to [RFC5049] and mechanisms for discove8igiComp
support at the SIP layer according to [RFC3486].

If the Watcher implemented in a UE supports alseéhkinctionalities, the Watcher:

» SHALL support the SIP dictionary specified in [RF85%] and updated by [RFC4896];

» SHALL support the Presence-specific static dictigrepecified in [RFC5112];

* SHALL use both dictionaries to compress the firsssage;

 SHALL send compressed SIP messages in accordatit§R#HC3486] and [RFC5049]; and

* MAY support the negative acknowledgement mecharsisatified in [RFC4077].

When the SIP/IP Core corresponds with 3GPP IMSGIPB2 MMD networks, the signaling compression praoesias
defined in [3GPP-TS_24.229] / [3GPP2-X.S0013-0(4AEL be used

5.2.9.2 Compression of the Body of a NOTIFY Request

A Watcher implemented in a UE subscribing for Pneseinformation MAY, if it does not support SIP iséding
compression according to [RFC3320], [RFC4896], [R&#85], [RFC5112], [RFC3486] and [RFC5049, or itet#s that
[RFC5112] is not supported by the SIP/IP Core,dat# that it supports to compress the body of a IR®Tequest by the
GZIP algorithm [RFC1952] by including an Accept-Bding header field with the value ‘gzip’ in the SBBRIBE request.

A Watcher indicating support for GZIP compressi¢ghAEL, when receiving a NOTIFY request with the Cent-Encoding
header field with the value ‘gzip’, decompressitbeeived body as defined by [RFC1952] before perfiog Presence
Information processing (defined in section 5.2.2).

5.3 Watcher Information Subscriber

The Watcher Information Subscriber is an entityt Subscribes to the dynamically changing set ofdieaits and the state of
their subscriptions.

When the SIP/IP Core corresponds with 3GPP IMSGPB2 MMD networks, the Watcher Information SubsaridAY be
implemented in a UE or an AS as defined in [3GPPZI3228] and [3GPP2-X.S0013-002] respectively.

5.3.1  Subscription to Watcher Information
53.1.1 General Procedures
A Watcher Information Subscriber

*  SHALL support subscription and notification of Waée Information, according to the subscriber proced
described in [RFC3265] and [RFC3857]; and

»  SHALL support the ‘application/watcherinfo+xml’ cemt type, according to [RFC3858].
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A Presentity is expected to have a Watcher Infoionabubscriber and maintain an active Watcher mfdfon subscription
Package to support reactive authorization; a Ptiéggean perform reactive authorization by beingified of the Watcher
status in Watcher Information and updating the &res Subscription Rules in Presence XDMS if ittsléz allow the
Watcher to access its Presence Information.

A Watcher Information Subscriber implemented inEB MAY support the GRUU mechanism as specified ETF-GRUU].
If the Watcher Information Subscriber and the RSimdifferent domains and the Watcher Informatutscriber supports
the GRUU mechanism, the Watcher Information SubsctSHOULD populate the Contact header field ofSKdBSCRIBE
request as described in [IETF-GRUU] section 4.4ewthe SIP/IP Core corresponds with 3GPP IMS orRGAMD
networks, the procedures to populate the Contaddrewith a GRUU are described in [3GPP-TS_24.226fion 5.1.2A.

5.3.1.2 Event Notification Filtering

Event notification filtering is a mechanism for téatcher Information Subscriber to control the eomiof notifications sent
to it.

A Watcher Information Subscriber subscribing to @at Information MAY request event notificatiortditing. A Watcher
Information Subscriber requesting event notificatiittering:

. SHALL support Event notification filtering, accordj to the subscriber procedures described in [RBC}{&Nd

. SHALL support the ‘application/simple-filter+xmlontent type, according to [RFC4661].

5.3.1.3 Procedures when co-located with Presence So  urce

If the Watcher Information Subscriber is co-locatéth a Presence Source that supports the procedfisection 5.1.2.5,
then the following applies:

The Watcher Information Subscriber SHALL suppos timultipart/mixed’ content type according to [RFZB] and the
‘application/simple-filter+xml’ content type accangd to [RFC4661], and advertise the support fos¢gheontent types using
the Accept header field.

The Watcher Information Subscriber SHALL subsctib&/atcher Information of each Presentity thatdbdocated
Presence Source is publishing on behalf of, asvial

» If the co-located Presence Source is implementedUit, the Watcher Information Subscriber SHALL ntain an
active subscription for the Watcher Information.

» If the co-located Presence Source is implementednietwork element, the Watcher Information Subscri
SHALL, based on local policy, do one of the follogi

o Trigger a subscription for the Watcher Informat@mnreceipt of a REFER request as described inosecti
5.1.2.5.1. In this case, the Watcher Informatiabsgriber SHALL maintain the subscription for the
Watcher Information as long as there is at leastamtive Watcher for the Presentity.

0 Maintain an active subscription for the Watcheomfiation.

The Watcher Information Subscriber SHALL provide tieceived Watcher Information notifications to twelocated
Presence Source.

NOTE: The interface between the Watcher Informagaobscriber and co-located Presence Source id gabpe of this
specification.

5.3.1.3.1 Subscription to a Request-contained Watch  er Information List

Subscription to a Request-contained Watcher Infiond.ist enables a Watcher Information Subscribesubscribe to
multiple Presentities using a single subscription.

A Watcher Information Subscriber co-located witRrasence Source MAY support subscription to a Reepentained
Watcher Information List. If supported, the Watch&@brmation Subscriber SHALL follow User Agent €tit procedures as
described in [RFC5367] sectiongser Agent Client Procedureand “URI-List Document Formatwith the following
clarifications:
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* The Watcher Information Subscriber SHALL NOT userhichical lists, <entry-ref> elements, and <exktn
elements when listing the Presentities in the SUBBE request.

NOTE 1: [RFC5367] sectionJRI-List Document Formasstates that a User Agent Client SHOULD NOT use
hierarchical lists, <entry-ref> elements and <exdér elements.

NOTE 2: [RFC5367] sectiorProviding a URI to Manipulate a Presence Lisst outside the scope of the present
specification.

The Watcher Information Subscriber MAY be configlizeith the SIP URI of the RLS. If configured, theat@her
Information Subscriber SHALL insert the configuneadue to the Request-URI of the SUBSCRIBE requédstrw
subscribing to multiple Presentities using a Rejoestained Presence List.

NOTE 3: When the SIP/IP Core corresponds with 3GP® or 3GPP2 MMD networks, configuring of the SIRLbf the
RLS may not be necessary. The S-CSCF can routeUWBSCRIBE request to the RLS based on matching afppropriate
initial filter criteria. The value of the SUBSCRIBRequest-URI can be set to the originator’s idgntit

5.3.2 Conditional Event Notification

Conditional event notification is a mechanism thi&ws the Watcher Information Subscriber to candithe subscription
request to whether the state has changed singedki®us notification was received. When suchrad@@n is met, either
the body of the presence event naotification orehtire notification message is suppressed.

A Watcher Information Subscriber MAY issue a coiwditl SUBSCRIBE request according to the subsciibecedures
defined in [IETF-SubNotEtag]. If supported, the SKERIBE request SHALL include a Suppress-If-Matchder field to
indicate the conditional subscription.

5.3.3 Compression of Watcher Information Signaling

5.3.3.1 Compression of SIP Signaling

In order to reduce the amount of access networkiwath needed to transmit the SUBSCRIBE and NOTIEjuests, the
Watcher Information Subscriber implemented in a SEEOULD support Signaling Compression (SigComp) &tiog to

[RFC3320] and updated by [RFC4896], procedurepmyaSigComp to SIP according to [RFC5049] and naeitms for
discovering SigComp support at the SIP layer adogrtb [RFC3486].

If the Watcher Information Subscriber implemente&iUE supports all these functionalities, the \Watdnformation
Subscriber:

»  SHALL support the SIP dictionary specified in [RF85%] and updated by [RFC4896];

» SHALL support the Presence-specific static dictigrepecified in [RFC5112];

» SHALL use both dictionaries to compress the firsssage;

» SHALL send compressed SIP messages in accordatit¢RHC3486] and [RFC5049]; and

* MAY support the negative acknowledgement mecharsisatified in [RFC4077].

When the SIP/IP Core corresponds with 3GPP IMSGIPB2 MMD networks, the signaling compression praoesias
defined in [3GPP-TS_24.229] / [3GPP2-X.S0013-004AEL be used

5.3.3.2 Compression of the Body of a NOTIFY Request

A Watcher Information Subscriber implemented inE& slibscribing for Watcher Information MAY, if it de not support
SIP signaling compression according to [RFC33E(3485], [RFC5112] and [RFC3486] or detects tR&§5112] is

not supported by the SIP/IP Core, indicate thstigports that the body of a NOTIFY request is caraped by the GZIP

algorithm [RFC1952] by including an Accept-Encodimeader field with the value ‘gzip’ in the SUBSCHRBequest.

A Watcher Information Subscriber indicating supdortGZIP compression SHALL, when receiving a NOYIfequest
with the Content-Encoding header field with thewealgzip’, decompress the received body as definelRFC1952] before
performing Presence Information processing (defineskction 5.2.2).
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5.4 Home Subscription Agent
The Home Subscription Agent (HSA) procedures aeerdeed in [PRS_HSA].
In the context of the OMA Presence SIMPLE 2.0 esabl

» the Watcher is equivalent of the Subscriber [PRAMHS

« the PS and RLS are equivalent of the Notifier [PRSA];

» Subscribing to Presence Information within the Bneg Service is equivalent of subscribing to thiesSuption
Service [PRS_HSA]; and

» Subscribing to Watcher Information within the Prase Service is equivalent of subscribing to thes8tiption
Service [PRS_HSA].

5.5 Presence Server
The Presence Server (PS) is an entity that accgptes and distributes Presence Information.

When the SIP/IP Core corresponds with 3GPP IMSGPB2 MMD networks, the PS SHALL be implementedrirA% as
defined in [3GPP-TS_23.228] and [3GPP2-X.S0013-082pectively.

The PS SHALL support the presence data model d&fmEPDE_DDS] Presence Data Model

5.5.1 Presence Information Publication Acceptance from Presence Sources

A PS SHALL implement the Event State Compositor@E&inction and support the PUBLISH method accaydimthe
procedures described in [RFC3903].

A PS SHALL support the ‘application/pidf+xml’ comtetype, according to [RFC3863].

55.1.1 Applying Presence Publication
The PS SHALL handle incoming publications as defime[RFC3903].
Before accepting a PUBLISH request, the PS:
* SHALL perform identity verification of the Preseneurce; and
e SHALL perform publication authorization as descdle section 5.5.3.1.

When the SIP/IP Core corresponds with 3GPP IMSGI?B2 MMD networks, the PS SHALL verify the identitfythe
Presence Source of the PUBLISH request as desdrij8GPP-TS_24.229] / [3GPP2-X.S0013-004] seckahl.4.

If the Presentity is identified by a SIP URI andcé pres URI or a tel URI, the PS SHALL considkexse URIs to be
equivalent for the purposes of publication and jmalilon authorization.

In case of successful authorization, the PS actbetBUBLISH request and SHALL process the PUBLIB#Hlest in
accordance with [RFC3903].

If a <timestamp> element exists in a <tuple> elemeperson> element or <device> element (see [PIES|DPresence
Data Model), the PS SHALL overwrite its value with the tintee PUBLISH request was received. If a <timestamp>
element does not exist in a <tuple> element, <pergbement or <device> element, the PS SHALL adtimestamp>
element respectively. The PS SHALL NOT update mestamp> element value on publication refreshes.

The PS SHALL ensure that consecutive publicatiorsnaver assigned the same timestamp, so thasénafaconflicts,
Watchers are always able to differentiate betwéements by looking at the time of their publication
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55.1.2 Handling of Partial Publications
The PS SHALL support partial publication.

If the Presence Source generates a partial publicegquest as described in 5.1.2.1 using the fegpbn/pidf-diff+xml’
content type defined in [RFC5262] the PS SHALL msxthe PUBLISH request in accordance with [RFCBand
[RFC5264].

5.5.1.3 Handling of Large MIME Objects

The PS MAY support direct MIME objects in a presepablication. If supported, the PS SHALL suppb# t
‘multipart/related’ content type in accordance WiRFC2387].

The PS MAY support indirect MIME objects in a prese publication. If supported, the PS:
e SHALL support the ‘multipart/related’ content typeaccordance with [RFC2387]; and
 SHALL support the ‘message/external-body’ contgpetand content indirection in accordance with [RE&3].

The PS SHALL process a presence document represastenultipart/related’ content type as follows:

. If the ‘multipart/related’ content type is suppattand it contains a direct MIME object, the PS:

0 SHALL stop processing and return the 413 (RequattyEloo Large) response if the size of the ditd&VIE
object exceeds the limit defined by PS local pofaythe Presence Source; or

0 SHALL either store the MIME object in case of aitial publication or replace an existing MIME objec
case of a modify operation if the size of the dil&ME object is within the PS's limit.

. If the ‘multipart/related’ content type is suppattand it contains an indirect MIME object includaeda
‘message/external-body’ content type, the PS:

0 SHALL associate the value of the relevant Presémfoemation Element with the external content i th
content indirection [RFC4483] mechanism is supmbkig the PS; or

0o SHALL send a 415 (Unsupported Media Type) respamskindicate the supported content types in theepicc
header field if the content indirection [RFC4483chanism is not supported by the PS.

« If the ‘multipart/related’ content type is not supfed, the PS SHALL send a 415 (Unsupported MeglzeT
response and indicate the supported content typieiAccept header field.

5514 Permanent Presence State

The PS MAY support Permanent Presence State. jfostexl, the PS SHALL use the Permanent Presente &tanput for
Presence Information processing. The PS SHALL endnas the latest available Permanent Preseate 8hen applying
the composition policy. It MAY do so by subscribit@or fetching the Permanent Presence State dadunoen the
Presence XDMS.

When fetching the Permanent Presence State docuthe®S SHALL use the procedures defined in [XDMrel
“Document ManageménWhen constructing the HTTP GET request, the PS:

1) SHALL set the XCAP Root URI as described in [XDM _r€p

2) SHALL set the AUID to “pidf-manipulation” as defiden [PRS_PresXDM];

3) SHALL set the XUI to the SIP URI or tel URI of tiresentity;

4) SHALL set the document name to “perm-presence’ddined in [PRS_PresXDM]; and

5) SHALL set the X-3GPP-Asserted-ldentity header fi@ddefined in [3GPP-TS_24.109] or the X-XCAP-Ateser
Identity header field as defined in [XDM_Core] tetSIP URI or tel URI of the Presentity.
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If a <timestamp> element exists in a <tuple>, <persor <device> element part of the Permanent RoesState, the PS
SHALL remove the <timestamp> element respectiveliple using the Permanent Presence State as mpRtdsence
Information processing, unless local policy of seevice provider specifies to not remove the <tiarap> element.

55.1.5 PS-controlled Presence Information Re-publi  cation
The PS MAY have a local policy containing condisdor Presence Information re-publication.

NOTE: An example local policy condition can inclutthe following: an initial or refresh Watcher subiption occurs and
the PS determines that an established publicaiotdier than a predefined value and the expiratfdhe established
publication is also later than another predefinaldie.

When the local policy conditions are present araluate to true, the PS SHALL check if the previBWBLISH request
from the Presence Source included an Allow headkf fwith the value of “REFER”. If included, the&SRMAY, depending
on local policy, issue a REFER request to triggeretpublish Presence Information for the previpesitablished
publication according to the procedures in [RFC3%ittl [RFC4488].

For the REFER request the PS:

1) SHALL set the Request-URI to the SIP URI from then€ct header field of the previous PUBLISH request

2) SHALL set the Refer-To header field to the PresgttRl whose Presence Information the PS is retnegs re-
publish;

3) SHALL set the “method” parameter of the Refer-Tadher field to the value “PUBLISH?Event=presence”;
4) SHALL include a Refer-Sub header field set to ‘@dlaccording to the procedures described in [RF@%48

5) SHALL, if the Presence Source maintains multiplblmations for the same Presentity and not alhef t
publications are requested to be re-publishedudeh SIP-If-Match header field containing thetgrag of the
publication to be re-published; and

6) SHALL set the originator identity of the REFER regtito the Presentity URI as if the request waslsgthe
Presentity.

When the SIP/IP Core corresponds to 3GPP IMS oPZa®MD networks, the PS SHALL follow the procedudescribed
in section 5.7.3 of [BGPP-TS_24.229] and [3GPP20RI3-004] and insert the Presentity URI in the Bekged-ldentity
header field used in the REFER request.

5.5.2 Presence Event Package

The PS SHALL support subscriptions for the presengmnt package, according to the procedures descitb[RFC3265]
and [RFC3856] with the following exception:

* In case of an initial subscription for the preseegent package which includes the Expires headeo $6”, if:

o the Watcher Information Subscriber co-located viita Presence Source is subscribed for the Watcher
Information Event Package and indicated its supfmrt‘application/simple-filter+xml” content typesa
described in section 5.3.1.3;

o the PS triggers the Presence Source to subscrib&/dtcher Information in order to support optimigin
publication of Presence Information as describeskittion 5.5.4.2; or

o the PS triggers the Presence Source to re-publésRiesence Information as described in sectiag.5,1

the PS SHALL, opposed to [RFC3265], delay sendimgNOTIFY request for a local policy defined tinmearder
to allow the optimized publication of Presence tnfation or PS-controlled Presence Information relpation.

The PS MAY have a local policy to limit the maximumamber of simultaneous subscriptions for a Préyetitthe PS
determines to reject an intial subscription duthtocurrent number of active subscriptions to treséntity being equal to or
greater than the maximum, the PS SHALL send a BGXifnum number of subscriptions exceeded) resportseresponse
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SHOULD include the Retry-After header field (e.g@sbd on the expiry of active subscriptions), ireottd suggest to the
Watcher not to retry the subscription prior to Betry-After time.

Before accepting a SUBSCRIBE request for the prasenent package, the PS SHALL perform authorimaticthe
subscription attempt of the Watcher, per Preseptiticy. The policies to authorize the Watchedbscription request are
described in section 5.5.3.3. If the PS acceptSthBSCRIBE request, the PS SHALL process the SUBBERequest in
accordance with [RFC3265] and [RFC3856] with théfeing clarification:

« the PS SHALL NOT terminate a subscription becabsdPresence Information of the Presentity beingitoed
does not exist. This allows a Watcher to remairssrbed to the Presentity and receive its Preskrioemation
whenever it is available.

If the Presentity is identified by a SIP URI andae& pres URI or a tel URI, the PS SHALL considhexsse URIs equivalent
for the purposes of presence event package sutisnsp

5.5.2.1 Handling of Large MIME Objects

If the Presence Information formatted as ‘applaafpidf+xml’ or ‘application/pidf-diff+xml’ include references to other
MIME objects included as direct content, the PS:

« SHALL generate notifications using the ‘multipaetated’ content type in accordance with [RFC238%he
Watcher indicated support for the ‘multipart/retiteontent type using the Accept header field m BUBSCRIBE
request; or

e« SHALL exclude the MIME object from the notificatiohthe Watcher did not indicate support for the
‘multipart/related’ content type using the Acceptlder field in the SUBSCRIBE request.

If the Presence Information formatted as ‘applaafpidf+xml’ or ‘application/pidf-diff+xml’ include references to other
MIME objects included as indirect content, the PS:

 SHALL generate notifications using content indirectin accordance with [RFC4483], if the Watchatigated
support for the ‘multipart/related’ and ‘messagégexal-body’ content types using the Accept hedieéddt in the
SUBSCRIBE request;

»  SHALL fetch the content using the HTTP GET methefirted in [RFC2616] and include as direct contarthe
notification, if the Watcher indicated support the ‘multipart/related’ content type using the Agtheader field in
the SUBSCRIBE request; or

e SHALL exclude the MIME object from the notificatiohthe Watcher did not indicate support for the
‘multipart/related’ content type using the Acceptider field in the SUBSCRIBE request.

When sending the MIME object as direct content,RBeSHALL modify the value of the relevant Preseimfermation
Element in the presence document to refer to thdBbbject included in the ‘multipart/related’ contdype.

If content indirection is used in a notificatiorwcass to the indirect content SHALL be restricethe Watcher. Any
appropriate mechanism may be used, given it doesnpmse any requirements to the Watcher other lt@aimng to issue an
HTTP GET to fetch the indirect content from theyided URI.

If the size of the MIME object in the NOTIFY reqtiexceeds a maximum limit defined by the local pglthen the PS

 SHALL handle the MIME object data as indirect canié.e. store the MIME object in the Content Setaed
include an HTTP URI, or optionally HTTPS URI, irethotification pointing to the stored MIME obijeiitthe
Watcher indicated support for the ‘multipart/retitand ‘message/external-body’ content types uttiegAccept
header field in the SUBSCRIBE request; or

 SHALL exclude the MIME object from the notificatipif the Watcher did not indicate support for the
‘message/external-body’ content type.
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5.5.3 Presence Information Processing

The PS processes the Presence Information publshtte Presence Sources before delivering iteédtatchers by
applying the following steps in this order (seeureyl):

1) Presence Publication Rules (see section 5.5.3.1)
2) Composition Policy (see section 5.5.3.2)

3) Presence Subscription Rules (see section 5.5.3.3)
4) Event notification suppression (see section 5.5.3.4
5) Event notification filtering (see section 5.5.3.5)

6) Event notification throttling (see section 5.5.3.6)

7) Partial notification processing (see section 54.3.
8) Entity-tag generation (see section 5.5.3.8)

9) Notification generation (see section 5.5.3.9)

Presence Server

Presence Candidate
Sources i Pressnce i Fresence
PUbIIEh e > Presence Docurnen:s
Documents Uocument
7
i.j
Transiormed
wiatchers Prezence
Notify Docunents

\\-./—

Figure 1: Presence Information Processing Steps

5.5.3.1 Applying Presence Publication Rules

The PS MAY support Presence Publication Rulesupgpsrted, the PS SHALL verify if the Presence Regtlon Rules
document exists in the Presence XDMS.

In case the PS does not support Presence Pubtidatiles or the document does not exist, the PS SHply the default
publication authorization policy. The default pwahliion authorization policy SHALL authorize the fiaation if the
authenticated originator identity is the Presentityd SHOULD reject the publication if the autheated originator identity
is any user other than the Presentity.

In case the Presence Publication Rules documestséarithe Presence XDMS, the PS SHALL apply thres@&mce
Publication Rules to all authenticated PUBLISH rests for the presence event package.

NOTE: Applying Presence Publication Rules when jghithg Permanent Presence State is described i [PRsXDM]
“Authorization Policie’s

When the Presentity changes the Presence Pubfidatites, the PS SHALL ensure it applies the ruligls the most recent
changes (see section 5.5.5).
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When a PUBLISH request is received for the preseneat package, the PS SHALL fetch the PresentRyésence
Publication Rules document stored in the Presem@®@X according to the procedures defined in [XDM_&}dDocument
Managemerit When constructing the HTTP GET request, the PS:

. SHALL set the XCAP Root URI as defined in [XDM_Chre

. SHALL set the AUID to “org.openmobilealliance.pultles” as defined in [PRS_PresXDM];
. SHALL set the XUI to the SIP URI or tel URI of tiRresentity;

. SHALL set the document name to “pub-rules” as dafim [PRS_PresXDM]; and

. SHALL set the X-3GPP-Asserted-ldentity header figbddefined in [3GPP-TS_24.109] or the X-XCAP-Atsehr
Identity header field as defined in [XDM_Core] tetSIP URI or tel URI of the Presentity.

For example, the HTTP URI of the Presence Pubticaules document for a Presentity with a SIP URI o
sip:user@domain.com would be http://xcap.exampielory.openmobilealliance.pub-
rules/users/sip:user@domain.com/pub-rules, if tBAR Root URI is http://xcap.example.com.

The PS SHALL determine which rules in the Presdhdglication Rules document are applicable and et@lthe combined
permissions according to the procedures describfdDM_Core] “Combining Permissiorfisvith the following
clarifications:

*  When realized in 3GPP IMS or 3GPP2 MMD networks, 8 SHALL use the received P-Asserted-Identitglaea
field (as defined in [3GPP-TS_24.229] and [3GPP38013-004]) in the PUBLISH request to determineldird
value(s) used for matching against a conditionsief.

e« The PS SHALL reject presence publications thaidestified as anonymous (see section 6.1.4).

. If an attempt to resolve an <external-list> comditelement fails, the PS SHALL regard the Publarati
Authorization Rules document as invalid and acbetiog to the default policy of the PS.

. If there is no matching rule then the PS SHALL lfigrthandle the publication according to the defaulilication
authorization policy.

The PS MAY determine that the Presence Public&idles have been updated by subscribing to changds to XML
documents stored in the Presence XDMS and ShastkDMS.

55.3.1.1 Applying Publication Authorization Rules

As defined in [PRS_PresXDM] the Publication Autlzation Rules defined by the Presentity determinielwvbther users
are allowed to publish the Presentity’s Presenfieimation.

After evaluating the combined permissions the P3I3Hhandle the publication from this Presence Seurased on the
value of the <pub-handling> action as follows:

« ifthe value is “block” or there is no value, thitve PS SHALL reject the publication by respondioghte PUBLISH
request with a 403 (Forbidden) response accordimpgdcedures described in [RFC3903] section 6; and

« ifthe value is “allow”, then the PS SHALL applyetfPublication Content Rules according to proceddessribed
in section 5.5.3.1.2.

The PS SHALL also perform authorization of the pedtion by verifying that the identity of the Regt#JRI of the
PUBLISH request matches against the value of thit$g attribute of the <presence> element in thesgnce document as
described in [RFC3863]. In case of no match, the&SPBLL reject the publication by responding to #ldBLISH request
with a 403 (Forbidden) response according to promsidescribed in [RFC3903] section 6.

5.5.3.1.2 Applying Publication Content Rules

As defined in [PRS_PresXDM)], the Publication Contenles determine the subset of the Presentityésdrce Information
the Presence Source is allowed to publish. TheHP&ALE apply the Publication Content Rules after ajpd the Publication
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Authorization Rules by checking the <transformagi®element of the combined permissions as spedified
[PRS_PresXDM].

The PS SHALL evaluate the published Presence Irdtiom against the Publication Content Rules:

» If the published Presence Information conformshRublication Content Rules, the PS SHALL acdept t
publication by responding to the PUBLISH requeghwi 200 (OK) response according to proceduresithesicin
[RFC3903] section 6.

» If at least part of the published Presence Infoimnadoes not conform to the Publication ContenteRuthe PS
SHALL reject the PUBLISH request with a 488 (Notckptable Here) response according to [IETF-SessipnP
and include a Policy-Contact header field as defindIETF-SessionPol] to convey the URI of the Fediion
Content Rules Presence Source View document siotéeé Presence XDMS.

5.5.3.2 Applying Composition Policy
The function of the composition is to combine didfiet input publications from various Presence Semigto a single raw
presence document for a particular Presentity.
The PS SHALL use the following input to composition
e publications from PUBLISH requests, as describeskittion 5.5.1.1, if available; and
* Permanent Presence State, as described in sediidd5if available.
The PS SHALL apply the following Composition Policy

NOTE: Local policy can augment this compositionipglin which case implementations have to enduaethe semantics
of this enabler are not violated.

5.5.3.2.1 Composition Policy

The PS SHALL compose the Presence Information ttoerdifferent Presence Sources according to thewoig rules,
based on the “service”, “device”, and “person” caments of the presence data model (see [PDE_DPxgkéence Data
Model’):

e Service component:
If the following conditions all apply:

o If one <tuple> element includes a <contact> elemater <tuple> elements include an identical
<contact> element;

o If one <tuple> element includes a <service-desionmpt element, other <tuple> elements include an
identical <service-description> element. Two <segvilescription> elements are considered identical i
they contain identical <service-id> and <versiofements;

o If one <tuple> element includes a <servcaps> elémih an <audio> element valued "true", other
<tuple> elements include an identical <servcapsmeht;

o If one <tuple> element includes a <servcaps> elémih a <video> element valued "true", other <tpl
elements include an identical <servcaps> element;

o If one <tuple> element includes a <class> elemathgr <tuple> elements include an identical <class>
element; and

o If there are no conflicting elements (i.e. samenglets with different values or attributes) under th
<tuple> elements. Different <timestamp> valuesrareconsidered as a conflict;

then the PS:

1) SHALL aggregate elements within a <tuple> elembat &ire published from different Presence Sources
into one <tuple> element. Identical elements whitth $ame value and attributes SHALL not be duplé;ate
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2) SHALL set the “priority” attribute of the <contacttement in the aggregated <tuple> element to the
highest one among those in the input <tuple> eléspérany “priority” attribute is present;

3) SHALL set the <timestamp> of the aggregated <tepdethe most recent one among the ones that
contribute to the aggregation (a <tuple> elemethavit a <timestamp> element corresponds with a
<tuple> element with the oldest <timestamp> elememd

4) SHALL keep no more than one <description> elemefthe <service-description> elements of the
aggregated <tuple> element when there are diffef@nes of the <description> elements.

In any other case, the PS SHALL keep <tuple> elésiieam different Presence Sources separate.
» Device component:
If the <devicelD> of the <device> elements thatublished from different Presence Sources malemn the PS:

1) SHALL aggregate the non-conflicting elements witbive <device> element;

2) SHALL set the <timestamp> of the aggregated <devialement to the most recent one among the ones
that contribute to the aggregation (a <device> el@mwithout a <timestamp> element corresponds avith
<device> element with the oldest <timestamp>); and

3) SHALL use the element from the most recent pulibcator conflicting elements.
» Person component:
If the following conditions all apply:

o0 If one <person> element includes a <class> eleno#imér <person> elements include an identical sclas
element; and

o If there are no conflicting elements (same elemeiitts different values or attributes) under the rsoe>
elements. Identical elements with the same valual3Hhot be duplicated. Different <timestamp> values
are not considered as a conflict;

then the PS:

1) SHALL aggregate elements within a <person> elerttettare published from different Presence Sources
into one <person> element. Identical elements thithsame value and attributes SHALL not be
duplicated; and

2) SHALL set the <timestamp> of the aggregated <persdement to the most recent one among the ones
that contribute to the aggregation (a <person> etgwithout a <timestamp> element corresponds aith
<person> element with the oldest <timestamp> el¢mering comparison).

In any other case, the PS SHALL keep <person> al&srfeom different Presence Sources separate.
The PS SHALL ignore the values of the “id” (instandentifier) attributes of <tuple>, <person> artkvice> elements
when applying composition policy.

The PS MAY change the values of the “id” (instaidamntifier) attributes of <tuple>, <person> and wde> instances in
presence documents that have been published bgrieeeSources.

5.5.3.3 Applying Presence Subscription Rules

The authorization decision in the PS SHALL be deateed based on authorization policies defined leystérvice provider
(local policy) and the Presence Subscription Rd@=siment stored in the Presence XDMS.

Presence Information is considered very sensitiregnal information; therefore, an authorizatiorchamism SHALL be
supported.

The PS SHALL apply the Presence Subscription Rledl authenticated SUBSCRIBE requests and outgnaiifications
for the presence event package.

When the Presentity changes the Presence Subsarktiles, the PS SHALL ensure it applies the Pas&ubscription
Rules with those most recent changes (see secbds)5
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As defined in [PRS_PresXDM] the Presence Subsorngiules has two parts defined by the Presentity:

. Subscription Authorization Rules, which determiha Watcher is allowed to subscribe to the PreggntPresence
Information; and

. Subscription Content Rules, which determine thesstibf the Presentity’s Presence Information thécWéx is
allowed to receive.

When a SUBSCRIBE request is received for the pasernent package, the PS SHALL fetch the Presenigsence
Subscription Rules document stored in the Pres¥BbddS according to the procedures defined in [XDM r€]Jd Document
Managemerit When constructing the HTTP GET request, the PS:

e SHALL set the XCAP Root URI as defined in [XDM_Chre

e SHALL set the AUID to “org.openmobilealliance.pmeges” as defined in [PRS_PresXDM];
. SHALL set the XUI to the SIP URI or tel URI of tiRresentity;

e SHALL set the document name to “pres-rules” asraefiin [PRS_PresXDM]; and

e SHALL set the X-3GPP-Asserted-ldentity header fizéddefined in [3GPP-TS_24.109] or the X-XCAP-Atsgy
Identity header field as defined in [XDM_Core] tetSIP URI or tel URI of the Presentity.

For example, the HTTP URI of the Presence Subsenifirules document for a Presentity with a SIP ORI
sip:user@domain.com would be http://xcap.exampielogy.openmobilealliance.pres-
rules/users/sip:user@domain.com/pres-rules, iXtBAP Root URI is http://xcap.example.com.

The PS SHALL determine which rules in the Presedescription Rules document are applicable andiat@althe
combined permissions according to the procedurssritbed in [XDM_Core] Combining Permissiofiswith the following
clarifications:

¢ When realized in 3GPP IMS or 3GPP2 MMD networks, 5 SHALL use the received P-Asserted-Identitglaea
field (as defined in [3GPP-TS_24.229] and [3GPP38013-004]) in the SUBSCRIBE request to deterntiee t
URI value(s) used for matching against a conditiglesnent.

. If a presence subscription is identified as anonysn@ee section 6.1.4), the PS SHALL evaluateutewith the
<anonymous-request> condition element (if presentjefined in [XDM_Core].

. If an attempt to resolve an <external-list> comditelement fails, the PS SHALL regard the Pres&udsscription
Rules document as invalid and act according tal#fault policy of the PS. If there is no matchinterthen the PS
SHALL further handle the subscription accordingie default policy of the PS. The default policy/8H. apply
one of the <sub-handling> actions defined belowwEleer, it is out of scope of the present specificato define
how the default policy is configured.

After evaluating the combined permissions, the PBIS_ handle the subscription for this Watcher basedhe value of the
<sub-handling> action as follows:

. if the value is “block” or there is no value, thitre PS SHALL reject the subscription by respondnthe
SUBSCRIBE request according to rules and procecafrfRFC5025], section 3.2;

. if the value is “polite-block”, then the PS SHALlgtely block the subscription following the proagéds defined in
section 5.5.3.3.1;

. if the value is “confirm”, then the PS SHALL plattee subscription in the “pending” state accordimgules and
procedures of [RFC5025], section 3.2. The furtheasttment of the subscription will depend on thalgolicy of
the PS, a typical example of such a local polidphérequest for “reactive authorization” from fesentity; and

. if the value is “allow”, then the PS SHALL placeestlubscription in the “active” state accordingutes and
procedures of [RFC5025], section 3.2 and applySthlescription Content Rules defined under the “fiamsations”
element of the matched rules as specified in [PR&SXDM].
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While a Watcher’s subscription is active, a Praggmay update its Subscription Authorization Rulése PS SHALL re-
evaluate the subscription state for each Watchsgdan the new Subscription Authorization Rulesr éxample, a
Presentity may decide to block subscriptions froliatcher. If the Watcher has an active subscriptiaie Presentity, the
PS terminates the subscription and blocks anydugubscription requests from this Watcher.

Furthermore, while a Watcher’s subscription is\egta Presentity may update its Subscription CarRefes. The PS
SHALL re-determine the subset of the PresentityesBnce Information the Watcher is allowed to nexdror example, a
Presentity may decide to stop disseminating speifesence Information Elements to its Watchersubth a case the PS
will generate presence notifications that will otthibse specific Presence Information Elements.

The PS MAY determine that the Subscription Authatin and/or Subscription Content Rules have beelated by
subscribing to changes made to XML documents stioréite Presence XDMS and Shared List XDMS.

5.5.3.3.1 Polite Blocking

Polite blocking is a mechanism to deny providingdeince Information updates , while indicating ®\Watcher that the
subscription is active.

If the result of applying Subscription Authorizati®ules is to perform polite blocking (see secbdn3.3), the PS:
1) SHALL respond to the SUBSCRIBE request accordingites and procedures of [RFC5025], section 3.d; an
2) SHALL then send only one NOTIFY request with thédwing content:

a) provide only the <tuple> elements of the “raw presedocument” of the Presentity indicating that the
Presentity is “unwilling” and “un-available” for comunication (see [PDE_DDSPtesence Information
Element Definitiony for details of how these states are mappedlavamt Presence Information Elements). If
further child elements are contained in the “raespnce document” within the <tuple> elements &pamt
“willingness” and “availability”, they SHALL be orttied by the PS;

b) not provide the <device> and <person> elementzistiag in the Presentity’s “raw presence documjeatd

c) perform all the subsequent steps in the Presefficeration processing framework, as they are ligted
section 5.5.3 and detailed in relevant sub-secfiertgs apply filtering, partial notifications, thtting, etc).

5.5.34 Applying Event Notification Suppression
The PS SHALL support event notification suppressiocording to the procedures described in this@ect

If the PS receives a SUBSCRIBE request including:

» awildcarded Suppress-If-Match header field usheggpecial "*" entity-tag value as described inl[H=
SubNotEtag] Generating SUBSCRIBE Requésts

» athrottle parameter set to the remaining subsorigixpiration value as described in [IETF-Eventitie]
“Selecting the Throttle Interval

the PS SHALL suppress the generation of eventinatibns until a Watcher cancels the suppressiaoh avre-SUBSCRIBE
request or the subscription state changes.

5.5.35 Applying Event Notification Filtering

The PS SHOULD support event notification filteriagcording to the following procedures:
. Event notification filtering, according to the pestures described in [RFC4660]; and
«  Content type ‘application/simple-filter+xml’, acating to [RFC4661].

If the PS supports event notification filteringdan
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. understands the particular filter included in tloglypof the SUBSCRIBE request using the content type
‘application/simple-filter+xml’, the PS SHALL applye requested filter. As a result, the authoriéatchers are
notified of the actual Presence Information aftest fapplying the privacy filtering procedures @&sdribed in
section 5.5.3.3, followed by the event notificatfdtering procedures described in this section.

. does not understand the particular filter inclugrethe body of the SUBSCRIBE request as requesyetid
Watcher, the PS SHALL indicate it to the Watchesjscified in [RFC4660].

5.5.3.6 Applying Event Notification Throttling

The PS MAY have a local throttling configuratiortsey that limit the rate at which notificationseagenerated (i.e. the
shortest time period between two NOTIFY requestafgiven Watcher). In this case, the PS SHALL Ng&herate
NOTIFY requests more often than the throttling égunfation dictates, except when generating thefination either upon
receipt of a SUBSCRIBE request or upon subscriptiate changes.

The PS SHALL support Watcher requested event gatifin throttling. The PS SHALL follow the notifiprocedures
described in [IETF-EventThrottle].

If the PS has a local throttling configuration seftand it is lower than the Watcher proposed tleofalue, the PS SHALL
accept the Watcher proposed throttle value.

If the local throttling configuration setting isghier than the Watcher proposed throttle valueP®&HALL adjust the
Watcher proposed throttle value to the local thingtconfiguration setting and send it back to Ykatcher as described in
[IETF-EventThrottle].

5.5.3.7 Applying Partial Notification

The PS SHALL support partial notifications. If tiéatcher indicates support for partial notificasdn the SUBSCRIBE
request for the presence event package, the PS Blgénherate partial notifications in accordance JRFC5263] and
[RFC5262].

5.5.3.8 Generating Entity Tags

The PS SHALL support the notifier procedures defire[IETF-SubNotEtag]. The PS:

. SHALL generate entity tags for presence docum@iits.entity tag SHALL be unique to the presence duent
over time, i.e the PS SHALL generate the sameyetad for the same presence document in differsr@ samples.
The algorithm to generate such entity tags is éstope of this specification.
NOTE: The presence document here refers to thendewt the PS generates after “Event Notificatidtefing” as
shown in Figure 1. Several Watchers can receivedhge presence document if they share common
Presence Subscription Rules and apply the same ewetfication filtering.

. SHALL include the entity tag in all NOTIFY requests described in [IETF-SubNotEtag].

55.3.9 Generation of Notifications

At the last step of Presence Information processhegyPS SHALL generate new NOTIFY requests foha&atcher and
transmit each of those to the respective Watche&rvthe content of the new notification is differénoim the last one that
was transmitted to the Watcher.

If a Watcher requested a condition for suppresaifNPTIFY request or a NOTIFY request body usingShepress-If-
Match header field and the condition evaluatesue,tthe PS SHALL suppress the NOTIFY request eNDTIFY request
body appropriately as described in [IETF-SubNotEtag

If the PS supports view sharing and determineséoitfor this subscription, it SHALL follow the geedures in [IETF-
ViewShare] section 4.

The PS SHALL set the “entity” attribute of the <peace> element included in the NOTIFY request ¢ostime URI as the
one used in the Request-URI of the received SUBBERé&quest.
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5.5.4  Watcher Information Event Package

Before accepting a SUBSCRIBE request for the Watkifermation Event Package, the PS SHALL perfoutharization

of the subscription attempt of the Watcher InfolioratSubscriber, per local policy. The default pplBHALL be to
authorize the subscription if the originator’s itlgnis equal to the Presentity URI or a configuk#l of a Presence Source
that is publishing on behalf of the Presentity, emdeject all other subscriptions. The PS SHALjece Watcher Information
subscriptions that are identified as anonymous geeton 6.1.4).

If the PS accepts the SUBSCRIBE request, the PSLEHocess the SUBSCRIBE request in accordance [REC3265],
[RFC3857], and [RFC3858] with the exceptions aradifitations described below.

Contrary to [RFC3857], the PS SHALL generate Watt¢hfarmation notifications when the Watcher Infation state
machine defined in [RFC3857] moves from “init” tactive” state, even if the change is transients Tighaviour enables the
PS to also include authorized Fetchers in Watahferination notifications. When indicating the eiste of a Fetcher, the
PS SHALL include the “expiration” attribute set“@’ in the appropriate <watcher> element. This mfiation can be

utilized by Presence Sources co-located with a Wéaitinformation Subscriber when optimizing publicatof Presence
Information according to section 5.1.2.5.

The PS SHALL indicate the existence of a pressuoscription requesting privacy as defined by saddi.1.4 by including
a <watcher> element as defined in [RFC3858] coirtgia SIP URI with the the value
“sip:anonymous@anonymous.invalid” in the NOTIFY weqt sent to the Watcher Information Subscriber.

5541 Applying Event Notification Filtering

The PS SHOULD support event notification filteriagcording to the following procedures:
. Event notification filtering, according to the serprocedures described in [RFC4660]; and
. Content type ‘application/simple-filter+xml’, acabing to [RFC4661].

If the PS supports event notification filteringdan

. understands the particular filter included in tloelypof the SUBSCRIBE request, the PS SHALL appéy th
requested filter.

. does not understand the particular filter inclugrethe body of the SUBSCRIBE request, the PS SHAldicate it
to the Watcher Information Subscriber as specifigiRFC4660] and [RFC4661].

5542 Generating Entity Tags
The PS SHALL support the notifier procedures defire[IETF-SubNotEtag]. The PS:

e SHALL generate entity tags for Watcher Informatawcuments. The entity tag SHALL be unique to thedher
Information document over time, i.e the PS SHALIhgete the same entity tag for the same Watcherrividtion
document in different time samples. The algoritlongénerate such entity tags is out of scope ofsihéification.

¢ SHALL include the entity tag in all NOTIFY requesis described in [IETF-SubNotEtag].

5.5.4.3 Triggering Subscription to Watcher Informat  ion

The PS MAY be configured with a (list of) URI(s) Bfesence Sources which implement the optimizetiqation of
Presence Information according to section 5.112donfigured and the Watcher Information statenges from having no
authorized Subscribed-watchers or Fetchers to fatiteast one authorized Subscribed-watcher @hEetthe PS SHALL
send a REFER request towards those URIs which timaimtain an active Watcher Information subscoiptior the
Presentity.

The REFER request SHALL be formulated accordinthéoprocedures in [RFC3515] and [RFC4488]. For e2ERER
request the PS:

1) SHALL set the Request-URI to the configured URI;
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NOTE: the local configuration may include multipégget URIs. In that case, multiple REFER requesditde
issued.

2) SHALL set the Refer-To header field to the PresghiRl;

3) SHALL set the “method” parameter of the Refer-Tadher field to the value
“SUBSCRIBE?Event=presence.winfo”;

4) SHALL include a Refer-Sub header field set to ‘#dlaccording to the procedures described in [RFG%4hd
5) SHALL set the originator identity of the requesthe Presentity URI as if the request was sentatralf of the
Presentity.

When the SIP/IP Core corresponds to 3GPP IMS oPEINMD networks, the PS SHALL follow the procedudescribed
in section 5.7.3 of [BGPP-TS_24.229] and [3GPP20R13-004] and insert the Presentity URI in the Reksed-ldentity
header field used in the REFER request.

5544 Watcher Information Content

In order to support the optimized publication oésance Information as described in section 5.1tRe5PS SHOULD
support additional content in Watcher Informatiatifications in addition to the basic ‘applicatiaratcherinfo+xml’ format
defined in [RFC3858]. If supported and the Watdné&wrmation Subscriber advertised support for ttiditonal content
using the Accept header field with values “multifaixed” and “application/simple-filter+xml”, theS?

* SHALL combine presence event notification filterimfprmation from all Watchers, including the napase
binding synchronization, in one ‘application/simjfileer+xml’ [RFC4661] document with the following
restrictions:

0 The <filter-set> element SHALL include only oneltdi> child element;

0 The <filter> element SHALL include only the <whathild element;

0 The <filter> element SHALL include the “uri” attuibe with the URI identifying the Presentity; and
0 The <filter> element SHALL NOT include the “enablexhd “domain” attributes.

The PS MAY also consider the Presence Informat@mment the Watchers are authorized to see and padialy
restrictions for generating the combined filterodl@rument. The resulting combined filtering documisithe one
which filters the largest set of Presence Infororafrom the presence document; and

» SHALL include the resulting combined filtering denant in the notification.

If the additional content is included in Watchefolmation notifications, such content SHALL be imdéd in
‘multipart/mixed’ content according to [RFC2046].

555 XDM Functions

Certain PS functionality depends on particular Xfiticuments stored in the Presence XDMS and ShastKDMS. In
order to provide this functionality the PS:

. SHALL support retrieval of XML documents storedtie Presence XDMS and Shared List XDMS, according t
[XDM_Core] “Document Managemeénfvia the PRS-8 and PRS-5 reference points, resmby);

. SHALL support the Presence Subscription Rules Aailbn Usage as specified in [PRS_PresXDWMilgsence
Subscription Rulésand the URI List Application Usage as specifiedXDM_List] “ URI List’;

If the PS supports the Permanent Presence Statédioality as specified in section 5.5.1.4, theSFBALL support the
Permanent Presence State Application Usage adisddni[PRS_PresXDM]Permanent Presence State

If the PS supports the Presence Publication Rulestibnality as specified in section 5.5.3.1, ti&FHALL support the
Presence Publication Rules Application Usage asifsgetin [PRS_PresXDM] Presence Publication Rufes
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The PS MAY subscribe to changes made to XML docusstored in the Presence XDMS and Shared List XDIf, the
PS SHALL follow the procedure defined in [XDM_Cor&ubscribing to Changes in the XML Documéfits the PRS-3
reference point).

5.5.6  Compression of Presence Traffic
5.5.6.1 Compression of the Body of a NOTIFY Request

If a received SUBSCRIBE request contains an Acé&mmeding header field with the value ‘gzip’, the 8ISALL,
dependent on local policy, compress the NOTIFY estjbody using the GZIP algorithm [RFC1952] and adtbntent-
Encoding header field with the value ‘gzip’ to tNOTIFY request before sending the NOTIFY requesh&SIP/IP Core.

5.6 Resource List Server
56.1 General

The Resource List Server (RLS) generic procedureslescribed in [PRS_RLS].

In the context of the OMA Presence SIMPLE 2.0 eaabl
» the Watcher is equivalent of the Subscriber [PRSSJRL
» the Watcher Information Subscriber is equivalerthef Subscriber [PRS_RLS];
» the Presence List is equivalent of the Resourdg]RRS_RLS]; and

» the Request-contained Presence List and the Regomtstined Watcher Information List are equivaleithe
Request-contained Resource List [PRS_RLS].

The Resource List Server (RLS) accepts and maragpssriptions to:

* Presence Lists and Request-contained Presencewlsth enable a Watcher to subscribe to the Poesen
Information of multiple Presentities using a singldscription; and

* Request-contained Watcher Information Lists, whdnhble a Watcher Information Subscriber to subsdokthe
Watcher Information of multiple Presentities usangingle subscription.

The RLS:
e SHALL support subscriptions to Presence Lists, ediog to the RLS procedures described in [RFC4662];

*  MAY support subscriptions to Request-contained &hes Lists according to the RLS procedures degtiibe
[RFC5367] sectionsURI-List Document Formatand “Resource List Server Behavipand

*  MAY support subscriptions to Request-contained \Waté¢nformation Lists according to the RLS procedur
described in [RFC5367] sectiongRI-List Document Formatand “Resource List Server Behavior

When sending a list notification, the RLS SHALL #& “uri” attribute of each <resource> elementuded in the RLMI
document to the URI of the Presentity in the Presdrist, Request-contained Presence List or Reguoeghined Watcher
Information List.

NOTE: If a Presentity is identified by a pres URIlaotel URI in the Presence List, Request-contaPwdence List or
Request-contained Watcher Information List, thespy®I or the tel URI is included in the RLMI documteven if the RLS
has knowledge of an equivalent SIP URI.

5.6.2 Back-end Subscriptions

If the RLS supports the view sharing proceduresiitlesd in [IETF-ViewShare] section 3, it SHOULD indte support for
this extension and optimize the number of backsrukcriptions.
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For back-end subscriptions using SIP, in additothe procedures in [PRS_RL%ack-end Subscriptions"the RLS:
. SHALL support the ‘application/pidf+xml’ contentgg, according to [RFC3863];

. if the Request-contained Watcher Information Léssupported, SHALL support the ‘application/watdhker+xml’
content type according to [RFC3858], the ‘multifrarked’ content type according to [RFC2046] and the
‘application/simple-filter+xml’ content type accaing to [RFC4661];

e SHALL support subscription and notification of R¥ese Information, according to the subscriber pitaces
described in [RFC3265] and [RFC3856];

. if the Request-contained Watcher Information Léssupported, SHALL support subscription and naitfizn of
Watcher Information, according to the subscribecpdures described in [RFC3265] and [RFC3857];

«  SHALL support SIP extension for partial notificat& according to the Watcher procedures describf@FC5263]
and partial presence extension to PIDF, accordifRFC5262];

. SHOULD support event notification filtering, accord to the procedures described in secEoror! Reference
source not found,

. SHALL support the ‘multipart/related’ content type described in [RFC2387] and advertise its sugpothe
‘multipart/related’ content type by using the Actepader field in the SUBSCRIBE request for thekberrd
subscription;

. SHALL support the content indirection mechanismediéed in [RFC4483]. If the Watcher advertised shipport
for the ‘message/external-body’ content type bygshe Accept header field in the SUBSCRIBE requbst RLS
SHALL advertise the support for the ‘message/exebody’ content type by using the Accept headadfin the
SUBSCRIBE request for the back-end subscription;

If the OTA Provisioning parameter MAX-NUMBER-OF-SISBRIPTIONS-IN-PRESENCE-LIST or local policy insttsic
the RLS SHALL limit the number of back-end substiops as described in [PRS_RLS].

5.7 XDM Client

The XDMC SHALL support the following:
 XDMC procedures described in [XDM_CordProcedures at the XDM Cligit
» Presence Subscription Rules Application Usage esifsgd in [PRS_PresXDM]Presence Subscription Rules
» Presence List Application Usage as specified indPRLSXDM] “Presence List and

* URI List Application Usage as specified in [XDM_LiSURI List'.
The XDMC MAY support the following:

* Permanent Presence State Application Usage adiegdni [PRS_PresXDM]Permanent Presence Stgte
» Presence Content Application Usage as specififdRs_ContXDM] ‘Presence Contehtand

» Presence Publication Rules as specified in [PRSXPIM] “ Presence Publication Rules

5.8 Presence XDMS

The Presence XDMS SHALL support the XDMS procedutescribed in [XDM_Core]Procedures at the XDM Server
and the Application Usages described in [PRS_PrédXD
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5.9 RLS XDMS

The RLS XDMS SHALL support the XDMS procedures digmd in [XDM_Core] ‘Procedures at the XDM Serveand
the Application Usages described in [PRS_RLSXDM].

5.10 Content Server

The Content Server SHALL support the HTTP GET abld hethods [RFC2616], and the procedures defined in
[RFC4483].

When processing an HTTP PUT request, the Contane6S8HALL store a MIME object when received in tHETP PUT
request behind the HTTP URI therein.

When processing an HTTP GET request, the ContentB8e
e SHALL return a MIME object in a 200 (OK) responsagd
» SHALL fetch the MIME object from the Request URItbé HTTP GET request.

The Content Server can be used by Presence S@gcescribed in section 5.1.2.2, Watchers as thestim 5.2.5 and the
PS as described in sections 5.5.1.3 and 5.5.2.1.

NOTE: The procedure for storing MIME objects is defined by this specification.

5.11 Presence Content XDMS

The Presence Content XDMS SHALL support the XDM&cpdures described in [XDM_CordPfocedures at the XDM
Servet, and the Application Usage described in [PRS_&ari].

An XDMC performing a retrieve operation of the Rnese Content document from the “oma_status-icobfdder in the
Users Tree of the Presence Content Application & StdALL be authorized using Presence Subscriptidedras specified
in [PRS_ContXDM)] ‘Authorization Policies
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6. Security

The security mechanism provides protection to tiesgnce service environment.

6.1 Privacy
6.1.1  Watcher Privacy

If the Watcher desires subscription privacy, it SHAset the From header field of the SUBSCRIBE rexjiie the
anonymous value as defined in [RFC3261].

The Watcher MAY indicate further privacy prefereade accordance with [RFC3323].

When the SIP/IP Core corresponds with 3GPP IMSG®PB2 MMD networks, the Watcher SHALL include a Bay
header value set to “id” as described in [RFC3325].

6.1.2  Watcher Information Subscriber Privacy

Watcher Information Subscriber privacy is not sujbgb.

6.1.3  Presentity Privacy

Privacy of the Presentity, i.e. who receives whitkthe Presentity’s Presence Information, is ergbrethe presence
authorization mechanism described in section 85.3.

6.1.4 Anonymous SIP Request

The PS SHALL consider a SIP request as anonymatsdhftains a From header indicating an anonynvailise as defined
in [RFC3323].

When the SIP/IP Core corresponds with 3GPP IMSGIPB2 MMD networks, the PS SHALL follow the proceshir
described in [3GPP-TS_24.229] / [3GPP2-X.S0013-@@4}ion 5.7.1.4 to determine if the SIP requeah@nymous.

6.2 Authentication of SIP Requests

The PS SHALL authenticate all incoming SIP requeBte PS SHOULD rely on the authentication mechasiprovided by
the underlying SIP/IP Core to accomplish user iitiemerification.

When the SIP/IP Core corresponds with 3GPP IMSGIPB2 MMD networks the authentication mechanism SHA& as
specified in [3GPP-TS_33.203] / [3GPP2-S.R0086{, e PS or RLS:

. SHALL authenticate the SIP request originator a#jed in [3GPP-TS_24.229] / [3GPP2-X.S0013-0Ct®n
5.7.1.4; and

. SHALL, when acting on behalf of the Presence Soardbe Watcher, populate security related SIP éefelds
according to the procedures given in [3GPP-TS_Z}].2BBGPP2-X.S0013-004] section 5.7.3.

An AS acting as originating UA SHALL follow the dgntication procedures given in [3GPP-TS_24.229GPP2-
X.S0013-004] section 5.7.3.

6.3 Integrity and Confidentiality Protection

The access level security mechanism SHALL be pexvioly the SIP/IP Core to support integrity and erftiality
protection of SIP signaling.

When the SIP/IP Core corresponds with 3GPP IMSGRPB2 MMD networks, the integrity and confidentialitrotection
mechanism is specified in [3GPP-TS_33.203] / [3GBHR0086].
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7. Charging
7.1  Charging Architecture

Since both online and offline charging SHOULD bearted according to [PRS_RD], there are two déifércharging
architectures, as described in the following suttises.

7.1.1  Offline Charging Architecture

When the SIP/IP Core corresponds with 3GPP IMSGRPB2 MMD networks, the offline charging SHOULD lerformed
according to [3GPP-TS_32.240] [3GPP-TS_32.260Bf8PP and [3GPP2-X.S0013-007] [3GPP2-X.S0013-0083&PP2.

In the context of other realizations of the SIRU& e, similar charging functions SHOULD be provided

7.1.2  Online Charging Architecture

When the SIP/IP Core corresponds with 3GPP IMSGPRB2 MMD networks, the online charging SHOULD beqrened
according to [3GPP-TS_32.240] [3GPP-TS_32.260BfBPP and [3GPP2-X.S0013-007] [3GPP2-X.S0013-0083&PP2.

In the context of other realizations of the SIRU& e, similar charging functions SHOULD be provided

8. Reqistration

When the SIP/IP Core corresponds with 3GPP IMSGIPB2 MMD networks, the Presence Source, the Watnitethe
Watcher Information Subscriber implemented in aSHALL use the 3GPP IMS or 3GPP2 MMD networks regtiin
mechanisms as defined in [3GPP-TS_24.229] / [3GRBR013-004] with the following clarifications:

» If a Presence Source implemented in a UE supgduet® S-controlled retrieval of Presence Informatin
publication as described in section 5.1.2.6, tles@&nce Source MAY support the GRUU mechanism asfiguk
[IETF-GRUU]. If the Presence Source and the PSradifferent domains and the Presence Source stgptiar
GRUU mechanism, the Presence Source SHOULD obt@RdU as described in section 5.1.1.2.1 of [3GPP-
TS_24.229] for the purpose of populating the Carlteader field of the PUBLISH request as descrihexkction
5.1.2.6.

* A Watcher MAY support the GRUU mechanism as spedifiIETF-GRUU]. If the Watcher and the PS are in
different domains and the Watcher supports the GRi#dhanism, the Watcher SHOULD obtain a GRUU as
described in section 5.1.1.2.1 of [3GPP-TS_24.2@%he purpose of populating the Contact heaadd Bf the
SUBSCRIBE request as described in sections 5.211.8.1 and 5.2.1.1.2.

* A Watcher Information Subscriber MAY support the BRmechanism as specified [[IETF-GRUU]. If the Waich
Information Subscriber and the PS are in diffedomains and the Watcher Information Subscriber supphe
GRUU mechanism, the Watcher Information Subscr@#®ULD obtain a GRUU as described in section 52111.
of [3GPP-TS_24.229] for the purpose of populatimg Contact header field of the SUBSCRIBE request as
described in section 5.3.1.1.

In a non-3GPP/3GPP2 network, this document hafotlesving requirements regarding the SIP registratprocedures:

» If a Presence Source implemented in a UE suppduet®S-controlled retrieval of Presence Informati&n
publication as described in section 5.1.2.6, tles@&nce Source MAY support the GRUU mechanism asfiguk
[IETF-GRUUI. If the Presence Source and the PSradéferent domains and the Presence Source st
GRUU mechanism, the Presence Source SHOULD obt@RdU as described in section 4.1 of [[ETF-GRUU] fo
the purpose of populating the Contact header Hélthe PUBLISH request as described in sectior2%1.

* A Watcher .MAY support the GRUU mechanism as spetifiETF-GRUU]. If the Watcher and the PS are in
different domains and the Watcher supports the GRt#dhanism, the Watcher SHOULD obtain a GRUU as
described in section 4.1 of [IETF-GRUU] for the pase of populating the Contact header field ofSkBSCRIBE
request as described in sections 5.2.1, 5.2.1Md5£.1.1.2.
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* A Watcher Information Subscriber MAY support the GBRmechanism as specified [IETF-GRUU]. If the Waich
Information Subscriber and the PS are in diffedomains and the Watcher Information Subscriber supphe
GRUU mechanism, the Watcher Information Subscr@¢®©ULD obtain a GRUU as described in section 4.1 of
[IETF-GRUU] for the purpose of populating the Carttheader field of the SUBSCRIBE request as desdrib
section 5.3.1.1.
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9. Content of the Presence Document

The presence data model and the content of theqresiocument is described in [PDE_DDS].
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Document Identifier

Date

Sections

Description

01 Oct 2008

All

Incorporated CRs:
OMA-PAG-2008-0439R05
OMA-PAG-2008-0445R04
OMA-PAG-2008-0447R03
OMA-PAG-2008-0492R02
OMA-PAG-2008-0513R03
OMA-PAG-2008-0519R03
OMA-PAG-2008-0530R03
OMA-PAG-2008-0571R02
OMA-PAG-2008-0578R02
OMA-PAG-2008-0611
OMA-PAG-2008-0612R02
OMA-PAG-2008-0613R01
OMA-PAG-2008-0614R03
OMA-PAG-2008-0615R01
OMA-PAG-2008-0623R01
OMA-PAG-2008-0625
OMA-PAG-2008-0626
OMA-PAG-2008-0627R01
OMA-PAG-2008-0628R01
OMA-PAG-2008-0629R01
OMA-PAG-2008-0631R01
OMA-PAG-2008-0633R01
OMA-PAG-2008-0641R02
OMA-PAG-2008-0653
OMA-PAG-2008-0654

14 Oct 2008

All

Incorporated CRs:
OMA-PAG-2008-0441R01
OMA-PAG-2008-0525R02
OMA-PAG-2008-0616R03
OMA-PAG-2008-0630R02
OMA-PAG-2008-0632R02
OMA-PAG-2008-0634R02
OMA-PAG-2008-0637R03
OMA-PAG-2008-0639R03
OMA-PAG-2008-0656
OMA-PAG-2008-0663

22 Oct 2008

All

Incorporated CRs:
OMA-PAG-2008-0518R03
OMA-PAG-2008-0520R02
OMA-PAG-2008-0683
OMA-PAG-2008-0684
OMA-PAG-2008-0685
OMA-PAG-2008-0720R01
OMA-PAG-2008-0721
OMA-PAG-2008-0722
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Document Identifier Date

Sections

Description

27 Oct 2008

All

Incorporated CRs:
OMA-PAG-2008-0531R02
OMA-PAG-2008-0532R01
OMA-PAG-2008-0682R01
OMA-PAG-2008-0688R02
OMA-PAG-2008-0689R02
OMA-PAG-2008-0727
OMA-PAG-2008-0729R01
OMA-PAG-2008-0731
OMA-PAG-2008-0739
OMA-PAG-2008-0742
OMA-PAG-2008-0743R01
OMA-PAG-2008-0745R02
OMA-PAG-2008-0764

05 Nov 2008

All

Incorporated CRs:
OMA-PAG-2008-0715R06
OMA-PAG-2008-0754R02
OMA-PAG-2008-0770R03
OMA-PAG-2008-0773
OMA-PAG-2008-0778
OMA-PAG-2008-0783

13 Nov 2008

All

Incorporated CR:
OMA-PAG-2008-0788R01

Candidate Version 23 Dec 2008

OMA-TS-Presence_SIMPLE-V2_0

N/A

Status changed to Candidate by TP

TP ref # OMA-TP-2008-0490-
INP_Presence_SIMPLE_V2_0_ERP_for_Candidate_Approval

Draft Versions 30 Jul 2009

OMA-TS-Presence_SIMPLE-V2_0

2,4,5, App
A

Incorporated CR:
OMA-PAG-2009-0059R02
OMA-PAG-2009-0092
OMA-PAG-2009-0130R03
OMA-PAG-2009-0207
Editorial clean-up.

03 Sep 2009

5514

Incorporated CR:
OMA-PAG-2009-0236R02

Candidate Version
OMA-TS-Presence_SIMPLE-V2_0

17 Sep 2009

N/A

Status changed to Candidate by TP
TP ref # OMA-TP-2009-0438-
INP_PRS_V2_0_ERP_for_Notification
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Appendix B.  Static Conformance Requirements (Normative)

The notation used in this appendix is specifiefB@RRULES].
The SCR'’s defined in the following tables includersfor:

* Presence Source;
 Presence Server;
*  Watcher Information Subscriber;

* Resource List Server;

*  Watcher;

+ XDM Client;

* Presence XDMS; and
* RLS XDMS.

The following tags are used in the Function columidentify the release of the Presence SIMPLE kmadbat the
requirement was introduced:

« PRSv1.1 — Requirement was introduced in Preserd@I1SE 1.1.
« PRSVv2.0 — Requirement was introduced in Preserd@ISE 2.0.
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B.1 Presence Source

Item Function Reference Requirement
PRS-SRC-C-001-M Providing Presence Informatiorhto t 5.1.1 PRS-SRC-C-003-0O
Presence Server (PRSv1.1) OR PRS-SRC-C-016-
(@)
PRS-SRC-C-002-M Presence Data Model (PRSv1.1) 5.1.1
PRS-SRC-C-003-0O Event Publication Agent and senliflg | 5.1.2 PRS-SRC-C-006-0O
PUBLISH (PRSv1.1) AND
(PRS-SRC-C-004-O
OR PRS-SRC-C-005-
0)
PRS-SRC-C-004-O Publication performed by the same 5.1.2
Presentity, using SIP PUBLISH (PRSv1.]]
PRS-SRC-C-005-0 Publication performed on beha#frafther | 5.1.2
Presentity, using SIP PUBLISH (PRSv2.0
PRS-SRC-C-006-0O application/pidf+xml content type, 5.1.2
according to [RFC3863] (PRSv1.1)
PRS-SRC-C-007-0O Partial Publication (PRSv1.1) 511.2
PRS-SRC-C-008-O Publishing large objects usingerant 51221
indirection (PRSv1.1)
PRS-SRC-C-009-O Publishing large objects usingctizentent| 5.1.2.2.2
(PRSv1.1)
PRS-SRC-C-010-O Publishing large objects via Prasen 5.1.2.2.3
Content XDMS (PRSv2.0)
PRS-SRC-C-011-O Limiting the rate of publicatioRREv1.1) | 5.1.2.3
PRS-SRC-C-012-O Compression of a PUBLISH request 5.1.2.4
(PRSv1.1)
PRS-SRC-C-013-O Optimizing publication of Presence 5.1.25
Information (PRSv2.0)
PRS-SRC-C-014-O Handling of requests to Trigger 5.1.25.1
Subscription to Watcher Information
(PRSv2.0)
PRS-SRC-C-015-0 PS-controlled Presence Informd&ien 5.1.2.6
publication (PRSv2.0)
PRS-SRC-C-016-0O Manipulation of Permanent Pres8tate | 5.1.3 PRS-SRC-C-017-O
(PRSv2.0) OR PRS-SRC-C-018-
(0]
PRS-SRC-C-017-O Publication performed by the same 5.1.3

Presentity, using XCAP (PRSv2.0)
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Item

Function

Reference

Requirement

PRS-SRC-C-018-0

Publication performed on behatfrafther
Presentity, using XCAP (PRSv2.0)

513
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B.2 Presence Server

ltem Function Reference Requirement
PRS-PS-S-001-M Event State Compositor and han@liRg 5.5.1
PUBLISH, according to [RFC3903]
(PRSV1.1) 5.5.1.1
PRS-PS-S-002-M application/pidf+xml content typsgading | 5.5.1
to [RFC3863] (PRSv1.1)
PRS-PS-S-003-M Handling presence publication (PRSv1 | 5.5.1
PRS-PS-S-004-0O Handling partial publications (PREv1 5.5.1.2
PRS-PS-S-005-0O Handling publication of large olgjeting | 5.5.1.3
content indirection (PRSv1.1)
PRS-PS-S-006-0O Handling publication of large olgjeting | 5.5.1.3
direct content (PRSv1.1)
PRS-PS-5-007-O Permanent Presence State (PRSv2.0) .5.1.45 PRS-PS-S-008-O OR
PRS-PS-S-009-O
PRS-PS-5-008-O Fetch Permanent Presence State Bocum 5.5.1.4
(PRSv2.0)
PRS-PS-S-009-0O Subscription to Permanent Preseate S | 5.5.1.4
document changes (PRSv2.0)
PRS-PS-S-010-O PS-controlled Presence Informaten R | 5.5.1.5
publication (PRSv2.0)
PRS-PS-S-011-M Presence Information Subscriptions 55.2
(PRSV1.1)
PRS-PS-S-012-O Local policy to limit the maximurmmer | 5.5.2
of simultaneous subscriptions to a Presentity
(PRSv2.0)
PRS-PS-S-013-M Presence Information Notifications 5.5.2
(PRSv1.1)
5.5.3.9
PRS-PS-S-014-0O Handling notification of large otjacsing | 5.5.2.1
content indirection (PRSv1.1)
PRS-PS-S-015-0 Handling notification of large otgacsing | 5.5.2.1
direct content (PRSv1.1)
PRS-PS-S-016-0O Apply Presence Publication RuleS{2R) | 5.5.3.1 PRS-PS-S-017-O OF
PRS-PS-S-018-0O
PRS-PS-S-017-O Fetch Presence Publication Rules fro 5531
Presence XDMS (PRSv2.0) 5

[0 2009 Open Mobile Alliance Ltd. All Rights Reserve  d.

Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.




OMA-TS-Presence_SIMPLE-V2_0-20090917-C

Page 61 (107)

Item Function Reference Requirement
PRS-PS-S-018-0 Subscription to Presence PublicRides | 5.5.3.1
changes (PRSv2.0)
555
PRS-PS-S-019-O Apply Publication Authorization Rule 55311
(PRSv2.0)
PRS-PS-S-020-O Apply Publication Content Rules 2Ry | 5.5.3.1.2
PRS-PS-S-021-M Apply Composition Policy (PRSv1.1) 5.3.2
PRS-PS-S-022-M Presence Data Model (PRSv1.1) 3.5.3.
PRS-PS-S-023-M Applying Presence Subscription Rules | 5.5.3.3
PRS-PS-S-024-M Fetch Presence Subscription Rues fr 5.5.3.3
Presence XDMS (PRSv1.1)
555
PRS-PS-S-025-0 Subscription to Presence Subscripiites | 5.5.3.3
changes (PRSv2.0)
555
PRS-PS-S-026-M Fetch URI List(s) from Shared LIBINS 55.3.3
(PRSv1.1)
555
PRS-PS-S-027-0O Subscribe to URI List(s) changeS{RR) | 5.5.3.3
555
PRS-PS-S-028-M Polite Blocking (PRSv1.1) 5.5.33.1
PRS-PS-S-029-M Apply event notification suppression 5.5.3.4
(PRSv2.0)
PRS-PS-S-030-O Apply event natification filterifgRSv1.1) | 5.5.3.5
PRS-PS-S-031-M Apply event notification throttliagcording | 5.5.3.6
to [IETF-EventThrottle] (PRSv2.0)
PRS-PS-S-032-M Apply partial notification (PRSv1.1) 55.3.7
PRS-PS-S-033-M Generate entity tag according toHIE 5.5.3.8
SubNotEtag] and suppressing natifications
(PRSv2.0)
PRS-PS-S-034-M Watcher Information subscriptions 5.5.4
(PRSvV1.1)
PRS-PS-S-035-M Watcher Information notificationRg¥1.1) | 5.5.4
PRS-PS-S-036-0O Triggering subscription to Watcher 5543
Information (PRSv2.0)
PRS-PS-S-037-0 Extensions to Watcher Informatioriesd | 5.5.4.4

(PRSV2.0)
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Item Function Reference Requirement
PRS-PS-S-038-M Compression of NOTIFY body usinggzi | 5.5.6.1
(PRSv2.0)
B.3 Watcher Information Subscriber
Item Function Reference Requirement
PRS-WIS-C-001-M | Watcher Information subscriptions 53.1.1
(PRSvV1.1)
PRS-WIS-C-002-M | Watcher Information notificatiod®Sv1.1)| 5.3.1.1
PRS-WIS-C-003-O Event notification filtering (PRSYL 5.3.1.2
PRS-WIS-C-004-O Procedures when co-located witsdtree | 5.3.1.3
Source (PRSv2.0)
PRS-WIS-C-005-O Request-contained Watcher Infonatist | 5.3.1.3.1
Subscription (PRSv2.0)
PRS-WIS-C-006-O Conditional event notification awting to 5.3.2
[IETF-SubNotEtag] (PRSv2.0)
PRS-WIS-C-007-O Compression of a NOTIFY request 5331
(PRSv1.1)
PRS-WIS-C-008-O Compression of Watcher Informatioa 5.3.3.2
NOTIFY body using gzip (PRSv2.0)
B.4 RLS
Item Function Reference Requirement
PRS-PRLS-S-001-M  Subscriptions to Presence LisB{HRL) 5.6.1
PRS-PRLS-S-002-O  Subscriptions to Request-contdinesence| 5.6.1
List according to [RFC5367] (PRSv2.0)
PRS-PRLS-S-003-0  Subscriptions to Request-contaivietdher | 5.6.1
Information List according to [RFC5367]
(PRSv2.0)
B.5 Watcher
Item Function Reference Requirement
PRS-WTR-C-001-M| Presence subscriptions (PRSv1.1) 2.15.
PRS-WTR-C-002-O| Presence List subscriptions (PRISv1. 5.21.21
PRS-WTR-C-003-O| Request-contained Presence List 5.2.1.2.2
Subscription (PRSv2.0)
PRS-WTR-C-004-M| Presence notifications (PRSv1.1) 2.15.
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Item Function Reference Requirement
PRS-WTR-C-005-O| Presence List notifications (PRBV1. 52121
PRS-WTR-C-006-M| Presence Information Processingdas 5.2.2
Presence Data Model (PRSv1.1)

PRS-WTR-C-007-O| Partial notification (PRSv1.1) 8.2.

PRS-WTR-C-008-O| Event notification filtering (PRS¥1L 524

PRS-WTR-C-009-O| Handling notification of large atiggusing | 5.2.5.1
direct content (PRSv1.1)

PRS-WTR-C-010-O| Handling notification of large atiggusing | 5.2.5.2
content indirection (PRSv1.1)

PRS-WTR-C-011-O| Handling notification of large odifevia 5.2.5.3
Presence Content XDMS (PRSv2.0)

PRS-WTR-C-012-O| Conditional event natification aating to 5.2.6
[IETF-SubNotEtag] (PRSv2.0)

PRS-WTR-C-013-O| Event notification throttling acdimg to 5.2.7
[IETF-EventThrottling] (PRSv2.0)

PRS-WTR-C-014-O| Direct event notification suppressi 5.2.8.1
(PRSv2.0)

PRS-WTR-C-015-O| Conditional event notification stggsion 5.2.8.2
(PRSv2.0)

PRS-WTR-C-016-O| Presence-based event notification 0
suppression filter (PRSv2.0)

PRS-WTR-C-017-O| Compression of a NOTIFY request 5.29.1
(PRSV1.1)

PRS-WTR-C-018-O| Compression of Presence Informaitian 5.2.9.2
NOTIFY body using gzip (PRSv2.0)

B.6 XDM Client

ltem Function Reference Requirement
PRS-XDM-C-001- | Mandatory XDMC functions (PRSv1.1) 5.7
M
PRS-XDM-C-002-O| Optional XDMC functions (PRSv1.1) .75
PRS-XDM-C-003- | Presence Subscription Rules Application | 5.7
M Usage (PRSv1.1)

PRS-XDM-C-004- | Presence List Application Usage (PRSv1.1) 5.7
M
PRS-XDM-C-005- | URI List Application Usage (PRSv1.1) 5.7

M
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Item Function Reference Requirement
PRS-XDM-C-006-O| Permanent Presence State Applicddigage | 5.7
(PRSv2.0)
PRS-XDM-C-007-O| Presence Content Application Usage 5.7
(PRSv2.0)
PRS-XDM-C-008-O| Presence Publication Rules Appilicat 5.7
Usage (PRSv2.0)
B.7 Presence XDMS
ltem Function Reference Requirement
PRS-PRSXDM-S- | Mandatory XDMS functions (PRSv1.1) 5.8
001-M
PRS-PRSXDM-S- | Optional XDMS functions (PRSv1.1) 5.8
002-0
PRS-PRSXDM-S- | Presence Subscription Rules Application | 5.8
003-M Usage (PRSv1.1)
PRS-PRSXDM-S- | Permanent Presence State Application Usage8
004-0 (PRSv2.0)
PRS-PRSXDM-S- | Presence Publication Rules Application 5.8
005-0 Usage (PRSv2.0)
PRS-PRSXDM-S- | Subscription to XML Document Changes | 5.8
006-M (PRSv2.0)
B.8 RLS XDMS
ltem Function Reference Requirement
PRS-RLSXDM-S- | Mandatory XDMS functions (PRSv1.1) 5.9
001-M
PRS-RLSXDM-S- | Optional XDMS functions (PRSv1.1) 5.9
002-O0
PRS-RLSXDM-S- | Presence List Application Usage (PRSv1.1) 5.9
003-M
PRS-RLSXDM-S- | Subscription to XML Document Changes | 5.9

004-M

(PRSV2.0)
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B.9 Presence Content XDMS

Item Function Reference Requirement
PRS-CNTXDM-S- | Mandatory XDMS functions (PRSv2.0) 5.11
001-M
PRS-CNTXDM-S- | Optional XDMS functions (PRSv2.0) 5.11
002-O0
PRS-CNTXDM-S- | Presence Content Application Usage 511
003-M (PRSv2.0)
PRS-CNTXDM-S- | Subscription to XML Document Changes | 5.11
004-O0 (PRSv2.0)
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Appendix C.

Presence Client Provisioning

(Normative)

This appendix specifies the parameters that aréauefor initiation of Presence Service by the pmeseclient, as well as
continuous provisioning by the Service Provideredénparameters are specified in Client ProvisioAipglication
Characteristics document (AC file) [CP_ProvContll &evice Management Management Objects (DM MOSs)
[DM_StdObj]. Existing parameters in [CP_ProvCom{idDM_StdObj] are re-used; those without corresiiog parameters
are defined and to be registered in OMNA through®MA official registration process.

The AC file or DM MOs MAY be used for initial prosiioning of parameters as specified in [DM_ERELDid ahe DM
MOs SHOULD be used for continuous provisioning afgmeters according to [DM_ERELD], if required hg tService
Provider to update service configurations.

C.1 Presence Client Provisioning Parameters
The parameters listed in the table below are netatd@resence Client provisioning:
ID Name Description Mandatory (M)
/ Optional (O)

1 Application identity| Uniquely identifies the ajpgation M

2 Application name User displayable name for thesBince service M

3 Provider—ID Identity of the Presence Service Riewv 0]

4 XDM reference to | Reference to the SIP/IP Core for accessing theeRcesService M
SIP/IP Core using the referenced SIP/IP Core.

5 Network Access Reference to the network access point used faappécation. M
Definitions

6 Client Object Data | Size limit of the MIME object when PUBLISH request® used in M
Limit the Presence Source.

7 Content Server UR| HTTP URI of the Content Setedne used for content indirection 0]

8 Source Throttle Minimum time interval between two consecutive paélions from a @]
Publish Presence Source

9 Max number of Maximum number of back-end subscriptions allowadsf®@resence 0]
subscription in List
Presence List

10 Service URI Syntax of the Service URI Template as specifieflKibM_Core] 0]
Template “Provisioned XDMC Parameters”

11 RLS URI SIP URI of the Resource List Server¢aised for Request- 0]

contained Presence List subscription

C.2 Application Characteristics
The Application Characteristics file for PRS 2.0véee MAY be used for initial provisioning of theésence Client.

This chapter describes the provisioning documentstre as described in [CP_ProvCont].

The following table lists the parameters availdblan instance of the Presence Application Charistites.
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Parameter Name | Req / Opt | Instances | Default
Standard Application Characteristic fields as defired in [CP_ProvCont]
APPID Required 1 “ap0009”
NAME Required 1 None
PROVIDER-ID Optional Oorl None
TO-APPREF Required 1 None
TO-NAPID Required 1 or more None
Application Characteristic fields specifically required for the Presence Enabler
CLIENT-OBJ-DATA-LIMIT Required 1 None
CONTENT-SERVER-URI Optional Oorl None
SOURCE-THROTTLE-PUBLISH Optional Oorl None
MAX-NUMBER-OF- Optional Oorl None
SUBSCRIPTIONS-IN-PRESENCE-
LIST
SERVICE-URI-TEMPLATE Optional Oorl None
RLS-URI Optional Oorl None

The Application Characteristics file for PRS 2.0véee is defined in [PRS_AC].

C.3

Management Objects

The Management Objects for PRS 2.0 service MAY dmlfor initial provisioning of the Presence Cliand SHOULD be
used for continuous provisioning by the Servicevigler.

The Management Objects for PRS 2.0 service is édfin [PRS_MO].
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Appendix D. Example Realizations of a Presence Source (Informative)

D.1 Presence User Agent

A Presence Source can be implemented as a Prddeacégent (PUA) as defined by 3GPP/3GPP2 in [3GBP23.141]
and [3GPP2-X.S0027-001] respectively. The PUAResence Source realization residing in the teahunnetwork. The
PUA collects user related Presence Information fitsmoorresponding Presentity and sends it to e P

D.2 Presence Network Agent

A Presence Source can be implemented as a Praddetwerk Agent (PNA) as defined by 3GPP/3GPP2 infBG
TS_23.141] and [3GPP2-X.S0027-001] respectivellge PNA collects the network related Presence Indtion from the
various network elements and sends it to the PS.

The interfaces between the PNA and the variousetsrare defined in 3GPP/3GPP2 (see Figure 2 anoe8) and are
out of scope of the current specification.

MSC Server/ GGSN
VLR
Presence Network
Agent
3GPP
HSS/HLR
S-CSCF SGSN GMLC
Figure 2: PNA in 3GPP
MSC/MSCe
Presence Network
Agent
3GPP2
HSS/HLR AAA/HA/ Position
S-CSCF PDSN Server

Figure 3: PNA in 3GPP2
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The options of using a PNA in a non-3GPP/3GPP2renmient are shown in Figure 4:

Presence Server

PUA

| Presence Network Agent \

Connectivity | | o »| Connectivity Element |
Element

UE

Figure 4: PNA in a non-3GPP/3GPP2 architecture.

Presence Information can be aggregated eithertljiiacdhe PS or via a PNA.

D.3 Presence External Agent

A Presence Source can be implemented as a Presgtecaal Agent (PEA) as defined by 3GPP/3GPP2 GHB-
TS_23.141] and [3GPP2-X.S0027-001] respectively PEA performs the following functions:

. Supply Presence Information from external networks;
. Handle the interworking and security issues invdlweinterfacing to external networks; and
. Resolve the location of the PS associated witlPlesentity.
Examples of Presence Information that the PEA nugyply, include:
. Third party services (e.g. calendar applicationsperate systems);
. Internet presence services; and

. Non SIMPLE-based presence services.
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Appendix E.  SIP Methods (Informative)
E.1 SUBSCRIBE Method

When the SIP/IP Core is realized with 3GPP IMS@GP®2 MMD networks, the full list of supported hedend
parameters of the SUBSCRIBE method and its resgdasevailable in [3GPP-TS_24.229] and [3GPP2-X130004]
respectively.

In the context of other realizations of the SIRU&e, the full list of supported headers and pataraef the SUBSCRIBE
method and its responses is available in [RFC33B%]C3857], [RFC3856], [[ETF-EventThrottle] and [TE-SubNotEtag].

E.2 PUBLISH Method

When the SIP/IP Core is realized with 3GPP IMS@P®2 MMD networks, the full list of supported hedend
parameters of the PUBLISH method and its respoiss@agilable in [3GPP-TS_24.229] and [3GPP2-X.S6003]
respectively.

In the context of other realizations of the SIRU&re, the full list of supported headers and pataraef the PUBLISH
method and its responses is available in [RFC3808][IETF-SessionPol].

E.3 NOTIFY Method

When the SIP/IP Core is realized with 3GPP IMS@GP®2 MMD networks, the full list of supported hedend
parameters of the NOTIFY method and its resporsasailable in [3GPP-TS_24.229] and [3GPP2-X.S0004}
respectively.

In the context of other realizations of the SIRU&e, the full list of supported headers and pataraef the NOTIFY
method and its responses is available in [RFC33B%]C3857], [RFC3856], [[ETF-EventThrottle] and [TE-SubNotEtag].

E.4 REFER Method

When the SIP/IP Core is realized with 3GPP IMS@P®2 MMD networks, the full list of supported hedend
parameters of the REFER method and its responsesiigable in [3GPP-TS_24.229] and [3GPP2-X.S0004}0
respectively.

In the context of other realizations of the SIRU&re, the full list of supported headers and pataraef the REFER method
and its responses is available in [RFC3515] andJ&R88].
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Appendix F.  Presence Signaling Flows (Informative)

The following signaling flows illustrate the implemtation of the relevant use cases, derived frdRE[FRD]. The supported
headers of the SIP methods used in order to perloose functions are defined in Appendix E andabey of the messages,
when required, in Appendix E.

F.1 Subsystem Collaboration

This section presents message flow examples fampkementation of the basic mechanisms of thedhres SIMPLE
Service.

F.1.1  Signaling Flows for Publishing Presence Infor  mation

F.1.1.1 Publishing Presence Information

Home Network of the Presentity

Presence SIP/IP Core
Source network PS
1.PUBIISH >
2 PURI ISH N
< 3.200 OK
< 4200 0K

Figure 5: Publishing Presence Information

1. The Presence Source generates a SIP PUBLISH reguiésh contains a presence document.
2. The SIP/IP Core routes the request to the corgct P

3. The PS authorizes the presence publication, antkstibe information the message contains. The BXshocesses
the Presence Information and sends a SIP 200 (&fpnse back to the Presence Source.

4. The SIP/IP Core forwards the response back to tbgeiAice Source.
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F.1.1.2 Publishing Presence Information on behalf o

F.1.1.2.1 Successful Attempt

f Another Presentity

Home Network of the Presentities

A

Figure 6: Aggregating published Presence Informatio from multiple Presence Sources

Presence Presence SIP/IP PS
Source 1 Source 2 Core
1.PUBLISH >
2 PUBI ISH »
< 3200 OK
4200 OK

1. Presence Sourcel generates a SIP PUBLISH requash) wontains Presence Information relating to &res

Source2’s Presentity.

2. The SIP/IP Core forwards the SIP PUBLISH requeshéoappropriate PS.

3. The PS authorizes the publication attempt and chthek content of the request. The PS then compledresence
Information to the presence document of Presenoec8@'s Presentity. The PS sends a SIP 200 (Okpres

back to the SIP/IP Core.

4. The SIP/IP Core forwards the SIP 200 OK responsk tathe Presence Sourcel.
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F.1.1.2.2 Unsuccessful Attempt: PUBLISH Request Not  Authorized

Home Network of the Presentities

Presence Presence SIP/IP PS
Source 1 Source 2 Core network
1.PUBLISH >
2 PUBIISH >
——3403 Forhidden |

4.403 Forbidden

A

Figure 7: Unsuccessful attempt: PUBLISH request noauthorized

1. Presence Sourcel generates a SIP PUBLISH requsst) wontains Presence Information relating to &res
Source2’s Presentity.

2. The SIP/IP Core forwards the SIP PUBLISH requeshéoappropriate PS.
3. The PS does not authorize the request and sen@s40S (Forbidden) response back to the SIP/IP Core
4. The SIP/IP Core forwards the SIP 403 (Forbiddespoase back to the Presence Sourcel.
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F.1.1.2.3 Unsuccessful First Attempt: PUBLISH Reque st with Partially Authorized Presence
Information

Home Network of the Presentities

Presence Presence SIP/IP PS
Source 1 Source 2 Core network
1.PUBLISH
>

2.PUBLISH

3.488 NOT ACCEPTED HERE

<
-

4.488 NOT ACGCEPTED HERE

A

Figure 8: Unsuccessful first attempt: PUBLISH requet with partially authorized Presence Information

1. Presence Sourcel generates a SIP PUBLISH requast) wontains Presence Information relating to &res
Source2’s Presentity.

2. The SIP/IP Core forwards the SIP PUBLISH requeshéoappropriate PS.

3. The PS performs authorization of the request mdsfithat the Publication Content Rules do not aigddhe
Presence Information contained in the request andssa SIP 488 (Not Accepted Here) response batietSIP/IP
Core with a Policy-Contact header with a URI canitey the XCAP URI of the Presentity’s Publicati@ontent
Rules Presence Source View document.

4. The SIP/IP Core forwards the SIP 488 (Not Accepiece)) response back to Presence Sourcel.
Presence Sourcel fetches the indicated documenrg ubke received URI as described in the example in
[PRS_PresXDM] Obtaining A Publication Content Rules Presence SaMiew Documeht
The Presence Sourcel checks the received documengenerates a new SIP Publish request withaurlyorized
Presence Information as shown in Figure 6.
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F.1.1.2.4 Aggregating Published Presence Informatio  n from Multiple Presence Sources

Home Network of the Presentities

Watcher Presence Presence SIP/IP PS
Source 1 Source 2 Core network
1.PUBLISH >
2.PUBLISH »
< 3.200 OK
4.200 OK

A

D PUBLISH >
6 PUBIISH >

< 7200 OK
< 8200 OK
-
< 9 NOTIEY
< 10 NOTIEY
-
11.200 OK a 12.200 OK >

Figure 9: Aggregating published Presence Informatio from multiple Presence Sources

1. Presence Sourcel generates a SIP PUBLISH requast) wontains the Presence Information Presencec€bu
wishes to publish on behalf of the Presentity.

2. The SIP/IP Core forwards the SIP PUBLISH requeshéappropriate PS.

3. The PS authorizes the publication attempt and chthek content of the request. The PS then compledresence
Information to the Presentity’s presence documeme. PS sends a SIP 200 (OK) response back to BiéPSCore.

4. The SIP/IP Core forwards the SIP 200 (OK) respdozss to the Presence Sourcel.

5. Presence Source2 generates a SIP PUBLISH requgsh eontains the Presence Information Presencec&au
wishes to publish on behalf of the Presentity.

6. The SIP/IP Core forwards the SIP PUBLISH requeshéoappropriate PS.

7. The PS authorizes the publication attempt and chtéek content of the request. The PS then compled2resence
Information to the Presentity’s presence documggtegating with the Presence Information Presencecgl has
published. The PS sends a SIP 200 (OK) responsetbaice SIP/IP Core.

8. The SIP/IP Core forwards the SIP 200 (OK) respdoasx to the Presence Source2.
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9. The PS determines which authorized Watchers argeehto receive the updates of the Presence Irddan for
this Presentity. For each appropriate WatcherPBeends a SIP NOTIFY request that contains theeggted
Presence Information from Presence Sourcel anéfresSource2. The SIP NOTIFY request is sent dlomgath
of the SUBSCRIBE dialog to the SIP/IP Core of thattier.

10. The SIP/IP Core forwards the SIP NOTIFY requesh®oWatcher.
11. The Watcher acknowledges the SIP NOTIFY request aviBIP 200 (OK) response to its SIP/IP Core.
12. The SIP/IP Core of the Watcher forwards the SIP () response to the PS.

F.1.2  Signaling Flows for Watchers Subscribingto P~ resence Event
Notification

F.1.2.1 Subscribing to Presence Information State C ~ hanges - Proactive
Authorization

Home Network of the Watcher Home Network of the Presentity
Watcher Watcher SIP/IP Core Presentity SIP/IP Core PS
1.SUBSCRIBE
2.SUBSCRIBE »,
3.SUBSCRIBE »
Ladl
4. Authorisation
< 5.200 OK
< 6.200 OK
< 7.200 OK
8 NOTIRY
9 NOTIFY
10.200 OK >
Lad
11.200 QK >
PS has
updates to
send
< 12 NOTIFY
< 13 .NOTIFY
14.200 OK
15.200 OK >

Figure 10: Subscribing to Presence Information sta changes (Watcher and Presentity are in differemetworks) —
Proactive Authorization

1. A Watcher wishes to watch a Presentity's Presarfoenhation, or certain parts of the Presentityssence
Information. To initiate a subscription, the Watckends a SIP SUBSCRIBE request for the Preseneet Ev
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Package including an indication of the duratioms thibscription should last. The SIP SUBSCRIBE retjoay
also include an indication of the Watcher's cajigttiv handle partial notifications.

2. The SIP/IP Core of the Watcher resolves the addretfe Presentity and forwards the request t&iiRéIP Core
of the Presentity

NOTE 1: In the case Watcher service authorizaaapiplied, the SIP SUBSCRIBE is routed to the HEArgo step 2 (see
F.1.2.9).

3. The SIP/IP Core of the Presentity routes the SIBSCRIBE request to the correct PS.

4. The PS performs the necessary authorization chetkise originator to ensure it is allowed to watoh Presentity.
NOTE 2: In the case where the privacy/authorizatieecks fail, then a negative acknowledgementris teethe Watcher.

5. Once all privacy conditions are met, the PS issu8f 200 (OK) to the SIP/IP Core of the Presentity

6. The SIP/IP Core of the Presentity forwards thewasp to the SIP/IP Core of the Watcher.
7. The SIP/IP Core of the Watcher forwards the respoashe Watcher.
8

As soon as the PS sends a 200 (OK) response tptdbeesubscription, it sends a SIP NOTIFY reqiredtiding
the current full state of the Presentity's tuphest the Watcher has subscribed and been authdozedeive. The
SIP NOTIFY request is sent to the SIP/IP Core ef\atcher. Further notifications sent by the PS gither
contain the complete set of Presence Informatioonty those tuples that have changed since thetdgication
if the Watcher has indicated the capability to psscpartial notifications.

9. The SIP/IP Core of the Watcher forwards the SIP NK¥Trequest to the Watcher.

10. The Watcher acknowledges the receipt of the SIP IR®OTequest with a SIP 200 (OK) response sentst&IP/IP
Core.

11. The SIP/IP Core of the Watcher forwards the SIP (ZIK) response to the PS.

12. When the Presence Information for the Presentigyghs, the PS determines which authorized Watelers
entitled to receive notifications. For each appiaterWatcher, the PS sends a SIP NOTIFY requesttmains
the full or partial updates to the Presence Infaioma The SIP NOTIFY request is sent along the wditine
SUBSCRIBE dialog to the SIP/IP Core of the Watcher.

13. The Watcher's SIP/IP Core forwards the SIP NOTIEYuest to the Watcher.
14. The Watcher acknowledges the SIP NOTIFY request aviIP 200 (OK) response to its SIP/IP Core.
15. The SIP/IP Core of the Watcher forwards the SIP (ZIK) response to the PS.

NOTE 3: Steps 2 and 3 as well as 5 and 6 are cadbfrthe Watcher is in the same domain as thechtidg.

[0 2009 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-Presence_SIMPLE-V2_0-20090917-C Page 78 (107)

F.1.2.2 Fetching Presence Information State — Proac  tive Authorization

Home Network of the Fetcher Home Network of the Presentity

Fetcher Watcher SIP/IP Core Presentity SIP/IP Core PS

1.SUBSCRIBE

2.SUBSCRIBE ».
Ladl

3.SUBSCRIBE »
>

Fetcher Authorisation

4,200 OK
5.200 OK
6.200 OK
ZNOTIRY
S8.NOTIEY
9.200 OK »
Ll
10.200 OK

v

Figure 11: Fetching Presence Information state (feher and Presentity are in different networks)

A Watcher requests Presence Information of a ceRegsentity from the PS, acting as a fetchertif@remaining use case,
Watcher will be used uniformly.

1. The Watcher requests Presence Information dPthsentity using a SIP SUBSCRIBE request by ggetlia
Expires header field to zero, as defined in [RF&G326

2. The Watcher's SIP/IP Core resolves the addres®edIP/IP Core of the Presentity and forwardsrdguest.

NOTE 1: In the case Watcher service authorizasoapiplied, the SIP SUBSCRIBE is routed to the H@#or to step 2 (see
F.1.2.9).

w

The SIP/IP Core forwards the SIP SUBSCRIBE regjteethe appropriate PS.

»

The PS performs the necessary authorizatiorksh@tthe originator to ensure it is allowed touest Presence
Information of the Presentity. Assuming all privamnditions are met, the PS sends a SIP 200 (Gfprese to the
SIP/IP Core of the Presentity.

5. The SIP/IP Core of the Presentity forwards tlie 200 (OK) response to the SIP/IP Core of the Watc
6. The SIP/IP Core of the Watcher forwards the Z1@ (OK) response to the Watcher.

7. As soon as the PS sends a SIP 200 (OK) respor@®eept the request, it sends a SIP NOTIFY raquidls the
current full state of the Presentity's tuples thatWatcher has requested and been authorizeddivee The SIP
NOTIFY request is sent along the path of the SUBEBER]ialog to the SIP/IP Core of the Watcher.

8. The SIP/IP Core of the Watcher forwards the [SOPTIFY request to the Watcher.
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9 . The Watcher acknowledges the receipt of theNSDHIFY request with a SIP 200 (OK) response toSte/IP Core
of the Watcher.

10. The Watcher's SIP/IP Core forwards the SIP @0K) response to the PS.
NOTE 2: Steps 2 and 3 as well as 5 and 6 are cadbfrthe Watcher is in the same domain as thechtidg.

F.1.2.3 Subscribing to Presence Information State C  hanges - Reactive Authorization
Home Network of the Watcher Home Network of the Presentity
Watcher Watcher SIP/IP Core Presentity SIP/IP Core PS
1.SUBSCRIBE
2.SUBSCRIBE >
3. SUBSCRIBE >
le—4202Accepted |
l¢—— 5202Accepted |
l¢—— 6202Accepted |
Immediate
< 7.NOTIFY ‘dummy”
~ notification
< S8.NOTIFY
9.200 OK
10.200 OK -
11. Reactive
authorisation
L Real
12 NOTIEY \ Notification
13.NOTIFY
14,200 OK ;
15.200 QK >

Figure 12: Subscribing to Presence Information sta changes (Watcher and Presentity are in differentetworks) -
Reactive Authorization

1. A Watcher wishes to watch a Presentity's Preserformation, or certain parts of the Presenti®rasence
Information. To initiate a subscription, the Watckends a SIP SUBSCRIBE request for the PreseneetEv
Package including an indication of the duratioms ghibscription should last. The SIP SUBSCRIBE retjmey also
include an indication of the Watcher's capabiliyhandle partial notifications.

2. The SIP/IP Core of the Watcher resolves theesddof the Presentity and forwards the requesiet&tP/IP Core of
the Presentity.
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NOTE 1: In the case Watcher service authorizatospiplied, the SIP SUBSCRIBE is routed to the H8Arfo step 2 (see
F.1.2.9).

N g ~ w

The SIP/IP Core of the Presentity routes theSBJIBSCRIBE request to the correct PS.

The PS acknowledges the request with a SIP 20@pted) response sent to the SIP/IP Core of tegeRtity.
The SIP/IP Core of the Presentity forwards the 202 (Accepted) response to the SIP/IP Coreeiatcher.
The SIP/IP Core of the Watcher forwards the ZP (Accepted) response to the Watcher.

As soon as the PS sends a SIP 202 (Acceptgunss to accept the subscription, it sends a SIPINOrequest as
mandated by [RFC3265]. At this time, the Presenéerination may be inaccurate or not fully availatiethe
Presentity. However a “dummy” SIP NOTIFY requeststrioe sent, with a valid neutral or empty Presence
Information and a valid Subscription-State heads#d f(set to “pending”) for the time being.

The SIP/IP Core of the Watcher forwards the ISOPTIFY request to the Watcher.

The Watcher acknowledges the receipt of theNSIHIFY request with a SIP 200 (OK) response seiitst&IP/IP
Core.

10. The SIP/IP Core of the Watcher forwards the 2@ (OK) response to the PS.

11. The PS authorizes the Watcher, after the Pligserodifies the Presence Subscription Rules §smtion 5.5.3.3).

12. The PS issues another SIP NOTIFY request, endrthe neutral state known to the Watcher witidvafesence

Information.

13. The Watcher’s SIP/IP Core forwards the SIP N&YTitequest to the Watcher.

14. The Watcher acknowledges the SIP NOTIFY respovith a SIP 200 (OK) response to its SIP/IP Core.

15. The SIP/IP Core of the Watcher forwards the 2@ (OK) response to the PS.
NOTE 2: Steps 2 and 3 as well as 5 and 6 are cadhfrihe Watcher is in the same domain as thechtitg.

NOTE 3: If the immediate Presence Information isuaate, then there is no need for another notiioafshown in steps 12-
15) until Presence Information state changes.dt) fahe PS may choose to best describe the Pret#ocmation as known
in the immediate notification, and if upon comphetithe required steps to grant the real Preserficenation, it matches the
information previously sent, there is no need ffa $econd SIP NOTIFY request.

F.1.2.4 Receiving a Presence Notification for an Ex isting Subscription
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Home Network of the Presentity

PS

Home Network of the Watcher

PS has
updates to
send to the

watcher :

Presentity SIP/IP Core Watcher SIP/IP Core Watcher
1.NOTIFY
2.NOTIFY >
>
< 3.200 OK
4.200 OK

A

Figure 13: Receiving a presence notification

1. The PS determines which authorized Watchers artteginio receive the updates of the Presence Irdtion for
this Presentity. For each appropriate WatcherPBgenerates a SIP NOTIFY request that contaiherdite full or
partial updates of the Presence Information. THeNBDTIFY request is sent inside the existing dialogated by
the SIP SUBSCRIBE request to the SIP/IP Core oftta¢cher.

2. The SIP/IP Core forwards the SIP NOTIFY requesh®oWatcher.

3. The Watcher acknowledges the SIP NOTIFY request wiBIP 200 (OK) response to its SIP/IP Core.

4. The SIP/IP Core of the Watcher forwards the SIP (ZIK) response to the PS.
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F.1.2.5 Partial Notifications

Home Network of the Presentity

SIP/IP Core Presence
Watcher PS S
network ource
1.SUBSCRIBE >
2.SUBSCRIBE >
< 3.200 OK
< 4 200 OK
< 5.NOTIFY
< 6 NOTIFY
7.200 OK ~
8200 OK »
< 9 PUBRIISH
10.200 OK >
- 11.NOTIFY
< 12 NOTIEY.
13200 OK
> 14,200 OK q

Figure 14: Partial Notifications Information Flow

1. A Watcher sends a SIP SUBSCRIBE request to then@igaiting the support for the default Presencerimé&tion
Data Format defined in [RFC3863] and the parti@fPtlefined in [RFC5262]. The Watcher also indicaltes
support for the partial notification mechanism adang to [RFC5263].

2. The SIP/IP Core forwards the SIP SUBSCRIBE reqteettie PS.

3. The PS authorizes the subscription and sends @a@IPOK) response to the SIP/IP Core.

4. The SIP/IP Core forwards the SIP 200 (OK) respdosgbe Watcher.

5. The PS, based on the Watcher's indication thatgperts the partial notification mechanism, geresat SIP
NOTIFY request, which includes a full state pregedocument formulated according to [IETF-ParNotje SIP
NOTIFY request is forwarded to the SIP/IP Core.

6. The SIP/IP Core forwards the SIP NOTIFY requesh®oWatcher.

7. The Watcher sends a SIP 200 (OK) response to tFSCore to acknowledge the SIP NOTIFY request.

8. The SIP/IP Core forwards the SIP 200 (OK) respaogdke PS.

9. After some time the Presentity’s Presence Inforomatihanges (e.g. a tuple changes its <status>Psesance

Source publishes the new state to the PS by gémgeSIP PUBLISH request.
10. The PS acknowledges the SIP PUBLISH request wghPa200 (OK) response.
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11. The PS generates a NOTIFY request which inclugestial presence document formulated according to
[RFC5262] showing only the changed Presence Infooma

12. The SIP/IP Core forwards the SIP NOTIFY requesh®oWatcher.

13. The Watcher acknowledges the SIP NOTIFY request aviBIP 200 (OK) response.

14. The SIP/IP Core forwards the SIP 200 (OK) resptosbe PS.

NOTE: If the Watcher and the Presentity resideiffecent domains, the SIP/IP Core of the Watchdl pérform address
resolution on the address of the Presentity to dodvwthe SIP SUBSCRIBE request to the SIP/IP CothePresentity. Then
the SIP/IP Core of the Presentity will route th® SIUBSCRIBE request to the PS (see step 2 andv@lhas 5 and 6 in
Appendix F.1.2.1).

F.1.2.6

2
3
4,
5

Expiry of Published Presence Information

Home Network of the Presentity

PS SIP/IP Core Watcher

1. Presence Info
expires

2.NOTIFY >
INOTIFY >

e 4.200 OK

5200 0K

A

Figure 15: Expiry of published Presence Information

The lifetime of some Presence Information expired there is no refreshing transaction to updatdifisteme of
this Presence Information.

The PSissues a SIP NOTIFY request including tlaatga Presence Information.

The SIP/IP Core forwards the SIP NOTIFY requesht®oWatcher.

The Watcher sends a 200 (OK) response to the SGUIE to acknowledge the SIP NOTIFY request.
The SIP/IP Core forwards the 200 (OK) responsedS.
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F.1.2.7 Subscription Authorization Failure

A Presentity can deny a subscription request heeitejecting the request outright (so called “king”), or accepting the
request but providing possibly inaccurate Presémfoemation (so called “polite blocking”).

F.1.2.7.1 Blocking
Home Network of the Presentity
Watcher SIP/IP Core PS
1. SUBSCRIBFE >
2 SUBSCRIBF >
« 3. 403 Forbidden
le—— 4403 Forhidden

Figure 16: Blocking

1. A Watcher wishing to subscribe to Presence Infoionadbout a Presentity, sends a SIP SUBSCRIBE stqaghe
SIP/IP Core.

2. The SIP/IP Core forwards the SIP SUBSCRIBE regteeiie appropriate PS.

3. The PS performs a subscription authorization cluecthe Watcher to verify whether it is allowed tateh the
Presentity. After applying the Subscription Autlzation Rules of the Presentity, the PS determioesject the
subscription request. The PS sends a SIP 403 (eaw&b) response to the SIP/IP Core.

4. The SIP/IP Core forwards the SIP 403 (Forbiddespoase to the Watcher.

NOTE: If the Watcher and the Presentity resideiffedent domains, the SIP/IP Core of the Watchdl pérform address
resolution on the address of the Presentity to dodvwthe SIP SUBSCRIBE request to the SIP/IP CothePresentity. Then
the SIP/IP Core of the Presentity will route th® SIUBSCRIBE request to the PS (see step 2 andv@lhas 5 and 6 in
appendix F.1.2.1).
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F.1.2.7.2 Polite Blocking
Home Network of the Presentity
Watcher SIP/IP Core PS
1.SUBSCRIBE >
2.SUBSCRIBE >
< 3.200 OK
< 4,200 OK
< S5.NOTIFY
< 6 NOTIFY
7.200 OK >
8.200 OK >

Figure 17: Polite Blocking

1. A Watcher wishing to subscribe to Presence Infoionadbout a Presentity, sends a SIP SUBSCRIBE stdoe
the SIP/IP Core.

2. The SIP/IP Core forwards the SIP SUBSCRIBE regtgetite appropriate PS.

3. The PS performs a subscription authorization cluecthe Watcher to verify whether it is allowed tateh the
Presentity. After applying the Subscription Autlzation Rules of the Presentity, the PS determioesject the
subscription request but give the appearance ltleateiquest has been granted (so called “politekirigt, see
section 5.5.3.3.1). The PS sends a 200 (OK) t&tRAP Core.

4. The SIP/IP Core forwards the SIP 200 (OK) resptosbe Watcher.

5. As soon as the PS sends the SIP 200 (OK) respibssads a SIP NOTIFY request with the appropriRresence
Information as defined by the presence privacyqgyoli

6. The SIP/IP Core forwards the SIP NOTIFY requeshtoWatcher.
7. The Watcher acknowledges the SIP NOTIFY request aiBIP 200 (OK) response.
8. The SIP/IP Core forwards the SIP 200 (OK) respaodke appropriate PS.

NOTE: If the Watcher and the Presentity resideiffecent domains, the SIP/IP Core of the Watchdl pérform address
resolution on the address of the Presentity to dodvwhe SIP SUBSCRIBE request to the SIP/IP CothePresentity. Then
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the SIP/IP Core of the Presentity will route th® SIUBSCRIBE request to the PS (see step 2 andv@lhas 5 and 6 in
Appendix F.1.2.1).

F.1.2.8

Subscription Filters

Home Network of the Presentity

Watcher

Figure 18: Subscription Filters

SIP/IP Core PS
1.SUBSCRIBE |
2. SUBSCRIBE —p
< 3.200 OK
< 4.200 OK
|
< 5.NOTIEY
< 6.NOTIEY
|
7.200 OK >
8.200 OK >

In this example, a Presentity has a presence dotuimat includes two presence tuples: one for htdtéessaging (IM) and

another for gaming services.

1.

A Watcher sends a SIP SUBSCRIBE request to $he2Buesting the Presence Information related thel
messaging applications (e.g. MMS, SMS, IM) of thesntity. This is done by including a filter iretbody of
the SIP SUBSCRIBE request according to [RFC4660d][&FC4661].

The SIP/IP Core forwards the SIP SUBSCRIBE reqteette PS.

The PS authorizes the subscription and interphetsabscription filter and sends a SIP 200 (OKpaoese to the
SIP/IP Core indicating that the subscription hasnb&ccepted and the subscription filter understood.

The SIP/IP Core forwards the SIP 200 (OK) respaoske Watcher.

The PS sends a SIP NOTIFY request to the the SiBdhe including only the Instant Messaging reldtgae
that was requested by the Watcher’s subscriptitar fi

The SIP/IP Core forwards the SIP NOTIFY requeshtoWatcher.
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7. The Watcher acknowledges the SIP NOTIFY request aiBIP 200 (OK) response.
8. The SIP/IP Core forwards the SIP 200 (OK) respaodke PS.

NOTE: If the Watcher and the Presentity resideiffecent domains, the SIP/IP Core of the Watchdl pérform address
resolution on the address of the Presentity to fodvthe SIP SUBSCRIBE request to the SIP/IP Cothe®Presentity. Then
the SIP/IP Core of the Presentity will route th® SIUBSCRIBE request to the PS (see step 2 anav@lhas 5 and 6 in
Appendix F.1.2.1).
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F.1.2.9 Subscribing to Presence Information State C  hanges with Watcher Service
Authorization
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Home Network of the Watcher

Home Network
of the Presentity

Watcher HSA Presentity
Watcher SIP/IP Core SIP/IP Core PS
1. SUBSCRIBE o
g 2. SUBSCRIBE
3. Watcher service
authorization
P 4, SUBSCRIBE
5. SUBSCRIBE N
P 6. SUBSCRIBE
7. Authorization
P 8. 200 OK
P 9. 200|0K N
10. 200 OK _
P 11. 200 OK
P 12.200 OK
P 13. NOTIFY
P 14. NOTIFY «
15. 200 OK N
P 16. 200 OK o
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Home Network
of the Presentity

Home Network of the Watcher

Watcher Watcher Presentity
Watcher SIP/IP Core Agent SIP/IP Core PS
1. SUBSCRIBE
> 2. SUBSCRIBE

3. Watcher service
authorization

P 4, SUBSCRIBE
5. SUB$CRIBE R
» 6. SUBSCRIBE
Lad
7. Authorization
P 8.200 OK
P 9. 200|0OK N
10. 200 OK
>
P 11. 200 OK
12. 200 OK
<
P 13. NOTIFY
P 14. NOTIFY il
15. 200 OK R
> 16. 200 OK

A 4

Figure 19: Subscribing to Presence Information stat changes (Watcher and Presentity are in differemetworks) —
Watcher service authorization

1. A Watcher wishing to watch a Presentity's Presémimgmation sends a SIP SUBSCRIBE request for treséhce
Event Package including an indication of the dorathis subscription should last.

2. The SIP/IP Core of the Watcher forwards the SIP SORIBE request to the HSA.

3. The HSA performs the necessary authorization cheakie originator to ensure the originator is\a#d to use
the Presence Service and issue the SIP SUBSCRIBESsE

NOTE 1: In the case where the authorization chéaksthen a negative acknowledgement is sentéottatcher.
4. Upon successful authorization, the HSA forwardsrétpiest to the SIP/IP Core of the Watcher.

5. The SIP/IP Core of the Watcher resolves the addretfe Presentity and forwards the request t&iiRéIP Core
of the Presentity.

6. The SIP/IP Core of the Presentity routes the SIBSCTRIBE request to the correct PS.

7. The PS performs the necessary authorization chatkise originator to ensure it is allowed to wattth Presentity.
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NOTE 2: In the case where the privacy/authorizatioecks fail, then a negative acknowledgementris teethe Watcher.

8.
9.

10.
11.
12.
13.

14.
15.

16.

Once all privacy conditions are met, the PS issu8H 200 (OK) response to the SIP/IP Core of tesdntity.
The SIP/IP Core of the Presentity forwards theaasp to the SIP/IP Core of the Watcher.

The SIP/IP Core of the Watcher forwards the respomshe HSA.

The HSA forwards the response to the SIP/IP CotaefNatcher.

The SIP/IP Core of the Watcher forwards the respooshe Watcher.

As soon as the PS sends a 200 (OK) response tptdbeesubscription, it sends a SIP NOTIFY reqiredtiding
the current full state of the Presentity's tuplest the Watcher has subscribed and been authdozedeive. The
SIP NOTIFY request is sent to the SIP/IP Core ef\tatcher.

The SIP/IP Core of the Watcher forwards the SIP NKYTrequest to the Watcher.

The Watcher acknowledges the receipt of the SIP IROTequest with a SIP 200 (OK) response sented3tP/IP
Core of the Watcher.

The SIP/IP Core of the Presentity forwards the Z1@ (OK) response to the PS.
When the Presence Information for the Presentigngls, the PS will send additional SIP NOTIFY refmevith
the udpated Presence Information towards the Watche

NOTE 3: Steps 5 and 6 as well as steps 8 and €oanbined if the Watcher resides in the same domsithe Presentity.
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F.1.2.10  Subscribing to Presence Information State Changes with Direct Event

Notification Suppression

Home Network of the Watcher Home Network of the Presentity
Watcher Presentity
Watcher SIP/IP Core SIP/IP Core PS
1. SUBSCRIBE to suppress event notifications
P 2. 200 OK
3. Suppress event
naotifications
4. SUBSCRIBE to resume event i otifications
g >
P 5.200 OK
6. Resume event
notifications
P 7. NOTIFY
8. 200 OK R
»

Figure 20: Subscribing to Presence Information sta changes (Watcher and Presentity are in differemetworks) —

Direct event notification suppression

When the Watcher wishes to suppress the eveniaatiifns, the Watcher sends a SIP re-SUBSCRIBEesdgor
the Presence Event Package including a Supprédattfh header set to “*” according to [IETF-SubNat} or
including a throttling parameter set to the remajrsubscription expiration value according to [IETF
EventThrottle]. The SIP SUBSCRIBE request is skraugh the SIP/IP Core of the Watcher to the PS.

The PS checks whether the event notification sigsiwa request is acceptable, and if acceptabld) $hgends a
200 (OK) response to the Watcher through the SIARe of the Watcher.

NOTE 1: In the case where the event notificatioppsassion request checks fail, then a negativeadletngement is sent to
the Watcher.

3.
4.

The PS starts to suppress event notifications tsvidre Watcher.

When the Watcher wishes to resume the event natiifics, the Watcher sends another SIP re-SUBSCRIBE
request for the Presence Event Package includBigparess-If-Match header set to the previous Etdity

available to the Watcher according to [IETF-SubNatff or including a throttling parameter set to ‘@cording
to [IETF-EventThrottle]. The SIP SUBSCRIBE requisssent through the SIP/IP Core of the Watcheh¢oRS.
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5. The PS checks whether the event notification resiempequest is acceptable, and if acceptableP®eends a
200 (OK) response to the Watcher through the SIEARe of the Watcher.

6. The PS starts to resume event notifications towdrel$Vatcher.

7. When the Presence Information for the Presentianghbs, the PS will send the SIP NOTIFY request thi¢h
udpated Presence Information towards the Watcheugt the SIP/IP Core of the Watcher.

8. The Watcher acknowledges the receipt of the SIP IR®Tequest with a SIP 200 (OK) response sent thinathe
SIP/IP Core of the Watcher to the PS.

NOTE 2: The SIP/IP Core of the Watcher and thahefPresentity are combined if the Watcher resilése same domain
as the Presentity.
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F.1.2.11  Conditional Event Notification Suppression . setting up presence-based
event notification filter
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Home Network of the Watcher Home Networl_<
of the Presentity

Watcher HSA Presentity
Watcher SIP/IP Core SIP/IP Core PS
1. SUBSCRIBE

A 4

»
L

2. Set up conditions for event
notification suppression

3. 202 Accepted

A
4

4. (backend) SUBSCRIBE

A

A 4

»
L

5. Authorization

| 6.200 OK
d )l
P 7. NOTIFY
8. NOTIFY
< <
9. 200 OK N
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<
Home Network of the Watcher Home Network
of the Presentity
Watcher Watcher Presentity
Watcher SIP/IP Core Agent SIP/IP Core PS
1. SUBSCRIBE =
2. Set up conditions for event
notification suppression
P 3. 202 Accepted
d -
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[ »
d »
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<
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Figure 21: Conditional event notification suppressin: setting up presence-based event notificationtér

A Watcher wishing to watch a Presentity's Presdmimemation with conditional event notification sugssion
sends a SIP SUBSCRIBE request for the Presence Pagkage including a presence-based event noifica
suppression filter in the body that describes thadition of the Watcher’'s own presence state whenXatcher
does not wish to receive event notifications.

The SIP/IP Core of the Watcher forwards the SIP SORIBE request to the HSA.

The HSA checks whether the presence-based evefitaitidn suppression filter is acceptable. If dcapts, the
HSA extracts and store the the presence-based rotfitation suppression filter.

NOTE 1: In the case Watcher service authorizataapiplied, the SIP SUBSCRIBE is routed to the HEArgo step 2 (see

F.1.2.9).

3.

The HSA generates a 202 (Accepted) response towsed&/atcher through the SIP/IP Core of the Watcher

NOTE 2: In the case where the presence-based pu#fitation suppression filter is not acceptalthen a negative
acknowledgement is sent to the Watcher.

4,

5.

The HSA generates the backend SIP SUBSCRIBE recardthe SIP/IP Core of the Watcher forwards e S
SUBSCRIBE request to the correct PS of the Pregethtiough the SIP/IP Core of the Presentity.

The PS performs the necessary authorization clmtkise Watcher to ensure it is allowed to watchRhesentity.

NOTE 3: In the case where the privacy/authorizatieecks fail, then a negative acknowledgementris teevards the HSA,
which is then forwarded to the Watcher.

6.

10.

Once all privacy conditions are met, the PS issu8H 200 (OK) response to the SIP/IP Core of tiesdntity,
then the SIP/IP Core of the Presentity forwards3te200 (OK) response to the HSA through the BIRbre of
the Watcher.

As soon as the PS sends a 200 (OK) response tptdheesubscription, it sends a SIP NOTIFY reqiredtiding
the current full state of the Presentity's tuplest the Watcher has subscribed and been authdozedeive.

The SIP NOTIFY request is sent to the SIP/IP Cdth® Watcher, then which forwards the SIP NOTIEquest
to the HSA.

The HSA generates a SIP NOTIFY request to the Watitirough the SIP/IP Core of the Watcher, inclgdime
Presence Information as received from the PS.

The Watcher acknowledges the receipt of the SIP IROTequest with a SIP 200 (OK) response sent thinche
SIP/IP Core of the Watcher to the HSA.

The HSA generates a SIP 200 (OK) response to thareggh the SIP/IP Core of the Watcher.
When the Presence Information for the Presentigngks, the PS will send additional SIP NOTIFY refmevith
the updated Presence Information towards the Watbheugh the HSA.
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F.1.2.12  Conditional Event Notification Suppression  : suppressing and resuming
event notifications
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Home Network of the Watcher Home Networl_<
of the Presentity
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Home Network of the Watcher Home Networ|_<
of the Presentity

Watcher SIP/IP Core Agent SIP/IP Core PS
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A
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3.200 OK

A

A
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6. (backend) SUBECRIBE to resume event notifications

A

A 4

7.200 OK

A
y
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A
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A
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Figure 22: Conditional event notification suppressin: suppressing and resuming event notifications

The HSA evaluates the presence-based event nttficsuppression filter against the Watcher's Rrese
Information and, if a match is found, will requése¢ PS to suppress the event notifications.

When the HSA wishes to suppress the event nofificat the HSA sends a SIP re-SUBSCRIBE requeghéor
Presence Event Package including a Suppress-IfiMatader set to “*” according to [IETF-SubNotEtag]
including a throttling parameter set to the remagrsubscription expiration value according to [IETF
EventThrottle]. The SIP SUBSCRIBE request is skrdugh the SIP/IP Core of the Watcher to the PS.

The PS checks whether the event notification sigsiwa request is acceptable, and if acceptabld} $hgends a
200 (OK) response to the HSA through the SIP/IPeG@dithe Watcher.

NOTE 1: In the case where the event notificatioppsassion request checks fail, then a negativeaadletigement is sent to
the HSA.

4,

5.

The PS starts to suppress event notifications tisvdre Watcher through the HSA.

The HSA evaluates the presence-based event nttficsuppression filter against the Watcher's Rrese
Information and, if there is no match, will requést PS to resume the event notifications.

When the HSA wishes to resume the event notificatithe HSA sends another SIP re-SUBSCRIBE redoest
the Presence Event Package including a Supprédattfh header set to the previous Entity-tag avéglébthe
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HSA according to [IETF-SubNotEtag] or includinghadttling parameter set to “0” according to [IETF-
EventThrottle]. The SIP re-SUBSCRIBE request ig siemough the SIP/IP Core of the Watcher to the PS.

7. The PS checks whether the event notification resiempequest is acceptable, and if acceptablePisends a
200 (OK) response to the HSA through the SIP/IPeGfithe Watcher.

8. The PS starts to resume event notifications towtdrel$Vatcher through the HSA.

9. When the Presence Information for the Presentigynghs, the PS will send the SIP NOTIFY request thi¢h
udpated Presence Information towards the HSA thralig SIP/IP Core of the Watcher.

10. The HSA generates a SIP NOTIFY request to the Veatitirough the SIP/IP Core of the Watcher, inclgdime
updated Presence Information as received from ghe P

11. The Watcher acknowledges the receipt of the SIP IR®OTequest with a SIP 200 (OK) response sent thindhe
SIP/IP Core of the Watcher to the HSA.

12. The HSA generates a SIP 200 (OK) response to titerB8gh the SIP/IP Core of the Watcher.
When the Presence Information for the Presentigyngbs, the PS will send additional SIP NOTIFY resfiuigvith
the udpated Presence Information towards the Watbheugh the HSA.

NOTE 2: The SIP/IP Core of the Watcher and thahefPresentity are combined if the Watcher residése same domain
as the Presentity.

F.1.3 Signaling Flows for Watchers Terminating a Su  bscription

F.1.3.1 Watcher-initiated Subscription Termination
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Home Network of the Presentity

Watcher SIP/IP Core PS
1.SUBSCRIBE — P
2.SUBSCRIBE — P
< 3.200 OK
< 4200 OK
P 5 NOTIEY
-
< 6. NOTIFY
7.200 OK >
8.200 OK >

Figure 23: Watcher-initiated Subscription Termination

1. A Watcher sends a SIP SUBSCRIBE request to thdB[Rdre with the Expires header field set to 0¢ating the
terminating of the subscription, according to [R263].

2. The SIP/IP Core forwards the SIP SUBSCRIBE reqteettie PS.

NOTE: Even when the Watcher and the Presentitgleasi different domains, the SIP/IP Core of the ¥iat will
foward the SIP SUBSCRIBE request directly to thesP8e it has already performed the address résoloh the
address of the Presentity during the initial suilpsion.

3. The PS accepts the SIP SUBSCRIBE request with xpeds header set to 0 indicating the terminating a
subscription operation, and sends a 200 (OK) resptmthe SIP/IP Core.

4. The SIP/IP Core forwards the 200 (OK) responséddatcher.

5. The PS sends a SIP NOTIFY request to the SIP/Ie @ih a Subscription-State header field set toniteated”
indicating that the subscription has been termihagecording to [RFC3265].

6. The SIP/IP Core forwards the SIP NOTIFY requesh®Watcher.
7. The Watcher sends a SIP 200 (OK) response to tFSCore to acknowledge the SIP NOTIFY request.
8. The SIP/IP Core forwards the SIP 200 (OK) to the PS

F.1.3.2 PS-initiated Subscription Termination
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Home Network of the Presentity

PS SIP/IP Core Watcher

1NOTIFY >

2.NOTIFY >

i 3.200 OK

4200 OK

A

Figure 24: PS-initiated Subscription Termination

1. The PS sends a SIP NOTIFY request with a Sytigmmi State header field set to “terminated” indirog that the
PS wants to terminate a subscription, accordif@EC3265].

2. The SIP/IP Core forwards the SIP NOTIFY requesh®oWatcher.

NOTE: Even when the Watcher and the Presentityledsi different domains the SIP/IP Core of the Enégy
will foward the NOTIFY request directly to the Whtr since it already has the address of the Watcher

3. The Watcher sends a SIP 200 (OK) response to trPSCore to acknowledge the SIP NOTIFY request.
4. The SIP/IP Core forwards the SIP 200 (OK) to the PS

F.1.4 PS Subscribing to Changes Made to Presence Su  bscription Rules
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Presence
PS SIP/IP Core
XDMS
1 SURSCRIBE (xcap-diff)
2 SUBSCRIBE (xrap-diﬂ) '
< 3200 0K
< 4200 OK
< 5 NOTIEY
< 6 NOTIFY
7200 OK ’
8200 OK >
- - Q HITP(XCAP)GET . — — — — >
— — — — — — — 10 HTTR (XCAR)2000K . — — — _
< 11 NOTIFY
< 12 NOTIFY
13 200 OK ',
14 200 QK 4>

Figure 25: PS subscribing to changes made to a Peggity’s Presence Subscription Rules

1. A PS that wishes to subscribe to changes madé@tesentity’'s Presence Subscription Rules docursentls a SIP
SUBSCRIBE request with the Event header field séktap-diff” as described in [XDM_CoréXDMC residing
in an Application Servér

The SIP/IP Core forwards the request to the apatgpPresence XDMS.
The Presence XDMS accepts the subscription an@méspwith a SIP 200 (OK).
The SIP/IP Core forwards the response to the PS.

o~ 0D

The Presence XDMS sends the first SIP NOTIFY reqjudsich is used in order to synchronize the Presen
XDMS and PS on a common “baseline” document asritestin [IETF-XCAP_Diff].

The SIP/IP Core forwards the SIP NOTIFY requeshtoPS.
The PS accepts the SIP NOTIFY request with a SIP(@K) response.
The SIP/IP Core forwards the SIP 200 (OK) respaosbe Presence XDMS.

The PS fetches using HTTP (XCAP) GET request thisioe of the document indicated (with the Etaghhia
received SIP NOTIFY request, as defined in [IETFALRC diff] and [XDM_Core].

© © N o

10. The version of the document requested is providetthé Presence XDMS.

11. When changes occur in the Presence SubscriptiogsRidcument, the Presence XDMS informs the PS dheut
changes with a SIP NOTIFY request with the chardgd.

12. The SIP/IP Core forwards the SIP NOTIFY requesh®oPS.
13. The PS responds to the SIP NOTIFY request with(a(@K) response.
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14. The SIP/IP Core forwards the 200 (OK) responsaediresence XDMS.

F.1.5

Subscribing to Watcher Information State Chan

ges

Home Network of the Presentity and Watcher

Watcher

| 5.SUBSCRIBE (pres) >

SIP/IP

network

Core PS
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Information
Subscriber

1.SUBSCRIBE (winfo)

A

2.200 OK »

I NOTIEY (winfo) »
Ll

4 200 OK

A

6.SUBSCRIBE (pres)

13 NOTIFY (winfo)

14 200 OK

8 202 Accepted
9 NOTIEY (pres)
11200 OK
»
12 200 OK »
»
o
-
< 17 NOTIEY (pres)
18 200 OK »
Ll
19.200 OK »
»

é}.Subscription Authl

20 NOTIEY (winfo) ;

21.200 OK

Figure 26: Watcher Information (Subscriptions/Notifications)

NOTE: The SIP/IP Core between the PS and the Watof@mation Subscriber is not shown in the figdree to simplicity

reasons.

In this use case we assume that applying the SphbearAuthorization Rules to the Watcher resutiplacing the
subscription into the “pending” state.

1. The Watcher Information Subscriber subscribes ¢ditatcher Information (see section 5.3.1) of it dvesentity
in order to receive notifications about new, unatitted Watchers that subscribe to its Presencention. This is
performed by sending a SIP SUBSCRIBE request t®thaccording to [RFC3857].
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14.
15.
16.

17.
18.
19.
20.

21.

The PS, after authorizing the subscription, allthiesWatcher Information Subscriber to subscrib#&oWatcher
Information. The PS acknowledges the SIP SUBSCRHRfiest by generating a SIP 200 (OK) response.

The PS generates a SIP NOTIFY request includingtinent state of the Watcher Information of thesentity.
The Watcher Information Subscriber acknowledgesSiffeNOTIFY request by sending a SIP 200 (OK) respo

After time elapses, a Watcher attempts to subsatailbee Presentity’s Presence Information by semdisIP
SUBSCRIBE request according to [RFC3856].

The SIP/IP Core forwards the SIP SUBSCRIBE reqteette PS.
The PS acknowledges the SIP SUBSCRIBE requestainths a SIP 202 (Accepted) response.
The SIP/IP Core forwards the SIP 202 (Accepted)arse to the Watcher.

The PS immediately sends a SIP NOTIFY request aslatad by [RFC3265], setting the Subscription-Statder
field to the value of “pending” indicating that teabscription has been received, but the Subsaniguthorization
Rules is insufficient to accept or deny the sulpgiom at this time.

The SIP/IP Core forwards the SIP NOTIFY requeshe&oWatcher
The Watcher acknowledges the SIP NOTIFY requestenygling a SIP 200 (OK) response.
The SIP/IP Core forwards the SIP 200 (OK) respaodke PS.

As the Watcher Information state for the Presemtitgnges (e.g. a Watcher has requested to subsatibe
Presence Information), the PS sends a SIP NOTIEYe# to indicate the change (e.g. a subscriptiothe
Presentity’s Presence Information is pending) eoWmatcher Information Subscriber according to [R8&4.

The Watcher Information Subscriber acknowledgesSiffeNOTIFY request with a SIP 200 (OK) response.
The Presentity authorizes the subscription of #vedmng Watcher .

As the subscription state for the Presence Everkdege changes, the PS sends a SIP NOTIFY requtst to
Watcher indicating that the subscription is authedi The SIP NOTIFY request also conveys the ctiPezsence
Information state of the Presentity.

The SIP/IP Core forwards the SIP NOTIFY requeshe&oWatcher
The Watcher acknowledges the SIP NOTIFY requestenygling a SIP 200 (OK) response.
The SIP/IP Core forwards the SIP 200 (OK) respdogbe PS.

As the subscription state for the Presence Evecitd®@ changes, at the same time of step 16, tseRE a SIP
NOTIFY request to the winfo template package toWwecher Information Subscriber indicating that the
subscription is authorized.

The Watcher Information Subscriber acknowledgesSiireNOTIFY request with a SIP 200 (OK) response.
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F.1.6

Sending Different Presence Information to Dif

ferent Watchers

Home network of the Presentity

Presence SIP/IP Core Presence
Watcher A Watcher B
Source network Server
1.PUBLISH
2.PUBLISH
>
3.200 OK
|
4.200 OK
5.SUBSCRIBE

6.Authorisation

7.200 OK

8. NOTIFY

9.200 OK

11.Authorisation

<—

10.SUBSCRIBE

12.200 OK

13. NOTIFY

-

Figure 27 : Sending different Presence Informatiorio different Watchers

14,200 OK

NOTE: The SIP/IP Core between the PS and the Weatét@ot shown in the figure due to simplicityseas.

1. The Presence Source generates a SIP PUBLISH reguigsh contains a presence document. This document
contains more than one tuple that contain the sslemeent with different values. The associatiorupids to

different Watchers and Watcher groups is basedefPtesence Subscription Rules.
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11.

12.
13.

14.

The SIP/IP Core routes the request to the correipgrPS.

The PS authorizes the presence publication, antkstibe information the message contains. The BXshocesses
the Presence Information and sends a SIP 200 (&fpnse back to the Presence Source.

The SIP/IP Core forwards the response back to tbgeeiAce Source.

Watcher A, wishing to subscribe to Presence Infoionaabout a Presentity, sends a SIP SUBSCRIBEagido
the PS.

The PS performs the necessary authorization ch@mtk¥atcher A to ensure it is allowed to watch thesentity
and to watch specified tuples based on e.g. <clalesrent.

The PS sends a SIP 200 (OK) response back to Waiche
The PS generates a NOTIFY request which contapresence document for Watcher A.
Watcher A sends a SIP 200 (OK) response to the PS.

Watcher B wishing to subscribe to Presence Infaonabout a Presentity, sends a SIP SUBSCRIBE stqaghe
PS.

The PS performs the necessary authorization chatkgatcher B to ensure it is allowed to watch thesEntity and
to watch specified tuples based on e.g. <classnaie

The PS sends a SIP 200 (OK) response back to Wdiche

The PS generates a NOTIFY request which contapresence document for Watcher B. Watcher B MAY irexe
different Presence Information than Watcher A.

Watcher B sends a SIP 200 (OK) response to the PS.
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