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1. Scope (Informative)

This document defines the architecture for the ORtAsence SIMPLE 2.0 enabler (Presence Enableghviféludes a
general network-agnostic model for presence usiadETF SIMPLE specifications and aligned with 3G 3GPP2
Presence Service framework.
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3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHAL", “SHALL NOT”, “SHOULD”, “SHOULD NOT",
“RECOMMENDED”, “MAY”, and “OPTIONAL" in this documet are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” anttdbiuction”, are normative, unless they are exiiéghdicated to be

informative.

3.2 Definitions

Char geable Event
Content Server

Notifier

Per manent Presence
State

Presence Information

Presence I nformation
Element

PresenceList

Presence Publication
Rules

Presence Service
Presence Source

Presence Subscription
Rules

Presentity

Publication
Authorization Rules

Publication Content
Rules

Request-contained
PresencelList

Request-contained
ResourceList

Request-contained
Watcher Information
List

ResourcelList

Resource List Server

Subscriber

Use definition from [Dict].

The functional entity that is capable of managin/® objects for presence, allowing the Presenca&su
or the PS to store MIME objects, and support reslief those objects by the PS or Watchers as reddior
content indirection.

Use definition from [RFC3265].

Static or semi-static Presence Information pentgno a Presentity that is stored in the Preseri2®lX and
used by the PS as an input to composition policy.

Use definition from [PRS_RD].
Use definition from [PRS_RD].

A pre-defined list of Presentities stored in theSRKDMS which enables a Watcher to subscribe todPiees
Information of multiple Presentities using a singldscription.

Rules consisting of Publication Authorization Rugesl Publication Content Rules.

Use definition from [PRS_RD].
Use definition from [PRS_RD].

Rules consisting of Subscription Authorization Rued Subscription Content Rules.

Use definition from [PRS_RD].

Rules that determine which identities are allowedublish Presence Information on behalf of a Pridye

Rules that determine a subset of a Presentity'seRce Information an authorized identity is allowed
publish.

An adhoc list of Presentities included in the bofip presence subscription, which enables a Watoher
subscribe to the Presence Information of multipkssBntities using a single subscription.

An adhoc list of resources included in the bodg sfibscription, which enables a Subscriber to sildesto
a list of resources using a single subscription.

An adhoc list of Presentities included in the boélp Watcher Information subscription, which enalde
Watcher Information Subscriber to subscribe towragcher Information of multiple Presentities using
single subscription.

A pre-defined list of resources stored in the RLUSMS which enables a Subscriber to subscribe tstafi
resources using a single subscription.

A functional entity that accepts and manages sifigans to Resource Lists and Request-contained
Resource Lists. In the context of the PresencelEnahe RLS accepts and manages subscriptions to
Presence Lists and Request-contained Presence Lists

Use definition from [RFC3265].

[0 2010 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-AD-Presence_SIMPLE-V2_0-20101202-C Page 9 (32)

Subscription Rules that determine which Watchers are allowesiitiscribe for Presence Information of a Presentity.
Authorization Rules

Subscription Content Rules that determine the subset of a Presentitgsdce Information an authorized Watcher is altbtee
Rules receive.

URI List A collection of URIs put together for convenience.

Watcher Use definition from [PRS_RD].

Watcher Information Use definition from [PRS_RD].

Watcher Information Use definition from [PRS_RD].

Subscriber

3.3 Abbreviations

3GPP 39 Generation Partnership Project
3GPP2 3 Generation Partnership Project 2
AD Architecture Document

DM Device Management

GAA Generic Authentication Architecture
HLR Home Location Register

HSA Home Subscription Agent

HTTP Hyper Text Transfer Protocol

IETF Internet Engineering Task Force
IMS IP Multimedia Subsystem

1P Internet Protocol

MIME Multipurpose Internet Mail Extension
MMD MultiMedia Domain

MSC Mobile Switching Centre

OMA Open Mobile Alliance

PIDF Presence Information Data Format
PoC Push-to-talk over Cellular

PRS Presence SIMPLE

PS Presence Server

RD Requirement Document

RLS Resource List Server

SIMPLE SIP for Instant Messaging and Presence Leveragitengions
SIP Session Initiation Protocol

UE User Equipment

URI Uniform Resource Identifier

XCAP XML Configuration Access Protocol
XDM XML Document Management
XDMC XDM Client
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XDMS XDM Server
XML eXtensible Markup Language
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4. Introduction (Informative)

The OMA Presence SIMPLE (PRS) enabler is a sethi@emanages the collection and controlled dissatiun of Presence
Information. Multiple standards fora are workingmnesence. This section describes the OMA PRSlenaibd how it
relates to similar work of other industry/standdiats.

The IETF has defined protocols and formats for gmes (see [RFC3265], [RFC3856], [RFC3857], [RFC38E3-C3903],
[RFC4662], etc.). The work of OMA and other foradeages these standards.

3GPP and 3GPP2 have defined a Presence Servicewmi(see [3GPP-TS_23.141] and [3GPP2-X.S0027)0UTkh]s
framework provides a presence reference architeéturboth the “network layer” and “application &¥, meaning that
3GPP and 3GPP2 specifications (see [3GPP-TS_24atflBGPP2-X.S0027-003]) define end-to-end Presérformation
flows. The term “network layer” refers to the conmigation that is required between the Presenceic&efunctional
elements (e.g. PS) and various network elemerttsegsare defined in the network architectures oPB@Gnd 3GPP2 (e.g.
MSC, HLR). The term “application layer” refers teetcommunication that is required between the uarRresence Service
elements (e.g. PS and Presence Source), whictdexkihe “application layer” functional entities. @GWRS is aligned with
3GPP and 3GPP2 Presence Service framework wiiiliis OMA-specific requirements.

Additionally, there are Presence Services that exisan be envisaged that do not leverage comeonktinfrastructure as
defined by 3GPP and 3GPP2. However, those PreSatgees are still relevant and thus supportethisyarchitecture.

4.1 Versionl1.1

The OMA PRS 1.1 enabler defines a Presence Sdraiceework consisting of the following functionaltéies:

» aPresence Source, which publishes Presence Irtfformta be available to interested parties (Watsher
» a Watcher, which subscribes to receive publisheddtrce Information made available by Presence &surc
* aWatcher Information Subscriber, which subscribagceive information about Watchers;

* a Presence Server, which receives Presence Infomfedm Presence Sources, makes Presence Infomati
available to Watchers and Watcher Information a@é to Watcher Information Subscribers; and

» aResource List Server, which provides Watcherk wiit efficient method of subscribing for Presemdermation
of multiple Presentities.

The OMA PRS 1.1 enabler makes use of various @gt@sitories in the network that store informatielated to Presentities
and Watchers, specifically:

* The Presence XDMS for storage of documents relatedPresentity, such as Presence SubscriptiorsRule

» The Shared XDMS for storing URI Lists which mayrbéerenced from other documents;

* The RLS XDMS for storing Presence Lists; and

* The Content Server for storing MIME objects.

4.2 Version 2.0

The OMA PRS 2.0 enabler extends the OMA Presenogcsdramework with the following functional entit

* a Home Subscription Agent, which controls the WatthPresence Service use in the Watcher's homeiom

The OMA PRS 2.0 enabler makes use of an additidei@ repository in the network called the Pres&@matent XDMS for
storing media files related to Presence Informatéord extends the Presence XDMS to store the Ritg&eRresence
Publication Rules and Permanent Presence State.

The Shared XDMS in OMA PRS 1.1 is renamed the S$hhist XDMS in OMA PRS 2.0, in alignment with OMADM
2.0.
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5. Architectural Model

5.1 Dependencies

51.1 Collaboration with Service Enablers

The Presence Enabler provides a variety of sertiscan be invoked from other enablers. Thosélens can assume one
or more of the following roles:

» Presence Source: publishes Presence Informatitre tBresence Enabler;
* Waitcher: subscribes to retrieve Presence Informditamm the Presence Enabler;
* Watcher Information Subscriber: subscribes toee&iWatcher Information from the Presence Enablsd;

« XDMC: manages XML documents stored in the PreseiziélS, RLS XDMS and Presence Content XDMS.

5.1.2  Collaboration with Device Management

The Device Management Enabler can be utilized tdigore terminals with relevant data. The Preseé®eevice uses the
DM-1 reference point to configure the terminal ngsmechanisms specified in [DM_Bootstrap] and [DNMREELD].

5.1.3 Collaboration with XDM Enabler

The Presence Enabler defines three XDMSs — Pres@dtS, RLS XDMS and Presence Content XDMS. The XML
documents stored in these three XDMSs can be atesing procedures defined in the XDM Enabler.

The PS has a co-located XDMC in order to interatt the Presence XDMS and the Shared List XDMS. Rh8 has a co-
located XDMC in order to interact with the RLS XDNM&d the Shared List XDMS.

[0 2010 Open Mobile Alliance Ltd. All Rights Reserve  d.
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5.2  Architectural Diagram

The following figure illustrates the OMA Presencehitecture.
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NOTE: Bold boxes identify Presence SIMPLE functional entities that are defined by this document.
Bold arrows identify Presence SIMPLE reference points that are defined by this document.

Figure 1: Presence SIMPLE Architecture
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The access network used by the Presence archéeutay include any radio or other access as wéliasther nodes
required to support IP connectivity and IP mobility

5.3 Functional Components and Reference Points

531 Presence Functional Entities

This section describes the entities specified asgbdhe Presence Enabler.

53.1.1 Presence Server

The PS is an entity that accepts, stores andldlistrs Presence Information. The PS supports tlewfiolg:

« Authorizes publications from Presence Sources sgpiteng the Presentity or another Presentity;
« Accepts and stores Presence Information publishd®fésence Sources according to [RFC3903];

« Composes Presence Information from Presence SoamdeBermanent Presence Information from the Pecesen
XDMS;

< Authorizes Watchers’ subscriptions and distribiRessence Information according to [RFC3265] andJB#56];

« Authorizes Watcher Information Subscribers’ sulyg@ns and distributes Watcher Information accaydim
[RFC3265], [RFC3857], and other extensions;

e Triggers the conveyance of Presence Informatiom fRsesence Sources;

¢ Regulates the distribution of Presence Informasiod Watcher Information in the manner as requdsyed/atchers
and Watcher Information Subscribers;

«  Stores or retrieves MIME objects to/from the Cohtgerver;

« Subscribes to changes to documents stored in tae&hist XDMS and Presence XDMS;
* Fetches documents from the Shared List XDMS andPtesence XDMS;

e Controls simultaneous subscriptions per Preseraity;

e« Compresses/decompresses the SIP notification mebsalies.

5.3.1.2 Presence Source

The Presence Source is an entity that providessRecednformation to a Presence Service. The Presgogrce can be
located in a user’s terminal or within a networkitgn The Presence Source supports the following:
* Publishes Presence Information on behalf of thedhtity according to [RFC3903];
* Monitors extended Watcher Information via a Watdnéormation Subscriber for optimized publicatioacikion;
» Publishes Presence Information on behalf of thedhtity based on a trigger from the Presence Server
» Stores MIME objects to the Content Server;
» Stores MIME objects in the Presence Content XDMS;
» Compresses/decompresses the presence-related S8Bges when the Presence Source resides in thieakrm
* Publishes Presence Information on behalf of and®nesentity;

* Fetches the XML document with the Publication Cahfeules Presence Source View from the Presence DM
and
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¢ Manages Permanent Presence Information accordiiRR64827] via an XDMC.

5.3.1.3 Watcher

A Watcher is an entity that requests Presencernrdton about a Presentity or multiple Presentitiesy the Presence
Service. The Watcher can be located in a usersitat or within a network entity. The Watcher sugpdhe following:

e Subscribes to a Presentity’s Presence Informatioarding to [RFC3265], [RFC3856], and [RFC5839];

« Subscribes to multiple Presentities’ Presence inédion according to [RFC3265], [RFC5839], [RFC466#]d
[RFC5367];

¢ Retrieves MIME objects from the Content Server;

¢ Retrieves MIME objects from the Presence Contenii€)

¢ Requests the PS, RLS or HSA to regulate the digtab of Presence Information;
» Processes Presence Information; and

« Compresses/decompresses the presence-related S$Bgae when the Watcher resides in the terminal.

5.3.14 Home Subscription Agent (HSA)

The HSA is a functional entity that controls thébSeriber’s service use in the Subscriber's homealonThe HSA may be
re-used by Services that make use of the SIP extification mechanism defined in [RFC3265].

The HSA supports the following functions:
* Authorizes the Subscriber’s service use in the &iliisr’'s home domain;

e Limits the number of subscriptions for the Subsariand

* Requests the Notifier to regulate the notificatiaific based on the Subscriber’s preferences.

5.3.14.1 Home Subscription Agent in the context of the Presence Enabler
In the Presence Enabler the HSA controls the WagReesence Service use in the Watcher's home iioma
The HSA supports the following functions:

« Authorizes the Watcher’s Presence Service useeifthtcher's home domain;

e Limits the number of subscriptions for the Watcleerl

* Requests the PS or RLS to regulate the presenaedeatotification traffic based on the Watcher'sfprences.

5.3.1.5 Watcher Information Subscriber

A Watcher Information Subscriber is an entity theuests Watcher Information about a Presentitn fitee Presence
Service. The Watcher Information Subscriber caftobated in a user’s terminal or within a networkitgn The Watcher
Information Subscriber supports the following:

»  Subscribes to Watcher Information according to [REES], [RFC3857], [RFC5839] and other extensions;
»  Subscribes to multiple Presentities’ Watcher Infation according to [RFC3265], [RFC5839] and [RFCH36
»  Subscribes to Watcher Information based on a triffgen the PS;

* Requests the PS to regulate the distribution ofcttA&atInformation; and
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« Compresses/decompresses the presence-related S§Bgae when the Watcher Information Subscribedessn
the terminal.

5.3.1.6 Resource List Server (RLS)

The RLS is a functional entity that accepts andamgeas subscriptions to Lists and Request-contaimsdirce Lists, which
enables a Subscriber to subscribe to a list ofurees using a single subscription transaction.RIb® may be re-used by
Services that make use of the SIP event notifinatiechanism defined in [RFC3265] and the SIP ewetification
extension for resource lists defined in [RFC46G2Je RLS supports the following:

» Authorizes Subscribers’ subscriptions and distebuhe resource state of the list of resourcesrdicgpto
[RFC3265], [RFC4662], [RFC5367] and [RFC5839];

» Performs back-end subscriptions on behalf of tHes&uber according to [RFC3265], [RFC4662] and [RB&9];
* Regulates the distribution of the resource statbefist of resources in the manner as request&lbscribers;
« Propagates the Subscriber’s request to regulatdistréoution of the resource state in the back-gmascriptions;

» Subscribes to changes to documents stored in thee&hist XDMS and RLS XDMS; and

* Fetches documents from the Shared List XDMS and RD#SIS.

5.3.1.6.1 Resource List Server in the context of th e Presence Enabler
In the Presence Enabler the RLS is the functiontiyethat accepts and manages subscriptions to:

« Presence Lists and Request-contained Presencewfsth enables a Watcher to subscribe to the Reese
Information of multiple Presentities using a singldscription transaction; and

¢ Request-contained Watcher Information Lists, wienables a Watcher Information Subscriber to subsdd the
Watcher Information of multiple Presentities usagingle subscription transaction.

The RLS supports the following:

» Authorizes Watchers’ subscriptions and distribiRessence Information according to [RFC3265], [RF&E38
[RFC4662], [RFC5367] and [RFC5839];

* Accepts Watcher Information Subscribers’ subsaimgiand distributes Watcher Information according t
[RFC3265], [RFC3857], [RFC5367] and [RFC5839];

» Performs back-end subscriptions on behalf of thécéa according to [RFC3265], [RFC3856], [RFC46&2{
[RFC5839];

» Performs back-end subscriptions on behalf of thécéa Information Subscriber according to [RFC3265]
[RFC3857], [RFC4662] and [RFC5839];

* Regulates the distribution of Presence Informaitiotihe manner as requested by Watchers;
* Regulates the distribution of Watcher Informatioriie manner as requested by Watcher InformatitasSibers;

* Propagates the Watcher's request to regulate gtiehdition of Presence Information in the back-snlscriptions;

« Propagates the Watcher Information Subscriber'sesgto regulate the distribution of Watcher Infation in the
back-end subscriptions;

e Subscribes to changes to documents stored in thee&hist XDMS and RLS XDMS; and

* Fetches documents from the Shared List XDMS and RD#S.
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5.3.1.7 Presence XML Document Management Server (Pr esence XDMS)
The Presence XDMS is an XDMS defined in [XDM_AD#tisupports the following functions:

» Manages XML documents (e.g. Presence SubscriptidesRPermanent Presence State) which are specifie
use of a PS;

» Enables subscriptions to changes to documentsisiotbe Presence XDMS; and

« Notifies subscribers of changes to the documentgdtin the Presence XDMS.

5.3.1.8 Resource List Server XML Document Managemen t Server (RLS XDMS)
The RLS XDMS is an XDMS defined in [XDM_AD] that gports the following functions:

» Manages XML documents (e.g. Presence Lists), waielspecific to the use of a RLS;

» Enables subscriptions to changes to documentdisiotbe RLS XDMS; and

« Notifies subscribers of changes to the documentgdtin the RLS XDMS.

5.3.1.9 Content Server

The Content Server is the functional entity thatagpable of managing MIME objects for presencevalig the Presence
Sources or the PS to store MIME objects, and supptiteval of those objects by the Presence Senvtre Watchers as
required for content indirection according to [RE83].

The Content Server relies on external authentioatiod authorization done for the Presence Sourmki\eatchers. When
realized with 3GPP IMS or 3GPP2 MMD networks, GAAGBA as specified in [3GPP-TS_33.222]) and [3GPP2-
S.S0114], respectively can be used for that purpose

The authentication and authorization done by thet€u Server for the PS is outside the scope sfdbcument.

NOTE: Any usage of the Content Server for taskselated to presence content indirection is oettiite scope of this
document.

5.3.1.10 Presence Content XML Document Management S  erver (Presence Content
XDMS)

The Presence Content XDMS is the functional entity is capable of managing media files for thesBnee Service. The
Presence Source can store a media file in the iresgontent XDMS and include a static URI pointinghat media file as
part of Presence Information. The Watcher can luséJRI to obtain the media file using XDMC proceshir

The Presence Content XDMS is an XDMS defined in [RKAD] that supports the following functions:

 Manages XML documents containing media files (eans) referenced from Presence Information as \dRles
in appropriate Presence Information Elements (status-icon> element);

» Enables subscriptions to changes to documentsisiotbe Presence Content XDMS;
* Notifies subscribers of changes to the documentgdtin the Presence Content XDMS; and

« Performs authorization of access to media fileethas the Presence Subscription Rules.

5.3.2  External Entities Providing Services to Presence

This section describes the entities specified hgloOMA enablers or external organizations.
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5.3.21 SIP/IP Core

The SIP/IP Core is a network of servers, such asi@s and/or registrars that perform a varietyest/ies in support of the
Presence Service, such as routing, authenticattnpression, etc. The specific features offereditigrent types of SIP/IP
Core will depend on the particulars of those neksor

When the Presence Service is realized using 3GFPAMBGPP2 MMD networks, the presence functiontfies will
utilize the capabilities as specified in [3GPP-T$.228] and [3GPP2-X.S0013-002], respectively. uohscases the SIP/IP
Core performs the following additional functionssimpport of the Presence Service:

* Routes the SIP signalling between the presencdifunat entities;

» Provides discovery and address resolution services;

»  Supports SIP compression/decompression;

» Performs authentication and authorization of thesence functional entities;
* Maintains the registration state; and

« Provides charging information.

5.3.2.2 Shared List XML Document Management Server  (Shared List XDMS)

The functionality of the Shared List XDMS is debexd in [XDM_AD].

5.3.2.3 Subscription Proxy

The functionality of the Subscription Proxy is ddsed in [XDM_AD].

5.3.24 XML Document Management Client (XDMC)
The XDMC is defined in [XDM_AD] and supports thdléawing functions:
 Manages XML documents (e.g., Presence Subscripides and Permanent Presence State); and

e Subscribes to changes to documents stored in atW XD

5.3.25 Aggregation Proxy

The functionality of the Aggregation Proxy is déked in [XDM_AD].

5.3.2.6 Cross-Network Proxy

The functionality of the Cross-Network Proxy is daised in [XDM_AD].

5.3.2.7 Device Management Server

The Device Management Server supports the folloviungtions that are needed in support of the Pees&ervice:

< Initializes and updates all the configuration pagtems necessary for the presence functional etitithin the
terminals (e.g. Watcher, Presence Source, etc.).

5.3.2.8 Device Management Client

The Device Management Client performs the followfmgctions that are needed in support of the Pees8ervice:
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* Receives the initial configuration parameters draupdated parameters needed for Presence Sesuickysthe
Device Management Server.
5.3.3  Description of the Reference Points

The Reference Points named as PRS are in scopis érchitecture.

5.3.3.1 Reference Point PRS-1: Presence Source — S| P/IP Core

The PRS-1 reference point supports the communitéitween the Presence Source and the SIP/IP Queearotocol for
the PRS-1 reference point is SIP and the traffroiged to (and from) the PS via the SIP/IP Core.

The PRS-1 reference point provides the followingcfions:
» Publishing Presence Information from Presence ®suxthe PS;
* Regulating the publication of Presence Information;

» Triggering of the conveyance of Presence Infornmafiom Presence Sources; and

e« Compressing/decompressing SIP messages when thenPeeSource resides in the terminal.

When the SIP/IP Core corresponds with 3GPP IMSG®PB2 MMD networks, the PRS-1 reference point confowith the
following reference points: Pep, Pex, Pen dependimthe instantiation of the Presence Source RuUd\, PNA, PEA) as
specified in [3GPP-TS_23.141] and [3GPP2-X.S0027}00

5.3.3.2 Reference Point PRS-2: Watcher — SIP/IP Cor e

The PRS-2 reference point supports the communicitween the Watcher and the SIP/IP Core. Thegobfor the PRS-
2 reference point is SIP and the traffic is route¢and from) the PS, RLS, or HSA via the SIP/IReCo

The PRS-2 reference point provides the followingcfions:
« Subscribing to a single Presentity's Presencerirdtion and receiving notifications;

e Subscribing to Presence Information and receivitifinations for Presence Lists and Request-corthiPresence
Lists;

« Compressing/decompressing SIP messages when tloh&katsides in the terminal; and

* Requesting the PS, RLS or HSA to regulate theildigion of Presence Information according to Watche
preferences.

When the SIP/IP Core corresponds with 3GPP IMSGPRB2 MMD networks, the PRS-2 reference point congowith the
Pw reference point as specified in [SGPP-TS_23. a4t [3GPP2-X.S0027-001].

5.3.3.3 Reference Point PRS-3: SIP/IP Core — Presen ce Server

The PRS-3 reference point supports the communicaitween the SIP/IP Core and the PS. The profoctihe PRS-3
reference point is SIP.

The PRS-3 reference point provides the followingcfions:
*  Publishing Presence Information;

» Subscribing to a single Presentity’s Presence imnétion and receiving notifications pertaining te fPresentity;
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Subscribing to Watcher Information and receivingjfitations;

Subscribing to changes to documents stored in lilaee8 List XDMS or Presence XDMS and receiving
notifications;

Regulating publications of Presence Information;
Compressing/decompressing of SIP notification ngesémdies;
Triggering the conveyance of Presence InformatiomfPresence Sources;

Triggering the subscription to Watcher Informatfoom the Presence Server to the Watcher Information
Subscriber;

Regulating natifications of Presence Informationexpuested by Watchers; and

Regulating naotifications of Watcher Informationraguested by Watcher Information Subscribers.

When the SIP/IP Core corresponds with 3GPP IMSGPB2 MMD networks, the PRS-3 reference point can$owith the
Pwp reference point as specified in [SGPP-TS_23.a4d [3GPP2-X.S0027-001].

5.3.34 Reference Point PRS-4: SIP/IP Core — Resour ce List Server

The PRS-4 reference point supports the communicaitween the SIP/IP Core and the RLS. The profocdhe PRS-4
reference point is SIP.

The PRS-4 reference point provides the followingcfions:

Receiving a subscription and sending aggregatdtiaadions for a Resource List and Request-conthiResource
List;

Subscribing to resource state changes and receiwtifications for each resources in a Resourcedris Request-
contained Resource List;

Regulating the aggregated notifications of a Resouist and Request-contained Resource List asested by
Subscribers;

Subscribing to changes to documents stored in hlaeed List XDMS or RLS XDMS and receiving notifiats;

Compressing of SIP notification message bodies; and

Propagating the Subscriber’s request to regulaeligtribution of the resource state in the baak-subscriptions;

In the context of the Presence Enabler, the PRSetance point provides the following functions:

Receiving a subscription and sending aggregatdtiaaoions for a Presence List and Request-contafresence
List;

Receiving a subscription and sending aggregatéaticabions for a Request-contained Watcher Infotiorat.ist;

Subscribing to Presence Information and receivintifinations for each Presentity in a Presence &gt Request-
contained Presence List;

Subscribing to Watcher Information and receivingjfreations for each Presentity in a Request-corgdiWatcher
Information List;

Regulating the aggregated notifications of a Preséiist and Request-contained Presence List, agséed by
Watchers;
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¢ Regulating the aggregated notifications of a Refgoestained Watcher Information List, as requestedVatcher
Information Subscribers;

«  Subscribing to changes to documents stored in lilaee8 List XDMS or RLS XDMS and receiving notifiats;

e Compressing of SIP notification message bodies;

¢ Propagating the Watcher’s request to regulate igtattlition of Presence Information in the back-end
subscriptions; and

« Propagating the Watcher Information Subscribergiest to regulate the distribution of Watcher Infation in the
back-end subscriptions.

When the SIP/IP Core corresponds with 3GPP IMSGIPB2 MMD networks, the PRS-4 reference point can$owith the
Pwp reference point as specified in [SGPP-TS_23.a4d [3GPP2-X.S0027-001].

5.3.35 Reference Point PRS-5: Presence Server — Sh ared List XDMS

The PRS-5 reference point supports the communitdigween the Shared List XDMS and the PS. Theopobtfor the
PRS-5 reference point is XCAP.

The PRS-5 reference point provides the followingction:

e Transferring URI Lists to the PS.

5.3.3.6 Reference Point PRS-6: Presence XDMS — SIP/ IP Core

The PRS-6 reference point supports the communiciitween the Presence XDMS and the SIP/IP Cahne. pfotocol for
the PRS-6 reference point is SIP.

The PRS-6 reference point provides the followinggction:

« Subscribing to the modification of presence-specffML documents, and receiving notifications.

5.3.3.7 Reference Point PRS-7: Aggregation Proxy — Presence XDMS

The PRS-7 reference point is between the Aggreg&tioxy and the Presence XDMS. The protocol folRR&-7 reference
point is XCAP.

The PRS-7 reference point provides the followingction:

« Managing presence-specific XML documents (e.g.tereaodify, retrieve, delete).

5.3.3.8 Reference Point PRS-8: Presence Server — Pr esence XDMS
The PRS-8 reference point is between the PS anldrds=nce XDMS. The protocol for the PRS-8 refergauint is XCAP.
The PRS-8 reference point provides the followingction:

» Transferring presence-specific XML documents (Brgsence Subscription Rules, Permanent Preserteg f&tan
the Presence XDMS to the PS.

5.3.3.9 Reference Point PRS-9: Resource List Server — Shared List XDMS

The PRS-9 reference point supports the communicét@ween the Shared List XDMS and the RLS. Tlo¢ogol for the
PRS-9 reference point is XCAP.
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The PRS-9 reference point provides the followingction:

e Transferring URI Lists to the RLS.

5.3.3.10 Reference Point PRS-10: Resource List Serv er — RLS XDMS

The PRS-10 reference point supports the commuaitégtween the RLS XDMS and the RLS. The protoaotiie PRS-10
reference point is XCAP.

The PRS-10 reference point provides the followimgction:

e Transferring RLS-specific XML documents (e.g. PreseLists) from the RLS XDMS to the RLS.

5.3.3.11 Reference Point PRS-11: RLS XDMS - SIP/IP Core

The PRS-11 reference point supports the commuoicaietween the RLS XDMS and the SIP/IP Core. Theopol for the
PRS-11 reference point is SIP.

The PRS-11 reference point provides the followimgctions:

« Subscribing to the modification of RLS-specific XMlocuments, and receiving naotifications.

5.3.3.12 Reference Point PRS-12: Aggregation Proxy — RLS XDMS

The PRS-12 reference point is between the Aggregdtioxy and the RLS XDMS. The protocol for the PRI eference
point is XCAP.

The PRS-12 reference point provides the followimgctions:

* Managing RLS-specific XML documents (e.g. createdify, retrieve, delete).

5.3.3.13 Reference Point PRS-13: Presence Source — Content Server

The PRS-13 reference point is between the Presemaoee and the Content Server. The protocol foPRS8-13 reference
point is HTTP.

The PRS-13 reference point provides the followimgction:
» Storing of MIME objects related to presence pubiass in the Content Server.

NOTE: The Presence Source is responsible to ctertila presence publication with the MIME objettsas stored on the
Content Server.

5.3.3.14 Reference Point PRS-14: Watcher — Content  Server

The PRS-14 reference point is between the Watgalobttee Content Server. The protocol for the PR$efdrence point is
HTTP.

The PRS-14 reference point provides the followimgction:

« Retrieving of MIME objects related to presence ficgtions from the Content Server.

5.3.3.15 Reference Point PRS-15: Presence Server — Content Server
The PRS-15 reference point is between the PS an@ahtent Server. The protocol for the PRS-15 esfeg point is HTTP.

The PRS-15 reference point provides the followimgctions:

[0 2010 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-AD-Presence_SIMPLE-V2_0-20101202-C Page 24 (32)

» Retrieving of MIME objects related to presence mations from the Content Server; and

«  Storing of MIME objects related to presence natifions in the Content Server.

5.3.3.16 Reference Point PRS-16: Watcher Informatio n Subscriber — SIP/IP Core

The PRS-16 reference point is between the Watctierrhation Subscriber and the SIP/IP Core. Theguatfor the PRS-
16 reference point is SIP.

The PRS-16 reference point provides the followimgctions:
» Subscribing to Watcher Information and receivingjfieations;
»  Subscribing to Watcher Information and receivingjfieations for Request-contained Watcher InforroatLists;

» Triggering the subscription to Watcher Informatfoom the Presence Server to the Watcher Information
Subscriber;

» Compressing/decompressing SIP messages when tloh&k#formation Subscriber resides in the termiaat

* Requesting the PS or RLS to regulate the distidioubf Watcher Information according to Watcher miation
Subscriber preferences.

When the SIP/IP Core corresponds with 3GPP IMSGRPB2 MMD networks, the PRS-16 reference point aom$owith the
Pep reference point as specified in [3GPP-TS_23.4dd [3GPP2-X.S0027-001].

5.3.3.17 Reference Point PRS-17: SIP/IP Core — Home Subscription Agent

The PRS-17 reference point supports the commuaitaitween the SIP/IP Core and the HSA. The pobfoc the PRS-
17 reference point is SIP.

The PRS-17 reference point provides the followimgctions:
. Receiving subscriptions to resource state changgésending notifications;
. Authorizing and controlling the Subscriber’s seevitse in the Subscriber’'s home domain;
. Sending back-end subscriptions on behalf of thes&iltier and receiving notifications;

. Receiving Subscriber’s preferences on the regulaifaghe notification traffic; and

. Requesting the Notifier to regulate the notificattoaffic based on Subscriber’s preferences.

In the context of the Presence Enabler, the PR&fkrence point provides the following functions:
. Receiving subscriptions to Presence Informationsardling notifications;
. Authorizing and controlling the Watcher’s acces#hm Presence Service;
. Sending back-end subscriptions on behalf of thecMéatand receiving notifications;

. Receiving Watcher’s preferences on the regulatfidchenotification traffic; and

. Requesting the PS to regulate the notificatiorfiréfased on Watcher's preferences.

[0 2010 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-AD-Presence_SIMPLE-V2_0-20101202-C Page 25 (32)

5.3.3.18 Reference Point PRS-18: Aggregation Proxy — Presence Content XDMS

The PRS-18 reference point is between the Aggregdtroxy and the Presence Content XDMS. The prbfocthe PRS-
18 reference point is XCAP.

The PRS-18 reference point provides the followimgction:

¢ Managing Presence Content specific XML documents (egeate, modify, retrieve, delete).

5.3.3.19 Reference Point PRS-19: Presence Content X DMS — Presence XDMS

The PRS-19 reference point is between the Preseoicent XDMS and the Presence XDMS. The protocottfe PRS-19
reference point is XCAP.

The PRS-19 reference point provides the followimgction:

« Transferring Presence Content specific XML documéetg. Presence Subscription Rules) from the Rcese
XDMS to the Presence Content XDMS.

5.3.3.20 Reference Point PRS-20: Presence Content X DMS — SIP/IP Core

The PRS-20 reference point supports the commuaitaietween the Presence Content XDMS and the STiB. The
protocol for the PRS-20 reference point is SIP.

The PRS-20 reference point provides the followimgctions:

e Subscribing to the modification of Presence Conspetific XML documents, and receiving notificatson

5.3.3.21 Reference Point PRS-21: Presence Content X DMS — Shared List XDMS

The PRS-21 reference point supports the commuaitdtetween the Presence Content XDMS and the ShisedDMS.
The protocol for the PRS-21 reference point is XCAP

The PRS-21 reference point provides the followimgction:

e Transferring URI Lists to the Presence Content XDMS

5.3.3.22 Reference Point XDM-1: XDM Client — SIP/IP Core

The XDM-1 reference point is described in [XDM_AD].

5.3.3.23 Reference Point XDM-2: Shared List XDMS — SIP/IP Core

The XDM-2 reference point is described in [XDM_AD].

5.3.3.24 Reference Point XDM-3: XDM Client — Aggreg ation Proxy

The XDM-3 reference point is described in [XDM_AD].

5.3.3.25 Reference Point XDM-10: Subscription Proxy  — SIP/IP Core

The XDM-10 reference point is described in [XDM_AD]

5.3.3.26 Reference Point XDM-4: Aggregation Proxy —  Shared List XDMS

The XDM-4 reference point is described in [XDM_AD].
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5.3.3.27 Reference Point XDM-8: Aggregation Proxy —  Cross-Network Proxy

The XDM-8 reference point is described in [XDM_AD].

5.3.3.28 Reference Point NNI-1: Cross-Network Proxy  — Cross-Network Proxy of
remote network

The NNI-1 reference point is described in [XDM_AD].

5.3.3.29 Reference Point IP-1: SIP/IP Core — SIP/IP Core of remote network

The IP-1 reference point supports the communicdigtween the SIP/IP Core and the SIP/IP Core ofettrte network.
The protocol for the IP-1 reference point is SIP.

When the SIP/IP Core corresponds with 3GPP IMSGIPB2 MMD networks, the IP-1 reference point confomith the
Pw reference point as specified in [3GPP-TS_23.a4tl][3GPP2-X.S0027-001].

5.3.3.30 Reference Point DM-1: DM Client — DM Serve r

The DM-1 reference point is described in [DM_Boxpt and [DM_ERELD]. The Presence Enabler defihespgresence
configuration object(s).

5.3.4  Presence Information Format

The Presence Service uses the Presence InforniditanFormat (PIDF) as specified in [RFC3863] asckittensions as the
base format through which Presence Informatioepsasented.

The format and the semantics of the Presence l@fiiomare specified in [PDE_DDS].

5.3.5 Presence Subscription Rules
The following sections describe Presence SubserifRiules that Presentities can define to contebissemination of their

Presence Information. Presence Subscription Ralesist of Subscription Authorization Rules and Suiption Content
Rules.

5.3.5.1 Subscription Authorization Rules
Subscription Authorization Rules determine how mang subscriptions are handled.
Subscription Authorization Rules define which Waichare allowed to subscribe to the Presence lafttomof a
Presentity. The Subscription Authorization Ruleynmalude lists that can be stored in the Preseiz®lS or the Shared
List XDMS.
The Subscription Authorization Rules support tHofeing actions:

* Accept,;

* Reject;

» Polite block; and

* Deferred decision.

The document containing the Subscription AuthorizaRules is stored in the Presence XDMS.
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5.3.5.2 Subscription Content Rules

The Subscription Content Rules determine whichdtes Information is disseminated to Watchers thaelbeen accepted
by Subscription Authorization Rules. A Presentiéymaefine Subscription Content Rules that applyrte or more Watchers.

The document containing the Subscription AuthormaRules also includes the Subscription Conterdé&u

5.3.6 Presence Publication Rules

The following sections describe Presence Publind®uoles that Presentities can define to controptitaication of their
Presence Information.

5.3.6.1 Publication Authorization Rules
Publication Authorization Rules determine how pecddiions are handled.

Publication Authorization Rules determine whichntiges are allowed to publish the Presence InfoionaThey may
include lists that can be stored in the PresencMZDr the Shared List XDMS.

The Publication Authorization Rules support thédwing actions:
* Block; and

* Allow.

The document containing the Publication AuthorimatRules is stored in the Presence XDMS.

5.3.6.2 Publication Content Rules

The Publication Content Rules determine a subsBtegence Information an authorized identity isvedld to publish. A
Presentity can define Publication Content Rulesdpaly to one or more identities.

The document containing the Publication AuthoriatRules also includes the Publication Content KRule

5.3.7 Charging

Appropriate charging mechanisms may need to beigedwby the underlying network or other suitablétess in order to
support the charging requirements described in [FRE3. One such mechanism is through the OMA Char@inabler,
described in the following section.

Description of how charging is performed is beytimel scope of the present specification.

5.3.7.1 Support of Charging through the OMA Chargin g Enabler

The OMA Charging Enabler (see [CHG_AD]) coordinatearging data triggers and flow from OMA enabiets an
underlying charging infrastructure, supporting naland offline charging. Presence entities that opdionally report
Chargeable Events are:

« PS;

* RLS;

* Presence XDMS;

* Presence Content XDMS;
* RLS XDMS;
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 Content Server; and

« HSA.

The above entities act as Charging Enabler Usedefased in [CHG_AD], and figure 2 shows the refere points between
these entities and the Charging Enabler. Two reterg@oints are currently supported by the Chargimabler, CH-1 for
offline charging and CH-2 for online charging. Teese described in [CHG_AD].

Presence Presence RLS
XDMS Content XDMS XDMS

A

CH-1/CH-2 CH-1/CH-2 | CH-1/CH-2

Resource | CH-1/CH-2

_ _ Home
List Server Charging CH-1/CH-2] Subscription

Enabler Agent
Presence | CH-1/CH-2

5
>

Server

CH-1/CH-2

Content
Server

Figure 2: Support of charging through the OMA Charging Enabler

Elements shown in bold are defined in this architecdocument. The remaining elements are extéorthis specification.

5.3.8  Registration

When the SIP/IP Core corresponds with 3GPP IMSG®PB2 MMD networks, a UE that supports the XDMC, &Hat
Information Subscriber, Presence Source, or Watitimetionality uses the registration mechanismspeified in [3GPP-
TS_23.228] and [3GPP2-X.S0013-002].

5.3.9 Presence Service Provisioning

The Presence Service provider can set up the RreSarvice configurations remotely in the termit@lice by using the
device management mechanism specified in [PRO_ADBg. updates of the Presence Service configuratimmsemotely
performed in the terminal device by using [DM_Bdiep] and [DM_ERELD].
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A terminal device containing the Watcher, Watch#oimation Subscriber or Presence Source functientties, compliant
with [PRO_UA] is able to receive the contents dgnthe service provider. The exact syntax and @&fmof parameters
needed for the Presence Enabler are specifiedR®[FZONT], while the specific semantics are defimethe Presence
Enabler. The bootstrap mechanism defined in [PR@]SPM_Bootstrap], and [DM_ERELD] is used to enbarthe
security of the provisioning.

5.4  Security Considerations
This section describes the mechanisms requiretthéosecure operation of a Presence Service.
5.4.1  SIP Signaling Security
Mutual authentication can be performed, prior tg s@rvice interaction, between:
* aPS and a Presence Source;
* aPS and a Watcher;
* aPS and a Watcher Information Subscriber; or
* an RLS and a Watcher.

For an IMS realization, the PS and RLS rely ongbeurity mechanisms provided by the SIP/IP Comesédauring the
service environments e.g. authentication of theisemusage.

5.4.2 XDM Security

The XDM security is specified in [XDM_AD]Security Consideratiofis
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