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1. Scope

A part of the WAP effort is the specification opash architecture, illustrated in figure 1, whidlowas content to be pushed
from wired networks to push compliant mobile desgicEhe scope of this document is the specificaticthe Push Proxy
Gateway, a gateway intended to provide push coivitgdbetween wired and wireless networks.

Push
Over-the-Air
Protocol

Push mﬂm}ﬂ"
Access 4

Protocol

WAP Client Push Initiator

Push Proxy Gateway

Figure 1. Push Architecture
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3. Terminology and Conventions

This section is informative.

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHAL", “SHALL NOT”, “SHOULD”, “SHOULD NOT",
“RECOMMENDED”, “MAY”, and “OPTIONAL" in this documet are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” anttdbiuction”, are normative, unless they are exiiéghdicated to be
informative.

Within this documentgouri er font is used to identify literal names of elementgjlaites, parameters, and values in
referenced specifications. For example, the follmptiable indicates that the [PushPARk sage- st at e attribute
contains thé pendi ng" value.

PAP Attribute Value

nessage-state "pendi ng"

3.2 Definitions

Application A value-added data service provided to a Clierite @pplication may utilise both push and pull data
transfer to deliver content

Application-Level Addressing  the ability to addrgmssh content between a particular user agentatierst and push initiator on a
server

Bearer Network a network used to carry the messafgesransport-layer protocol between physicalicks: Multiple
bearer networks may be used over the life of deipgsh session.

Client In the context of push, a client is a de\{i@eservice) that expects to receive push coritent a
server. In the context of pull, it is a deviceieieés a request to a server for content or damase
"device".

Contact Point address information that describestoareach a push proxy gateway, including transpatocol
address and port of the push proxy gateway.

Content subject matter (data) stored or generdtad arigin server. Content is typically display&d
interpreted by a user agent on a client. Contembcgh be returned in response to a user requese o
pushed directly to a client.

Content Encoding when used as a verb, content emgodlicates the act of converting a data objeminfone format to
another. Typically the resulting format requiressi@hysical space than the original, is easier to
process or store, and/or is encrypted. When usachasin, content encoding specifies a particular
format or encoding standard or process.

Content Format actual representation of content.

Device is a network entity that is capable of segdind/or receiving packets of information and &asique
device address. A device can act as either a dieatserver within a given context or across rpldti
contexts. For example, a device can service a nuaflidients (as a server) while being a client to
another server.

End-user see "user”

Multicast Message a push message containing aesaalgiress which implicitly specifies more than @TeA client
address.

Push Access Protocol a protocol used for convegamgent that should be pushed to a client, and pelated control

information, between a Push Initiator and a Pusix@Gateway.

Push Framework the entire push system. The pustefi@rk encompasses the protocols, service intesfacel
software entities that provide the means to push euser agents in the client.
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Push Initiator

Push OTA Protocol

Push Proxy Gateway
Push Session

Registration Context

Server

User

User agent

the entity that originates push eahtand submits it to the push framework for delivte a user agent
on a client.

a protocol used for conveyingteonbetween a Push Proxy/Gateway and a certairagset on a
client.

a proxy gateway that provides puoxy services
A WSP session that is capable of cindypush operations.

a state where the PPG is aofaatleast the last capabilities and preferecoaseyed from the
terminal.

a device (or service) that passively waitsbnnection requests from one or more clientseiver
may accept or reject a connection request froneatclA server may initiate a connection to a dlien
as part of a service (push).

a user is a person who interacts with a ugemtao view, hear, or otherwise use a renderetbnbn
Also referred to as end-user.

a user agent (or content interpreter) is any so#va device that interprets resources. This
may include textual browsers, voice browsers, $eangines, etc.

3.3 Abbreviations

Augmented Backus-Naur Form

Open Mobile Alliance Naming Authority

ABNF

DTD Document Type Definition
HTTP Hypertext Transfer Protocol
IP Internet Protocol

MAN Mobitex Subscription Number
OMNA

OTA Over The Air

OTA-HTTP (Push) OTA over HTTP
OTA-WSP (Push) OTA over WSP

PAP Push Access Protocol

Pl Push Initiator

PPG Push Proxy Gateway

QoS Quality of Service

RFC Request For Comments
SIR Session Initiation Request
URI Uniform Resource Identifier
URI Uniform Resource Locator
WAP Wireless Application Protocol
WDP Wireless Datagram Protocol
WSP Wireless Session Protocol
WBXML WAP Binary XML

XML

Extensible Mark-up Language
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4. Introduction

This section is informative.

This document is part of the Push specificatiotestihese specifications address the needs oftartqorovider seeking to
"push” (i.e., send without a synchronous requestjent to a client (i.e., a push-compliant mob#ide). This is in contrast
to "pull" technology, which requires a synchronoeguest from the client.

Push to a client is facilitated by a gateway betwtbe wired and wireless networks. This gatewayalked the Push Proxy
Gateway (PPG). The purpose of this document ipéaify the function of PPG.

In addition to the PPG, the push architecture gtesiprotocols to push content to the gateway artd tive client, additional
functionality within clients, new addressing scherend several standard message and content Typese are outside the
scope of this document. For a complete overview [BashArch].

[0 2011 Open Mobile Alliance Ltd. All Rights Reserved.
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5. PPG Operations

This section defines the operations performed B?&. These operations include push submission gsgg result
notification, delivery cancellation, and Push AccBsotocol (PAP) status query.

PPG operations are defined as handling each pishission (and subsequent operations related fugh message)
independently from other push submissions. Howetere may be limited interaction between push ss&ions. For
example, a PPG implementation MAY support multigddivery priorities. This could cause one messagifect the time at
which another (e.g., lower priority) message iscpesed, and consequently the ultimate succesgdwefaf its delivery.
Note that a PPG is not required to deliver pushsagss in any specific order.

5.1 Push Submission Processing

A Push Initiator (PI) triggers push message prangdsy sending the PPG a push message. Push sidgmpsecessing
includes four operations. The following three ofierss must be performed in order:

. push submission acceptance or rejection,

»  over-the-air message delivery, if the messagedsmied and can be delivered in accordance with [RifiGes and Pl
requirements; and

. message delivery result notification, if the messagaccepted and the push initiator has requestsdage delivery
notification.

The fourth operation may, as determined by the PRjlementation, be performed at any time after pusssage
acceptance:

. PAP push message response.

These four functions are described in this section.

5.1.1 Push Submission Acceptance or Rejection
Each PAP push submission received by the PPGhiereatccepted or rejected.

The PPG SHOULD accept a PAP push submission ifghtrultimately be delivered to the OTA client. TREG MUST
reject any push submission containing a PARBh- nessage element that is not valid with respect to its doeabtype
definition (DTD). Additional criteria used to deteine whether to accept or rejegpash- message are implementation
dependent.

An accepted, undelivered PAP push submisdi@nwhich message handling (described in the nestien) for over-the-air
delivery have not been completed MUST have theWilig message status reportable:

PAP Attribute Value

nessage-state "pendi ng"

5.1.1.1 Replacement of a Previously Submitted Push Message
This OPTIONAL function allows replacement of a goasly submitted, still pending push message.

If the PPG supports replacement, and the messageistate from which message replacement magswered, the PPG
MUST replace the message as requested by apRAR- nessage message [PushPAP].

A PPG that does not support the replace operatio®Mreject the push submission if the Pl requesitacement.

[0 2011 Open Mobile Alliance Ltd. All Rights Reserved.
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5.1.1.2 Request for Content from the Client

The PPG must support OTA-HTTP to adequately sepmesdn- nessage [PushPAP] indicating that the Pl accepts content
from the client in response to a confirmed pushgdtying thedel i ver y- met hod attribute to tonf i r med- wi t h-
response”inthequal i ty- of - servi ce element). A PPG that does not support OTA-HTTP NiW&ect the push
submission if the Pl uses this feature.

5.1.2 Over-the-Air Message Delivery
Over-the-Air message delivery consists of two fior:
*  Message handling

»  Over-the-air message transmission.

These functions are described in this section.

5.1.2.1 Message Handling

The PPG may transform the push message (as défifiedshMsg]) entity contained within the push sigsion in
preparation for over-the-air transmission. Typieasons for transformation include compilationsfoj#ations for
over-the-air efficiency, and translation of enstte a content type acceptable to the client. $addion describes the
transformations.

5.1.2.1.1 Entity and Header Transformation

A PPG MUST NOT transform the body of any entity,iethfalls under the scope of a No-Transform caabrerol directive
as defined in [RFC2616]; otherwise, a PPG MAY tlatesentities in an implementation-dependent manttes headers of
all transformed entities MUST be revised as neg¢daxrrectly represent the transformed entity.tidhsformations MUST
be in conformance with the requirements of [PusHMsg

5.1.2.1.1.1. WSP specific transformations

A PPG MUST support binary header encoding as dpddifi [WSP]. It MUST also encode content entifigs their
compact binary format [WBXML] (if such is specifiefbr transmission over OTA-WSP [PushOTA], unldss positively
known that the addressed terminal supports theemanded format. For example, Service Indicationtragsally be
encoded into WBXML [WBXML] when delivered in conrtenless mode.

5.1.2.1.1.2. HTTP specific transfor mations

A PPG SHOULD support content encoding for OTA traission over OTA-HTTP [PushOTA] in order to miniraithe
volume of data sent over the air. When supportesl PPG MUST support deflate coding as specifi®FC1951].

5.1.2.1.2 X-VWap- Appl i cation-1d (Application-ID) header processing
A PPG MUST process a [PushMsg¢]Wap- Appl i cat i on-1d (Application-ID) header as follows:

If the header contains a [PushMsdjsol ut eURI format Application-ID for which ampp- assi gned- code
has been registered with [OMNA], the PPG MUST reenany [PushMsghpp- assi gned- code format
Application-ID (if present) from the header andrtlsibstitute the registereghp- assi gned- code format
Application-ID for theabsol ut eURI format Application-ID.

If the header contains a [PushMsdisol ut eURI format Application-ID for which n@app- assi gned- code
has been registered with [OMNA], the PPG MUST Uis& talue unless a [PushMsgpp- assi gned- code
format Application-ID is present. In this casetfieapp- assi gned- code format Application-ID is present), the
absol ut eURI format Application-ID must be removed.

A header containing only a [PushMsg}p- assi gned- code format Application-ID requires no substitutions or
deletions.

[0 2011 Open Mobile Alliance Ltd. All Rights Reserved.
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If the resulting header identifies a default apgiicn known to the client, the PPG MAY delete thésader.

If no [PushMsgIX- Wap- Appl i cati on- | d header is present in the push message, the PPA Mlofss the client’s
default Application-ID is the WML user agent, athistheader. If added, the Application-ID MUST battbf the WML user
agent.

A PPG MAY remove any header, which specifies aulefalue known to the client. This default maydpecified in the
over-the-air protocol, provisioned, or establishisthg an implementation-dependent mechanism. Feomple, an

X- Wap- Appl i cati on-1d header might be removed if a client has only amehmpplication, optimising over-the-air
communicationsX- Vap- Appl i cat i on- | d headers containing a registered value MUST NOSédve over the air
without being encoded in numeric format.

5.1.2.1.3 Message State

For each push submission for which errors are amnteoed in the steps above, or for which it is apptaithat successful
message delivery is not possible, message delMel$T NOT be attempted. Note that this may causéR P
resultnotification-nmessage to be sent. Messages that fail the entity and éremansformation process MUST
have the following status reportable:

PAP Attribute Value
message- state "undel i ver abl e"
Code "transformation-failure"

If message handling is successfully completed,ratelivered message MUST have the following statpsntable:

PAP Attribute Value

nessage-state | "pending"

5.1.2.2 Over-the-Air Transmission

The purpose of this function is to deliver messdgdabe OTA client. Key elements of this functiae aelection of Push
OTA [PushOTA] protocol, selection of confirmed araonfirmed push, and message delivery. A PPG imphtation may
include tests for message expiration and canaatiamessage retransmission and delivery timeoatgbenanagement and
WSP session (if OTA-WSP is used) or registratiomtext (if OTA-HTTP is used) management.

5.1.2.2.1 Selection of Push OTA Protocol

A mobile terminal may support both OTA-WSP and OHATP [PushOTA]. The PPG selects the OTA protocoiard for
connection-oriented push in an implementation ddpahmanner. A PPG could hand over the decisidhederminal by
sending &Bession Initiation Request (SIR) that contains lists of contact points fortb@TA-WSP and OTA-HTTP. This
approach and the SIR are defined in [PushOTA].

However, OTA-HTTP MUST be selected if the Pl indésathat it accepts content from the client in oese to a confirmed
push (also see section 5.1.1.2). If the PPG faifetect OTA-HTTP, the PAPesul t noti fi cati on- message MUST
indicate failure of selecting the specified deliverethod.

[0 2011 Open Mobile Alliance Ltd. All Rights Reserved.
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5.1.2.2.2 Bearer Network Selection

If the QoS section of the PARuUsh- nessage element requires a specific bearer and/or nettwbe used, the PPG
MUST use the specified bearer and/or network, ibtdadeliver the message with the following messagtatus reportable:

PAP Attribute Value

nmessage- state "undel i ver abl e"

Desc An appropriate, implementation-dependent valuge
event-time Time or estimated time of failure

5.1.2.2.3 Session or Registration Context Selection/Creation

The PPG may use an existing WSP session (if OTA-W¥$iBed) or registration context (if OTA-HTTP isedl), or take
implementation-dependent action(s) to create alsl@étWSP session or registration context (e.g. a@n@TA Session
Initiation Request). If the PPG elects to attempfurther delivery action(s) due to the lack ofl@m failure to create a
suitable WSP session or registration context, elleviing messages status MUST be reportable:

PAP Attribute Value

message- state "undel i ver abl e"

Desc An appropriate, implementation-dependent valuge
event-time Time or estimated time of failure

5.1.2.2.4 Delivery Time Constraints

If the PPG supports delivery time constraints,RR& MUST NOT deliver the push message prior tdPthe
deliver-after-timestanp time and MUST, if unable to deliver by the PA®I i ver - bef or e-t i nest anp time,
fail with the following message status reportable:

PAP Attribute Value

message- state "expired"

Desc An appropriate, implementation-dependent valuge
event-time Time or estimated time of failure

5.1.2.2.5 Delivery

Assuming no errors, if OTA-WSP is used for OTA dety, the PPG MUST deliver either a confirmed

(Po- Conf i r medPush) or unconfirmedo- Push or Po- Uni t - Push) [PushOTA] push primitive; if OTA-HTTP is
used for OTA delivery, the PPG MUST deliver messdneusing the HTTP POST method. If OTA-HTTP isduaad the
Pl indicates that it accepts content from the tliemesponse to a confirmed push (also see sebtihf.2), theX- WaAp-
Push- I nf o header [PushOTA] MUST contain theé'sponse" attribute token when the message is pushed toligat.
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The use of confirmed or unconfirmed push dependhef®APdel i ver y- net hod attribute and
implementation-dependent PPG policies.

5.1.2.2.5.1. Unconfirmed Push

A PPG MUST delivet unconf i r med" messages using OTA-WSPao- Push. r eq or Po- Uni t - Push. r eq primitive) or OTA-HTTP. If OTA-HTTP
is used, the PPG MUST report the same PABul t - not i fi cati on message as if the message were pushed in an un@himanner using OTA-
WSP.

If the PPG sendsRo- Push. r eq or Po- Uni t - Push. r eq primitive, or the PPG sends messages by using BTAP instead of these primitives, the
following message status MUST be reportable:

PAP Attribute Value

nessage-state "del i vered"

Del i very-met hod "unconfirmed"

event-time Time or estimated time of delivery

5.1.2.2.5.2. Confirmed Push

A PPG MUST delivef confi rmed" messages using OTA-WSHPo- Conf i r medPush. req primitive) or
OTA-HTTP. The remaining process depends on the ¢fpeish as follows:

If the PPG sendsRo- Confi r medPush. req primitive or uses OTA-HTTP, the outcome depend®bsws on whether
or not the push message is acknowledged:

Success: If the PPG receiveB@ Conf i r medPush. cnf primitive indicating successful delivery to the OThent,
or a HTTP response includinglaWap- Push- St at us header indicating successful delivery, possiblgradt PPG’s
implementation-dependent retries, the following sagg status MUST be reportable:

PAP Attribute Value

nessage-state "del i vered"

Del i very- et hod "confirned"

event-time Time or estimated time of delivery

Failure due to abort: If the PPG receive®oa PushAbort . i nd primitive indicating an aborted push attempt
(OTA-WSP) or aX- Wap- Push- St at us header indicating that the push message was edj¢OTA-HTTP) the
following message status MUST be reportable:

PAP Attribute Value

nmessage-state "abort ed"

Code PAP-specified representation of the abort paransgtecified in [PushOTA]
Desc An appropriate, implementation-dependent value

event-time Time or estimated time of aborted delivery attempt
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Failure due to timeout: If OTA-WSP is used, a timieoccurs when the PPG does not receive an OTA

Po- Conf i r medPush. cnf primitive within an implementation-dependent peraddime. If OTA-HTTP is used,
a timeout occurs when the PPG does not receivepamnee to a HTTP POST request within an
implementation-dependent period of time. If the Ri&&ts to attempt no further delivery action(sewla timeout
occurs, the following messages status MUST be tapler

PAP Attribute Value

nessage-state |"tinmeout"

Desc An appropriate, implementation-dependent value
event-tine Time or estimated time of last delivery attempt

5.1.2.2.5.3. Oneshot delivery

A PPG MUST deliverdneshot " messages as described in section 5.1.2.2.5addition the PPG MUST attempt to deliver the messady once, and
ensure that a one-shot delivery attempt can be wadee underlying bearer. The following messagistMUST be reportable for a message delivered
using this method:

PAP Attribute Value

nessage-state "del i vered"

Del i very- net hod "oneshot "

event-time Time or estimated time of delivery
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5.2 Result Notification

The PPG MUST, if requested by the push initiatairdupush message submission, send a PAP
resul tnotificati on- message to the push initiator or its designee.

5.2.1 Time of Result Notification

A result notification, if requested, should be semtsoon as practical after the completion (suf@esisunsuccessful) of the
Over-the-Air message delivery process.

5.2.2 Result Notification Contents

The PAPresul t noti fi cati on- message indicates the reportable message status, whithdes the message state
and other information as specified earlier in ttotgument. The status should reflect the messagbéiisre, within the limits
of practicality, sending the result notification.

Assuming the PI requested a result notification iadétated that it accepts content from the cliamesponse to a confirmed
push (see section 5.1.1.2), content returned frantlient in the response to a push via OTA-HTTERny, MUST be sent
along with the esul t not i fi cati on- message. If the Pl did not indicate that it accepts contieom the client in
response to a confirmed push, the content entitysMdot be present when thesul t noti fi cati on- nessage is
returned to the PI. See [PushPAP] for further detai

5.3 PAP Status Query

This OPTIONAL function provides message statusemeipt of a PARBt at usquer y- nessage.

The status query reply indicates the reportablesagss status, which includes the message statetla@dinformation as
specified earlier in this document. The status khmflect the message just before, within theténoif practicality, sending
the result notification.

5.4 Delivery Cancellation

This OPTIONAL function allows delivery cancellatiofi a pending push message.

If the PPG supports cancellation of a push messagkthe message is in a state from which deligangellation may be
assured, the PPG MUST cancel delivery of the mesaagequested by a PARBNncel - message, and the following
message status MUST be reportable:

PAP Attribute Value

message- state "cancel | ed"

Desc An appropriate, implementation-dependent valuge
event-tine Time or estimated time of cancellation

If the PPG cannot assure cancellation of the mesdaljvery, it MUST reject the delivery cancellatio

Successful cancellation of a push message wiljérig delivery result notification, if requestedidg the push message
submission.
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6. Client Addressing

Push Initiators are able to identify clients to BfeG using a special textual address format. Ti& FMBST transform these
addresses into a form that can be used to delixartbe wireless network. Conversely, the PPG Mti&iisform
network-specific addresses into the textual addiassat for communication to a Push Initiator. IPash Initiator has used a
particular address value to identify a client irequest sent to the PPG, this address value MUSiB&# when referring to
this client in the corresponding response and abgequent result notification.

A client address is composed of a client specified a PPG specifier. Inclusion of the PPG speqifievides a mechanism
to ensure that the address is unambiguous, permittiquests to be routed through proxies. The RieGifser does not
necessarily identify a physical PPG, and is notiiregl to be the hostname of the PPG receiving ddeess from a PI.

There are multiple types of client specifiers. ABPRMUST support at least one of these client sparcifipes:
a) User-defined identifiers
b) Device addresses

User-defined identifiers are arbitrary values that are mapped to wirelessark addresses in an unspecified manner. The
PPG has complete control over which bearer-levetess will be used in delivering the push messagjee client. The
user-defined identifier MAY be expanded to seveesrer-level addresses for one or more clienthisncase the PPG
MUST interact with the Push Initiator in the sam@&wvas when the user-defined identifier maps tmglsibearer-level
address. The interpretation of user-defined idiemsifis based on a mutual understanding betweeRubke Initiator and the
PPG. This permits them to be assigned values thatseful for the application using push servi€es.instance, they could
be e-mail addresses.

Device addresses use static values from well-known network addisgssces. One example is telephone numbers in tHie pub
land mobile network (PLMN). The PPG MAY use anytloé client’'s bearer-level addresses in deliverirggush message

to the client. How the PPG determines this is pettied, but may be based, for instance, on tlaeadteristics of the

bearers used by the client.

The bearer-level address may invoke a point-toipuiltt delivery in the wireless network, for examplising cell
broadcast. In this case there still MUST be a simgbult notification, if one has been requested.

6.1 Client Address Format

The external representation of addresses procégstd PPG is defined using ABNF [RFC2234]. Therfat is compatible
with Internet e-mail addresses [RFC822]. The PPGSWIle able to parse this address format, and it MbkSable to
determine whether it supports the specified addsgssor not.

wappush-address = ["/"] wappush-client-address ["/"] "@ ppg-specifier

wappush-client-address = "WAPPUSH' "=" client-specifier
ppg- specifier = domfragnent *( "." domfragnment )
domfragnent = ( ALPHA/ DIG@T ) *( ALPHA/ DI T/ "-" )

client-specifier = ( user-defined-identifier / device-address )
user-defined-identifier = ( escaped-value ext-qualifiers "/ TYPE=USER' )
devi ce-address = ( gl obal - phone- nunber ext-qualifiers "/ TYPE=PLMN' )

/ ( ipvd ext-qualifiers "/TYPE=IPv4" )
( ipve ext-qualifiers "/ TYPE=I Pv6" )
( man ext-qualifiers "/ TYPE=MAN' )
( escaped-value ext-qualifiers "/TYPE=" address-type )
address-type 1*addr ess- char
; A network bearer address type [WDP]
address-char = ( ALPHA/ DA T/ " ")

N~~~
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ext-qualifiers = *( "/" keyword "=" val ue )

; for future extensions, e.g. special well-known user-defined identifier types
keyword = 1*( DIG T / ALPHA / "-" )

val ue = 1*( 9%20-2E / 9%30-3C / W%3E-T7E )

escaped-value = 1*( safe-char )

; the actual value escaped to use only safe characters by replacing

; any unsafe-octet with its hex-escape

safe-char = ALPHA/ DIGT / "+" [/ "-" [ ". "] "% [ "_"
unsaf e-octet = %&00-2A / %W2C /| 9W2F / 9%3A-40 / 9%5B-60 / % 7B-FF
hex-escape = "% 2HEXDIG ; value of octet as hexadeci mal val ue

gl obal - phone- nunber = "+" 1*( DIGA T/ witten-sep )

witten-sep = ( "-" /[ "." )

ipvd = 1*3DIGT 3( "." 1*3DIA T ) ; I Pv4 address val ue [ RFC791]

i pv6 = 4HEXDI G 7( ":" 4HEXDI G ) ; IPv6 address val ue [ RFC3513]

man = 8DIA T ; Mobitex MAN address format [ Mbitex]

Each value of aser - def i ned-i denti fi er is a sequence of arbitrary octets. They can leysambedded in this
address syntax only by escaping potentially offegdialues. The conversionégcaped- val ue is done by replacing
each instance afnsaf e- oct et by ahex- escape which encodes the numeric value of the octet.

6.2 Client Address Examples

Addresses using user-defined identifiers:

WAPPUSH=j ohn. doe%40wapf or um or g/ TYPE=USER@pg. carri er.com
; user-defined identifier for john.doe@apforumorg

wappush=47397547589/ t ype=user @arrier.com
; user-defined identifier for 47397547589

WAPPUSH=47397547589/ TYPE=USER@Car ri er. com
; equivalent to previous one

WAPPUSH=+155519990730/ TYPE=USER@pg. carri er.com
; user-defined identifier that |ooks |like a phone nunber

Addresses using device addresses:

WAPPUSH=+155519990730/ TYPE=PLMN@pQ. carri er.com
; device address for a phone nunber of sone wrel ess network

WAPPUSH=FEDC: BA98: 7654: 3210: FEDC: BA98: 7654: 3210/ TYPE=I Pv6@arri er. com
; device address for an | P v6 address

WAPPUSH=195. 153. 199. 30/ TYPE=I Pv4@pg. carri er.com
; device address for an | P v4 address

WAPPUSH=12345678/TYPE=MAN@ppg.carrier.com
; device address for a MAN addressStatic Conformdeguirements (Normative)

These conformance requirements have been assemldedhpliance with the Interoperability Testing Reégments
[IOPProc].
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Appendix A. Push Proxy Gateway Features
A.1.1 Predicates

These items are only used as predicates and dsiatetany requirements on the implementation.

Item Function Reference Status | Requirement
PPG-CO-S-001 Confirmed push is supported O | (OTA-CO-S-002 OR
OTA-CO-S-003)
AND
PPG-GEN-S-013
A.1.2 Operations
Item Function Reference Status | Requirement
PPG-GEN-S-001| Push Submission Rejection 5.1.1 M
PPG-GEN-S-002 | Incomplete message handling repertahl 5.1.1 M
PPG-GEN-S-003 | Entity transformation under the scope ofjag 1.2.1.1 M
No-Transform cache control directive
PPG-GEN-S-004 | Revising headers of transformediesitit | 5.1.2.1.1 M
PPG-GEN-S-005 | X- Wap- Appl i cati on- 1 d header 51212 M
processing
PPG-GEN-S-006 | Registereck- Wap- Appl i cati on-1d 5.1.21.2 M
value sent over-the-air in numeric encoded
format
PPG-GEN-S-007 | Reportable message states 5.1.2.1.
PPG-GEN-S-008 | Bearer Network Selection (QoS) R122. M
PPG-GEN-S-009 | Reporting of failed Session or Regfisn | 5.1.2.2.3 M
Context Selection/Creation
PPG-GEN-S-010| Delivery Time Constraints 51224 M
PPG-GEN-S-011| Delivery 5.1.2.25 M
PPG-GEN-S-012 | Reportable status associated with 512251 | M
unconfirmed push
PPG-GEN-S-013| Reportable statuses associated with | 5.1.2.2.5.2 (0]
confirmed push
PPG-GEN-S-014 | Sending of esul t noti fi cati on- 5.2 M
nessage
PPG-GEN-S-015| PAP Status Query 5.3 O | PAP-OPS-S-004
PPG-GEN-S-016 | Delivery Cancellation 54 0]
PPG-GEN-S-017 | Handling message cancellation request 5.4 M

[0 2011 Open Mobile Alliance Ltd. All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.




OMA-WAP-TS-PPGService-V2_1-20110405-A

Page 19 (20)

PPG-GEN-S-018| Support for WSP specific transforometi | 5.1.2.1.1.1 M
PPG-GEN-S-019 | Support for HTTP specific transfoiomat | 5.1.2.1.1.2 o OTA-CO-5-003
PPG-GEN-S-020 | Support for push message replacement 5.1.1.1 O
PPG-GEN-S-021| Support for binary header encoding 1.28.1.1 M
PPG-GEN-S-022 | Support for content encoding using 51.21.1.1 M
WBXML
PPG-GEN-S-023| Support for content encoding using 5.1.2.1.1.2 (0]
‘deflate’
PPG-GEN-S-024 | Handling of push @ush- nessage with | 5.1.1.2 M
thedel i ver y- net hod attribute set to
"confirnmed-w th-response"inthe
qgual i ty- of - servi ce element
PPG-GEN-S-025| Selection of Push OTA Protocol 52112.
PPG-GEN-S-026 | Inclusion of content returned from th | 5.2.2 M
clientin a
resultnotification-nmessage
PPG-GEN-S-027 | Reportable statuses associated with | 5.1.2.2.5.3 (0]
oneshot delivery
A.1.3 Client Addressing
Item Function Reference Status | Requirement
PPG-ADD-S-001 | Client Addressing 6 M PPG-ADD-S-00R (
PPG-ADD-S-003
PPG-ADD-S-002 | Support for user-defined identifiers 6 (0]
PPG-ADD-S-003 | Support for device addresses 6 0]
PPG-ADD-S-004 | Support for client address format 6.1 M
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