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1. Scope (Informative)

This document presents an overview of the XML DoentrManagement (XDM) enabler release 2.1. Spetifiaaserves
as an introduction to the functionality and arattilee of the XDM enabler.
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3. Terminology and Conventions

3.1

Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHAL", “SHALL NOT”, “SHOULD”, “SHOULD NOT",
“RECOMMENDED?”, “MAY”, and “OPTIONAL" in this documet are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” antrdbiuction”, are normative, unless they are exgijiéghdicated to be

informative.

3.2

Access Permissions
Access Permissions List
Alias Principal
Chargeable Event

Document Share by
Reference

Client
Enabler
Enabler Release

Extended Group
Advertisements

Forward List

Group

Group Usage List
History Information
12 Interface
Interface

Limited XQuery over
HTTP

Management Object
Primary Principal
Principal

Push Enabled Application
Push Initiator

Push Messages
Reference Point

Remote Network

Resource List Meta-
Information

Resource List Server

Subscriber

Definitions

Use definition from [XDM_RD].

A list of XDM resources that the Primary Principals permission to access.
Use definition from [XDM_RD].

Use definition from [Dict].

A function to share all content in two documentsuing one document as the master document ahe in t
other document only having a reference to that enakicument.

Use definition from [Dict].
Use definition from [Dict].
Use definition from [Dict].

A function to inform group members about e.g. mership in a Group as described in [XDM_RD] section
“Extended Group Advertisements'.

A document used to store the information relatethéoXDM Resources received through XDCP requests
from other users which is meant for forwarding XRésources.

Use definition from [XDM_RD].

Use definition from [XDM_RD].

The information containing the details of XDM Op@was performed on a particular XDM Document.
Use definition from [[OSE_AD_V1_0] sectionriterfaces of the OSE”.

The common boundary between two associated sys(&msice: [Dict])

The subset of XQuery functions that are used in OKIDM Search requests.

Use definition from [DM_SO)] sectiohStandardized Objects’.
Use definition from [XDM_RD].

Use definition from [Dict].

Use definition from [Push_AD-V2_2]

Use definition from [Push_AD-V2_2]

Use definition from [Push_AD-V2_2]

Use definition from [Dict].

A network where a requesting Principal is not asguber.

A document describing the state of virtual subsimigs associated with a list subscription. (Source:
[RFC4662])

RLSes accept subscriptions to resource lists amdi isetifications to update subscribers of the stétbe
resources in a resource list. (Source: [RFC4662])

Use definition from [Dict].

[0 2009 Open Mobile Alliance Ltd. All Rights Reserve  d.
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UPP Directory A UPP Directory as described in [XDM_RD] sectiddPP Directory".

URI List Use definition from [XDM_RD].

User Access Policy A User Access Policy as described in [XDM_RD] sartiUser Access Policy".

User Profile Use definition from [XDM_RD].

XDM Differential A format that conveys changes to an XDM Document.

XDMSs A logical entity to group XDMSs defined by the XDEhabler.

XDM Document Use definition from [XDM_RD].

XDM Document Part Use definition from [XDM_RD].

XDM Resource Use definition from [XDM_RD].

XDM Search A Limited XQuery over HTTP protocol used to seattth XML Resource located in any XDMS.

XML Document Command  An HTTP based protocol used to issue commandsrktatXDM Resource processing, which does not
Protocol include XCAP and XDM Search.

3.3 Abbreviations

CPM Converged IP Messaging

DM Device Management

GAA Generic Authentication Architecture
HTTP Hyper Text Transfer Protocol

IETF Internet Engineering Task Force

IM Instant Messaging

IP Internet Protocol

OMA Open Mobile Alliance

PoC Push to talk over Cellular

RLMI Resource List Meta-Information
RLS Resource List Server

SIC SIP/IP Core

SIMPLE SIP for Instant Messaging and Presence Leveragitengion
SIP Session Initiation Protocol

TLS Transport Layer Security

UE User Equipment

UPP User Preferences Profile

XCAP XML Configuration Access Protocol
XDCP XML Document Command Protocol
XDM XML Document Management
XDMC XML Document Management Client
XDMS XML Document Management Server
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XML Extensible Markup Language
XQuery XML Query

[0 2009 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-AD-XDM-V2_1-20091023-C Page 10 (36)

4. Introduction (Informative)

Architecture Document describes the features agtiitacture of the OMA XDM enabler.

4.1 Versionl.1

The XDM Enabler defines a common mechanism thatemaker-specific service-related information adbésto the
Enablers that need it. XDM specifies how such imfation is represented in well-structured XML docuatseas well as the
common protocol for access and manipulation (eeate, modify, delete, etc.) of such XML documents.

The XDM Specification [XDM_Core] defines the featarof the XDM Enabler, which include the following:

* The common protocol, XCAP [RFC4825], by which Pijrads can store and manipulate their service-rdldtda,
stored in a network as XML documents.

Documents accessed and manipulated via XCAP aredsito logical repositories in the network, callidMSs. Each
repository may be associated with a functionaltgmthich uses its data to perform its functions.

Each XML document stored in an XDMS is describedmag\pplication Usage, which enables applicatiansse the
document via XCAP. The XDM Enabler describes Apgiien Usages which can be reused by multiple Enslaled are
stored in logical entities called Shared XDMSs. tibeuments defined by the XDM V1.1 Enabler arectlews:

e URI List and Group Usage List documents storethen$hared XDMS.

4.2 Version 2.0

The XDM V2.0 Enabler defines new functionalitieatlextend XDM to support the OMA SIMPLE IM V1.0 aRdC V2.0
Enablers.

To accommodate the needs of these Enablers, fbavfioy functionalities are added in XDM V2.0:
»  Search for information in XDM Documents stored mX¥DMS;
* Network to Network Interface to enable search atdaval of information across multiple domainsgdan

e The SIP subscription/notification mechanism by vahRrincipals can be notified of changes to XDM Dwoemts or
XDM Document Parts.

XDM V2.0 inherits the Shared XDMS from XDM V1.0, foienames it as the Shared List XDMS to accommaosiateral
new documents that are stored in separate SharddiS{bgical entities:

*  Group XDM Document stored in the Shared Group XDMS;
» User Access Policy XDM Document stored in the Sthéelicy XDMS; and
* User Profile XDM Document stored in the Shared Rro{DMS.

The Group and User Access Policy XDM Document $tmgs are based on those of the PoC Group and BeCAdcess
Policy XDM Documents [PoC_XDM], respectively. Thé®Xl V2.0 Enabler defines how to handle backwards matibility
with the PoC V1.0 Enabler when the Shared Group XXiid Shared Policy XDMS are introduced in the netw

421 Version 2.1

The XDM V2.1 Enabler defines new functionalitieatlextend XDM. Among those functionalities someratated to the
requirements derived from other OMA Enablers @&A CPM 1.0, OMA CAB 1.0 and OMA POC 2.1).

The following functionalities are added in XDM V2.1

» Access Permissions to define which Principals highes to perform XDM functions to an XDM Resource;

[0 2009 Open Mobile Alliance Ltd. All Rights Reserve  d.
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* Notifying Principals when their Access Permissitms specific XDM Resource are changed;
» Document history management in order to capturees@mall) changes applied to an XDM Document;

» Restore operation which enables the authorizedipets to restore the XDM Documents to one of isvpus
versions;

» Forwarding of an XDM Document or XDM Document Pdiysa Principal with appropriate permissions tceoth
Principals;

» User Preferences Profiles which controls aspecdt®wafa user perceives and receives services;
e Support for searching for active sessions;

» Document Share by Reference which enables autlibFidecipals to share the contents of an XDM doaumeth
other Principals;

* An alternative mechanism to SIP to perform subsionpto XDM Resource changes and receive notificeti
indicating XDM Resource creations, modificationsl aemovals;

» Extensions to User Access Policy and Group XDM Doents; and

» XDM Differential write request to modify XDM Documé Parts with a single modify request, and XDM
Differential read request to retrieve XDM Docume@atrts by obtaining the changes to the XDM Documest,
opposed to obtaining the entire XDM Document

All “Shared xyz XDMS”s defined by the XDM Enablerearenamed to “xyz XDMS”.

NOTE: XDM V2.1 inherits the Shared List XDMS, Shait@roup XDMS, Shared Profile XDMS and Shared PoK®MS
from XDM V2.0, but renames them as the List XDMS3p@® XDMS, Profile XDMS and Policy XDMS.
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5. Architectural Model

The XDM Enabler defines a common mechanism thatesiaker-specific service-related information adbesso Enablers
that need it.

The architecture model is based on the requirenuaiised in [XDM_RD].

5.1 Dependencies

The XDM Enabler depends on the following externaldtional entities:
* SIP/IP Core and;

* Device Management Enabler [DM_ERELD].

5.2 Architectural Diagram

XDM-3
| XDM-5 ous D 1'
- Aggregation Proxy i i
XDM-11 = o ! '
o | 1
2 : '
XDM-4 XDM-6 = NN | H
XDM-13 % i i
xom-of S ! |
c Search hY i !
sl 19 XDM-7 Proxy ) : |
S HIEIEIAIEE o
= 2111131 |5 | |
) O EH M EAMIN I IELE ! !
Z > SNEEIIE I ERE XDM-15 === ! !
9) Q < lw) < ! ! 1
@ < < %) b X 1 I 1
S wn wn = 9 . ! : |
2 A LEIRE ! ' ! i
< (@] — 1 ! 1 I
n Subscription 100 ' ' !
— e ] bd Bd bd D18 ProxF;/ XDM 10: %’ LIP-1 :
' Enabler Specific XDMS ! = i !
-------------------------- ! oo : .
*XDMSs XDM2 . O | ! !
1O : :
1 a 1
XDM-12 LT i i
1 I : :
! |
XDM-1 ! ! ! Remote |
| | 1 Network !
Lo—ea L !

| XDM-17 i i XDM-16
. Push Enabler !

Dashed Boxes are not specified by the XDM enabler.
*XDMSs is a logical entity to map XDMSs together for simplification

Figure 1. XDM Architecture using Reference Points
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Figure 2: XDM Architecture using Interfaces

5.3 Functional Components and Interfaces/Reference Points
definition

53.1 XDM Functional Entities
5.3.1.1 XDMC

The XDMC is a Client used by a Principal to acoessous XDMS functions described in Section 5.3’XBMSs”. An
XDMC implementation may provide access to variaussgts of those XDMS functions, as required, subgemandatory
requirements. An XDMC may also act as a Push-Edabjgplication as specified in [Push_AD-V2_2].The M may be
implemented in both terminal and server entitidee XDMC uses XDM Interfaces that require authetittce The XDMC
is typically deployed outside of Trusted Networks

5.3.1.2 Aggregation Proxy

The Aggregation Proxy is the single contact pamtXDMCs to access XDM Resources stored in any XDWVig
Aggregation Proxy performs the following functions:

» Performs authentication of the XDMC. Alternativedyithentication can be enforced by other entiteas.
according to [SEC_CF-V1_0));
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Receives and routes individual XCAP requests tatreect XDMS or to the Cross-Network Proxy;
Receives and routes individual search requestset&earch Proxy;

Receives and routes individual XDCP requests toagpate XDM entity;

Optionally performs compression/decompression atiegrto the Service Provider’s local policy;

Optionally supports secure data transfer betwee\ggregation Proxy and the XDMC, (e.g. TLS) acaugdo the
Service Provider’s local policy.

5.3.1.3 Subscription Proxy

The Subscription Proxy is the contact point for ¥i2MC to subscribe for notification of changes ibDM Resources stored
in any XDMS. The Subscription Proxy supports thieofeing functions:

Receives subscriptions for notification of chanigeXDM Resources stored in any XDMS;

Performs back-end subscriptions for notificatiorclbinges in XDM Resources in a particular XDMS;
Maps XDM Resources to SIP addresses of appropXiatdSs;

Receives notifications from XDMS, and aggregatesriiprior to sending them to the XDMC;

Sends aggregated notifications to the XDMC.

5.3.14 Search Proxy

The Search Proxy is a server entity that perfotresfallowing functions:

Receives search requests;

Forwards search requests to a single or multigairces of the XDMS and/or to the Cross-NetworkPwhen
appropriate;

Receives search responses from a single or muitiplances of the XDMS and/or from the Cross-NekRnoxy
when appropriate;

Combines search results from a single or multipttances of the XDMS and/or also from the Crosswdek
Proxy before sending responses to the XDMC;

Sends search responses to the XDMC.

5.3.15 Cross-Network Proxy

The Cross-Network Proxy is the single contact pfantXDM entities located in different networks communicate over
trusted connection. The Cross-Network Proxy perfotie following functions:

Performs authentication of the remote network. ildtively the authentication can be enforced byuhaerlying
transport network;

Performs authorization of the remote network;

Receives and routes individual outgoing XCAP retpissthe Cross-Network Proxy of the remote network
Receives and routes individual outgoing searchesiguo the Cross-Network Proxy of the remote ngtwo
Receives and routes individual outgoing XDCP retpusthe Cross-Network Proxy of the remote network

Receives and routes individual incoming XCAP retm&sthe Aggregation Proxy;
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* Receives and routes individual incoming searchestuto the Search proxy;
» Receives and routes individual incoming XDCP retpisthe Aggregation Proxy;
»  Optionally performs compression/decompression aliagrto the Service Provider’s local policy;

» Optionally support secure data transfer betweerssChNetwork Proxies using (e.g. TLS) according o $ervice
Provider’s local policy.

5.3.1.6 XDMSs

XDMS is a server entity which manages XDM Documeiitee XDM Enabler defines five kinds of predefinéBMSs: List
XDMS, Group XDMS, Profile XDMS, Policy XDMS and UHBirectory XDMS. Other OMA enablers may define Eleab
Specific XDMSs.

Different kinds of XDMSs manage different kindsXiPM Documents. Application Usages supported byspecific
XDMS define what kinds of XDM Documents it manages.

XDMSs may support all or some of the following coomrfunctionality:
5.3.1.6.1 Document Management

In order to support document management an XDM8iges the following functionality:

* Provides storage for the content of XDM Documennis @ther data structures used for document managgmeg.
directory structure required by Application Usagkscess Permissions Documents, etc.);

e Performs authorisation of XDCP and XCAP requests.

5.3.1.6.2 Subscription and Notification of XDM Reso  urce Changes
In order to support subscriptions and notificatiohshanges an XDMS provides the following functtty:
« Performs authorisation of incoming subscription¥XERM Resource changes;

« Notifies subscribers of changes in XDM Resources;

« Provides aggregation of notifications of changesitdtiple XDM Resources.

5.3.1.6.3 Access Permissions
In order to support Access Permissions an XDMS idessthe following functionality:

« Manages and supports content of Access PermisXibivs Resources associated with managed XDM Resources

« Enforces Access Permissions for the managed XDMURess and ensures the validity of the resultirzssts of
XDM Documents and consistency of XML node addraggsietween those subsets and original XDM Documents;

« Updates authorised Principals’ Access Permissigstsdocuments in case of a change in Access Paomsstor
Primary Principal’s XDM Documents.

5.3.1.6.4 Search

In order to support searching of XDM Documents &MS provides the following functionality:

. Receives search requests;

. Provides search results.
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5.3.1.6.5 History and Restore

In order to support history and restore featureXRNS provides the following functionality:

. Records operations and the information about tleeatipns performed on managed XDM Documents basédeo
preferences set by the user;

. Restores managed XDM Documents back to one of pineirious versions.

5.3.1.6.6 Share by Reference
In order to support sharing of XDM Resources bgrefice an XDMS provides the following functionality

. Receives share by reference requests;

. Shares by reference the requested XDM Resouroesriages.

5.3.1.6.7 Forwarding
In order to support forwarding of XDM ResourcesxdMS provides the following functionality:

. Receives forwarding requests;

. Forwards the requested XDM Resources to speciéieipients.

5.3.1.7 List XDMS
The List XDMS manages and supports the followingdki of XDM Documents:
* URI List;
e Group Usage List;
* Access Permission List;
» Forward List;
»  Alias Principal List.
The List XDMS supports the following functions:
« Document Management as described in 5.3.1.6.1;
«  Subscription and Notification of XDM Resource Chas@s described in 5.3.1.6.2;
* Access Permissions as described in 5.3.1.6.3;
« History and Restore as described in 5.3.1.6.5;
« Share by Reference as described in 5.3.1.6.6;

« Forwarding as described in 5.3.1.6.7.
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5.3.1.8 Group XDMS
The Group XDMS manages and supports the followingscof XDM Documents:
e Group XDM Documents.
The Group XDMS supports the following functions:
« Document Management as described in 5.3.1.6.1;
e Subscription and Notification of XDM Resource Chas@s described in 5.3.1.6.2;
*  Access Permissions as described in 5.3.1.6.3;
* Search as described in 5.3.1.6.4;
« History and Restore as described in 5.3.1.6.5;
« Share by Reference as described in 5.3.1.6.6;
¢ Forwarding as described in 5.3.1.6.7;

e Supports Extended Group Advertisements.

5.3.1.9 Profile XDMS
The Profile XDMS manages and supports the followkiimgls of XDM Documents:
»  User Profile XDM Documents.
The Profile XDMS supports the following functions:
« Document Management as described in 5.3.1.6.1;
e Subscription and Notification of XDM Resource Chas@s described in 5.3.1.6.2;
* Access Permissions as described in 5.3.1.6.3;
* Search as described in 5.3.1.6.4;
« History and Restore as described in 5.3.1.6.5;
e Share by Reference as described in 5.3.1.6.6;

¢ Forwarding as described in 5.3.1.6.7.

5.3.1.10 Policy XDMS

The Policy XDMS manages and supports the follow{ildM Documents:
» User Access Policy XDM Documents.

The Policy XDMS supports the following functions:
« Document Management as described in 5.3.1.6.1

e Subscription and Notification of XDM Resource Chas@s described in 5.3.1.6.2;
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¢ Access Permissions as described in 5.3.1.6.3;
e History and Restore as described in 5.3.1.6.5;
« Share by Reference as described in 5.3.1.6.6;

e Forwarding as described in 5.3.1.6.7.

5.3.1.11 UPP Directory XDMS
The UPP Directory XDMS manages and supports tHeviiihg XDM Documents:
» UPP Directory XDM Documents.
The UPP XDMS supports the following functions:
* Document Management as described in 5.3.1.6.1;
e Subscription and Notification of XDM Resource Chas@s described in 5.3.1.6.2;
* Access Permissions as described in 5.3.1.6.3;
« History and Restore as described in 5.3.1.6.5;

« Share by Reference as described in 5.3.1.6.6.

5.3.1.12 Enabler Specific XDMS

The Enabler specific XDMSs manages and support X@ddources specific to the service enabler. Thelengpecific
XDMS may support parts or all of the following fuioms:

« Document Management as described in 5.3.1.6.1;

e Subscription and Notification of XDM Resource Chas@s described in 5.3.1.6.2;
¢ Access Permissions as described in 5.3.1.6.3;

e Search as described in 5.3.1.6.4;

e History and Restore as described in 5.3.1.6.5;

e Share by Reference as described in 5.3.1.6.6;

¢ Forwarding as described in 5.3.1.6.7;

« Enabler specific XDMS functions.

5.3.1.13  Subscription XDMS

The Subscription XDMS manages and supports theviatig XDM Documents:
» XDM Resource Subscription List.

The Subscription XDMS supports the following fuocts:
* Document Management as described in 5.3.1.6.1;

»  Subscription and Notification of XDM Resource Chas@s described in 5.3.1.6.2.
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5.3.1.14  XDM Agent

The XDM Agent is an XDM entity acting on behalf Application Server Users as a Client within thestea Networks.
The XDM Agent uses XDM Interfaces that do not reguwuthentication. An XDM Agent implementation npapvide
access to various XDMS functions described in $acki.3.1.6 XDMSs.

5.3.2  External Functional Entities Providing Servic  es to XDM
5.3.2.1 SIP/IP Core

The SIP/IP Core is a network of servers, such agi@s and/or registrars, which perform a varietg@dfvices in support of
the XDM Service, such as routing, authenticatiampression, etc. The specific features offereditigrént types of SIP/IP
Core networks will depend on the particulars oksthaetworks.

When the SIP/IP Core is realized using IMS, the OXIBMSs utilizes the capabilities of IMS as spedifia 3GPP [3GPP-
TS_23.228] and 3GPP2 [3GPP2-X.S0013-002], respygtiin such cases the SIP/IP Core performs tHeviig additional
functions in support of the XDM Service:

* Routes the SIP signalling between the XDMC, Supsion Proxy and the XDMSs;
» Provides discovery and address resolution services;
e Supports SIP compression;
» Performs a certain type of authorization of the XDlased on user’s service profile;
* Maintains the registration state;
» Provides charging information.
5.3.2.2 Void
The section is replaced by AppendXDM Service Provisioning”.
5.3.2.3 Push Enabler
The Push Enabler Performs the following functions:

» Sends Push Messages from a Push Initiator to aPruehled Application as specified in [Push_AD-VR_2

5.3.3  Description of XDM Reference Points
5.3.3.1 Reference Point XDM-1: XDMC - SIP/IP Core

The XDM-1 Reference Point supports the communioabetween the XDMC and the SIP/IP Core network. giteeocol for
the XDM-1 Reference Point is SIP.

The XDM-1 Reference Point provides the followingdtions:
e Subscription to the modification of any XDM Rescesg

* Notification of the modification of any XDM Resows.
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When SIP/IP Core corresponds with 3GPP/3GPP2 IM&) the XDM-1 Reference Point conforms to the GrfeRReice
Point for XDMCs implemented in a terminal entitysgecified in [3GPP-TS_23.002] [3GPP2-X.S0013-000].

The XDM-1 Reference Point consists of the SIC-&iifaice.
5.3.3.2 Reference Point XDM-2: XDMSs — SIP/IP-Core

The XDM-2 Reference Point supports the communicabietween the XDMSs (i.e. Profile XDMS, Group XDM3licy
XDMS, List XDMS, UPP directory XDMS and Enabler $gie XDMSs) and the SIP/IP Core. The protocol floe XDM-2
Reference Point is SIP.

The XDM-2 Reference Point provides the followingdtions:
»  Subscription to the modification of XDM Resourcestled by a particular XDMS;
» Notification of the modification of XDM Resourceardled by a particular XDMS;
Note: An XDMS can also subscribe to changes of XR&&ources.
» Sending of Extended Group Advertisements messagessie the XDMS is a Group XDMS.

When SIP/IP Core corresponds with 3GPP/3GPP2 Iki& the XDM-2 Reference Point conforms to the IS&eRence
Point [3GPP-TS_23.002] [3GPP2-X.S0013-000].

The XDM-2 Reference Point consists of the XDM-2dldhe SIC-2 Interfaces.
5.3.3.3 Reference Point XDM-3: XDMC — Aggregation P roxy

The XDM-3 Reference Point is between the XDMC drelAggregation Proxy. The protocols for the XDM-8f&ence
Point are XCAP and XDCP.

The XDM-3 Reference Point provides the followingdtions:
 Management of XDM Resources (e.g. create, modifyiave, delete, restore) handled by any XDMS;

» History Information management for XDM documentg(eetrieve the History Information related toXénpM
Document);

* Forwarding of XDM Resources handled by any XDMS;
» Access Permissions management for XDM Documentdlédiby any XDMS;

» History function related preferences managemegt @able/disable History function) for XDM Docunten
handled by any XDMS;

e Mutual authentication between XDMC and Aggregatioaxy;
* Optional compression according to the Service iens local policy.

When the SIP/IP Core network corresponds with 3GBPP2 IMS, then the XDM-3 Reference Point conforothe Ut
Reference Point [3GPP-TS_23.002] [3GPP2-X.S0013-000

The XDM-3 Reference Point consists of the XDM-3klfiace.
5.3.34 Reference Point XDM-4: Aggregation Proxy — XDMSs

The XDM-4 Reference Point is between the Aggregalooxy and the XDMSs. The protocols for the XDNRdference
Point are XCAP and XDCP.

The XDM-4 Reference Point provides the followingdtions:
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 Management of XDM Resources (e.g. create, modifyiave, delete, restore) handled by a particuMs;

» History Information management for XDM Documentgy(eetrieve the History information related toXddM
Document);

» Forwarding of XDM Resources handled by a particlBMS;
» Access Permissions management for XDM Documentdledrby a particular XDMS;

» History function related preferences managemegt émable/disable History function) for XDM Docunten
handled by particular XDMS;

* Management (e.g. create, modify, retrieve, deletstpre) of XDM Resources requested by an XDMShiaatdled
by any other XDMS.

The XDM-4 Reference Point consists of the XDM-4dldhe XDM-8.2i Interfaces.
5.3.3.5 Reference Point XDM-5: XDMC — Aggregation P roxy

The XDM-5 Reference Point is between the XDMC drelAggregation Proxy. The protocol for the XDM-5f&ence
Point is Limited XQuery over HTTP [XDM_Core].

The XDM-5 Reference Point provides the followingdtions:
» Searching information from XDM Documents storecity XDMS;
» Searching information from History Information XDBlbocuments stored in any XDMS;
*  Optional mutual authentication of search requesta/ben XDMC and Aggregation Proxy;
»  Optional compression according to the Service Plens local policy.

When the SIP/IP Core network corresponds with 3GBPP2 IMS, then the XDM-5 Reference Point conforonthe Ut
Reference Point [3GPP-TS_23.002] [3GPP2-X.S0013-000

The XDM-5 Reference Point consists of the XDM-Sielfiace.
5.3.3.6 Reference Point XDM-6: Aggregation Proxy —  Search Proxy

The XDM-6 Reference Point is between the Aggregaflooxy and the Search Proxy. The protocol forXbd/-6
Reference Point is Limited XQuery over HTTP.

The XDM-6 Reference Point provides the followingdtions:

e Searching information from XDM Documents storecity XDMS;

» Searching information from History Information XDBbcuments stored in any XDMS.
The XDM-6 Reference Point consists of the XDM-Gielrfiace.
5.3.3.7 Reference Point XDM-7: Search Proxy — XDMSs

The XDM-7 Reference Point is between the SearckyPaind the XDMSs. The protocol for the XDM-7 Refece Point is
Limited XQuery over HTTP.

The XDM-7 Reference Point provides the followingdtions:
e Searching information from XDM Documents store@mXDMS supporting search;
» Searching data from History Information storedinXMS supporting search of History Information.

The XDM-7 Reference Point consists of the XDM-7eifiace.
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5.3.3.8 Reference Point XDM-8: Aggregation Proxy —  Cross-Network Proxy

The XDM-8 Reference Point is between the Aggregafooxy and the Cross-Network Proxy. The protoémishe XDM-8
Reference Point are XCAP and XDCP.

The XDM-8 Reference Point provides the followingdtions:

* Forwarding of XDM Resource management requestsirsss between the Aggregation Proxy and the Cross-
Network Proxy.

The XDM-8 Reference Point consists of the XDM-&id the XDM-8.2i Interfaces.
5.3.3.9 Reference Point XDM-9: Search Proxy — Cross -Network Proxy

The XDM-9 Reference Point is between the SearckyPaiad the Cross-Network Proxy. The protocol fa& XDM-9
Reference Point is Limited XQuery over HTTP.

The XDM-9 Reference Point provides the followingdtions:

» Forwarding of search requests/responses betweeetireh Proxy and the Cross-Network Proxy.
The XDM-9 Reference Point consists of the XDM-9ddhe XDM-6i Interfaces.
5.3.3.10 Reference Point XDM-10: Subscription Proxy = — SIP/IP Core

The XDM-10 Reference Point supports the commurocalietween the Subscription Proxy and the SIP/IRe @etwork.
The protocol for the XDM-10 Reference Point is SIP.

The XDM-10 Reference Point provides the followingdtions:
»  Subscription to the modification of any XDM Ressg
» Notification of the modification of any XDM Resoes;
» Back-end subscription to the modification of XDMdRerrces handled by a particular XDMS;
» Notification of the modification of XDM Resourceardled by a particular XDMS.

When SIP/IP Core network corresponds with 3GPP ®MMSGPP2 MMD networks, then the XDM-10 Referencénfo
conforms to the ISC Reference Point as specifigdGPP-TS_23.002] [3GPP2-X.S0013-000].

The XDM-10 Reference Point consists of the XDM-40d the SIC-2 Interfaces.

5.3.3.11 Reference Point XDM-11: XDM Agent - Aggreg ation Proxy

The XDM-11 Reference Point supports the commurooatietween the XDM Agent and the Aggregation Prdke
protocol for the XDM-11 Reference Point is XCAP 2XIdCP.

The XDM-11 Reference Point provides the followingdtions:

» Management of XDM Resources (e.g. create, modifyiave, delete) handled by any XDMS in any network
The XDM-11 Reference Point consists of the XDM-8ti2erface.
5.3.3.12 Reference Point XDM-12: XDM Agent— SIP/IP  Core

The XDM-12 Reference Point supports the commurooatietween the XDM Agent and the SIP/IP Core. Tio¢ogol for
the XDM-12 Reference Point is SIP.

The XDM-12 Reference Point provides the followingdtions:
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»  Subscription to the modification of XDM Resourcemtiled by a particular XDMS;
* Notification of the modification of XDM Resourceardled by a particular XDMS.

When SIP/IP Core corresponds with 3SGPP/3GPP2 INE) the XDM-11 Reference Point conforms to the R&ference
Point [3GPP-TS_23.002] [3GPP2-X.S50013-000].

The XDM-12 Reference Point consists of the SICi2rface.
5.3.3.13 Reference Point XDM-13: XDM Agent - Search  Proxy

The XDM-13 Reference Point is between the XDM Agemd the Search Proxy. The protocol for the XDMRESerence
Point is Limited XQuery over HTTP.

The XDM-13 Reference Point provides the followingdtions:

e Searching information from XDM Documents storecity XDMS.
The XDM-13 Reference Point consists of the XDM1@ietface.
5.3.3.14 Reference Point XDM-14: XDM Agent — XDMSs

The XDM-14 Reference Point is between the XDM Agamd the XDMSs. The protocol for the XDM-14 RefarePoint is
XCAP and XDCP.

The XDM-14 Reference Point provides the followingdtions:

* Management of XDM Resources (e.g. create, modifyiave, delete) handled by a particular XDMS riggjdn the
same network as the XDM Agent;

*  Forwarding of XDM Resources handled by a particlBMS residing in the same network as the XDM Agent
The XDM-14 Reference Point consists of the XDM+terface.
5.3.3.15 Reference Point XDM-15: Aggregation Proxy  — Subscription Proxy

The XDM-15 Reference Point is between the Aggregaroxy and the Subscription Proxy. The protoookfie XDM-15
Reference Point is XDCP.

The XDM-15 Reference Point provides the followingdtions:

»  Subscription for Push Messages of XDM Resource @bsn
The XDM-15 Reference Point consists of the XDM-Ititerface.
5.3.3.16 Reference Point XDM-16: Subscription Proxy  — Push Enabler
The XDM-16 Reference Point is between the Subsorieroxy and the Push Enabler.
The XDM-16 Reference Point provides the followingdtions:

e Sending Push Messages to XDMCs.
The XDM-16 Reference Point consists of the Push-Ra€tface [Push_AD-V2_2]
5.3.3.17 Reference Point XDM-17: XDMC — Push Enable r
The XDM-17 Reference Point is between the XDMC #raPush Enabler.
The XDM-17 Reference Point provides the followingdtions:

* Reception of XDM Resource related push messages.
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The XDM-17 Reference Point consists of the Push-ldédrface [Push_AD-V2_2]

5.3.3.18 Reference Point XDM-18: Subscription Proxy = — XDMSs

The XDM-18 Reference Point is between the Subsorigeroxy and the XDMSs. The protocol for the XDIa-Reference
Point is XCAP.

The XDM-18 Reference Point provides the followingdtions:
* Manipulation of XDM Resource Subscription List frahe Subscription XDMS.
The XDM-18 Reference Point consists of the XDM+etface.

5.3.3.19 Reference Point NNI-1: Cross-Network Proxy  — Cross-Network Proxy of
remote network

The NNI-1 Reference Point supports the communingtetween XDM entities in different domains coneectia Cross-
Network Proxies. The protocols for the NNI-1 Refere Point are XCAP, XDCP and Limited XQuery overTHPT
transported optionally using any secure protocalasmection (e.g. TLS) according to the Servicevider's local policy.

5.3.4  External Reference Points Providing Services  to XDM
5341 Reference Point IP-1: SIP/IP Core — SIP/IP Core of remote network

The IP-1 Reference Point supports the communic&@ween the SIP/IP Core network and an XDMS irrémeote
network via the SIP/IP Core of the remote netwatke protocol for the IP-1 Reference Point is SIP.

When the SIP/IP Core network corresponds with 3GF® or 3GPP2 MMD networks, then the IP-1 RefereRoet
conforms to the Ici Reference Point as specifie@®PP-TS_23.002] [3GPP2-X.S0013-000].

The IP-1 Reference Point consists of the SIC-Ifate.

5.4 Description of Interfaces

54.1 XDM Interfaces
541.1 Interface XDM-2i: XDMSs

The XDM-2i Interface is exposed by the XDMSs. Thetpcol for the XDM-2i Interface is SIP.
The XDM-2i Interface provides the following funatis:
»  Subscription to the modification of XDM Resourcestled by a particular XDMS;
» Notification of the modification of XDM Resourceardled by a particular XDMS.
54.1.2 Interface XDM-3i: Aggregation Proxy
The XDM-3i Interface is exposed by the Aggregatisoxy. The protocols for the XDM-3i Interface ar€XP and XDCP.
The XDM-3i Interface provides the following functis:
 Management of XDM Resources (e.g. create, modifyiave, delete, restore) handled by any XDMS;

» History Information management for XDM Documentgy(eetrieve the History Information related to an
XDMDocument);

* Forwarding of XDM Resources handled by any XDMS;
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* Access Permissions management for XDM Documentdlédry any XDMS;

» History function related preferences managemegt éable/disable History function) for XDM Docunten
handled by any XDMS;

»  Optional mutual authentication between XDMC and reggtion Proxy;

»  Optional compression according to the Service Riens local policy.
54.1.3 Interface XDM-4i: XDMSs
The XDM-4i Interface is exposed by the XDMSs. Thetpcols for the XDM-4i Interface are XCAP and XDCP
The XDM-4i Interface provides the following funatis:

 Management of XDM Resources (e.g. create, modifyiave, delete, restore) handled by a particuMs;

» History Information management for XDM Documentgy(eetrieve the History information related toXipM
Document);

» Forwarding of XDM Resources handled by a particlBMS;
* Access Permissions management for XDM Documentdledrby a particular XDMS;

» History function related preferences managemeqgt @able/disable History function) for XDM Docunten
handled by a particular XDMS.

5414 Interface XDM-5i: Aggregation Proxy

The XDM-5i Interface is exposed by the Aggregatiioxy. The protocol for the XDM-5i Interface is Lited XQuery over
HTTP.

The XDM-5 Interface provides the following funct&n
e Searching information from XDM Documents storecity XDMS;
» Searching information from History Information XDBbcuments stored in any XDMS;
»  Optional mutual authentication of search requesta/ben XDMC and Aggregation Proxy;
*  Optional compression according to the Service Riens local policy.
5.4.15 Interface XDM-6i: Search Proxy

The XDM-6i Interface is exposed by the Search Prdke protocol for the XDM-6i Interface is LimitetQQuery over
HTTP.

The XDM-6 Interface provides the following funct&n
e Searching information from XDM Documents storecity XDMS;
» Searching information from History Information XDBbcuments stored in any XDMS.
5.4.1.6 Interface XDM-7i: XDMSs
The XDM-7i Interfaces is exposed by the XDMSs. Phetocol for the XDM-7i Interface is Limited XQueover HTTP.
The XDM-7i Interface provides the following functis:

e Searching information from XDM Documents store@mXDMS supporting search;
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e Searching data from History Information stored imXMS supporting search of History Information.

5.4.1.7 Interface XDM-8.1i: Cross-Network Proxy

The XDM-8.1i Interface is exposed by the Cross-NatwProxy. The protocols for the XDM-8.1i Interfaaee XCAP and
XDCP.

The XDM-8.1i Interface provides the following furats:

* Routing and forwarding of requests to the Crossaldet Proxy for management of XDM Resources (e.gats,
modify, retrieve, delete, forward) handled by arfyMS in remote networks;

» Receiving responses from the Cross-Network Prokyrfanagement of XDM Resources (e-g. create, modify,
retrieve, delete, forward) handled by any XDMSempte networks.

5.4.1.8 Interface XDM-8.2i: Aggregation Proxy
The XDM-8.2i Interface is exposed by the AggregatrRyoxy. The protocol for the XDM-8.2i InterfaceX€AP and XDCP.
The XDM-8.2i Interface provides the following furats:

» Forwarding of requests to the Aggregation Proxynfianagement of XDM Resources (e.g. create, modifsieve,
delete, forward) handled by any XDMS;

* Receiving responses from the Aggregation Proxyrfanagement of XDM Resources (e.g. create, modifyieve,
delete, forward) handled by any XDMS.

5.4.1.9 Interface XDM-9i: Cross-Network Proxy

The XDM-9i Interface is exposed by the Cross-Netw@roxy. The protocol for the XDM-9i Interface isnited XQuery
over HTTP.

The XDM-9i Interface provides the following funatis:
* Routing and forwarding of search requests to ttes$&Network Proxy for searches in remote domains;
* Receiving search responses from the Cross-NetwarkyHor searches in remote domains.
5.4.1.10 Interface XDM-10i: Subscription Proxy
The XDM-10i Interface is exposed by the SubscripfRsoxy. The protocol for the XDM-10i InterfaceS¢P.
The XDM-10i Interface provides the following funmtis:
*  Subscription to modifications of any XDM Resources;
* Notification of modifications of any XDM Resources.
54.1.11 Interface XDM-15i: Cross-Network Proxy

The XDM-15i Interface is exposed by the Cross-NeknRroxy. The protocols for the XDM-15i Interface XCAP and
XDCP transported using any secure protocol or cctimee.g. TLS between remote networks.

The XDM-15i Interface provides the following funmtis:

» Forwarding of requests to the Cross-Network Praxynianagement of XDM Resources (e.g. create, modify
retrieve, delete) handled by any XDMS residinghi@ same domain as the Cross-Network Proxy;
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* Receiving responses from the Cross-Network Prdgiesmanagement of XDM Resources (e.g. create, mpodif
retrieve, delete) handled by any XDMS residinghiie same domain as the Cross-Network Proxy.

54.1.12 Interface XDM-16i: Cross-Network Proxy

The XDM-16i Interface is exposed by the Cross-NeknRroxy. The protocol for the XDM-16i Interfacelisnited XQuery
over HTTP transported using any secure protocebanection e.g. TLS between remote networks.

The XDM-16i Interface provides the following funmtis:

» Forwarding of search requests to the Cross-Net®Wooky for searching information from XDM Documestsred
in any XDMS residing in the same domain as the &idstwork Proxy;

* Receiving search responses from the Cross-NetwarkyHor the search requests.
5.4.1.13 Interface XDM-17i: Subscription Proxy
The XDM-17i Interface is exposed by the Subscripfyoxy. The protocol for the XDM-17i InterfaceX®CP.
The XDM-17i Interface provides the following funat:

»  Subscription for Push Messages of XDM Resource gdsn

5.4.2  External Interfaces used by the XDM Enabler
5421 Interface SIC-1: SIP/IP Core

The SIC-1 Interface is exposed by the SIP/IP Ceteork and reused by the XDM Enabler. The protéaothe SIC-1
Interface is SIP.

The SIC-1 Interface provides the following functon
* Authentication;
»  Subscription to the modification of any XDM Ressg
* Notification of the modification of any XDM Reso@s.

When the SIP/IP Core network corresponds with 3GFP® or 3GPP2 MMD networks, then the SIC-1 Interfacaforms to
the interface that the Gm Reference Point is aededgsough as specified in [3GPP-TS_23.002] [3GRFEB013-000].

54.2.2 Interface SIC-2: SIP/IP Core

The SIC-2 Interface is exposed by the SIP/IP Cetwork and reused by the XDM Enabler. The protéaothe SIC-2
Interface is SIP.

The SIC-2 Interface provides the following functon
»  Subscription to the modification of any XDM Ressg
* Notification of the modification of any XDM Resoes;
» Sending of Extended Group Advertisements messagessie the XDMS is a Group XDMS.

When the SIP/IP Core network corresponds with 3GFP® or 3GPP2 MMD networks, then the SIC-2 Interfaocaforms to
the interface that the ISC Reference Point is aszkbthrough as specified in [SGPP-TS_23.002] [3GRED013-000].
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54.2.3 Interface SIC-3: SIP/IP Core

The SIC-3 Interface is exposed by the SIP/IP Cackraused by the XDM Enabler. The protocol for #€-3 Interface is
SIP.

» The SIC-3i Interface supports the communicationvieen SIP/IP Core networks.

When the SIP/IP Core network corresponds with 3GF® or 3GPP2 MMD networks, then the SIC-3 Interfacaforms to
the interface that the Ici Reference Point is asegshrough as specified in [SGPP-TS_23.002] [3GRRAD013-000].

54.2.4 Interface Push-PAP: Push Enabler
This interface is described in [Push_AD-V2_2]

5.4.2.5 Interface Push-CAl: Push Enabler
This interface is described in [Push_AD-V2_2]

5.5 Security Considerations

The XDM Agent is authorized in the XDMS based oa tbceived identity information;

For an XDMC, the necessary integrity and confidaityi protection (e.g. TLS) and authentication (¢ig TP Digest
[RFC4825], GAA [3GPP-TS_33.222]) are enforced aditwy to Service Provider’s local policy.
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6. Backward Compatibility
6.1 Backward Compatibility towards the XDM 2.0 vers  ion

The following deployment scenarios are supportedife purpose of backward compatibility for the X[Bviabler version
2.1 described in this document:

Scenario A) whereby:

» XDM Enabler version 2.0 [XDM_ERELD-V2_0] server gptimplementations are replaced with XDM Enabler
version 2.1 server entity implementations; and

« XDM Enabler version 2.0 [XDM_ERELD-V2_0] XDMC impheentations exist e.g. embedded in other Enablers
entities.
In order to support Scenario A) it is requiredttha

» All XDM Enabler version 2.1 XDM entities supports dDM Enabler version 2.0 functions including thackward
compatibility scenarios described in section 6.2:

Scenario B) whereby:

» XDM Enabler version 2.0 [XDM_ERELD-V2_0] server éptimplementations are not replaced with XDM Ereabl
version 2.1 [XDM_ERELD-V2_1] server entity implemations; and

« XDM Enabler version 2.1 [XDM_ERELD-V2_1] XDMC impheentations are introduced e.g. via other Enablers.
In order to support Scenario B) it is requiredtha

+ XDM Enabler version 2.1 XDMC implementations use XDM Enabler defined capability requests to find o
with type of XDM Documents that are supported idesrto use only XDM Enabler version 2.0 specifidd
Documents.

NOTE: The XDM Enabler version 2.0 entities “Shat@dup XDMS”, “Shared List XDMS”, “Shared Policy XD$ and
“Shared Profile XDMS” have in the XDM Enabler vensi2.1 been renamed to “Group XDMS”, “List XDMSR6licy
XDMS” and “Profile XDMS” but this does not affedig¢ implementation of any other entity implementedoading to the
XDM Enabler versions 2.0 or 2.1 specifications.

6.2 Backward compatibility towards the XDM Enabler version
1.1 and the PoC Enabler version 1.0.

The following deployment scenarios are supportedtfe purpose of backward compatibility for the XBviabler version
2.0 [XDM_ERELD-V2_0]:

Scenario A) whereby:

* The XDM Enabler version 1.1 [XDM_ERELD-V1_1] is leped with the XDM Enabler version 2.0
[XDM_ERELD-V2_0]. The PoC Enabler version 1.0 [P&RELD-V1_0] is replaced with the PoC Enabler
version 2.0 [PoC_ERELD-V2_0]. The PoC Enabler varsd.0 and later shares Group and User AccessyPolic
XDM Documents in Shared Group XDMS and Shared Ro{ioMS, with other Enablers (e.g., SIMPLE IM
Enabler version 1.0 [IM_ERELD-V1_0));

* The XDM version 1.1 clients implemented in a Po@ian 1.0 compliant UE are supported for the puepafs
backward compatibility;
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The XDM version 1.1 clients implemented in a Po@sian 1.0 compliant PoC Application Server are not
supported, as the PoC Enabler is upgraded to ve?sty

The XDM version 2.0 clients implemented in a Po@ian 2.0 compliant UE are supported;

The XDM version 2.0 clients implemented in a Po@ian 2.0 compliant PoC Application Server are suiga.

In order to support Scenario A) it is required that

The Aggregation Proxy supports also via the Refard?oint XDM-4 the Reference Point PoC-7 [PoC_AD-VL
to route the PoC group or PoC User Access PoliciXDbcument requests to Shared Group XDMS or Shared
Policy XDMS respectively;

The Shared Group XDMS supports also via the Refer&oint XDM-2 the Reference Point PoC-6 [PoC_AD-
V1_0] to process the PoC group XDM Documents StRiests and to generate corresponding responses and
generate SIP requests and to process correspamdipgnses as if it is PoC XDMS [PoC_AD-V1_0j;

The Shared Group XDMS supports also via the Refer&oint XDM-4 the Reference Point PoC-7 [PoC_AD-
V1_0] to process the PoC group XDM Documents reiguasd to generate corresponding responses ds RPiC
XDMS [PoC_AD-V1_0j;

The Shared Policy XDMS supports also via the Refegd?oint XDM-2 the Reference Point PoC-6 [PoC_AD-
V1_0] to process the PoC User Access Policy XDMWoent SIP requests and to generate corresponding
responses and to generate SIP requests and tesprmmeesponding responses as if it is PoOC XDME[AD-
V1 0]

The Shared Policy XDMS supports also via the Refegd?oint XDM-4 the Reference Point PoC-7 [PoC_AD-
V1_0] to process the PoC User Access Policy XDM Doent requests and to generate corresponding respas
if it is PoC XDMS [PoC_AD-V1 _0]; and

The XDM version 1.0 clients implemented in a Po@ian 1.0 compliant UE are able to make requestaith the
Reference Point XDM-3 to access the PoC group @r Bser Access Policy XDM Documents in Shared Group
XDMS or Shared Policy XDMS, as if they reside indPEDMS.

Scenario B) whereby:

The XDM Enabler version 1.1 [XDM_ERELD-V1_1] is #teped with the XDM Enabler version 2.0
[XDM_ERELD-V2_0] due to other Enablers (e.g., SIMPLM version 1.0 [IM_ERELD-V1_0]) than PoC Enabler
version 1.0 [PoC_ERELD-V1_0]. However, the PoC Heabersion 1.0 remains as it is. The PoC Enaldesion
1.0 does not share PoC group or PoC User AccegsyPXdM Documents with other Enablers, but keepsthin
PoC XDMS [PoC_AD-V1_0j;

The XDM version 1.1 clients implemented in a Po@ian 1.0 compliant UE are supported for the puepafs
backward compatibility;

XDM version 1.1 clients implemented in a PoC vanslod compliant PoC Application Server are suppbfte the
purpose of backward compatibility;

The XDM version 2.0 clients implemented in a Po@ian 2.0 compliant UE are supported;

XDM version 2.0 clients implemented in a PoC vens200 compliant PoC Application Server are not sufgul as
the PoC Enabler remain as version 1.0.

In order to support Scenario B) it is requireditha

The Aggregation Proxy supports also via the Refagd?oint XDM-4 the Reference Point PoC-7 [PoC_AD-VL
to route the PoC group or PoC User Access PoliciiXIbcuments requests to PoC XDMS; and
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* The XDM version 2.0 clients implemented in a Po@ian 2.0 compliant UE are able to use their embdd®bC
version 1.0 functions to make requests throughRitference Point XDM-3 to access the PoC group @ Bser
Access Policy XDM Documents in PoC XDMS.
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Appendix B. How to show re-use of the XDM Enabler (Informative)

This section describes how OMA Enabler can re-heeXDM Enabler and shows how this should be redidén the
Enabler’'s architecture diagrams.

To make the architecture diagrams of Enablers irg$DM Enabler simpler, the architecture diagrashsuld show only
how the Enabler is using the different XDMSs antlthe entire XDM archictecture model. The architeetdocument is
recommended to include the following information:

* Afigure as shown below as part of the “Architeatudiagram” section. It is recommended

(o]

(0]

(o]

to shows which Enabler specific entities that ai@egithe XDM Enabler;
to show which XDMSs that the Enabler is using;
to show which of XDM/SIC Interfaces Enabler speac#ntities are using;

to show an Enabler Specific Entity with an embeddB®dC when the functions of an XDMC defined in
the XDM Enabler does not cover needs of the reusimapler;

not to show in the “main” Enabler architecturalgtiaam how the XDM Enabler is used.

* Inthe section “Functional Entities” it is recomnakexl that per Entity using the XDM Enabler it igdi$ which
particular XDMSs this entity is using;

* Inthe section “Functional Entities” it is recomnakexl that per Enabler Specific XDMS it is listed ethXDM
functions in the list in section 5.3.1.12 it suggpr

» The XDM Interfaces in the diagram are recommenddrttdescribed under a Sub section “External lated”
under the “Interfaces” Section in the architectdmeument. The description is recommended only tdaio a text
that contains a reference to the XDM-AD e.g. “THeM:-8.2i Interface is described in [XDM_AD]".

XDMC
Enabler Specific XDMS I
XDM-8.2i :
oM | Group XDMS : ! XDM-3i
y AR SO ottt ' — ]
E;:gfcr ! '1 ! Enabler
i _Ai i (T DRt ; . specific
Enty ~ |XOMedl 0 List XDMS | | XDMS5i Entity
(XDM LTI ' | xomc
Agent) | SIC-2 -u‘ I 1 ( )
! ! Profile XDMS H
————————————————————————————————————————— sic-1
Policy XDMS

Dashed Boxes and Interfaces are described in [XDM_AD]

Figure 3: How to show reuse of the XDM Enabler.
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Appendix C. XDM Service Provisioning

An XDM Service provider can set up the XDM Serviomfigurations remotely in an XDMC in a terminalviz. When
DM Enabler [DM_ERELD] is deployed, Device managetesspecified in [DM_SO] provides the supportriemote

provisioning and management of an XDM Enabler dgetManagement Object containing necessary cordtgan
parameters for the XDMC in the terminal device.
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Appendix D. Use of Charging Enabler for XDM Charging (Informative)

The OMA Charging Enabler [Charging_AD] coordinatdsarging data triggers and flow from OMA Enabler®ian
underlying charging infrastructure, supporting oreland off-line charging. XDM entities that maytiopally report
Chargeable Events are:

» Aggregation Proxy;
»  Subscription Proxy;
» Search Proxy;

» XDM Enabler defined XDMSs (i.e. Profile XDMS, GroDMS, Policy XDMS, List XDMS and UPP Directory
XDMS);

» Enabler specific XDMSs.
The CH-1 and CH-2 Interfaces are described in [@ihgr AD].

Implementations of XDM components may act as Cimgrginabler users [Charging_AD]. Figure 4 showdtierfaces
between these entities and the charging Enables. Iifterfaces are currently supported by the Chgr@inabler, CH-1 for
offline charging and CH-2 for on line charging. Ebere described in [Charging_AD].

Aggregation Proxy CH.2
CH1 |

Cross-Network Proxy CH2 |
CH1 |

XDMS CH2 | |

W Charging !

i Enabler

CH-1 | i

Search Proxy CH-2 ' 5
CH1 |

Subscription Proxy CH-2 !
XDM Enabler

Dashed Boxes and Interfaces are not specified by XDM Enabler

Figure 4: XDM Enabler Use of the Charging Enabler'sCH-1 and CH-2 Interfaces
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