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1. Scope

The present document specifies OMA LPP Extensions (LPPe) Release 2.0.
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"PKCS#1 v2.1: RSA Cryptography Standard", RSA Laboratories, June 2002, URL:
ftp://ftp.rsasecurity.com/pub/pkcs/pkes-1/pkes-1v2-1.pdf.

IETF RFC 2119, “Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997,
URL :http://www.ietf.org/rfc/rfc2119.txt

IETF RFC 3447, “Public-Key Cryptography Standards (PKCS) #1: RSA Cryptography Specifications
Version 2.1, URL.: http://www.ietf.org/rfc/rfc3447.txt

IETF RFC 3825, “Dynamic Host Configuration Protocol Option for Coordinate-based Location
Configuration Information” URL.: http://www.ietf.org/rfc/rfc3825.txt.

IETF RFC 3986, “Uniform Resource Identifier (URI): Generic Syntax”. T. Berners-Lee, R. Fielding.
January 2005, URL.:http://www.ietf.org/rfc/rfc3986.txt

IETF RFC 4119, “A Presence-based GEOPRIV Location Object Format™, J. Peterson. December 2005,
URL.:http://www.ietf.org/rfc/rfc4119.txt

IETF RFC 4234, “Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell.
October 2005, URL:http://www.ietf.org/rfc/rfc4234.txt

IETF RFC 4776, Dynamic Host Configuration Protocol (DHCPv4 and DHCPV6) Option for Civic
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2013,

URL :http://www.ietf.org/rfc/rfc6848.txt
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2.2 Informative References

[GPS-1CD-200D]
[JPEG]

[OMADICT]

Navstar Global Positioning System Interface Control Specification 200-D

G. K. Wallace, “The JPEG still picture compression standard,” IEEE Trans. Consumer Electronics, vol.
38, no. 1, pp. xviii-xxxiv, Feb. 1992.

“Dictionary for OMA Specifications”, Version 2.8, Open Mobile Alliance™,
OMA-ORG-Dictionary-V2_8, URL.:http://www.openmobilealliance.org/

2020 Open Mobile Alliance. All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.


http://www.itu.int/rec/T-REC-T.81/en
http://www.itu.int/rec/T-REC-T.81/en
http://www.3gpp.org/ftp/specs/html-info/37355.htm
http://csrc.nist.gov/publications/fips/fips180-4/fips-180-4.pdf
http://csrc.nist.gov/publications/fips/fips180-4/fips-180-4.pdf
http://csrc.nist.gov/publications/nistpubs/800-38a/sp800-38a.pdf
http://www.openmobilealliance.org/
http://www.openmobilealliance.org/Tech/OMNA/
ftp://ftp.rsasecurity.com/pub/pkcs/pkcs-1/pkcs-1v2-1.pdf.
ftp://ftp.rsasecurity.com/pub/pkcs/pkcs-1/pkcs-1v2-1.pdf.
http://www.ietf.org/rfc/rfc2119.txt
http://www.ietf.org/rfc/rfc3447.txt
http://www.ietf.org/rfc/rfc3825.txt
http://www.ietf.org/rfc/rfc3986.txt
http://www.ietf.org/rfc/rfc4119.txt
http://www.ietf.org/rfc/rfc4234.txt
http://www.ietf.org/rfc/rfc5139.txt
http://www.ietf.org/rfc/rfc6848.txt
http://www.openmobilealliance.org/
http://www.openmobilealliance.org/

OMA-TS-LPPe-V2_0-20200804-C Page 18 (426)

[RTCM 10403.1] Differential GNSS (Global Navigation Satellite Systems) Services - Version 3 + Amendments 1, 2, and 3
to RTCM 10403.1, June 2009, Radio Technical Commission for Maritime Services,

URL:http://www.rtcm.org

[SP3-C] The Extended Standard Product 3 Orbit Format SP3-c. National Geodetic Survey, National Ocean Service,
NOAA. 12th February 2007.
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3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”,
“RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be
informative.

3.2 Definitions

Baseline Vector between antenna reference points
Relative Position See baseline
Relative Velocity First time derivative of the baseline
Server Termination point of LPP
Target Termination point of LPP
3.3 Abbreviations
AD Assistance Data
AP Access Point
ARFCN Absolute Radio Frequency Channel Number
BCCH Broadcast Control Channel
BSIC Base Station Identity Code
BSSID Basic Service Set Identifier
BT Bluetooth
BT LE Bluetooth Low Energy
BTS Base Transceiver System
CCP Continuous Carrier Phase
CCPCH Common Control Pilot Channel
CPICH Common Pilot Channel
DL-AoD Downlink Angle-of-Departure
DL-TDOA Downlink Time Difference Of Arrival
DSL Digital Subscriber Line
EARFCN EUTRA Absolute Radio Frequency Channel Number
ECID Enhanced Cell ID
EDGE Enhanced Data rates for Global Evolution
EGM Earth Gravity Model
E-OTD Enhanced Observed Time Difference
EPDU External Protocol Data Unit
EPRE Energy Per Resource Element
E-UTRAN Evolved UTRAN
FDD Frequency-Division Duplex
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GERAN
GNSS

GSM
HA GNSS

HeNB
HNB
ICI
IPDL
LAN
LBS
LCS
LPP
LPPe
LTE
MBS
NAT
NFC
NR
OMA
OTD
OTDOA
P-CPICH
pidf-lo
QoR
RAN
RLE
RS
RSSI
RTD
SLP
SRN
SSID
SUPL
SV
TA
TDD
TEC
TECU
TOA

GSM/EDGE RAN

Global Navigation Satellite System, collective name for a variety of satellite positioning systems including GPS,

Galileo and GLONASS

Global System for Mobile communications

High Accuracy GNSS. Refers to using continuous carrier phase measurements to deduce the accurate location of the

target device.

Home eNodeB

Home Node B

Indirect Code Identifier

Idle Period Downlink

Local Area Network

Location-Based Services

Location Services

LTE Positioning Protocol, defined in 3GPP TS 37.355
OMA LPP Extensions

Long Term Evolution

Metropolitan Beacon System
Network Address Translation

Near Field Communications

New Radio

Open Mobile Alliance

Observed Time Difference

Observed Time Difference of Arrival
Primary Control Pilot Channel
Presence Information Data Format Location Object
Quality of Reference station

Radio Access Network

Run-Length Encoding

Reference Signal

Received Signal Strength Indicator
Real Time Difference

SUPL Location Platform

Short Range Node

Service Set Identifier

Secure User Plane Location

Space Vehicle

Timing Advance

Time-Division Duplex

Total Electron Content

TEC Unit, 106 electrons per square meter
Time Of Arrival
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UARFCN
UE
UMTS
URI

uTC
UTRA
UTRAN
WA
WGS
WLAN

UTRA Absolute Radio Frequency Channel Number
User Equipment

Universal Mobile Telecommunication System
Uniform Resource Identifier [#B073]

Universal Time Coordinated

UMTS Terrestrial Radio Access

UMTS Terrestrial RAN

Wide Area

World Geodetic System

Wireless Local Area Network
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4. Introduction

4.1 Version 1.0

LTE Positioning Protocol LPP is a positioning protocol for E-UTRAN control plane. However, LPP has been designed in
such a way that it can also be utilized outside the control plane domain such as in the user plane in the context of SUPL.

LPP elementary messages (Request and Provision of Capabilities and Location Information and Assistance Data) each
include a container, an EPDU, which can be used by standardization fora outside 3GPP to define their own extensions to LPP
messages. OMA LPP Extensions take advantage of this option.

A variety of known and emerging positioning technologies are not in the scope of 3GPP work. This is natural, because
control plane deployments are bandwidth-constrained and limited to access types that are part of the control plane system.
However, the user plane does not have any such limitations and, hence, new positioning technologies improving accuracy,
availability and integrity can be realized in the user plane.

The advantages resulting from OMA building LPPe on top of the 3GPP-defined LPP include the convergence of control and
user plane positioning protocols, reduced work load and being able to use the same LPP and LPPe protocol stack both in the
control and user plane.

4.2 Version 1.1

LPPe Version 1.1 supports the following capabilities additional to those in Version 1.0:
o Broadcast of unsolicited LPP/LPPe Provide Assistance Data messages
e Request and provision of assistance data point to point related to LPP/LPPe broadcast support

Receipt of broadcast LPP/LPPe Provide Assistance Data messages can be backward compatible with a target that supports
version 1.0 of LPPe in the sense that such messages may be provided (e.g. by a broadcast process in the target) to an LPPe
process in the target without causing errors or rejection of the contained assistance data. This backward compatibility applies
to unencapsulated LPP/LPPe messages but not to encapsulated messages (see section 5.2.5.1).

4.3 Version 2.0

LPPe Version 2.0 supports the following capabilities additional to those in Version 1.0 and 1.1:
e  Support of new positioning methods
e  Support for Indoor location

e  Support for Crowd Sourcing
4.4  Version Negotiation (Normative)

Each LPPe message segment indicates the version of the LPPe protocol that was used to encode it. The version includes a
major version number (0-255) and a minor version number (0-255). Later major versions of LPPe should be backward
compatible at both a procedural level and an encoding level with earlier versions. Later minor versions SHALL be backward
compatible with previous minor versions for the same major version number.

To allow for possible non-backward compatibility between different major LPPe versions, an LPPe message segment also
carries a compatibility level (0-15). The compatibility level for this version of LPPe is zero. The compatibility level SHALL
be increased in any new major version of LPPe that is non-backward compatible with the previous major version. A receiver
SHALL discard any received LPPe message that indicates a compatibility level different to all those supported and may
return an LPP/LPPe Error message indicating the highest LPPe compatibility level supported.
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If a receiver supports the LPPe compatibility level indicated in a received LPPe message but supports a higher major and/or
minor version of LPPe than indicated in the message, it may either use the higher major/minor version in subsequent LPPe
messages that it sends and allow for the possibility that not all information will be understood or fallback to the lower
major/minor version. If a receiver supports the compatibility level indicated in a received LPPe message but supports only a
lower major and/or minor version of LPPe than indicated, it SHALL use the highest major/minor version of LPPe that it
supports in subsequent LPPe messages. Once either end has sent an LPPe message to the other end, it SHALL continue to
use the same major/minor version of LPPe in subsequent messages belonging to the same LPP session. Version adaptation is
thus applicable only to a receiver that has not yet sent an LPPe message on any new session.

Table 1: shows the association between compatibility levels and major LPPe versions.

Compatibility Level Major Version

0 1

0 2

Table 1: LPPe Compatibility Levels and Major Versions
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5. LPPe functionality (Normative)
The LPPe protocol functionality builds on the 3GPP LPP procedure and transaction handling.

5.1 Integration with 3GPP LPP

The extension of 3GPP LPP messages is based on the EPDU-Sequence (External Protocol Data Unit) included in the
following 3GPP messages:

e LPP Provide / Request Capabilities (from 3GPP Rel-9 or later)

e LPP Provide / Request Assistance Data (from 3GPP Rel-9 or later)

e LPP Provide / Request Location Information (from 3GPP Rel-9 or later)
e LPP Abort (from 3GPP Rel-9 or later)

e LPP Error (from 3GPP Rel-9 or later)

The LPP transaction control is handled by the LPP messaging and, thus, LPPe message extensions do not need to carry a LPP
transaction ID.

EPDU is defined in Chapter 6.4.1 of [LPP]:

EPDU-Sequence ::= SEQUENCE (SIZE (l..maxEPDU)) OF EPDU
maxEPDU INTEGER ::= 16
EPDU ::= SEQUENCE {

ePDU-Identifier EPDU-Identifier,

ePDU-Body EPDU-Body
}

EPDU-Identifier ::= SEQUENCE ({
ePDU-ID EPDU-ID,
ePDU-Name EPDU-Name OPTIONAL,

}
EPDU-ID ::= INTEGER (1..256)
EPDU-Name ::= VisibleString (SIZE (1..32))

EPDU-Body ::= OCTET STRING

EPDU-Sequence field descriptions

EPDU-ID
This field provides a unique ID for the external positioning method.

EPDU-Name

This field provides an optional character encoding which can be used to provide a quasi-unique name for an external
PDU - e.g., by containing the name of the defining organization and/or the name of the associated public or
proprietary standard for the EPDU.

EPDU-Body
The content and encoding of this field are defined externally to LPP.
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External PDU Identifier Definition

EPDU-ID EPDU Defining entity Method name Reference
1 OMA LOC OMA LPP extensions (LPPe) OMA-TS-LPPe V1 0

LPPe specifies an extension to each of the eight LPP messages as shown at the beginning of this section. When encoding the
LPP/LPPe message, it is expected that the LPPe extension for the message is first parsed and the resulting ASN.1-coded
binary stream is included in the EPDU-Body of the EPDU in the appropriate message.

Duplication of information in LPP and LPPe layer within an “LPP Request” message SHOULD be avoided. If contradicting
information is received in LPP and LPPe layer within an “LPP Provide” message the recipient SHALL use the information in
LPPe layer.

5.2 LPPe Procedures

Procedures defined in [LPP] carry over to use of LPP with LPPe._The additional procedures defined in this section apply to
LPPe only and extend the LPP procedures defined in [LPP].

5.2.1 Periodic/Triggered Assistance Data Transfer with Update

This procedure enables a target to request a server to send assistance data periodically either at defined intervals or when
specific triggering criteria are met. The procedure also allows a target or a server to modify the type of assistance data and/or
the periodicity and triggering criteria while the delivery procedure is ongoing. The procedure SHALL NOT be combined
with the support of any other assistance data and SHALL thus use LPP transactions that are dedicated to starting, transferring
or updating one specific type of Periodic/Triggered Assistance Data.

5211 Initiating and Terminating the Procedure

Figure 1 shows how a Periodic/Triggered Assistance Data Transfer with Update may be initiated and terminated.

Target Server
1. LPP Re_questAssstanceData (transaction T1, —_
session S, LPPe Control Parameters) Control
i i i Transaction T1
2. LPP Prov_ldeASS|stanceData (end transaction T1,
session S, LPPe Control Parameters) —
3. LPP ProvideAssistanceData (transaction T2, _
session S, LPPe Data Parameters)
4. LPP ProvideAssistanceData (transaction T2,
session S, LPPe Data Parameters)
—————————— 5. LPP Abort (transaction T2y — — — — — — — — P Data
Transaction T2
<+ - ——————- 6. LPP Abort (transaction T2 — — — — — — — — — 1
7. LPP ProvideAssistanceData (end transaction T2,
session S, LPPe Data Parameters) ]

Figure 1: LPPe Periodic/Triggered Assistance Data transfer procedure with Update
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1. The target sends an LPP RequestAssistanceData message to the server using some available transaction ID T1. The
message contains a periodic/triggered session ID S (different to any other LPPe periodic/triggered session 1D currently
in use between the target and server), an indication that this is an initial request for a Periodic/Triggered Assistance
Data transfer and LPPe control parameters identifying the type of assistance data being requested, the triggering or
periodicity conditions for sending it and either a duration or other specific conditions for ending the assistance data
transfer.

2. The server responds with an LPP ProvideAssistanceData message to the target. The message uses the transaction 1D
T1 in step 1 and indicates the end of this transaction. The message contains the periodic/triggered session ID S, an
indication that this is a response to an initial request, and LPPe control parameters indicating whether or not the
request in step 1 can be supported. If the request can be supported, the LPPe control parameters may explicitly
confirm or redefine the type of assistance data, the triggering or periodicity parameters and the duration or other
conditions for ending the assistance data transfer. Further characteristics of the assistance data to be delivered may
also be provided. If the procedure cannot be supported, an error reason SHALL be provided at the LPPe level and
remaining steps are then not performed.

3. When the first triggering or periodicity condition occurs, the server sends an unsolicited LPP ProvideAssistanceData
message to the target containing the periodic/triggered session ID S, an indication that this is a periodic/triggered
assistance data delivery, and LPPe data parameters containing the assistance data confirmed or defined in step 2. The
message uses some available transaction ID T2 that may be different to T1.

NOTE: LPPe control parameters and LPPe data parameters applicable to this procedure SHALL be explicitly
distinguished from one another in the message encoding definitions in section 6.

4. The server may continue to send further LPP ProvideAssistanceData messages to the target containing the assistance
data confirmed or redefined in step 2 when each additional triggering or periodicity condition occurs.

5. If an error condition occurs at the target that requires the session to end, the target sends an LPP Abort to the server for
transaction T2 that may optionally include LPP and/or LPPe error codes. Remaining steps are then omitted. Error
conditions that may induce an abort include an attempt by either end to update the assistance data transfer, as
described in sections 5.2.1.2 and 5.2.1.3, where the final control parameters provided by the server are not acceptable
to the target.

6. If an error condition occurs at the server that requires the session to end without the delivery of further assistance data,
the server sends an LPP Abort to the target for transaction T2 that may optionally include LPP and/or LPPe error
codes. Remaining steps are then omitted.

7. When the duration or other conditions for ending the assistance data transfer occur, the last LPP
ProvideAssistanceData message transferred indicates the end of transaction T2. Terminating the transfer as in this step
is preferred over the use of an abort (as in step 6) where possible, since additional termination information specific to
the assistance data transfer may then be included.

5.2.1.2 Target Update

Figure 2: shows how the target may update an ongoing a Periodic/Triggered Assistance Data Transfer that was started
according to section 5.2.1.1.
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Target Server

1. Periodic/Triggered Assistance Data Transfer Initiation i| Control

Transaction T1

2. LPP ProvideAssistanceData (transaction T2,

. Data
session S, LPPe Data Parameters)

Transaction T2

-~

3. LPP RequestAssistanceData (transaction T3, —
session S, LPPe Control Parameters)

Control
4. LPP ProvideAssistanceData (end transaction T3, | Transaction T3
session S, LPPe Control Parameters) -
5. LPP ProvideAssistanceData (transaction T2, _
session S, LPPe Data Parameters) Datg
Transaction T2
. LPP ProvideAssistanceD nd tran ion T2 i
6 ovideAssistanceData (end transactio ; I Continues

session S, LPPe Data Parameters) -

Figure 2: LPPe Periodic/Triggered Assistance Data transfer procedure with Target Update

Steps 1 and 2 of Figure 1 are performed to start an LPPe Periodic/Triggered Assistance Data transfer procedure with
Update and using a periodic/triggered session 1D S.

The server may send zero, one or more LPP ProvideAssistanceData messages to the target containing the assistance
data agreed in step 1 and using a transaction 1D T2.

If, before the delivery of assistance data has terminated, the target needs to update the type of assistance data and/or
the triggering and periodicity conditions and/or the duration or conditions for termination, the target sends an LPP
RequestAssistanceData message to the server using some available transaction ID T3. The ID T3 SHALL be different
to T2 (if T2 has been started). The message contains the periodic/triggered session ID S, an indication that this is an
update request for a Periodic/Triggered Assistance Data transfer and LPPe control parameters identifying any new
type of assistance data being requested, any new triggering or periodicity conditions for sending it and any new
duration or specific conditions for ending the assistance data transfer. The request also indicates whether the previous
assistance data delivery SHALL continue or be aborted if the new request cannot be supported.

The server responds with an LPP ProvideAssistanceData message to the target. The message uses the transaction ID
T3 and indicates the end of this transaction. The message contains the periodic/triggered session ID S and an
indication that this is a response to an update request. The message also contains LPPe control parameters indicating
whether or not the update request in step 3 can be supported. If the request can be supported, the control parameters
may explicitly confirm or redefine any new type of assistance data, and new triggering or periodicity parameters and
any new duration or other conditions for ending the assistance data transfer. Further characteristics of the assistance
data to be delivered may also be provided. If the request in step 3 cannot be supported, then, if requested in step 3, the
earlier request agreed in step 1 SHALL continue via further repetitions of step 2 until it ends normally or is modified
by a repetition of step 3 or is aborted. But if requested otherwise in step 3, the earlier request (including transaction
T2) SHALL be aborted at the server without the sending of any further assistance data to the target. In either case,
steps 5 and 6 are then omitted.

If the server can support the request in step 3, it ceases to support the request in step 1 following step 4. Note that due
to race conditions, one or more repetitions of step 2 may be perceived to occur by the target following step 3 and prior
to step 4. When the first updated triggering or periodicity condition occurs following step 4, the server sends an
unsolicited LPP ProvideAssistanceData message to the target containing the session ID S, an indication that this is
periodic/triggered assistance data and LPPe data parameters containing the new assistance data confirmed or defined
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in step 4. The message continues to uses transaction ID T2.

6. The server may continue to send further LPP ProvideAssistanceData messages to the target containing the session ID
S and LPPe data parameters containing the new assistance data confirmed or redefined in step 4 when each additional
triggering or periodicity condition occurs. If the duration or other conditions for ending the assistance data transfer
occur, the last LPP ProvideAssistanceData message transferred indicates the end of transaction T2. If before this
occurs the target needs to update the type of assistance data, triggering or periodicity conditions and/or duration or
other conditions for terminating the transfer, steps 3 and 4 are repeated.

5.2.1.3 Server Update

Figure 3: shows how the server may update an ongoing a Periodic/Triggered Assistance Data Transfer that was started
according to section 5.2.1.1.

Target Server
1. Periodic/Triggered Assistance Data Transfer Initiation Cont_rol
Transaction T1
2. LPP ProvideAssistanceData (transaction T2, Data

session S, LPPe Data Parameters) Transaction T2

3. LPP ProvideAssistanceData (end transaction T3,

I session S, LPPe Control Parameters) Control
Transaction T3
4. LPP ProvideAssistanceData (transaction T2, _
session S, LPPe Data Parameters) Datg
Transaction T2
. LPP ProvideAssistanceDat nd transaction T2 i
5 ovideAssistanceData (end transactio ; I Continues

session S, LPPe Data Parameters) —

Figure 3: LPPe Periodic/Triggered Assistance Data transfer procedure with Server Update

1. Steps 1 and 2 of Figure 1 are performed to start an LPPe Periodic/Triggered Assistance Data transfer procedure with
Update and using a periodic/triggered session 1D S.

2. The server may send zero, one or more LPP ProvideAssistanceData messages to the target containing the assistance
data agreed in step 1 and using a transaction ID T2.

3. If, before the delivery of assistance data has terminated, the server needs to update the type of assistance data and/or
the triggering and periodicity conditions and/or the duration or conditions for termination, the server sends an
unsolicited LPP ProvideAssistanceData message to the target using some available transaction ID T3. The ID T3
SHALL be different to T2. The message contains the periodic/triggered session ID S, an indication this is a server
update for a Periodic/Triggered Assistance Data transfer and LPPe control parameters identifying any new type of
assistance data to be provided, any new triggering or periodicity conditions for sending it and any new duration or
specific conditions for ending the assistance data transfer. After sending this message, the server ceases to transfer
assistance data according to step 2.

4, When the first updated triggering or periodicity condition occurs (as defined in step 3) following step 3, the server
sends an unsolicited LPP ProvideAssistanceData message to the target containing the periodic/triggered session ID S,
an indication that this is periodic/triggered assistance data and LPPe data parameters containing the new assistance
data defined in step 3. The message continues to uses transaction ID T2.

5. The server may continue to send further LPP ProvideAssistanceData messages to the target containing the
periodic/triggered session ID S and LPPe data parameters containing the new assistance data defined in step 3 when
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each additional triggering or periodicity condition occurs. If the duration or other conditions for ending the assistance
data transfer occur, the last LPP ProvideAssistanceData message transferred indicates the end of transaction T2. If
before this the server needs to update the type of assistance data, triggering or periodicity conditions and/or duration
or other conditions for terminating the transfer, step 3 is repeated.

5.2.1.4 Delivery via Broadcast (version 1.1)

Figure 4 shows how a Periodic/Triggered Assistance Data Transfer may be initiated and terminated in the case that assistance
data is transferred via broadcast. The purpose of this procedure is to enable the same assistance that would normally be
transferred according to the point to point procedures shown in Figure 1, Figure 2 and Figure 3 to be transferred using
broadcast. The procedure is mainly a degenerate version of that described in Figure 1 in section 5.2.1.1.

Target Server
T eson's, Lppe Contrl Parameters) 1| Tramret 1
T eson'S, LPe Data Parameters) R
T ston s, trre oma parameery || tranean T
T esion s, Lppe Convol parameters) 1 | tramet s

Figure 4: LPPe Periodic/Triggered Assistance Data transfer procedure with Broadcast

1. The server broadcasts an LPP ProvideAssistanceData message using the procedure described in section 5.2.5. The
message uses an arbitrary transaction ID T1 and indicates the end of this transaction. The message contains a
periodic/triggered session ID S chosen by the server, an indication that this is a response to an initial request (for
compatibility with LPPe version 1.0 ASN.1), and LPPe control parameters identifying the type of assistance data to
be transferred in later steps, the triggering or periodicity conditions for sending this data and either a duration or
other specific conditions for ending the assistance data transfer. No other assistance data SHALL be included in the
mssage. The server SHALL ensure that the session ID S is not used for any other periodic/triggered assistance data
transfer in any geographic area at the same time as the procedure in Figure 4 is ongoing and for a period of at least
24 hours after this procedure terminates. The server may periodically re-broadcast the message in step 1 to reach
additional targets. A target device that receives the message in step 1 via broadcast may identify it as belonging to
this procedure from inclusion of the session ID S and the indication that this is a response to an initial request for
periodic/triggered assistance data transfer. If a target receives a subsequent message via broadcast that is identified
as belonging to step 1 and carries the same session ID S as that for an ongoing procedure of this type and if the
message cannot be identified as a duplicate of the message that iniated this procedure (e.g. from use of the same
version 1.1 message ID), then the target SHALL abort reception for the ongoing procedure and may instigate
reception for a new procedure based on the control parameters included in the message.

2. When the first triggering or periodicity condition occurs, the server sends via broadcast (using the procedure in
section 5.2.5) an unsolicited LPP ProvideAssistanceData message containing the periodic/triggered session ID S
assigned in step 1, an indication that this is a periodic/triggered assistance data delivery, and LPPe data parameters
containing the assistance data indicated in step 1. The message carries an arbitary transaction 1D T2 and indicates
the end of a transaction. No other assistance data SHALL be included other than that indicated in step 1.
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NOTE: LPPe control parameters and LPPe data parameters applicable to this procedure are explicitly distinguished
from one another in the message encoding definitions in section 6.

3. The server may continue to broadcast further LPP ProvideAssistanceData messages containing new assistance data
conforming to what was indicated in step 1 when each additional triggering or periodicity condition occurs. Each
subsequent message carries the session ID S, an arbitrary transaction ID T3 and an end of transaction indication. The
session may be terminated by the server at any time after which the session ID S SHALL NOT be used again for a
period of at least 24 hours. A target that is receiving the messages in steps 1, 2 and 3 should assume the procedure
has terminated if step 2 or a repetition of step 3 is not observed for a period of one hour.

4. When the session is terminated, a server may optionally broadcast an LPP ProvideAssistanceData message to
indicate this. The message SHALL contain an arbitrary transaction ID T4, an indication that this is the end of a
transaction, the periodic/triggered session ID S and an indication that this is a server update for a Periodic/Triggered
Assistance Data transfer. The message SHALL also contain LPPe control parameters indicating either a zero or
minimal duration (depending on what is defined for the associated assistance data) and a zero or minimal applicable
geographic region. The message may be periodically re-broadcast to reach more targets. Targets that follow the rules
in step 1 will replace the old control parameters with the new ones and thereby end or soon end the session.

NOTE: Step 4 SHALL NOT be used to modify the control parameters for an ongoing session with a view to
continuing the session. This is because the message in step 4 may not be received by all targets, who would
then continue using the old control parameters. A server wishing to modify an ongoing session SHALL
instead terminate the session and start a new session using a different session ID.

5.2.2 Periodic/Triggered Location Information Transfer with Update

This procedure enables a server to request a target to send location information periodically either at defined intervals or
when specific triggering criteria are met. The procedure also allows a target or a server to modify the type of location
information and/or the periodicity and triggering criteria while the delivery procedure is ongoing. The procedure SHALL
NOT be combined with the support of any other location information and SHALL thus use LPP transactions that are
dedicated to starting, transferring or updating one specific type of Periodic/Triggered Location Information.

5.2.2.1 Initiating and Terminating the Procedure

Figure 5: shows how a Periodic/Triggered Location Information Transfer with Update may be initiated and terminated.
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Figure 5: LPPe Periodic/Triggered Location Information transfer procedure with Update

1. The server sends an LPP RequestLocationInformation message to the target using some available transaction ID T1.
The message contains a periodic/triggered session ID S (different to any other LPPe periodic/triggered session 1D
currently in use between the target and server), an indication that this is an initial request for a Periodic/Triggered
Location Information transfer and LPPe control parameters identifying the type of location information being
requested, the triggering or periodicity conditions for sending it and either a duration or other specific conditions for
ending the location information transfer.

2. The target responds with an LPP ProvideLocationInformation message to the server. The message uses the transaction
ID T1 in step 1 and indicates the end of this transaction. The message contains the periodic/triggered session ID S, an
indication that this is a response to an initial request, and LPPe control parameters indicating whether or not the
request in step 1 can be supported. If the request can be supported, the control parameters may explicitly confirm or
redefine the type of location information, the triggering or periodicity parameters and the duration or other conditions
for ending the location information transfer. Further characteristics of the location information to be delivered may
also be provided. If the procedure cannot be supported, an error reason SHALL be provided at the LPPe level and
remaining steps are then not performed.

3. When the first triggering or periodicity condition occurs, the target sends an unsolicited LPP
ProvideLocationinformation message to the server containing the periodic/triggered session ID S, an indication that
this is a periodic/triggered location information delivery, and LPPe data parameters containing the location
information confirmed or defined in step 2. The message uses some available transaction ID T2 that may be different
to T1.

4. The target may continue to send further LPP ProvideLocationInformation message to the server containing the
location information confirmed or redefined in step 2 when each additional triggering or periodicity condition occurs.

5. If an error condition occurs at the server that requires the session to end, the server sends an LPP Abort to the target
for transaction T2 that may optionally include LPP and/or LPPe error codes. Remaining steps are then omitted. Error
conditions that may induce an abort include an attempt by either end to update the location information transfer, as
described in sections 5.2.2.2 and 5.2.2.3, where the final control parameters provided by the target are not acceptable
to the server.

6. If an error condition occurs at the target that requires the session to end without the delivery of further location
information, the target sends an LPP Abort to the server for transaction T2 that may optionally include LPP and/or
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LPPe error codes. Remaining steps are then omitted.

7. When the duration or other conditions for ending the location information transfer occur, the last LPP
ProvideLocationinformation message transferred indicates the end of transaction T2. Terminating the transfer as in
this step is preferred over the use of an abort (as in step 6) where possible, since additional termination information
specific to the location information transfer may then be included.

5.2.2.2 Server Update

Figure 6: shows how the server may update an ongoing a Periodic/Triggered Location Information Transfer that was started
according to section 5.2.2.1.

Target Server

Control

1. Periodic/Triggered Location Information Transfer Initiation .
Transaction T1

2. LPP ProvideLocationInformation (transaction T2,

— Data
session S, LPPe Data Parameters)

Transaction T2

3. LPP RequestLocationInformation (transaction T3,

I session S, LPPe Control Parameters) | Control

4. LPP ProvideLocationinformation (end transaction Transaction T3
T3, session S, LPPe Control Parameters) -

5. LPP ProvideLocationIinformation (transaction T2, —

session S, LPPe Data Parameters) Datg
Transaction T2
6. LPP ProvideLocationInformation (end transaction ] Continues

T2, session S, LPPe Data Parameters)

Figure 6: LPPe Periodic/Triggered Location Information transfer procedure with Server Update

1. Steps 1 and 2 of Figure 5 are performed to start an LPPe Periodic/Triggered Location Information transfer procedure
with Update and using a session ID S.

2. The target may send zero, one or more LPP ProvideLocationIinformation messages to the server containing the
location information agreed in step 1 and using a transaction ID T2.

3. If, before the delivery of location information has terminated, the server needs to update the type of location
information and/or the triggering and periodicity conditions and/or duration or conditions for termination, the server
sends an LPP RequestLocationIinformation message to the target using some available transaction ID T3. The ID T3
SHALL be different to T2 (if T2 has been started). The message contains the periodic/triggered session ID S, an
indication that this is an update request for a Periodic/Triggered Location Information transfer and LPPe control
parameters identifying any new type of location information being requested, any new triggering or periodicity
conditions for sending it and any new duration or specific conditions for ending the location information transfer. The
control parameters SHALL also indicate whether the previous location information delivery SHALL continue or be
aborted if the new request cannot be supported.

4. The target responds with an LPP ProvideLocationInformation message to the server. The message uses the transaction
ID T3 and indicates the end of this transaction. The message contains the periodic/triggered session ID S and an
indication that this is a response to an update request. The message also contains LPPe control parameters indicating
whether or not the update request in step 3 can be supported. If the request can be supported, the control parameters
may explicitly confirm or redefine any new type of location information, and new triggering or periodicity parameters
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and any new duration or other conditions for ending the location information transfer. Further characteristics of the
location information to be delivered may also be provided. If the request in step 3 cannot be supported, then, if
requested in step 3, the earlier request in step 1 SHALL continue via further repetitions of step 2 until it ends normally
or is modified by a repetition of step 3 or is aborted. But if requested otherwise in step 3, the earlier request (including
transaction T2) SHALL be aborted at the target without the sending of any further location information to the server.
In either case, steps 5 and 6 are then omitted.

If the target can support the request in step 3, it ceases to support the request in step 1 following step 4. Note that due
to race conditions, one or more repetitions of step 2 may be perceived to occur by the server following step 3 and prior
to step 4. When the first updated triggering or periodicity condition occurs following step 4, the target sends an
unsolicited LPP ProvideLocationInformation message to the server containing the periodic/triggered session ID S, an
indication that this is periodic/triggered location information and LPPe data parameters containing the new location
information confirmed or defined in step 4. The message continues to uses transaction ID T2.

The target may continue to send further LPP ProvideLocationInformation messages to the server containing the
periodic/triggered session ID S and LPPe data parameters containing the new location information confirmed or
redefined in step 4 when each additional triggering or periodicity condition occurs. If the duration or other conditions
for ending the location information transfer occur, the last LPP ProvideLocationinformation message transferred
indicates the end of transaction T2. If before this occurs the server needs to update the type of location information,
triggering or periodicity conditions and/or duration or other conditions for terminating the transfer, steps 3 and 4 are
repeated.

5.2.2.3 Target Update

Figure 7 shows how the target may update an ongoing a Periodic/Triggered Location Information Transfer that was started

according to section 5.2.2.1.
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Figure 7 : LPPe Periodic/Triggered Location Information transfer procedure with Target Update

Steps 1 and 2 of Figure 5 are performed to start an LPPe Periodic/Triggered Location Information transfer procedure
with Update and using a session ID S.

The target may send zero, one or more LPP ProvideLocationInformation messages to the server containing the
location information agreed in step 1 and using a transaction 1D T2.

If, before the delivery of location information has terminated, the target needs to update the type of location
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information and/or the triggering and periodicity conditions and/or duration or conditions for termination, the target
sends an unsolicited LPP ProvideLocationInformation message to the server using some available transaction ID T3.
The ID T3 SHALL be different to T2 (if T2 has been started). The message contains the periodic/triggered session ID
S, an indication that this is a target update for a Periodic/Triggered Location Information transfer and LPPe control
parameters identifying any new type of location information to be provided, any new triggering or periodicity
conditions for sending it and any new duration or specific conditions for ending the location information transfer.
After sending this message, the target ceases to transfer location information according to step 2.

4. When the first updated triggering or periodicity condition occurs (as defined in step 3) following step 3, the target
sends an unsolicited LPP ProvideLocationInformation message to the server containing the periodic/triggered session
ID S, an indication that this is periodic/triggered location information and LPPe data parameters containing the new
location information defined in step 3. The message continues to uses transaction ID T2. 5.The target may continue to
send further LPP ProvideLocationInformation messages to the server containing the periodic/triggered session ID S
and LPPe data parameters containing the new location information defined in step 3 when each additional triggering
or periodicity condition occurs. If the duration or other conditions for ending the location information transfer occur,
the last LPP ProvideLocationIinformation message transferred indicates the end of transaction T2. If before this occurs
the target needs to update the type of location information, triggering or periodicity conditions and/or duration or other
conditions for terminating the transfer, step 3 is repeated.

5.2.3 Segmented Assistance Data Transfer

This procedure enables a server to transfer a large volume of assistance data (e.g. several Mbytes or more) in separate
LPP/LPPe messages at a rate convenient to both the server and target. The procedure may be used to avoid target and server
congestion including avoiding interference with other location activities being performed by the target and server. The
procedure may be optionally used by a server to transfer any type of assistance data to a target and applies to both solicited
and unsolicited transfer. The procedure may be used to transfer assistance data when the amount of assistance data would
otherwise result in an LPPe message too large to transfer using the underlying transport protocol or location protocol. For
example, the maximum message size for SUPL is restricted to less than 65535 octets. The maximum positioning payload
carried within a SUPL message is limited to a size of 60,000 octets. For an LPP/LPPe message larger than this and to be
transferred in a SUPL message, segmented assistance data transfer can be used. The procedure makes use of the LPP reliable
transport capabilities defined in [LPP].

5.23.1 Basic Procedure

The basic procedure supports transfer of assistance data using a connection and, where applicable, a location session between
the target and server that remain established during the whole transfer procedure.
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Figure 8: LPPe Segmented Assistance Data Transfer

1. Optionally, the target sends an LPP request for assistance data to the server as part of a new transaction with
transaction ID T. The target may include a preference to transfer the assistance data in a segmented form. Note that
such a preference is not mandatory on the server (i.e. can be ignored).

2. The server divides the assistance data to be transferred to the target into n portions. If step 1 was performed, the
assistance data comprises everything requested by the target that is available to the server. Each portion of assistance
data MUST be capable of being transferred in a well formed LPP/LPPe Provide Assistance Data message (i.e. a
message that can be decoded and interpreted independently of any other message). Assistance data that is part of an
octet string can be split between consecutive messages with the target required to concatenate the different portions
received into a single octet string. Some assistance data may be duplicated in two or more messages if portions of
assistance data that are transferred in different messages MUST be accompanied by the same mandatory parameters.
In that case all appearances of the same mandatory parameter MUST contain identical data. Optional parameters that
appear in more than one segment SHALL include the same values in each appearance. Other assistance data may need
to be split into different messages carrying the same parameters but with different data — e.g. assistance data related to
different GNSS SVs. The server sends the first portion of assistance data in an LPP message carrying a reliable
transport sequence number S1. The message includes a transaction ID T that is the same as in step 1 if step 1 occurred
and does not indicate that transaction T is ended. The message requests an LPP reliable transport acknowledgment.

3. The target recognizes that the assistance data will be transferred in a sequence of LPP messages from the indication in
step 2 that the transaction T is not ended. The target acknowledges receipt of the message in step 2 by returning an
LPP reliable transport acknowledgment (which SHALL NOT be piggybacked on a normal LPP message). The target
may use the LPP acknowledgment to flow control the server — e.g. may delay sending the acknowledgment until the
target is ready to receive the next message. Note, that the LPP acknowledgment only confirms receipt of the message
in step 2 and does not confirm that the message was necessarily correct (e.g. decodable).

4. After and only after receiving the acknowledgment in step 3, the server sends the second portion of assistance data in
an LPP message carrying a new sequence number S2 and requesting acknowledgment. If the server does not receive
the acknowledgment in step 3 after some timeout period, the server may retransmit the LPP message in step 2 as
described in [LPP]. The target discards any duplicate LPP messages (recognized by use of the same sequence number)
but still returns an acknowledgment.
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5. The target acknowledges receipt of the message in step 4 with an LPP acknowledgment.

6. The server transfers and the target acknowledges assistance data contained in LPP messages with sequence numbers
S3 to Sn-1 by repeating steps 4 and 5. At any time during the transfer, either end may abort the transfer by sending an
LPP Abort message to the other end. If the target detects an error in any received LPP message from the server, it may
return an LPP Error message indicating the error. This SHALL also terminate the transfer.

7. The server transfers the last (nth) portion of assistance data in an LPP message with sequence number Sn and
requesting an acknowledgment. The server includes an indication that this message ends transaction T.

8. The target acknowledges the message in step 7.
5.2.3.2 Procedure with Resume Capability

With the resume capability, segmented assistance data transfer can be successful even when the connection and/or session
between the target and server are released and later reestablished before the transfer is complete.

Target Server
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Figure 9: LPPe Segmented Assistance Data Transfer with Resume Capability

1. Optionally, the target sends an LPP request for assistance data to the server as part of a new transaction with
transaction ID T. The target may include a preference to transfer the assistance data in a segmented form with resume
capability.
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2. This step is the same as step 2 for Figure 8 except that the server assigns a unique session ID S and includes this in the
first LPP Provide Assistance Data message together with an indication that this is the first segment of assistance data.

This step is the same as step 3 for Figure 8.

4. The server continues to transfer more assistance data to the target as described for Figure 8. The server SHALL
include the session ID S and the segment number in each subsequent Provide Assistance Data message. The server
sends segments 2 to i-1. Note that if retransmission occurs, message contents remain the same as for the first
transmission (including the sequence number and segment number).

5. The connection (e.g. secure IP connection) and/or session (e.g. SUPL session) between the target and server are
released or fail prematurely. The connection and/session are later re-established — e.g. in order to complete the
assistance data transfer or for other reasons.

6. When the target recognizes that the session and/or connection have been restored, it sends an LPP Request Assistance
Data message to the server containing the session ID S and the segment number i of the next expected LPP Provide
Assistance Data message. The message SHALL contain no request for other assistance data. The transaction ID U for
this message need not be the same as the previous transaction ID T.

7. The server resumes the assistance data transfer interrupted by step 5 by sending the i.th portion of assistance data in an
LPP Provide Assistance Data message carrying the transaction ID U, a sequence number Si, the session ID S and an
indication that this is the i.th segment. The message also requests an acknowledgment. If the server does not receive
the request in step 6 (e.g. because the target is not aware that the connection and/or session have been restored to the
same server), it may resume the assistance transfer unsolicited. In that case, the server SHALL begin by sending or
resending either LPP message i if message i-1 was acknowledged before step 5 or message i-1 if the acknowledgment
for i-1 did not reach the server before step 5. If the server had aborted the transfer (e.g. due to a long timeout period
during step 5), it returns an LPP Error message instead of the next assistance data segment and the remaining steps are
omitted. If steps 6 and 7 occur in parallel, the server returns an LPP Error for step 6 and the target continues from step
7.

8. The target returns an acknowledgment for the message in step 7 and discards the message if this was already received
just before step 5. If the target had aborted the transfer (e.g. due to a long timeout period in step 5), it instead returns
an LPP Error message to the server and the remaining steps are omitted.

9. The server transfers segments i+1 to n-1 to the target as in step 4.

10.  This step is the same as step 7 for Figure 8 except that the server may include the session ID S and the segment
number n.

11.  The target acknowledges the message in step 10.
5.2.4 Segmented Location Information Transfer

This procedure enables a target to transfer a large volume of location information in separate LPP/LPPe messages at a rate
convenient to both the target and server. The procedure may be used to avoid server and target congestion including avoiding
interference with other location activities being performed by the server and target. The procedure may be optionally used by
a target to transfer any type of location information to a server and applies to both solicited and unsolicited transfer. The
procedure may be used to transfer location information when the amount of location information would otherwise result in an
LPPe message too large to transfer using the underlying transport protocol or location protocol. For example, the maximum
message size for SUPL is restricted to less than 65335 octets. For an LPP/LPPe message larger than this and to be transferred
in a SUPL message, segmented location information transfer can be used. The procedure makes use of the LPP reliable
transport capabilities defined in [LPP].

5241 Basic Procedure

The basic procedure supports transfer of Location information using a connection and, where applicable, a location session
between the server and target that remain established during the whole transfer procedure.
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Figure 10: LPPe Segmented Location Information Transfer

1. Optionally, the server sends an LPP request for Location information to the target as part of a new transaction with
transaction ID T. The server may include a preference to transfer the location information in a segmented form. Note
that such a preference is not mandatory on the target (i.e. can be ignored).

2. The target divides the location information to be transferred to the server into n portions. If step 1 was performed, the
location information comprises everything requested by the server that is available to the target Each portion of
location information MUST be capable of being transferred in a well formed LPP/LPPe Provide Location information
message (i.e. a message that can be decoded and interpreted independently of any other message). Location
information that is part of an octet string can be split between consecutive messages with the server required to
concatenate the different portions received into a single octet string. Some location information may be duplicated in
two or more messages if portions of location information that are transferred in different messages MUST be
accompanied by the same mandatory parameters. In that case all appearances of the same mandatory parameter MUST
contain identical data. Optional parameters that appear in more than one segment SHALL include the same values in
each appearance. Other location information may need to be split into different messages carrying the same
parameters but with different data — e.g. location information related to different GNSS SVs. The target sends the first
portion of location information in an LPP message carrying a reliable transport sequence number S1. The message
includes a transaction ID T that is the same as in step 1 if step 1 occurred and does not indicate that transaction T is
ended. The message requests an LPP reliable transport acknowledgment.

3. The server recognizes that the location information will be transferred in a sequence of LPP messages from the
indication in step 2 that the transaction T is not ended. The server acknowledges receipt of the message in step 2 by
returning an LPP reliable transport acknowledgment (which SHALL NOT be piggybacked on a normal LPP message).
The server may use the LPP acknowledgment to flow control the target — e.g. may delay sending the acknowledgment
until the server is ready to receive the next message. Note, that the LPP acknowledgment only confirms receipt of the
message in step 2 and does not confirm that the message was necessarily correct (e.g. decodable).

4. After and only after receiving the acknowledgment in step 3, the target sends the second portion of location
information in an LPP message carrying a new sequence number S2 and requesting acknowledgment. If the target
does not receive the acknowledgment in step 3 after some timeout period, the target may retransmit the LPP message
in step 2 as described in [LPP]. The server discards any duplicate LPP messages (recognized by use of the same
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sequence number) but still returns an acknowledgment.
5. The server acknowledges receipt of the message in step 4 with an LPP acknowledgment.

6. The target transfers and the server acknowledges location information contained in LPP messages with sequence
numbers S3 to Sn-1 by repeating steps 4 and 5. At any time during the transfer, either end may abort the transfer by
sending an LPP Abort message to the other end. If the server detects an error in any received LPP message from the
target, it may return an LPP Error message indicating the error. This SHALL also terminate the transfer.

7. The target transfers the last (nth) portion of location information in an LPP message with sequence number Sn and
requesting an acknowledgment. The target includes an indication that this message ends transaction T.

8. The server acknowledges the message in step 7.
5.2.4.2 Procedure with Resume Capability

With the resume capability, segmented location information transfer can be successful even when the connection and/or
session between the server and target are released and later reestablished before the transfer is complete.

Target Server

4 — — — 1. LPP RequestLocationInformation (transaction T)- — — — — 1

2. LPP ProvideLocationInformation (transaction T, seq no S1,

segment 1, session S) I

—— 3. LPP Acknowledge (seq no S1})

—— 4. Transfer and Ack messages S2 to Si-1————P»

5. Connection and/or Session Released and later Reestablished

6. LPP RequestLocationIinformation (transaction U,

I segment i, Session S)

7. LPP ProvideLocationIinformation (transaction U, seq no Si,

segment i, session S)

—— 8. LPP Acknowledge (seq no Si)

~¢— 9. Transfer and Ack messages Si+1 to Sn-1———

| 10. LPP ProvideLocationIinformation (end transaction U, seq no Sn,

segment n, session S) >

¢— 11, LPP Acknowledge (seq no Sn)

Figure 11: LPPe Segmented Location information Transfer with Resume Capability

1. Optionally, the server sends an LPP request for location information to the target as part of a new transaction with
transaction ID T. The server may include a preference to transfer the location information in a segmented form with
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9.

10.
11.

resume capability.

This step is the same as step 2 for Figure 10except that the target assigns a unique session ID S and includes this in the
first LPP Provide Location information message together with an indication that this is the first segment of location
information.

This step is the same as step 3 for Figure 10.

The target continues to transfer more location information to the server as described for Figure 10. The target SHALL
include the session ID S and the segment number in each subsequent Provide Location information message. The
target sends segments 2 to i-1. Note that if retransmission occurs, message contents remain the same as for the first
transmission (including the sequence number and segment number).

The connection (e.g. secure IP connection) and/or session (e.g. SUPL session) between the server and target are
released or fail prematurely. The connection and/session are later re-established — e.g. in order to complete the
location information transfer or for other reasons.

When the server recognizes that the session and/or connection have been restored, it sends an LPP Request Location
information message to the target containing the session ID S and the segment number i of the next expected LPP
Provide Location information message. The message SHALL contain no request for other location information. The
transaction 1D U for this message need not be the same as the previous transaction ID T.

The target resumes the location information transfer interrupted by step 5 by sending the i.th portion of location
information in an LPP Provide Location information message carrying the transaction ID U, a sequence number Si,
the session ID S and an indication that this is the i.th segment. The message also requests an acknowledgment. If the
target does not receive the request in step 6 (e.g. because the server is not aware that the connection and/or session
have been restored to the same target), it may resume the location information transfer unsolicited. In that case, the
target SHALL begin by sending or resending either LPP message i if message i-1 was acknowledged before step 5 or
message i-1 if the acknowledgment for i-1 did not reach the target before step 5. If the target had aborted the transfer
(e.g. due to a long timeout period during step 5), it returns an LPP Error message instead of the next location
information segment and the remaining steps are omitted. If steps 6 and 7 occur in parallel, the target returns an LPP
Error for step 6 and the server continues from step 7.

The server returns an acknowledgment for the message in step 7 and discards the message if this was already received
just before step 5. If the server had aborted the transfer (e.g. due to a long timeout period in step 5), it instead returns
an LPP Error message to the target and the remaining steps are omitted.

The target transfers segments i+1 to n-1 to the server as in step 4.
This step is the same as step 7 for Figure 10 except that the target includes the session ID S and the segment number n.

The server acknowledges the message in step 10.

5.2.5 Broadcast of Assistance Data (version 1.1)

5.25.1 Broadcast Assistance Data Messages

A broadcast assistance data message may comprise any one of the following messages:

(@) An unencapsulated and unciphered LPP Provide Assistance Data message
(b) An unencapsulated and unciphered LPP/LPPe Provide Assistance Data message
(c) Anencapsulated LPP Provide Assistance Data message that may optionally be ciphered and/or digitally signed

(d) An encapsulated LPP/LPPe Provide Assistance Data message that may optionally be ciphered and/or digitally
signed

An unencapsulated message consists of either an LPP message without an LPPe extension in case (a) or an LPP message with
an LPPe extension in case (b). Unencapsulated broadcast messages are not ciphered or digitally signed and do not contain the
additional message portions shown in Figure 12. An encapsulated LPP or LPP/LPPe message may or may not be ciphered
and may or may not be digitally signed and contains additional message portions as illustrated in Figure 12.
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Digital | Broadcast | Cipher LPP or LPP/LPPe Provide
Signature| _ Control Key ID & Assistance Data message
(O) Parameters | Counter (M)
(M) ©)
Unciphered o May be Ciphered g

A
Yy
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Figure 12: An encapsulated LPP(/LPPe) Broadcast Message with Mandatory (M) and Optional (O) portions

The broadcast control parameters enable detection of an already received broadcast message and contain information on the
geographic and time applicability of the message and the types of assistance data included. The cipher key ID and counter
value are included when ciphering is used. The message portion contains an LPP or LPP/LPPe Provide Assistance Data
message and may be ciphered. A digital signature may be included and, if so, is computed over the entire succeeding
message content. The digital signature portion contains the associated public key identifier and appears at the beginning of
the message so that a target can determine as soon as reception begins whether it has the correct public key and, if so, can
begin the authentication process while message reception is in progress.

A particular broadcast system should, if possible, offer either the unencapsulated variant (cases (a) and (b)) or the
encapsulated variant (cases (c) and (d)) but not both over its entire coverage area to enable targets to employ the correct
decoding in a consistent manner. LPPe 1.1 capable targets can be informed of the variant being used by a server. Any LPPe
1.0 capable but not LPPe 1.1 capable targets which support broadcast reception will assume the unencapsulated variant and
will encounter decoding errors if the encapsulated variant is used. It is expected that a reasonably robust LPPe 1.0
implementation would cease making use of a particular broadcast system once a certain number of consecutive decoding
errors were encountered.

5252 Broadcast Procedure

Figure 13 shows how the server may broadcast location assistance data to one or more targets. Details of the Broadcast
Subsystem including whether it comprises a single entity or multiple entities and its interfaces to the Target and Server are
outside the scope of this specification.
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Figure 13: Broadcast of LPP/LPPe Assistance Data

5.25.2.1 Preparation Phase

During the preparation phase, LPP/LPPe assistance data is transferred from the server to the Broadcast Subsystem.
Depending on the Broadcast Subsystem, the preparation phase may include additional steps not shown in Figure 13 — e.g.
exchange of broadcast capabilities between the Broadcast Subsystem and server, a request for specific assistance data from
the Broadcast Subsystem to the server, an indication from the Broadcast Subsystem to the server on the current or future
available broadcast capacity, an acknowledgment for assistance data successfully transferred to the Broadcast Subsystem
from the server. Such additional steps are outside the scope of this specification.

1.

The server packages the assistance data to be broadcast into one or more LPP/LPPe Provide Assistance Data messages
which may or may not be encapsulated, ciphered and digitally signed as described above. Each LPP/LPPe Provide
Assistance Data message is well formed (i.e. can be decoded by a target independently of other messages). The
content of each message may be location and/or time specific — i.e. may be applicable to a specific geographic area
and/or to a specific period of time. Each message includes an end of transaction indication. Different messages may or
may not carry different transaction IDs. Messages SHALL NOT include an LPP sequence number or LPP
acknowledgment request. The server may include in each message a unique message ID and the validity time and/or
the validity area for the included assistance data. The server may optionally cipher some or all messages.

The server transports an LPP/LPPe Provide Assistance Data message to the Broadcast Subsystem. The server may
include additional information such as broadcast triggering conditions (e.g. periodicity), priority, applicable
geographic area and time period. This additional information and the means of transport are outside the scope of this
specification.

2020 Open Mobile Alliance. All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-LPPe-V2_0-20200804-C Page 43 (426)

3. The server may repeat step 2 to transport one or more additional LPP/LPPe Provide Assistance Data messages to the
Broadcast Subsystem. Depending on the interface to the Broadcast Subsystem, some or all of the messages in steps 2
and 3 may be sent together as a single package.

5.25.2.2 Rendering Phase

During the rendering phase, LPP/LPPe assistance data is broadcast to the target audience. Depending on the Broadcast
Subsystem, the rendering phase may include additional steps not shown in Figure 13 — e.g. advance notification by the
Broadcast Subsystem to the target audience of the type or types of assistance data to be later broadcast together with
scheduling information, requests by interested targets to the Broadcast Subsystem for information to enable subsequent
broadcast reception. Such additional steps are outside the scope of this specification.

4. The Broadcast Subsystem broadcasts the LPP/LPPe Provide Assistance Data message received in step 2 without
modification. The broadcast may occur from multiple nodes (e.g. multiple base stations) and may be accompanied by
additional information identifying, for example, the type of assistance data and use of ciphering. The broadcasting
may also employ segmentation with reassembly at the target. Such additional information and use of segmentation is
outside the scope of this specification. A target that is both able to and chooses to receive the broadcast may decipher
the message if ciphering was employed and decode the message contents. If the message includes a message ID, the
target SHALL discard the message if a broadcast message with the same message ID was received and stored within a
period either less than the validity time if a validity time was included or less than 24 hours otherwise. Otherwise, the
target should store the assistance data within the message, overwriting any previous assistance data of the same type if
needed. The target may use the assistance data to support positioning until such time as the validity time (if included)
has expired or the target recognizes it is no longer in the validity area (if included).

NOTE 1: The server is responsible for ensuring that any message ID assigned to an LPPe message A is not reused for a
new LPPe message B before the message validity time for the message A, if included, or 24 hours otherwise
have expired since the final broadcast of the message A.

NOTE 2: Detection of message duplication using a unique message 1D does not apply to unencapsulated LPP/LPPe
messages. However, message duplication may be recognized in other ways (e.g. via a CRC on the message
contents). In the event that message duplication is not recognized, the same assistance data will be re-stored
which is inefficient but should not harm target operation.

5. The Broadcast Subsystem broadcasts the one or more additional LPP/LPPe Provide Assistance Data messages
received in step 3 in a similar manner to step 4.

6. Broadcast of each message in steps 4 and 5 may be repeated and the periodicity or other triggering conditions for
broadcasting may be the same or different for each message.

5.2.5.2.3 Termination Phase

During the termination phase, LPP/LPPe assistance data that no longer needs to be broadcast is removed from the Broadcast
Subsystem. Depending on the Broadcast Subsystem, the termination phase may include additional steps not shown in Figure
13 — e.g. notification by the Broadcast Subsystem to the server concerning the actual number of broadcasts for each
LPP/LPPe Provide Assistance Data message, the areas in which and/or nodes from which the broadcasts occurred and, if
known, the size of the target audience. Such additional steps are outside the scope of this specification.

1. The Broadcast Subsystem ceases broadcasting any message received in step 2 or 3 and deletes it either when
instructed by the server or when dictated by scheduling information originally received in step 2 or step 3.

5253 Ciphering of Assistance Data

Assistance data that is broadcast may be optionally ciphered using the Advanced Encryption Standard (AES) algorithm
[AES] with a 128 bit key and using Counter mode [NIST-800-38A]. An informative description of these algorithms is
provided in Appendix F.

The algorithms require specific conventions for bit ordering. The convention followed here is that the bit order applicable to
ciphering for an ASN.1 BIT STRING is the bit order defined by ASN.1 (e.g. ITU X.680) where the first bit is the leading bit
number zero, the second bit is bit one etc. The bit order applicable to ciphering for an OCTET STRING starts with the
highest order bit of the first octet and follows the bit ordering in each octet (high followed by low bits) and the octet ordering
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in the OCTET STRING (first octet to last octet). These conventions align with those used in [AES]. The bit ordering
applicable to ciphering for a PER encoded LPP/LPPe message is the bit ordering produced by the PER encoding. The same
conventions for bit ordering also apply to authentication in section 5.2.5.4.

The initial counter C1 used to cipher an entire LPP/LPPe message is provided to a target by a server in two portions. The first
portion, denoted CO, is provided using point to point mode along with the 128 bit ciphering key and an identifier for both of
these values. The second portion, denoted DO, is provided in unciphered form as part of the overall encapsulated message as
shown in Figure 11A. A target then obtains C1 as:

C1=(CO0 + DO) mod 2**128 (where all values are treated as non-negative integers)
To obtain any subsequent counter Ci from the previous counter Ci-1 for any message, the following operation is used:
Ci=(Ci-1 + 1) mod 2**128

The value for DO SHALL be different for different broadcast messages and SHALL ensure that the counters derived from C1
for any message are different to the counters for any other message.

5.254 Authentication of Assistance Data

Assistance data that is broadcast may be optionally digitally signed using the RSASSA-PSS variant of the PKCS#1 v.2.1
RSA method defined in [PKCS#1] and [RFC3447] where [RFC3447] takes precedence in case of any conflict. These
references define a set of fixed procedures and some options. The method for LPPe uses as input the procedures and options
shown in Table 2.

Authentication Input Procedure or Option Used [PKCS#1] and
[RFC3447] section

Encoding method EMSA-PSS 9.1

Hash Function SHA-256 [NIST 180-4] 9.1.1,9.1.2

Mask Generation Function MGF1 with SHA-1 [NIST 180-4] B.2.1

Encoding salt length 0 to 32 octets (exact value is | 9.1

provided by the server)

RSA modulus n (and signature | 2048 bits 8.1
length)

Signature Generation RSASSA-PSS-SIGN 8.1.1
Signature Verification RSASSA-PSS-VERIFY 8.1.2

Table 2: Applicable Authentication Procedures and Options

At a server, a digital signature is computed over an entire broadcast message (that has already been ciphered if ciphering is
used) by first hashing and masking the message to yield a message representation of length 2047 bits and then generating a
signature of length 2048 bits for the message representation using an RSA private key. At a target, the signature is converted
to an expected message representation using the RSA public key and then compared to the actual message representation
derived from the received message.

The public key and salt length are provided to a target by a server and assigned a unique ID. This transfer occurs using point
to point LPPe before the target begins to receive broadcast assistance data. The server identifies the public key and salt length
to be used to authenticate any received broadcast LPPe message by including the unique identifier that was sent earlier point
to point.

A target SHALL authenticate any broadcast message received that contains a digital signature if the target already has the

2020 Open Mobile Alliance. All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-LPPe-V2_0-20200804-C Page 45 (426)

identified public key and salt length. If a server has earlier indicated by point to point means that authentication SHALL be
used for a particular broadcast system, a target SHALL ignore any broadcast message received that does not contain a digital
signature. Broadcast messages that fail authentication SHALL also be discarded and a target may cease using the associated
broadcast system for some implementation dependent time period. When receiving a hew broadcast message, a target should
perform verification and decoding in the following order.

(1) Verification from broadcast control parameters that the message is not a duplicate and has a valid time and
geographic area applicability.

(2) Verification from broadcast control parameters that the message contains (or may contain) types of assistance
data of interest to the target.

(3) Verification that the target has the correct key or keys to perform authentication and deciphering when either or
both of these are required.

(4) Verification of any digital signature if included.
(5) Deciphering of message content if ciphering was used.

(6) ASN.1 decoding of message content.
5.2.6 Crowdsourcing (version 2.0)

5.2.6.1 Crowdsourcing Principles

Crowdsourcing involves instigating and subsequently receiving measurements at a server from one or more target devices for
one or more types of terrestrial transmitter. A server (or a surrogate to which the measurements may be forwarded) may
subsequently use the measurements for one or more purposes outside the scope of LPPe. For example, a server may
determine location related information (e.g. estimated locations and/or transmission characteristics) for terrestrial transmitters
which may be used at the server to support positioning and/or may be sent to target devices as assistance data. In another
example, the measurements may be used for network optimization — e.g. to help plan deployment or redeployment of
transmitters and/or adjust transmission capabilities of existing transmitters.

The crowdsourcing procedures enable a server to request a target to send crowdsourcing measurements for a limited or
unlimited period to a designated data server. The server instigating the crowdsourcing is referred to as the control server and
may differ from the data server to which measurements are sent in order to limit the influx of data at the control server,
loadshare crowdsourcing data over several data servers and/or provide the measurement data to a server dedicated to
processing of crowdsourcing data. The control server provides control parameters to the target defining when the
measurements are to be obtained and when they are to be returned to the data server. The control parameters are divided into
four groups comprising activation triggers, measurement triggers, reporting triggers and duration parameters. Activation
triggers define the conditions for activating and deactivating crowdsourcing measurements and may be used to avoid
obtaining measurements in conditions where measurements may be difficult or not needed, thereby saving on target resource
usage (e.g. battery, memory, signaling) and reducing load on the data server. When crowdsourcing is deactivated, a target
does not obtain new crowdsourcing measurements but continues to report any previously obtained measurements, if not
already sent, according to the reporting triggers. Measurement triggers define when and how often measurements should be
made when crowdsourcing measurements have been activated. Reporting triggers define when and how often measurements
should be returned and include a reporting mode which may be any of: real time where measurements are sent as soon as they
are made or are discarded otherwise; quasi-real time where measurements are sent in real time if possible but in batch mode
otherwise; and batch where measurements are sent infrequently in batches.

A target is enabled to confirm whether or not it will fulfil a crowdsourcing request from the control server and may include
agreed control parameters and agreed measurement types that may each be the same as those requested by the server or may
each differ. In the latter case, a target SHALL employ a subset policy in which agreed measurements are a subset of those
requested and agreed control parameters either omit requested control parameters or include requested parameters set to
values that will reduce the frequency and/or duration of crowdsourcing deactivation, measurements and/or reporting. In the
case of the reporting mode (real time, quasi-real time and batch reporting), a target SHALL NOT change the mode requested
by the server.

A control server or data server may query a target at a later time to verify whether crowdsourcing is still active in the target
and what are the measurements and control parameters assumed by the target. This may enable detection of conditions where
crowdsourcing has stopped at a target before a designated end time — e.g. due to user intervention, a power off or lack of
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resources (e.g. low battery level). A query may also enable a control server or data server to periodically poll targets
regarding crowdsourcing when a control server or data server does not maintain records of the crowdsourcing ongoing in
targets. Targets for which crowdsourcing is not active may then be requested by the server to start crowdsourcing.

A control server or data server may abort an ongoing crowdsourcing session in a particular target — e.g. because
measurements are no longer needed or to reduce load on the data server. A target may also abort an ongoing crowdsourcing
session — e.g. due to user intervention or because a target has insufficient resources (e.g. battery level is low). A server abort
is always signaled to the target. A target abort is not signaled to either the control server or data server. However, a target
may indicate the end of crowdsourcing when reporting crowdsourcing measurements to the data server in the case that
crowdsourcing is stopped in a controlled manner,

Crowdsourcing may be identified or may be anonymous. With identified crowdsourcing, crowdsourcing reports carry a
unigue session ID assigned by the control server. With anonymous crowdsourcing, a reserved session 1D of zero is included
in crowdsourcing reports which may prevent tracking of the target and thereby ensure user privacy. A target has the ability to
set the session ID to zero to indicate that crowdsourcing will be anonymous when confirming crowdsourcing to the control
server if the control server had assigned a unique session ID.

Only one crowdsourcing session is allowed to be ongoing for any target with respect to any server regardless of whether the
server acts as a control server or data server. This restriction simplifies crowdsourcing and reduces the possibility of loss of
synchronization between a server and a target with respect to ongoing crowdsourcing sessions. If a control server that is
already the control server or data server for an ongoing crowdsourcing session with a target requests a new crowdsourcing
session from the target, the target SHALL abort the ongoing session and then process the request for the new session. Should
the new session be rejected, the previous session is still aborted. This can help overcome loss of synchronization between a
server and a target. If a control server that is neither the control server nor data server for an ongoing crowdsourcing session
with a target requests a hew crowdsourcing session from the target and specifies a data server for which there is an ongoing
crowdsourcing session, the target SHALL reject the request. This prevents a control server from interfering with
crowdsourcing invoked by another control server. Within the limits of these restrictions, a target may support multiple
crowdsourcing sessions for different control and data servers.

Mixing of crowdsourcing and positioning support in the same LPP Request Location Information and Provide Location
Information messages is not allowed. Thus, LPP messages related to crowdsourcing SHALL NOT contain location
information related to positioning. However, crowdsourcing capabilities may be requested and provided in the same LPP
Request Capabilities and LPP Provide Capabilities messages used to request and provide positioning capabilities. The LPP
Request Assistance Data and LPP Provide Assistance Data messages are not used directly for crowdsourcing although
assistance data may be requested by a target and provided by a server to support crowdsourcing without indicating this
explicitly.

Since crowdsourcing relies on receipt of measurement data from a large number of different target devices, there is no
especial premium on ensuring that all requested crowdsourcing measurements are made and successfully transferred to the
server. It is thus allowable for a congested target or a target with reduced battery charge to miss some measurements and not
to expend excessive resources in reconnecting to a server when radio conditions or network support are faulty. Furthermore, a
target may choose not to send measurements to a server if the user will be charged for this by a network operator — e.g. if a
cellular network is being used instead of say a WiFi network. In this case, any withheld measurements may be sent later if
batch or quasi-real time reporting was agreed.

Please note that a target measurement system (e.g. WLAN AP) may indicate that some measurements should not be
crowdsourced. If so, then this SHALL be respected.

5.2.6.2 Crowdsourcing Procedure

Figure 14 illustrates and provides more details for the crowdsourcing procedure.
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Figure 14: LPPe Crowdsourcing Procedure

1. The control server sends an LPP RequestLocationInformation message to the target using some available transaction
ID T1. The message contains a crowdsourcing session ID S which may either be unique to the target or may be set to
an anonymous value of zero, an indication that this is a request for crowdsourcing and an indication of the
crowdsourcing measurements requested and the control parameters for obtaining and reporting the measurements. The
message may also contain the address of a data server to which crowdsourcing measurements SHALL be sent. If a
data server is not indicated, the data server is the same as the control server.

2. The target responds with an LPP ProvideLocationInformation message to the control server. The message uses the
transaction ID T1 in step 1 and indicates the end of this transaction. The message contains a session ID S which
SHALL either be the same as in step 1 or zero to indicate anonymous reporting, an indication that this is a
confirmation of crowdsourcing, and an indication of the measurements to be crowdsourced and the control parameters
for obtaining and reporting the measurements. The indicated measurements and control parameters SHALL either be
the same as in step 1 or a subset of those in step 1 where a subset of control parameters omits certain parameters in
step 1 and/or contains certain parameters from step 1 indicating a lower frequency and/or lower duration of
measurement and/or reporting than in step 1. If the crowdsourcing procedure cannot be supported, an indication of a
rejection of crowdsourcing is included instead in the LPP ProvideLocationIinformation message in step 2 as well as an
error reason and an indication of measurements and control parameters is not included. In this case, subsequent steps
are not performed.

3. The target obtains crowdsourcing measurements as defined by the control and measurement parameters in step 2.
When the first set of measurements needs to be sent as determined by the control parameters, the target assembles the
measurement data into one or more LPP ProvideLocationinformation messages. If there is only one message, the
target proceeds to step 4. Otherwise, the target sends the first batch of measurement data to the data server indicated in
step 1 in an LPP ProvideLocationInformation message which SHALL indicate crowdsourcing data and comprise
measurement data obtained at the earliest time(s). The message SHALL include an available transaction ID T2 which
may differ from T1 and the session ID S in step 2. The target SHALL repeat step 3 to send each successive set of
measurement data, except for the last, as obtained at progressively later times to the data server.

4. For the last set of measurement data, the target SHALL send an LPP ProvideLocationInformation message to the data
server as in step 3 but with an end of transaction also indicated. In addition, the target may indicate the end of the
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crowdsourcing session if any duration agreed in step 2 has ended or if the target needs to end the session for other
reasons (e.g. lack of resources or user intervention). Steps 3 and 4 are repeated at later reporting times to send
subsequent sets of measurements as determined by the control parameters in step 2. If a session or connection between
the target and the data server fails or is released while crowdsourcing transfer according to step 3 and 4 is still in
progress, the target should attempt to re-establish the session or connection and resume the transfer. In this case, the
target SHALL NOT resend any LPP ProvideLocationInformation message that was previously completely sent in step
3 or step 4 even if there was no confirmation of receipt at the transport level but SHALL instead resume sending of
LPP messages that were not yet sent or not completely sent to the server. This may result in the loss of one LPP
ProvideLocationInformation message but avoids undetected message duplication which may occur with anonymous
crowdsourcing or where a server does not maintain a record of crowdsourcing messages that were received from each
target.

5. If an error related condition occurs at the control server that requires the session to end, the control server sends an
LPP Abort to the target using any available transaction ID T3 and includes the session ID S from step 2.

6. If an error related condition occurs at the data server that requires the session to end, the data server sends an LPP
Abort to the target using any available transaction ID T4 and includes the session ID S received in step 3 or step 4.

7. If the control server or data server needs to query the status of crowdsourcing in the target, the control server or data
sever sends an LPP RequestLocationIinformation message to the target using some available transaction ID T5. The
message may contain a crowdsourcing session 1D S if the control server or data server is aware of an active session
with the target. Otherwise, the session ID S is omitted.

8. If the target is able to match an included session ID S in step 7 to an active crowdsourcing session for this control
server or data server or, if that is not possible, if the target is able to determine an active crowdsourcing session for this
control server or data server with any session ID, the target returns an LPP ProvideLocationinformation message to the
control server or data server. The message uses the transaction ID T5 in step 7 and indicates the end of this transaction.
The message indicates a crowdsourcing status response and contains the session ID S for the active crowdsourcing
session with the control server or data server which may not be the same as the session ID S received in step 7. The
message SHALL also indicate the measurements being obtained and the control parameters in use as returned in step
2. The message SHALL also provide statistics on the crowdsourcing session if available to the target. If the target is
unable to find an active crowdsourcing session for this control server or data server, the target returns an LPP
ProvideLocationInformation message to the control server or data server with the transaction 1D T5 from step 7, an
end of transaction indication, an indication of a crowdsourcing status response and an indication that no active session
was found.

In the case of a receiver detecting protocol errors where a transaction related to crowdsourcing is still open, the receiver
SHALL return an LPP ERROR message and consider the transaction as closed. The message that caused the error SHALL be
discarded and any request contained in it SHALL be ignored except in the case of an abort or termination request where any
ongoing crowdsourcing session SHALL be terminated. Except for the latter case, any crowdsourcing session to which the
message in error may have referred SHALL continue.

5.2.6.3 Basic and Advanced Crowdsourcing

Two types of crowdsourcing are supported in LPPe version 2.0: “basic crowdsourcing” using request location information
and provide location information parameters for positioning methods normally used to locate a target and “advanced
crowdsourcing” using separate parameters applicable only to crowdsourcing. Basic crowdsourcing reuses existing LPP and
LPPe positioning parameters and thus may reduce implementation but is not efficient for a large number of measurements.
Advanced crowdsourcing uses parameters dedicated to crowdsourcing and can be more efficient particularly for batch
reporting. Only one type of crowdsourcing (basic or advanced) may be requested by a server and used by a target throughout
a crowdsourcing session. It is recommended that basic crowdsourcing only be used for coarse infrequent data acquisition
with a server or target that cannot support advanced crowdsourcing and that advanced crowdsourcing be used for any precise
or frequent data acquisition if supported by both a server and target.

Figure 15 summarizes the different portions of an LPP/LPPe message and their applicability to basic versus advanced
crowdsourcing.
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- LPP/LPPe Message >
- LPPe Message Portion >
LPP LPPe | Common | A-GNSS | OTDOA WLAN AP Crowdsourcing
Portion | Header | Container | Container |Container *** | Container Container
The common - Not included for advanced Included in all crowdsourcing
container is not € common crowdsourcing. For basic messages (e.g. steps 1-8).
used. OTDOA cqntelllréerdlsf not crowdsourcing, these Contains control and
and ECID may be 'ncg edfor containers may be included in measurement parameters for
included for basic ~ crowdsourcing step 1 to request steps 1, 2, 8 and advanced
crowdsourcing in measurements and in steps 3 and some basic measurement
steps 1, 3,4 and 4 to report measurements data for steps 3 and 4.

Figure 15: LPP/LPPe Message Structure for Crowdsourcing (where steps refer to Figure 14)

For basic crowdsourcing, control parameters (e.g. as used in steps 1, 2 and 8 in Figure 14) are contained in an LPPe
crowdsourcing parameter container. An indication of the basic crowdsourcing measurements requested (e.g. in step 1 in
Figure 14) is contained in the same parameters used to request these measurements when used for positioning of a target.
These parameters appear in LPP and LPPe parameter containers associated with different positioning methods as illustrated
in Figure 15. Basic crowdsourcing measurement data (e.g. for steps 3 and 4 in Figure 14) is mainly contained in the same
LPP and LPPe parameters that are used to report these measurements in the case of positioning. These parameters thus appear
in the LPP and LPPe parameter containers for LPP and LPPe positioning methods. For basic crowdsourcing, a detailed
confirmation of the measurements to be crowdsourced by a target is not provided to a server (e.g. in steps 2 and 8 of Figure
14). Instead, a summary indication is provided of the position methods for which measurements will be provided.

For advanced crowdsourcing, requested measurements (for step 1 of Figure 14), confirmed measurements (for steps 2 and 8
of Figure 14) and measurement data (for steps 3 and 4 of Figure 14) are all provided using the LPPe crowdsourcing
parameter container as shown in Figure 15. For advanced crowdsourcing, LPP and LPPe parameter containers associated
with normal positioning methods are not included.

Table 3 summarizes the different parts of an LPP and LPPe message that are applicable to basic and advanced
crowdsourcing.
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LPP Message Type

Crowdsourcing Information
Type

Container for Basic
Crowdsourcing

Container for Advanced
Crowdsourcing

Request/Provide
Capabilities

Crowdsourcing capabilities

Crowdsourcing Container

Crowdsourcing Container

Request Location
Information

Requested Control Parameters

Crowdsourcing Container

Crowdsourcing Container

Requested Measurements

Position method specific
containers

Crowdsourcing Container

Provide Location
Information

Accepted Control Parameters

Crowdsourcing Container

Crowdsourcing Container

Accepted Measurements

Crowdsourcing Container
(in an abbreviated form)

Crowdsourcing Container

Reported Measurements

Position method specific

Crowdsourcing Container

containers plus a few
measurements (e.g.
date/time and target
location) in the
Crowdsourcing Container.

Table 3: Summary of LPP/LPPe Message Containers applicable to Basic and Advanced Crowdsourcing

5.2.6.4 Measurement Sets and Measurement Subsets

A crowdsourcing measurement set comprises all measurements that were obtained by a target as a result of a particular
instigation of measurements by measurement triggers (e.g. a particular timeout instance of a 20 minute periodic measurement
timer). A measurement set may need to be obtained over a short period of time (e.g. a few seconds or even a few minutes)
depending on the number of measurements and the time needed for each one. During this period, the target may move in
which case a precise single location cannot be reported for all measurements. Therefore, it is allowed to divide each
measurement set into a sequence of subsets obtained at successively later times where each subset contains measurements
that were obtained by a target at the same location or almost the same location.

If a target is not required to obtain any measurements when a particular measurement set is triggered in the case of advanced
crowdsourcing, the target does not provide any information to the server concerning the measurement set. If a target is
required to but is unable to obtain any measurements when a particular measurement set is triggered, the target may either
send no information to the server concerning the measurement set or send error information. It is recommended to send error
information only sparingly — e.g. when an inability to obtain measurements persists over many measurement sets.

For basic crowdsourcing, each measurement subset (or each measurement set that comprises just one subset) is contained in a
separate LPP Provide Location Information message. For advanced crowdsourcing, a single LPP Provide Location
Information message may contain up to 512 separate measurement subsets which may all belong to the same measurement
set or to two or more consecutive measurement sets. Optionally, a server may indicate the maximum distance that a target is
allowed to move while obtaining crowdsourcing measurements to be included in the same measurement subset as a means of
controlling the precision of the reported target location for each measurement subset. If the target moves while a
measurement set is being obtained (e.g. moves by more than any maximum distance allowed by the server), the measurement
set should be reported using more than one subset. Each measurement subset should indicate the time or relative time at
which the included measurements were obtained and the target location. Target location can be provided as an absolute
location and/or as a location relative to a previous measurement subset. Certain measurement subsets, preferably those for
which an absolute location is provided, can be designated as anchor points and used to provide relative locations for one or
more subsequent measurement subsets, thereby allowing the absolute locations for the subsequent measurement subsets to be
obtained from any absolute locations provided or derivable for the anchor points.

In addition to allowing measurements for the same measurement set that were made at different locations to be reported,
multiple measurement subsets may also be used to increase the number of measurements that can be reported by a target
when a single measurement subset cannot include them all. As an example, this may be used to enable a target to report
measurements for multiple channels for the same WLAN AP or to report measurements for multiple frequencies for the same
cell.
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5.3 LPPe Mode

According to 3GPP TS 36.355 [LPP], LPP is always used between a target device and a server and supports three types of
procedures each with a specific directionality. Thus, capabilities may only be requested by a server from a target and are only
sent from the target to the server; assistance data may only be requested by a target from a server and is only sent from a
server to a target; and location information may only be requested by a server from a target and is only sent from a target to a
server. These limitations are compatible with a control plane solution between a network server and wireless terminal device
but become restrictive for a user plane solution between arbitrary end points. In order to retain compliance to the procedures
in [LPP] but enable wider flexibility among LPPe supporting endpoints, a mode is introduced that qualifies how a particular
LPP/LPPe procedure is being used. In this version of LPPe, the following modes are supported.

Mode Description Applicable LPP Procedures

Normal (default) The server and target roles are as defined in | All
the LPP transaction ID

Reversed The server and target roles are temporarily Solicited and Unsolicited Provide
reversed in the LPP transaction. Thus, the Capabilities.
real server indicates it is the target in the
LPP transaction ID and the real target Solicited and Unsolicited Provide

indicates it is the server. Normal LPP rules | Location Information
are then followed concerning the

directionality of transactions — e.g. the real
server may send an LPP Provide

Capabilities to the real target because at an
LPPe level the real server appears to be the
target for which such a transfer is allowed.

Table 4: LPPe Modes

In this version of LPPe, the reversed mode is applicable to a solicited or unsolicited provision of capabilities from a real
server to a real target and to a solicited or unsolicited provision of location information from a real server to a real target. In
the first case, the capabilities being requested or provided are those of the server to support the corresponding capabilities in
the target (e.g. if the real server indicates a capability C, it means the target can make use of C if the target supports C). In the
second case, the location being requested or provided is that of the real target device. Since in LPP and LPPe, the Request
and Provide Location Information messages can indicate measurements as well as a location estimate, some restrictions are
needed for reversed mode usage as shown in Table 5 and Table 6.

LPP/LPPe Parameter Type Parameter(s) Restrictions

LPP Position Method Parameters | All Not Allowed
(A-GNSS, OTDOA, ECID)

LPP Common Parameters Location Information Type Shall indicate "Location
Estimate Required"

QoS Allowed (if not included server
may assume any QoS unless
high accuracy AGNSS is

requested)
Location Coordinate Types Allowed
Velocity Types Allowed
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All other parameters Not Allowed
LPPe Position Method Parameters | AGNSS: High Accuracy Method Allowed

Requested (Boolean set to TRUE)

All other parameters Not Allowed
LPPe Common Parameters All Not Allowed

Table 5: Restriction on use of an LPP/LPPe Request Location Information in Reversed Mode

LPP/LPPe Parameter Type Parameter(s) Restrictions
LPP Position Method Parameters | All Not Allowed
(A-GNSS, OTDOA, ECID)
LPP Common Parameters Location Estimate Allowed
Velocity Estimate Allowed
Location Error Allowed
All other parameters Not Allowed
LPPe Position Method Parameters | All Not Allowed
LPPe Common Parameters High Accuracy Location Estimate Allowed
High Accuracy Velocity Estimate Allowed
All other parameters Not Allowed

Table 6: Restriction on use of an LPP/LPPe Provide Location Information in Reversed Mode

An endpoint may only use the Reversed mode when it is known that the other end also supports LPPe. This is to avoid LPP
errors for an endpoint receiver that supports LPP but not LPPe.
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6. Information Element Abstract Syntax Definition
(Normative)

6.1 General

The contents of each LPPe payload and message extensions are specified in Chapters 6.2 and 6.3, respectively, using ASN.1
to specify the syntax and using tables, when needed, to provide information on the fields and parameters in the message. The
information elements carried within the message extensions are specified as type definitions in Chapters 6.4 and 6.5.

When necessary, appendices are used to provide further information, such as formulae, on the usage of the data content.
LPPe re-uses as far as possible the data definitions from [LPP] in order to avoid duplication.
The ASN.1 in this section uses the same format and coding conventions as described in [LPP].

New ASN.1 data types and new parameters within LPPe 1.0 data types that are added in LPPe 1.1 are identified by including
a ‘verl-1” tag in their names. New ASN.1 data types and new parameters within LPPe 1.0 and LPPe 1.1 data types that are
added in LPPe 2.0 are identified by including a ‘ver2-0” tag in their names. Parameters applicable to LPPe 1.1 or LPPe 2.0
that are included within LPPe 1.1 or LPPe 2.0 data types, respectively, do not include such a tag as they implicitly apply to
LPPe 1.1 or LPPe 2.0, respectively from their context. It should be noted that some parameters within LPPe 1.1 and LPPe 2.0
data types may be defined using data types from a previous version of LPPe or from LPP.

6.2 LPPe Message Extension
6.2.1 LPP data type imports

LPPe uses as far as possible the data definitions from the [LPP] in order to avoid duplication. This ASN.1 snippet defines the
imports from [LPP].

-- ASNISTART

OMA-LPPE DEFINITIONS AUTOMATIC TAGS ::=
BEGIN

IMPORTS GNSS-ID, GNSS-SignalID, GNSS-SignallDs, GNSS-SystemTime, SV-ID,
ECID-SignalMeasurementInformation, CellGlobalIdGERAN, CellGlobalIdEUTRA-AndUTRA,
OTDOA-ReferenceCellInfo, OTDOA-NeighbourCellInfoElement, maxFreqglayers, ARFCN-ValueEUTRA,
Ellipsoid-Point, EllipsoidPointWithAltitude, EllipsoidPointWithAltitudeAndUncertaintyEllipsoid,
NetworkTime, GNSS-ID-Bitmap, ARFCN-ValueUTRA, GNSS-ReferenceTime, LPP-Message,

Ellipsoid-PointWithUncertaintyCircle, EllipsoidPointWithUncertaintyEllipse, EllipsoidArc, Polygon,
ARFCN-ValueEUTRA-v9a0, Velocity

FROM LPP-PDU-Definitions;

-- ASN1STOP
6.2.2 Message extension definitions
6.2.2.1 Extension of LPP

The IE OMA-LPPe-MessageExtension carries version information and the actual data carried in the extension. A single
OMA-LPPe-MessageExtension carries one extension message and all the LPPe information associated with that type. One
OMA-LPPe-MessageExtension data type is carried within one EPDU-Body OCTET STRING parameter in an LPP message.
Note that PER encoding rules in ITU X.691 [X.691] ensure that the encoded data type will be an integer number of octets.
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-- ASNISTART

OMA-LPPe-MessageExtension ::=
lppeCompatibilityLevel
lppeVersion
lppeMode
messageExtensionBody

}
OMA-LPPe-LPPeCompatibilityLevel

OMA-LPPe-LPPeVersion ::=
majorVersion
minorVersion

}

OMA-LPPe-LPPeMode ::=
normal,
reversed,

ENUMERATED {

OMA-LPPe-MessageExtensionBody ::=
requestCapabilities

provideCapabilities
requestAssistanceData
provideAssistanceData
requestLocationInformation
provideLocationInformation

error
abort

}

—-- ASN1STOP

SEQUENCE {
INTEGER (0..255),
INTEGER (0..255)

SEQUENCE {

OMA-LPPe-LPPeCompatibilityLevel,
OMA-LPPe-LPPeVersion,
OMA-LPPe-LPPeMode,
OMA-LPPe-MessageExtensionBody,

INTEGER (0..15)

CHOICE {

OMA-LPPe-RequestCapabilities,

--Shall only be used in the EPDU in LPP
OMA-LPPe-ProvideCapabilities,

--Shall only be used in the EPDU in LPP
OMA-LPPe-RequestAssistanceData,

--Shall only be used in the EPDU in LPP
OMA-LPPe-ProvideAssistanceData,

--Shall only be used in the EPDU in LPP
OMA-LPPe-RequestLocationInformation,
--Shall only be used in the EPDU in LPP
OMA-LPPe-ProvideLocationInformation,
--Shall only be used in the EPDU in LPP
OMA-LPPe-Error, --Shall only be used in
OMA-LPPe-Abort, --Shall only be used in

RequestCapabilities
ProvideCapabilities
RequestAssistanceData
ProvideAssistanceData
RequestLocationInformation
ProvideLocationInformation

the EPDU in LPP Error
the EPDU in LPP Abort

LPPe-Message Extension field descriptions

IppeCompatibilityLevel

LPPe is zero.

This field provides the compatibility level of the OMA LPP Extensions Release. The compatibility level in this version of

IppeVersion

This field provides the version of OMA LPPe Release that includes majorVersion and minorVersion
e majorVersion is x element in the x,y version notation. The major version in this LPPe release is 2
e minorVersion is y element in the x,y version notation. The minor version in this LPPe release is 0

messageExtensionBody

This parameter provides the body of the message extension for all LPP messages

IppeMode

This field qualifies the server and target roles defined in the LPP transaction ID.

6.2.2.2

Broadcast Message Extension (version 1.1)

The IE OMA-LPPe-verl-1-BroadcastContainer is used to encapsulate ciphered or unciphered LPP and LPP/LPPe Provide
Assistance Data messages for delivery via broadcast. The use of this container enables transfer of information needed for
ciphering support (e.g. cipher key identifier), message authentication (e.g. public key identifier and digital signature) and
information that a target can use to quickly identify the types of information being broadcast, the applicable area and time
period and whether the data duplicates data already received. A target that identifies a duplicate broadcast message or
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assistance data that is not of interest, not applicable or not supported can cease reception without the need to receive,
decipher, decode and possibly authenticate the encapsulated LPP or LPP/LPPe message. Except for the encapsulated LPP or
LPP/LPPe message, the parameters in an OMA-LPPe-verl-1-Broadcast-Container are not ciphered.

——- ASN1START

OMA-LPPe-verl-1-BroadcastContainer ::= SEQUENCE {
digitalSignature OMA-LPPe-verl-1-DigitalSignature OPTIONAL,
messageContents OCTET STRING,

}

-- the messageContents octet string contains the encoded content of

BroadcastMessage

OMA-LPPe-verl-1-BroadcastMessage ::= SEQUENCE ({
broadcastControlIEs OMA-LPPe-verl-1-BroadcastControlIEs,
cipheringIEs OMA-LPPe-verl-1-CipheringIEs OPTIONAL,
broadcastMessage OCTET STRING,

}

data

type

OMA-LPPe-verl-1-

-- broadcastMessage contains an unciphered LPP-Message as defined in [LPP] or a ciphered LPP-Message

OMA-LPPe-verl-1-BroadcastControlIEs ::= SEQUENCE ({
serverID OMA-LPPe-verl-1-ServerID,
messagelD OCTET STRING (SIZE (4)) OPTIONAL,
validity-time OMA-LPPe-ValidityPeriod OPTIONAL,
validity-area OMA-LPPe-ValidityArea OPTIONAL,
broadcastADTypes OMA-LPPe-verl-1-BroadcastADTypes OPTIONAL,
}
OMA-LPPe-verl-1-CipheringIEs ::= SEQUENCE ({
cipherSetID OMA-LPPe-verl-1-CipherSetID,
do BIT STRING (SIZE (1..128)),
}
OMA-LPPe-verl-1-DigitalSignature ::= SEQUENCE ({
authenticationSetID OMA-LPPe-verl-1-AuthenticationSetID,
signature BIT STRING (SIZE (2048)),
}
—-— ASN1STOP

--Cond DigitalSignature

Conditional presence

Explanation

DigitalSignature

replay attacks. Otherwise, the field is optional.

The field is mandatory present if the IE digitalSignature is included in order to protect against

OMA-LPPe-verl-1-Broadcast-Container field descriptions

digitalSignature

This parameter applies to LPPe version 1.1 and contains a digital signature for the octet string composing the
messageContents. This parameter is optional and is included only when a target needs to authenticate the message

contents. The parameter

authenticationSetID
signature

contains the following fields:

identifies the public key authentication set to be used to authenticate the signature

the digital signature to be authenticated
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OMA-LPPe-verl-1-Broadcast-Container field descriptions ‘

messageContents

This parameter applies to LPPe version 1.1 and contains the broadcast assistance data and control parameters in the
form of an octet string.

broadcastControlIEs

This parameter applies to LPPe version 1.1 and provides the following parameters applicable to broadcast of an LPP
or LPP/LPPe Provide Assistance Data message.

serverlD defines the server that broadcast the message. This parameter is mandatory.

messagelD a message 1D unique to the server. This parameter is optional and when included can be used
together with the serverlD to identify receipt of a duplicate message.

validity-time the validity time for the broadcast assistance data. This parameter is conditional.

validity-area the valid geographic area for the broadcast assistance data. This parameter is optional.

broadcastADTypes provides a list of the assistance data types in the message referred to by their labels. This
parameter is optional.

Assistance data that is associated with its own validity time and /or validity area SHALL be considered as no longer
valid when either this validity time/area or the validity time/area for the whole message no longer apply
cipheringlEs

This parameter applies to LPPe version 1.1 and SHALL be included if and only if ciphering is used. The parameter
contains the following fields:

cipherSetID this field identifies a cipher set comprising a cipher key value and the first component CO of
the initial counter C1

do this field provides the second component for the initial ciphering counter C1. This field is
defined as a bit string with a length of 1 to 128 bits. A target SHALL first pad out the bit
string if less than 128 bits with zeroes in more significant bit positions to achieve 128 bits.
C1 is then obtained from DO and CO (defined by the cipherSetID) as:

C1 = (DO + C0) mod 2**128 (with all values treated as non-negative integers)

broadcastMessage

This parameter applies to LPPe version 1.1 and is encoded as an octet string that contains either a ciphered or
unciphered LPP or LPP/LPPe Provide Assistance Data message. Ciphering is used when and only when the
parameter cipheringlEs is included.

When ciphering is not used, broadcastMessage contains either an unciphered LPP Provide Assistance Data message
as defined in [LPP] or an unciphered LPP/LPPe Provide Assistance Data message as defined in this specification.
The LPP or LPP/LPPe Provide Assistance Data message is coded using the LPP-Message definition in [LPP].

When ciphering is used, broadcastMessage contains a ciphered LPP or LPP/LPPe Provide Assistance Data message
in the form of an octet string with the bit and octet order corresponding to the output bit order from the ciphering
operation as described in section 5.2.5.3. The message that is ciphered corresponds to a complete message as defined
by the data type LPP-Message in [LPP].

6.3 Message extension IEs
The present chapter details the message extensions provided by LPPe for the 3GPP-defined LPP.

6.3.1 Request Capabilities

The OMA-LPPe-RequestCapabilities message extension requests capability information on LPPe-defined assistance data and
individual positioning methods.

-- ASNISTART
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OMA-LPPe-RequestCapabilities ::= SEQUENCE ({

commonIEsRequestCapabilities
agnss-RequestCapabilities
otdoa-RequestCapabilities
eotd-RequestCapabilities
otdoa-utra-RequestCapabilities
ecid-lte-RequestCapabilities
ecid-gsm-RequestCapabilities
ecid-utra-RequestCapabilities
wlan-ap-RequestCapabilities
ecid-wimax-RequestCapabilities
sensor-RequestCapabilities
srn-RequestCapabilities

’

-- version 2.0 extension elements

ver2-0-pdr-RequestCapabilities
ver2-0-irb-RequestCapabilities

ver2-0-crowdsourcing-RequestCapabilities

OPTIONAL

—-- ASN1STOP

6.3.2 Provide Capabilities

OMA-LPPe-CommonIEsRequestCapabilities OPTIONAL,
OMA-LPPe-AGNSS-RequestCapabilities OPTIONAL,
OMA-LPPe-OTDOA-RequestCapabilities OPTIONAL,
OMA-LPPe-EOTD-RequestCapabilities OPTIONAL,

OMA-LPPe-OTDOA-UTRA-RequestCapabilities OPTIONAL,

OMA-LPPe-ECID-LTE-RequestCapabilities OPTIONAL,
OMA-LPPe-ECID-GSM-RequestCapabilities OPTIONAL,
OMA-LPPe-ECID-UTRA-RequestCapabilities OPTIONAL,
OMA-LPPe-WLAN-AP-RequestCapabilities OPTIONAL,

OMA-LPPe-ECID-WiMax-RequestCapabilities OPTIONAL,

OMA-LPPe-Sensor-RequestCapabilities
OMA-LPPe-SRN-RequestCapabilities

OPTIONAL,
OPTIONAL,

OMA-LPPe-ver2-0-PDR-RequestCapabilities OPTIONAL,
OMA-LPPe-ver2-0-IRB-RequestCapabilities OPTIONAL,
OMA-LPPe-ver2-0-Crowdsourcing-RequestCapabilities

The OMA-LPPe-ProvideCapabilities message extension provides capability information on LPPe-defined assistance data and

individual positioning methods.

—- ASN1START

OMA-LPPe-ProvideCapabilities::= SEQUENCE {

commonIEsProvideCapabilities
agnss-ProvideCapabilities
otdoa-ProvideCapabilities
eotd-ProvideCapabilities
otdoa-utra-ProvideCapabilities
ecid-lte-ProvideCapabilities
ecid-gsm-ProvideCapabilities
ecid-utra-ProvideCapabilities
wlan-ap-ProvideCapabilities
ecid-wimax-ProvideCapabilities
sensor-ProvideCapabilities
srn-ProvideCapabilities

ceey
-- version 2.0 extension elements

ver2-0-pdr-ProvideCapabilities
ver2-0-irb-ProvideCapabilities

ver2-0-crowdsourcing-ProvideCapabilities

OPTIONAL

—-- ASN1STOP

6.3.3

OMA-LPPe-CommonIEsProvideCapabilities
OMA-LPPe-AGNSS-ProvideCapabilities
OMA-LPPe-OTDOA-ProvideCapabilities
OMA-LPPe-EOTD-ProvideCapabilities
OMA-LPPe-OTDOA-UTRA-ProvideCapabilities
OMA-LPPe-ECID-LTE-ProvideCapabilities
OMA-LPPe-ECID-GSM-ProvideCapabilities
OMA-LPPe-ECID-UTRA-ProvideCapabilities
OMA-LPPe-WLAN-AP-ProvideCapabilities
OMA-LPPe-ECID-WiMax-ProvideCapabilities
OMA-LPPe-Sensor-ProvideCapabilities
OMA-LPPe-SRN-ProvideCapabilities

OMA-LPPe-ver2-0-PDR-ProvideCapabilities
OMA-LPPe-ver2-0-IRB-ProvideCapabilities

OPTIONAL,
OPTIONAL,
OPTIONAL,
OPTIONAL,
OPTIONAL,
OPTIONAL,
OPTIONAL,
OPTIONAL,
OPTIONAL,
OPTIONAL,
OPTIONAL,
OPTIONAL,

OPTIONAL,
OPTIONAL,

OMA-LPPe-ver2-0-Crowdsourcing-ProvideCapabilities

Request Assistance Data

The OMA-LPPe-RequestAssistanceData message extension requests assistance data for the individual positioning methods.

-- ASNISTART

OMA-LPPe-RequestAssistanceData ::= SEQUENCE {

commonIEsRequestAssistanceData
agnss-RequestAssistanceData
otdoa-RequestAssistanceData
eotd-RequestAssistanceData
otdoa-utra-RequestAssistanceData
ecid-lte-RequestAssistanceData
ecid-gsm-RequestAssistanceData
ecid-utra-RequestAssistanceData
wlan-ap-RequestAssistanceData
sensor-RequestAssistanceData
srn-RequestAssistanceData

OMA-LPPe-CommonIEsRequestAssistanceData
OMA-LPPe-AGNSS-RequestAssistanceData
OMA-LPPe-OTDOA-RequestAssistanceData
OMA-LPPe-EOTD-RequestAssistanceData
OMA-LPPe-OTDOA-UTRA-RequestAssistanceData
OMA-LPPe-ECID-LTE-RequestAssistanceData
OMA-LPPe-ECID-GSM-RequestAssistanceData
OMA-LPPe-ECID-UTRA-RequestAssistanceData
OMA-LPPe-WLAN-AP-RequestAssistanceData
OMA-LPPe-Sensor-RequestAssistanceData
OMA-LPPe-SRN-RequestAssistanceData

OPTIONAL,
OPTIONAL,
OPTIONAL,
OPTIONAL,
OPTIONAL,
OPTIONAL,
OPTIONAL,
OPTIONAL,
OPTIONAL,
OPTIONAL,
OPTIONAL,
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5000
-- version 2.0 extension elements

ver2-0-pdr-RequestAssistanceData
ver2-0-irb-RequestAssistanceData

-- ASN1STOP

6.3.4

OMA-LPPe-ver2-0-PDR-RequestAssistanceData
OMA-LPPe-ver2-0-IRB-RequestAssistanceData

Provide Assistance Data

OPTIONAL,
OPTIONAL

The OMA-LPPe-ProvideAssistanceData message extension provides assistance data for the individual positioning methods.

-- ASNISTART

OMA-LPPe-ProvideAssistanceData ::= SEQUENCE ({

commonIEsProvideAssistanceData
agnss-ProvideAssistanceData
otdoa-ProvideAssistanceData
eotd-ProvideAssistanceData
otdoa-utra-ProvideAssistanceData
ecid-lte-ProvideAssistanceData
ecid-gsm-ProvideAssistanceData
ecid-utra-ProvideAssistanceData
wlan-ap-ProvideAssistanceData
sensor-ProvideAssistanceData
srn-ProvideAssistanceData

5000
-- version 2.0 extension elements

ver2-0-pdr-ProvideAssistanceData
ver2-0-irb-ProvideAssistanceData

}

-- ASN1STOP

6.3.5

OMA-LPPe-CommonIEsProvideAssistanceData
OMA-LPPe-AGNSS-ProvideAssistanceData
OMA-LPPe-OTDOA-ProvideAssistanceData
OMA-LPPe-EOTD-ProvideAssistanceData
OMA-LPPe-OTDOA-UTRA-ProvideAssistanceData
OMA-LPPe-ECID-LTE-ProvideAssistanceData
OMA-LPPe-ECID-GSM-ProvideAssistanceData
OMA-LPPe-ECID-UTRA-ProvideAssistanceData
OMA-LPPe-WLAN-AP-ProvideAssistanceData
OMA-LPPe-Sensor-ProvideAssistanceData
OMA-LPPe-SRN-ProvideAssistanceData

OMA-LPPe-ver2-0-PDR-ProvideAssistanceData
OMA-LPPe-ver2-0-IRB-ProvideAssistanceData

Request Location Information

The OMA-LPPe-RequestLocationInformation requests position estimates and measurements.

-- ASNISTART

OMA-LPPe-RequestLocationInformation ::= SEQUENCE ({

commonIEsRequestLocationInformation
agnss-RequestLocationInformation
otdoa-RequestLocationInformation
eotd-RequestLocationInformation
otdoa-utra-RequestLocationInformation
ecid-lte-RequestLocationInformation
ecid-gsm-RequestLocationInformation
ecid-utra-RequestLocationInformation
wlan-ap-RequestLocationInformation
ecid-wimax-RequestLocationInformation
sensor-RequestLocationInformation
srn-RequestLocationInformation
boop

-- version2.0 extension element
ver2-0-irb-RequestLocationInformation
ver2-0-pdr-RequestLocationInformation

RequestLocationInformation OPTIONAL

}

—-—- ASN1STOP

6.3.6

OMA-LPPe-CommonIEsRequestLocationInformation

OMA-LPPe-AGNSS-RequestLocationInformation
OMA-LPPe-OTDOA-RequestLocationInformation
OMA-LPPe-EOTD-RequestLocationInformation

OMA-LPPe-OTDOA-UTRA-RequestLocationInformation
OMA-LPPe-ECID-LTE-RequestLocationInformation
OMA-LPPe-ECID-GSM-RequestLocationInformation
OMA-LPPe-ECID-UTRA-RequestLocationInformation
OMA-LPPe-WLAN-AP-RequestLocationInformation
OMA-LPPe-ECID-WiMax-RequestLocationInformation

OMA-LPPe-Sensor-RequestLocationInformation
OMA-LPPe-SRN-RequestLocationInformation

OMA-LPPe-ver2-0-IRB-RequestLocationInformation
OMA-LPPe-ver2-0-PDR-RequestLocationInformation
ver2-0-crowdsourcing-RequestLocationInformation

OMA-LPPe-ver2-0-Crowdsourcing-

Provide Location Information

The OMA-LPPe-ProvideLocationInformation provides position estimates and measurements.

-- ASNISTART

OMA-LPPe-ProvideLocationInformation ::= SEQUENCE {

OPTIONAL,
OPTIONAL,
OPTIONAL,
OPTIONAL,
OPTIONAL,
OPTIONAL,
OPTIONAL,
OPTIONAL,
OPTIONAL,
OPTIONAL,
OPTIONAL,

OPTIONAL,
OPTIONAL

OPTIONAL,
OPTIONAL,
OPTIONAL,
OPTIONAL,
OPTIONAL,
OPTIONAL,
OPTIONAL,
OPTIONAL,
OPTIONAL,
OPTIONAL,
OPTIONAL,
OPTIONAL,

OPTIONAL,
OPTIONAL,
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commonIEsProvideLocationInformation OMA-LPPe-CommonIEsProvideLocationInformation
agnss-ProvideLocationInformation OMA-LPPe-AGNSS-ProvideLocationInformation
otdoa-ProvideLocationInformation OMA-LPPe-OTDOA-ProvideLocationInformation
eotd-ProvideLocationInformation OMA-LPPe-EOTD-ProvideLocationInformation
otdoa-utra-ProvideLocationInformation OMA-LPPe-OTDOA-UTRA-ProvideLocationInformation
ecid-lte-ProvideLocationInformation OMA-LPPe-ECID-LTE-ProvideLocationInformation
ecid-gsm-ProvideLocationInformation OMA-LPPe-ECID-GSM-ProvideLocationInformation
ecid-utra-ProvideLocationInformation OMA-LPPe-ECID-UTRA-ProvideLocationInformation
wlan-ap-ProvideLocationInformastion OMA-LPPe-WLAN-AP-ProvideLocationInformation
ecid-wimax-ProvideLocationInformastion OMA-LPPe-ECID-WiMax-ProvideLocationInformation
sensor-ProvideLocationInformation OMA-LPPe-Sensor-ProvideLocationInformation
srn-ProvideLocationInformation OMA-LPPe-SRN-ProvideLocationInformation

500p
-- version2.0 extension element

ver2-0-irb-ProvideLocationInformation OMA-LPPe-ver2-0-IRB-ProvideLocationInformation
ver2-0-pdr-ProvideLocationInformation OMA-LPPe-ver2-0-PDR-ProvideLocationInformation
ver2-0-crowdsourcing-ProvideLocationInformation OMA-LPPe-ver2-0-Crowdsourcing-

ProvideLocationInformation OPTIONAL
}

—-— ASN1STOP
6.3.7 Abort

The OMA-LPPe-Abort carries a request to abort the on-going LPPe procedure.

—— ASN1START

OMA-LPPe-Abort ::= SEQUENCE ({
commonIEsAbort OMA-LPPe-CommonIEsAbort OPTIONAL,
agnssAbort OMA-LPPe-AGNSS-Abort OPTIONAL,

5000
-- version 2.0 extension elements
ver2-0-crowdsourcing-Abort OMA-LPPe-ver2-0-Crowdsourcing-Abort OPTIONAL

—— ASN1STOP
6.3.8 Error

The OMA-LPPe-Error carries information regarding the error in the received LPPe message.

—- ASN1START
OMA-LPPe-Error ::= SEQUENCE ({
commonIEsError OMA-LPPe-CommonIEsError OPTIONAL,
}
—-- ASN1STOP

6.4 LPPecommon IEs

The present chapter defines common IEs that are applicable to more than one LPP positioning methods.

6.4.1 LPPe Common low level IEs

- OMA-LPPe-AssistanceContainer-DataSerialNumber

OPTIONAL,
OPTIONAL,
OPTIONAL,
OPTIONAL,
OPTIONAL,
OPTIONAL,
OPTIONAL,
OPTIONAL,
OPTIONAL,
OPTIONAL,
OPTIONAL,
OPTIONAL,

OPTIONAL,
OPTIONAL,

The OMA-LPPe-AssistanceContainer-DataSerialNumber is used to identify the version of the vendor-/operator-specific

assistance data.

——- ASN1START
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OMA-LPPe-AssistanceContainer-DataSerialNumber ::= SEQUENCE ({
dataSerialNumber INTEGER (0..4294967295),

}

—-— ASN1STOP

— OMA-LPPe-AssistanceContainerlD

The OMA-LPPe-AssistanceContainerID is used to identify vendor-/operator-specific assistance data.

——- ASN1START

OMA-LPPe-AssistanceContainerID ::= SEQUENCE {
containerID INTEGER (0..65535),

}

—-- ASN1STOP

- OMA-LPPe-AssistanceContainerProvidelList

The OMA-LPPe-AssistanceContainerProvideList is a black-box data container meant for carrying vendor-/operator-specific
assistance data.

—— ASN1START
OMA-LPPe-AssistanceContainerProvideList ::= SEQUENCE (SIZE(l.. maxAssistanceContainerList)) OF
OMA-LPPe-AssistanceContainerProvide
maxAssistanceContainerList INTEGER ::= 16
OMA-LPPe-AssistanceContainerProvide ::= SEQUENCE {
dataldentifier OMA-LPPe-VendorOrOperatorAssistanceDataldentifier,
checkOrUpdateOrError ENUMERATED {
targetHasLatestData,
targetDataNotLatest,
targetDataNotLatestButServerCannotProvidelLatestData,
targetHasValidData,
targetDataInvalidButServerCannotProvideValidData,
serverHasRequestedDataButUnableToProvideTemporarily,
serverDoesNotHaveRequestedData,
serverDoesNotRecognizeRequestedData,
undefined,
ce. ) OPTIONAL, —-Cond CheckorUpdate
dataResult CHOICE {
simulationResult INTEGER (0..5000),
data OMA-LPPe-AssistanceContainerData,
}  OPTIONAL,
errorCode OMA-LPPe-AssistanceContainerProvideError OPTIONAL,
}
OMA-LPPe-AssistanceContainerData ::= SEQUENCE ({
dataSerialNumber OMA-LPPe-AssistanceContainer-DataSerialNumber OPTIONAL,
data OCTET STRING,
validityPeriod OMA-LPPe-ValidityPeriod OPTIONAL,
validityArea OMA-LPPe-ValidityArea OPTIONAL,
}
OMA-LPPe-AssistanceContainerProvideError ::= SEQUENCE {
serverError ENUMERATED { assistanceContainerUnknownDataldentifier,

assistanceContainerUnknownDataSerialNumber,
assistanceContainerDataTemporarilyUnavailable,
assistanceContainerDataNoLongerSupported,
assistanceContainerVendorOrOperatorNotSupported,
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...} OPTIONAL,

}

—-- ASN1STOP
Conditional presence Explanation
CheckOrUpdate The field is mandatory present if the target requested CheckOrUpdate, otherwise it is not
present.

OMA-LPPe-AssistanceContainerProvideList field descriptions

dataldentifier
This field identifies the data being provided.

checkOrUpdateOrError
This field is used to carry the result of comparison between the dataSerialNumber of the target’s data and of the server’s
data.

In case updated data SHALL be provided to the target, the field SHALL be set either to “targetbDataNotLatest” or
“targetDatalnvalid” depending upon the request parameters.

dataResult
This field carries either the size of data (in simulated case) or the actual data (in data-request case).

In case of simulated case, the approximate size of the payload rounded upwards is returned. The scale factor is 1024
OCTETS. Thus in case the payload size is x octets, the number to be returned is ceil(x/1024). A value 5000 means >=
5120 000 OCTETS.

In case simulation was requested together with Check-Or-Update, the ‘simulationResult’ parameter is used to carry
information on the payload size in case the check-or-update request would be fulfilled. Thus, for instance in case the target
has the latest data, then the checkOrUpdate field indicates ‘targetHasLatestData’ and the payload size is 0 octets. On the
other hand, for example, in case the target data is invalid, the checkOrUpdate field indicates ‘targetDatalnvalid’ and the
‘simulationResult’ indicates the would-be payload size.

In a special case that the target requests for updated data and the target data is not the latest, but the server only knows that
the data is not the latest but does not have it, the server SHALL indicate
‘targetDataNotLatestButServerCannotProvideLatestData’ in checkOrUpdate field and does not provide dataResult.
Similarly, in case the target requests for updated data in case the target data is invalid, but the server only knows the data is
invalid but does not have valid data, the server SHALL indicate
‘targetDatalnvalidButServerCannotProvideValidData’ in checkOrUpdate field and does not provide
dataResult.

dataSerialNumber

This field is used to indicate the version of the assistance data. When the server updates the assistance data, it labels the
data with a new serial number. The combination of OMA-LPPe-VendorOrOperatorID , dataldentifier and
dataSerialNumber should uniquely and precisely identify the assistance data.

data
This field contains the actual data.

validityPeriod
This field is used to indicate when (in time) the assistance data is valid.

validityArea
This field is used to indicate the geographical area where the assistance data is valid. If this field is missing, the validity
area is either self-evident from the data (e.g. a local map) or the data is global.
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- OMA-LPPe-AssistanceContainerRequestList

The OMA-LPPe-AssistanceContainerRequestList is used by the target to request for vendor-/operator-specific assistance
data.

—- ASN1START
OMA-LPPe-AssistanceContainerRequestList ::= SEQUENCE (SIZE (l..maxAssistanceContainerList)) OF
OMA-LPPe-AssistanceContainerRequest
OMA-LPPe-AssistanceContainerRequest ::= SEQUENCE {
dataIdentifier OMA-LPPe-VendorOrOperatorAssistanceDataldentifier,
simulatedReq BOOLEAN,
checkOrUpdateReq OMA-LPPe-AssistanceContainerCheckOrUpdateReq OPTIONAL,
validityTimeRequest OMA-LPPe-ValidityPeriod OPTIONAL,
proprietaryRequestParameters OCTET STRING OPTIONAL,
}
OMA-LPPe-AssistanceContainerCheckOrUpdateReq ::= SEQUENCE ({
dataSerialNumber OMA-LPPe-AssistanceContainer-DataSerialNumber,
checkLatest ENUMERATED {returnLatestIfCurrentNotLatest,
returnUpdateOnlyIfCurrentInvalid,
. }l
}
—-— ASN1STOP

OMA-LPPe-AssistanceContainerRequestList field descriptions

dataldentifier

This field identifies the data being requested.

simulatedReq

This field is used for indicating if the target only requests information of the approximate size of the generic assistance
data instead of requesting the actual data set. TRUE means request for data size and FALSE means request for the actual
data.

checkOrUpdateReq

This field can be used to request comparison of the dataSerialNumber of the target’s current data with the
dataSerialNumber of the server’s data.

validityTimeRequest

This field can be used for requesting the desired validity period for the data. This field may only be included for assistance
data that has limited validity (e.g. SHALL NOT be included for a map data request).

proprietaryRequestParameters

This field can be used to carry non-standardized extensions to the request parameters. These are vendor/operator-specific
and are associated with the dataldentifier.

dataSerialNumber

This field is used to indicate the version of the assistance data. When the server updates the assistance data, it labels the
data with a new serial number. The combination of OMA-LPPe-VendorOrOperatoriD , dataldentifier and
dataSerialNumber should uniquely and precisely identify the assistance data.

checkLatest

This field can be used to indicate action when comparing the data version of the target’s current data with the server’s
data. The target can choose the option ReturnLatestlfCurrentNotLatest to indicate that if there is more recent data
available than that of the target’s, that latest data SHALL be returned. On the other hand, option
ReturnUpdateOnlylfCurrentinvalid indicates that if the target’s data is still valid, no update should be returned, even if the
server would have a new issue of the data.
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- OMA-LPPe-CellLocalldGERAN

The IE OMA-LPPe-CellLocalldGERAN specifies the local identity of a cell in GERAN.

-- ASNISTART

OMA-LPPe-CellLocalIdGERAN ::= SEQUENCE ({
locationAreaCode BIT STRING (SIZE (16)),
cellIdentity BIT STRING (SIZE (16)),

}

-- ASNISTOP

OMA-LPPe-CellLocalldGERAN field descriptions

locationAreaCode

This field is a fixed length code identifying the location area within a PLMN.

cellldentity

This field specifies the cell identifier which is unique within the context of the GERAN location area.

- OMA-LPPe-CellNonUniqueld GERAN
The IE OMA-LPPe-CellNonUniqueldGERAN specifies a non-unique Cell Identifier for GERAN.

——- ASN1START
OMA-LPPe-CellNonUniqueIDGERAN ::= SEQUENCE ({
bsic INTEGER (0..63),
bcch INTEGER (0..1023),
}
—-— ASN1STOP
OMA-LPPe-CellINonUniqueldGERAN field descriptions
bsic
This field identifies the Base Station Identity Code of the cell.
bcch
This field identifies the Absolute Radio Frequency Channel Number (ARFCN) for the Broadcast Control Channel of the
cell.

- OMA-LPPe-CharArray
The IE OMA-LPPe-CharArray is used to specify a character array.

—-- ASNISTART
OMA-LPPe-CharArray ::= VisibleString (FROM ("a".."z" [ "A".."z2" | "0".."9" | ".-")) (SIZE (1..31))

—-- ASN1STOP
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OMA-LPPe-CharArray IE field descriptions

charArray
This type defines a character array.

- OMA-LPPe-CivicLocation
The IE OMA-LPPe-CivicLocation provides a civic location based on [RFC4776].

—— ASN1START
OMA-LPPe-CivicLocation ::= SEQUENCE {
countryCode OCTET STRING (SIZE (2)),
civicAddressElementList OMA-LPPe-CivicAddressElementList,
}
OMA-LPPe-CivicAddressElementList ::= SEQUENCE (SIZE (1..128)) OF OMA-LPPe-CivicAddressElement
OMA-LPPe-CivicAddressElement ::= SEQUENCE {
caType INTEGER(0..511),
caValue OCTET STRING (SIZE (l1..256)),
}
—-— ASN1STOP
OMA-LPPe-CivicLocation field descriptions
countryCode

This parameter provides the two-letter ISO 3166 country code in capital ASCII letters, e.g., DE or US.

caType

This field defines the civic address type. Values 0 to 255 are defined in [RFC4776], and values greater than 255 are OMA
defined civic address types.

caValue

This field defines the civic address value, as described in [RFC4776]. As defined in [RFC4776], this SHALL be encoded
as UTF-8 and may employ mixed case.

- OMA-LPPe-CivicLocation-pidf-lo
The IE OMA-LPPe-CivicLocation-pidf-lo provides a civic location based on a UTF-8 encoded PIDF-LO XML document.

—— ASN1START

OMA-LPPe-CivicLocation-pidf-1lo ::= SEQUENCE ({
civicLocation OCTET STRING,

}

-- ASN1STOP

OMA-LPPe-CivicLocation-pidf-lo field descriptions

civicLocation

This parameter contains a UTF-8 encoded PIDF-LO XML document as defined in [RFC4119]. The document shall only
contain a civic address using the namespaces "urn:ietf:params:xml:ns:pidf:geopriv10:civicAddr" defined in [RFC5139]
and "urn:ietf:params:xml:ns:pidf:geopriv10:civicAddr:ext" defined in [RFC6848].

- OMA-LPPe-Duration

The OMA-LPPe-Duration is used to provide information on / request the duration.
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—— ASN1START
OMA-LPPe-Duration ::= SEQUENCE {
duration INTEGER (1..63),
durationLSB INTEGER (1..89) OPTIONAL,
}
—-— ASN1STOP
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OMA-LPPe-Duration field descriptions

duration

The scale factor is 15 min. Range [15, 945 min], i.e. upto 16 hours.
durationLSB

Finer granularity duration.

The scale factor is 10 seconds. Range [10, 890] seconds.

- OMA-LPPe-FixedAccessTypes
The IE OMA-LPPe-FixedAccessTypes provides a list of fixed access types.

—— ASN1START
OMA-LPPe-FixedAccessTypes ::= BIT STRING { cable (0),

dsl (1),

lan (2),

pstn (3),

other (4) } (SIZE(1l..1l6))
—-— ASN1STOP

OMA-LPPe-FixedAccessTypes field descriptions

OMA-LPPe-FixedAccessTypes

This field provides a list of one or more fixed access types. A type is present if the associated bit is set one and absent if
set to zero.

- OMA-LPPe-verl-1-GroundMorphologyModel

The OMA-LPPe-verl-1-GroundMorpholgyModel is used to provide models for ground altitude and buildings height. Altitude
model and buildings height model are encoded in a grid of points, one grid for each kind of information.

—— ASN1START

OMA-LPPe-verl-1-GroundMorphologyModel ::= SEQUENCE ({
altitudeModel OMA-LPPe-verl-1-AltitudeModel OPTIONAL,
buildingsProfileModel OMA-LPPe-verl-1-BuildingsHeightModel OPTIONAL,
}

OMA-LPPe-verl-1-AltitudeModel ::= SEQUENCE ({
northWestCorner Ellipsoid-Point, -- coordinates of North West corner of rectangle
northWestCornerAltitude INTEGER (-500..9000), -- altitude of North West corner of rectangle
Nnrows INTEGER (2..1012), -- number of rows along West-East direction
ncols INTEGER (2..1012), -- number of columns along North-South direction
spanX INTEGER (6..14),
spanY INTEGER (6..14),
deltaAltUnits INTEGER (1..128), —-- units in meter
altitudeGrid SEQUENCE SIZE (1..10000) OF DeltaAltitudes,
}

OMA-LPPe-verl-1-BuildingsHeightModel ::= SEQUENCE ({
northWestCorner Ellipsoid-Point, -- coordinates of North West corner of rectangle
northWestCornerHeight INTEGER (0..500), -- hight of North West corner of rectangle
Nnrows INTEGER (2..1012), -- number of rows along West-East direction
ncols INTEGER (2..1012), -- number of columns along North-South direction
spanX INTEGER (6..14),
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span¥Y INTEGER (6..14),
deltaHeightUnits INTEGER (1..16), —-- units in meter
buildingsHeightGrid SEQUENCE SIZE(1..10000) OF DeltaHeight,
}

DeltaAltitudes ::= SEQUENCE {
deltaAlt INTEGER (-15..16), —-- in units of deltaAltUnits
numGridPoints INTEGER (0..255),
}

DeltaHeight ::= SEQUENCE {
deltaHeight INTEGER (-15..16), -- in units of deltaHeightUnits
numGridPoints INTEGER (0..255),
}

-- ASN1STOP

OMA-LPPe-verl-1-GroundMorphologyModelReq field descriptions

altitudeModel

This structures describes the behavior of ground altitude information in the selected area

buildingsHeightModel

This structures describes the behavior of buildings height information in the selected area

northWestCorner

This field specifies the coordinates of the North-West corner of the rectangular grid of points.

northWestCornerAltitude

This field specifies the altitude [in meters above sea level] of the North-West corner of the rectangular grid of points.
northWestCornerHeight

This field specifies the building height [in meters above street level] of the North-West corner of the rectangular grid of
points.

spanX, spanY

These fields specify the width of the rectangular grid for which ground morphology assistance data (altitude or building
height) is provided: The grid is oriented according to W-E and N-S directions, spanX defines the width in W-E direction,
spanY defines the width in N-S direction, The North West corner of the grid is centered in northWestCorner point.

The width of the rectangular grid in both directions expressed in meters is given by the expression

dim [m]=2%"m
dim, [m]=2""m
Admitted values of the grid sides width are comprised between 64 m and 16384 m
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nrows, ncols

The nrows and nclos fields define the number of points of the ground morphology grid (altitude or building height).
Columns of the ground morphology grids are evenly spaced straight lines in a N-S direction and rows are evenly spaced
straight lines in an E-W direction with the most extreme east and west columns and the most extreme north and south rows
aligned with the perimeter of the rectangle defined by northWestCorner, spanX and spanY. Grid points are then defined
by the intersection of rows and columns.

The resolution in N-S and W-E directions of the grid is given, in meters, by dividing the width of the rectangle by (ncols-
1) and the height of the rectangle by (nrows-1), respectively.

The range of values for nrows and ncols is between 2 and 1012.

deltaAltUnits

This field represents the units of deltaAlt in meters. The value range is from 1 to 128.

deltaHeightUnits
This field represents the units of deltaHeight in meters. The value range is from 1 to 16.

altitudeGrid, deltaAlt, numGridPoints
The altitudeGrid structure contains altitude information for the defined grid of points. In the proposed encoding scheme
the points are ordered from west to east along rows followed by north to south along columns.
For such ordered points, altitude information is encoded with a sequence of pairs (D,N) (deltaAlt, numGridPoints),
where:
o deltaAlt represents the increment of altitude expressed in multiples of deltaAltUnits with respect to the previous
(or initial) altitude value, admitted multiple values are integer numbers in the interval between -15 and 16.
e numGridPoint represents the number of consecutive points of the grid with the same defined altitude value;
Admitted value for numGridPoint are integer number in the interval between 0 and 255.
For the first grid point of the grid (i.e., the north-west corner), the altitude is defined by the value of
northWestCornerAltitude. Within each row of the grid, the altitude values for the point sequence in the interval [n, n
+NumGridPoints-1] are given by the expression

alty, . numcrigpoint 1] = lt, 4 + deltaAltUnits * deltaAlt

A new (D,N) pair is provided at the beginning (most westerly grid point) of each row, the deltaAlt for the initial pair in
each row is relative to the altitude of the first point in the row just above. In the case of the first row, the first increment
value is relative to the NW corner altitude value and it provides information starting from the second point of the first row
(as the first one is provided by northWestCornerAltitude field).

If the difference between two consecutive points is greater than the maximum allowed increment value, then one or more
pairs (+16/-15, 0), with maximum incremental value for a sequence of zero points, is added before the final pair (D,N). If
the number of point in the sequence, assuming the same value, is greater than 255 one or more pairs (0, 255), with
increment value equal to zero and number of points D equal to 255, is added before the final pair (N,D) .
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buildingHeightGrid, deltaHeight, numGridPoints
Building height is defined relative to ground level where a height of zero means the absence of a building at that point.
Ground level altitude is given by OMA-LPPe-verl-1-AltitudeModel when this is provided. The buildingHeightGrid
structure contains buildings height information for the defined grid of points. In the proposed encoding schema the points
are ordered from west to east along rows followed by north to south along columns.
For such ordered points, building height information is encoded with a sequence of pairs (D,N) (deltaHeight,
numGridPoints), where:
e deltaHeight represents the increment of building height expressed in multiples of deltaHeightUnits with respect
to the previous (or initial) altitude value, admitted multiple values are integer numbers in the interval between -
15 and 16
e numGridPoint represents the number of consecutive points of the grid with the same defined altitude value;
Admitted value for numGridPoint are integer number in the interval between 0 and 255.
For the first grid point of the grid (i.e., the north-west corner), the building height is defined by the value of
northWestCornerHeight. Within each row of the grid, the height values for the point sequence in the interval [n, n
+NumGridPoints-1] are given by expression

height, ., numerigroine1] = h€Ight,, ; + deltaHeightUnits > deltaHeight

A new (D,N) pair is provided at the beginning (most westerly grid point) of each row, this deltaHeight for the initial pair
of each row is relative to the building height for the first point in the row just above. In the case of the first row, the first
increment value is relative to the NW corner height value and it provides information starting from the second point of the
first row (as the first one is provided by northWestCornerHeight field).

If the jump between two consecutive points is grater then the maximum allowed increment value, then one or more pairs
(+16/-15, 0), with maximum incremental value for a sequence of zero points, is added before the final pair (D,N). If the
number of point in the sequence, assuming the same value, is greater than 255 one or more pairs (0, 255), with increment
value equal to zero and number of points D equal to the maximum value, is added before the final pair (N,D) .

- OMA-LPPe-verl-1-CellGlobalID
The IE OMA-LPPe-verl-1-CellGloballD applies only to LPPe 1.1 and provides a global cell ID for GSM, WCDMA or LTE.

—-- ASN1START

OMA-LPPe-verl-1-CellGlobalID ::= CHOICE {
eUTRA CellGlobalIdEUTRA-ANdUTRA,
uTRA CellGlobalIdEUTRA-AndUTRA,
gSM CellGlobalIdGERAN,

}

—-— ASN1STOP

OMA-LPPe-CellGloballD field descriptions

OMA-LPPe-CellGloballD
This parameter provides a global cell ID for a GSM, WCDMA or LTE cell.

- OMA-LPPe-HighAccuracy3Dposition
The OMA-LPPe-HighAccuracy3Dposition provides the IE to carry high accuracy 3D position information.

—- ASN1START
OMA-LPPe-HighAccuracy3Dposition ::= SEQUENCE ({
latitude INTEGER (-2147483648..2147483647),
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longitude INTEGER (-2147483648..2147483647),
cep INTEGER (0. .255) OPTIONAL, --Cond NoEllipse
uncertainty-semimajor INTEGER (0. .255) OPTIONAL, --Cond NoCEP
uncertainty-semiminor INTEGER (0. .255) OPTIONAL, --Cond NoCEP
offset-angle INTEGER(0..179) OPTIONAL, ——Cond NoCEP
confidenceHorizontal INTEGER (0..99) OPTIONAL,
altitude INTEGER (-64000..1280000),
uncertainty-altitude INTEGER (0..255),
confidenceVertical INTEGER (0..99) OPTIONAL,
extUncertRange BOOLEAN OPTIONAL
}
—-- ASN1STOP
Conditional presence Explanation
NoEllipse The field is mandatory present, if no uncertainty ellipse is present.
The field SHALL NOT be present, if uncertainty ellipse present.
NoCEP The field is mandatory present, if no CEP is present.
The field SHALL NOT be present, if CEP present.

OMA-LPPe-HighAccuracy3Dposition field descriptions

latitude
Latitude based on WGS84 [GPS-1CD-200D] datum. The relation between the latitude X in range [-90°, 90°] and the coded
number N is

N = floor(i 2%,
90°

where value N=2%! is coded as N=231-1. Resolution 4.7 mm.

longitude
Longitude based on WGS84 [GPS-ICD-200D] datum. The relation between the longitude X in range [-180°, 180°) and the
coded number N is

X 231).

N = floor(——
180

Worst-case resolution (at the Equator) 9.3 mm.
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OMA-LPPe-HighAccuracy3Dposition field descriptions

cep
Default uncertainty range:

Horizontal uncertainty expressed as Circular Error Probable expressed as the coded humber N (with N from 0..255). The
relation between the CEP and N is given by:

CEP = 0.3*( (1+0.02)N-1) meters with N=255 meaning CEP > 45.6,
Range [0, 45.6) meters. The following table shows exemplary mappings from the coded number N to the component:

N component-value, m
0 0
1 0.006
2 0.121
100 1.8734
200 15.4455
254 45.6
255 >45.6

Extended uncertainty range:

Horizontal uncertainty expressed as Circular Error Probable expressed as the coded number N (with N from 0..255). The
relation between the CEP and N is given by:

CEP = 0.3*( (1+0.02594)N-1) meters with N=255 meaning CEP > 200m,
Range [0, 200) meters. The following table shows exemplary mappings from the coded number N to the component:

N component-value, m
0 0
1 0.008
2 0.016
100 3.58
200 50.0
254 200
255 > 200
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OMA-LPPe-HighAccuracy3Dposition field descriptions

uncertainty-semimajor
Default uncertainty range:

The semi-major axis of the horizontal uncertainty ellipse expressed as the coded number N (with N from 0..255). The
relation between the semi-major axis and N is given by:

semi-major axis = 0.3*( (1+0.02)N-1) meters with N=255 meaning semi-major axis uncertainty > 45.6m,
Range [0, 45.6) meters.

Extended uncertainty range:

The semi-major axis of the horizontal uncertainty ellipse expressed as the coded number N (with N from 0..255). The
relation between the semi-major axis and N is given by:
semi-major axis = 0.3*( (1+0.02594)N-1) meters with N=255 meaning semi-major axis uncertainty > 200m,
Range [0, 200) meters.
uncertainty-semiminor

Default uncertainty range:

The semi-minor axis of the horizontal uncertainty ellipse expressed as the coded number N (with N from 0..255). The
relation between the semi-minor axis and N is given by:

semi-minor axis = 0.3*( (1+0.02)N-1) meters with N=255 meaning semi-minor axis uncertainty > 45.6m,
Range [0, 45.6) meters.

Extended uncertainty range:

The semi-minor axis of the horizontal uncertainty ellipse expressed as the coded number N (with N from 0..255). The
relation between the semi-minor axis and N is given by:
semi-minor axis = 0.3*( (1+0.02594)N-1) meters with N=255 meaning semi-minor axis uncertainty > 200m,
Range [0, 200) meters.
offset-angle
The angle of semi-major axis measured clockwise with respect to True North in steps of 1 degree.
confidenceHorizontal
This field specifies the horizontal confidence percentage associated with the CEP or Uncertainty Ellipse depending upon
which is included.

In case horizontal confidence is not included, the confidence is either 68% (in case of CEP) or 39% (in case of ellipse).
Note that in case the ellipse represents Gaussian 2D error distribution, 39% corresponds to 1¢ confidence.

Confidence is encoded as a truncated percentage. An encoded value of O therefore represents a confidence C where 0%
<=C <1% percent. An encoded value of 1 represents a confidence C where 1%<=C<2%, and so on. An encoded value of
99 represents a confidence C where 99%<=C<100%.

altitude

Altitude with respect to WGS84 [GPS-1CD-200D] ellipsoid.

Scale factor 2°7 meters. Range [-500, 10000] meters,
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OMA-LPPe-HighAccuracy3Dposition field descriptions

uncertainty-altitude
Default uncertainty range:

The altitude uncertainty expressed as the coded number N (with N from 0..255). The relation between the altitude
uncertainty and N is given by:

altitude uncertainty= 0.3*( (1+0.02)N-1) meters with N=255 meaning altitude uncertainty is unknown and unlimited,
Range [0, 45.6) meters.

Extended uncertainty range:

The altitude uncertainty expressed as the coded number N (with N from 0..255). The relation between the altitude
uncertainty and N is given by:

altitude uncertainty= 0.3*( (1+0.02594)N-1) meters, with N=255 meaning altitude uncertainty is unknown and unlimited
Range [0, 200) meters.
confidenceVertical
This field specifies the confidence percentage associated with the altitude uncertainty. In case vertical confidence is not
included, the confidence is 68% corresponding to 1o value in case of 1D Gaussian error distribution.

Confidence is encoded as a truncated percentage. An encoded value of O therefore represents a confidence C where 0%
<=C <1% percent. An encoded value of 1 represents a confidence C where 1%<=C<2%, and so on. An encoded value of
99 represents a confidence C where 99%<=C<100%.

extUncertRange

This field indicates whether the extended uncertainty range is used (TRUE). This field is optional. Absence of this field
indicates that the default uncertainty range is used.

- OMA-LPPe-HighAccuracy3Dvelocity
The OMA-LPPe-HighAccuracy3Dvelocity provides the IE to carry high accuracy 3D velocity information.

—-- ASN1START

OMA-LPPe-HighAccuracy3Dvelocity ::= SEQUENCE ({
enu-origin OMA-LPPe-HighAccuracy3Dposition OPTIONAL,
east-component INTEGER(0..511),
negative-sign-east NULL OPTIONAL, --Cond West
north-component INTEGER(0..511),
negative-sign-north NULL OPTIONAL, —--Cond South
up-component INTEGER(0..511),
negative-sign-up NULL OPTIONAL, —-Cond Down
cep INTEGER (0. .255) OPTIONAL, --Cond NoEllipse
uncertainty-semimajor INTEGER (0. .255) OPTIONAL, -—-Cond NoCEP,
uncertainty-semiminor INTEGER (0. .255) OPTIONAL, -—-Cond NoCEP,
offset-angle INTEGER (0..179) OPTIONAL, —--Cond NoCEP,
confidenceHorizontal INTEGER (0..99) OPTIONAL,
uncertainty-up-component INTEGER (0. .255),
confidenceUp INTEGER (0..99) OPTIONAL,

}

-- ASN1STOP
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Conditional presence Explanation

West The field is mandatory present, if the speed component is towards West.
South The field is mandatory present, if the speed component is towards South.
Down The field is mandatory present, if the speed component is down.
NoEllipse The field is mandatory present, if no uncertainty ellipse is present.

The field SHALL NOT be present, if uncertainty ellipse present.
NoCEP The field is mandatory present, if no CEP is present.

The field SHALL NOT be present, if CEP present.

OMA-LPPe-HighAccuracy3Dvelocity field descriptions

enu-origin

Origin of the east-north-up coordinate system, in which the velocity is represented.

east-component

Eastward-speed expressed as the coded number N. The relation between the component and the coded number is given by
component =0.04*( (1+0.016)N-1) m/s,

Range [0, 133.24) m/s. The following table shows exemplary mappings from the coded number N to the speed component:

N component-value, m/s

0 0

1 0.00064

2 0.0013
100 0.1556
200 0.9168
300 4.6392
400 22.8446
500 111.8816
509 129.0692
510 131.1350
511 133.2338

north-component

Northward-speed expressed as the coded number N. The relation between the component and the coded number is given

by
component =0.04*( (1+0.016)N-1) m/s,

Range [0, 133.24) m/s.

up-component

Upward-speed expressed as the coded number N. The relation between the component and the coded number is given by
component =0.04*( (1+0.016)N-1) m/s,

Range [0, 133.24) m/s.
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OMA-LPPe-HighAccuracy3Dvelocity field descriptions

cep
Uncertainty of the horizontal speed expressed as Circular Error Probable expressed as the coded number N. The relation
between the CEP and the coded number is given by

CEP = 0.02*( (1+0.025)N-1) m/s,
Range [0, 10.84) m/s.
uncertainty-semimajor
The semi-major axis of the horizontal speed uncertainty ellipse expressed as the coded number N. The relation between
the semi-major axis and the coded number is given by
semi-major axis =0.02*( (1+0.025)N-1) m/s,

Range [0, 10.84) m/s.
uncertainty-semiminor
The semi-minor axis of the horizontal speed uncertainty ellipse expressed as the coded number N. The relation between
the semi-minor axis and the coded number is given by
semi-minor axis =0.02*( (1+0.025)N-1) m/s,

Range [0, 10.84) m/s.

offset-angle

The clock-wise angle of the semi-major axis with respect to True North in steps of 1 degree.

confidenceHorizontal

This field specifies the horizontal confidence percentage associated with the speed CEP or Velocity Uncertainty Ellipse
depending upon which is included.

In case horizontal confidence is not included, the confidence is either 68% (in case of CEP) or 39% (in case of ellipse).
Note that in case the ellipse represents Gaussian 2D error distribution, 39% corresponds to 1 confidence.

Confidence is encoded as a truncated percentage. An encoded value of O therefore represents a confidence C where 0%
<=C <1% percent. An encoded value of 1 represents a confidence C where 1%<=C<2%, and so on. An encoded value of
99 represents a confidence C where 99%<=C<100%.

uncertainty-up-component

The upward speed uncertainty expressed as the coded number N. The relation between the uncertainty and the coded
number is given by

uncertainty=0.02*( (1+0.025)N-1) m/s,
Range [0, 10.84) m/s.
confidenceUp
This field specifies the confidence percentage associated with the upward speed uncertainty. In case upward confidence is
not included, the confidence is 68% corresponding to 16 value in case of 1D Gaussian error distribution.

Confidence is encoded as a truncated percentage. An encoded value of O therefore represents a confidence C where 0%
<=C <1% percent. An encoded value of 1 represents a confidence C where 1%<=C<2%, and so on. An encoded value of
99 represents a confidence C where 99%<=C<100%.

— OMA-LPPe-LocationIinformationContainerID

The OMA-LPPe-LocationInformationContainerID is used to identify vendor-/operator-specific location information.

—-- ASN1START

OMA-LPPe-LocationInformationContainerID ::= SEQUENCE ({
containerID INTEGER (0..65535),

}

—-— ASN1STOP
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— OMA-LPPe-LocationIinformationContainer

The OMA-LPPe-LocationInformationContainer is a black-box data container meant for carrying vendor-/operator-specific
location information.

—— ASN1START
OMA-LPPe-LocationInformationContainer ::= SEQUENCE ({
vendorOrOperatorID OMA-LPPe-VendorOrOperatorID,
locationInformationContainerDatalList OMA-LPPe-LocationInformationContainerDatalist,
}
OMA-LPPe-LocationInformationContainerDatalList ::= SEQUENCE

(SIZE (1. .maxLocationInformationContainerDatalist)) OF OMA-LPPe-LocationInformationContainerData

OMA-LPPe-LocationInformationContainerData ::= SEQUENCE {
containerID OMA-LPPe-LocationInformationContainerID,
containerData OCTET STRING,

}

—-— ASN1STOP

OMA-LPPe-LocationInformationContainer field descriptions

vendorOrOperatoriD

This field defines the vendor/operator providing the location data definition.

locationInformationContainerDataL ist

This parameter specifies a list of location information containers for the specified vendor or operator containing
proprietary location information.

containeriD

This field defines the vendor/operator specific location data.

containerData

This field contains proprietary location information.

- OMA-LPPe-LocationInformationContainerRequest

The OMA-LPPe-LocationIinformationContainerRequest is used by the server to request for vendor-/operator-specific
location information.

—— ASN1START
OMA-LPPe-LocationInformationContainerRequest ::= SEQUENCE ({
vendorOrOperatorID OMA-LPPe-VendorOrOperatorID,
locationInformationContainerRequestList OMA-LPPe-LocationInformationContainerRequestList,
}
OMA-LPPe-LocationInformationContainerRequestList ::= SEQUENCE
(SIZE (1.. maxLocationInformationContainerDatalist)) OF
OMA-LPPe-LocationInformationContainerRequestItem
maxLocationInformationContainerDatalList INTEGER ::= 10
OMA-LPPe-LocationInformationContainerRequestItem ::= SEQUENCE {
containerID OMA-LPPe-LocationInformationContainerID,
additionalInformation OCTET STRING OPTIONAL,
}
—-— ASN1STOP
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OMA-LPPe-LocationInformationContainerRequest field descriptions

vendorOrOperatoriD

This field defines the vendor/operator providing the location data definition.
containeriD

This field defines the vendor/operator specific location data.
additionallnformation

This field contains optional additional and proprietary positioning instructions.

- OMA-LPPe-MapDataReference

The IE OMA-LPPe-Map-Data-Reference provides a reference to map data that can be obtained from the server using the
OMA-LPPe-AssistanceContainerRequest.

——- ASN1START
OMA-LPPe-MapDataReference ::= SEQUENCE ({

datalD OMA-LPPe-AssistanceContainerID,

mapReference OCTET STRING (SIZE (1..64)),

mapSize INTEGER (1..5000) OPTIONAL,
}
—-— ASN1STOP

OMA-LPPe-MapDataReference field descriptions

datalD

This field provides the value for the assistanceDatalD parameter in OMA-LPPe-
VendorOrOperatorAssistanceDataldentifier. The value may be used to indicate that map data is being requested.
mapReference

This field indicates the precise map data being requested and provides either the entire content or the first set of octets in
the proprietaryRequestParameters field in the OMA-LPPe-AssistanceContainerRequest.

mapSize

This field indicates the total size of the map data in units of 1024 octets after rounding up to a multiple of 1024. This field
SHALL be provided if available. Value 5000 denotes that the data size > 5 120 000 octets.

— OMA-LPPe-Orientation

The OMA-LPPe-Orientation is used to provide information on the object orientation in space.

—— ASN1START
OMA-LPPe-Orientation ::= CHOICE ({
eulerAngles SEQUENCE {

alpha INTEGER (0..359),
beta INTEGER (0..180),
gamma INTEGER (0..359),
}I

}

—-— ASN1STOP
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OMA-LPPe-Orientation field descriptions

alpha, beta, gamma
The three Euler angles specifying the object orientation with respect to the global coordinate system. See Appendix C.9
for further information.

- OMA-LPPe-ReferencePoint

The IE OMA-LPPe-ReferencePoint provides a well defined location and set of associated attributes relative to which other
locations may be defined both in indoor and outdoor environments.

——- ASN1START

OMA-LPPe-ReferencePoint ::= SEQUENCE {
referencePointUniqueID OMA-LPPe-ReferencePointUniquelID OPTIONAL,
referencePointGeographicLocation CHOICE {

location3D EllipsoidPointWithAltitude,

location3DwithUncertainty EllipsoidPointWithAltitudeAndUncertaintyEllipsoid,

locationwithhighaccuracy OMA-LPPe-HighAccuracy3Dposition,

} OPTIONAL,
referencePointCivicLocation OMA-LPPe-CivicLocation OPTIONAL,
referencePointFloorLevel INTEGER (-20..235) OPTIONAL,
relatedReferencePoints SEQUENCE (SIZE (1..8)) OF

OMA-LPPe-ReferencePointRelationship OPTIONAL,
mapDataInformation OMA-LPPe-MapDataInformation OPTIONAL,
}
OMA-LPPe-MapDataInformation ::= SEQUENCE (SIZE (1..16)) OF OMA-LPPe-MapDataReferenceElement
OMA-LPPe-MapDataReferenceElement ::= SEQUENCE ({
mapDataUrl CHOICE {

mapDataUrl OMA-LPPe-Uri,

mapDataRef OMA-LPPe-MapDataReference
} r
mapProvider CHOICE {

sameAsRefPointProvider NULL,

notSameAsRefPointProvider OMA-LPPe-VendorOrOperatorlD,

} OPTIONAL,

mapAssociation CHOICE ({
referencePointUniquelID NULL,
otherID VisibleString (SIZE (1..64)),
mapOffset OMA-LPPe-RelativeLocation,
origin NULL,
}l
mapHorizontalOrientation INTEGER (0..359) OPTIONAL,

}

OMA-LPPe-ReferencePointRelationship ::= SEQUENCE ({
referencePointUniqueID OMA-LPPe-ReferencePointUniquelD,
relativeLocation OMA-LPPe-Relativelocation,

}

-- ASN1STOP
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OMA-LPPe-ReferencePoint field descriptions

referencePointUniquelD
This field provides a unique ID for the reference point, which allows reference points to be referred to in different
messages and different parts of the same message without repeating the complete definition. This also allows target
devices and servers to reliably indicate the same reference point (e.g. when several reference points have almost the same
location).
referencePointGeographicLocation
This field provides the geodetic location of the reference point. Either referencePointGeographicLocation or
referencePointCivicLocation or both SHALL be present unless either referencePointUniquelD or relatedReferencePoints
is present and can be used to determine location (e.g. using a separate definition provided or available for the
referencePointUniquelD or by making use of information provided for another reference point in relatedReferencePoints).
referencePointCivicLocation
This field provides a civic location information description of the reference point. Either
referencePointGeographicLocation or referencePointCivicLocation or both SHALL be present unless either
referencePointUniquelD or relatedReferencePoints is present and can be used to determine location (e.g. using a separate
definition provided or available for the referencePointUniquelD or by making use of information provided for another
reference point in relatedReferencePoints).
referencePointFloorLevel
This field provide the floor level or basement level of a reference point that is inside a building or other man made
structure (e.g. parking garage) that has well defined floor levels. A value of zero corresponds to ground level, positive
values are above ground level and negative values below ground level. Note that this information may duplicate part of
referencePointCivicLocation (if this is provided) for the benefit of a recipient unable to decode the latter.
relatedReferencePoints
This parameter provides a list of other reference points that are related to the reference point being defined. For each
related reference point, the unique 1D is provided and the relative location with respect to the location of the reference
point being defined. Related reference points can be used to relate different sets of assistance data that are each provided in
association with a distinct reference point or points.
mapDatalnformation
This field provides a map reference for the reference point. The reference can include one or more URLS.
mapDataUrl
This field is formatted in accordance with [RFC3986] and provides a reference to map data information. The map data
information could be an image or dataset that represents a map, floor plan, layout of a building or buildings, layout of a
town or city, or any other form of representation/data understood by both the sender and recipient. Map data may be 2D or
3D.
mapDataRef
This field provides a map reference specific to a particular map provider that may be used to obtain the map directly from
the LPPe server.
mapProvider
This parameter identifies the map provider which may be the same as the provider of the reference point or not the same.
This parameter is optional. If absent, the map provider is not explicitly defined — e.g. but may be provided as part of the
map data or may be inferred from the mapDataUrl.
mapAssociation
This parameter provides an exact association between the reference point and a particular location on the map. The choices
are:

referencePointUniquelD: a location identified by the unique ID is defined within the map. Note that the conventions

for such identification may be specific to the map provider
otherID: a location corresponding to the provided visible string is defined within the map. The conventions for such
identification may be specific to the map provider.

mapOffset: the relative location is provided of the origin of the map coordinate system from the reference point.

origin: the reference point coincides with the map origin.
mapHorizontalOrientation
This field specifies the orientation (in degrees clockwise from North) of the map coordinate system with respect to North.
If this field is absent, the North direction at the reference point coincides with the North direction of the map coordinate
system.
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- OMA-LPPe-ReferencePointUniquelD

The IE OMA-LPPe-ReferencePointUniquel D provides a unique ID for a reference point.

—-- ASN1START
OMA-LPPe-ReferencePointUniquelID ::= SEQUENCE ({

providerID OMA-LPPe-VendorOrOperatorID,

providerAssignedID OCTET STRING,

version INTEGER (1..64),
}
—-- ASN1STOP

OMA-LPPe-ReferencePointUniquelD field descriptions
providerID

This field identifies the vendor or operator or other service provider with jurisdiction over the reference point.
providerAssignedID

This field provides a unique ID relative to the particular provider.

version

This field provides the version of the reference point. The initial version of any reference point SHALL be 1. In case data
associated with a given reference point is updated, the version SHALL be incremented by 1. A target device SHALL
delete all data associated with any previous version of a particular reference point when receiving data associated with a
more recent version. For reference points without a unique 1D, versioning is not applicable and the reference point cannot
be uniquely referred to in any context where it is not completely defined.

— OMA-LPPe-RelativeLocation

The OMA-LPPe-RelativeLocation IE provides a location, referred to here as the subject location, relative to some known
reference location. This can be used to define any of the following:

(@) a fixed location (e.g. of a base station) relative to some other known fixed location

(b) a temporary location (e.g. of a target device) relative to a known fixed or known temporary location (e.g. of
another target device)

(c) the change in location of a target device in moving from an initial known reference location to a new subject

location.
—— ASN1START
OMA-LPPe-RelativelLocation ::= SEQUENCE ({
units ENUMERATED {cm,dm, ml10, ...} OPTIONAL,
arc-second-units ENUMERATED {as0-0003, as0-003, as0-03, as0-3, ...} OPTIONAL,
relativeNorth INTEGER (-524288..524287),
relativeEast INTEGER (-524288..524287),
relativeAltitude OMA-LPPe-RelativeAltitude OPTIONAL,
horizontalUncertainty OMA-LPPe-HorizontalUncertaintyAndConfidence OPTIONAL,
}
OMA-LPPe-HorizontalUncertaintyAndConfidence ::= SEQUENCE ({
uncShape CHOICE {
circle INTEGER (0..127),
ellipse SEQUENCE {
semimajor INTEGER (0..127),
semiminor INTEGER (0..127),
offsetAngle INTEGER (0..179)

}I

}I
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confidence INTEGER (0..99) OPTIONAL,

}

OMA-LPPe-RelativeAltitude ::= SEQUENCE {
geodeticRelativeAltitude OMA-LPPe-GeodeticRelativeAltitude OPTIONAL,
civicRelativeAltitude OMA-LPPe-CivicRelativeAltitude OPTIONAL,
}
OMA-LPPe-GeodeticRelativeAltitude ::= SEQUENCE {
geodetic-height-depth INTEGER (-32768..32767),

geodetic-uncertainty-and-confidence OMA-LPPe-GeodeticUncertaintyAndConfidence OPTIONAL,

}

OMA-LPPe-GeodeticUncertaintyAndConfidence ::= SEQUENCE ({
uncertainty INTEGER (0..127),
confidence INTEGER (0..99) OPTIONAL,

}

OMA-LPPe-CivicRelativeAltitude ::= SEQUENCE ({
civic-floors INTEGER (-255..256),
civic-uncertainty-and-confidence OMA-LPPe-CivicUncertaintyAndConfidence OPTIONAL,

}

OMA-LPPe-CivicUncertaintyAndConfidence ::= SEQUENCE ({
uncertainty INTEGER (0..127),
confidence INTEGER (0..99) OPTIONAL,

}

—-— ASN1STOP

OMA-LPPe-RelativeLocation field descriptions

units
This field specifies the units for vertical and optionally horizontal distances. The choices are 1 cm, 1 dm, 1 meter and 10
meters. This field is optional. A unit of 1 meter is specified by the absence of the field.

arc-second-unit]

If arc-second-units is present, this field provides the difference in the latitude coordinates of the reference and subject
locations. Otherwise, the field provides the equivalent distance along any line of longitude over the surface of the WGS 84
ellipsoid between the reference and subject latitude circles. Note that for distances less than 20 kilometers, a straight line
approximation may be used since the error will be less than 2 centimeters. A positive value indicates the subject is north of
the reference

relativeNorth
If arc-second-units is present, this field provides the difference in the latitude coordinates of the reference and subject
locations. Otherwise, the field provides the equivalent distance along any line of longitude over the surface of the WGS 84
ellipsoid between the reference and subject latitude circles. Note that for distances less than 20 kilometers, a straight line
approximation may be used since the error will be less than 2 centimeters. A positive value indicates the subject is north of
the reference.

relativeEast

If arc-second-units is present, this field provides the difference in the longitude coordinates of the reference and subject
locations. Otherwise, the field provides the equivalent distance along the line of latitude for the reference location over the
surface of the WGS 84 ellipsoid between the reference and subject longitude circles. Note that for distances less than 10
kilometers, a straight line approximation may be used except near the poles (e.g. greater than 80° latitude). A positive
value indicates the subject is east of the reference.
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OMA-LPPe-RelativeLocation field descriptions

units

This field specifies the units for vertical and optionally horizontal distances. The choices are 1 cm, 1 dm, 1 meter and 10
meters. This field is optional. A unit of 1 meter is specified by the absence of the field.

arc-second-unit]

If arc-second-units is present, this field provides the difference in the latitude coordinates of the reference and subject
locations. Otherwise, the field provides the equivalent distance along any line of longitude over the surface of the WGS 84
ellipsoid between the reference and subject latitude circles. Note that for distances less than 20 kilometers, a straight line
approximation may be used since the error will be less than 2 centimeters. A positive value indicates the subject is north of
the reference

OMA-LPPe-horizontalUncertaintyAndConfidence

This parameter provides the uncertainty in the relative horizontal location and is expressed either as a circle with given
radius or as an ellipse with given semi major axis, semi minor axis and offset angle (0-179 degrees) subtended clockwise
from North to the semi major axis. The center of the circle or ellipse is given by a location with the provided relative
location to the reference location and the area enclosed defines possible values of the actual subject location. The encoded
value N for the length L of the radius of the circle or the semi major axis or semi minor axis of the ellipse satisfies:

L = 5*(1.1N-1) units (range is 0-903314 units for N in the range 0-127)

e.g. for 1 meter units, (N=1, L=0.5m), (N=2, L=1.05m), (N=10, L=8.0m), (N=20, L=28.6m), (N=40, L=221m),
(N=60, L=1517m)

Associated with the uncertainty is an optional confidence parameter which gives the confidence that the actual subject
location lies within the circle or ellipse defined by the horizontalUncertainty. The default value if confidence is absent is
68 %.

Horizontal uncertainty and confidence SHALL be provided if available.

Confidence is encoded as a truncated percentage. An encoded value of 0 therefore represents a confidence C where 0%
<=C <1% percent. An encoded value of 1 represents a confidence C where 1%<=C<2%, and so on. An encoded value of
99 represents a confidence C where 99%<=C<100%.

geodeticRelativeAltitude
This parameter provides the difference in the altitude coordinates of the reference and subject locations and contains these
fields.

geodetic-height-depth (GH): altitude of subject less altitude of reference in the given units
uncertainty (U): uncertainty in GH encoded as an integer N (0-127) with:
U = 10%(1.05N-1) units (range is 0-4900 units for N in the range 0-127)
e.g. for 1 meter units, (N=1, U=0.5m), (N=2, U=1.025m), (N=10, U=6.3m), (N=20, U=16.5m),
(N=40, U=60.4m), (N=60, U=176.8m)
confidence: confidence that the actual difference GD of altitude is in the range
GH-U < GD < GH+U. The default if confidence is absent is 68%. A confidence value SHALL be
provided if available.

Confidence is encoded as a truncated percentage. An encoded value of O therefore represents a confidence C where 0%
<=C <1% percent. An encoded value of 1 represents a confidence C where 1%<=C<2%, and so on. An encoded value of
99 represents a confidence C where 99%<=C<100%.

civicRelativeAltitude

This parameter provides the difference in the floor levels between the reference and subject locations and may only be
present for a reference location that contains an explicit floor level (either as part of a civic location or as defined
separately). It contains these fields.

civic-floors (CF): floor level of subject less floor level of reference in the given units

uncertainty (U): uncertainty in CF in units of floors

confidence: confidence (1-99%) that the actual difference CD of floor level is in the range
CF-U < CD < CF+U. The default if confidence is absent is 68%. A confidence value SHALL be
provided if available.
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— OMA-LPPe-Session-ID

The OMA-LPPe-Session-ID is used to identify a Periodic/Triggered Assistance Data Transfer with Update procedure.

——- ASN1START
OMA-LPPe-Session-ID ::= SEQUENCE ({
provider-ID OMA-LPPe-VendorOrOperatorID,
server-1ID OCTET STRING (SIZE (4)),
session-ID OCTET STRING (SIZE(4)),
}
-- ASN1STOP
OMA-LPPe-Session-1D field descriptions
provider-1D
Vendor or operator who owns or operates the server.
server-1D
Server ID unique to the provider.
session-1D
Session ID unique to the server.

- OMA-LPPe-Uri

The IE OMA-LPPe-Uri defines a Uniform Resource Identifier (URI) according to [RFC3986]

—— ASN1START

OMA-LPPe-Uri ::= VisibleString (FROM ( "a".."z" | "A".."Z" | "0".."9"™ | ™" | "/" | "2" | "#" | "[" |
"] w ‘ "@" ‘ " | " ‘ "$" ‘ " &u | win | " (u | u) " | win ‘ AL | " , " | " ; " | w_mn ‘ w_mn ‘ " . " ‘ "_" ‘ w_n |
ll%ll ))

—-- ASN1STOP

- OMA-LPPe-verl-1-BroadcastSystemID
The IE OMA-LPPe-verl-1-BroadcastSystemID is used only in LPPe 1.1 and defines a specific broadcast system.

—— ASN1START
OMA-LPPe-verl-1-BroadcastSystemID ::= CHOICE {
standardSystemID INTEGER (1..16),
proprietarySystemID SEQUENCE {
vendorOrOperator OMA-LPPe-VendorOrOperatorID,
proprietarySystemID INTEGER (1..16)
}I
}
—-— ASN1STOP

OMA-LPPe-verl-1-BroadcastSystemID field descriptions

standardSystemID

This field identifies a standardized broadcast system using an integer between 1 and 16. Assignments may be included in a
later version of this specification and/or in specifications for particular broadcast systems. Assignments will be unigue and
will be be allocated by OMNA. The up-to-date allocations are available at [OMNA].
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OMA-LPPe-verl-1-BroadcastSystemID field descriptions

proprietarySystemID
This field identifies a broadcast system that is proprietary to a particular vendor or operator. Assignments will be made by
the particular vendor or operator and will not be included in this specification.

- OMA-LPPe-verl-1-BroadcastADTypes

The IE OMA-LPPe-verl-1-BroadcastADTypes is used only in LPPe 1.1 and defines a set S of assistance data types
associated with delivery via broadcast. The assistance data types are defined using the labels and nesting levels defined in
Appendix E. The set S is specified by providing a set of labels for LPP and another set of labels for LPPe referred to here as
the LPP and LPPe label sets, respectively. Each label set is composed of one or more label subsets where each label subset
contain labels with common initial elements and different final elements — e.g. a label subset such as {L1.L2.X1, L1.L.2.X2,
L1.L.2.X3} where L1 and L2 are common initial elements and X1, X2 and X3 are different final elements. The assistance
data items D referred to by the labels in any label subset may or may not contain data items at a deeper nesting level. In the
former case, to avoid specifying these additional data items using additional label subsets, it is allowed as an option to
indicate whether none or all of the additional data items contained within the data items in D are to be included in S. As an
example and referring to the previous example above, if there are additional data items with labels {L1.L2.X2.Y1,
L1.L2.X2.Y2, L1.L2.X3.Y3}, it can be specified whether none or all of these data items are to be included in S. As a further
convention to reduce the number of label subsets that need to be provided, all assistance data items that are parents of
assistance data items explicitly included in S are also included by default in S. As an example and referring to the first
example above, data items with labels L1 and L1.L2 would then be included in S.

—— ASN1START
OMA-LPPe-verl-1-BroadcastADTypes ::= SEQUENCE ({
lppLabels SEQUENCE (SIZE (1..maxLPPLabelSets)) OF OMA-LPPe-verl-1-LabelSet,
lppeLlabels SEQUENCE (SIZE (l..maxLPPelabelSets)) OF OMA-LPPe-verl-1l-LabelSet,
}
OMA-LPPe-verl-1-LabelSet ::= SEQUENCE {
levell-element SEQUENCE ({
levell-element-value INTEGER (1..maxLevell-element),
level2-element SEQUENCE {
level2-element-value INTEGER (1..maxLevel2-element),
level3-element SEQUENCE ({
level3-element-value INTEGER (1..maxLevel3-
element),

}  OPTIONAL,

} OPTIONAL,

i" OPTIONAL,
lastElements BIT STRING (SIZE (l..maxFinal-element)),
additionalElements ENUMERATED { none, all, ... } OPTIONAL,
}
maxLevell-element INTEGER ::= 32
maxLevel2-element INTEGER ::= 32
maxLevel3-element INTEGER ::= 32
maxFinal-element INTEGER ::= 32
maxLPPLabelSets INTEGER ::= 64
maxLPPelLabelSets INTEGER ::= 128

-- ASN1STOP
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OMA-LPPe-verl-1-BroadcastADTypes field descriptions

IppLabels

This parameter defines the LPP label set representing assistance data types for LPP.

IppeLabels

This parameter defines the LPPe label set representing assistance data types for LPPe.

OMA-LPPe-verl-1-LabelSet

This parameter defines a label subset containing labels that differ only in their last elements. This parameter contains the
following fields:

Levell-element-value defines the common first (level 1) element for each label in the label subset; this field
SHALL only be included when defining labels at nesting level 2 or higher

Level2-element-value defines the common second (level 2) element for each label in the label subset; this
field SHALL only be included when defining labels at nesting level 3 or higher

Level3-element-value defines the common third (level 3) element for each label in the label subset; this field
SHALL only be included when defining labels at nesting level 4

lastElements defines the final elements for the labels in the label subset using a bit string where a one
value at bit position n (n = 1 to 32) indicates that element n is present and a zero value
or absence of bit n indicates the element is absent. The nesting level for the final label
elements is 1 if levell-element is not included and is otherwise 1 greater than highest
level element (1, 2 or 3) included within labell-element.

additionalElements in the case that the labels specified by the preceding fields can be suffixed with
additional elements to create further valid labels, this field specifies whether none or
all of these further labels are to be included in the final label set (and thus whether
none or all of the associated data items are to be included in the set S). If this field is
not included and if further label subsets do not indicate which of the further labels are
to be included and not included, the inclusion of the further labels is undefined in any
context where the associated assistance data types refer to target capabilities or
broadcast system support. This field SHALL NOT be included when the further labels
are specified in additional label subsets.

To enable forward compatibility with later versions of LPP and LPPe, a receiver SHALL ignore any labels containing
elements values that it does not recognize and SHALL act as if these labels were not included.

- OMA-LPPe-verl-1-AccessNetworkID

The IE OMA-LPPe-verl-1-AccessNetworkID is used only in LPPe 1.1 and defines a particular access network.

—— ASN1START

OMA-LPPe-verl-1-AccessNetworkID ::= CHOICE {
gSMAccess OMA-LPPe-verl-1-MCC-MNC,
wCDMAAccess OMA-LPPe-verl-1-MCC-MNC,
1TEAccess OMA-LPPe-verl-1-MCC-MNC,
wiMaxAccess OMA-LPPe-verl-1-BSID,
wLANAccess OMA-LPPe-WLAN-AP-ID,

}

OMA-LPPe-verl-1-MCC-MNC ::= SEQUENCE {
mcc SEQUENCE (SIZE (3)) OF INTEGER (0..9),
mnc SEQUENCE (SIZE (2..3)) OF INTEGER (0..9),
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OMA-LPPe-verl-1-BSID ::= SEQUENCE ({
bsID-MSB BIT STRING (SIZE(24)),
bsID-LSB BIT STRING (SIZE (24)),

}

—-- ASN1STOP

OMA-LPPe-verl-1-AccessNetworkID field descriptions

gsmAccess

This parameter provides the operator MCC and MNC values for GSM access.
WCDMAAccess

This parameter provides the operator MCC and MNC values for WCDMA access.
ITEAccess

This parameter provides the operator MCC and MNC values for LTE access.
wiMaxAccess

This parameter provides the operator BSID value for WiMax access.
wLANAccess

This parameter provides the operator WLAN AP ID for WLAN access.

— OMA-LPPe-verl-1-AuthenticationSetID

The IE OMA-LPPe-verl-1-AuthenticationSetID is used only in LPPe 1.1 and uniquely identifies an authentication set
comprising an RSA public key value. A server SHALL NOT reuse a particular authentication set 1D for a new authentication
set for a period of at least 24 hours following usage for the last broadcast for a previous authentication set. Note that because
authentication public-private key pairs can be expensive to establish, a small number of IDs can suffice.

—— ASN1START
OMA-LPPe-verl-1-AuthenticationSetID ::= INTEGER (0..255)

—-- ASN1STOP

OMA-LPPe-verl-1-AuthenticationSetID field descriptions
OMA-LPPe-verl-1-AuthenticationSetlD
This parameter provides an authentication set ID as an integer between 0 and 255.

- OMA-LPPe-verl-1-AuthenticationSet

The IE OMA-LPPe-verl-1-AuthenticationSet is used only in LPPe 1.1 and defines an authentication set comprising an
authentication 1D, an RSA public key value and a salt length for encoding.

—— ASN1START
OMA-LPPe-verl-1-AuthenticationSet ::= SEQUENCE ({
authenticationSetID OMA-LPPe-verl-1-AuthenticationSetID,
rsaPublicKey SEQUENCE {
modulus BIT STRING (SIZE (2048)),
exponent BIT STRING (SIZE (2..2048))
}I
saltLength INTEGER (0..32),
}
—-— ASN1STOP
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OMA-LPPe-verl-1-AuthenticationSet field descriptions

authenticationSetID

This parameter provides the authentication set ID.

rsaPublicKey

This parameter provides an RSA public key consisting of a 2048 bit modulus and a 2 to 2048 bit exponent. Integer
versions of the modulus and exponent are obtained by truncating any leading zero bits and treating the remaining bits as
the binary representation of a positive integer.

saltLength

This parameter provides the length in octets of the salt value used for the EMSA-PSS encoding method defined in
[PKCS#1].

- OMA-LPPe-verl-1-CipherSetID

The IE OMA-LPPe-verl-1-CipherSetID is used only in LPPe 1.1 and uniquely identifies a cipher set comprising a ciphering
key value and first component CO for the initial ciphering counter C1. A server SHALL NOT reuse a particular cipher set ID
for a new cipher set for a period of at least 24 hours following usage for the last broadcast for a previous cipher set.

-- ASNISTART
OMA-LPPe-verl-1-CipherSetID ::= INTEGER (0..65535)

-- ASN1STOP

OMA-LPPe-verl-1-CipherSetID field descriptions

OMA-LPPe-verl-1-CipherSetID
This parameter provides a cipher set ID as an integer between 0 and 65535.

- OMA-LPPe-verl-1-CipherSet

The IE OMA-LPPe-verl-1-CipherSet is used only in LPPe 1.1 and defines a cipher set comprising a cipher set ID, a
ciphering key value and first component CO for the initial ciphering counter C1.

—- ASN1START
OMA-LPPe-verl-1-CipherSet ::= SEQUENCE ({
cipherSetID OMA-LPPe-verl-1-CipherSetID,
cipherKey BIT STRING (SIZE (128)),
c0 BIT STRING (SIZE (1..128)),
}
-- ASN1STOP
OMA-LPPe-verl-1-CipherSet field descriptions
cipherSetID
This parameter provides the cipher set ID.
cipherKey
This parameter provides a cipher key as a bit string of size 128 bits.
c0
This parameter provides the first component of the initial ciphering counter C1. If less than 128 bits, c0 is padded out with
zeroes in more significant bit positions to achieve 128 bits.
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- OMA-LPPe-verl-1-ServerlD
The IE OMA-LPPe-verl-1-ServerlD is used only in LPPe 1.1 and defines the identity of a server.

——- ASN1START
OMA-LPPe-verl-1-ServerID ::= SEQUENCE {
provider-ID OMA-LPPe-VendorOrOperatorID,
server-1ID OCTET STRING (SIZE (4)),
}
—-- ASN1STOP
OMA-LPPe-verl-1-ServerID field descriptions
provider-1D
This parameter defines the vendor or operator ID.
server-1D
This parameter defines the server ID for the particular vendor or operator.

- OMA-LPPe-ver2-0-XYZ-CoordinateFrame

The IE OMA-LPPe-ver2-0-XYZ-CoordinateFrame is used only in LPPe 2.0 and defines a reference frame for providing
X,Y,Z coordinates — e.g. for an indoor environment — where the Z coordinate is vertical and the X,Y coordinates are
horizontal.

—— ASN1START
OMA-LPPe-ver2-0-XYZ-CoordinateFrame ::= SEQUENCE ({
origin Origin,
orientation-y-axis SEQUENCE {
integer-degrees INTEGER (0..359),
fractional-degrees INTEGER (0..16383) OPTIONAL
} OPTIONAL,
}
Origin ::= SEQUENCE {
reference-point OMA-LPPe-ReferencePointUniquelD,
relative-location OMA-LPPe-RelativeLocation OPTIONAL,
}
—-- ASN1STOP
OMA-LPPe-ver2-0-XYZ-CoordinateFrame field descriptions
Origin

This parameter defines the origin of the X,Y,Z coordinate frame using a reference point and optional relative location. The
location of the origin is given by the location of the reference point plus any relative location displacement if present. If an

altitude for the origin is not included in the reference point definition, local ground level SHALL be assumed for the
origin.
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OMA-LPPe-ver2-0-XYZ-CoordinateFrame field descriptions

orientation-y-axis

This parameter defines the clockwise angle at the origin from true North to the positive Y axis and contains the following
fields:

integer-degrees: integer number of degrees in the range 0-359

fractional-degrees: fractional degrees in the range 0-16383 expressing a fraction n/16384 for an encoded value n.
This field is optional.

- OMA-LPPe-ver2-0-ReferenceGrid

The IE OMA-LPPe-ver2-0-ReferenceGrid is used only in LPPe 2.0 and defines a horizontal 2-dimensional reference grid of
points that may be used to provide RF heat map related information. A common reference grid may be used to provide RF
heat map information for many RF transmitters (e.g. WiFi APs). The use of a common reference grid enables different RF
heat maps to be aligned to the same set of grid points — e.g. enabling a target to obtain RSSI and/or RTT values for different
transmitters at the same location points. Refer to Appendix G for more information concerning definition and encoding.

—— ASN1START
OMA-LPPe-ver2-0-ReferenceGrid ::= SEQUENCE ({
xyz-coordinateframe OMA-LPPe-ver2-0-XYZ-CoordinateFrame,
grid-spacing Grid-Spacing,
}
Grid-Spacing ::= SEQUENCE {
units ENUMERATED {decameters (0), meters (1), decimeters (2), centimeters (3), ...},
value INTEGER (1..1024),
}
—-— ASN1STOP

OMA-LPPe-ver2-0-ReferenceGrid field descriptions

xyz-coordinateframe
This parameter defines the X,Y,Z coordinate frame for the reference grid.
grid-spacing

This parameter defines the common unit of length for integer X and Y coordinates for the reference grid. The common
unit is an integer number, in the range 1 to 1024, of decameters, meters, decimeters or centimeters.

- OMA-LPPe-ver2-0-RF-HeatMap

The IE OMA-LPPe-ver2-0-RF-HeatMap is used only in LPPe 2.0 and provides RF heat map information for a single
transmitter. Refer to Appendix G for more information.

—— ASN1START

OMA-LPPe-ver2-0-RF-HeatMap ::= SEQUENCE {
heatMap-ID OMA-LPPe-ver2-0-RF-HeatMap-1D,
validity-period OMA-LPPe-ValidityPeriod OPTIONAL,
referenceGrid OMA-LPPe-ver2-0-ReferenceGrid OPTIONAL,
heatMap-Source OMA-LPPe-ver2-0-HeatMap-Source OPTIONAL,
x-offset INTEGER (-32768..32767) OPTIONAL,
y-offset INTEGER (-32768..32767) OPTIONAL,
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x-length INTEGER (1..4096),
y-length INTEGER (1..4096),
compression ENUMERATED {none (0), jpeg (1), ...},
reorientation SEQUENCE {
orientation-angle INTEGER (-900..900),
shifting ENUMERATED {x-direction (0), y-direction (1)},
} OPTIONAL,
run-lengths OMA-LPPe-RlelList OPTIONAL,
updateRegGridPoints OMA-LPPe-Rlelist OPTIONAL,
rssi-map SEQUENCE {
rssi-mean-value OCTET STRING,
rssi-standard-deviation OCTET STRING OPTIONAL,
range SEQUENCE {
rssi-minimum INTEGER (-150..-10),
rssi-range INTEGER (10..256)
} OPTIONAL,
} OPTIONAL,
rtt-map SEQUENCE {
units ENUMERATED {ns5 (0), nsl0 (1), ns20 (2), ns50 (3), ...},
rtt-mean-value OCTET STRING,
rtt-standard-deviation OCTET STRING OPTIONAL,
} OPTIONAL,
}
—-— ASN1STOP

OMA-LPPe-ver2-0-RF-HeatMap field descriptions

heatmap-1D

This parameter provides a unique ID for the heat map.

validity-period

This parameter defines the validity period for a heat map and, if present, overrides any other validity period provided by a
server for any assistance data that may contain the heat map. A target that receives a heat map should only make use of the
heat map during the validity period. This parameter is optional.

referenceGrid

This parameter defines the origin, orientation and grid spacing for a reference grid relative to which the heat map is
defined. This parameter is optional. If included, the provided reference grid overrides any default reference grid provided
by means of common group parameters (e.g. for a WLAN AP or SRN AP). If absent, a reference grid is taken from
common group parameters (e.g. for a WLAN AP or SRN AP),

heatMap-Source

This parameter defines the source of the heat map and may provide information associated with the source. This parameter
is optional. If absent, the source is undefined.

x-offset

This parameter provides the x coordinate offset relative to the reference frame origin for the corner of the heat map
rectangular area that has minimum X and Y coordinates. This parameter is encoded as an integer with range -32768 to
32767 which expresses a length in units of the grid spacing. This parameter is optional. If not present, the x-offset is zero.

y-offset

This parameter provides the y coordinate offset relative to the reference frame origin for the corner of the heat map
rectangular area that has minimum X and Y coordinates. This parameter is encoded as an integer with range -32768 to
32767 which expresses a length in units of the grid spacing. This parameter is optional. If not present, the y-offset is zero.

x-length
This parameter defines the length of the rectangular area for the heat map in the X direction in units of the grid spacing.
This is encoded as an integer in the range 1 to 4096.
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OMA-LPPe-ver2-0-RF-HeatMap field descriptions

y-length

This parameter defines the length of the rectangular area for the heat map in the Y direction in units of the grid spacing.
This is encoded as an integer in the range 1 to 4096.

compression

This parameter defines the method used to compress the included heat maps. Possible values are none (meaning no
compression) and JPEG (meaning JPEG compression).

reorientation

This parameter enables a heat map area to be reoriented at an angle 8 (-90° < 6 < 90°) to the local Y axis as described in
Appendix G.4.1. The reorientation is defined by the following fields:

orientation-angle  gives the angle 6 in units of one tenth of a degree

shifting defines whether rows of grid points are shifted in the positive X direction or columns of grid
points are shifted in the positive Y direction as defined in Appendix G.4.1

This parameter is optional and is only included when reorientation is used.
run-lengths

This parameter enables a heat map area to fit an arbitrary shape by defining alternating run lengths of excluded and
included grid points as defined in Appendix G.4.2. The parameter contains a sequence of integers 11, 12, 13, 14 etc. with
values between 0 and 255 where integers in odd positions (11, 13, 15 etc.) define a consecutive sequence of excluded grid
points and integers in even positions (12, 14 etc.) define a consecutive sequence of included grid points. The total number
of all included and excluded grid points SHALL be less than or equal to the total number of original grid points. When the
former is less than the latter, all remaining grid points (not so far included or excluded) SHALL be assumed by a receiver
to be excluded. This parameter is optional and SHALL only be included when run lengths are used to create an arbitrary
heat map area.

updateReqGridPoints

This parameter provides a set of grid points for triggering a request for new transmitter assistance data from a target if the
target estimates its position near to one of these grid points. This parameter is optional, but if this parameter is provided by
the server, the server may send this information only for one of the grouped transmitter heat maps (and not for all of the
heap maps). The parameter contains a sequence of integers 11, 12, 13, 14 etc. with values between 0 and 255 where integers
in odd positions (11, 13, 15 etc.) define a consecutive sequence of grid points that do not trigger updates and integers in
even positions (12, 14 etc.) define a consecutive sequence of grid points that do trigger updates. The total number of all
included and excluded grid points SHALL be less than or equal to the total number of original grid points. When the
former is less than the latter, all remaining grid points (not so far included or excluded) SHALL be assumed by a receiver
to not trigger an update. The selection of update grid points is out-of-scope of this specification. Refer to Appendix G.5 for
more information.
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OMA-LPPe-ver2-0-RF-HeatMap field descriptions

rssi-map

This parameter provides a sequence of mean signal strength values and an optional sequence of signal strength standard
deviations for successive included grid points within the heat map area as defined in Appendix G. Mean signal strength
values are encoded as integers in the range 0 to 255 as follows:

encoded value =0 : mean signal strength <= rssi-minimum
encoded value = 1-254 : mean signal strength = (rssi-minimum + (encoded value / 255)*rssi-range)
encoded value = 255 ; mean signal strength >= (rssi-minimum + rssi-range)

where: rssi-minimum = minimum RSSI in units of dBm (default is -117.5 dBm for WLAN and -128 dBm for SRN)
rssi-range = range of RSSI in units of dB (default is 127.5 dB for WLAN and 148 dB for SRN)
Signal strength standard deviations are encoded as integers in the range 0 to 255 as follows:

signal strength standard deviation = (encoded value / 2) dBm (note: the standard deviation applies to the signal
strength level on a linear scale and is then converted to dBm)

Note that signal strength refers to the expected Received Channel Power of a Beacon frame, probe response frame or
measurement pilot frame in the case of WLAN, or the RSSI of the received signal from the SRN in dBm, as defined by the
specifications applicable to the particular SRN.

Successive RSSI values appear according to a scan order of grid points as defined in Appendix G. When JPEG
compression is used, this parameter contains an octet string that results from JPEG compression of the original encoded
RSSI values. When JPEG compression is used with run-lengths, dummy RSSI values are included for all grid points
defined to be excluded by the run-lengths parameter.

rtt-map

This parameter provides a sequence of mean RTT values and an optional sequence of RTT standard deviations for
successive included grid points within the heat map area as defined in Appendix G. RTT values define round trip
propagation time between any grid point and a particular transceiver (e.g. WLAN AP). Mean RTT values and RTT
standard deviations are each encoded as integers in the range 0 to 255 in units of 5 ns, 10 ns, 20 ns or 50 ns. Use of JPEG
compression is as defined for the rssi-map parameter.

- OMA-LPPe-ver2-0-HeatMap-Source

The IE OMA-LPPe-ver2-0-HeatMap-Source is used only in LPPe 2.0 and provides information concerning the source of a
particular RF heat map.

—- ASN1START
OMA-LPPe-ver2-0-HeatMap-Source ::= CHOICE ({
propagationModel OMA-LPPe-ver2-0-PropagationModel-HeatMap,
measurements OMA-LPPe-ver2-0-Measurements-HeatMap,
}
OMA-LPPe-ver2-0-PropagationModel-HeatMap ::= SEQUENCE {
}
OMA-LPPe-ver2-0-Measurements-HeatMap ::= SEQUENCE ({
measurementSource BIT STRING {crowdsourcing (0),
driveBy (1),
propagationModel (2) } (SIZE (1..8)),
referenceDevice OMA-LPPe-ver2-0-DeviceType OPTIONAL,
rssiCalibrationModel SEQUENCE {
rssi-calibration-slope-param INTEGER (-4096..4095),
rssi-calibration-constant-param INTEGER (-4096..4095),
} OPTIONAL,
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-- ASNISTOP

OMA-LPPe-ver2-0-HeatMap-Source field descriptions

propagationModel

This parameter indicates that a heat map was computed based on known map information (e.g. floorplan, building plan,
street map) using a hypothetical reference transmitter with 10 dBm transmission power, 0 dBi antenna gain and 0 internal
contribution to RTT.

measurements

This parameter indicates that a heat map was obtained from measurements of RSSI and/or RTT from one or more
collection devices.

measurementSource

This parameter indicates the measurement source or sources for a heat map derived using measurements. The sources are

indicated using a bit string where a binary one indicates that a particular measurement source was used and a binary zero
indicates a measurement source was not used. The possible sources comprise the the following:

crowdsourcing indicates multiple target devices supplied measurements

driveBy indicates measurements were obtained from one or just a few collection devices

propagationModel indicates measurements were validated, corrected and/or extrapolated using a propagation
model

referenceDevice

This parameter provides information about a reference device or collection device used or assumed for a heat map derived
from measurements. A target device may assume that the RSSI and/or RTT values provided in the heatmap would be
those measured by the indicated reference device in the absence of any calibration. This parameter is optional.
rssiCalibrationModel

This parameter identifies parameters for an RSSI calibration model as defined in Appendix G.6. This model enables signal
strength values measured by a target device to be recalibrated to correspond to signal strength values in the RF heatmap
associated with specific reference device. The following fields are included:

rssi-calibration-slope-param: describes the slope of a linear function which transforms RSSI from a target device
into RSSI for a reference device (scale factor : 0.01)

rssi-calibration-constant-param decribes the constant of a linear function which transforms RSSI from a target
device into RSSI for a reference device (scale factor : 0.01).

This parameter is optional.

- OMA-LPPe-ver2-0-RF-HeatMap-ID
The IE OMA-LPPe-ver2-0-RF-HeatMap-ID is used only in LPPe 2.0 and provides a unique ID for an RF heat map.

-- ASNISTART

OMA-LPPe-ver2-0-RF-HeatMap-ID ::= SEQUENCE ({
vendorOrOperator OMA-LPPe-VendorOrOperatorID,
heatmap-ID OCTET STRING (SIZE (1..16)),

}

-- ASN1STOP
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OMA-LPPe-ver2-0-RF-HeatMap-ID field descriptions

vendorOrOperator
This parameter defines the vendor or operator who has assigned the heat map ID. This parameter is mandatory,

heatmap-1D

This parameter defines the heat map ID for the particular vendor or operator. The heat map ID may identify a particular
transmitter (e.g. a WLAN or SRN AP) and may contain a version or timestamp using proprietary encoding. The heatmap-
ID should change whenever a heatmap is updated and should differ for different transmitters. The heatmap-ID is encoded
as an octet string of length 1 to 16 octets. This parameter is mandatory.

— OMA-LPPe-ver2-0-WLAN-Group-Data

The IE OMA-LPPe-ver2-0-WLAN-Group-Data is used only in LPPe 2.0 and provides common data for a group of WLAN
APs,

——- ASN1START
OMA-LPPe-ver2-0-WLAN-Group-Data ::= SEQUENCE ({
group-1ID OMA-LPPe-ver2-0-WLAN-GrouplD,
version INTEGER (0..255),
validity-period OMA-LPPe-ValidityPeriod OPTIONAL,
groupType CHOICE {
referenceGrid OMA-LPPe-ver2-0-ReferenceGrid,
location-area OMA-LPPe-ver2-0-LocationAreaData,
wlan-properties OMA-LPPe-ver2-0-Transmitter-Properties,
} r
}
—-- ASN1STOP
OMA-LPPe-ver2-0-WLAN-Group-Data
group-1D
This parameter defines a unique ID for the group data,
version

This parameter defines the version of group data. The provider of group data may increment the version (modulo 256)
each time that group data (for a given group ID) is updated. The version is encoded as an integer in the range 0 to 255.

validity-period
This parameter defines the validity period for group data and overrides any validity period provided for any broader set of
WLAN data that includes the group data. This parameter is optional.

groupType
This parameter indicates the type of group data and provides data specific to this type. The following mutually exclusive
types are allowed:

referenceGrid:  group data comprises a common reference grid applicable to RF heat maps
location-area  group data comprises common location characteristics
wlan-properties group data comprises common properties of WLAN APs

A WLAN AP may belong to multiple groups. However, a server SHALL ensure that each WLAN AP belongs to at most
one referenceGrid group and at most one wlan-properties group. For any WLAN AP, a target may ignore any group data
that violates this restriction.
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- OMA-LPPe-ver2-0-WLAN-GrouplD

The IE OMA-LPPe-ver2-0-WLAN-GrouplID is used only in LPPe 2.0 and identifies particular group data for a number of
WLAN APs.

——- ASN1START

OMA-LPPe-ver2-0-WLAN-GroupID ::= SEQUENCE {
vendorOrOperator OMA-LPPe-VendorOrOperatorID,
groupID INTEGER (0..65535),

}

—-- ASN1STOP

OMA-LPPe-ver2-0-WLAN-GroupID

vendorOrOperator

This parameter defines the vendor or operator who assigns the group data.

grouplD

This parameter defines a group ID assigned by the vendor or operator.

— OMA-LPPe-ver2-0-LocationAreaData

The IE OMA-LPPe-ver2-0-LocationAreaData is used only in LPPe 2.0 and provides common location characteristics for
transmitters in the same local area and whose coverage areas may overlap with one another. A server should ensure that
transmitters identified as being in the same location area group share a common altitude or common floor level.

A transmitter that is a WLAN AP may belong to more than one location area group — e.g. if location areas partially overlap.
A target and server may each use location area groups to help determine when assistance data for additional WLAN APs
needs to be sent to a target. For example, if a target reports visible APs belonging to certain location groups, a server may
provide assistance data for these APs and other APs in the same location area groups. If a target detects APs that do not
belong to any known location groups, the target may request assistance data for these APs and may expect to receive data for
these APs and possibly for other APs in the same location groups as these APs.

—— ASN1START
OMA-LPPe-ver2-0-LocationAreaData ::= SEQUENCE ({
geographiclocationArea CHOICE {

circle Ellipsoid-PointWithUncertaintyCircle,

ellipse EllipsoidPointWithUncertaintyEllipse,

} OPTIONAL,
civicLocationArea OMA-LPPe-CivicLocation OPTIONAL,
locationAreaType OMA-LPPe-ver2-0-LocationAreaType OPTIONAL,
horizontalCoverage INTEGER (1..100) OPTIONAL,
verticalCoverage INTEGER (1..100) OPTIONAL,

}
OMA-LPPe-ver2-0-LocationAreaType ::= SEQUENCE {
areaType ENUMERATED {undefined (0), walled-rooms (1), cubicle-office (2), high-
ceiling-large-area (3), parking-garage (4), outdoor (5), ...},
exterior—-Access ENUMERATED {yes (1), no (2), ...} OPTIONAL,
altitude-change ENUMERATED {yes (1), no (2), ...} OPTIONAL,
}
—-— ASN1STOP
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OMA-LPPe-ver2-0-LocationAreaData field descriptions

geographicLocationArea

This parameter defines the location area geographically. The area may approximately coincide with certain well defined
features (e.g., the exterior of a building, a terminal in an airport). The geographic area should encompass the locations of
all transmitters that belong to the location area group and should minimize the number of transmitters whose locations are
encompassed that do not belong to the group. This parameter contains the following choices:

circle: the area is defined by the uncertainty area for an ellipsoid point with uncertainty circle; the altititude is
assumed to be local ground level

ellipse: the area is defined by the uncertainty area for an ellipsoid point with uncertainty ellipse; the altititude is
assumed to be local ground level; the confidence value is ignored

civicLocationArea

This parameter provide a civic address for the location area (e.g. the address or name of a building and a floor level). This
parameter is optional.

locationAreaType

This parameter provides characteristics of the location area of significance to RF propagation.
areaType

This parameter defines the type of location area. The following choices are available.

undefined: the type of location area is unknown or includes several different types

walled-rooms: describes a building with separate walled rooms such as offices, hotel rooms, apartments
cubicle-office: describes an office building with predominantly cubicle offices

high-ceiling-large-area: describes an auditorium, shopping mall, airport or other large area with a high ceiling
parking-garage: describes an indoor parking structure

outdoor: describes an area where WLAN APs can typically be received outdoors as well as indoors — e.g. an open
air shopping mall or suburban housing area

exterior-Access

This parameter defines whether an indoor location area has exterior access — e.g. via a doorway, opening or bridge to
another building. The choices are yes (exterior access exists) or no (exterior access does not exist).

altitude-change

This parameter defines whether an indoor location area contains means (e.g. stairs, an elevator, an escalator or ramp) by
which a user can exit the location area by changing altitude (e.g. floor level). The choices are yes (altitude change is
possible) and no (altitude change is not possible).

horizontalCoverage

This parameter provides the size of the location area as a percentage of the total contiguous horizontal area (e.g. a floor in
a building) of which this location area is a part and for which the server has assistance data. A target may use this
parameter to determine the likelihood of needing and being able to obtain additional assistance data for transmitters from
the server when the user moves outside the location area. This parameter is provided as an integer in the range 1 to 100
where a value of n indicates coverage in the range n-1% to n%.

verticalCoverage

This parameter provides the reciprocal, expressed as a percentage, of the total number of floors or levels in a building or
structure (including sub levels) of which this location area is a part and for which the server has assistance data. A target
may use this parameter to determine the likelihood of needing and being able to obtain additional assistance data for
transmitters from the server when a user moves up or down to another floor or level. This parameter is provided as an
integer in the range 1 to 100 where a value of n indicates coverage in the range n-1% to n%.
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- OMA-LPPe-ver2-0-Transmitter-Properties

The IE OMA-LPPe-ver2-0-Transmitter-Properties is used only in LPPe 2.0 and provides common properties for a group of
transmitters.

——- ASN1START
OMA-LPPe-ver2-0-Transmitter-Properties ::= SEQUENCE ({
ap-deviceType OMA-LPPe-ver2-0-DeviceType OPTIONAL,
} .
—-- ASN1STOP

OMA-LPPe-ver2-0-Transmitter-Properties

ap-deviceType

This parameter defines one or more of the vendor and model for a transmitter and the vendor and model for each wireless
baseband chip in the transmitter.

- OMA-LPPe-ver2-0-DeviceType

The IE OMA-LPPe-ver2-0-DeviceType is used only in LPPe 2.0 and provides information about a wireless device.

-- ASNISTART
OMA-LPPe-ver2-0-DeviceType ::= SEQUENCE ({
vendor OMA-LPPe-VendorOrOperatorlD,
model OMA-LPPe-CharArray OPTIONAL,
version OMA-LPPe-CharArray OPTIONAL,
chip SEQUENCE (SIZE (1..5)) OF OMA-LPPe-Chip OPTIONAL,
}
OMA-LPPe-Chip ::= SEQUENCE ({
vendor OMA-LPPe-VendorOrOperatorID,
model OMA-LPPe-CharArray OPTIONAL,
version OMA-LPPe-CharArray OPTIONAL,
}
—-- ASN1STOP
OMA-LPPe-ver2-0-DeviceType
vendor

This parameter defines the vendor for a device.

model
This parameter defines the device model or type.

version

This parameter defines the version for a particular model or type.

chip

This parameter defines the vendor and optionally the model or type and the version of the model or type for each wireless

baseband chip in the device. More than one chip may be applicable for a device that supports more than one type of
wireless interface.
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- OMA-LPPe-ValidityArea

The IE OMA-LPPe-ValidityArea is used to define the area in which the given data (e.g. a local troposphere model or a local
ionosphere model) are valid. The validity area is constructed with grid regions using Run-Length Encoding as specified in
Appendix C.1. The parameters areaWidth and rleList are optional. If these parameters are left out, the validity area gets its
simplest form: a rectangle in spherical coordinates.

—— ASN1START
OMA-LPPe-ValidityArea ::= SEQUENCE {
regionSizelInv INTEGER (1..255),
areaWidth INTEGER (2..9180) OPTIONAL,
codedLatOfNWCorner INTEGER (0..4589),
codedLonOfNWCorner INTEGER (0..9179),
rleList OMA-LPPe-RleList OPTIONAL,
}
OMA-LPPe-RleList ::= SEQUENCE (SIZE(l..65535)) OF INTEGER (0..255)
—-— ASN1STOP

OMA-LPPe-ValidityArea field descriptions

regionSizelnv

This field specifies the inverse of the size of each side of the region in degrees.

For value N the size is 10/N degrees.

areaWidth

This field specifies the number of regions in the area in East-West direction. If the field is not present, the value is 1.
codedLatOfNWCorner

This field specifies the latitude of the North-West corner of the area, encoded as explained in Appendix C.1.
codedLonOfNWCorner

This field specifies the longitude of the North-West corner of the area, encoded as explained in Appendix C.1.

rleList

This field lists the regions in which the data is valid. If the field is not present, the data is valid in all the regions in the
area. The field is not valid (not included or ignored), when the IE OMA-LPPe-ValidityArea is included in the IE OMA-
LPPe-AGNSS-lonoStormindication.

- OMA-LPPe-ValidityPeriod
The IE OMA-LPPe-ValidityPeriod is used to define the validity time of the given assistance data.

—— ASN1START
OMA-LPPe-ValidityPeriod ::= SEQUENCE ({
beginTime GNSS-SystemTime,
beginTimeAlt INTEGER (0..2881) OPTIONAL,
duration INTEGER (1..2881),
}
—-— ASN1STOP
OMA-LPPe-ValidityPeriod field descriptions
beginTime
This field specifies the start time of the validity period.
beginTimeAlt

This field specifies the alternative start time. It may be used by target if it lacks information of the current GNSS-
SystemTime. The start time is is relative the time the message was received.
The scale factor is 15 min. Range from 0 minutes to 43215 min = 30 days.
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OMA-LPPe-ValidityPeriod field descriptions

duration
This field specifies the duration of the validity period after the beginTime.
The scale factor is 15 min. Range from 15 minutes to 43215 min = 30 days.

- OMA-LPPe-VendorOrOperatorAssistanceDataldentifier

The OMA-LPPe-VendorOrOperatorAssistanceDataldentifier is used to identify vendor-/operator-specific assistance data.

——- ASN1START

OMA-LPPe-VendorOrOperatorAssistanceDataldentifier ::= SEQUENCE ({
vendorOrOperatorID OMA-LPPe-VendorOrOperatorID,
assistanceDatalD OMA-LPPe-AssistanceContainerID,

}

—-— ASN1STOP

OMA-LPPe-VendorOrOperatorAssistanceDataldentifier field descriptions

vendorOrOperatorID

This field specifies the identification of the vendor/operator of the proprietary data.
assistanceDatalD

This field identifies the proprietary data. Data IDs are managed by the vendor/operator.

- OMA-LPPe-VendorOrOperatorID

The OMA-LPPe-VendorOrOperatorID is used to identify the vendor/operator using the proprietary data content. Two
methods are provided. The first is a method, in which the vendor/operator identifier is standardized. The alternative method is
not to use the standardized vendor/operator identifier, but the generalized method based on the CRC sum of the
vendor/operator name.

—-- ASN1START

OMA-LPPe-VendorOrOperatorID ::= CHOICE {
standard-VendorOrOperatorID INTEGER(1..1024),
nonStandard-VendorOrOperatorID OMA-LPPe-NonStandard-VendorOrOperatorID,

boop
-- version 2.0 extension elements

ver2-0-extended-VendorOrOperatorID OMA-LPPe-extended-VendorOrOperatorID
}

OMA-LPPe-NonStandard-VendorOrOperatorID ::= SEQUENCE ({
encodedID INTEGER(0..65535),
visibleIdentification OMA-LPPe-CharArray OPTIONAL,

}

OMA-LPPe-extended-VendorOrOperatorID ::= SEQUENCE {
extended-standard-VendorOrOperatorID INTEGER (1..409¢6),

venuelD INTEGER (1..16384) OPTIONAL,
}

—-—- ASN1STOP
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OMA-LPPe-VendorOrOperatorID field descriptions

standard-VendorOrOperatorID

This field identifies the vendor/operator of the proprietary data. The ID allocations are maintained by OMNA [OMNA]
and the up-to-date allocations are available at http://www.openmobilealliance.org/Tech/OMNA/OMNA-vendor-operator-
ID.aspx

nonStandard-VendorOrOperatorID

This field provides one method of identifying the vendor/operator in the absence of the standard ID.

encodedID

This field specifies the CRC-16 IBM encoded name of the vendor written in lower case. CRC-16 IBM is described in
Appendix C.8.

visibleldentification

This field specifies the vendor/operator visible identification.

ver2-0-extended-VendorOrOperator|D

This parameter applies only to LPPe 2.0 and identifies the vendor or operator using an extension of the standard-
VendorOrOperatorID that may include the following fields:

extended-standard-VendorOrOperatorID: this field identifies a vendor or operator using the standard ID
allocations maintained by OMNA. The field allows for IDs in the range 1 to 4096.

venuelD; this field identifies an optional venue or site for a particular vendor or operator and allows a venue or
operator to distinguish assistance data used at different venues and sites. This field is
an integer in the range 1 to 16384 and may be encoded by each vendor and operator in
a proprietary manner. This field is optional.

- OMA-LPPe-WirelessAccessTypes
The IE OMA-LPPe-WirelessAccessTypes provides a list of wireless access types.

—— ASNI1START
OMA-LPPe-WirelessAccessTypes ::= BIT STRING ({ gsm (0),

utra (1),

lte (2),

wimax (3),

wifi (4),

other (5),

nr (6) } (SIZE(l..16))
—-— ASN1STOP

OMA-LPPe-WirelessAccessTypes field descriptions
OMA-LPPe-WirelessAccessTypes

This field provides a list of one or more wireless access types. A type is present if the associated bit is set to one and
absent if set to zero.

— OMA-LPPe-WLAN-AP-ID
The IE OMA-LPPe-WLAN-AP-1D defines the identity of a WLAN access point.

-- ASNISTART
OMA-LPPe-WLAN-AP-ID ::= SEQUENCE {

apMacAddress BIT STRING ( SIZE (48) ),

}
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-- ASN1STOP

OMA-LPPe-WLAN-AP-ID field descriptions

apMacAddress
This field provides the 48-bit MAC address of the WLAN AP.

- OMA-LPPe-WLAN-AP-Type
The IE OMA-LPPe-WLAN-AP-Type defines the type of a particular WLAN access point.

-- ASNISTART

OMA-LPPe-WLAN-AP-Type ::= ENUMERATED {
ieee802-11a,
ieee802-11b,
ieee802-11qg,
ieee802-11n,

5000
ieee802-11lac,
ieeeB802-11ad

}

-- ASN1STOP

- OMA-LPPe-WLAN-AP-Type-List
The IE OMA-LPPe-WLAN-AP-Type-List provides a list of one or more WLAN AP types.

-- ASNISTART

OMA-LPPe-WLAN-AP-Type-List ::= BIT STRING ({
ieee802-11a (0),
ieee802-11b (1),
ieee802-11g (2),
ieee802-11n (3),
ieee802-1lac (4),
ieee802-11ad (5)} (SIZE (1..16))

—-- ASN1STOP

OMA-LPPe-WLAN-AP-Type-List field descriptions
OMA-LPPe-WLAN-AP-Type-List

This field provides a list of one or more WLAN AP types. A type is present if the associated bit is set one and absent if set
to zero.

- OMA-LPPe -WLANFemtoCoverageArea

The IE OMA-LPPe-WLANFemtoCoverageArea provides information on the coverage area of a WLAN AP or Femto. The
coverage area may be the coverage area of radio signals from the WLAN AP or Femto or may be defined according to the
expected distribution of users within the coverage area.

—- ASN1START

OMA-LPPe-WLANFemtoCoverageArea ::= SEQUENCE {
truncation INTEGER (-127..128) OPTIONAL,
areaType ENUMERATED { gaussian, binaryDistribution, ...} OPTIONAL,
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confidence INTEGER (0..99),
componentList SEQUENCE (SIZE (1..16)) OF OMA-LPPe-WLANFemtoCoverageAreaElement,
}
OMA-LPPe-WLANFemtoCoverageAreaElement ::= SEQUENCE {
refPointAndArea SEQUENCE {
referencelLocation ENUMERATED {antenna,
referencePoint,
R
referencePoint OMA-LPPe-ReferencePointUniquelID OPTIONAL,
locationAndArea OMA-LPPe-RelativeLocation,
by
type ENUMERATED {indoor (0),

outdoor (1),

mixed (2),

ce. OPTIONAL,
weight INTEGER (0..100) OPTIONAL,

}

—-- ASN1STOP

OMA-LPPe-WLANFemtoCoverageArea field descriptions

truncation

This field specifies if the coverage area is truncated using a specified signal strength level (i.e. with any point within the
area experiencing a signal level greater than or equal to the truncation level). This field SHALL be included if a truncation
condition has been used.

Scale factor 1 dBm.

areaType

This field specifies, if the coverage area is described in terms of a bivariate (gaussian) distribution or as a hard boundary
(binary) for which no particular distribution of signal strength can be assumed.The default value (if missing) is a uniform
binary distribution.

confidence

This field gives the confidence level as a percentage that a target device that can detect signals from the WLAN AP or
Femto is within the defined coverage area.

Confidence is encoded as a truncated percentage. An encoded value of O therefore represents a confidence C where 0%
<=C <1% percent. An encoded value of 1 represents a confidence C where 1%<=C<2%, and so on. An encoded value of
99 represents a confidence C where 99%<=C<100%.
componentList
This field specifies the coverage area components. Each coverage area component is a 2 dimensional area. Different
coverage area components may have the same or different altitudes.
refPointAndArea
This field provides the coverage area component description in terms of a relative location and area
referenceLocation indicates if location is relative to the WLAN AP or Femto antenna or relative to a reference
point
referencePoint provides a reference point for location relative to a reference point; if absent, the reference
point is the same one used to define the WLAN AP or Femto location
locationAndArea provides the location of a center point for the area relative to the reference point. The area
is defined by the horizontal uncertainty in OMA-LPPe-RelativeLocation; horizontal
confidence, uncertainty of altitude and confidence of altitude SHALL NOT be included.

type
This field specifies if the coverage area component is indoors, outdoors or mixed. This field SHALL be included if
available.
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OMA-LPPe-WLANFemtoCoverageArea field descriptions

weight

This field specifies the weight of the coverage area component in percent and provides the probability that a target is
within the area component given that it is within one of the area components. The sum of the weights over all the coverage
area components for a given AP MUST be 100%. A weight of 0% signifies a probability of <1% and a weight of 99%
signifies a probability of >99%.

If weight is missing, an equal weight is assumed for all the components.

6.4.2

Common positioning information elements are 1Es that are included in the corresponding message extensions.

LPPe Common Positioning IEs

OMA-LPPe-CommonlEsRequestCapabilities

The OMA-LPPe-CommonlEsRequestCapabilities carries common IEs for a Request Capabilities message extension.

-- ASNISTART

OMA-LPPe-CommonIEsRequestCapabilities
iP-Address-RequestCapabilities
assistanceContainerSupportReq

locationInformationContainerSupportReqg
relativeLocationChange-RequestCapabilities

highAccuracyFormatCapabilitiesReqg
segmentedAssistanceData-RegCapabilities

referencePointCapabilitiesReq
scheduledLocation-RequestCapabilities

accessCapabilitiesReq
segmentedLocationInformation-ReqgCapabilities

boop
-- version 1.1 extension elements
verl-l-localCellInformation-ReqgCapabilities

SEQUENCE {

OMA-LPPe-IP-Address-RequestCapabilities OPTIONAL,
OMA-LPPe-AssistanceContainerSupportReq OPTIONAL,
OMA-LPPe-LocationInformationContainerSupportReq
OPTIONAL,
OMA-LPPe-RelativeLocationChange-RequestCapabilities
OPTIONAL,
OMA-LPPe-HighAccuracyFormatCapabilitiesRegq OPTIONAL,
OMA-LPPe-SegmentedAssistanceData-ReqgCapabilities
OPTIONAL,
OMA-LPPe-ReferencePointCapabilitiesReq OPTIONAL,
OMA-LPPe-ScheduledLocation-RequestCapabilities
OPTIONAL,
OMA-LPPe-AccessCapabilitiesReq OPTIONAL,
OMA-LPPe-SegmentedLocationInformation-RegCapabilities
OPTIONAL,

OMA-LPPe-verl-1l-localCellInformation-RegCapabilities

OPTIONAL,
verl-l-broadcast-ReqCapabilities OMA-LPPe-verl-l-broadcast-RegCapabilities
OPTIONAL,
-- version 2.0 extension elements
ver2-0-deviceType-Request OMA-LPPe-ver2-0-deviceType-Request OPTIONAL
}
OMA-LPPe-IP-Address-RequestCapabilities = SEQUENCE {
}
OMA-LPPe-AssistanceContainerSupportReq ::= SEQUENCE ({
vendorOrOperatorIDList OMA-LPPe-VendorOrOperatorIDList OPTIONAL,
}
OMA-LPPe-LocationInformationContainerSupportReq ::= SEQUENCE ({
vendorOrOperatorIDList OMA-LPPe-VendorOrOperatorIDList OPTIONAL,

}

OMA-LPPe-VendorOrOperatorIDList SEQUENCE (SI

maxVendorOrOperatorIDList INTEGER ::= 32

OMA-LPPe-RelativeLocationChange-RequestCapabilit

}

ZE (1. .maxVendorOrOperatorIDList)) OF
OMA-LPPe-VendorOrOperatorID

ies =

SEQUENCE {
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OMA-LPPe-HighAccuracyFormatCapabilitiesReqg ::= SEQUENCE {

}

OMA-LPPe-SegmentedAssistanceData-RegCapabilities ::= SEQUENCE {

} 50 C

OMA-LPPe-ReferencePointCapabilitiesReq ::= SEQUENCE ({
referencePointProviderSupportListReq SEQUENCE (SIZE (1..128)) OF

OMA-LPPe-VendorOrOperatorID OPTIONAL,

}

OMA-LPPe-ScheduledLocation-RequestCapabilities ::= SEQUENCE ({

}

OMA-LPPe-AccessCapabilitiesReq ::= SEQUENCE ({

}

OMA-LPPe-SegmentedLocationInformation-RegCapabilities ::= SEQUENCE ({

}

OMA-LPPe-verl-1-localCellInformation-RegCapabilities ::= SEQUENCE ({

}

OMA-LPPe-verl-1l-broadcast-ReqgCapabilities ::= SEQUENCE ({
broadcastSystems SEQUENCE (SIZE (1..16)) OF OMA-LPPe-verl-1l-BroadcastSystemID
OPTIONAL,

}

OMA-LPPe-ver2-0-deviceType-Request ::= SEQUENCE {

} .

—-— ASN1STOP

OMA-LPPe-CommonlEsRequestCapabilities field descriptions

iP-Address-RequestCapabilities
This parameter is included by the server to request the target capabilities to report its local IP address(es).

assistanceContainerSupportReq
This field is used to request for the proprietary data capabilities. The following parameters may be optionally included
with this request:

vendorOrOperatorIDList This parameter provides a list of vendor or operators IDs. If present, the target SHALL only
report its capabilities to support assistance containers associated with these vendors and operators. If absent, the target
SHALL report its capabilities to support assistance containers for all vendors and operators.
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OMA-LPPe-CommonlEsRequestCapabilities field descriptions
iP-Address-RequestCapabilities
This parameter is included by the server to request the target capabilities to report its local IP address(es).
locationInformationContainerSupportReq
This presence of this parameter indicates a request for the level of support by the target for the Location Information
Container. The following parameters may be optionally included with this request:

vendorOrOperatorIDList This parameter provides a list of vendor or operators IDs. If present, the target SHALL only
report its capabilities to support location information containers associated with these vendors and operators. If absent, the
target SHALL report its capabilities to support location information containers for all vendors and operators.
relativeLocationChange-RequestCapabilities

This parameter is included by the server to request the target capabilities to report relative change of location.
highAccuracyFormatCapabilitiesReq

This parameter is included by the server to request the target capabilities to report position in high accuracy or civic
format.

segmentedAssistanceData-ReqCapabilities

This parameter is included by the server to request the target capabilities to support segmented transfer of assistance data.
referencePointCapabilitiesReq

This parameter is included by the server to request the reference point capabilities of the target.
scheduledLocation-RequestCapabilities

This parameter is included by the server to request the target capabilities to support scheduled location.
accessCapabilitiesReq

This parameter is included by the server to request the access type capabilities of the target.
segmentedLocationInformation-ReqCapabilities

This parameter is included by the server to request the target capabilities to support segmented transfer of location
information.

vendorOrOperatorIDList

This parameter is used to request vendor-/operator-specific assistance data / location information capabilties.
referencePointProviderSupportListReq

This field lists the reference point provider IDs for which the support indication is requested. If absent, a support
indication is requested for all reference point provider I1Ds that are supported by the target.
verl-1-localCelllnformation-ReqCapabilities

This parameter applies only to LPPe 1.1 and is included by the server to request the target capabilities to support
assistance data containing information for local cells.

verl-1-broadcast-ReqCapabilities

This parameter applies only to LPPe 1.1 and is included by a server to request the target capabilities to support reception
of assistance data via broadcast. A server may indicate that it wishes to receive capabilities for certain broadcast systems.
In this case, a target SHALL return its capabilities only for the requested broadcast systems. If the server does not indicate
particular broadcast systems, a target should report its capabilities for standard broadcast systems and may report its
capabilities for proprietary broadcast systems.

ver2-0-deviceType-Request

This parameter applies only to LPPe 2.0 and is included by a server to request information about the OEM and chip
vendor for a target device.

- OMA-LPPe-CommonlEsProvideCapabilities

The OMA-LPPe-CommonlEsProvideCapabilities carries common IEs for a Provide Capabilities message extension.

—— ASN1START

OMA-LPPe-CommonIEsProvideCapabilities ::= SEQUENCE ({
iP-Address-Capabilities OMA-LPPe-IP-Address-Capabilities OPTIONAL,
assistanceContainerSupport OMA-LPPe-AssistanceContainerSupport OPTIONAL,
locationInformationContainerSupport OMA-LPPe-LocationInformationContainerSupport OPTIONAL,
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relativeLocationChange-Capabilities OMA-LPPe-RelativeLocationChange-Capabilities OPTIONAL,
highAccuracyFormatCapabilities OMA-LPPe-HighAccuracyFormatCapabilities OPTIONAL,
segmentedAssistanceData-ProvideCapabs OMA-LPPe-SegmentedAssistanceData-ProvideCapabs OPTIONAL,
referencePointCapabilities OMA-LPPe-ReferencePointCapabilities OPTIONAL,
scheduledLocation-Capabilities OMA-LPPe-ScheduledLocation-Capabilities OPTIONAL,
accessCapabilities OMA-LPPe-AccessCapabilities OPTIONAL,

segmentedLocationInformation-ProvideCapabs
OMA-LPPe-SegmentedLocationInformation-ProvideCapabs

OPTIONAL,
-- version 1.1 extension elements
verl-l-localCellInformation-ProvideCapabilities OMA-LPPe-verl-l-localCellInformation-
ProvideCapabilities OPTIONAL,
verl-l-broadcast-ProvideCapabilities OMA-LPPe-verl-1l-broadcast-ProvideCapabilities
OPTIONAL,
-- version 2.0 extension elements
ver2-0-deviceType OMA-LPPe-ver2-0-DeviceType OPTIONAL
}
OMA-LPPe-IP-Address-Capabilities ::= SEQUENCE ({
iP-Address-support BIT STRING { iPv4 (0),
iPv6 (1),
nat (2) } (SIZE(1..8)) OPTIONAL,
}
OMA-LPPe-AssistanceContainerSupport 1= SEQUENCE (SIZE (1. .maxVendorOrOperatorIDList)) OF
OMA-LPPe-VendorOrOperatorAssistanceContainerList
OMA-LPPe-VendorOrOperatorAssistanceContainerList ::= SEQUENCE ({
vendorOrOperatorID OMA-LPPe-VendorOrOperatorlD,
assistanceContainerList OMA-LPPe-AssistanceContainerList,
}
OMA-LPPe-AssistanceContainerList ::= SEQUENCE (SIZE(l.. maxAssistanceContainerList))OF
OMA-LPPe-AssistanceContainerID
OMA-LPPe-LocationInformationContainerSupport 1= SEQUENCE (SIZE (1. .maxVendorOrOperatorIDList)) OF
OMA-LPPe-VendorOrOperatorLocationInformationContainerList
OMA-LPPe-VendorOrOperatorLocationInformationContainerList ::= SEQUENCE {
vendorOrOperatorID OMA-LPPe-VendorOrOperatorID,
locationInformationContainerList OMA-LPPe-LocationInformationContainerList,
}
OMA-LPPe-LocationInformationContainerList ::= SEQUENCE (SIZE(l..maxLocationInformationContainerList))OF
OMA-LPPe-LocationInformationContainerID
maxLocationInformationContainerList INTEGER ::= 64
OMA-LPPe-RelativeLocationChange-Capabilities ::= SEQUENCE ({
numberOfChanges INTEGER (1..5) OPTIONAL,
}
OMA-LPPe-HighAccuracyFormatCapabilities ::= BIT STRING { hAposition (0),
hAvelocity (1),
pidf-lo (2) } (SIZE(1..8))
OMA-LPPe-SegmentedAssistanceData-ProvideCapabs ::= SEQUENCE ({
maxSegments INTEGER (2..4096) OPTIONAL,
maxSize INTEGER (1..5000) OPTIONAL,
minSize INTEGER (1..5000) OPTIONAL,
resume NULL OPTIONAL,
}
OMA-LPPe-ReferencePointCapabilities ::= SEQUENCE {
relativeLocationReportingSupport BIT STRING { geo (0),

civic (1),
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otherProviders (2) } (SIZE (1..8)),
referencePointProviderSupportList SEQUENCE (SIZE (1..128)) OF
OMA-LPPe-ReferencePointProviderSupportElement
}
OMA-LPPe-ReferencePointProviderSupportElement ::= SEQUENCE {
referencePointProvider OMA-LPPe-VendorOrOperatorID,
mapDataSupport SEQUENCE {
mapDataFormat OCTET STRING OPTIONAL,
} OPTIONAL,
}
OMA-LPPe-ScheduledLocation-Capabilities = SEQUENCE ({
minimumWindow INTEGER (1..1024) OPTIONAL,
gnssTimeReference GNSS-ID-Bitmap OPTIONAL,
networkTimeReference ENUMERATED {serving,
servingOrNonServing,
} OPTIONAL,
}
OMA-LPPe-AccessCapabilities = SEQUENCE {
accessTypeUnknown NULL OPTIONAL,
fixedAccessTypes OMA-LPPe-FixedAccessTypes OPTIONAL,
wirelessAccessTypes OMA-LPPe-WirelessAccessTypes OPTIONAL,
}
OMA-LPPe-SegmentedLocationInformation-ProvideCapabs = SEQUENCE {
maxSegments INTEGER (2..4096) OPTIONAL,
maxSize INTEGER (1..5000) OPTIONAL,
minSize INTEGER (1..5000) OPTIONAL,
resume NULL OPTIONAL,
}
OMA-LPPe-verl-1l-localCellInformation-ProvideCapabilities = SEQUENCE {
localCellInformation-Support BIT STRING {gnssTiming (0),
networkTiming (iLy,
coverage (2),
coordinates (3),
frequencyAccuracy (4)} (SIZE (1..16)),
}
OMA-LPPe-verl-l-broadcast-ProvideCapabilities = SEQUENCE (SIZE (1..16)) OF OMA-LPPe-verl-1-
BroadcastSystem-Capabs
OMA-LPPe-verl-1-BroadcastSystem-Capabs = SEQUENCE {
broadcastSystemID OMA-LPPe-verl-1-BroadcastSystemID,
broadcastADTypes OMA-LPPe-verl-1-BroadcastADTypes OPTIONAL,
point2pointAD OMA-LPPe-verl-l-point2pointAD OPTIONAL,
ciphering OMA-LPPe-verl-1-Ciphering OPTIONAL,
authentication OMA-LPPe-verl-1-Authentication OPTIONAL,

}

OMA-LPPe-verl-1l-point2pointAD = SEQUENCE {
}

OMA-LPPe-verl-1-Ciphering = SEQUENCE {

}

OMA-LPPe-verl-1-Authentication ::= SEQUENCE {
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-- ASNI1STOP

OMA-LPPe-CommonlEsProvideCapabilities field descriptions

iP-Address-Capabilities
This parameter is included to report the capabilities of a target to provide its local IP addresses. The parameter is not
included if the target does not support IP address reporting. The parameter contains a bit string, with a one-value at any bit
position meaning a particular capability is supported and a zero-value meaning not supported. The assigned bits and
corresponding capabilities are as follows.

iPv4: the target supports and can report IPv4 addresses

iPv6: the target supports and can report IPv6 addresses

nat: the target may be able to determine and then report whether an IP address is subject to NAT
assistanceContainerSupport
This field lists the vendor-/operator-specific data IDs for the vendor-/operator-specific assistance data sets that the target
supports.
locationInformationContainerSupport
This field lists the vendor-/operator-specific data IDs for the vendor-/operator-specific location information types that the
target supports.
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OMA-LPPe-CommonlEsProvideCapabilities field descriptions

relativeLocationChange-Capabilities
This parameter is included by the target to indicate its capabilities to report relative change of location.
highAccuracyFormatCapabilities
This parameter is included by the target to provide the target capabilities to report position in high accuracy or civic
format. The assigned bits and corresponding capabilities are:

hAposition: the target supports and can report OMA-LPPe-HighAccuracy3Dposition

hAvelocity: the target supports and can report OMA-LPPe-HighAccuracy3Dvelocity

pidf-lo: the target supports and can report OMA-LPPe-CivicLocation-pidf-lo
A bit is set to one to indicate support and is set to zero or omitted to indicate lack of support.
segmentedAssistanceData-ProvideCapabs
This parameter is included by the target to indicate support of segmented transfer of assistance data. The target may
optionally include the following fields:

maxSegments maximum number of separate LPP messages into which assistance data should be segmented
by the server

maxSize maximum overall size of all assistance data that is transferred for segmented transfer that is
supported by the target in multiples of 1024 octets after rounding up to a multiple of 1024. A
value of 5000 for maxSize indicates that the maximum overall size is not limited.

minSize minimum overall size of all assistance data for which segmented assistance data transfer
should be used by the server in preference to sending all assistance data in a single LPP
message

resume included if the target can support segmented transfer with the resume capability

referencePointCapabilities

This parameter is included if the target supports assistance data or location reporting relative to a reference point.
scheduledLocation-Capabilities

This parameter is included by the target to indicate its capabilities to schedule location at a requested time. The following
fields can be provided:

minimumwWindow minimum time window in units of 10 ms within which the target is capable of
scheduling location measurements
gnssTimeReference indicates the target can use GNSS time to schedule location measurements and

provides the GNSS IDs that can be supported for this

networkTimeReference indicates the target can use network time to schedule location measurements and
indicates whether network time can be supported only relative to a serving cell or
relative to a serving or non-serving cell

accessCapabilities
This parameter provides the access capabilities of the target device. The following fields can be included:

accessTypeUnknown this field SHALL be included if the target cannot determine the access types it
supports — e.g. if the target is using a separate wireless or wireline modem of
unknown type.

fixedAccessTypes this field indicates the fixed access types supported by the target and SHALL be
included if the target can support one or more fixed access types.
wirelessAccessTypes this field indicates the wireless access types supported by the target and SHALL be

included if the target can support one or more wireless access types.

Note that the capabilities refer to access types that can be supported by the target device as opposed to access types that
may currently be in use.
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OMA-LPPe-CommonlEsProvideCapabilities field descriptions
segmentedLocationInformation-ProvideCapabs
This parameter is included by the target to indicate support of segmented transfer of location information. The target may
optionally include the following fields:

maxSegments maximum number of separate LPP messages into which location information can be
segmented

maxSize maximum overall size of all location information that can be transferred using segmented
transfer in multiples of 1024 octets after rounding up to a multiple of 1024. A value of 5000
for maxSize indicates that the maximum overall size is not limited.

minSize minimum overall size of all location information for which segmented transfer is preferred by
the target in preference to sending all location information in a single LPP message
resume included if the target can support segmented transfer with the resume capability

assistanceContainerList

This parameter provides a list of the assistance data containers that a target supports for a particular vendor or operator.
Each location assistance data container is identified by an integer in the range 0 to 65535. The identification is vendor or
operator specific and may refer to a particular type of assistance data, a particular version of assistance data or to a
combination of these or to some other characteristics.

locationInformationContainerList

This parameter provides a list of the location information containers that a target supports for a particular vendor or
operator. Each location information container is identified by an integer in the range 0 to 65535. The identification is
vendor or operator specific and may refer to a particular type of location information, a particular version of location
information or to a combination of these or to some other characteristics.

numberOfChanges

This field indicates the maximum number of relative changes of location that can be reported by the target. The default if
absent is one.

relativeLocationReportingSupport

This parameter indicates that the target supports location reporting relative to a reference point. The bit map indicates the
reference point location type (geographic, or civic) supported for relative location reporting and whether the target is able
to support location reporting relative to other reference point providers not listed in referencePointProviderSupportList. A
one value at the bit position indicates support and a zero value no support.

NOTE: location reporting relative to other providers includes the ability to report information associated with a reference
point that is not dependent on proprietary assistance data from the provider of the reference point (e.g. includes an ability
to use a reference point simply to report relative location).

referencePointProviderSupportList

This parameter provides a list of reference point provider 1Ds that the target supports for location reporting and associated
attributes that the target supports within reference point assistance data for these provider IDs. This parameter SHALL
NOT be included if no reference point provider IDs are specifically supported.

mapDataSupport

This field, if present, indicates whether the target supports map data information for this reference point provider and may
include additional information specific to the provider in mapDataFormat about the supported map data format(s). If this
field is absent, no map data information is supported for this reference point provider.
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OMA-LPPe-CommonlEsProvideCapabilities field descriptions
verl-1-localCellInformation-ProvideCapabilities
This parameter applies only to LPPe 1.1 and provides the target capabilities to support assistance data containing
information for local cells. This is signified using a bit string with the following bit assignments. A bit value of one
indicates a capability is supported and a bit value of zero indicates it is not supported.

gnssTiming indicates whether the target supports receipt of cell GNSS timing information without
network timing

networkTiming indicates whether the target supports receipt of cell GNSS timing information with
network timing

coverage indicates whether the target supports receipt of cell coverage area
coordinates indicates whether the target supports receipt of cell coordinates
frequencyAccuracy indicates whether the target supports receipt of cell frequency accuracy

verl-1-broadcast-ProvideCapabilities

This parameter applies only to LPPe 1.1 and is included by a target to provide its capabilities to receive assistance data via
broadcast.

broadcastSystemID
This parameter applies only to LPPe 1.1 and specifies a particular broadcast system that is supported by a target.
broadcastADTypes

This parameter applies only to LPPe 1.1 and specifies the types of assistance data a target can receive via broadcast using
a particular broadcast system.

point2pointAD

This parameter applies only to LPPe 1.1 and is included when a target can support receipt of assistance data sent point to
point that provides information on a broadcast system used by the server.

ciphering

This parameter applies only to LPPe 1.1 and SHALL be included when the target supports ciphering of LPP/LPPe
broadcast messages. The absence of this parameter implies that a target does not support ciphering.

authentication

This parameter applies only to LPPe 1.1 and SHALL be included when the target supports authentication of LPP/LPPe
broadcast messages. The absence of this parameter implies that a target does not support authentication.
ver2-0-deviceType

This parameter applies only to LPPe 2.0 and provides information about a target device OEM and chip vendor. The
parameter SHALL be included if available when requested by a server and should be included if available when a target
sends its capabilities unsolicited.

- OMA-LPPe-CommonlEsRequestAssistanceData

The OMA-LPPe-CommonlEsRequestAssistanceData carries common IEs for a Request Assistance Data message extension.

—-- ASN1START

OMA-LPPe-CommonIEsRequestAssistanceData ::= SEQUENCE {
approximate-location EllipsoidPointWithAltitudeAndUncertaintyEllipsoid OPTIONAL,
assistanceContainerRequestList OMA-LPPe-AssistanceContainerRequestList OPTIONAL,
requestPeriodicADwithUpdate OMA-LPPe-RequestPeriodicADwithUpdate OPTIONAL,
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--Cond RequestPeriodicADWithUpdate

segmentedADpreference ENUMERATED {useBasic, useResume, ...} OPTIONAL,

segmentedADResume OMA-LPPe-SegmentedADResume OPTIONAL,
--Cond segmentedTransferResume

referencePointAssistanceReq OMA-LPPe-ReferencePointAssistanceReq OPTIONAL,

500p
-- version 1.1 extension elements

verl-l-localCellInformationReq OMA-LPPe-verl-1l-LocalCellInformationReq OPTIONAL,
verl-1-BroadcastAssistanceDataReq OMA-LPPe-verl-1-BroadcastAssistanceDataReqg OPTIONAL,
verl-1-AccessNetwork OMA-LPPe-verl-1-AccessNetworkID OPTIONAL,
verl-l-groundMorphologyModelReq OMA-LPPe-verl-1-GroundMorphologyModelReq OPTIONAL
}
OMA-LPPe-RequestPeriodicADwithUpdate ::= SEQUENCE {
periodicAD-session-ID OCTET STRING (SIZE (4)),
typeOfADRequest TypeOfADRequest,
}
TypeOfADRequest ::= ENUMERATED {
initialRequest,

updateAndContinueIfUpdateFails,
updateAndAbortIfUpdateFails,

}

OMA-LPPe-SegmentedADResume ::= SEQUENCE {
segmentedAD-session-ID OMA-LPPe-Session-1ID,
next-segment-number INTEGER (1..4096)
}
OMA-LPPe-ReferencePointAssistanceReq ::= SEQUENCE {
referencePointReq SEQUENCE (SIZE (1..16)) OF OMA-LPPe-ReferencePointAssistanceRegElement,
}
OMA-LPPe-ReferencePointAssistanceRegElement ::= SEQUENCE {
referencePointProvider OMA-LPPe-VendorOrOperatorID,
mapDataReq OCTET STRING OPTIONAL,
}
OMA-LPPe-verl-1-GroundMorphologyModelReq ::= SEQUENCE {
modelsReqg BIT STRING {altitude(0), buildings (1)} (SIZE (1..8)),
refAreaParam SEQUENCE {
northWestCorner Ellipsoid-Point OPTIONAL,
spanX INTEGER (6..14),
spanY INTEGER (6..14),
} OPTIONAL,
}
OMA-LPPe-verl-1-LocalCellInformationReq ::= SEQUENCE ({
localCellInformationReq BIT STRING {gnssTiming (0),
networkTiming (1),
coverage (2),
coordinates (3),
frequencyAccuracy (4)} (SIZE (1..16)),
localCellID OMA-LPPe-verl-1-CellGlobalID OPTIONAL, == Cond verl-1
cellVisible
numberOfCells INTEGER (0..7) OPTIONAL,
}
OMA-LPPe-verl-1-BroadcastAssistanceDataReq ::= SEQUENCE {
broadcastSystem OMA-LPPe-verl-1-BroadcastSystem OPTIONAL,
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OMA-LPPe-verl-1-BroadcastSystem ::= SEQUENCE ({
broadcastSystemID OMA-LPPe-verl-1-BroadcastSystemID,
cipherSets SEQUENCE (SIZE (1..16)) OF OMA-LPPe-verl-1-CipherSetID OPTIONAL,
authenticationSets SEQUENCE (SIZE(1l..4)) OF OMA-LPPe-verl-l-AuthenticationSetID OPTIONAL,
}
—-- ASN1STOP
Conditional presence Explanation
RequestPeriodicADWithU | The parameter SHALL be present in a new request or modified request for
pdate Periodic/Triggered Assistance Data Transfer with Target Update. The field SHALL be

omitted in other cases.

segmentedTransfeResume | This parameter SHALL be included when the target requests resumption of a segmented
transfer of assistance data. No other assistance data SHALL then be requested.
verl-1-cellVisible This parameter SHALL be included when the target has a serving cell, or is able to receive
and decode signals in a cell, that is either GSM, WCDMA or LTE.

OMA-LPPe-CommonlEsRequestAssistanceData field descriptions

approximate-location

This parameter provides an approximate location for the target device.
assistanceContainerRequestL.ist

This field is used by the target to request proprietary assistance data.
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OMA-LPPe-CommonlEsRequestAssistanceData field descriptions
requestPeriodicADwithUpdate
This field is used to request periodic/triggered assistance data session (accompanied by the request for the actual data).
periodicAD-session-1D
This field provides the periodic/triggered session ID assigned to the Periodic/Triggered Assistance Data Transfer with
Update procedure.
segmentedADpreference
This field SHALL be included if the target prefers the server to use segmented transfer of assistance data. Values can
indicate "use the basic method" or "use the basic method with resume capability".
segmentedADResume
The parameter is used to request resumption of an LPPe segmented transfer of assistance data following realease or failure
and later restoration of the connection and any location session between the server and the target. The parameter includes
the following fields:

segmentedAD-session-1D session ID assigned by the server for the segmented transfer

next-segment-number segment number of next expected LPP Provide Assistance Data
referencePointAssistanceReq
This field is used by the target to specify the target preference for particular types of reference point in any subsequent
assistance data sent by the server that includes one or more reference points.
typeOfADRequest
This field indicates whether this is an initial request for a new procedure, an update request where the previously agreed
assistance delivery will continue if the request cannot be supported or an update request where the previously agreed
assistance data delivery will be aborted if the request cannot be supported.
referencePointReq
This field provides a list of reference point types, in the order of preference. The first reference point type in the list is the
most preferred type, etc.
referencePointProvider
This field defines the preferred reference point provider.
mapDataReq
This field, if present, indicates that map data is requested for any reference point assistance data provided later by the
server to the target for the indicated provider. The content of the field is specific to the reference point provider and may
indicate additional information on the map format or data requested.
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OMA-LPPe-CommonlEsRequestAssistanceData field descriptions
verl-1-localCellInformationReq

This parameter applies only to LPPe 1.1 and is included by the target to request information for local cells. The requested
types of information are indicated using a bit string with the following bit assignments. A bit value of one indicates the
information type is requested and a bit value of zero indicates it is not requested.

gnssTiming indicates whether the target requests receipt of GNSS timing information without
network timing

networkTiming indicates whether the target requests receipt of GNSS timing information with cell
network timing. Note that when gnssTiming and networkTiming are both requested, a
server SHALL provide network timing if available and supported.

coverage indicates whether the target requests receipt of cell coverage area
coordinates indicates whether the target requests receipt of cell coordinates
frequencyAccuracy indicates whether the target requests receipt of cell frequency accuracy

Other fields that may be included in this parameter are:

localCelllD this field provides the global cell 1D for the serving cell or primary serving cell for the
target if this is GSM, WCDMA or LTE. If the target is not served by a GSM,
WCDMA or LTE network, the field provides the global cell ID of the GSM, WCDMA
or LTE cell with the strongest signal that the target can receive and decode. This field
SHALL be omitted when the target cannot receive and decode signals from a local
GSM, WCDMA or LTE cell.

numberOfCells number of cells for which information is requested coded as an exponent N in the
range 0 to 7, where the number of cells is 2**N. Information is always assumed to be
requested for the cell identified by localCelllID when included.

verl-1-BroadcastAssistanceDataReq

This parameter applies only to LPPe 1.1 and is included by the target to request assistance data associated with broadcast
of (other) assistance data. The target may include information related to a particular broadcast system of interest in which
case the server SHALL return information for this broadcast system if supported including an updated list of cipher sets
for any target that supports ciphering and that the target is authorized to receive according to any subscription or service
agreement. If the target does not specify a broadcast system, the server may return information for any supported
broadcast system consistent with the target capabilities, location and serving network.

broadcastSystem

This parameter applies only to LPPe 1.1 and identifies a particular broadcast system. A target SHALL include in this
parameter the 1Ds for the most recent list of cipher sets and/or authentication sets previously received from the server for
this broadcast system if any of the cipher sets and/or authentication sets, respectively, are currently being used (e.g. have
not yet expired). A server may use the list to deduce service previously provided to the target without the need to keep
records which may assist charging.

verl-1-AccessNetwork

This parameter applies only to LPPe 1.1. and provides the identity of the access network that the target is currently using
or wishes to be associated with the assistance data being requested.
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OMA-LPPe-CommonlEsRequestAssistanceData field descriptions
verl-1-groundMorphologyModelReq
This field is used to request ground morphology model assistance. Ground morphology information includes ground
altitude and building heights information; this information can be used to increase accuracy of position estimation. The
morphology information is provided for a 2D grid of points.

refAreaParam
This structure is used by the target to define the rectangular area for which ground morphology assistance data is
requested. This field may be omitted if the target has no information on its reference location.

northWestCorner
This field specifies the North-West corner of the rectangular area for which the morphology information is requested. If
the target does not know its reference location this parameter is not included.

spanX, spanY

These fields specify the width of the rectangular area for which ground morphology assistance is requested : The rectangle
is oriented according to W-E and N-S directions, spanX defines the width in W-E direction, spanY defines the width in N-
S direction, The North West corner of the rectangle is centered in northWestCorner point.

The width of the rectangle in both directions expressed in meters is given by the expression

dim [m]=2%"m
dim, [m]=2""m
Admitted values of the grid width in both dimensions are comprised between 64 m and 16384 m.

— OMA-LPPe-CommonlEsProvideAssistanceData

The OMA-LPPe-CommonlEsProvideAssistanceData carries common IEs for a ProvideAssistance Data message extension.

—— ASN1START
OMA-LPPe-CommonIEsProvideAssistanceData ::= SEQUENCE {
assistanceContainerList OMA-LPPe-AssistanceContainerProvideList OPTIONAL,
providePeriodicADwithUpdate OMA-LPPe-ProvidePeriodicADwithUpdate OPTIONAL,
--Cond ProvidePeriodicADWithUpdate,
segmentedADTransfer OMA-LPPe-SegmentedADTransfer OPTIONAL,
—--Cond segmentedTransferWithResume
default-reference-point OMA-LPPe-ReferencePoint OPTIONAL,
5000
-- version 1.1 extension element
verl-1l-localCellInformation OMA-LPPe-verl-1-LocalCellInformation OPTIONAL,
verl-1-BroadcastAssistanceData OMA-LPPe-verl-1-BroadcastAssistanceData OPTIONAL,
verl-l-groundMorphologyModel OMA-LPPe-verl-1-GroundMorphologyModel OPTIONAL

}

OMA-LPPe-ProvidePeriodicADwithUpdate ::= SEQUENCE ({
periodicAD-session-ID OCTET STRING (SIZE (4)),
typeOfADProvide OMA-LPPe-TypeOfADProvide,

}

OMA-LPPe-TypeOfADProvide ::= ENUMERATED ({
responseToInitialRequest,
providePeriodicAD,
responseToTargetUpdateRequest,

serverUpdate,

}

OMA-LPPe-SegmentedADTransfer ::= SEQUENCE {
segmentedAD-session-ID OMA-LPPe-Session-1D,
segment-number INTEGER (1..40906),
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}

OMA-LPPe-verl-1-LocalCellInformation ::= SEQUENCE ({
verl-l-timingInformation SEQUENCE (SIZE (1..maxCellSets)) OF GNSS-ReferenceTime
OPTIONAL,
verl-l-other-CellInformation SEQUENCE (SIZE (l1..maxCells)) OF OMA-LPPe-verl-1-CellInformation
OPTIONAL,

maxCellSets INTEGER ::= 8
maxCells INTEGER ::= 128
OMA-LPPe-verl-1-CellInformation ::= SEQUENCE ({
cellID OMA-LPPe-verl-1-CellGloballD,
coverage CHOICE {
circle Ellipsoid-PointWithUncertaintyCircle,
ellipse EllipsoidPointWithUncertaintyEllipse,
arc EllipsoidArc,
polygon Polygon,
} OPTIONAL,
coordinates EllipsoidPointWithAltitudeAndUncertaintyEllipsoid OPTIONAL,
frequencyAccuracy INTEGER (1..6) OPTIONAL,
}
OMA-LPPe-verl-1-BroadcastAssistanceData ::= SEQUENCE {
broadcastSystem OMA-LPPe-verl-1-BroadcastSystemID,
accessNetworks SEQUENCE (SIZE (1..16)) OF OMA-LPPe-verl-1-AccessNetworkID,
coverageArea CHOICE {
circle Ellipsoid-PointWithUncertaintyCircle,
ellipse EllipsoidPointWithUncertaintyEllipse,
polygon Polygon,
} OPTIONAL,
broadcastADTypes OMA-LPPe-verl-1-BroadcastADTypes OPTIONAL,
broadcastMode CHOICE {
unencapsulated NULL,
encapsulated OMA-LPPe-verl-1-EncapsulatedMode,
}I
}
OMA-LPPe-verl-1-EncapsulatedMode ::= SEQUENCE ({
serverID OMA-LPPe-verl-1-ServerlID,
cipherSets SEQUENCE (SIZE (1..16)) OF OMA-LPPe-verl-1-CipherSet OPTIONAL,
authentication SEQUENCE (SIZE (1..4)) OF OMA-LPPe-verl-1-AuthenticationSet OPTIONAL,
}
—-— ASN1STOP

Conditional presence

Explanation

ProvidePeriodicADWith
Update

The parameter SHALL be present in a Provide Assistance Data for Periodic/Triggered
Assistance Data Transfer with Update. The field SHALL be omitted in other cases.

segmentedTransferWithR
esume

This parameter SHALL be present in each LPP Provide Assistance Data message sent to a
target when a segmented transfer of assistance data with resume capability is either started or
resumed.
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OMA-LPPe-CommonlEsProvideAssistanceData field descriptions

assistanceContainerList

This field is used to deliver the requested vendor-/operator-specific assistance data.
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OMA-LPPe-CommonlEsProvideAssistanceData field descriptions
providePeriodicADwithUpdate
This field is used in the periodic/triggered assistance data procedure to provide the session ID and the reason for providing
the assistance data.
segmentedADTransfer
This parameter provides the following fields to support segmented transfer of assistance data with a resume capability.

segmentedAD-session-ID  session ID assigned by the server which should be unique across all servers
segment-number  segment number starting from 1 and incremented by 1 in each successive LPP Provide
Assistance Data message

default-reference-point

This field includes a default reference point applicable to other assistance data for which a reference point is associated.
Usage of the default reference point is specified in the description of other applicable assistance data. The default
reference point can also be provided to support location reporting relative to a reference point.

periodicAD-session-1D

This field provides the session ID assigned to the Periodic/Triggered Assistance Data Transfer with Update procedure.
typeOfADProvide

This field indicates whether this is a response to an initial request for a new procedure, normal delivery of
periodic/triggered assistance data, a response to an update request from the target or an unsolicited server update.
verl-1-localCelllnformation

This field applies only to LPPe 1.1 and provides timing and other information for up to 128 GSM, WCDMA and/or LTE
cells,

verl-1-timinglnformation

This field applies only to LPPe 1.1 and provides either GNSS timing information alone or GNSS timing associated with
network timing for up to 8 sets of cells. For each set of cells in the latter case, GNSS timing information is provided for up
to 16 individual cells according to the data type GNSS-ReferenceTime defined for LPP [LPP].
verl-1-other-cellinformation

This field applies only to LPPe 1.1 and provides the following information for one cell:

celliD Global Cell ID and cell type (GSM, WCDMA or LTE)
coverage Engineered coverage area of the cell as given by the location uncertainty area for a
particular geographic shape. Confidence if included for a geographic shape SHALL be
ignored
coordinates Location coordinates and accuracy for the cell tower antenna
frequencyAccuracy Frequency accuracy for the cell encoded as follows:
1: <=25ppb
2: 50 ppb
3 100 ppb
4: 250 ppb
5: 500 ppb
6: >=1000 ppb
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OMA-LPPe-CommonlEsProvideAssistanceData field descriptions
OMA-LPPe-verl-1-BroadcastAssistanceData

This parameter applies only to LPPe 1.1 and provides information on assistance data available via broadcast for a
particular broadcast system. The following information can be included.

broadcastSystem the broadcast system for which information is provided

accessNetworks the access network or networks supporting this broadcast system in the vicinity of
the target

coverageArea a continuous broadcast coverage area that includes or is close to the location of the
target

broadcastADTypes the types of assistance data being broadcast

broadcastMode identifies whether unencapsulated or encapsulated LPP and LPP/LPPe messages

are broadcast

cipherSets

This parameter applies only to LPPe 1.1 and to encapsulated mode and provides a list of 1 to 16 cipher sets each
containing information relevant to ciphering for some or all assistance data being broadcast using a particular broadcast
system. A target SHALL replace any previous cipher sets from a particular server with any new sets from the same server.
A cipher set may refer to ongoing ciphering or to ciphering that is scheduled for a later time as well as to ciphering
applicable to the target location or to other locations. A target that supports ciphering should request new assistance data
from a server when it detects use of a cipher set by the server that it does not possess. To help avoid periods when a target
does not have the right cipher set, a target may request new broadcast assistance data once it detects that a particular cipher
set used previously has not been used for a period of one hour. A server should, if possible, use a cipher set over the entire
area supported by the server for a period of at least 2 hours and should stagger the change to a new cipher set by
introducing the new set over the entire area a piece at a time in order to avoid all targets in the area requesting new
assistance data all at the same time. When this parameter is not included, a target may continue to use any cipher sets
previously received from the server.

authentication

This parameter applies only to LPPe 1.1 and is included when a server requires a target to authenticate every assistance
data broadcast message received via the indicated broadcast system. Any broadcast assistance data message received via
the indicated broadcast system that cannot be authenticated (e.g. that does include a digital signature) or that fails
authentication or that is received after the end of its validity period SHALL be discarded by a target. This parameter
provides protection to a target against broadcast messages that may be unauthorized or fraudulent.

This parameter provides a list of 1 to 4 authentication sets each containing information relevant to authentication for some
or all assistance data being broadcast using a particular broadcast system. A target SHALL replace any previous
authentication sets from a particular server with any new sets from the same server. An authentication set may refer to
ongoing authentication or to authentication that is scheduled for a later time as well as to authentication applicable to the
target location or to other locations. A target that supports authentication should request new assistance data from a server
for any broadcast system for which authentication has been mandated when it detects use of an authentication set by the
server that it does not possess. To help avoid periods when a target does not have the right authentication set, a target may
request new broadcast assistance data once it detects that a particular authentication set used previously has not been used
for a period of one hour. A server should, if possible, use an authentication set over the entire area supported by the server
for a period of at least 24 hours and should stagger the change to a new cipher set by introducing the new set over the
entire area a piece at a time in order to avoid all targets in the area requesting new assistance data all at the same time.
When this parameter is not included, a target may continue to use any authentication sets previously received from the
server.
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- OMA-LPPe-CommonlEsRequestLocationinformation

The OMA-LPPe-CommonlEsRequestLocationInformation carries common IEs for a Request Location Information message
extension.

——- ASN1START

OMA-LPPe-CommonIEsRequestLocationInformation ::= SEQUENCE ({
iP-Address-Request OMA-LPPe-IP-Address-Request OPTIONAL,
locationInformationContainerRequest OMA-LPPe-LocationInformationContainerRequest OPTIONAL,
requestPeriodicLocInfoWithUpdate OMA-LPPe-RequestPeriodicLocInfoWithUpdate OPTIONAL,

--Cond RequestPeriodicLocInfoWithUpdate
relativeLocationChange-Request OMA-LPPe-RelativeLocationChange-Request OPTIONAL,
localPositionRequest OMA-LPPe-LocalPositionRequest OPTIONAL,
scheduledLocation-Request OMA-LPPe-ScheduledLocation-Request OPTIONAL,
accessTypeRequest OMA-LPPe-AccessTypeRequest OPTIONAL,
segmentedLIpreference ENUMERATED {useBasic, useResume, ...} OPTIONAL,
segmentedLIResume OMA-LPPe-SegmentedLIResume OPTIONAL,
—--Cond segmentedTransferResume

voo0p
civicLocation-Request OMA-LPPe-CivicLocation-Request OPTIONAL

}

OMA-LPPe-IP-Address-Request ::= SEQUENCE {

}

OMA-LPPe-RequestPeriodicLocInfoWithUpdate ::= SEQUENCE ({
session-ID OCTET STRING (SIZE (4)),
typeOfLocInfoRequest OMA-LPPe-TypeOfLocInfoRequest,

}

OMA-LPPe-TypeOfLocInfoRequest ::= ENUMERATED ({
initialRequest,

updateAndContinueIfUpdateFails,
updateAndAbortIfUpdateFails,

}

OMA-LPPe-RelativeLocationChange-Request ::= SEQUENCE {
numberOfChanges INTEGER (1..5) OPTIONAL,
}
OMA-LPPe-LocalPositionRequest ::= SEQUENCE ({
typeOfRequest ENUMERATED { localOptional, localMandatory, localOnly, ... },
referencePointReq SEQUENCE (SIZE (1..8)) OF
OMA-LPPe-ReferencePointUniqueID OPTIONAL,
}
OMA-LPPe-ScheduledLocation-Request ::= SEQUENCE ({
gnssTime GNSS-SystemTime OPTIONAL, --Cond AtLeastOne
networkTime NetworkTime OPTIONAL, -—-Cond AtLeastOne
relativeTime INTEGER (1..1024) OPTIONAL, -—-Cond AtLeastOne
windowSize INTEGER (1..1024) OPTIONAL,

}

OMA-LPPe-AccessTypeRequest = SEQUENCE {

}

OMA-LPPe-SegmentedLIResume ::= SEQUENCE {
segmentedLI-session-ID INTEGER (1..256),
next-segment-number INTEGER (1..40906) }

OMA-LPPe-CivicLocation-Request ::= SEQUENCE {
format ENUMERATED {pidf-lo, ... },
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}

-- ASNI1STOP
Conditional presence Explanation
RequestPeriodicLocInfo | The parameter SHALL be present in a new request or modified request for Periodic/Triggered
WithUpdate Location Information Transfer with Target Update. The field SHALL be omitted in other
cases.

AtLeastOne At least one of these parameters SHALL be present

segmentedTransferResu | This parameter SHALL be included when the server requests resumption of a segmented
me transfer of location information. No other location information SHALL then be requested.

OMA-LPPe-CommonlEsRequestLocationInformation field descriptions

iP-Address-Request

This parameter is included by the server to request the target to report its local IP addresses.
locationInformationContainerRequest

This parameter specifies the list of location information containers for a specified vendor or operator that the target should
provide.
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OMA-LPPe-CommonlEsRequestLocationinformation field descriptions
requestPeriodicLocInfoWithUpdate
This field is used to request periodic/triggered location information session (accompanied by the request for the actual
location information).

relativeLocationChange-Request

This parameter is included by the server to request the target to report its relative change of location.

localPositionRequest

This field is included by the server to request or permit the target to report its location relative to a reference point. This
request only applies when the target has information on one or more reference points and is reporting a location estimate
and SHALL be ignored by the target when the target has no information on reference points or reports location
measurements but not a location estimate.

scheduledLocation-Request

This parameter is included by the server to request the target to perform all requested location measurements and obtain
any other requested location information (except for information that can be computed from other information) within a
scheduled time window (see note) defined by the following parameters:

gnssTime absolute GNSS time of the start of the time window

networkTime  network time of the start of the time window

relativeTime relative Time in seconds from current time to the start of the time window. Current time is
defined as the time the message was received.

windowsSize width of the time window in units of 10 ms; absence of this parameter implies best effort to

perform all measurements as close to the start time as possible

This parameter should not be included by the server and SHALL if present be ignored by the target if other LPP or LPPe
parameters are present that require repeated (e.g. periodic or triggered) location information reporting by the target or if
gos is present containing responseTime in CommonlEsRequestLocationIinformation in the LPP Request Location
Information. When gnssTime and networkTime are both present, the target SHALL give precedence to gnssTime if the
referenced GNSS time is known to within 1ms but SHALL other otherwise give precedence to networkTime. The target
SHALL give lowest preference to relativeTime when another start time is present that can be used (e.g. gnssTime is
present and the target knows the associated GNSS time).

NOTE: it is required that measurement time be within the scheduled window. Measurement time refers to the time or
times at which a measurement is valid — e.g. the time a measurement was completed or the time to which a measurement
can reliably and accurately be adjusted.

accessTypeRequest

This parameter is included by the server to request the access type or types currently in use by the target device.
segmentedL Ipreference

This field SHALL be included if the server prefers the target to use segmented transfer of location information. Values can
indicate "use the basic method" or "use the basic method with resume capability".

segmentedL IResume

The parameter is used to request resumption of an LPPe segmented transfer of location information following realease or
failure and later restoration of the connection and any location session between the server and the target. The parameter
includes the following fields:

segmentedLI-session-1D session ID assigned by the target for the segmented transfer
next-segment-number segment number of next expected LPP Provide Location Information
session-1D
This field provides the periodic/triggered session 1D assigned to the Periodic/Triggered Location information Transfer
with Update procedure.

typeOfLocInfoRequest

This field indicates whether this is an initial request for a new procedure, an update request where the previously agreed
location information delivery will continue if the request cannot be supported or an update request where the prevuiously
agreed location information delivery will be aborted if the request cannot be supported.

numberOfChanges

This field indicates the number of relative changes of location to be reported by the target. The default if absent is one.
The target SHALL report the indicated number of changes if available or, if not available, the number of changes that are
available.
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OMA-LPPe-CommonlEsRequestLocationinformation field descriptions

typeOfRequest
This field indicates whether local position reporting is an optional addition to reporting of absolute location, a mandatory
addition to reporting of absolute location, or a mandatory alternative to absolute location (which SHALL then not be
reported).
referencePointReq
This field, if included, specifies a list of desired reference points relative to which the subject location is requested in the
order of preference. The first reference point in the list is the most preferred reference point, etc. Details of the reference
points would have been provided to the target in previous assistance data. If no reference points are specified, the target
may reports its location using any available reference point.
civicLocation-Request
This field, if included, indicates a request for the civic location of the target.
The format field indicates the requested format as follows:

pidf-lo the requested format is OMA-LPPe-CivicLocation-pidf-lo

- OMA-LPPe-CommonlEsProvideLocationIinformation

The OMA-LPPe-CommonlEsProvideLocationinformation carries common IEs for a Provide Location Information message
extension.

—— ASN1START
OMA-LPPe-CommonIEsProvideLocationInformation ::= SEQUENCE {
highAccuracy3Dposition OMA-LPPe-HighAccuracy3Dposition OPTIONAL,
--Cond HighAccuracy
localPosition OMA-LPPe-LocalPosition OPTIONAL,
highAccuracy3Dvelocity OMA-LPPe-HighAccuracy3Dvelocity OPTIONAL,
--Cond HighAccuracy
iP-Address-List OMA-LPPe-IP-Address-List OPTIONAL,
locationInformationContainer OMA-LPPe-LocationInformationContainer OPTIONAL,
providePeriodicLocInfoWithUpdate OMA-LPPe-ProvidePeriodicLocInfowithUpdate OPTIONAL,
—--Cond ProvidePeriodicLocInfoWithUpdate
relativeLocationChangeList OMA-LPPe-RelativeLocationChangeList OPTIONAL,
scheduledLocation OMA-LPPe-ScheduledLocation OPTIONAL,
—--Cond ScheduledLocationRequested
accessTypes OMA-LPPe-AccessTypes OPTIONAL,
segmentedLITransfer OMA-LPPe-SegmentedLITransfer OPTIONAL,
--Cond segmentedTransferWithResume
locationInformationTimeStamp OMA-LPPe-TimeStamp OPTIONAL,
5000
locationSource OMA-LPPe-LocationSource OPTIONAL, --Cond LocationSource
civicLocation-pidf-lo OMA-LPPe-CivicLocation-pidf-lo OPTIONAL
—--Cond CivicLocationRequest-pidf-1o
}
OMA-LPPe-LocalPosition ::= SEQUENCE ({
referencePoint OMA-LPPe-ReferencePointUniquelD,
subjectLocation OMA-LPPe-RelativeLocation OPTIONAL,
}
OMA-LPPe-IP-Address-List ::= SEQUENCE (SIZE (1..maxIPAddress)) OF OMA-LPPe-IP-Address
maxIPAddress INTEGER ::= 5
OMA-LPPe-IP-Address ::= SEQUENCE {
local-IP-Address CHOICE {
iPv4 BIT STRING (SIZE(32)),
iPv6 BIT STRING (SIZE(128)),
}I
bearer OMA-LPPe-Bearer,

nat BOOLEAN OPTIONAL,
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OMA-LPPe-Bearer ::= ENUMERATED {

unknown,

gsm,

utran,

lte,

wlan,

wimax,

dsl,

pktcable,

other,

nr

}

OMA-LPPe-ProvidePeriodicLocInfowithUpdate ::= SEQUENCE ({
session-ID OCTET STRING (SIZE (4)),
typeOfLocInfoProvide OMA-LPPe-TypeOfLocInfoProvide,

}

OMA-LPPe-TypeOfLocInfoProvide ::= ENUMERATED ({
responseToInitialRequest,
providePeriodicLocInfo,
responseToServerUpdateRequest,

OMA-LPPe-RelativeLocationChange

targetUpdate,
}
OMA-LPPe-RelativeLocationChangelList ::= SEQUENCE (SIZE (l..maxRelativeLocation))
OMA-LPPe-RelativeLocationChange ::= SEQUENCE ({
relativeTime INTEGER (0..65535) OPTIONAL,
transactionID INTEGER (0..255) OPTIONAL,
relativeLocation OMA-LPPe-RelativeLocation,
}
maxRelativeLocation INTEGER ::= 5
OMA-LPPe-ScheduledLocation ::= SEQUENCE {
disposition ENUMERATED {withinWindow,
outsideWindowOrNoWindow,
notSupportedDueToNoCapability,
notSupportedDueToNoTimeReference,
notSupportedDueToConflictWithAnotherRequest,
notSupportedForOtherReasons,
} ’
actualWindow SEQUENCE {
start INTEGER (-512..511),
duration INTEGER (0..2047)
} OPTIONAL,
}
OMA-LPPe-AccessTypes ::= SEQUENCE {
accessTypeUnknown NULL OPTIONAL,
fixedAccessTypes OMA-LPPe-FixedAccessTypes OPTIONAL,
wirelessAccessTypes OMA-LPPe-WirelessAccessTypes OPTIONAL,
}
OMA-LPPe-SegmentedLITransfer ::= SEQUENCE {
segmentedLI-session-ID INTEGER (1..256),
segment-number INTEGER (1..4096),
}
OMA-LPPe-TimeStamp ::= CHOICE ({
gnssTime GNSS-SystemTime,
networkTime NetworkTime,
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relativeTime

}

OMA-LPPe-LocationSource :

agnss
otdoa
eotd
otdoaUTRA
ecidLTE
ecidGSM
ecidUTRA
wlanAP
srn
sensors

ey
nr-dl-tdoa
nr-dl-aod
ecidNR

bt

mbs
baro-sensor
motion-sensor

}

-- ASN1STOP

INTEGER (0..1024),
:= SEQUENCE {
NULL OPTIONAL,
NULL OPTIONAL,
NULL OPTIONAL,
NULL OPTIONAL,
NULL OPTIONAL,
NULL OPTIONAL,
NULL OPTIONAL,
NULL OPTIONAL,
NULL OPTIONAL,
NULL OPTIONAL,
NULL OPTIONAL,
NULL OPTIONAL,
NULL OPTIONAL,
NULL OPTIONAL,
NULL OPTIONAL,
NULL OPTIONAL,
NULL OPTIONAL

Conditional presence

Explanation

HighAccuracy

This field SHALL be present, when providing high accuracy position/velocity, i.e. when the
highAccuracyMethodRequested is set true in AGNSS-PositioningInstructions.

ProvidePeriodicLoclInfo
WithUpdate

The parameter SHALL be present in a Provide Location Information for Periodic/Triggered
Assistance Data Transfer with Target Update. The field SHALL be omitted in other cases.

ScheduledLocationReque
sted

The parameter SHALL be present in the first or only response to an LPP Request Location
Information if scheduledLocation-Request was included by the server in OMA-LPPe-
CommonlEsRequestLocationInformation.

segmentedTransferWithR
esume

This parameter SHALL be present in each LPP Provide Location Information message sent to
a server when a segmented transfer of location information with resume capability is either
started or resumed.

LocationSource

This parameter SHALL be present in each LPP Provide Location Information message sent to
a server when a location estimate is sent in either low accuracy format in LPP (as part of LPP
CommonlEsProvideLocationInformation) or in high accuracy format in LPPe (as part of LPPe
OMA-LPPe-CommonlEsProvideLocationInformation).

CivicLocationRequest-
pidf-lo

This parameter shall be present if available when the civic location of the target is requested
by the server with the format pidf-lo. This parameter is optional in other cases.
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OMA-LPPe-CommonlEsProvideLocationInformation field descriptions
highaccuracy3Dposition
This field provides a high accuracy location estimate. This field SHALL be used to deliver the location estimate in case
the server requested high accuracy GNSS method.
localPosition
This field provides a subject location in a local coordinate system, whose origin is defined by a reference point. This field
may only be included when a target provides a location estimate (e.g. SHALL NOT be provided when a target provides
location measurements). The field may be provided in addition to or instead of an absolute location estimate as specified
in an OMA-LPPe-CommonlEsRequestLocationInformation message in the case of a solicited response.
highaccuracy3Dvelocity
This field provides a high accuracy velocity estimate. This field SHALL be used to deliver the velocity estimate in case
the server requested high accuracy GNSS method.
iP-Address-List
This parameter provides a list of one or more local IP addresses assigned to the target for a particular bearer.
locationInformationContainer
This parameter carries vendor-/operator-specific location information.
providePeriodicLocInfoWithUpdate
This field is used to provide periodic/triggered location information session (accompanied by the provide for the actual
data).
relativeLocationChangeL.ist
This parameter provides a list of one or more consecutive relative changes in the location of the target device. The changes
are relative to the times TO, T1, T2, T3 etc. when the target previously sent LPP Provide Location Information messages to
the server. Here TO represents the time of sending of the most recent LPP Provide Location Information message — i.e. the
one carrying the relative changes in location; T1 represents the time of sending of the previous LPP Provide Location
Information message — i.e. the one sent by the target immediately prior to TO; T2 represents the time of sending of the LPP
Provide Location message sent by the target immediately prior to T1 etc. A segmented series of LPP Location Information
messages sent by the target at almost the same time counts as one message and one time. The list of location changes sent
by the target is ordered with the first change giving the target location at TO relative to the reference location of the target
at T1, the second change giving the target location at T1 relative to the reference location of the target at T2 etc. This
information can be used by the server to obtain or improve the absolute location of the target — e.g. when the target is
unable to provide other location information for some temporary duration.

LocChangelList=(LocChange (T0-T1), LocChange (T1-T2), ....)

| | | | | L Time
5 T4 T3 T2 T1 TO

Time of sending previous message J

Time of sending current message
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OMA-LPPe-CommonlEsProvideLocationInformation field descriptions

scheduledLocation
This parameter indicates the degree to which a scheduled location request was supported and contains the following fields.

disposition indicates whether all returned location information was obtained within the requested time
window or was obtained outside the window (including the case where no window was
provided) or whether the request could not be supported due to no capability, no available time
reference, conflict with another request or for some other reason.

actualWindow indicates the precise window within which all measurements and location were actually
obtained when a disposition value of "outsideWindowOrNoWindow" is provided. The window
is defined by a start time relative to the requested start time in units of 10 ms and a duration
rounded up to a multiple of 10 ms with zero indicating interpolation or extrapolation to the
exact start time. This field SHALL be provided if applicable and available and if the actual
window can be accurately encoded. The field SHALL be omitted if the window start time or
duration falls outside the allowed range.

accessTypes
This parameter provides the access type or types currently being used by the target device. The following fields can be
included:

accessTypeUnknown this field SHALL be included if the target cannot determine the access type in use —
e.g. if the target is using a separate wireless or wireline modem of unknown type.

fixedAccessTypes this field indicates the fixed access type or types currently in use by the target and
SHALL be included if the target is using one or more fixed access types

wirelessAccessTypes this field indicates the wireless access type or types currently in use by the target

and SHALL be included if the target is using one or more wireless access types

segmentedL I Transfer
This parameter provides the following fields to support segmented transfer of location information with a resume
capability.

segmentedLI-session-1D session ID assigned by the target which should be unique within the target
segment-number  segment number starting from 1 and incremented by 1 in each successive LPP Provide
Location Information message

referencePoint
This field identifies the reference point for the subject location.

subjectLocation
This field defines the subject location relative to the reference point. If this field is absent, the subject location coincides
with the reference point location.

local-1P-Address
This parameter provides a local IPv4 or IPv6 address assigned to the target.

bearer
This parameter provides the bearer associated with a particular IP address.

nat
This parameter indicates whether Network Address Translation (NAT) is used or may be used for a particular IP address
(TRUE) or whether NAT is not used (FALSE). The default if not included is FALSE.

session-1D
This field provides the periodic/triggered session ID assigned to the Periodic/Triggered Location Information Transfer
with Update procedure.

typeOfLocInfoProvide
This field indicates whether this is a response to an initial request for a new procedure, normal delivery of
periodic/triggered location information, a response to an update request from the server or a unsolicited target update.

relativeTime

This field indicates the timespan in units of 0.1 seconds over which a reported relative change in location is measured.
When multiple relative changes in location are reported, the corresponding timespans SHALL be contiguous (i.e. each
time span SHALL begin at the instant that the previous timespan ends).
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OMA-LPPe-CommonlEsProvideLocationInformation field descriptions

transactionID

This field provides the LPP transaction ID that was used for the first or only LPP Provide Location Information message
that was sent by the target when it occupied the reference location for a reported relative change in location. The indicated
LPP Provide Location Information may have provided the server with the absolute value of this reference location (either
directly or via measurements). Providing the transaction 1D may help the server identify the particular Provide Location
Information message (and hence the reference location) if there may otherwise be ambiguity. This parameter is optional
and SHALL be provided if available.

relativeLocation

This parameter provides the relative change in location,

locationInformationTimestamp

This parameter provides the time or, when a time period is applicable, the most recent time for which the provided
measurements or location estimate are valid. The parameter allows the following alternatives listed in priority order
(highest priority first) with the highest priority alternative that is available being provided:

gnssTime absolute GNSS time

networkTime network time for network known by the target to be associated with the server. In all other
cases network time SHALL have lowest priority.

relativeTime time interval in seconds between the measurement(s) and the transmission of this information
by the target

This parameter should not be included when all the included measurements and/or location estimate include their own
timestamp(s). If the parameter is included and an included measurement or location estimate has its own timestamp, the
latter SHALL have precedence. If the parameter is not included and an included measurement or location estimate does
not have its own timestamp, the timestamp SHALL be assumed to be the time of location information transmission from
the target.

locationSource

This parameter indicates the positioning technologies involved in calculating a UE-based position estimate sent by the
target to the server. The parameter is encoded as a bitmap and lists the following positioning technologies:

agnss: Assisted-GNSS
otdoa: OTDOA on LTE
eotd: E-OTD (GSM)
otdoaUTRA:OTDOA on UTRA

ecidLTE: E-CID on LTE
ecidGSM: E-CID on GSM
ecidUTRA: E-CID on UTRA

wlanAP: WLAN AP

srn: SRN

Sensors: Sensors
nr-dl-tdoa: DL-TDOA for NR
nr-dl-aod: DL-AoD for NR
ecidNR: E-CID on NR

bt: BT

mbs: MBS

baro-sensor: Barometric sensor
motion-sensor: Motion sensor

If more than one positioning technology is indicated, the target calculated a final position result reported to the server by
appropriately combining individual position results (hybrid positioning).

NOTE: sensors can refer to barometric sensors and motion sensors for backward compatibility and should be included
whenever baro-sensor, motion-sensor or both are included.

civicLocation-pidf-lo

This parameter provides the civic location of the target with the format pidf-lo.
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— OMA-LPPe-CommonlEsAbort

The OMA-LPPe-CommonlEsAbort carries common IEs for an Abort message extension.

-- ASNISTART

OMA-LPPe-CommonIEsAbort ::= SEQUENCE ({
abortCause ENUMERATED {periodicADsessionStop,
periodicADprocedureNotSupported,
periodicADprocedureNotAccepted,
periodicLocInfoSessionStop,
periodicLocInfoProcedureNotSupported,
periodicLocInfoProcedureNotAccepted,

} OPTIONAL,

periodicSessionIDtoAbort OCTET STRING (SIZE (4)) OPTIONAL, --Cond periodicWithUpdate
}
—-— ASN1STOP
Conditional presence Explanation
periodicWithUpdate The parameter SHALL be present when a procedure for either Periodic/Triggered Transfer of

Assistance Data with Update or Periodic/Triggered Transfer of Location Information with
Update is aborted.

- OMA-LPPe-CommonlEsError

The OMA-LPPe-CommonlEsError carries common IEs for an Error message extension.

—— ASN1START
OMA-LPPe-CommonIEsError ::= SEQUENCE {

}

-- ASN1STOP

6.5 Positioning method IEs

Positioning method information elements are IEs included in the positioning method specific IEs in the corresponding
messages.

6.5.1  AGNSS Positioning

6.5.1.1 AGNSS Assistance Data

- OMA-LPPe-AGNSS-ProvideAssistanceData

The OMA-LPPe-AGNSS-ProvideAssistanceData is used to provide assistance for UE-based and UE-assisted AGNSS-based
methods.

—-- ASN1START

OMA-LPPe-AGNSS-ProvideAssistanceData ::= SEQUENCE ({
commonAssistData OMA-LPPe-AGNSS-CommonAssistData OPTIONAL,
genericAssistData OMA-LPPe-AGNSS-GenericAssistData OPTIONAL,
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error OMA-LPPe-AGNSS-Error OPTIONAL,

}

-- ASNI1STOP

- OMA-LPPe-AGNSS-CommonAssistData

The OMA-LPPe-AGNSS-CommonAssistData is used to provide GNSS-independent assistance for UE-based and UE-assisted
AGNSS-based methods.

——- ASN1START

OMA-LPPe-AGNSS-CommonAssistData: := SEQUENCE {
ionosphericModel OMA-LPPe-AGNSS-IonosphericModel OPTIONAL,
troposphereModel OMA-LPPe-AGNSS-TroposphereModel OPTIONAL,
altitudeAssistance OMA-LPPe-AGNSS-AltitudeAssistancelist OPTIONAL,
solarRadiation OMA-LPPe-AGNSS-SolarRadiation OPTIONAL,
ccpAssistCommonProvide OMA-LPPe-AGNSS-CCPassistCommonProvide OPTIONAL,

}

—-- ASN1STOP

— OMA-LPPe-AGNSS-GenericAssistData

The OMA-LPPe-AGNSS-GenericAssistanceData is used to provide GNSS-dependent assistance for UE-based and UE-
assisted AGNSS-based methods.

—— ASNI1START
OMA-LPPe-AGNSS-GenericAssistData ::= SEQUENCE (SIZE (1..16)) OF OMA-LPPe-AGNSS-GenericAssistDataElement
OMA-LPPe-AGNSS-GenericAssistDataElement ::= SEQUENCE {
gnss-1D GNSS-1ID,
wideArealonoSurfacePerSVlist OMA-LPPe-AGNSS-WideArealonoSurfacePerSVlist OPTIONAL,
mechanicsForAll1SVs OMA-LPPe-AGNSS-MechanicsForAl1SVs OPTIONAL,
dcbsForAl1SVs OMA-LPPe-AGNSS-DCBsForA11SVs OPTIONAL,
navModelDegradationModel OMA-LPPe-AGNSS-NavModelDegradationModelList OPTIONAL,
ccpAssistProvide OMA-LPPe-AGNSS-CCPassistGenericProvide OPTIONAL, --Cond CCP
navModelList OMA-LPPe-AGNSS-NavModelList OPTIONAL,
}
—-— ASN1STOP
Conditional presence Explanation
CCP The field is mandatory present, when providing continuous carrier phase assistance and
reference time is included in the IE AGNSS-CCPassistCommonProvide. Otherwise the field
SHALL NOT be present.
OMA-LPPe-AGNSS-GenericAssistData field descriptions
gnss-1D
This field specifies the GNSS ID of the satellite system for which data is being provided.
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6.5.1.2 AGNSS Assistance Data Elements
- OMA-LPPe-AGNSS-lonosphericModel

The IE OMA-LPPe-AGNSS-lonosphericModel is used by the location server to provide local parameters to model the
propagation delay of the GNSS signals through the ionosphere. Proper use of these fields allows a single-frequency GNSS
receiver to remove parts of the ionospheric delay from the pseudorange measurements. The well-known Klobuchar
ionospheric model is supported with the fields for the spatial and temporal validity. The parameters of the model can be
localized where appropriate. The ionospheric storm indication reports the level of ionospheric activity in the region.

Periodic models, on the other hand, are based on the real-time GNSS observations and thus updated frequently to the target.
The supported models include Wide Area lonosphere Surface corrections that are provided to the target using the periodic
AD procedure.

—— ASN1START
OMA-LPPe-AGNSS-IonosphericModel ::= CHOICE {
staticModels SEQUENCE {
localKlobucharModelList OMA-LPPe-AGNSS-LocalKlobucharModelList OPTIONAL,
ionoStormIndication OMA-LPPe-AGNSS-IonoStormIndication OPTIONAL,
}V
walono CHOICE {
controlParameters OMA-LPPe-AGNSS-WideArealonoSurfaceControlParametersProvide,
commonProvide OMA-LPPe-AGNSS-WideAreaIonoSurfaceCommon,
}V
}
—-— ASN1STOP

OMA-LPPe-AGNSS-lonosphericModel field descriptions

localKlobucharModelList
This field carries parameters related to localized Klobuchar model.
ionoStormIndication
This field carries information on the ionosphere conditions in the area.
walono
This field carries the periodic wide area ionosphere corrections. The field carries
controlParameters:  Control parameters of the periodic wide area ionosphere correction surface. This is a response
to the IE OMA-LPPe-AGNSS-WideArealonoSurfaceControlParametersRequest or a server-
side update to the control parameters.
commonProvide: Common part of the WA lono assistance data

— OMA-LPPe-AGNSS-LocalKlobucharModelList

The OMA-LPPe-AGNSS-LocalKlobucharModelList consists of multiple local Klobuchar models. The list can consist of up to
16 models. For instance, seven subsequent models, each with validity time of one hour, would result in totally seven hours of
valid ionospheric model.

The local ionospheric model is given for the last known location of the target. It’s possible that there are several valid models
for the target location, or that the target location uncertainty area is so large that the area includes more than one model. In
this case, the server can provide the target with multiple models, and the target makes the decision which model to use.

——- ASN1START

OMA-LPPe-AGNSS-LocalKlobucharModellList ::= SEQUENCE (SIZE(l..16)) OF
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OMA-LPPe-AGNSS-LocalKlobucharModelElement
OMA-LPPe-AGNSS-LocalKlobucharModelElement ::= SEQUENCE ({
validityArea OMA-LPPe-ValidityArea,
klobucharModel SEQUENCE (SIZE(1..8)) OF OMA-LPPe-AGNSS-LocalKlobucharModel,

}

OMA-LPPe-AGNSS-LocalKlobucharModel ::= SEQUENCE {
validityPeriod OMA-LPPe-ValidityPeriod,
alfal INTEGER (-128..127),
alfal INTEGER (-128..127),
alfa2 INTEGER (-128..127),
alfa3 INTEGER (-128..127),
betal INTEGER (-128..127),
betal INTEGER (-128..127),
beta2 INTEGER (-128..127),
betal INTEGER (-128..127),

}

—-- ASN1STOP

OMA-LPPe-AGNSS-LocalKlobucharModel field descriptions

validityArea

This field specifies the validity area of the local Klobuchar model parameters. Representation of the validity area is
described in Appendix C.1. The interpretation of the validity area is such that in case the target is within the validity area,
the target may utilize the model.

validityPeriod
This field specifies the start time and duration of the model validity period.

alpha0
This field specifies the oo parameter of the Klobuchar model.
Scale factor 2-% seconds.

alphal
This field specifies the o1 parameter of the Klobuchar model.
Scale factor 2-?' seconds/semi-circle.

alpha2
This field specifies the az parameter of the Klobuchar model.
Scale factor 2-% seconds/semi-circle?.

alpha3
This field specifies the as parameter of the Klobuchar model.
Scale factor 2% seconds/semi-circle®.

beta0
This field specifies the o parameter of the Klobuchar model.
Scale factor 2** seconds.

betal

This field specifies the B1 parameter of the Klobuchar model.
Scale factor 2*4 seconds/semi-circle.

beta2

This field specifies the B, parameter of the Klobuchar model.
Scale factor 26 seconds/semi-circle?.

beta3

This field specifies the Bs parameter of the Klobuchar model.
Scale factor 2% seconds/semi-circle®.
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- OMA-LPPe-AGNSS-lonoStormIindication

The IE OMA-LPPe-AGNSS-lonoStormindication provides the capability to carry ionospheric activity warnings to the target.
In the IE OMA-LPPe-AGNSS-lonoStormindication the area is given as a grid, coded in the same way as the IE OMA-LPPe-
ValidityArea, but instead of valid/non-valid —indications for the regions, the level of ionospheric activity in the region is
indicated. The usage and the NOAA scale are explained in Appendix C.2. The ionospheric storm indication should be given
for a sufficiently large area around the target.

In case the server provides several models, each for a different time period, the validity area stays the same.
—- ASN1START
OMA-LPPe-AGNSS-IonoStormIndication ::= SEQUENCE {

area OMA-LPPe-ValidityArea,

—--rlelList SHALL NOT be included and is replaced by the stormList below
stormList OMA-LPPe-AGNSS-StormList,

}

OMA-LPPe-AGNSS-StormList ::= SEQUENCE (SIZE(1l..16)) OF OMA-LPPe-AGNSS-StormElement
OMA-LPPe-AGNSS-StormElement ::= SEQUENCE {
validityPeriod OMA-LPPe-ValidityPeriod,
rleListIono OMA-LPPe-AGNSS-RleListIono,
}
OMA-LPPe-AGNSS-RleListIono ::= SEQUENCE (SIZE(1l..65535)) OF OMA-LPPe-AGNSS-RleIonoElement
OMA-LPPe-AGNSS-RleIonoElement ::= SEQUENCE {
regionCount INTEGER (0..255),
ionoIndex CHOICE {
noaaScales OMA-LPPe-AGNSS-NoaaScales,
}l
}
OMA-LPPe-AGNSS-NoaaScales ::= ENUMERATED{ gl,g92, g3, g4, g5, unknown, none, ... }
—-— ASN1STOP

OMA-LPPe-AGNSS-lonoStormindication field descriptions

area

This field specifies the area for which ionosphere storm indications are given. See Appendix C.1. and C.2 for further
information.

stormlist

This field provides information on the ionospheric activity in the area defined by area.

validityPeriod

This field specifies the time interval over which the storm data is valid.

rleListlono

This field specifies the ionospheric activity in the region.

ionolndex

This field specifies the level of ionospheric activity as explained in Appendix C.2.

regionCount

This field indicates the number of subsequent regions with the same level of ionospheric activity. See Appendix C.2 for
further information.

- OMA-LPPe-AGNSS-WideArealonoSurfaceControlParametersProvide

The IE OMA-LPPe-AGNSS-WideArealonoSurfaceControlParametersProvide carries the control parameters of the periodic
Wide Area ionosphere surface corrections.
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Wide Area lonosphere correction surface is another approach for providing ionosphere correction data to the target. Here real
time ionosphere corrections are estimated by, say, a wide area reference station network. lonosphere delay is calculated for
each satellite by all the stations and a second-order interpolation model is estimated. The model is exploited by the target to
estimate the ionosphere delay at the target position. The wide area corrections approach reduces the ionosphere residual to the
decimetre-level.

The wide area ionosphere corrections are provided using the periodic AD framework. The framework handles the periodic
AD session control by the inclusion of periodic AD session ID in each LPPe provide/request AD message that carries
periodic AD. The WA lono level control, on the other hand, provides the request mechanism as well the provision of the
duration of the session, rate of the deliveries, the model reference position and the validity area.

The model is provided to the vicinity of the target so that the model reference position is as close to the last known location
of the target as possible. The target location MUST at least lie within the validity area of the model. In case the target is
moving out of the validity area, the target may update its location to the server, in which case the server may update the WA
iono model control parameters to the target using the update procedure.

—- ASN1START
OMA-LPPe-AGNSS-WideArealonoSurfaceControlParametersProvide ::= SEQUENCE ({
duration OMA-LPPe-Duration OPTIONAL, --Cond FirstOrDurModify
rate INTEGER (1..64) OPTIONAL, --Cond FirstOrRateModify
referencePosition Ellipsoid-Point OPTIONAL, --Cond FirstOrPosModify
validityArea OMA-LPPe-ValidityArea OPTIONAL, --Cond FirstOrAreaModify
}
-- ASNI1STOP
Conditional presence Explanation
FirstOrDurModify This field is mandatory present, when providing a first message of a new WA lono AD
session or when providing the modification of the duration. Otherwise it is not present.
FirstOrRateModify This field is mandatory present, when providing a first message of a new WA lono AD
session or when providing the modification of the rate. Otherwise it is not present.
FirstOrPosModify This field is mandatory present, when providing a first message of a new WA lono AD
session or when providing the modification of the reference position. Otherwise it is not
present.
FirstOrAreaModify This field is mandatory present, when providing a first message of a new WA lono AD
session or when providing the modification of the validity area. Otherwise it is not present.
OMA-LPPe-AGNSS-WideArealonoSurfaceControlParametersProvide field desccription
duration
This field specifies the length of the continuous periodic assistance session.
rate
This field specifies the interval between the assistance data deliveries in seconds.
referencePosition
This field specifies the reference postion of ionospheric delay model according to WGS84 coordinates system
validityArea
This field specifies the validity area of the ionospheric interpolation model estimated by a wide area reference network.
The interpretation of the validity area is such that in case the target is within the validity area, the target may utilize the
model.

- OMA-LPPe-AGNSS-WideArealonoSurfaceCommon

The IE OMA-LPPe-AGNSS-WideArealonoSurfaceCommon carries the common parameters of the periodic Wide Area
ionosphere surface AD.
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——- ASN1START

OMA-LPPe-AGNSS-WideAreaIonoSurfaceCommon ::= SEQUENCE {
validityPeriod OMA-LPPe-ValidityPeriod,

}

-- ASN1STOP

OMA-LPPe-AGNSS-WideArealonoSurfaceCommon field desccription

validityPeriod
This field defines the validity period of the widea area ionosphere correction.

- OMA-LPPe-AGNSS-WideArealonoSurfacePerSVlist

The OMA-LPPe-AGNSS-WideArealonoSurfacePerSVlist consist of second order correction surface coefficients for each
visible SV. The use of the model is explained in Appendix C.3. For more information on the usage, refer to OMA-LPPe-
AGNSS-WideArealonoSurfaceControlParametersProvide. Calculating the delay using the parameters and the formula
presented in Appendix C.3, yields the slant delay directly, i.e. there is no need to apply further scaling factors.

Wide Area lonosphere Correction Surface is provided for each visible SV in each GNSS constellation for which corrections
are requested. Visible in this context means an SV that can be observed within the validity area of the correction surface.

This IE is always accompanied by the IE OMA-LPPe-AGNSS-WideArealonoSurfaceCommon in the common part of the
AGNSS AD delivery.

-- ASNISTART

OMA-LPPe-AGNSS-WideArealonoSurfacePerSvVlist ::=
SEQUENCE (SIZE (1..64)) OF OMA-LPPe-AGNSS-WideArealonoSurfacePerSVelement

OMA-LPPe-AGNSS-WideArealonoSurfacePerSVelement ::= SEQUENCE ({
svID SV-1D,
al INTEGER (0..8191),
el INTEGER (-4096..4095),
nl INTEGER (-4096..4095),
e2 INTEGER (-4096..4095) OPTIONAL, --Cond SecondOrder
n2 INTEGER (-4096..4095) OPTIONAL, --Cond SecondOrder

)

en INTEGER (-4096..4095) OPTIONAL, --Cond SecondOrder

}

—-- ASNI1STOP

Conditional presence Explanation

SecondOrder The field is mandatory present if the 2"%-order model is being provided, otherwise it is not
present.
OMA-LPPe-AGNSS-WideArealonoSurfacePerSVelement field desccription

sviD
This field specifies the SV for which correction is applicable.
a0
This parameter specifies the ionospheric delay for the SVat the reference position.
Scale factor 0.1 TECU.
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OMA-LPPe-AGNSS-WideArealonoSurfacePerSVelement field desccription
el
This parameter describes the ionosphere first order dependency eastward from the origin.
Scale factor 0.001 TECU/Km.
nl
This parameter describes the ionosphere first order dependency northward from the origin.
Scale factor 0.001 TECU/km.
e2
This parameter describes the ionosphere second order dependency eastward from the origin.
Scale factor 10° TECU/km?2.
n2
This parameter describes the ionosphere second order dependency northward from the origin.
Scale factor 10° TECU/km?2.
en
This parameter describes the ionosphere second order dependency cross-term.
Scale factor 10° TECU/km?,

- OMA-LPPe-AGNSS-TroposphereModel

The IE OMA-LPPe-AGNSS-TroposphereModel is used by the location server to provide local parameters to model the
propagation delay of the GNSS signals through the troposphere. Proper use of these fields allows a GNSS receiver to remove
parts of the tropospheric delay from the pseudorange measurements.

There are two different parameter set options: One that provides the zenith troposphere delay components determined in a
given location and the needed parameters to adjust the delay to the target’s altitude. The other parameter set provides the
surface pressure and optionally temperature that allow the target to compute the tropospheric delay usi