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1. Scope

This document defines the Control Plane signalimggdures of the PoC Client, the PoC Box and th@ erver for Push to
talk over Cellular (PoC) service. Example detadeghaling flows for the reference points POC-1, PO®OC-9, POC-11
and IP-1 are also included in this specification.

This Control Plane specification is based on tlee@dures specified in [OMA-PoC-SD]

Control Plane procedures related to a Multicast Bb@nnel establishment, release and modificatierdascribed in [OMA-
POC-MC].
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3. Terminology and Conventions

3.1

Conventions

The key words "MUST", "MUST NOT", "REQUIRED", "SHAL", "SHALL NOT", "SHOULD", "SHOULD NOT",
"RECOMMENDED", "MAY", and "OPTIONAL" in this docunma are to be interpreted as specified in [RFC2119].

All subclauses and appendixes, except clauscpé and clause 4ihtroductiorf, are normative, unless they are explicitly
indicated to be informative.

3.2

1-1 PoC Session

1-many-1 PoC Group
Session

Access Control

Active PoC Dispatcher

Active PoC Session

Ad-hoc PoC Group
Session

Anonymous PoC
Address

Answer Mode
Answer Mode Indication

Application Server

Audio

Authenticated
Originator's PoC
Address

Automatic Answer
Mode

Bit Map
Chat PoC Group

Chat PoC Group
Identity

Chat PoC Group
Session

Condition Re-evaluation

Definitions

A feature enabling a PoC User to establish a PaSi&ewith another PoC User

A PoC Session established by a PoC User to a Paeggad PoC Group, in which one Participant is a
Distinguished Participant and other Participanés@rdinary Participants.

PoC User specified rules that define the interastioith other PoC Users, e.g. rules restrictingofoC
Users that may try to establish PoC Sessions tBd@User.

PoC User currently taking the role of PoC Dispatdbeall the Dispatch PoC Sessions of a Dispatch
PoC Group. The Active PoC Dispatcher can changagaime between PoC Users that are allowed the
role of PoC Dispatcher for the Dispatch PoC Graig.(through role transfer mechanisms)

A PoC Session that carries both RTP and MBCP/TB&#ed packets to the PoC User. If the PoC User
has multiple PoC Sessions, at most only one cattde at any given time.

A PoC Group Session established by a PoC User@URers listed on the invitation. The list includes
PoC Users or PoC Groups or both.

A PoC Address identifies a PoC User who has reqdgsivacy. The Anonymous PoC Address is of the
form that the hostname of URI is "anonymous.invadidd 'user' is of the form "anonymous-n".
Anonymous PoC Addresses are scoped within a gie€h$ession.

A PoC Client mode of operation for the terminatfmC Session invitation handling.
A PoC Service Setting indicating the current AnsiMede of the PoC Client.

In 3GPP/3GPP2 IMS, a functional entity that implaeitsethe service logic for SIP sessions. When the
SIP/IP Core used for the PoC service is accordir82PP/3GPP2 IMS, the PoC Server implements the
Application Server functionality.

General communication of sound with the execptioRaC Speech.

The Authenticated Originator's PoC Address is th€ Rddress of the PoC User at the originating or
terminating PoC Client that has been validatechieySIP/IP Core or the PoC Group Identity used by th
PoC Server performing the Controlling PoC Functidren inviting PoC Users to a PoC Group Session.

Answer Mode where the PoC Client accepts a Podd@esstablishment request without manual
intervention from the PoC User. The Media is imraégly played when received.

A MIME type in which a bit set means invite the Pd€er that is associated with the bit location.

A persistent PoC Group in which a PoC User indigljujoins to have a PoC Session with other joined
PoC Users, i.e., the establishment of a PoC SessiaiChat PoC Group does not result in other PoC
Users being invited.

NOTE: A Chat PoC Group is a persistent PoC Grougrevkthe <invite-members> element is set

to "false" as specified in the [OMA-PoC-Document4iitf)"PoC Group.

PoC Group Identity of a Chat PoC Group.
A PoC Session established to a Chat PoC Group.

Repeated evaluation of conditions of PoC Usersnagéie rules that define a Dynamic PoC Group.
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Conference-factory-URI

Confirmed Indication

Continuous Media

Control Plane

Controlling PoC
Function

Discrete Media

Discrete Media Transfer
Final Report

Discrete Media Transfer
Progress Report

Dispatch PoC Group

Dispatch PoC Session

Distinguished
Participant

Dynamic Ad-hoc PoC
Group

Dynamic Chat PoC
Group

Dynamic PoC Group

Dynamic Group
Member Information

Dynamic Pre-arranged
PoC Group

Exploder URI

External Media Content
Server

External Media Content
Server Retrieval Function

Filter Criteria

Full Duplex Call Follow-
on Proceed

According to the evaluation results PoC Usersm@avitad to or removed from a PoC Session involving
the Dynamic PoC Group.

A Conference-Factory-URI for PoC service is a psmrned SIP URI that identifies the PoC service in
the Home PoC Network.

A signalling message returned by the PoC Serveondirm that the PoC Server, all other network
elements intermediary to the PoC Server and a tetimg PoC Client are able and willing to receive
Media.

Media with an inherent notion of time (e.g., Po@&gh, audio, and video).

The specification of the signalling between PoG@liand PoC Server, between PoC Box and PoC
Server and between PoC Servers for the Push tovalkCellular (PoC) service.

A function implemented in a PoC Server, providiegtralized PoC Session handling, which includes
Media distribution, Talk Burst Control, Media BufSontrol, policy enforcement for participation fret
PoC Group Sessions, and the Participant Information

Media that itself does not contain an elementrogt{e.g. images, text).

A report sent to the sending PoC Client to indid¢aal status of the Discrete Media transfer to the
receiving PoC Clients.

A report sent to the sending PoC Client to indigattegress of the Discrete Media transfer to the
receiving PoC Clients.

A Pre-arranged PoC Group in which one member igrasd the role of PoC Dispatcher and the other
member(s) are assigned the role of PoC Fleet Mesnber

The PoC Session of a Dispatch PoC Group, or a subtiee Dispatch PoC Group, in which the 1-many-
1 communication method is used.

A Participant in a 1-many-1 Session that sends Mtalall Ordinary Participants, and that receives
Media from any Ordinary Participant.

NOTE: The <is-key-participant> is set to "true"speecified in [OMA-PoC-Document-Mgmt] to

indicate who is the Distinguished Participant.

An Ad-hoc PoC Group which is a Dynamic PoC Group.
A Chat PoC Group which is a Dynamic PoC Group.

A Pre-arranged, restricted Chat or Ad-hoc PoC Gmhipse Participants are restricted based on the
evaluation of a set of rules.

Information about PoC Addresses matching the rigliebeing member of a Dynamic PoC Group.
A Pre-arranged PoC Group which is a Dynamic PoQu@ro

An Exploder URI is an address of a SIP URI-listvess. A URI-list service is a specialized applicati
service that receives a SIP request with a lié#Rfs and generates a similar SIP request to eattfeof
URIs on the list. The SIP URI-list service includesopy of the body of the original SIP requeghia
generated SIP requests.

An entity outside the scope of OMA that contaimaedia content that the PoC Server accesses and
renders over the PoC Session

A functional Entity contained within the PoC Serperforming the Controlling Function that suppdhts conveying
of Media from External Media Content Server to grants of a PoC Session.

Filter Criteria is routing logic used in the 3GPBRP2 IMS SIP/IP Core to route SIP requests to the
correct Application Server.

A feature which allows PoC Session Participanetjuest the other PoC Session Participants to set up
another independent full duplex voice call (eitheircuit switched voice call or voice-over-1P ¢all
subject to Service Provider Policy and configumratid he full duplex voice call set up is out of $wpe
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Group
Group Advertisement

Group List

Home PoC Network

Home PoC Server

Implicit Media Burst
Request

Included Media Content

Incoming Condition
Based PoC Session
Barring

Incoming Instant
Personal Alert Barring

Incoming Media
Content Barring

Incoming Media Stream
Barring

Incoming PoC Session
Barring

Instant Personal Alert

Instance Identifier URN

Invited Parties Identity
Information Mode

Invited PoC Client
Invited PoC User
Inviting PoC Client
Inviting PoC User

Limited Segment Media
Buffer

Local QoE Profile

Manual Answer Mode

Media

Media Burst
Media Burst Control

Media Burst Control
Protocol

Media Burst Control

of this specification.
A predefined set of Users together with its pobcaad attributes. A Group is identified by a SIPIUR
A feature that provides the capability to inforrhet PoC Users of the existence of a PoC Group.

A list of members in a Pre-arranged PoC Group stricted Chat PoC Group. Each member is identified
by a SIP URI or a TEL URI.

A network comprising a Home PoC Server and SIPBRe®@perated by the PoC User's PoC service
provider. The Home PoC Network is the same as thraé¢iNetwork defined in 3GPP/3GPP2 IMS
specifications.

The PoC Server of the PoC Service Provider thatiges PoC service to the PoC User.
A Media Burst request that is inferred from thesipt of a SIP INVITE request or a SIP REFER request

Media content included in an invitation to a PoGs$@n or in a Group Advertisement.

A feature to block a particular incoming PoC Sessexnuest based on conditions defined for incoming
PoC Sessions.

A PoC Service Setting for the PoC Client that iatis the PoC User's desire for the PoC servickbti b
all incoming Instant Personal Alerts.

A feature to block particular Media Type(s) of needontent included in incoming PoC Session and
Group Advertisement requests.

A feature to block particular Media Type(s) of ngedireams in incoming PoC Session requests and
during ongoing PoC Sessions at terminating PothClie

A PoC Service Setting for the PoC Client that iaths the PoC User's desire for the PoC servickboi b
all incoming PoC Session requests.

A feature in which a PoC User sends a SIP bas¢ahinsessage to a PoC User requesting a 1-1 PoC
Session.

A global unique identifier identifying a PoC Cliectiteated as specified in [sip-outbound].

A PoC Service Setting for the PoC Server that s that the PoC Client is able and PoC User is
willing to receive invited parties identity inforrtan.

A PoC Client that is invited to a PoC Session.

The PoC User who has been invited to a PoC Session.

A PoC Client that invites other PoC User(s) to & B@ssion.
The PoC User who invites other PoC User(s) to a Pes3ion.

A PoC Client buffer that contains a small initiagsnent of the total buffered Media that can be
transmitted to the PoC Server before the called €léht answers in order to minimise the delay ttue
the Media transmit delay latency.

QOE Profile that a PoC Client locally applies fagisen PoC Session. The Local QoE Profile is inezhd
to be equal to the QoE Profile assigned for the Be€sion but it may differ based on restrictions
associated to the subscription of the local PoQ (isg. ‘Basic’ PoC Users participate with ‘BasigbE
Profile in POoC Sessions with ‘Professional’ QoEfien

A mode of operation in which the PoC Client regsiittee PoC User to manually accept the PoC Session
invitation before the PoC Session is established.

Forms of information that are exchanged betweetidfzants. Media may come in different forms,
which are referred to as Media Types.

Flow of Media from a PoC Client that has the pesmis to send Media to the receiving PoC Client(s).
A Media Type allowing Participants to control a @onous Media stream using RTSP in a PoC Session.

Media Burst Control Protocol (MBCP) is a protoocot performing Media Burst Control, and is defined
in [OMA-PoC-UP].

Way of using Media Burst Control according to pffited rules and procedures.
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Schemes

Media Parameters
Media Stream
Media Streaming
Control

Media Time
Compression
Media Streaming

Control

Media Type

Media-floor Control

Media-floor Control
Entity

Moderated PoC Group

Moderated PoC Session

Moderated PoC Session
Media Burst Control
Moderator

Moderator Role

Multicast PoC Channel

Multimedia

National Security

Nick Name

Normal PoC Session
Procedures

NW PoC Box

Media Parameters are SIP/SDP based informatioreexgelt between the PoC Server and the PoC
Client, between the PoC Server and the PoC Bobatwleen PoC Servers that specify the
characteristics of the Media for a PoC Sessiongbestablished or that already exists.

An instance of the transmission of a Media Typeictviis used as the basic unit to distinguish each
Media flow. Multiple Media Streams can be combit@dransmit multimedia.

A Media Type allowing a PoC functional entity tontml streaming of Media of a controlled Media
Stream sent by a different PoC functional entity.

A PoC Client operation on Media data to be transajtwhich compresses the Media in time such that
the compressed Media data will be played out inaater time duration than the original uncompressed
Media data.

The Media Type allowing Participants to control @entinuous Media stream using RTSP in a PoC
Session.

Media Types are either realtime or non-realtimes:li

¢ PoC Speech

¢ Audio (e.g. music)

* Video

« Discrete Media (e.g. still image, formatted and-farmatted text, file)
¢ Media Streaming Control (RTSP)

The mechanism to control separate Media streams.

A Media Control resource shared by Participants RoC Session. The Media-floor Control Entity is
controlled by a state machine to ensure that oné/Rarticipant can access the Media resource at the
same time. One Media-floor Control Entity can hamathe or more Media Streams according to
negotiation.

A PoC Group where an authorized Participant ofRfb€ Session acts as the Moderator of the PoC
Session who has an ability to control the MediasB@ontrol entity of the PoC Session.

A PoC Session established using a Moderated PoGpGvbere an authorized Participant of the PoC
Session acts as the Moderator of the PoC Sessiorhagan ability to control the Media Burst Control
entity of the PoC Session.

The mechanism to support a Moderator controllifdoalerated PoC Session.

An authorized Participant of a Moderated PoC Sessiwo has an ability to control the Media Burst
Control entity of the PoC Session.

The role performed by a PoC User acting as a Modieiaa Moderated PoC Session.

A bearer to transport one or more Media Steamgubkia underlying Multicast Access Networks
capability to distribute Media Streams on a mufitiaroadcast bearer, e.g. MBMS specified by 3GPP.
The Multicast PoC Channel is uniquely identified TGl in the case of MBMS.

Multimedia is the simultaneous existence of mudtipledia Types like
« audiovisual
« video plus subtitles
Multimedia from a single source that involves réale Media Types are assumed to be synchronized.

The requirement to maintain the survival of theéarastate through the use of economic, military and
political power and the exercise of diplomacy.

A user-friendly display name that might be asseciab a PoC User or a PoC Group. The Nick Name
can either be provided as a "display-name" in at@@&er or in the <display-name> child elemenhef t
<entry> element for the PoC User or for the PoCu@ras specified in [OMA-PoC-Document-Mgmt] or
generated by PoC Server performing the Controlio@ Function if unique Nick Names are supported
and PoC User requested privacy.

The procedures that applies for initiating, maimitag and releasing a PoC Session without using PoC
Session Control for Crisis Handling procedures.

A PoC functional entity in the PoC Network wherédP8ession Data and PoC Session Control Data can
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On-demand Session
Ordinary Participant

Originating PoC Service
Point Trigger

Outgoing Condition
Based PoC Session
Barring

P2T User
Participant
Participant Information

Participating PoC
Function

PoC Address

PoC Box

PoC Client

PoC Client Service
Setting

PoC Crisis Event

Handling Entity

PoC Dispatcher

PoC Fleet Member

PoC Group
PoC Group Identity

PoC Group Name
PoC Group Session

PoC Interworking Agent

PoC Interworking

be stored.

A PoC Session set-up mechanism in which all Mediafeters are negotiated at PoC Session
establishment.

A Participant in a 1-many-1 PoC Group Sessionithahly able to send and receive Media to and from
the Distinguished Participant.

An Originating PoC Service Point Trigger is a filteiterion for a dialog initiating SIP request finca
(PoC) SIP User Agent. For a definition and addifitfiormation on "Service Point Triggers" when the
SIP/IP core is 3GPP/3GPP2 IMS, see [3GPP TS 29@28|GPP2 X.S0013.005] for more information.

A feature to block a particular outgoing PoC Sessegjuest based on conditions defined for outgoing
PoC Sessions.

A P2T User is a user of the P2T service providedr¥xternal P2T Network.
A Participant is a PoC User in a PoC Session.
Information about the PoC Session and its Partitgpa

A function implemented in a PoC Server, which pdeg PoC Session handling, which includes policy
enforcement for incoming PoC Sessions and relajkisBiarst Control and Media Burst Control
messages between the PoC Client and the PoC $enferming the Controlling PoC Function. The
Participating PoC Function may also relay RTP Méxdiveen the PoC Client and the PoC Server
performing the Controlling PoC Function.

An adreess identifying a PoC User. The PoC Addraashe used by one PoC User to request
communication with other PoC Users. If SIP/IP Certhe 3GPP/3GPP2 IMS the PoC Address is a
public user identity.

A PoC functional entity where PoC Session DataRo@ Session Control Data can be stored. It can be a
NW PoC Box or a UE PoC Box.

A functional entity that resides on the User Equeptrthat supports the PoC service.

PoC service Settings applicable for a PoC Clieantiified by an Instance Identifier URN if multipRoC
Clients are registered for the same PoC AddregsMedia Barring. The PoC Client Service Settings a
only applicable for the PoC Client sending PoC @ligervice Settings.

A functional Entity in the PoC Network authoriziRgC Users to initiate or join Crisis PoC Sessions.
The PoC Crisis Event Handling Entity enforces thmal policy for National Security, Public Safetydan
Private Safety applications within a country ouf-glivision of a country.

NOTE: The PoC Crisis Event Handling Entity completsehe emergency service.
The Participant in a Dispatch PoC Session thatsbfetlia to all PoC Fleet Members and that receives
Media from any PoC Fleet Member.

NOTE: The PoC Dispatcher is an enhancement toakeIPDistinguished Participant.

A Participant in a Dispatch PoC Session that iy able to send Media to the PoC Dispatcher, and tha
likewise is only able to receive Media from the FDiSpatcher.

NOTE: PoC Fleet Member is the same as Ordinarydizaht in PoC 1.

A Group supporting the PoC service. PoC User us€@®oups e.g. to establish PoC Group Sessions.

A SIP URI identifying a Pre-arranged PoC Group battPoC Group. A PoC Group Identity is used by
the PoC Client e.g. to establish PoC Group Sessitie Pre-arranged PoC Groups and Chat PoC
Groups.

Indicates the name of the PoC Group that can keepted to the PoC User.
A Pre-arranged PoC Group Session, Ad-hoc PoC Gsagpion or Chat PoC Group Session.

Abstract entity implemented in the PoC Interworkignction, acting as a PoC Client on behalf of & Po
Remote Access User or a P2T User.

Part of the PoC Interworking Service, it providesieersion between PoC Network based SIP signaling,
Talk Burst Control and Media Burst Control Protqa@id Media packet transport, and External P2T
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Function

PoC Interworking
Service

PoC Media Traffic
Optimisation

PoC Network

PoC Remote Access
User

PoC Server

PoC Service Provider

PoC Service Setting

PoC Session

PoC Session Control
Data

PoC Session Control for
Crisis Handling

PoC Session Data

PoC Session Identity

PoC Session Precedence

PoC Speech
PoC Subscriber

PoC User

PoC User Service
Setting

Network based session signaling, floor control, Bfedlia transport protocol.

A means to extend the PoC User experience beyen@khA defined PoC service and PoC Network
boundaries, accomplished by interworking with othetworks and systems, while not PoC compliant,
being able to provide a reasonably comparable dépamvolving simplex Media based conferencing.

A mechanism for reducing PoC Media traffic via B@C-4 reference point.

Network comprising a SIP/IP Core and PoC Servens)ch provide PoC capabilities to the associated
PoC capable User Equipments which are compliatit @MA PoC Service Enabler specifications.

A user of the PoC service accessing the serviengatly via a non IMS enabled SIP/IP based network
not necessarily using a PoC Client (e.g. a PoC,Ws#r a valid subscription, accessing PoC serviias
a PSTN terminal).

A network element, which implements the 3GPP/3GRR application level network functionality for
the PoC service. A PoC Server can perform theabtkee Controlling PoC Function or ParticipatingdPo
Function, or both at the same time.

A PoC Service Provider provides PoC Service —®0\in or in conjunction with other Value Added
Services — to his PoC Subscribers.

A set of parameters indicating the capability & BoC Client and the willingness of the PoC User to
support related PoC Client and PoC Server funciiiies e.g. Answer Mode Indication, Incoming PoC
Session Barring, Incoming Instant Personal AlertriBg and Simultaneous PoC Sessions Support.

A PoC Session is a SIP Session established byrticegures of this specification. This specification
supports the following types of PoC Sessions: b& Bession, Ad-hoc PoC Group Session, Pre-
arranged PoC Group Session, or Chat PoC GroupoBessi

Information about PoC Session Data e.g. time atel ®@C Session initiator.

A service providing the means to enforce high ehquriprity in the PoC Network to serve a PoC
Session for end user groups with more missiorcatitiequirements in applications such as Publietgaf
Private Safety and National Security.

Media Bursts and Media Burst Control informatiorleanged during a PoC Session e.g. Video frames,
an image or Talk Burst.

SIP URI, which identifies the PoC Session and wigish be used for routing initial SIP requestss It i
received by the PoC Client during the PoC Sessitebishment in the Contact header and/or in the
MBCP Connect message in case of using Pre-estadliShssion.

A level of priority determined based on the Senkeevider Policy and the QoE Profile associatedh wit
the PoC Session. It controls how the PoC Sessitveased under competing situations with other PoC
Sessions and may result in a preferred treatmeniiése PoC Sessions with a higher PoC Session
Precedence. The definition of different levels ¢odpplied for this feature is a decision that bgoro

the PoC Service Provider.

NOTE: A level of priority can be determined for baaf four existing QoE Profiles. When
'Official Government Use' QoE Profile is used, faueh-levels of priority are determined

for this QoE Profile, according to rules in [RFC23&nd WPS namespace.

Communication of speech as defined by PoC version 1

Is one whose service subscription includes the #@ce. A PoC Subscriber can be the same person as
a PoC User.

NOTE: In [PoC RD V1.0] the term "PoC Subscribersinetimes used to mean the same as term

"PoC User" in [OMA PoC AD], [OMA PoC CP] and [OMAcE UP].

A User of the PoC service. A PoC User can be theegzerson as a PoC Subscriber. A PoC User uses the
PoC features through the User Equipment.

PoC service Settings applicable for a PoC Usettiiiieth by a PoC Address if multiple PoC Clients are
registered for the same PoC Address, e.g. IncoRg@ Session Barring. The PoC User Service Settings
are applicable for all PoC Clients of the PoC User.
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Pre-arranged PoC
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Pre-arranged PoC
Group Session

Pre-established Session

Primary PoC Session

Private Safety

Public Safety

QoE Profile

Referenced Media
Content

Request with Media
Content

Restricted Group

RTP Media
RTP Session

Search Request

Secondary PoC Session

Sender Identification

Served PoC User

Service Provider Policy

Session Type

SigComp

Simultaneous PoC
Session

Simultanoeus PoC
Sessions Support

A persistent PoC Group. The establishment of a 8egsion to a Pre-arranged PoC Group results in the
members being invited.

NOTE: A Pre-arranged PoC Group is a persistent @aftip, where the <invite-members>
element is set to "true" as specified in the [OM#@PDocument-Mgmt] PoC Group.

A PoC Session established by a PoC User to a Paeggad PoC Group.

The Pre-established Session is a SIP Sessionise@bbetween the PoC Client and the Home PoC
Server containing at least one Media Stream booiadMedia-floor Control Entity. The PoC Client
establishes the Pre-established Session prior klnmeequests for PoC Sessions to other PoC USers.
establish a PoC Session based on a SIP requestifeoRoC User, the PoC Server conferences other PoC
Servers/Users to the Pre-established Sessionteacesate an end-to-end connection.

A PoC Session that the PoC User selects in prefer@nother PoC Sessions. When the PoC User has
Simultaneous PoC Sessions, the Primary PoC Sedsa#oa priority over Secondary PoC Sessions.

A private service providing security services aina¢g@rotecting homes, workplaces and society
including mobile patrols, access control, fire pnetion, receptionist, monitoring and call-out seeg.

A public service that focuses primarily on law exfement, fire fighting, emergency medical, and
disaster recovery services for the citizens ofead®fined political sub-division of a country.

Set of parameters that establish, from a high lpegit of view, the end PoC User experience invemi
PoC Session. The QoE Profile is part of the PoG’8sebscription and can also be specified for PoC
Groups. Each QoE Profile is associated with cenaies for underlying resource usage and potential
prioritization procedures.

Reference(s) to media content to be included imeitation to a PoC Session or in a Group
Advertisement.

An invitation to a PoC Session or a Group Advertieet that includes embedded media e.g. Included
Media Content, Referenced Media Content or Textt€dn

A Group that can be joined only by a PoC User ignatmember of the Group. A Restricted Group has a
Group List.

The media carried in an RTP payload.

Considered as an association that allows exchang&® Media streams and RTCP messages among a
set of PoC functional entities.

A request to perform a search operation towardsoomeore XCAP Resources.

A PoC Session for which the PoC User receives Metlien there is no Media present on the Primary
PoC Session.

The procedure by which the identity of the curfdiedia sender is determined and made known to
receivers on the PoC Session.

A PoC User that obtains a PoC service from a Hoot $erver.

Service Provider Policy refers to the overall pplionditions actually selected by a service proyg)e
for commercial implementation of a PoC servicervige Provider Policy is established based on
commercial considerations, which may concern,sigport/non-support of certain network or client
capabilities or service features within a netwo8ervice Provider Policy is applicable only to the
network or subscribers over which the service gtewhas control.

A Session Type is a SIP URI-parameter used to gotheetype of SIP URI, and may take on one of the
following values: adhoc, prearranged, chat or 1-1.

A signaling compression mechanism specified in [BEZD]; SigComp in PoC provides for the
compression of SIP requests and responses.

Functionality, where Home PoC Server discards Memtikeeping conversation uninterrupted, in case a
PoC User is a Participant in more than one PoCi@essnultaneously using the same PoC Client.

A PoC Service Setting for the PoC Client that iatis that the PoC Client is able and PoC User is
willing to use Simultaneous PoC Sessions.
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SIP Session

SIP URI

SIP User Agent

Still-alive

Talk Burst

Talk Burst Control

Talk Burst Control
Protocol

Talker Identification

Terminating PoC
Service Point Trigger

Text Content
UE PoC Box

Unconfirmed Indication

Unrestricted Group
User
User Equipment

User Plane

Video
XCAP Resource

A SIP dialog. From [RFC 3261], a SIP dialog is defl as follows: A dialog is a peer-to-peer SIP
relationship between two UAs that persists for stime. A dialog is established by SIP messaged) suc
as a 2xx response to an INVITE request. A dialddeéstified by a call identifier, local tag, andeamote
tag. A dialog was formerly known as a call legRF[C 2543].

From [RFC 3261]: "A SIP or SIPS URI identifies ammmunications resource" and "follows the
guidelines in [RFC 2396]". PoC uses SIP URIs taiihg PoC Clients, PoC Servers, and PoC Sessions,
resource lists that point to URI lists, etc.

A SIP User Agent is any SIP peer that performssgjRaling [RFC3261].

A procedure making it possible for the PoC Clienindicate to the PoC Server during an ongoing PoC
Session or for a Pre-established Session thata@edent is still running. The Still-alive mecham
can be used to e.g. ensure accurate charging.

A flow of PoC Speech from a PoC Client having tkeenpission to send PoC Speech as specified in
[OMA PoC V1.0].

A control mechanism that arbitrates requests fioenRoC Clients for the right to send PoC Speech as
specified in [OMA PoC V1.0].

A protocol for performing Talk Burst Control defahén [OMA PoC V1.0 UP].

A procedure by which the current talker's idenstdetermined and made known to listeners on ti@& Po
Session.

A Terminating PoC Service Point Trigger is a filteiterion for a dialog initiating SIP request t¢RoC)
SIP User Agent. For a definition and additionabinfiation on "Service Point Triggers" when the 3P/
core is 3GPP/3GPP2 IMS, see [3GPP TS 29.228] dP5X.S0013.005] for more information.

Text included in an invitation to a PoC Sessioma Group Advertisement.

A functional entity co-located with the PoC Cliemthe User Equipment where PoC Session Data and
PoC Session Control Data can be stored.

An indication returned by the PoC Server to confilat it is able to receive Media and believesRb€
Client is able to accept Media. The PoC Server séimel Unconfirmed Indication prior to determining
that all elements on the forward path are readgven able to receive Media.

An Unrestricted Group is a PoC Group that any Ps€rUnay join.
Any entity that uses the described features thrabghUser Equipment.
A hardware device that supports a PoC Client a.gireless phone.

The User Plane includes the Media and Media costgulaling (e.g., Talk Burst Control Protocol)
between the PoC Client and PoC Server, betweeRdfeBox and the PoC Server as well as between
PoC Servers.

Communication of live-streamed pictures without &uwgdio component.

An HTTP resource representing an XML document,lament within an XML document, or an attribute
of an element within an XML document that follova® tnaming and validation constraints of XCAP.
(Source: [RFC4825])

3.3 Abbreviations

3GPP 3rd Generation Partnership Project
3GPP2 3rd Generation Partnership Project 2
AD Architecture Document

B2BUA Back to Back User Agent

CBUS Condition Based URIs Selection
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DM
EMCS
ERF
FDCFO
IAB

IANA
ICSB
IETF

IMCB
IMS
IMSB

ISB
MBCP
MIME
MO
MSRP

NAT
OCSsB
OMA

PDA
PoC
QoE
QoS
RFC
RTCP
RTP
SCR
SDP
SIP
SSS
TBCP
TS
UAC
UAS
ucs
UbP
UE
upP

Device Management

External Media Content Server

External Media Content Server Retrieval Function
Full Duplex Call Follow-On Proceed

Incoming Personal Alert Barring

Internet Assigned Numbers Authority
Incoming Condition Based PoC Session Barring
Internet Engineering Task Force

Incoming Media Content Barring

IP Multimedia Subsystem

Incoming Media Stream Barring
Internet Protocol

Incoming PoC Session Barring
Media Burst Control Protocol
Multipurpose Internet Mail Extensions
Management Object

Message Session Relay Protocol

NOTE: The base Message Session Relay Protocefiised in [RFC4975].

Network Address Translation
Outgoing Condition Based PoC Session Barring
Open Mobile Alliance

Personal Digital Assistant

Push to talk over Cellular

Quality of Experience

Quality of Service

Request For Comments (IETF specifications)
RTP Control Protocol

Real-time Transport Protocol

Static Conformance Requirements

Session Description Protocol

Session Initiation Protocol

Simultaneous PoC Sessions Support

Talk Burst Control Protocol

Technical Specification (3GPP specifications)
User Agent Client

User Agent Server

Universal Character Set

User Datagram Protocol

User Equipment

User Plane
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URI
URL
usD
UTF-8
WPS
XDM
XML

Uniform Resource Identifier
Uniform Resource Locator
User Specific Dictionary

UCS Transformation Format 8
Wireless Priority Service

XML Document Management

Extensible Mark-up Language
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4. Introduction

This specification contains the Control Plane pdoees for the Push to talk over Cellular (PoC) seron the POC-1, POC-
2, POC-9, POC-11, POC-14 and IP-1 reference pastpecified in [OMA-PoC-AD].

The document is structured in the following way:

Clause 5: Common procedurésiefines the common procedures and general ptesigvhich are not described in the
3GPP/3GPP2 specifications.

Clause 6: Procedures at the PoC Cli€rdefines the originating and terminating proceduatthe PoC Client required to
realize these respective features of the PoC servic

Clause 7: Procedures at the PoC Serlelefines the originating and terminating proceduaethe PoC Server, when it
performs Controlling and Participating PoC Functi@md the determination of the PoC Server role.

Clause 8: PoC BoX defines the procedures at the NW PoC Box andJtaé®0oC Box required to realize the PoC Box
feature of the PoC service.

Clause 9: PoC Crisis Event Handling Entitylefines the procedures at the PoC Crisis Evendlizg Entity to realize PoC
Session Control for Crisis Handling.

Appendix A: 'Static conformance requirements (SCR)& normative annex containing tables of mangaad optional
features.

Appendix B: "'The parameters to be provisioned for PoC sef\ig@ normative annex for PoC provisioning pararset

Appendix C: Presence Information Elements and Proceduigs normative appendix that defines the PoCifipec
Presence information elements and the Presencedraes, which the PoC functional entities followonder to perform
Presence related actions.

Appendix D: 'Initial Filter Criteria" is an informative annex to describe with logi@eples the originating and terminating
Filter Criteria for the IMS to support the PoC ftinoality.

Appendix E: ' Documentation of SIP, SDP and XML extensiassn informative annex to describe the needéensions in
SIP, SDP and XML.

Appendix F: 'Examples of Signalling Flowss an informative annex to describe some of thealing flows.

Appendix G: 'Change Historydescribes the document version history.

4.1 Version 1.0

The PoC version 1.0 Enabler comprises the basidihmality for providing Push to talk over Cellulservice.
The PoC version 1.0 Control Plane signalling adskeshe high-level procedures described in PoC @l18-POC-1-AD].

PoC version 1.0 Enabler introduced the followinggadures.

* PoC Service Registration, PoC Service Settingsquhaes, PoC Session Initiation using Pre-estabiskion or
On-demand Session, initialization of a PoC Sesgieh PoC Session, Ad-hoc PoC Session, Pre-arrahg€d
Session and Chat PoC Group Session);

* PoC Session modification, rejoining a PoC Sesdeaving a PoC Session, adding PoC User(s) to aS&sSion,
cancelling a PoC Session, Simultaneous PoC Sesgiudrol procedures;

» sending an Instant Personal Alert, sending a GAayertisement, subscription to the conference stagnt
package; and,

» PoC Session joining policy, PoC Session initiafioticy, PoC Session adding policy, PoC Sessioraselgolicy,
PoC Session Participant information policy.
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4.2 Version 2.0

The PoC version 2.0 Control Plane procedures eXtenid-POC-1-CR by adding signalling procedures describedOmp-
PoC-2-Sh.

This subclause summarises the signalling procedncagled in PoC version 2.0.

* In addition to the Media Type added in the PoCieerd.0 Enabler the Media types Audio (e.g. musi@leo, and
Discrete Media (e.g. still image, formatted and-famnatted text, file) are added.

NOTE 1: The Media Type Audio used in PoC versidhHnabler is renamed to PoC Speech in PoC versbRrzabler.

»  Procedures for Quality of Experience (QOE) intrashtlic

» Procedures for: expelling Participant(s) from a FRg&Ssion, Dispatcher PoC Group Session, sendiRglibfluplex
call follow-on indication and receiving capabiliqyery are introduced;

* In order to support new features the following pi@é are introduced: PoC Session role transfecypdBroup
Advertisement policy, Policy for allowing Media 8ams in a PoC Session, Removing Media StreamsdrBoC
Session policy, PoC Session expulsion policy, Praaged PoC Group Session initiation policy andoBish PoC
Session initiation policy for PoC Fleet Member; and

» Procedures for UE PoC Box and NW PoC Box includinitation to PoC Session, PoC Session releaseniga
PoC Session sending and receiving a voice messalgyeeeiving Discrete Media are introduced.

NOTE 2: In the PoC version 2.0 Enabler the PoC Beixaves as a voice mailbox.

4.3 Version 2.1

The PoC version 2.1 Control Plane procedures eXtenid-POC-2-CR by adding signalling procedures describedOmp-
PoC-SI}.

This subclause summarises the signalling proceduciksded in PoC version 2.1.
» Procedures for: PoC Session Control for Crisis HagdPoC Client subscription to the Dynamic Po@ @y

Member Information, External Media Content ServetriRval (EMCS) Function, Dynamic PoC Group Session
Limited Participant Information, Simultaneous Me@i@eams and Moderated PoC Session are introduced,;

*  Dynamic PoC Group Session initiation policy isaatuced; and,

» The following additional features using XML documetored in XDMS are introduced: Incoming ConditoC
Session Barring, Outgoing Condition PoC SessiomiBgrincoming Media Content Barring and Incomingdiia
Stream Barring.
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5. Common procedures

5.1 General

The procedures in this specification are preseintéide form of procedural description. The ordettef procedural steps can
be significant and deviating from the presenteceoodn result in interoperability problems.

All Control Plane signalling requests and respotstaeen the PoC Client and the PoC Server, betiteeRoC Box and
PoC Server, as well as between PoC Servers, SHalblted via the SIP/IP Core as specified in [OM#CPAD]. When
the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, ttteBIP routing procedures are specified in [3GBR4.229] /
[3GPP2 X.S0013.4].

5.2 Authenticated Originator's PoC Address

The Authenticated Originator's PoC Address is th€ Rddress of the PoC User at the originating omieating PoC Client
that has been validated by the SIP/IP Core or & Group Identity used by the PoC Server perforniiregControlling PoC
Function when inviting PoC Users to a PoC Grousi®es

When the SIP/IP Core corresponds to 3GPP/3GPP2tié8,the Authenticated Originator's PoC Addres®idained in the
P-Asserted-ldentity header according to rules andqulures of [3GPP TS 24.229] / [3GPP2 X.S0013Hé PoC Client
MAY insert a P-Preferred-Identity header, which teams a PoC Client preferred identity, for the $RCore to use inside
the P-Asserted-identity header. If privacy is regdj the From header SHALL contain an anonymous. URI

The From header MAY be used to carry the Authetgit®riginator's PoC Address, and MAY be suppobigthe PoC
Server. The PoC Server MAY be able to support atihéaticated Originator's PoC Address in the Froadee if the PoC
Server has transitive trust with the SIP/IP Conel iithe SIP/IP Core is able to perform proxy aumtfication of the PoC
Client.

If the PoC Server cannot obtain an Authenticatedi@ator's PoC Address for an initial request it’RH reject the request
with a SIP 403 "Forbidden" response.

5.3 Signaling compression

If the SIP/IP Core supports SIP signaling compoegshe SIP/IP Core SHALL support SigComp, as d@etin
[RFC3320], [RFC3485] and [RFC3486].

The PoC Client SHOULD compress the SIP signalirgpeting to rules and procedures of [RFC3320], [R&FES3 and
[RFC3486] to reduce the transmission delays.

If the PoC Client initiates the signaling compressaccording to rules and procedures of [RFC33RHC3485] and
[RFC3486], then the SIP/IP Core SHALL compress3Hhe signaling according to rules and procedurdRBC3320],
[RFC3485] and [RFC3486].

The PoC Client and the SIP/IP Core MAY supporteftdtcompression like dynamic compression, UsercBipe
Dictionaries (USD) or other SigComp extended openatto improve the compression efficiency andutdhier reduce
transmission delays (a definition of dynamic comspien, USD and a description of other SigComp eld¢droperations is
specified in [RFC3321]).

NOTE: Dynamic compression and USD can be implentewithout using the extended operations mechanafms
[RFC3321], which is referenced here in the inteoéshoroughness.

[0 2009 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-PoC_ControlPlane-vV2_1-20091222-C Page 34 (760)

5.4 Nick Name

The PoC Server and the PoC Client MAY send Nick Bsim SIP requests and SIP responses.

If a PoC Server supports sending of Nick Namedhr8quests and SIP responses the use of Nick NGHALL be a
service provider configuration option, where ipsssible to enable or disable the sending of Niakniis.

If PoC Client and PoC Server supports sending okNiames, then following applies:

A PoC Client MAY provide the inviting PoC User’sditi Name in the "display-name" part of the Authesiiéd Originator’s
PoC Address, i.e. in the P-Preferred-ldentity headee.g. when the P-Preferred-Identity headeoisncluded, in the From
header of the initial SIP INVITE request or SIP BEFrequest sent towards the PoC Server perforrhim@articipating
PoC Function.

NOTE 1: A Nick Name included in the P-Preferredritiy header is moved to the P-Asserted-Identitydee by the
underlying SIP/IP Core if validation of the PoC Adsis is successful as described in [RFC3325].lida&on
of the PoC Address fails the SIP/IP Core uses aulte?oC Address in the P-Asserted-ldentity headerthe
Nick Name, if included in the P-Preferred-ldentigader, is lost. A Nick Name in the From headeeiger
lost.

The PoC Server performing the Participating PoCckan SHALL provide the inviting PoC User’s Nick Ne in the
"display-name" part of the Authenticated Origin&d?oC Address in the initial SIP INVITE requesfdye sending the
initial SIP INVITE request to the PoC Server penfiarg the Controlling PoC Function. If the Authenatied Originator's
PoC Address already includes a Nick Name it SHAELréplaced by the configured Nick Name, if avaiadhd if privacy
not requested.

NOTE 2: The Nick Name can be configured in the RyGup definitions in the case of Pre-arranged Po@u@and in
the case of Chat PoC Group.

The terminating PoC Client MAY provide the InvitBdC User’'s Nick Name in the "display-name" parthaf To header of
the SIP 200 "OK" response to an initial INVITE regtsent to the PoC Server performing the Particig&oC Function.

The terminating PoC Client MAY have provided theCRdser’'s Nick Name in the "display-name" part af ffrom header
of the SIP INVITE request, when Pre-establishedi®ashas been established.

The PoC Server performing the Participating PoCckan SHALL provide the Invited PoC User’s Nick Narim the
"display-name" part of the Authenticated Origin&d?oC Address in SIP 200 "OK" responses to infiidt INVITE
requests before sending the SIP 200 "OK" respantieetPoC Server performing the Controlling PoCdtam. If the
Authenticated Originator's PoC Address alreadyudels a Nick Name it SHALL be replaced by the caniégl Nick Name,
if available and if privacy not requested.

In case of more than one identical Nick Name ir& Bession, the PoC Server MAY make Nick Namesusiiy using the
form of <Nick Name-n> where n is an integer numis@r. example with Nick Names there can be ‘anongnou
‘anonymous-5', '‘Batman' and 'Batman-3' in the daate Session as all these are unique.

The PoC Server performing the Controlling PoC FaamcEHALL collect Nick Names, if Nick Names for FBiaipants in a
PoC Session are provided, according to the follgvanority order:

In case that privacy is requested:

- 1. A Nick Name received in the "display-name" garthe From header of an initial SIP request, durled; or,

- 2. A Nick Name received in the "display-name" pHrthe To header of a SIP 200 "OK" response tadial SIP
request, if included; or,

- 3. Astring that is the 'user' part of the Anonym®0C Address as specified in subclause Arfbtiymous PoC
Address e.g., "Anonymous-5".

In case that privacy is not requested:
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- 1. The <display-name> child element of the <ent&lement for PoC Users in PoC Group definitionspeciied in
[OMA-PoC-Document-Mgmt] if <display-name> is defiheor,

- 2. The Nick Names received in the "display-namet phthe Authenticated Originator's PoC Addressnitial SIP
requests and SIP 200 "OK" responses to the ir8iialrequests from Participants; or,

- 3. The Nick Names received in the "display-namet phthe From header of initial SIP requests athi@ "display-
name" part of the To header of the SIP 200 "OKpoeses to the initial SIP requests from Participant

The PoC Server performing the Controlling PoC FiamcSHALL include a Nick Name, if a Nick Name isllected as
described above, in the Authenticated OriginatBo€ Address of the initial SIP INVITE request wheiiiing a PoC User
to a PoC Session.

NOTE 3: The PoC Server performing the ControllimfCH-unction uses the Nick Name as part of the Sende
Identification as specified in [OMA-POC-UP§ender Identificatioh and as part of Participant Information as
described in subclause 7.2.1.P0o'C Session Participant requést

The PoC Client MAY show the PoC User a locally stbdisplay name in stead of the received Nick Nafrzelocally
stored display name is available in the User Eqeipm

5.5 Error handling

This specification describes PoC specific errocpoures but the handling of errors that cannotbarded as PoC specific
SHALL follow the rules and procedures of the relgvspecification in subclause 2.lldrmative Referencés

5.6 Warning header
5.6.1 General

The PoC Server MAY include a free text string i8IR response to SIP request specified in clauggacedures at the PoC
Servef.

When the PoC Server includes a text string in paese to a SIP INVITE request the text string SHAld included in a
Warning header as specified in [RFC3261]. The Pee3 SHALL include the Warning code set to 399 Bl include
the host name set to the host name of the PoCiServe

The PoC Client MAY include the preferred languagéccept-Language header in the SIP INVITE reqoeshe SIP 200
"OK" response to the SIP INVITE request.

NOTE: The preferred language can also be usedisesjuent SIP transactions of the PoC Session.

The PoC Server SHOULD choose language of the wauteixt in the Warning-header depending on the predldanguage

indicated in Accept-Language header received fitoerRoC Client in the SIP INVITE request or in thE S&sponse, if the

language is supported. If the warning text is tarbaslated, only explanatory text of the free w&xing SHALL be replaced
by the preferred language.

5.6.2  Warning texts

The text string included in a Warning header cdasi$ an explanatory text preceded by a 3-digit texle, according to the
following format <xxx> + <explanatory text>, for axple '102 Too many participants'.

Table 1 defines the warning texts that are deffioethe Warning header when a Warning header isidted in a response to
a SIP INVITE request as specified in subclausel5'General.

Code | Explanatory text Description

100 Correct Session Type of <Request-URI> is "sessihat" The Session type uri parameter does mogsywond to
a Chat PoC Group specified by the SIP URI in the
Request-URI of the SIP INVITE request.
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The value of <Request-URI> will depend on the
actual request received.

101

Correct Session Type of <Request-URI> is "sesgirearranged"

The Session type uri parametermtmasorrespond to
a Pre-arranged PoC Group specified by the SIP bR
the Request-URI of the SIP INVITE request.
The value of <Request-URI> will depend on the
actual request received.

102

Too many participants

The maximum number of Participants allowed in a
PoC Session is exceeded.

103

Too many group members

The PoC Group has more than <max-participant-
count> members as specified in [OMA-PoC-
Document-Mgmt].

104

Too many Simultaneous PoC Sessions

The maximwmnber of Simultaneous PoC Sessions
for the PoC Client is exceeded.

105

Isfocus already assigned

A conference focus (a PoC Server performing the
Controlling Function) has already been assignateo
PoC Session.

106

Isfocus not assigned

A conference focus (a PoC Server performing the
Controlling Function) has not been assigned to the
PoC Session.

107

Not authorized to add <Media Type>

The offevitiia Type is not accepted due to
authorization. The value of <Media Type> is 'PoC
Speech’, 'Audio’, 'Video' or 'Discrete Media'.

108

Media content in INVITE discarded

At least MKWE body containing media has been
removed from the SIP INVITE request.

109

PoC Box not possible for a Chat PoC Group

Voied type PoC Box can't be used for Chat PoC
Groups.

110

Dispatch group has already another active ttispa

The Dispatch PoC Group already has on-going
Dispatch PoC Session(s) with another PoC Dispatgher

111

User not allowed to transfer the dispatcher rol

Requesting PoC User not allowed to transfer td@ P
Dispatcher role based on the Dispatch PoC Group
definition

112

Target User not allowed to receive the dispatoble

Target PoC User is not defined as PoCdbisyer
capable in the Dispatch PoC Group definition

113

User is not a dispatcher for the group

RequgfdC User is not defined as PoC Dispatgher
capable in the Dispatch PoC Group definition

114

QoE Assignment Error

An error in the assignment of the QoE Profile te th
PoC Session has occurred.

115

<RequestedQoE> QoE Profile not authorized

Retgdd.ocal QoE Profile is not authorized
according to the PoC User subscription.

<Requested QoE> will be the Local QoE Profile
requested by the inviting PoC User in the initial
request or by the Invited PoC User in the final
response.

116

PoC Session already exists

Although the PoC Client attempted to initiate a new
PoC Session, existing PoC Session was joined bhstea

117

Client not supporting the PoC Dispatcher cdjpabi

PoC Client is not supporting the PoC Dispatche
capability.

118

Media content not allowed

Added media content in the request is not allowed b
PoC Server local policy.

119

Anonymity not allowed

Privacy is requested, but anonymity is not allowed.
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120

Routing error in network

The SIP request is routed to a wrong server by the
SIP/IP Core.

121

Function not allowed due to <detailed reason>

he flinction is not allowed to this user.

The <detailed reason> will be 'Group definition’,
'‘Access Policy’, 'Local Policy', 'User authorizatjo
‘Dynamic PoC Group rules' or free text string.

122

Function not allowed

Function is not allowed, but the detailed desaipti
about the reason is not given.

123

Session does not exist

The target session in the Request URI does nat exis

NOTE: Used by OMA IM as specfiied in
[OMA_IM_TS_Endorsement]
"Warning headét

124

Service not allowed due to the age limit

Service has an age limit and the limit is not reach

NOTE: Used by OMA IM as specified in
[OMA_IM_TS_Endorsement]
"Warning headeét.

125

No messages

Messages are retrieved, but the history functianma
messages.

NOTE: Used by OMA IM as specified in
[OMA_IM_TS_Endorsement]
"Warning headét

126

Uri-list service not supported

Uri-list service not supported/allowed by the Serve

NOTE: Used by OMA IM as specified in
[OMA_IM_TS_Endorsement]
"Warning headeét.

127

Service not authorised

The User is not authorised for this service.

NOTE: Used by OMA IM as specified in
[OMA_IM_TS_Endorsement]
"Warning headeét.

128

Too many embedded groups

PoC Server has found too many embedded groups,

129

No destinations

No destination addresses available for the action.

130

Conflicting URI: <URI>

If the URI Usage Type uri-parameter of an URI ia th
MIME resource-lists body or in the Refer-to header
does not correspond to the actual usage of the URI.

<URI> will be the URI including the URI Usage Typ
uri-parameter.

[¢]

131

Invalid URI <URI>

The PoC Address received in a SIP PUBLISH requiest
is not registered by this PoC Client. The reasandco
be that a race condition has occurred between the
SIP/IP Core and the PoC Network. Retransmitting the
SIP PUBLISH request can give a different result.

132

Session already ended

The target session in the Request URI has already
been released.

133

Incoming invitation conditionally barred dueutofulfilled
<Subscriber/User> condition <condition>

An invitation to this PoC Client has been barred by
Incoming Condition Based PoC Session Barring.
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<Subscriber/User> will be ‘Subscriber’ or ‘User’
depending on the setter of the unfulfilled conditio

<condition> will be the unfulfilled condition.

134 Outgoing invitation conditionally barred duautfulfilled An invitation from this PoC Client has been barbgd
<Subscriber/User> condition <condition> Outgoing Condition Based PoC Session Barring.

<Subscriber/User> will be ‘Subscriber’ or ‘User’
depending on the setter of the unfulfilled conditio

<condition> will be the unfulfilled condition.

135 Authorization of Dynamic PoC Group ongoing Tingtation to a Dynamic PoC Group is pending
due to the authorization to fetch information about
Dynamic PoC Group members is ongoing

136 No matching members found, Condition Re-evalnaingoing No members of the Dynamic PoC Groupevirevited
because currently they do not match the Dynamic PoC
Group rules. The members’ status will be re-evaldat

later.

137 No matching members found No members of the Dynamic PoC Group were invited
because they did not match the Dynamic PoC Group
rules.

138 One or more Users not invited to Dynamic PoGu@r One or more members of the Dynamic PoC Group

were not invited because they did not match the
Dynamic PoC Group rules.

139 Invalid Bit Map One or more bits set in the Bit Map does not
correspond to a known PoC User. The PoC User
should refresh the Bit Map of the device.

Table 1: PoC specific warning texts

5.6.3  Warning text code numbers

Code numbers 000 — 999 are reserved for use iningarexts within PoC.

NOTE: Vendor-specific warning text is sent withewdrning text code.

5.7 PoC Session ldentity
The PoC Session Identity is a SIP URI, which SHAdé&ntify the PoC Session.

The PoC Server performing Controlling PoC Func&hALL allocate a unique PoC Session Identity far BoC Session
when established.

The PoC Server performing the Participating PoCckan MAY re-construct the PoC Session Identitydshen the SIP URI
received from the Controlling PoC Function durirgfOPSession establishment as described in the sudecla3.2.1
"General.

The PoC Session Identity identifies the PoC Sessisnch a way that e.g.:
- the PoC User is able to leave a PoC Session;

- the PoC User is able to add PoC Users to an orgd@a€ Session;

- the PoC User is able to subscribe the Particigg#otmation of the on-going PoC Session;
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- the PoC User is able to re-join the PoC Sessidomgsas the PoC Session is on-going in the PoCegerv
performing the Controlling PoC Function also in tase that his Home PoC Server is not anymore
participating the PoC Session; and,

- the SIP/IP Cores are able to route an initial 8lffuest to the PoC Server performing the Controlog
Function.

NOTE: The exact format of the PoC Session Idemtlitycated by the PoC Server depends on the furadiigrof the
SIP/IP Core in this PoC Network.

The PoC Server performing Controlling PoC Func®ALL send the PoC Session Identity towards the Btént during
the PoC Session establishment in the Contact header

The PoC Server performing Participating PoC Fumc86IALL send the PoC Session Identity to the Po€rtin the
MBCP Connect message if Pre-established Sessiseds

5.7A PoC Session association

A PoC Client MAY support multiple PoC Addresses &ednvolved in one or more PoC Sessions at the $ane using the
same or different PoC Addresses.

One or more PoC Clients MAY register for the Po@viee as described in 6.1.P8C service registratidhusing the same
PoC Addresses.

The PoC Client:

- 1. SHALL include in the Contact header of the SIEGRSTER request a '+sip.instance' feature tag thighnstance
Identifier URN as specified in [sip-outbound] wheagistering to the PoC Service;

- 2. SHALL include in the Contact header of PoC sfe8IP requests and SIP responses a '+sip.instiatare tag
with the Instance Identifier URN as specified iipfsutbound]; and,

- 3. SHALL include the Instance Identifier URN as #hemtity> element 'id" attribute in PoC Servicetidgs.

NOTE 1: If a '+sip.instance' feature tag is notuded in the Contact header or in the <entity>ditfibute in the PoC
Service Settings by a PoC Client compliant to eafioC releases, the PoC Server handles thisaas if
Instance Identifier URN with the zero length valuas included.

The PoC Server SHALL subscribe to the "reg" evextkpge according to rules and procedures of [RF&]32&
[RFC3680].

Upon receiving the SIP NOTIFY request as the resulhe subscription to the "reg" event packageRb€ Server:

- 1. SHALL if the state of the <contact> elementdscated”, "registered"”, "refreshed"

a) cache, for each combination of a PoC addressvextin the <aor> element and the Instance IdentifRN
included in the <unknown-param> element with 'naattelbute equal to '+sip.instance' all PoC Addesss
registered by the same Instance Identifier URNhabthe PoC Server can retrieve the list of PoCréskks
used by the same PoC Client by using the PoC Addred the Instance Identifier URN as the key to the
cached information; and,

b) cache, for each PoC Address received in thexdloe PoC Addresses and the Instance Identifie UR
included in the <unknown-param> element with 'naatielbute equal to '+sip.instance’ that are regest
together at a PoC Client so that the PoC Servereatarve the list of PoC Addresses registeredttageby the
same PoC Client using a PoC Address as the kdyetoached information.

NOTE 2: The PoC Server caches the information it keys in order to handle SIP requests and Sporeses from
the PoC Client and the SIP INVITE request fromPo€ Server performing the Controlling PoC Function
differently.

[0 2009 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-PoC_ControlPlane-V2_1-20091222-C Page 40 (760)

NOTE 3: If an <unknown-param> with a 'name" attrébequal to '+sip.instance' is not included the Be@ser handles
this as if an Instance Identifier URN with the z&ogth value was received.

- 2. SHALL if the state of the <contact> elementast® "expired"”, "deactivated”, "probation", "unigtgred" or
"rejected™:

a) remove, for each combination of a PoC addressveden an <aor> element and the Instance Identifier
URN included in the <unknown-param> element witime' attribute equal to '+sip.instance’, the ahche
list of POC Addresses using the PoC Address anth#tance Identifier URN as the key to the cached
information; and,

b) remove, for each PoC Address received in the <dbe>gached list of POC Addresses using the PoC
Address in the <aor> as the key to the cachedrimdton.

- Upon receiving the SIP PUBLISH request with the FB®tvice settings the PoC Server:

- 1. SHALL return a SIP 500 "Server Internal Errag5ponse with the warning text set to '131 InvalRl HURI>' as
specified in subclause 5"8Varning header'lf there is no list of PoC Addresses cached ufiegAuthenticated
Originator's PoC Address and the Instance IdentifieN in the <entity> 'id" attribute as the keyh&twise
continue with the next step;

NOTE 4: If the <entity> 'id" attribute receiveain a PoC Client compliant to earlier PoC releasesdhot include an
Instance Identifier URN the PoC Server handlesakig an Instance Identifier URN with the zeroddnvalue
was received.

- 2. SHALL cache the PoC Service Settings using the Rddress and the Instance Identifier URN as thetk the
cached information.

Upon receiving PoC specific SIP requests and Sipareses from PoC Client the PoC Server perfornfiadParticipating
PoC Function:

- 1. SHALL retrieve the cached list of PoC Addresssisg the Instance Identifier URN retrieved frora tbontact
header and the Authenticated Originator's PoC Asidas the key to the cached information; and,

- 2. SHALL apply the QoE specific and Simultaneou€FS@ssion procedures specified in the subclause 7.3
"Participating PoC Function procedureand in [OMA-PoC-UP] Procedures at the PoC Server performing the
Participating PoC Functiohfor each PoC Session involving a PoC Addresténretrieved list and the Instance
Identifier URN in the Contact header.

NOTE 5: If the Contact header received from a P4€nCcompliant to earlier PoC releases does rdude a
'+sip.instance' feature tag with an Instance IfientURN the PoC Server handles this as if an hsta
Identifier URN with the zero length value wase®ed.

Upon receiving an initial SIP INVITE request frolretPoC Server performing the Controlling PoC Fumgtthe PoC Server
performing the Participating PoC Function:

- 1.SHALL retrieve the list of PoC Addresses using BoC Address in the Request URI as the key todbked
information; and,

- 2. SHALL apply the QoE specific and Simultaneou€ Fession procedures specified in the subclause 7.3
"Participating PoC Function procedureand in [OMA-PoC-UP] Procedures at the PoC Server performing the
Participating PoC Functiohfor each PoC Session involving a PoC Addressénlist and the Instance Identifier
URN in the Contact header.

5.8 QoE Profiles
5.8.1 General

Four QoE Profiles are defined as follows, from loweehigher priority level: 'Basic’, 'Premium’, dfessional’, and 'Official
Government Use' as specified in [OMA-PoC-SQJuality of Experience (QoE)

PoC Clients SHOULD and PoC Servers SHALL suppatube of QoE Profiles.

[0 2009 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-PoC_ControlPlane-V2_1-20091222-C Page 41 (760)

QOE Profiles are part of the PoC User subscrigii@na QoE Profile is considered within the PoiJsubscription) and,
therefore, the PoC User SHALL be authorized tothsesubscribed QoE Profile as well as any lower Qodile. How the
PoC Server checks that a PoC User is authorizadeg@ QoE Profile is out of the scope of this dmation.

The use of QoE Profiles in PoC Servers is optiéoralhe PoC Service Provider. If the Service Previdoes not enable the
use of QoE Profiles, the PoC Server SHALL ignoeeriégceived QoE information.

If the Service Provider enables the use of QoEilemfthe following applies:

- Each PoC Session SHALL be assigned a QoE ProfitedZontrolling PoC Function and each PoC User
participating in a PoC Session SHALL apply a LdQalE Profile that depends on the QoE Profile ofRb&
Session and his own subscription. In order to cgtnv®rmation about QoE Profiles between PoC Seresd PoC
Clients, an SDP attribute is used as specifiediitiaiuse E.3.2Q0E Profilé'. This QoE Profile attribute is
included in SDP offers or SDP answers, containesbme SIP requests or SIP responses.

- A PoC Server performing the Participating PoC Fiamcin the terminating PoC Network SHALL behave as
B2BUA.

- Each QoE Profile maps to a specific set of QoSrpatars. The QoE Profiles that are authorized fgivan PoC

User and their associated QoS parameters SHALLrdnggoned to the PoC Client as specified in sulmtaA.3.1
"OMA PoC Management Object Tfeghese QoS parameters SHOULD be used by the Hie6t@hen reserving
resources at the underlying network, dependindherLbcal QoE Profile applied by the PoC Clienttfee PoC
Session. This mechanism aims at getting commomulas QoS characteristics for all the Participaotshe PoC
Session.

A PoC Group MAY have an associated QoE Profilerdzfiin the <qoe> element of the PoC Group documespecified in

[OMA-PoC-Document-Mgmt]. When the <qoe> elemerdea$ined for a PoC Group, the QoE Profile assigoea PoC

Session established with that PoC Group SHALL leeQbE Profile defined in the <qoe> element of th€ Broup

document.

5.8.2  The 'Official Government Use' QoE Profile

PoC Servers and PoC Clients MAY Support the 'Cifi@overnment Use' QoE Profile. If supported thiéictal
Government Use' QoE Profile relies on the use ®Rbsource-Priority header together with the "WiRGhespace, as
specified in [RFC4412]. If not supported, the Pa@v@r SHALL ignore the received QoE information.

The WPS namespace defines 5 levels of priorityctvlare numbered from O to 4, where 4 is the lowndtO0 is the highest
priority level.

When the 'Official Government Use' QoE Profile $&d for PoC Session or Pre-established Sessidnlisktaent or
modification procedures, a Resource-Priority he&HALL be included according to rules and procedwe/RFC4412]
along with the SDP QoE Profile attribute in the myppiate SIP requests or SIP responses. Exhaumtalgsis of the
appropriate SIP requests or SIP responses in wihécResource-Priority header will be included isimacross this
specification; further, the Resource-Priority hea®HALL be included according to rules and proceduwf [RFC4412] in
the following SIP request:

- SIP ACK requests in response to the receipt ofPa280 "OK" response to an initial SIP INVITE requesntaining
a Resource-Priority header; in this case the ReseRriority header SHALL be equal to the one ineldich the
initial SIP INVITE request.

For procedures that do not involve PoC SessionreeBtablished Session establishment or modificatiee Resource-
Priority header, but not the SDP QoE Profile attr#) is used to request 'Official Government Use'ripy treatment.

NOTE: SIP/IP Core is expected to support the Resalriority header.

5.8.3  Priority and pre-emption

PoC Servers and PoC Clients MAY support the pratiin and pre-emption capability. The ControllingdPFunction
SHOULD directly determine the PoC Session Precezlom the QoE Profile assigned for the PoC Sessisidefined by
the PoC Service Provider. If this capability is gogied, then under high load situations the Po®@e3er

[0 2009 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-PoC_ControlPlane-V2_1-20091222-C Page 42 (760)

- SHALL prioritise the signalling of PoC Sessionsngsthe 'Official Government Use' QoE Profile amoime
signalling of other PoC Sessions with lower QoEfiRroBetween PoC Sessions using 'Official Governtiidse'
QOE Profile, the PoC Server SHALL prioritize thgrsalling depending on the WPS priority level beisgd by
each PoC Session, according to the rules and piceedf [RFC4412];

- SHOULD prioritise the Media flows of PoC Sessioriwhigher PoC Session Precedence over Media fowoC
Sessions with lower PoC Session Precedence;

- When performing the Controlling PoC Function, tleCFServer MAY revoke the Media Burst sending pesipiss,
or reject the Media Burst requests, of PoC Cligatsicipating in PoC Sessions with lower PoC Sessio
Precedence. To carry out this actions, the PoCe8&MALL interact with the User Plane as specifirefOMA-
PoC-UP]'PoC Server state transition diagram for generaldiéeBurst operation;”

- When performing the Controlling PoC Function, tleCFServer MAY release, as specified in subclaugd 1.6
"PoC Session release policyPoC Sessions with lower PoC Session Precedaneéodhe requests of establishment
of PoC Sessions of a higher PoC Session Precedence.

5.9 Anonymous PoC Address

When a PoC User requests privacy, the PoC Serviarpeng the Controlling PoC Function creates aroAymous PoC
Address for the PoC User. In addition to anonynthyg, PoC Addresses are also unique in a PoC Se3sierPoC Server
SHALL support Anonymous PoC Addresses. When recgigi SIP request or a SIP response with privaayested, the
PoC Server performing the Controlling PoC Func&hALL create an Anonymous PoC Address of the form
<sip:anonymous@anonymous.invalid>. If PoC Servepstts Nick Names, and if the Nick Name (see swlsela.4 "Nick
Name")is received in a SIP request or SIP responseRdlzServer SHALL use it as a Nick Name. If Nick Mais not
received in a SIP request or SIP response, theJeo@r MAY use the 'user’ part of the Anonymous Ra@ress as a Nick
Name.

In addition to anonymity, the Anonymous PoC AddessSHALL be unique within PoC Session. If Nick Nanage
supported and used, the PoC Server allocated Nackes of Anonymous PoC Addresses SHALL also be eniga PoC
Session and the PoC User given Nick Names MAY liguenin the PoC Session. In case of more than erapmous PoC
Addresses are used in the same PoC Session, feetbhad Anonymous PoC Session and thereafter g@GeServer SHALL
use the form <sip:anonymous-n@anonymous.invaliderevin is an integer number.

NOTE: The PoC Client can find out the Anonymous Paldresses of the Participants who requested to be
anonymous by subscribing to the Participant Infdroma

5.10 PoC Speech

PoC Speech SHALL be offered either with the Talk€d@€ontrol Protocol or with the Media Burst CottPootocol.PoC
Speech Media SHALL exist at most once in the SOiErof

When PoC Speech is offered with TBCP one "m=auiiti@' SHALL be included in the SDP without the "asddi' attribute.

When PoC Speech is offered with MBCP one "m=aulii@' SHALL be included in the SDP with the "a=ldbettribute
with a unique value as specified in [RFC4574] arig-afield associated with the "m=audio" line det"speech” as specified
in [RFC4566].

NOTE: The procedure does not allow for any negoiiaivhich means that the sender of an offer decidésh Media
Stream that is regarded as PoC Speech.

5.11 Implicit Media Burst request

An initial SIP INVITE request or a SIP REFER requiedfilling one of the following criteria SHALL beegarded as
received with an Implicit Media Burst request whiea PoC Client

1. isinitiating a PoC Session other than a Chat PolisSession and only PoC Speech is bound to titéaMieor
Control Entity; or,
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2. attempts to initiate a PoC Session and the PoGQdBeissalready ongoing and the PoC Session isreéffitefrom a
Chat PoC Group Session and only PoC Speech is houhd Media-floor Control Entity; or,

3. includes the 'imp_mb_req' parameter in the SDR/affiswer as specified in subclause E.B34kdia Burst Control
Protocol MIME registratiofi with the value of 1.

In all other cases the SIP INVITE request or the BEFER request SHALL be regarded as received wtitéo Implicit
Media Burst request.

When the received SIP INVITE request or the SIP REFequest is regarded as an Implicit Media Bueguest the PoC
Server performing the Controlling PoC Function SHAdend a response to the PoC Client as specifidteifOMA-PoC-
UP] "Media Burst Contrdl

NOTE: The response can be a MBCP message or tlggaifiited' parameter set to 1 included in the SBWenas
specified in E.3.1Media Burst Control Protocol MIME registratitn

5.12 Stay on the Media path

The PoC Server performing the Participating PoCckan SHALL behave as a B2BUA according to ruled procedures
of [RFC3261] for the duration of the PoC Sessiohemwstaying on the Media path.

The PoC Server performing the Participating PoCckan MAY indicate the B2BUA behaviour to the Po€rger
performing the Controlling PoC Function using tl&bba uri-parameter as specified in subclause EEa8k to back UA
uri-parametet and SHALL insert the "b2bua" to the URI of the@®8erver in the Contact header of the SIP INVIT@Uest
or the SIP response to the SIP INVITE requesheéfPoC Server performing Participating PoC Fundtidicates according
to the local policy to the Controlling PoC Functjdinat it acts as a B2BUA and stays on the Medih.pa

The PoC Server performing the Controlling PoC FamcEHALL cache the B2BUA indications, if it is prided by the PoC
Servers performing the Participating PoC Functions.

The PoC Client and the PoC Box SHALL NOT include t2bua’ uri-parameter to the Contact headereoStR INVITE
request or the SIP response to the SIP INVITE reique

If the 'b2bua’ uri-parameter is included in the @ahheader of the SIP INVITE request or the SEpoase to the SIP
INVITE request received from the PoC Client or B@C Box, the PoC Server SHALL reject or releasedPh€ Session
being established.

5.13 Handling of non-PoC specific feature tags

PoC Clients can include other feature tags in At@gmtact headers and Reject-Contact headers liloae tlescribed in this
specification, e.g. 'video', that can be part efdblection of the appropriate user equipment pptication at the Invited
PoC User. This subclause describes the behavidRo@Clients and PoC Servers for non-PoC speda#itufe tags included
in Accept-Contact headers and Reject-Contact header

The PoC Client:

1. MAY include non-PoC specific feature tags out afgse of this specification in the Accept-Contactdereor in the
Reject-Contact header of a initial SIP INVITE reguehen initiating a Pre-arranged PoC Group Sessidnl PoC
Session or an Ad-hoc PoC Session;

2. MAY include non-PoC specific feature tags out adpe of this specification in the Accept-Contactderaor in the
Reject-Contact header in the Refer-To URI of the BREFER request when initiating a Pre-arranged GaiTip
Session, a 1-1 PoC Session or an Ad-hoc PoC Sessilog Pre-established Session or when adding Ps&Esln
an existing PoC Session; and,

3. MAY include non-PoC specific feature tags out adpe of this specification in the Accept-Contactdeaor in the
Reject-Contact header of a SIP MESSAGE request wheding a Instant Personal Alert or a Group Adsement
message.
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NOTE 1: The behaviour in the PoC Client when reiogi non-PoC specific feature tags is outside tups of this
specification.

The PoC Server performing the Participating PoCckan acting as a B2BUA

1. SHALL include non-PoC specific feature tag(s) ia thccept-Contact header of the outgoing SIP INVigguest
when receiving an initial SIP INVITE request witbmPoC specific feature tag(s) included in Acceptfact
header(s) of the SIP INVITE request or when recgj\a SIP REFER request establishing a PoC Sessiog Bre-
established Session with non-PoC specific feaagés) included in Accept-Contact header(s) of teeRTo URI
of the SIP REFER request when sending the SIP IEVEquest to the PoC Server performing the CoimigpiPoC
Function or to an Invited PoC Client; and,

2. SHALL include non-PoC specific feature tag(s) inhe Reject-Contact header of the outgoing SIP INB/tequest
when receiving an initial SIP INVITE request witbmPoC specific feature tag(s) included in Rejeactiact
header(s) of the SIP INVITE requestor when recg\arSIP REFER request establishing a PoC Sessiog Bee-
established Session with non-PoC specific featgés) included in Reject-Contact header(s) of teleRTo URI
of the SIP REFER request when sending the SIP IEVEquest to the PoC Server performing the CoimigpiPoC
Function or to an Invited PoC Client;

NOTE 2: When the PoC Server performing the Pasdidig PoC Function is acting as a SIP proxy Accemttact
headers and Reject-Contact headers are forwardeddig to rules and procedures of [RFC3261].

NOTE 3: The SIP/IP core could remove feature taged on policy.

The PoC Server performing the Controlling PoC Fiamct

1. SHALL include non-PoC specific feature tag(s) incApt-Contact header(s) in outgoing SIP INVITE rex(s)
when receiving a SIP INVITE request initiating & PoC Session, an Ad-hoc PoC Session or a PregaadoC
Session if non-PoC specific feature tag(s) areunhetl in the Accept-Contact header;

2. SHALL include non-PoC specific feature tag(s) incApt-Contact header(s) in outgoing SIP INVITE rexj(s
when receiving a SIP REFER request initiating aPeC Session, an Ad-hoc PoC Session or a Pre-aadhgC
Session when non-PoC specific feature tag(s) ataded in the Accept-Contact header in the RefetdRd;

3. SHALL include non-PoC specific feature tag(s) irjde&-Contact header(s) in outgoing SIP INVITE resj(s
when receiving an SIP INVITE request initiating-4 PoC Session, an Ad-hoc PoC Session or a PregauaPoC
Session if non-PoC specific feature tag(s) areuthetl in the Reject-Contact header;

4. SHALL include non-PoC specific feature tag(s) iRgject-Contact header in outgoing SIP INVITE redsi@ghen
receiving non-PoC specific feature tag(s) inclugtethe Reject-Contact header in the Refer-To URA &P
REFER request initiating a 1-1 PoC Session, an éalfoC Session or a Pre-arranged PoC Session;

5. SHALL include non-PoC specific feature tag(s) incApt-Contact header(s) in outgoing SIP MESSAGE est{s)
when receiving a SIP MESSAGE request sending a@falvertisement if non-PoC specific feature tagf®
included in the Accept-Contact header; and,

6. SHALL include non-PoC specific feature tag(s) ijeee&-Contact header(s) in outgoing SIP MESSAGE est(s)
when receiving a SIP MESSAGE request sending a@sfalvertisement if non-PoC specific feature tagf®
included in the Reject-Contact header.

When the SIP/IP Core corresponds to 3GPP/3GPP2tiF0C Client SHALL use 3GPP/3GPP2 IMS Applicaigerver
procedures according to rules and procedures d?PBGS 24.229] / [3GPP2 X.S0013.4] with the claafions given in this
subclause.

5.14 Past Participants

If the PoC Server performing the Controlling PoG&tion supports the Ad-hoc PoC Group Session tiditn
functionality, the PoC Server SHALL cache a lisPafC Users which either did not accept the PoCi@essvitation to the
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Ad-hoc PoC Group Session, or left the Ad-hoc PoGuprSession, or were removed from the Ad-hoc PafliSession,
or were not invited to the Ad-hoc PoC Group Sesbiecause they did not match the Dynamic PoC Grolgs in case of a
Dynamic Ad-hoc PoC Group Session.

The PoC Server SHALL maintain for each PoC Useffdliewing:

- PoC Address;
- Nick Name, if supported and negotiated; and,
- whether the PoC User requested privacy.

The PoC Server:

- SHALL maintain and cache the list for the duratafrthe Ad-hoc PoC Group Session;
- SHALL cache the list for a time period accordinddoal policy after the Ad-hoc PoC Group Sessidaase.

NOTE: Whether the PoC Server keeps expelled Paatits in the cached list is a local policy of tlieCFServer.

The PoC Server SHALL also:

- cache the following for the duration of the Ad-He@C Group Session, if the PoC Session is estallishe
Dynamic Ad-hoc PoC Group:

- Dynamic PoC Group rules; and,
- whether Condition Re-evaluation is applied or not.

- cache the above information for a time period adicgyto local policy after the Dynamic Ad-hoc Po@Gp
Session release.

5.15 EMCS Retrieval

To effect media sharing over a PoC Session viEMES Retrieval feature, the PoC Client MAY trigdgemCS Retrieval
based content indirection [RFC 4483] by using at€orDisposition value "relay", and optional paraenéemcs-rf', as
defined in Annex E.7.1Relay Value and EMCS-RF Paraméter SIP requests.

For SIP requests that initiate a PoC Sessionparg) a PoC Session, EMCS Retrieval based comdirection appears in a
SIP INVITE request. For adding users to a PoCiBesEMCS Retrieval based content indirection appéaa SIP REFER
request.

NOTE 1: EMCS Retrieval based content indirectioesinot apply to a SIP REFER request that initiateeC Session
over Pre-established Session.

NOTE 2: EMCS Retrieval is not applicable for Slguests associated with the establishment of a ftebdleshed
Session.

For on-going PoC Sessions, EMCS Retrieval basetéobimdirection can also appear in a SIP MESSA&#tIest
addressed to an existing PoC Session URI.

NOTE 3: It is possible for a PoC Client to requesstcrete Media based EMCS Retrieval content indimadrom within
an MSRP Session, i.e., not using SIP requests.

The Participating Function PoC Server MAY insert'amcs-rf* Content-Disposition parameter, as defimeAnnex E.7.1
"Relay Value and EMCS-RF Paramétewhich provides the URI of an EMCS Retrieval étion that the Controlling PoC
Function MAY use to resolve an EMCS that possetgsemedia content. However, if the PoC Client itssan "emcs-rf"
parameter, the Participating PoC Function SHALL seenthe parameter, and MAY insert a valid "emcspefameter.

The Controlling Function PoC Server SHOULD use"@racs-rf" Content-Disposition parameter for purgosgaccessing
the media content that the PoC Client indicatebéncontent indirection. The procedures and iate$ that the Controlling
Function PoC Server with an EMCS Retrieval functiamwell as to access an EMCS itself, are outbielscope of OMA.

[0 2009 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-PoC_ControlPlane-V2_1-20091222-C Page 46 (760)

5.16 Bit Map Addressing

A PoC Client MAY support including a MIME "applidgah/resource-list-bitmap"” body instead of a MIMESpurce-list"
body.

For purposes of establishing an Ad-Hoc PoC Growgsi8a, a PoC Client MAY include in a SIP REFERuest or in a SIP
INVITE request a Bit Map that references a PoC Addrof an Invited PoC User, or set of PoC Addrestbs/ited PoC
Users.

If a Bit Map is included the PoC Client SHALL usetMIME "application/resource-list-bitmap" body debed in Annex
E.6.2 'Bit Map MIME' instead of a MIME "resource-lists" body of PoCdkdsses of Invited PoC User(s).

The Bit Map MAY also apply for a subset of PoC Elkkembers of a Dispatch PoC Group for the establesft of a
Dispatch PoC Group Session to a subset of Fleethdesn

NOTE 1: The purpose of the Bit Map is to reducedherall size of a SIP REFER request or a SIP INVIiéquest, and
as well, to improve the compressibility of the REFER or INVITE request, for service cases of Pd@ws
latency to establish a PoC Session is of absahpeitance. The Bit Map parallels a similar Bit Map Fast
PoC Session establishment in the User Plane, bichwelan impose certain constraints on the radisiolay
layer.

There SHALL be a one-to-one relationship betwedrVBip locations in a Bit Map and PoC Addressese PhC Server
SHALL invite the associated PoC User of that PoGlrkds if a bit location is set. The configuratidrth® one-to-one map
of PoC Addresses and Bit Map locations is outdigestope of the Control Plane. Typical use ixalloonfiguration in the
Home PoC Server of the PoC User or a network addresk.

NOTE 2: For PoC Dispatch Group use, the PoC Sarfvre Dispatcher has access to the Bit Map cotlPeG Fleet
Members.

If a PoC Server encounters Bit Map location thateis but there is no corresponding configured Rd@ress of a PoC User,
the PoC Server SHALL reject the request.with a &I "Not Found" response with the warning textsélnvalid Bit
Map as specified in subclause B\VBarning header'with a Warning code 139.

NOTE 3: When receiving the reject response to ¢dgeiest the user can refresh the Bit Map on theicde

As with any PoC Session that is established usiigy af Invited PoC Users, a PoC User MAY track ffPoC Session status
via Participant Information.

The Bit Map only applies on an originating requestSIP REFER request and SIP INVITE request ferAll-Hoc PoC
Group Session and the invitation of a subset of Ple€t Members from the PoC Dispatcher.

The PoC Client SHALL, for the case of inclusiortloé Bit Map MIME (see Annex E.6.Bit Map MIME"), include the
Conent-Disposition "recipient-list” for the Bit Ma3IME, and the ‘recipient-list-invite' option-tag & Require header field .
The MIME Content-Type is "application/resourcedifitmap”. The disposition copy capacity typesriaf in [RFC5364]
do not apply to the MIME "application/resource-lstmap". The actual Bit Map itself SHALL be incled in the body of
the SIP INVITE request or REFER request, and rreference to a Bit Map stored somewhere else iméheork.
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6. Procedures at the PoC Client

6.1 PoC Client originating procedures

6.1a Backward compatibility

When PoC Client is configured according to the pesters specified in [OMA-PoC1.0-CPJHe parameters to be
provisioned for PoC servitéhe PoC Client SHALL perform procedures specifieflOMA-PoC-1-CP] Procedures at the
PoC Client instead of the procedures specified in this doenim

NOTE: OMA PoC 1 CP doesn't specify how to hand&eRIoC 2 specific PoC Service Settings.

6.1.1  PoC service registration

6.1.1.1 PoC service registration and re-registratio  n

The PoC Client PoC service registration and restegfion to the SIP/IP Core SHALL be made accordingiles and
procedures of [RFC3261] with the clarificationghiis subclause.

When registering or re-registering for the PoC mervthe PoC Client

- 1. SHALL generate a SIP REGISTER request accoritimgles and procedures of [RFC3261];

- 2. SHALL include the PoC feature tag '+g.poc.talisiun the Contact header of the SIP REGISTER estjthat
contains the contact address of the PoC Client;

- 3. SHALL include the PoC feature tag '+g.poc.dispat’ in the Contact header of the SIP REGISTEResqthat
contains the contact address of the PoC CliethigifPoC Dispatcher capability is supported;

- 4. SHALL include the PoC feature tag '+g.poc.gralimthe Contact header of the SIP REGISTER reighas
contains the contact address of the PoC Clienécigiving of Group Advertisement messages is supgpr

- 5. SHALL include the PoC feature tag '+g.poc.ditmreedia’ in the Contact header of the SIP REGISideRest
that contains the contact address of the PoC Clfebiscrete Media is supported;

- 6. SHALL include the PoC feature tag '+g.poc.fdafiche Contact header of the SIP REGISTER rechest
contains the contact address of the PoC CliethgifFDCFO Proceed feature is supported,;

- 7. SHOULD include the parameter 'q' with value w1 and 0 in the Contact header of the SIP REERST
request that contains the contact address of tReGient if UE PoC Box functionality is supportey the UE and
enabled by the PoC User.

- 8. SHALL include an additional Contact header critg the contact address of the UE PoC Box anddhtire
tags 'sip.automata’ and 'sip.actor’ with the vadtiacipal' and 'sip.description’ with the valymt recording
device" and the PoC feature tag '+g.poc.talkbalstig with the parameter 'q' with value betweend @if UE PoC
Box functionality is supported by the UE and endlilg the PoC User;

NOTE 1: The value of parameter 'g' for the UE Pa® Bnd the PoC Client Contacts cannot be the sarttésawould
result in parallel forking of the request.

NOTE 2: If the value of parameter 'q' for the Pd@@ Contact header is greater than the valueacdmeter 'q'
included in the UE PoC Box Contact header thenestgunot containing an Accept-Contact header itidiga
the UE PoC Box will be routed to the PoC Client.

NOTE 3: If the value of parameter 'q' for the Pd@@ Contact header is less than the value ofpater 'q' included in
the UE PoC Box Contact header then requests ntaioamy a Reject-Contact header for the UE PoC Bibix
be routed to the UE PoC Box. Equivalent functiagatan be achieved by the PoC Client implementation
redirecting locally the PoC Session invitationtie tJE PoC Box.
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NOTE 4: The use of a higher value of parametdottthe UE PoC Box Contact than the PoC Client @onachieves
similar functionality for the UE PoC Box as the udehe SIP 302 "Moved Temporarily" response acksefor
the NW PoC Box.

NOTE 5: If the SIP/IP Core corresponds to 3GPP thi every contact address in the Contact headeolzontain
the same IP address and port number however timegosdain different tokens as URI parameters to
differentiate them. 3GPP2 IMS allows additionalisé&y mechanisms to be used (e.g TLS and HTTP Djiges
as well as the security mechanism specified by 3@@me 3GPP2 security mechanisms do not restedt/th
to use the same IP address and port number foorict addresses.

9. SHALL include an additional Contact header cimig the contact address of the PoC Crisis Eveartding
Entity and the feature tag 'g.poc.crisishandlimgl the PoC feature tag '+g.poc.talkburst' if theddhtains the PoC
Crisis Event Handling Entity;

- 10. SHALL include an Instance Identifier URN iach added Contact header as specified in subctaise’PoC
Session associatidif the PoC Client supports multiple PoC Addresaid if an Instance Identifier URN is
available and used by the PoC Client or, if the Bdi€nt supports NAT traversal and when the Po@rtlis
behind NAT,;

- 11. SHALL include a Require header with the optiag 'pref ' according to rules and procedures &8340];

- 12. MAY include the User-Agent header in the SIRGRETER request to indicate the OMA PoC releaseimersf
the PoC Client as specified in subclause E.Rdléase version in User-agent and Server hedders

- 13. SHALL insert in the SIP REGISTER request angessary security parameters (e.g. Digest respagseyding
to rules and procedures of the SIP/IP Core;

- 14. SHOULD include a Resource-Priority header atdiogrto rules and procedures of [RFC4412], if to€Rlient
supports 'Official Government Use' QoE Profile #&mel PoC User requests the priority treatment ofQbE Profile.
If included, the value of the Resource-Priority deaSHALL be equal to the level of priority assigrte the PoC
User, as specified in subclause S@®E Profile$; and,

- 15. SHALL send the SIP REGISTER request towardsStRélP Core according to rules and procedurelef t
SIP/IP Core.

NOTE 6: The UAC can register clients for severaldars using the same SIP REGISTER request. Inatase enabler
client(s) are already registered and a new enahént is registering, the UAC includes in the REGISTER
request also the feature tag(s) with which therotinablers are currently registered.

Each time the PoC Client has successfully perforarethitial PoC service registration the PoC CISHALL set the PoC
Service Setting as specified in subclause 6 R&'Service Settings procedure

Each time the PoC Crisis Event Handling Entity ascessfully performed an initial PoC service regton the PoC Crisis
Event Handling Entity SHALL set the PoC ServicetiBgtas specified in subclause 9.1BbC Service Settings procedure

NOTE 7: The SIP/IP Core may challenge and autbatgithe SIP REGISTER request requiring the resgrafi the SIP
REGISTER request with authentication credentials.

The PoC Client SHALL send NAT keep-alive messagespecified in [sip-outbound] when the PoC Clisrbéhind
Network Address Translators (NAT) if NAT traversasupported by the PoC Client.

NOTE 8: Periodic application level re-registratisnnitiated by the PoC Client to refresh an ergtiegistration based
on the re-registration requirements of the SIP/tiPeC

When the SIP/IP Core corresponds to 3GPP/3GPP2hEIoC Client SHALL use 3GPP/3GPP2 IMS registratio
mechanisms according to rules and procedures d?P3TS 24.229] / [3GPP2 X.S0013.4] with the claafions given in
this subclause.
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6.1.1.2 PoC service de-registration

When de-registering from the PoC service, the PHENCSHALL de-register to the SIP/IP Core accogdlia rules and
procedures of [RFC3261] with the clarificationglire following.

When PoC service de-registering, the PoC Client:

- 1. SHALL remove the PoC Service Settings beforeatdgstering from the PoC service as specified brckuse
6.1.2 'PoC Service Settings procedure

- 2. SHALL generate a SIP REGISTER request;

- 3. SHALL NOT include the PoC feature tag '+g.pdkharst’ in the Contact header of the SIP REGIST&tRIest
that contains the contact address of the PoC Client

- 4. SHALL NOT include the contact address of the B3Bis Event Handling Entity if the UE not longast as a
PoC Crisis Event Handling Entity;

- 5. SHALL include the PoC feature tag '+g.poc.graliimthe Contact header of the SIP REGISTER reqtidse
PoC Client needs to continue to receive Group Atis@nent messages;

- 6. SHALL include a Contact header containing thetact address of the UE PoC Box and the feature tag
'sip.automata’ and 'sip.actor’ with the value tppal' and 'sip.description’ with the value "pocaeling device" and
the PoC feature tag '+g.poc.talkburst' if UE Po& Bmctionality is supported by the UE and the Ré&&r needs
the UE to continue to act as a UE PoC Box;

- 7. SHALL include an Instance Identifier URN as dfied in subclause 5.7APoC Session associatibifi the PoC
Client supports multiple PoC Addresses and if ataince Identifier URN is available and used byRb€ Client or
the PoC Client supports NAT traversal and if th€Rient needs to continue to receive Group Adsertient
messages or the PoC Client supports NAT traverghlfahe PoC Client needs to continue to receiveu@
Advertisement messages or continue to act as addEE®X;.

- 8. SHALL include a Require header with the optiag Yref ' according to rules and procedures ofJ8&40], if
the PoC Client needs to continue to receive Grodpeftisement messages or need to continue to actU&sPoC
Box and MAY include a Require header with the aptiag 'pref ' according to rules and procedurd®BC3840]
in all other cases;

- 9. MAY include the User-Agent header in the SIP REER request to indicate the OMA PoC release waref
the PoC Client as specified in subclause E.Rdléase version in User-agent and Server hedders

- 10. SHALL include the expiration value set to O@ding to rules and procedures of [RFC3261], if thser
Equipment also needs to de-register from the SIedre; and,

- 11. SHALL send the SIP REGISTER request towardsStRélP Core according to rules and procedurebef t
SIP/IP Core.

NOTE 1: In case several enabler clients are regidtitom the same UE, the UAC needs to ensurdtthaty
deregisters the PoC Client and maintains all atihabler clients in the registered state unlest/#es intends
those other clients also to be de-registered. €agmt complete de-registration of all registerealbber clients
the SIP REGISTER request does not include an Expieader set to 0 but is a refresh registratiohowit the
relevant PoC enabler feature tags (e.g +g.pocuaskp

The PoC Client SHALL send NAT keep-alive messagespecified in [sip-outbound] when the PoC Clienbéhind
Network Address Translators (NAT) if NAT traversakupported by the PoC Client if the PoC Cliergdeeto continue to
receive Group Advertisement messages or if UE PoCfBnctionality is supported by the UE and the Réger needs the
UE to continue to act as a UE PoC Box.

NOTE 2: Periodic application level re-registratisnnitiated by the PoC Client to refresh an ergtiegistration based
on the re-registration requirements of the SIP/tiPeC

When NAT traversal is supported by the PoC Cliemtt @when the PoC Client is behind NAT registrati®nione according
to the procedures in this subclause and accordinglés and procedures of [sip-outbound] if the FiEnt needs to
continue to receive Group Advertisement messagddti PoC Box functionality is supported by the OEthe PoC User
needs the UE to continue to act as a UE PoC Box.
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When the SIP/IP Core corresponds to 3GPP/3GPP2heIoC Client SHALL use 3GPP/3GPP2 IMS registratio
mechanisms according to rules and procedures d?P3TS 24.229] / [3GPP2 X.S0013.4] with the claafions given in
this subclause.

6.1.2 PoC Service Settings procedure

To set, update, remove or refresh the PoC Senétt§s, the PoC Client:

- 1. SHALL generate a SIP PUBLISH request accordingites and procedures of [RFC3903] and [RFC4354];
- 2. SHALL set the Request-URI of the SIP PUBLISHuest to the PoC Address of the PoC User;

- 3. SHALL include the PoC Address of the PoC UsedhasAuthenticated Originator's PoC Address asiipedn
subclause 5.2Authenticated Originator's PoC Addréss

- 4. SHALL include an Accept-Contact header with BoeC feature tag '+g.poc.talkburst' along with 'fegj@and
‘explicit' parameters according to rules and pracesl of [RFC3841];

- 5. SHALL include a User-Agent header to indicate @MA PoC release version of the PoC Client asiipddn
subclause E.4.1Release version in User-agent and Server hedders

- 6. SHALL set the Event header to the value 'potiregt’;

- 7. SHOULD include Instance Identifier URN with ip-snstance' feature tag in Contact header of iRePRJBLISH
request;

NOTE 1: If multiple PoC Clients publish PoC Servigettings without Instance Identifier URN, the P8€rver overrides
previous published PoC Service Settings in depermfamhich PoC Clients published.

- 8. MAY set PoC Service Settings expiration timeEkpires header, if set, SHALL set according t@suknd
procedures of [RFC3903], in the same range aseiistration timer recommended by SIP/IP Core;

NOTE 2: Expiration timer value 0 means removalhaf PoC Service Settings.

NOTE 3: If Instance Identifier URN is includedgtexpiration timer of the PoC Client Service Setiismonly applicable
for the PoC Client Service Setting from this Po@ @t that matches the Instance Identifier URN. The
expiration timer of PoC User Service Setting i®alpdated in the PoC Server if expiration timePofC
Client Service Setting is updated in the PoC Server

- 9. SHALL include the PoC Service Settings as folpifisetting or updating the PoC Service Setting:
a) Answer Mode Indication setting (auto-answer anmal-answer);
b) Incoming PoC Session Barring setting (ISB activ¢éSB not active);
¢) Incoming Instant Personal Alert Barring sett{iB active or IAB not active); and,
d) Simultaneous PoC Sessions Support setting (B8& @r SSS not active).
- 10. MAY include the following optional PoC Servi€ettings, if setting or updating the PoC Servicei@g
a) Invited Parties Identity Information Mode settiftrue’ or 'false’);
b) Included Media Content in a Request Supporirgge(ttrue’ or 'false’);
c) Referenced Media Content in a Request Supptingé'true’ or ‘false’);
d) Text Content in a Request Support setting (‘Dudalse’);
e) PoC Box use setting ('unwilling' or 'uncondiadiror ‘conditional’);
f) Privacy setting ('none' or 'id");
g) Incoming Condition Based PoC Session Barringrdetting (‘none' or ‘private' or 'business');
h) Outgoing Condition Based PoC Session Barring Ysting (‘none' or ‘private’ or ‘business’);
i) Incoming Media Content Barring setting (IMCB ket or IMCB not active); and,
j) Incoming Media Stream Barring setting (IMSB &etior IMSB not active).

- 11. SHALL include an Instance Identifier URN in baadded Contact header as specified in subcladge'80oC
Session associatitn
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12. SHOULD include a Resource-Priority header adiogrto rules and procedures of [RFC4412], if to€RClient
subscribes to the 'Official Government Use' QoHikrdf included, the value of the Resource-Ptiptieader
SHALL be equal to the level of priority assignedhe PoC User according to their subscription pesiied in
subclause 5.8Q0E Profile$; and,

13. SHALL send the SIP PUBLISH request accordingites and procedures of SIP/IP Core.

On receiving the SIP 200 "OK" response to the SUBIESH request the PoC Client MAY indicate to the@User the
successful communication of the PoC Service Settioghe PoC Server.

NOTE 4: If a SIP 500 "Server Internal Error" respenvith the warning text set to '131 Invalid URIRI}' as specified

in subclause 5.8Narning header'ls received as the response to the SIP PUBLISHestcan immediate
retransmission of the SIP PUBLISH request ortnsmission of the SIP PUBLISH request accortiing
the value of the Retry-After header field can gavifferent result.

When the SIP/IP Core corresponds to 3GPP/3GPP2tiF0C Client SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

6.1.3

PoC Session initiation

6.1.3.1 General

NOTE 1: This subclause provides common procedunesther subclauses and is not meant to be appfikxs

referenced.

The PoC Client SHALL generate an initial SIP requesording to rules and procedures of [RFC3264dept for the case
when generating a SIP SUBSCRIBE request t the H@DtC

1. SHALL include an User-Agent header to indicaie ©MA PoC release version of the PoC Client asifipd in
subclause E.4.1Release version in User-agent and Server hedders

2. SHALL include the PoC feature tag '+g.poc.talistiun the Contact header;

3. SHALL include the PoC feature tag '+g.poc.fdafiche Contact header if the FDCFO Proceed feasure
supported;

4. SHALL include the PoC feature tag '+g.poc.digareedia’ in the Contact header, if Discrete Meslisuipported
and acceptable to the PoC User during the PoC@essi

5. SHOULD include an Allow header with the SIP noeth supported in this SIP dialog according to raled
procedures of [RFC3261];

6. SHALL include the PoC Address of the PoC UsehasAuthenticated Originator's PoC Address asipédn
subclause 5.2Authenticated Originator's PoC Addréss

7. MAY include a Nick Name in the Authenticated @miator's PoC Address and, if included, the Nicloidéa
SHALL be included as specified in subclause ]N&EK Namé.

The PoC Client SHALL generate an initial SIP INVIT&guest according to rules and procedures of [RBC3 The PoC

Client:

1. SHALL include the option tag 'timer' in the Sopied header;

2. SHOULD include the Session-Expires header adegr rules and procedures of [RFC402&geherating an
Initial Session Refresh Requedt'is RECOMMENDED that the refresher parameter istieah. If included, the
refresher parameter SHALL be set to 'uac’;

3. SHALL include an Accept-Language header to iatfiche language to be used by the PoC Servendor t
warning texts sent to the PoC Client if the Po@@liwishes to get the warning texts in a languafjerdnt than
default;

NOTE 2: The use of the option tag 'preconditioa'specified in [RFC3312], and the option tag '100as specified in

[RFC3262], is not defined for POC-1 reference point
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- 4. SHOULD include a Resource-Priority header adogrtb rules and procedures of [RFC4412], if th€R&ient
supports 'Official Government Use' QoE Profile &mal PoC User requests that QoE Profile. If includied value
of the Resource-Priority header SHALL be equahwlevel of priority assigned to the PoC User,mecHied in
subclause 5.8Q0E Profiles;

- 5. MAY include media content in one or more MIMEdies as specified in [RFC2046] with a total sizaado or
less than the maximum size indicated in "INCLUDEEMA-CONTENT-SIZE". For each included media
content, the PoC Client;

NOTE 3: If "INCLUDED-MEDIA-CONTENT-SIZE" is not preisioned or if "INCLUDED-MEDIA-CONTENT-SIZE"
is provisioned and set to zero a MIME body with adid Type specified in [RFC2046] can not be inctude

a) SHALL include a Content-Disposition header asctffed in [RFC2046] with disposition type set to

"render”, "attachment”, "icon" or "alert" dependioig the purpose of the Included Media Content aitid w
"handling" parameter set to "handling=optional"dan

NOTE 4: The disposition type "icon" indicates ttia body part contains an image suitable as andcepresentation
of the Inviting PoC User. The value "alert” indieatthat the MIME body contains information, suclaas
audio clip, that should be rendered by the PoCnCliean attempt to alert the PoC User when rengithe
invitation to the PoC Session.

b) MAY include an Accept header with "message/exkbody" and a MIME body with a reference to the
media content as specified by [RFC4483] with that€nt-Disposition value "relay” if the Media is =td in
an EMCS, the PoC Client supports the EMCS Retrjehal PoC Client wants the Controlling PoC Functmn
retrieve the Media, and if the PoC Client is natiéting a Pre-established Session or a PoC Sessi@na Pre-
Established Session.

NOTE 5: The EMCS Retrieval feature does not applthe Pre-Established Session.

- 6. MAY include text content in Subject header if? SNVITE request as specified in [RFC3261] wittotat size
equal to or less than the maximum size indicatetNCLUDED-TEXT-CONTENT-SIZE"; and,

NOTES6: If "INCLUDED-TEXT-CONTENT-SIZE" is not prowioned or if "INCLUDED-TEXT-CONTENT-SIZE" is
provisioned and set to zero text content as sgekifi [RFC3261] can not be included.

- 7. MAY include reference to media content in therinfo header or in the Call-Info header or biotlSIP
INVITE request according to rules and procedurdRFC3261].

NOTE 7: Included Media Content is not applicabléew establishing a Pre-established Session adisgenisubclause
6.1.3.2.1 PoC Client initiates a Pre-established SesSionwhen joining to a Chat PoC Group Session as
specified in subclause 6.1.3.3RdC Client initiates a Pre-arranged PoC Group Sessir joins a Chat PoC
Group Sessidh

The PoC Client SHALL generate a SIP SUBSCRIBE retjaecording to rules and procedures of [RFC3281é. PoC
Client:

- 1. SHALL include an Accept-Contact header with BoeC feature tag '+g.poc.talkburst' along with 'fegj@and
‘explicit' parameters according to rules and pracesl of [RFC3841] in all initial SIP requests;

2. SHALL include a User-Agent header to indicate @MA PoC release version of the PoC Client asiipddn
subclause E.4.1Release version in User-agent and Server hedders

- 3. SHALL include the PoC feature tag '+g.poc.taligiin the Contact header;

- 4. SHOULD include an Allow header with the SIP noeth supported in this SIP dialog according to raled
procedures of [RFC3261]; and,

- 5. SHALL include the PoC Address of the PoC UsdhasAuthenticated Originator's PoC Address asipédn
subclause 5.2Authenticated Originator's PoC Addréss

On receipt of a SIP final response or SIP provigioasponse to the SIP request, the PoC Client:
- 1. SHALL cache the list of SIP methods that the F@@ver supports if received in the Allow header;
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- 2. SHALL cache the contact if received in the Conhteeader; and,
- 3. MAY present the warning text received in a Wagiheader to the PoC User, if a Warning headecsived.

On receipt of the SIP 200 "OK" response to thedah&IP INVITE request the PoC Client:

- 1. SHALL start the SIP Session timer using the @akceived in the Session-Expires header accotdinges and
procedures of [RFC4028]Ptocessing a 2xx Response"

- 2. SHALL use the accepted Media Stream and theeztiad Media-floor Control Entities until the PoGsSien is
modified or released;

- 3. MAY present the warning text received in a Wagnheader to the PoC User, if a Warning headexcsived,;
and,

NOTE 8: The PoC Client can perform any furtheraudiassociated with the SIP/IP Core and Access dtktautside
the scope of this Specification in accordance withrequested priority procedures of the invitatibthe PoC
Client included a Resource-Priority header.

- 4. SHOULD inform the PoC Server performing the Colting PoC Function, as specified in section 6.4 4User
Plane Adaptatioty of the achieved QoE Profile, if a QoE Profilesneegotiated and if the PoC Client is unable to
obtain that negotiated QoE Profile according toghmmeters provisioned to the PoC Client, as §pddn
subclause 5.8Q0E Profiles"

When NAT traversal is supported by the PoC Cliemt @hen the PoC Client is behind NAT generatioSIéf requests is
done as specified in this subclause and as spedifigsip-outbound].

When the SIP/IP Core corresponds to 3GPP/3GPP2té¢S0C Client SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armedrwes of [3GPP TS 24.229] / [3GPP2 X.S0013.4j the
clarifications given in this subclause.

6.1.3.1a SDP offer generation

For a PoC Session one or more Media Types MAY bered. The offered Media Streams MAY be of PoC $hedudio,
Video and Discrete Media. Media Streams for a Pe€s®n are offered with an SDP body, each indepgridedia Stream
of offered Media Type represented by its own méeNe! section also known as m-line. One PoC Seddial include one
or more Media-floor Control Entities.

When generating an SDP offer for the PoC Sessigoimethe PoC Client SHALL compose the SDP offgiiracase of PoC
Session initiation.

NOTE 1: The PoC Client can determine the Media Syperently used in the PoC Session as specifiedhclause
6.1.10 'PoC Client subscription to the conference statenepackagé or the PoC Client can use the same or
subset of the Media Types negotiated in the previdaC Session invitation.

When the PoC Client generates the SDP offer foSiReSession refresh using SIP re-INVITE requést RoC Client
SHALL offer the currently used Media Streams wiled Media Parameters according to rules and proegaid
[RFC3264].

When the PoC Client establishes a Pre-establisbssi@, the PoC Client SHALL compose the SDP aféein case of PoC
Session initiation. In the SDP offer, the PoC GligAY include one or more Media Types and one orendedia-floor
Control Entities.

When the PoC Client requests User Plane adaptatierRoC Client SHALL offer the used Media Streawtth modified
Media Parameters according to rules and proceadi{&C3264].

When the PoC Client generates SDP offer for plagieglia off hold or placing media on hold, the Pdier@ SHALL offer
the used Media Stream with used Media Parametemsding to rules and procedures of [RFC3264].

When the PoC Client requests enable or disableNoderated PoC Session Media Burst Control functignahe PoC
Client SHALL offer the Media Stream with the TBCANE parameters as specified in ESDP Extensiorisand
procedures of [RFC3264].
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When the PoC Client offers to add new Media Typth&PoC Session or to connect to a Media TypkdrPoC Session,
the PoC Client SHALL offer the Media Type accordtogules and procedures of [RFC3264].

NOTE 2:

The PoC Client is not necessarily authariweadd a Media Type to the existing PoC Session

When the PoC Client offers to disconnect from a ldgpe in the PoC Session, the PoC Client SHALLtkntae Media
Stream as rejected according to rules and procedif®FC3264].

The PoC Client MAY offer to add a new MediaTypectmnect to a Media Type and to disconnect fromealill Stream in
the PoC Session in the same SIP request.

When composing an SDP offer according to rulespaodedures of [RFC3264] and [RFC4566] the PoC Elien

- 1. SHALL set the IP address of the PoC Client fmteoffered Media Stream and for each offered Méda
Control Entity;

NOTE 3:

If the PoC Client is behind NAT the IP agleb and port can be a different IP address andhgortthe one of
the PoC Client depending on NAT traversal methaatusy SIP/IP Core.

- 2. SHALL include the media-level section for eafeed Media Stream consisting of:

NOTE 4:

NOTE 5:

NOTE 6:

a) the port number for the Media Stream selectexpasified in [OMA-PoC-UP] Port numberg
b) the codec(s) and Media Parameters;

The Media Parameters of the Discrete Madtaspecified in [OMA-PoC-IM].

c) the "a=label" attribute with a unique value psdfied in [RFC4574], if the Media Stream is todmnected
to a Media-floor Control Entity, except when onlg® Speech with Talk Burst Control Protocol as dipetin
[OMA-POC-1-UP] is offered; and,

d) indication of the manner of Simultaneous Medi@&n as specified in E.SDP Extension$if supported.

e) the "i=" field set to "speech" as specifieduibhdause 5.10PoC Speechwhen PoC Speech with MBCP is
offered.

PoC Speech Media exists at most once s offer.

f) the IP address of the PoC Client and port nuntdode used for RTCP at the PoC Client selectegpesified
in [OMA-PoC-UP] 'Port number$ according to rules and procedures of [RFC36@%he Media Stream uses
the RTCP protocol and other than the default IRresidor port number specified by the [RFC35509 ise
used; and,

g) under the media level definition of MSRP, addasaccept-types:" SDP attribute any combinatioa of
MIME Type "application/vnd.oma.poc.final-report+Xmlapplication/vnd.oma.poc.detailed-progress-
report+xml", and "application/vnd.oma.poc.optimizaagress-report+xml" if either Discrete Media Tster
Final Report, detailed Discrete Media Transfer Peeg Report and optimized Discrete Media Transfer
Progress Report respectively, is indicated to Ippsrted.

Includes an "a=sendonly" attribute for adimecomponent if the Media Stream is placed on lasldpecified in
6.1.4.2 PoC Client placing media on hdld

- 3. SHALL include the media-level section of eacfedd Media-floor Control Entity, if any Media-flo@€ontrol
Entity is offered, consisting of:

a) the format list field for the Media-floor Contientity set to "TBCP";
b) the port number for Media-floor Control Entitylected as specified in [OMA-PoC-UR}drt number$

c) the "a=floorid:0 mstrm" attribute with value{®ferencing the Media Stream as specified in [RFEB3}5
intended to be connected to the Media-floor Cortirdity except when only PoC Speech with Talk Burst
Control Protocol as specified in [OMA-POC-1-UPbiered; and,

d) optionally TBCP MIME parameters as specifieti "SDP Extensioris TBCP MIME parameter
"multimedia=1" is included, unless only PoC Spewith Talk Burst Control Protocol is offered.
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- 4. SHOULD include a QoE Profile attribute as sgediin subclause E.3.ZQbE Profilé' with the following value,
if QOE Profiles are provisioned to the PoC Client:

a) the value of the Local QoE Profile correspondmthe QoS achieved by the PoC Client for the Be€sion
if the SDP offer is used in the modification of @PSession.

b) the QoE Profile requested by the PoC User irrathse.
When composing an SDP offer, the PoC Client:
- 1. SHALL bind the media-level section that idertHiPoC Speech to Media-floor Control Entity, if PB@eech is
offered,;
- 2. SHALL bind the media-level section that idem#iVideo to Media-floor Control Entity, if Video ddfered;
- 3. SHALL bind the media-level section that idem#iAudio to Media-floor Control Entity, if Audio sffered,;

- 4. SHALL bind the media-level section that idemtHiDiscrete Media to Media-floor Control Entity[Ofscrete
Media is offered and bound to the Media-floor CohEntity; and,

- 5. SHALL bind the media-level section that idem#iMedia Streaming Control, i.e., either TCP/RTEP o
TCP/TLS/RTSP, if Media Streaming Control is offére

When the SIP/IP Core corresponds to 3GPP/3GPP2tiF0C Client SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 24 28GPP2 X.S0013.4] with the clarifications givim this subclause.

6.1.3.2 Using Pre-established Session

6.1.3.2.1 PoC Client initiates a Pre-established Se ssion

When the PoC Client initiates a Pre-establishedi8ethe PoC Client:

- 1. SHALL generate an initial SIP INVITE requestspecified in subclause 6.1.3General”;

- 2. SHALL set the Request-URI of the SIP INVITE reguto the Conference-factory-URI for the PoC seri the
Home PoC Network of the PoC User;

- 3. SHALL include an Accept-Contact header with BeeC feature tag '+g.poc.talkburst' along with 'fegj@and
‘explicit’ parameters according to rules and pracesl of [RFC3841];

NOTE 1: The handling of any other non-PoC spedédature tags in Accept-Contact headers or Rejeot#®d headers
is specified in the subclause 5.13ahdling of non-PoC specific feature tdgs

- 4. SHALL include a MIME SDP body as an SDP offespecified in subclause 6.1.3"12DP offer generation”

- 5. SHALL include value 'id' in the Privacy headecarding to rules and procedures of [RFC3325]rifaxy is
requested to be used in the automatically answeretdnated PoC Sessions;

NOTE 2: The included 'id' value is not valid for @mgoing SIP REFER request when initiating a Pe€s®n.

- 6. SHALL include the PoC Dispatcher feature tagpeg.dispatcher' in the Contact header, if the Bapatcher
capability is supported by the PoC Client and &ngbled by the PoC User;

- 7. SHALL send the SIP INVITE request towards th€RBerver according to rules and procedures of IRAFS
Core.
Upon receiving a SIP 200 "OK" response to the SIPITE request the PoC Client:

- 1. SHALL cache the conference URI that identifies Pre-established Session received in the Comeacter;
- 2. SHALL cache the presence of the PoC Dispatdweufe tag '+g.poc.dispatcher' in the Contact headed,

NOTE 3: The presence of the PoC Dispatcher feafgrérg.poc.dispatcher' or the Moderator featuge ta
‘+g.poc.moderator’ or both in the Contact headéh@fSIP 200 "OK" response acknowledges to the Clagit
that the Home PoC Server also supports DispatchJ&sSions and Moderated PoC Group Sessions.
Therefore, the PoC Dispatcher bits and the Modetats contained in the Additional Indications fedf the
Connect message are valid.
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- 3. SHALL interact with the User Plane as specifirefOMA-PoC-UP] 'PoC Client procedures at Pre-established
Session initializatioh

When the SIP/IP Core corresponds to 3GPP/3GPP2té¢S0C Client SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armeduwes of [3GPP TS 24.229] / [3GPP2 X.S0013.4j tie
clarifications given in this subclause.

6.1.3.2.2 PoC Client initiates an Ad-hoc PoC Group  Session and 1-1 PoC Session

Upon receiving a request from a PoC User to estalaln Ad-hoc PoC Group Session or a 1-1 PoC Segdioin a Pre-
established Session the PoC Client:
- 1. SHALL generate a SIP REFER request accordimglés and procedures of [RFC3515];

- 2. SHALL set the Request-URI of the SIP REFER rstjtthe conference URI that identifies the Prtadaished
Session;

- 3. SHALL include the PoC feature tag '+g.poc.ditamreedia’ in the Contact header, if Discrete Meslisuipported
and acceptable to the PoC User during the PoC@essid if it was included in the Pre-establishedsin;

- 4. SHALL in case of a 1-1 PoC Session either seRéfer-To header of the SIP REFER request to éiiARldress
of the Invited PoC User according to rules and pdoces of [RFC3515] and continue with the followstgps; or
continue in the step 5;

a) MAY in case of a 1-1 PoC Session and if the Rd@ress is included in the Refer-To header (asiipdc
in the step 3 above) include a URI Usage Type arameter according to subclause E.BIRI'Usage Type
uri-parametef; and,

b) skip the step 5.

- 5. SHALL either modify the SIP REFER request acoaydo rules and procedures of [RFC5368] with the
following clarifications:

a) include in the Refer-To header of the SIP REF&RIest a URL identifying the body part containtihg
MIME resource-lists body with the Invited PoC Users

b) include a MIME resource-lists body accordingutes and procedures of [RFC5368] with the listhef
Invited PoC Users and invited Pre-arranged PoC @&.ou
The PoC Client MAY, for each URI in the list,

i. set the "copyControl" attribute to 'to’, and #et "anonymize" attribute to 'true' if the URIrexjuested to
be anonymous and not to be presented to InvitedW#Es, according to rules and procedures of
[RFC5364]; and,

ii. include a URI Usage Type uri-parameter accaydimsubclause E.5.4JRI Usage Type uri-parameter
and,
¢) include option tag 'multiple-refer’ to the Requieader.
or, modify the SIP REFER request as follows:

a) include in the Refer-To header of the SIP REFERiesga URL identifying a body part containing a
MIME "application/resource-lists-bitmap" body withe Invited PoC Users;

b) include a MIME "application/resource-lists-bitmapidy, as defined in Annex E.6.2 "Bit Map", with the
Bit Map based list of Invited PoC Users; and,

¢) include option tag 'multiple-refer’ to the Requieader.

- 6. SHALL include the following according to rulesdaprocedures of [RFC4488], when more than one Be&l is
invited:

a) the option tag 'norefersub’ in the Require headwl,
b) the value 'false' in the Refer-Sub header.
- 7. MAY include the following according to rules aptbcedures of [RFC4488], when only one PoC Usemniged:
a) the option tag 'norefersub’ in the Require headwl,
b) the value ‘'false' in the Refer-Sub header.

- 8. SHALL include value 'id' in the Privacy headecarding to rules and procedures of [RFC3325]ndraymity is
requested;
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9. SHALL include in the Refer-To URI a Priv-Answistede header with the value 'Auto’ according toswdad
procedures of [RFC5373], in case the PoC Userdtmasested manual answer override;

10. SHALL include in the Refer-To URI an Answer-Mobeader with the value 'Manual;Require' accortting
rules and procedures of [RFC5373], in case the Pe€ has requested that Manual Answer Mode be nextjat
the Invited PoC Client;

11. SHALL include in the Refer-To URI a Reject-Cacttheader with the feature tags 'sip.automata‘sjmactor’
with the value of 'msg-taker' along with ‘requaet 'explicit' and another Reject-Contact headefehture tags
'sip.automata’ and 'sip.actor’ with the value ohfgpal' and 'sip.description’ with the value "gecording device"
along with 'require’ and 'explicit’, if the PoC &ilit doesn't want to be routed to a PoC Box;

12. SHALL include in the Refer-To URI an Accept-Gact header the feature tags '+g.poc.talkburgtalstomata’
and 'sip.actor' with the value of 'msg-taker' alavitl ‘'require’ and 'explicit' and another Accemtr@act header the
feature tags '+g.poc.talkburst', 'sip.automata“sipdactor’ with the value of ‘principal’ and digscription’ with the
value "poc recording device" along with 'requined gexplicit’, if the PoC User explicitly requestst only a PoC
Box is to accept the invitation, otherwise SHALIclimde in the Refer-To URI an Accept-Contact headér the
PoC feature tag '+g.poc.talkburst' along with 'fegj@nd 'explicit' parameters according to ruled procedures of
[RFC3841];

NOTE 1: The handling of any other non-PoC spedédature tags in Accept-Contact headers or Rejeat#ob headers

is specified in the subclause 5.13dhdling of non-PoC specific feature tdgs

13. SHOULD include a Resource-Priority header adiogrto rules and procedures of [RFC4412], if theEQ
Profile assigned to the Pre-established Sessi@ffisial Government Use' QoE Profile. If includetie value of
the Resource-Priority header SHALL be equal tdé¢lel of priority assigned to the PoC User, as #igekin
subclause 5.8Q0E Profiles’ the Resource-Priority header is included as aéreaf the SIP REFER request as
well as a Refer-to uri parameter;

NOTE 2: When using Pre-established Sessions, QofidPassigned to the Pre-established Sessioreisame than the

Local QoE Profile assigned to the PoC User forestgblished PoC Session.

14. MAY include media content in one or more MIMé&dies as specified in [RFC2046] with a total sigaad to or
less than the maximum size indicated in "INCLUDEEMA-CONTENT-SIZE". For each included media
content, the PoC Client

NOTE 3: If "INCLUDED-MEDIA-CONTENT-SIZE" is not preisioned or if "INCLUDED-MEDIA-CONTENT-SIZE"

is provisioned and set to zero, a MIME body withledia Type specified in [RFC2046] can not be ineldd

a) SHALL include a Content-Disposition header asci#fed in [RFC2046] with disposition type set to
"render"”, "attachment", "icon" or "alert" dependioig the purpose of the Included Media Content aitidl w
"handling" parameter set to "handling=optional".

NOTE 4: The disposition type "icon" indicates ttia body part contains an image suitable as aridecepresentation

of the Inviting PoC User. The value "alert” indiestthat the MIME body contains information, suclaas
audio clip, that should be rendered by the PoCn€liean attempt to alert the PoC User when reagithe
invitation to the PoC Session.

15. MAY include text content in Subject headertia tURI of the Refer-To header according to rules gocedures
of [RFC3261] with a total size equal to or lesgthize maximum size indicated in "INCLUDED-TEXT-
CONTENT-SIZE";

NOTE 5: If "INCLUDED-TEXT-CONTENT-SIZE" is not pragioned or if "INCLUDED-TEXT-CONTENT-SIZE" is

provisioned and set to zero text content as sgekifi [RFC3261] can not be included.

16. MAY include a reference to media content in Atert-Info header or in the Call-Info header ottlban the URI
of the Refer-To header according to rules andgatores in [RFC3261];

17. MAY in case of an Ad-hoc PoC Group SessioniiBbgnamic PoC Groups is supported:

a) include in the SIP REFER request a Content-hgasler with the value "multipart/mixed" as spedifie
[RFC2046];
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b) include in the SIP REFER request a MIME bodytaoning Dynamic PoC Group rules as specified in
[draft-cbus-event]; and,

¢) include in the SIP REFER request Condition Rakgation parameters as specified in [draft-cbusigye
if Condition Re-evaluation is supported by the Rai@nt.

- 18. SHALL send the SIP REFER request towards th $erver within the SIP dialog of the Pre-estalklish
Session according to rules and procedures of tRAFSCore.

NOTE 6: If PoC User wants to cancel the PoC Sesdsitiation, the PoC Client can send SIP BYE redqaesl release
the Pre-established Session as specified in sudkd.3.2.4PoC Client releases a Pre-established Session
and re-establish the Pre-established Session aiegén 6.1.3.2.1 PoC Client initiates a Pre-established
Sessioh

Upon receiving a SIP 2xx final response to the BHFER request the PoC Client SHALL interact wittetJBlane as
specified in [OMA-PoC-UP]PoC Client procedures at PoC Session initializatio

Upon receiving an incoming SIP NOTIFY request ikgiart of the same dialog as the previously séPAtREFER request
the PoC Client:

- 1. SHALL handle the request according to rules notedures of [RFC3515] and [RFC3265];

- 2. MAY display information to the PoC User basedlmminformation in the SIP NOTIFY body; and,

NOTE 7: The PoC Server does not send any SIP NOTég¥est in case the value ‘false’ was includebddarRefer-Sub
header of the SIP REFER request.

- 3. SHOULD inform the PoC Server performing the Colting PoC Function, as specified in section 6.4 4User
Plane Adaptatiohof the achieved QoE Profile if a QoE Profile weegjotiated and if the PoC Client is unable to
obtain that negotiated QoE Profile according toghmmeters provisioned to the PoC Client, as Spdadn
subclause 5.8Q0E Profiles.

In addition to this, the PoC Client MAY subscriloethe conference state event package as specifdbclause 6.1.10
"PoC Client subscription to the conference stateepackagé

When the SIP/IP Core corresponds to 3GPP/3GPP2tiF0C Client SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 24 2BGPP2 X.S0013.4] with the clarifications givim this subclause.

6.1.3.2.3 PoC Client initiates a Pre-arranged PoC G roup Session or joins a Chat PoC
Group Session

Upon receiving a request from a PoC User to estalaliPre-arranged or Chat PoC Group Session viiteiRre-established
Session the PoC Client:
- 1. SHALL generate a SIP REFER request accordimglés and procedures of [RFC3515];

- 2. SHALL set the Request URI of the SIP REFER retteethe conference URI that identifies the Pretdished
Session;

- 3. SHALL include the PoC feature tag '+g.poc.ditareedia’ in the Contact header, if Discrete Meslisuipported
and acceptable to the PoC User during the PoC@essid if it was included in the Pre-establishedsin;

- 4. SHALL set the Refer-To header of the SIP REFE&fuest to the URI of the Pre-arranged PoC Grouphet
PoC Group according to rules and procedures of B®6] and include Session Type uri-parameter
"session=prearranged" or "session=chat", respdgt@gespecified in E.5.1Session Type uri-parameter

- 5. SHALL, if the PoC Dispatcher capability is supjed and if the PoC User requested to initiate spBiich PoC
Session as PoC Dispatcher, proceed as specifiatitiause 6.1.3.2.3.Dispatch PoC Session initiation as PoC
Dispatchet before continuing with the rest of the steps;

- 6. MAY include the following according to rules aprbcedures of [RFC4488]:
a) the option tag 'norefersub’ in the Require headwl,
b) the value 'false' in the Refer-Sub header.
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7. SHALL include in the Refer-To URI a Priv-Answistede header with the value 'Auto’ according toswdad
procedures of [RFC5373], in case the PoC Userdtmasested manual answer override;

8. SHALL include in the Refer-To URI an Answer-Moleader with the value 'Manual;Require' accordngites
and procedures of [RFC5373], in case the PoC Userdquested that Manual Answer Mode be requirdukat
Invited PoC Client;

9. SHALL include in the Refer-To URI a Reject-Carttheader with the feature tags 'sip.automata'sapgctor’
with the value of 'msg-taker' along with ‘'requaet! 'explicit' and in another Reject-Contact hesdefeature tags
'sip.automata’ and 'sip.actor' with the value ohfgpal' and 'sip.description’ with the value "gecording device"
along with 'require’ and 'explicit’ if the PoC Qitadloesn't want to be routed to a PoC Box;

10. SHALL include in the Refer-To URI in an Accepbntact header the feature tags '+g.poc.talkburst’,
'sip.automata’ and 'sip.actor' with the value afgrtaker' along with ‘require’ and 'explicit' ancanother Accept-
Contact header the feature tags '+g.poc.talkbigigtautomata’ and 'sip.actor' with the valugohtipal' and
'sip.description’ with the value "poc recording ideV along with 'require’ and 'explicit' if the P&Zer explicitly
requests that only a PoC Box is to accept theatioi, otherwise SHALL include in the Refer-To Uit Accept-
Contact header with the PoC feature tag '+g.pdbtabt' along with ‘require’ and 'explicit' paraerstaccording to
rules and procedures of [RFC3841];

NOTE 1: The handling of any other non-PoC spedédature tags in Accept-Contact headers or Rejeat#ob headers

is specified in the subclause 5.13dhdling of non-PoC specific feature tdgs

11. SHALL include value 'id" in the Privacy headecording to rules and procedures of [RFC332&ndnymity is
requested;

12. SHOULD include a Resource-Priority header adiogrto rules and procedures of [RFC4412], if theEQ
Profile assigned to the Pre-established Sessi@ffisial Government Use' QoE Profile. If includdtie value of
the Resource-Priority header SHALL be equal tdé¢iel of priority assigned to the PoC User, as #igekin
subclause 5.8Q0E Profile$; the Resource-Priority header is included asadbeof the SIP REFER request as
well as a Refer-to URI parameter;

13. MAY include media content in one or more MIMé&dies as specified in [RFC2046] with a total sigaad to or
less than the maximum size indicated in "INCLUDEEMA-CONTENT-SIZE". For each included media
content, the PoC Client:

NOTE 2: If "INCLUDED-MEDIA-CONTENT-SIZE" is not preisioned or if "INCLUDED-MEDIA-CONTENT-SIZE"

is provisioned and set to zero, a MIME body withledia Type specified in [RFC2046] can not be ineldd

a) SHALL include a Content-Disposition header ascfffed in [RFC2046] set to "render”, "attachment"
"icon" or "alert depending on the purpose of theldded Media Content and with "handling" parametsr
to "handling=optional".

NOTE 3: The disposition type "icon" indicates ttia body part contains an image suitable as ardecepresentation

of the Inviting PoC User. The value "alert” indieathat the MIME body contains information, suclaas
audio clip, that should be rendered by the PoCn€liean attempt to alert the PoC User when reagithe
invitation to the PoC Session.

14. MAY include text content in Subject headertia tURI of the Refer-To header according to ruleb gocedures
of [RFC3261] with a total size equal to or lessithlze maximum size indicated in "INCLUDED-TEXT-
CONTENT-SIZE";

NOTE 4: If "INCLUDED-TEXT-CONTENT-SIZE" is not pragioned or if "INCLUDED-TEXT-CONTENT-SIZE" is

provisioned and set to zero text content as sgekifi [RFC3261] can not be included.

15. MAY include a reference to media content in Ahert-Info header or in the Call-Info header ottbn the URI
of the Refer-To header according to rules and phoes of [RFC3261];

NOTE 5: Included Media Content is not applicabléew establishing a Chat PoC Group Session.

16. MAY, in case of an Pre-arranged PoC Group 8esaid if Dynamic PoC Groups is supported:
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a) include in the SIP REFER request a Content-Typedreaith the value "multipart/mixed" as specified i
[RFC2046];

b) include in the SIP REFER request a MIME body camiej Dynamic PoC Group rules as specified in
[draft-cbus-event]; and,

¢) include in the SIP REFER request Condition Re-eatédn parameters as specified in [draft-cbus-eyéht]
Condition Re-evaluation is supported by the Po@rili

- 17. SHALL send the SIP REFER request towards th $erver within the SIP dialog of the Pre-estalklish
Session according to rules and procedures of tRAFSCore.

Upon receiving a SIP 2xx final response to the BHFER request the PoC Client SHALL interact witk Wser Plane as
specified in [OMA-PoC-UPTPoC Client procedures at PoC Session initializatio

NOTE 6: If PoC User wants to cancel the PoC Sesdsitiation, the PoC Client can send SIP BYE redqaesl release
the Pre-established Session as specified in sudkd.3.2.4PoC Client releases a Pre-established Session
and re-establish the Pre-established Session aiegén 6.1.3.2.1 PoC Client initiates a Pre-established
Sessioh

Upon receiving an incoming SIP NOTIFY request ikgiart of the same dialog as the previously séAtREFER request
the PoC Client:

- 1. SHALL handle the request according to rules pnottedures of [RFC3515] and [RFC3265];

- 2. MAY display information to the PoC User basedtwminformation in the SIP NOTIFY body; and,

- 3. SHOULD inform the PoC Server performing the Colting PoC Function, as specified in section 6.4 4User
Plane Adaptatiohof the achieved QoE Profile if a QoE Profile wagotiated and if the PoC Client is unable to
obtain that negotiated QoE Profile according toghmmeters provisioned to the PoC Client, as Spdadn
subclause 5.8Q0E Profiles"

In addition to this, the PoC Client MAY subscrilzethe conference state event package as specifdbiclause 6.1.10
"PoC Client subscription to the conference statenéypackage”

When the SIP/IP Core corresponds to 3GPP/3GPP2tiF0C Client SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 24 /238GPP2 X.PS0013.4] with the clarifications givin this subclause.

6.1.3.2.3.1. Dispatch PoC Session initiation as PoC Dispatcher

If the PoC Dispatcher capability is supported aineémvthe following procedures are required in otderstablish a Dispatch
PoC Session as PoC Dispatcher, as specified inaugac6.1.3.2.3PoC Client initiates a Pre-arranged PoC Group Sessi
or joins a Chat PoC Group Sessfpthe PoC Client:

- 1. SHALL, in case the PoC User has requested aJ#&sSion with the entire Dispatch PoC Group, addikpatch
Type uri-parameter "dispatch=entire-group" to tlegeR To URI, as specified in E.5.Dispatch Type uri-
parametet;

- 2. SHALL, in case the PoC User has requested aS#&sSion with a subset of the Dispatch PoC Group:

a) add the Dispatch Type uri-parameter "dispatch=goup" to the Refer-To URI as specified in E.5.2
"Dispatch Type uri-parametér

b) include a Content-Type header with the valugliaption/resource-lists+xml" or with value
"multipart/mixed" as specified in [RFC2046]; and,

c) either
i) include a MIME resource-lists body with the lidtthe Invited PoC Users; or,

ii) include a M ME "application/resource-lists-bitmp" body, as defined in Annex
E.6.2 "Bit Map MME", with the Bit Map based list of Invited PoC Users.
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NOTE: The syntax of the Refer-To header is suchtttmHome PoC Server places the MIME URI-list itite body
of the SIP INVITE request, targeting the DispatdCRGroup, that results from the SIP REFER requEst.
MIME "application/resource-lists-bitmap" body haseln included, the Home PoC Server creates a MIME
URI-list corresponding to the associated PoC Usé&ileetmembers of the included Bit Map, and plabes
URI-list into the body of the SIP INVITE request .

- 3. SHALL include the PoC Dispatcher feature tagpeg.dispatcher' in the Contact header of the HPHER
request.

When the SIP/IP Core corresponds to 3GPP/3GPP2tiF0C Client SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

6.1.3.2.4 PoC Client releases a Pre-established Ses sion

When a PoC Client needs to release a Pre-estathl®dnssion as created in subclause 6.1.32Q"Client initiates a Pre-
established Sessitrthe PoC Client:

1. SHALL generate a SIP BYE request according kesrand procedures of [RFC3261];

2. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"PoC Client procedures at Pre-established

Session releasg"

- 3. SHALL set the Request-URI of the SIP BYE requeghe conference URI that identifies the Preldisthed
Session;

- 4. SHALL include value 'id' in the Privacy headecarding to rules and procedures of [RFC3325]ndraymity is
requested;

- 5. SHOULD include a Resource-Priority header adogrtb rules and procedures of [RFC4412], if theeQuofile
assigned to the Pre-established Session is 'Ofi@aernment Use 'QoE Profile. If included, theueabf the
Resource-Priority header SHALL be equal to thelle¥@riority assigned to the PoC User, as spetifiesubclause
5.8 "QoE Profiles; and,

- 6. SHALL send the SIP BYE request towards the Pee3 within the SIP dialog of the Pre-establisBedsion

according to rules and procedures of the SIP/IReCor

When the SIP/IP Core corresponds to 3GPP/3GPP2tiF0C Client SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

6.1.3.3 Establishment of an On-demand Session
6.1.3.3.1 PoC Client initiates an Ad-hoc PoC Group  Session and 1-1 PoC Session

Upon receiving a request from a PoC User to estalaln Ad-hoc PoC Group Session or a 1-1 PoC SetgsdPoC Client:

- 1. SHALL generate an initial SIP INVITE requestspecified in subclause 6.1.3General’
- 2. SHALL set the Request-URI of the SIP INVITE reguto the Conference-factory-URI for the PoC serim the
Home PoC Network of the PoC User;
- 3. SHALL insert in the SIP INVITE request a Contdiype header with multipart/mixed as specified in
[RFC2046];
- 4. SHALL include in the SIP INVITE request a MIMB8 body as an SDP offer as specified in subclaus8.6a
"SDP offer generation";
- 5. SHALL either
a) insertin the SIP INVITE request a MIME resourcadibody with the PoC Address(es) of the Invite@ Po
User(s) and PoC Group Identities of the invited-&ranged PoC Group(s) according to rules and
procedures of [RFC5366];
b) SHALL, for each URI in the MIME resource-lists bqaet the "copyControl" attribute to 'to’, and thet
"anonymize" attribute to 'true’ if the URI is regtexd to be anonymous and not to be presented itedinv
PoC Users, according to rules and procedures o£@3B4]; and,
c) MAY, for each URI in the MIME resource-lists bodggclude a URI Usage Type uri-parameter according
to subclause E.5.4URI Usage Type uri-parameteror,
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a) SHALL include in the SIP INVITE request a MIME "@lcation/resource-lists-bitmap” body, as defined
in Annex E.6.2 Bit Map MIME', with the Bit Map based list of POC Address(eshhe Invited PoC User(s)
to be invited.

- 8. SHALL include a Reject-Contact header with teatfire tags 'sip.automata’ and 'sip.actor’ witlvéiheée of 'msg-
taker' along with 'require’ and 'explicit' and mother Reject-Contact header the feature tagsigigmata’ and
'sip.actor' with the value of ‘principal’ and 'digscription’ with the value "poc recording devieé&ng with 'require’
and 'explicit' if the PoC Client doesn't want torbated to a PoC Box;

- 9. SHALL include in an Accept-Contact header thetdiee tags '+g.poc.talkburst', 'sip.automata’ sipcector' with
the value of 'msg-taker' along with ‘require’ aagblicit’ and in another Accept-Contact headerféature tags
'+g.poc.talkburst', 'sip.automata’ and 'sip.aetih the value of ‘principal’ and 'sip.descriptiaith the value "poc
recording device" along with ‘require’ and ‘expliéithe PoC User explicitly requests that onlp@C Box is to
accept the invitation, otherwise SHALL include accApt-Contact header with the PoC feature tag
'+g.poc.talkburst' along with ‘require' and 'exligarameters according to rules and procedur¢Re€3841];

NOTE 1: The handling of any other non-PoC spedédature tags in Accept-Contact headers or Rejeat#ob headers
is specified in the subclause 5.13ahdling of non-PoC specific feature tdgs

- 10. SHALL include in the SIP INVITE request a PAnswer-Mode header with the value 'Auto’ accordimgules
and procedures of [RFC5373], in case the PoC Userdguested manual answer override;

- 11. SHALL include in the SIP INVITE request an ArevwMode header with the value 'Manual;Require’ etiog
to rules and procedures of [RFC5373], in case tt@ Bser has requested that Manual Answer Modederesl at
the Invited PoC Client;

- 12. SHALL include value 'id" in the Privacy headecording to rules and procedures of [RFC3328ndnymity is
requested;

- 13. SHALL include a Priority header set to "crisisat" if the PoC User requested PoC Session Cofutrd@lrisis
Handling;

- 14. MAY in case of an Ad-hoc PoC Group SessioniiBgnamic PoC Groups is supported:

a) include in the SIP INVITE request a Content-Theader with the value "multipart/mixed" as specifin
[RFC2046];

b) include in the SIP INVITE request a MIME bodyntaining Dynamic PoC Group rules as specified naftd
cbus-event]; and,

¢) include in the SIP INVITE request Condition Rexkiation parameters as specified in [draft-cbusngy if
Condition Re-evaluation is supported by the Po@rili

- 15. SHALL send the SIP INVITE request towards to€FServer according to rules and procedures oStREP
Core.
On receiving a SIP 180 "Ringing" response to tHe ISIVITE request the PoC Client:

- 1. SHALL cache the list of supported SIP methodsdkived in the Allow header;
- 2. SHALL cache the PoC Session Identity if receivethe Contact header; and,
- 3. MAY indicate the progress of the PoC Sessioabdishment to the Inviting PoC User.

On receiving a SIP 200 "OK" response to the SIPIMNB/request the PoC Client:

- 1. SHALL cache the list of supported SIP methodsdkived in the Allow header;
- 2. SHALL cache the PoC Session Identity if receivethe Contact header;
- 3. MAY notify the Media Burst Control Scheme to theC User if received the indication of Media Busintrol
Scheme;
4. SHALL notify the PoC User that the PoC Sessias heen established with a PoC Box if the Contaatér
contains the feature tags 'sip.automata’; andreithe

a) the feature tag 'sip.actor' with the value "mad@r’; or,

b) the feature tag 'sip.actor' with the value ‘gipal' and the feature tag 'sip.description’ wité value "poc
recording device";
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- 5. MAY notify the PoC User that the PoC Sessionlieen established with a UE PoC Box if the Corttaeider
contains the feature tags 'sip.actor' with theegbuincipal' and 'sip.description’ with the valpec recording
device" along with the feature tag 'sip.automata’;

- 6. SHALL interact with the User Plane as specifirefOMA-PoC-UP]"PoC Client procedures at PoC Session
initialization"; and,

- 7. MAY notify the answer state to the PoC User. (ilUnconfirmed" or "Confirmed") if received in ti&Answer-
State header in the response.

NOTE 2: According to [RFC5366] the received 200 "OKeans that the conference was created succegsshat the
client that generated the SIP INVITE request ihanconference, and that the server understoodRidist.
If the client wishes to obtain information about gtatus of other users in the conference it usesrgl
conference mechanisms, such as the conferenceestatepackage.

In addition to this, the PoC Client MAY subscriloethe conference state event package as specifiadbclause 6.1.10
"PoC Client subscription to the conference statenepackagé

When the SIP/IP Core corresponds to 3GPP/3GPP2tiS0C Client SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armedrwes of [3GPP TS 24.229] / [3GPP2 X.S0013.4j the

clarifications given in this subclause.

6.1.3.3.2 PoC Client initiates a Pre-arranged PoC G roup Session or joins a Chat PoC
Group Session

Upon receiving a request from a PoC User to estalaliPoC Group Session using a PoC Group |deitémgtifying a Pre-
arranged PoC Group or a Chat PoC Group the Po@tClie

1. SHALL generate an initial SIP INVITE requestspecified in subclause 6.1.3General",
2. SHALL set the Request-URI of the SIP INVITE regtito the PoC Group Identity identifying the Pofo;

3. SHALL include a Reject-Contact header with thatéire tags 'sip.automata’ and 'sip.actor' witlvéthee of 'msg-
taker' along with ‘require’ and 'explicit' and imother Reject-Contact header the feature tagsigigmata’ and
'sip.actor' with the value of ‘principal’ and 'sigscription’ with the value "poc recording devieé&ng with 'require’
and 'explicit' if the PoC Client doesn't want torbated to a PoC Box;

- 4. SHALL include in an Accept-Contact header thegdiee tags '+g.poc.talkburst', 'sip.automata’ sipdactor' with
the value of 'msg-taker' along with ‘require’ aagblicit’ and in another Accept-Contact headerféature tags
'+g.poc.talkburst', 'sip.automata’ and 'sip.aetih the value of ‘principal’ and 'sip.descriptiaith the value "poc
recording device" along with 'require’ and 'expliéithe PoC User explicitly requests that onlp@C Box is to
accept the invitation, otherwise SHALL include accApt-Contact header with the PoC feature tag
'+g.poc.talkburst' along with ‘require’ and 'exipligarameters according to rules and procedur§R€3841];

NOTE 1: The handling of any other non-PoC spedédature tags in Accept-Contact headers or Rejeat#ob headers
is specified in the subclause 5.13ahdling of non-PoC specific feature tdgs

- 5. MAY include in the Request-URI Session Typeparameter "session=prearranged" or "session=chat"
respectively as specified in E.5.3€é'ssion Type uri-parameter

NOTE 2: The inclusion of the Session Type uri-pagtamin the Request-URI in case of the On-demasdi®es is not
mandatory, as it is not needed by the PoC Servdufther processing by the Controlling PoC Funtctilm
case the Session Type uri-parameter is includedCtntrolling PoC Function checks whether it is set
correctly.

- 6. SHALL include in the SIP INVITE request a MIMIBD8 body as an SDP offer as specified in subclaus8.6a
"SDP offer generation”;

- 7. SHALL include in the SIP INVITE request a Priviéwer-Mode header with the value 'Auto’ accordmgutes
and procedures of [RFC5373], in case the PoC Userdguested manual answer override;

NOTE 3: The PoC Server performing the ControllimmCH-unction will ignore the manual answer overiit#ication in
case the PoC Group Identity identifies a Chat Po@u.
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8. SHALL include in the SIP INVITE request an Ansvidode header with the value 'Manual;Require' adicay to
rules and procedures of [RFC5373], in case the Pe& has requested that Manual Answer Mode be nextjat
the Invited PoC Client;

9. SHALL include value 'id' in the Privacy headecarding to rules and procedures of [RFC3325]ndraymity is
requested;

NOTE 3: If anonymity is not allowed for the PoC @poindicated with the Request-URI of the SIP INVIfdguest

based on rules specified in the [OMA-PoC-Documengii¥] the PoC Session will not be allowed by the PoC

Server hosting the PoC Group.

10. SHALL, if PoC Dispatcher capability is supparend if the PoC User requested to initiate a DEpRoC
Session as PoC Dispatcher, proceed as specifthiiause 6.1.3.3.2.DIspatch PoC Session initiation as PoC
Dispatchet before continuing with the rest of the steps;

11. SHALL include a Priority header set to “crisiget" if the PoC User requested PoC Session Cofard@lrisis
Handling;

12. MAY, in case of an Pre-arranged PoC Group 8esaid if Dynamic PoC Groups is supported:

a) include in the SIP INVITE request a Content-Typader with the value "multipart/mixed” as specified
[RFC2046];

b) include in the SIP INVITE request a MIME body cantag Dynamic PoC Group rules as specified in
[draft-cbus-event]; and,

¢) include in the SIP INVITE request Condition Re-exstlon parameters as specified in [draft-cbus-dyént
Condition Re-evaluation is supported by the Po@rili

13. SHALL send the SIP INVITE request towards t€FServer according to rules and procedures oStRaP
Core.

On receiving a SIP 180 "Ringing" response to tHe IBIVITE request the PoC Client:

1. SHALL cache the list of supported SIP methodsgdékived in the Allow header;
2. SHALL cache the PoC Session Identity if receivethe Contact header;
3. MAY indicate the progress of the PoC Sessioabdishment to the Inviting PoC User; and,

4. SHALL, if the PoC Dispatcher or PoC Fleet Membapability is supported, notify the presence aalde of the
Dispatch Type uri-parameter in the Contact header the Authenticated Originator's PoC Addresstte Inviting
PoC User.

On receiving a SIP 200 "OK" response to the SIPIMN/request, the PoC Client:

1. SHALL cache the list of supported SIP methodgdkived in the Allow header;
2. SHALL cache the PoC Session Identity receivetthénContact header;
3. MAY notify the Media Burst Control Scheme to theC User if received the indication of Media Bi@sntrol
Scheme;
4. SHALL notify the PoC User that the PoC Sessias heen established with a PoC Box if the Contaatér
contains the feature tag 'sip.automata’; and either
a) the feature tag 'sip.actor' with the value 'madg@r'; or,
b) the feature tag 'sip.actor' with the value ‘gipal' and the feature tag 'sip.description’ wité value "poc
recording device"

5. MAY notify the PoC User that the PoC Sessionlieen established with a UE PoC Box if the Corttaeider
contains the feature tag 'sip.actor' with the @aghwincipal' and 'sip.description’ with the valpec recording
device" along with the feature tag 'sip.automata’;

6. SHALL interact with the User Plane as specifiefOMA-PoC-UP] 'PoC Client procedures at PoC Session
initialization";

7. MAY notify the answer state to the PoC User. (ilunconfirmed" or "Confirmed") if received in tieAnswer-
State header in the response, and,

[0 2009 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-PoC_ControlPlane-V2_1-20091222-C Page 65 (760)

- 8. SHALL, if the PoC Dispatcher or PoC Fleet Membapability is supported, notify the presence azlder of the
Dispatch Type uri-parameter in the Contact header the Authenticated Originator's PoC Addresstte Inviting
PoC User.

In addition to this, the PoC Client MAY subscriloethe conference state event package as specifdbclause 6.1.10
"PoC Client Subscription to the conference staenépackage”

When the SIP/IP Core corresponds to 3GPP/3GPP2tiF0C Client SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armedrwes of [3GPP TS 24.229] / [3GPP2 X.S0013.4j e
clarifications given in this subclause.

6.1.3.3.2.1. Dispatch PoC Session initiation as PoC Dispatcher

If the PoC Dispatcher capability is supported ameémthe following procedures are required in otdestablish a Dispatch
PoC Session as PoC Dispatcher, as specified inaugec6.1.3.3.2PoC Client initiates a Pre-arranged PoC Group Sessi
or joins a Chat PoC Group Sessfgrthe PoC Client:

- 1. SHALL include in the SIP INVITE request the PD&patcher feature tag '+g.poc.dispatcher' in thptaxt
header according to rules and procedures of [RF@384

- 2. SHALL, in case the PoC User has requested aJ&sSion with the entire Dispatch PoC Group, incindee
Request-URI Dispatch Type uri-parameter "dispatatiree-group”; and,

- 3. SHALL, in case the PoC User has requested ad&sSion with a sub-set of the Dispatch PoC Group:
a) include in the Request-URI Dispatch Type urigoaeter "dispatch=sub-group";

b) insert in the SIP INVITE request a Content-Tieader with the value "multipart/mixed" as spedifiie
[RFC2046]; and,

c) either

i) insert in the SIP INVITE request a MIME resouiitsts body with the PoC Address(es) of the Invited
PoC User(s) according to rules and procedures BCH366];

or,
i) include a MIME "application/resource-lists-biap" body, as defined in Annex E.6 Rit' Map
MIME", with the Bit Map based list of Invited PoC Users

When the SIP/IP Core corresponds to 3GPP/3GPP2tiSF0C Client SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 24 2BGPP2 X.S0013.4] with the clarifications givim this subclause.

6.1.4 PoC Client PoC Session modification
6.1.4.1 General

NOTE 1: This subclause provides common procedunesther subclauses and is not meant to be appfikxts
referenced.

The PoC Client SHALL generate either a SIP UPDA&guest according to rules and procedures of [RFCJ3®1a SIP re-
INVITE request according to rules and procedurdiRéiC3261]. A SIP UPDATE request MAY be used orfflshe PoC
Server has indicated support for the SIP UPDAT Ehiobt

NOTE 2: The use of the option tag 'preconditioa'specified in [RFC3312], and the option tag '100as specified in
[RFC3262], is not defined for the POC-1 referencimp

When NAT traversal is supported by the PoC Clierdt when the PoC Client is behind NAT generatioSIéf requests is
done as specified in this subclause and as speaifigsip-outbound].

When the SIP/IP Core corresponds to 3GPP/3GPP2tiF0C Client SHALL use 3GPP/3GPP2 IMS Session
mechanisms according to rules and procedures d?PF3TS 24.229] / [3GPP2 X.S0013.4] with the claafions given in
this subclause.
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6.1.4.2 PoC Client placing media on hold
This subclause describes the optional proceduetghib PoC Client SHALL use when placing a medimponent on hold.

When the PoC Client sets a media component onthel®oC Client:

- 1. SHALL generate SIP UPDATE request or a SIP ré4lNE request as specified in subclause 6.1'@&é&neral’,

- 2. SHALL include in the SIP request a MIME SDP baedyan SDP offer as specified in subclause 6.1'3D&
offer generation'with the modified capabilities;

- 3. SHALL include an "a=sendonly" attribute in thBFSoffer for a media component which is placed olh

- 4. SHOULD include a Resource-Priority header adogrtb rules and procedures of [RFC4412], if thealdQoE
Profile assigned to the PoC User for the on-goio@ Bession is 'Official Government Use'. If inclddéhe value
of the Resource-Priority header SHALL be equahwlevel of priority assigned to the PoC User,@ecHied in
subclause 5.8Q0E Profiles; and,

- 5. SHALL send the SIP request towards the PoC $acedrding to rules and procedures of the SIPARC
On receipt of the SIP 200 "OK" response the Po@rEli

- 1. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"Media on and off hold"and,
- 2. SHALL start to use the Media Parameters receivede MIME SDP body.

NOTE: If a SIP 200 "OK" response is not receiveel BoC Client continues to use the previously aghéedia
Parameters.

When the SIP/IP Core corresponds to 3GPP/3GPP2thé¢S0C Client SHALL use 3GPP/3GPP2 IMS sessiochar@sms
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

6.1.4.3 PoC Client placing media off hold

This subclause describes the procedures that tBel0Hent SHALL use when re-activating a media comgot that had been
on hold.

When the PoC Client activates a media componeat?tC Client:

- 1. SHALL generate a SIP UPDATE request or a SIINKMITE request as specified in subclause 6.1'Géneral’,

- 2. SHALL include in the SIP request a MIME SDP badyan SDP offer as specified in subclause 6.1'3D&
offer generation'with the modified capabilities;

- 3. SHALL include an "a=sendrecv" attribute in tHeFSoffer for a media component which is activatgdiia;

- 4. SHOULD include a Resource-Priority header adogrtb rules and procedures of [RFC4412], if thedalocQoE
Profile assigned to the PoC User for the on-goio@ Bession is 'Official Government Use'. If inclddéhe value
of the Resource-Priority header SHALL be equahwlevel of priority assigned to the PoC User,@ecHied in
subclause 5.8Q0E Profile$; and,

- 5. SHALL send the SIP request towards the PoC $ac@rding to rules and procedures of the SIPARC
On receipt of the SIP 200 "OK" response the Po@rtli

- 1. SHALL interact with the User Plane as specifrefOMA-PoC-UP]"Media on and off hold"and,
- 2. SHALL start to use the Media Parameters receivede MIME SDP body.

NOTE: If a SIP 200 "OK" response is not receiveel BoC Client continueS to use the previously aghkéedia
Parameters.

When the SIP/IP Core corresponds to 3GPP/3GPP2thé¢S0C Client SHALL use 3GPP/3GPP2 IMS sessiocharg@sms
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.
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6.1.4.4 User Plane adaptation

This subclause describes the optional proceduetghiih PoC Client SHALL use when initiating Useari®d adaptation
during an ongoing PoC Session.

When initiating User Plane adaptation the PoC Glien

- 1. SHALL generate a SIP UPDATE request or a SIINMITE request as specified in subclause 6.1'&é&neral",

- 2. SHALL include in the SIP request a MIME SDP badyan SDP offer as specified in subclause 6.1'3D&
offer generation'with the modified Media Parameters;

- 3. SHOULD include a Resource-Priority header adogrtb rules and procedures of [RFC4412], if thealdQoE
Profile assigned to the PoC User for the on-goio@ Bession is 'Official Government Use'. If inclddehe value
of the Resource-Priority header SHALL be equahwlevel of priority assigned to the PoC User,@ecHied in
subclause 5.8Q0E Profile$; and,

- 4. SHALL send the SIP request towards the PoC $acedrding to rules and procedures of the SIPARC
On receipt of the SIP 200 "OK" response the Po@rtli

- 1. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"User Plane adaptation“and,
- 2. SHALL start to use the Media Parameters receivede MIME SDP body.

NOTE: If a SIP 200 "OK" response is not receiveel BoC Client continues to use the previously aghéedia
Parameters.

When the SIP/IP Core corresponds to 3GPP/3GPP2théS0C Client SHALL use 3GPP/3GPP2 IMS Session
mechanisms according to rules and procedures d?P3TS 24.229] / [3GPP2 X.S0013.4] with the claafions given in
this subclause.

6.1.4.5 SIP Session refresh

Prior to the expiry of the SIP Session timer th€ Rient:

- 1. SHALL generate either a SIP UPDATE request 8tRire-INVITE request as specified in subclaused611
"General". It is RECOMMENDED that SIP UPDATE request be usedead of a SIP re-INVITE request if
supported by PoC Client and PoC Server;

- 2. SHOULD include the Session-Expires header adngit rules and procedures of [RFC402&eherating
Subsequent Session Refresh Requdsis'/RECOMMENDED that the refresher parametesasto ‘uac'.

- 3. SHALL include option tag 'timer' in the Suppatecader;

- 4. SHALL include in the SIP re-INVITE request a MBVEDP body as an SDP offer as specified in subelaus
6.1.3.1d'SDP offer generation'if SIP re-INVITE request is used;

- 5. SHOULD include a Resource-Priority header adogrtb rules and procedures of [RFC4412], if thedalocQoE
Profile assigned to the PoC User for the on-goio@ Bession is 'Official Government Use'. If inclddehe value
of the Resource-Priority header SHALL be equahwlevel of priority assigned to the PoC User,@ecHied in
subclause 5.8Q0E Profiles; and,

- 6. SHALL send the SIP request towards the PoC $acedrding to rules and procedures of the SIPARC
On receipt of the SIP 200 "OK" response the Po@rtli

- 1. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"User Plane adaptation'if SIP re-INVITE
was used and there are changes in the SDP answ@miparison to the previously received SDP body.

When the SIP/IP Core corresponds to 3GPP/3GPP2thé¢F0C Client SHALL use 3GPP/3GPP2 IMS Sessifrasie
mechanisms according to rules and procedures d?P3TS 24.229] / [3GPP2 X.S0013.4] with the claafions given in
this subclause.

6.1.4.6 Adding and disconnecting from Media Stream

This subclause describes the procedures that tBelRent uses when the PoC Client attempts to auelaMedia Stream to
an existing PoC Session, to connect to a MediaBtthat is used in the PoC Session to disconnaet & Media Stream
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that is currently used by the PoC Client in the B&Ssion, to change the Media-floor Control Emiityding of an used
Media or combination of these.

NOTE 1: To avoid removing the Media Type from &k tParticipants the PoC Client authorized to rembeeMedia
Type can put the Media Stream on hold instead sifadinecting from the Media Stream.

When the PoC User requests to add a Media Strearonnect to a Media Stream or to disconnect frdvtedia Stream, the
PoC Client:

- 1. MAY generate a SIP UPDATE request accordingitesrand procedures of [RFC3311], if the PoC Client
supports the SIP UPDATE request and if

a) the PoC Server performing the Participating Pa@ction has indicated support for the SIP UPDATE
method;

b) the offered Media Streams and the offered Média- Control Entities are used in the PoC Sesbipthe
PoC Client; and,

c) the offered Media-floor Control Entity binding @ach Media Stream used and offered is the sameeak

and SHALL generate a SIP re-INVITE request accgrdarules and procedures of [RFC3261], if the SIP
UPDATE request is not generated;

- 2. SHALL include in the SIP request a MIME SDP badyan SDP offer as specified in subclause 6.1'3D&
offer generation;'

- 3. SHOULD include a Resource-Priority header adogrtb rules and procedures of [RFC4412], if thedaldQoE
Profile assigned to the PoC User for the on-goio@ Bession is 'Official Government Use'. If inclddehe value
of the Resource-Priority header SHALL be equahmlevel of priority assigned to the PoC User,mecHied in
subclause 5.8Q0E Profiles;

- 4. SHALL interact with the User Plane as specifletMA-PoC-UP] 'PoC Client procedures when disconnecting
from a Media Typeif removing a Media-floor Control Entity or if @mging the Media-floor Control Entity
bindings or if disconnecting from an existing Medlige; and,

- 5. SHALL send the SIP request towards the PoC $acedrding to rules and procedures of the SIPARC
On receipt of the SIP 200 "OK" response the Po@rtli

- 1. SHALL interact with User Plane as specified@MA-PoC-UP]"User Plane adaptation'if there is change in
Media Parameters, Media formats or codecs in tbeived SDP answer, compared to those previousbeagsDP;

- 2. SHALL interact with User Plane as specified@MA-PoC-UP]"PoC Client procedures when disconnecting
from a Media Type'if there is a Media Stream, that is currentlydusethe PoC Session, marked as rejected in the
received SDP answer or if the current Media-floontCol Entity binding of a Media used by the Po@61 and
accepted in the received SDP answer is not the aaritethe received SDP answer; and,

- 3. SHALL interact with User Plane as specified@\A-PoC-UP]"PoC Client procedures when connecting to a
Media Type;'if there is a Media Stream accepted in the rexk&DP answer, that is not currently used by the
Participant in the PoC Session or if the currentidédloor Control Entity binding of a Media used the PoC
Client and accepted in the received SDP answestithe same as in the received SDP answer.

NOTE 2: The PoC Client keeps resources for prelyoagreed Media Stream, Media-floor Control Ensti®edia
Parameters and codecs until it receives a SIP fesponse.

When the SIP/IP Core corresponds to 3GPP/3GPP21iMI0C Client SHALL use 3GPP/3GPP2 IMS sessiochian@sms
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

6.1.4.7 Enabling and disabling the Discrete Media T  ransfer Progress Report and the
Final Report

This subclause describes the procedures that tBe0Hent SHALL use when the PoC Client wishes tal#e or disable the
Discrete Media Transfer Final Report, detailed Bite Media Transfer Progress Report, optimized iletedMedia Transfer
Progress Report in the ongoing PoC Session, iPtie Client supports these features.
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When enabling or disabling the Discrete Media TfanBinal Report, detailed Discrete Media Tran$fevgress Report or
optimized Discrete Media Transfer Progress Rejfdtie PoC Client supports these features, the Clht:

- 1. SHALL generate a SIP UPDATE request or a SIINKMITE request as specified in subclause 6.1'Gé&neral’,

- 2. SHALL include in the SIP request a MIME SDP badyan SDP offer as specified in subclause 6.1'3SD&
offer generation'with the modified Media Parameters;

NOTE: The enabling of Discrete Media Transfer FiRaport, detailed Discrete Media Transfer ProgRessort or
optimized Discrete Media Transfer Progress RemorafDiscrete Media is indicated by including MINypes
"application/vnd.oma.poc.final-report+xml", "apm@iton/vnd.oma.poc.detailed-progress-report+xml" or
"application/vnd.oma.poc.optimized-progress-repam# into the "a=accept-types:" SDP attribute o th
Discrete Media.

- 3. SHOULD include a Resource-Priority header adogrtb rules and procedures of [RFC4412], if thedalocQoE
Profile assigned to the PoC User within the on-gdieC Session is 'Official Government Use'. If udgld, the
value of the Resource-Priority header SHALL be étmuéhe level assigned to the PoC User, as sjekifi
subclause 5.8Q0E Profiles$; and,

- 4. SHALL send the SIP request towards the PoC $ac@rding to rules and procedures of the SIPARC
On receipt of the SIP 200 "OK" response the Po@rli

- 1. SHALL interact with the User Plane as specifirefOMA-PoC-UP]"User Plane adaptation“and,
- 2. SHALL start to use the Media Parameters receiiveéde MIME SDP body.

If a SIP 200 "OK" response is not received the Bdi€nt SHALL continue to use the previously agrdéellia Parameters.

When the SIP/IP Core corresponds to 3GPP/3GPP2tiF0C Client SHALL use 3GPP/3GPP2 IMS Session
mechanisms according to rules and procedures d?P3TS 24.229] / [3GPP2 X.S0013.4] with the claafions given in
this subclause.

6.1.4.8 PoC Client modifies the Pre-established Ses sion

This subclause describes the procedures that tBeCHent uses when the PoC Client attempts to iydtig negotiated
Media Streams, codecs, Media formats or Media Petrens of the Pre-established Session without sstsacPoC Session.

When the PoC User requests to modify the Pre-éstedol Session without associated PoC Sessiono@edient:

- 1. SHALL generate a SIP UPDATE request or a SIINKMITE request as specified in subclause 6.1'Gé&neral’,

- 2. SHALL include in the SIP request a MIME SDP badyan SDP offer as specified in subclause 6.1'3D&
offer generation;'

- 3. SHALL include the PoC feature tag '+g.poc.ditareedia’ in the Contact header, if Discrete Meslisuipported
and acceptable to the PoC User in the PoC Sess#balslished using the Pre-established Session;

NOTE 1: If PoC feature tag '+g.poc.discretemedas aiready included in the Contact header in tkeeBtablished
Session and is no longer acceptable to the PoC theePoC Client generates a SIP re-INVITE request
without the PoC feature tag '+g.poc.discretemédlidie Contact header.

- 4. SHOULD include a Resource-Priority header adogrtb rules and procedures of [RFC4412], if th€R&ient
supports 'Official Government Use' QoE Profile #mel PoC User requests that QoE Profile. If includied value
of the Resource-Priority header SHALL be equahwlevel of priority assigned to the PoC User,@ecHied in
subclause 5.8Q0E Profiles;

- 5. SHALL interact with the User Plane as specifleMA-PoC-UP] "PoC Client procedures when disconnecting
from a Media Typeif removing a Media-floor Control Entity or if @mging the Media-floor Control Entity
bindings or if disconnecting from an existing Medlge; and,

- 6. SHALL send the SIP request towards the PoC $ac@rding to rules and procedures of the SIPARC
On receipt of the SIP 200 "OK" response the Po@rTli

- 1. SHALL interact with User Plane as specified@MA-PoC-UP]"User Plane adaptation'if there is change in
Media Parameters, Media formats or codecs in tbeived SDP answer, compared to those previousbeagsDP;
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- 2. SHALL interact with User Plane as specified@MA-PoC-UP]"PoC Client procedures when disconnecting
from a Media Type'if there is a Media Stream, that is currentlydusethe Pre-established Session, marked as
rejected in the received SDP answer or if the ctifedia-floor Control Entity binding of a Mediar8am used by
the PoC Client and accepted in the received SDRexris not the same as in the received SDP ansndr;

- 3. SHALL interact with User Plane as specified@MA-PoC-UP]"PoC Client procedures when connecting to a
Media Type;'if there is a Media Stream accepted in the rexkBDP answer, that is not currently used by the
Participant in the Pre-established Session oifttirrent Media-floor Control Entity binding of agdia Stream
used by the PoC Client and accepted in the rec&afl answer is not the same as in the receivede®BRrer.

NOTE 2: The PoC Client keeps resources for prelyoagreed Media Stream, Media-floor Control Ensti®edia
Parameters and codecs until it receives a SIP @8U fesponse.

When the SIP/IP Core corresponds to 3GPP/3GPP2thé¢S0C Client SHALL use 3GPP/3GPP2 IMS sessiochar@sms
according to rules and procedures of [SGPP TS 24 28GPP2 X.S0013.4] with the clarifications givim this subclause.

6.1.4.9 Negotiating Moderator role
This procedure shall be used when the PoC Clientsita re-negotiate the Moderator role during agoimyg PoC Session.

The PoC Client:

- 1. SHALL generate a SIP UPDATE request or a SIINKMITE request as specified in subclause 6.1'Géneral’,

- 2. SHALL either enable or disable the Moderatoe ra$ specified in subclause E.3.1 "Media Burst ©@bRtrrotocol
MIME registrations"; and,

- 3. SHALL send the SIP request towards the PoC $acerding to rules and procedures of the SIPARC
Upon receipt of a SIP 200 "OK" response to ther8tiest the PoC Client SHALL interact with the [ONPAC-UP]
"Moderated PoC Session Media Burst Coritrol

Upon receiving a SIP final response (with the etioapof the SIP 200 "OK" final response) the Po@@i MAY indicate
towards the PoC Client about the failure.

6.1.5 PoC Client rejoining a PoC Session

6.1.5.1 On-demand Session establishment

Upon receiving a request from a PoC User to regofoC Session the PoC Client:

- 1. SHALL generate an initial SIP INVITE requestspecified in subclause 6.1.3General’;
- 2. SHALL set the Request-URI to the PoC Sessiontitle

- 3. SHALL include an Accept-Contact header with BeeC feature tag '+g.poc.talkburst' along with 'fegj@and
‘explicit' parameters according to rules and pracesl of [RFC3841];

NOTE 1: The handling of any other non-PoC spedédature tags in Accept-Contact headers or Rejeat#ob headers
is specified in the subclause 5.13dhdling of non-PoC specific feature tdgs

NOTE 2: The PoC Session Identity includes the $as8ype uri-parameter indicating the PoC Sessipa 8/g.

"session=prearranged"”, "session=chat" or "sessitme& as defined in E.5.5&ssion Type uri-parameter

- 4. SHALL include a MIME SDP body as an SDP offespscified in subclause 6.1.3"12DP offer generation”;

- 5. SHALL include value 'id' in the Privacy headecarding to rules and procedures of [RFC3325]ndraymity is
requested;
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NOTE 3: If anonymity is not allowed for the PoC @poindicated with the Request-URI of the SIP INVIb&sed on
rules specified in the [OMA-PoC-Document-Mgmt] theC Session will not be allowed by the PoC Server
hosting the PoC Group.

- 6. SHALL include a Priority header set to "crisieat if the PoC User requested PoC Session Coliar@risis
Handling; and,

- 7. SHALL send the SIP INVITE request towards th€Berver according to rules and procedures of IRAFS
Core.
On receiving a SIP 200 "OK" response to the SIPIMNB/request the PoC Client:

- 1. SHALL cache the list of supported SIP methodsdkived in the Allow header;
- 2. SHALL cache the PoC Session ldentity receivetthénContact header;
- 3. MAY notify the Media Burst Control Scheme to #heC User if an indication of a Media Burst Cont8cheme
is received; and,
- 4. SHALL interact with the User Plane as specifirefOMA-PoC-UP]"PoC Client procedures at PoC Session
initialization".
In addition to this, the PoC Client MAY subscrilzethe conference state event package as specifdbiclause 6.1.10
"PoC Client subscription to the conference stateepackagé

On receiving a SIP 403 "Forbidden" response td&tiReINVITE request with the warning text set to218ession already
ended' and containing a URI-List body accordingutes and procedures of [RFC5318] the PoC Client:

- 1. MAY invite the PoC Addresses contained in theURt body to a new Dynamic Ad-hoc PoC Group Sasss
specified in subclause 6.1.3.Bstablishment of an On-demand Sessiirihe PoC Client supports Dynamic PoC
Groups functionality and if the response also idekia MIME body containing Dynamic PoC Group rass
specified in [draft-cbus-event] and Condition Rederation parameters as specified in [draft-cbusigyand if
included do not continue with the rest of the stepsl,

- 2. MAY invite the PoC Addresses contained in thdURt body to a new Ad-hoc PoC Group Session a&sified
in subclause 6.1.3.3 "Establishment of an On-denssssion".

When the SIP/IP Core corresponds to 3GPP/3GPP2téS0C Client SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armedrwes of [3GPP TS 24.229] / [3GPP2 X.S0013.4j thie
clarifications given in this subclause.

6.1.5.2 Pre-established Session

Upon receiving a request from a PoC User to regofoC Session within a Pre-established Sessioh#isebeen established
as specified in subclause 6.1.3.PbC Client initiates a Pre-established Sessjdah& PoC Client:
- 1. SHALL generate a SIP REFER request accordimglés and procedures of [RFC3515];

- 2. SHALL set the Request-URI of the SIP REFER rstjtethe conference URI that identifies the Prtaddished
Session;

- 3. SHALL include the PoC feature tag '+g.poc.dismredia’ in the Contact header, if Discrete Meslisuipported
and acceptable to the PoC User during the PoC@essid if it was included in the Pre-establishedsin;

- 4. SHALL set the Refer-To header of the SIP REF&gfRiest to the PoC Session Identity of the PoC &essibe
re-joined with the Session Type uri-parameter iatiligy the PoC Session type, e.g. "session=preading
"session=chat" or "session=adhoc" as defined inlESession Type uri-parameter"

NOTE: The PoC Session Identity of the PoC Sessidretre-joined may have been received in the TBGRECct
message.

- 5. MAY include the following according to rules aptbcedures of [RFC4488]:
a) the option tag 'norefersub’ in the Require headwl,
b) the value ‘'false' in the Refer-Sub header.

- 6. SHALL include value 'id' in the Privacy headecarding to rules and procedures of [RFC3325pnibnymity is
requested;
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- 7. SHOULD include a Resource-Priority header adogrtb rules and procedures of [RFC4412], if theeQuofile
assigned to the Pre-established Session is 'Ofi@aernment Use' QoE Profile. If included, theueabf the
Resource-Priority header SHALL be equal to thelle¥@riority assigned to the PoC User, as spetifiesubclause
5.8 "QoOE Profiles; the Resource-Priority header is included asadbeof the SIP REFER request as well as a
Refer-to URI parameter; and,

- 9. SHALL send the SIP REFER request towards the S&a@er via SIP/IP Core within the SIP dialog & tPre-
established Session according to rules and proesddrthe SIP/IP Core.

Upon receiving a SIP 2xx response to the SIP REFgRest the PoC Client SHALL interact with the UB&me as
specified in the [OMA-PoC-UPJPoC Client procedures at PoC Session initializatio

Upon receiving a SIP NOTIFY request that is parthef same dialog as the previously sent SIP REEgRest the PoC
Client:

- 1. SHALL handle the request according to rules pmodtedures of [RFC3515] and [RFC3265]; and,

- 2. MAY display information to the PoC User basedlmminformation in the SIP NOTIFY body.

In addition to this, the PoC Client MAY subscriloethe conference state event package as specifiadbclause 6.1.10
"PoC Client subscription to the conference statenéypackage”

When the SIP/IP Core corresponds to 3GPP/3GPP2tiSF0C Client SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 24 28GPP2 X.S0013.4] with the clarifications givim this subclause.

6.1.6 PoC Client leaving a PoC Session

6.1.6.1 Leaving a PoC Session - On-demand Session ¢ ase

When a Participant wants to leave the PoC Seskairhtis been established using On-demand Sesgialisg as specified
in subclause 6.1.3.Establishment of an On-demand Sessionds specified in subclause 6.1.5Qn-demand Session
establishment"the PoC Client:

- 1. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"PoC Client procedures at PoC Session
releasé;

- 2. SHALL generate a SIP BYE request according kesrand procedures of [RFC3261];

- 3. SHALL set the Request-URI to the PoC Sessiontityeof the PoC Session to leave;

- 4. SHALL include value 'id' in the Privacy headecarding to rules and procedures of [RFC3325]ndraymity is
requested;

- 5. SHOULD include a Resource-Priority header adogrtb rules and procedures of [RFC4412], if th€R&ient
is allowed to use the 'Official Government Use' QRrfile and the PoC User requests that QoE Prdfilecluded,
the value of the Resource-Priority header SHALlehaal to the level of priority assigned to the Réger, as
specified in subclause 5.8bE Profiles; and,

- 6. SHALL send a SIP BYE request towards PoC Seaageording to rules and procedures of SIP/IP Core.

Upon receiving a SIP 200 "OK" response to the SYEBequest, the PoC Client SHALL interact with theer Plane as
specified in [OMA-PoC-UPTPoC Client procedures at PoC Session release"

NOTE 1: Depending on the release policy describeslibclause 7.2.1.1®bC Session release polidpis procedure
either removes the release initiator from the Pe€s®n or releases the whole PoC Session.

NOTE 2: If a PoC Client leaves a PoC Session thatHMCS Retrieval, then any EMCS Retrieval medéaciated with
that PoC Client is released. Similarly, this magult in either just the EMCS Retrieval media & thlease
initator being released or all media associatetl ®MCS Retrieval.

When the SIP/IP Core corresponds to 3GPP/3GPP2tiF0C Client SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.
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6.1.6.2 Leaving a PoC Session — Pre-established Ses sion case

Upon receiving a request from a PoC User to leaWe@ Session, the PoC Client:
- 1. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"PoC Client procedures at PoC Session
release;
- 2. SHALL generate a SIP REFER request accordimglés and procedures of [RFC3515];

- 3. SHALL set the Request-URI of the SIP REFER rstjtthe conference URI that identifies the Prtadaished
Session;

- 4. SHALL set the Refer-To header of the SIP REF&gRiest to the PoC Session Identity to leave;

NOTE 1: The PoC Session Identity of the PoC Sedsideave may have been received in the TBCP Cdamessage
or in the SIP NOTIFY request associated with tHe BEFER request.

- 5. MAY include the following according to rules aprbcedures of [RFC4488]:
a) the option tag 'norefersub’ in the Require headwl,
b) the value 'false' in the Refer-Sub header.
- 6. SHALL include the "method" parameter with théuea"'BYE" in the Refer-To header;

- 7. SHALL include value 'id' in the Privacy headecarding to rules and procedures of [RFC3325]ndraymity is
requested;

- 8. SHOULD include a Resource-Priority header adogrtb rules and procedures of [RFC4412], if th€R&ient
is allowed to use the 'Official Government Use' Rrfile and the PoC User requests that QoE Prdfilecluded,
the value of the Resource-Priority header SHALlehaal to the level of priority assigned to the Réser, as
specified in subclause 5.8bE Profiles; the Resource-Priority header is included asabeof the REFER
request as well as a Refer-to URI parameter; and,

- 9. SHALL send the SIP REFER request towards the $&@er via SIP/IP Core within the SIP dialog af fre-
established Session according to rules and proesdidithe SIP/IP Core.
Upon receiving a SIP 2xx response to the SIP REFgRest, the PoC Client:

- 1. SHALL handle it according to rules and procedwE[RFC3515] and [RFC3265]; and,

- 2. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"PoC Client procedures at PoC Session
release’

NOTE 2: If the Media Streams of the Pre-estabtisBession were modified by the PoC Session irotiadr a PoC
Session modification, the PoC Client can initidte Pre-established Session modification in 6.1'Rr8é-
established Session modificatido restore the Media Streams used before thecidgm of the PoC Session
with the Pre-established Session.

Upon receiving an incoming SIP NOTIFY request ikgiart of the same dialog as the previously séAtREFER request
the PoC Client:

- 1. SHALL handle the request according to rules gnodtedures of [RFC3515] and [RFC3265]; and,
- 2. MAY display information to the PoC User basediominformation in the SIP NOTIFY body.

NOTE 3: Depending on the release policy describeslibclause 7.2.1.1®bC Session release polidhis procedure
either removes the release initiator from the Pe€si®n or releases the whole PoC Session.

When the SIP/IP Core corresponds to 3GPP/3GPP2tiF0C Client SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 24 28GPP2 X.S0013.4] with the clarifications givim this subclause.

6.1.7 PoC Client adding PoC User(s) to a PoC Session

Upon receiving a request from the PoC User to amdaoy more PoC Users to an ongoing PoC SessioRaBeClient:
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- 1. SHALL generate an initial SIP REFER requestpesiied in subclause 6.1.3'General"and according to rules
and procedures of [RFC3515], if the SIP REFER retjudll be sent in a new dialog; otherwise geneesafiP
REFER request according to rules and procedurfRFE3515];

- 2. SHALL set the Request-URI of the SIP REFER rstjteethe PoC Session Identity of an ongoing Po3i8a;

- 3. SHALL include an Accept-Contact header with BeeC feature tag '+g.poc.talkburst' along with 'fegj@and
‘explicit' parameters according to rules and pracesl of [RFC3841] if the SIP REFER request willseat in a new
dialog ;

NOTE 1: The handling of any other non-PoC spedédature tags in Accept-Contact headers or Rejeat#ob headers
is specified in the subclause 5.13ahdling of non-PoC specific feature tdgs

NOTE 2: If the ongoing PoC Session is establishedguPre-established Session but is not contralethe same PoC
Server, which hosts the Pre-established SessierRalC Session Identity of the on-going PoC Sedsisn
been received in the MBCP Connect message.

- 4. SHALL perform the following actions, if only ol C User is invited, either

a) set the Refer-To header of the SIP REFER reqo¢ke PoC Address of the Invited PoC User acogrth
rules and procedures of [RFC3515] if the "copyCalfitand the "anonymize" attributes are not used, skip
the next step; or

b) continue to the next step.

NOTE 3: If a PoC User wants to add a PoC User wsimgL URI the PoC Client can convert TEL URI té*SJRI
according to [RFC3261], if needed.

- 5. SHALL perform the following actions:

a) include a Refer-To header with a content-ID URiinting to an URI-list in a body part containiriget
MIME resource-lists body according to rules andcpaures of [RFC5368];

b) include a MIME resource-lists body with the ligtthe PoC Users to be added according to rulds an
procedures of [RFC5368];

c) optionally, for each URI in the list, set thefxyControl" attribute to 'to’, and set the "anorg@iiattribute
to 'true' if the URI is requested to be anonymaub raot to be presented to Invited PoC Users, aguptd
rules and procedures of [RFC5364]; and,

d) include option tag 'multiple-refer' to the Reaguneader according to rules and procedures of §R68].

- 6. SHALL include the following according to rulescaprocedures of [RFC4488], when more than one Be&l is
added:

a) the option tag 'norefersub’ in the Require headwl,
b) the value 'false' in the Refer-Sub header.
- 7. MAY include the following according to rules aptbcedures of [RFC4488], when only one PoC Usadied:
a) the option tag 'norefersub’ in the Require headwl,
b) the value ‘'false' in the Refer-Sub header.

- 8. SHALL include value 'id' in a Privacy header@uting to rules and procedures of [RFC3325], iframoity is
requested;

NOTE 4: If anonymity is not allowed for the PoC @poindicated with the Request-URI of the SIP REFEfRuest
based on rules specified in the [OMA-PoC-Documengii¥] the PoC User(s) will not be added to the PoC
Session by the PoC Server hosting the PoC Group.

- 9. SHALL include in the Refer-To URI a Priv-Answilede header with the value 'Auto’ according toswdad
procedures of [RFC5373] if the PoC User has regdestanual answer override; NOTE 4: The Refer-To tHrI
be a PoC Address or a content-ID URL.

- 10. SHALL include in the Refer-To URI an Answer-Mobeader with the value 'Manual;Require' accorting
rules and procedures of [RFC5373] if the PoC Usearrequested that Manual Answer Mode be requirdtkat
Invited PoC Client;
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- 11. SHOULD include a Resource-Priority header atiogrto rules and procedures of [RFC4412], if t€lient
is using 'Official Government Use' as the Local QurBfile for the on-going PoC Session. If includéd value of
the Resource-Priority header SHALL be equal tdé¢lel of priority assigned to the PoC User, as #igekin
subclause 5.8Q0E Profile$; the Resource-Priority header is included asabeof the REFER request as well as
a Refer-to URI parameter; and,

- 12. SHALL send the SIP REFER request towards th& $erver within the existing dialog from which theC
Session Identity of the ongoing PoC Session waaived in the Contact header of the SIP final respafisuch a
dialog exists, otherwise send the SIP REFER requoestrds the PoC Server using a new SIP dialogrdowpto
rules and procedures of the SIP/IP Core.

NOTE 5: The SIP REFER request is sent using a néwdialogin case of Pre-established Session iPthé Session
Identity is different from Pre-established Sessamntity.

Upon receiving an incoming SIP NOTIFY request flgiart of the same dialog as the previously s#AtREFER request
the PoC Client:

- 1. SHALL handle the request according to rules gnodtedures of [RFC3515] and [RFC3265]; and,

- 2. MAY display information to the PoC User basediwminformation in the SIP NOTIFY body.

NOTE 6: The PoC Server does not send any SIP NOT#gYest if the PoC Client inserted the Refer-Seddier with
value 'false' in the SIP REFER request.

When the SIP/IP Core corresponds with 3GPP/3GPR, the PoC Client SHALL use 3GPP/3GPP2 IMS mechasis
according to rules and procedures of [3GPP TS 24 2BGPP2 X.S0013.4] with the clarifications givim this subclause.

6.1.8 PoC Client sending an Instant Personal Alert

Upon a request from a PoC User to send an InsesbRal Alert with a PoC Address identifying theaiging PoC Client,
the PoC Client:

- 1. SHALL generate a SIP MESSAGE request accordingles and procedures of [RFC3428];

- 2. SHALL include Request-URI with the PoC Addre§she PoC User to be alerted;

- 3. SHALL include the PoC Address of the PoC UseghaAuthenticated Originator's PoC Address asifipddn
subclause 5.2Authenticated Originator's PoC Addréss

- 4. SHALL include an Accept-Contact header with BoeC feature tag, '+g.poc.talkburst' along withures and
‘explicit' parameters according to rules and pracesl of [RFC3841];

NOTE 1: The handling of any other non-PoC spedédature tags in Accept-Contact headers or Rejeat#ob headers
is specified in the subclause 5.13ahdling of non-PoC specific feature tdgs

- 5. SHALL include the User-Agent header to indidiie OMA PoC release version of the PoC Client asifipd in
subclause E.4.1Release version in User-agent and Server hedders

NOTE 2: The value of the content-type is outsidegbope of this specification.

- 6. SHALL send the SIP MESSAGE request towards the erver according to rules and procedures oStR4P
Core.

NOTE 3: Privacy cannot be applied with the InsRetsonal Alert. If anonymity is required by the dieg PoC User
then the Instant Personal Alert should not be dmdause the PoC Server will reject the request.

When the SIP/IP Core corresponds with 3GPP/3GPR, the PoC Client SHALL use 3GPP/3GPP2 IMS mechasis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.
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6.1.9 PoC Client sending a Group Advertisement
Upon a request from a PoC User to send a Groupriisement and if PoC Client supports Group Advertisnt, the PoC
Client:

- 1. SHALL generate a SIP MESSAGE request accordingles and procedures of [RFC3428];

- 2. SHALL include an Accept-Contact header with BeeC feature tag '+g.poc.groupad' along with ‘rexjaind
‘explicit' parameters according to rules and praoceslof [RFC 3841];

NOTE 1: The handling of any other non-PoC spedédature tags in Accept-Contact headers or Rejeat#ob headers
is specified in the subclause 5.13dhdling of non-PoC specific feature tdgs

3. SHALL include PoC specific content in the forfMdME vnd.poc.group-advertisement+xml body as defl in

[OMA-PoC-Document-Mgmt] Group Advertisemerit

- 4. SHALL set the Request-URI according to the Pa@nd selection to a PoC Address of a PoC Us¢o, @PoC
Group ldentity identifying a Chat PoC Group or afarranged PoC Group, or to an Exploder-URI idgimtif a SIP
MESSAGE URI-list service according to rules andoeaures of [RFC5365], if the Exploder-URI is praoeiged for
PoC Client;

- 5. SHALL include the PoC Address of the PoC UsghaAuthenticated Originator's PoC Address asiBpéddn
subclause 5.2Authenticated Originator's PoC Addréss

- 6. SHALL include the User-Agent header to indidiie OMA PoC release version of the PoC Client asifipd in
subclause E.4.1Release version in User-agent and Server hedders

- 7. MAY include media content in one or more MIMEdyaas specified in [RFC2046] with a total size ddoar

less than the maximum size indicated in "INCLUDEIEMA-CONTENT-SIZE". For each included media

content, the PoC Client;

NOTE 2: If "INCLUDED-MEDIA-CONTENT-SIZE" is not preisioned or if "INCLUDED-MEDIA-CONTENT-SIZE"
is provisioned and set to zero a MIME body with adi& Type specified in [RFC2046] can not be inctude

NOTE 3: Privacy cannot be applied with Group Adigemnent. If anonymity is requested by the sendin@ Pser, the
Group Advertisement should not be sent, becausBdfeServer will reject the request.

a) SHALL include a Content-Disposition header aacifed in [RFC2046] with disposition type set to
"render"”, "attachment", "icon" or "alert" dependioig the purpose of the Included Media Content aitidl w
"handling" parameter set to "handling=optional”

NOTE 4: The disposition type "icon" indicates ttia body part contains an image suitable as ardcepresentation
of the Inviting PoC User. The value "alert" indieathat the MIME body contains information, suclaas
audio clip, that should be rendered by the PoCn€liean attempt to alert the PoC User when rengitte
invitation to the PoC Session.

- 8. MAY include text content in the Subject headeSIP MESSAGE request as specified in [RFC326 1 witotal
size equal to or less than the maximum size inelécat "INCLUDED-TEXT-CONTENT-SIZE";

NOTE 5: If "INCLUDED-TEXT-CONTENT-SIZE" is not pragioned or if "INCLUDED-TEXT-CONTENT-SIZE" is
provisioned and set to zero text content as sgekifi [RFC3261] can not be included.

- 9. MAY include a reference to media content in @aib header according to rules and procedureRF(3261];
and,

- 10. SHALL send the SIP MESSAGE request toward$th@ Server according to the procedures of the BlCdre.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechasis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.
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6.1.10 PoC Client subscription to the conference state event package

A PoC Client MAY subscribe to the conference statent package by sending a SIP SUBSCRIBE requexditéin
information of the status of a PoC Session.

When subscribing to the conference state eventgmackhe PoC Client:

- 1. SHALL generate a SIP SUBSCRIBE request and umaSIP-dialog, as specified in subclause 6.1.3.1
"General"and according to rules and procedures of [RFC3268][RFC4575];

2. SHALL set the Request-URI of the SIP SUBSCRIBguest to PoC Session Identity or the PoC Groutitgie
3. SHALL include an Accept-Contact header with BoeC feature tag '+g.poc.talkburst' along with 'fegj@and
‘explicit’ parameters according to rules and pracesl of [RFC3841];

- 4. SHOULD include a Resource-Priority header adogrtb rules and procedures of [RFC4412], if th€R&ient
supports 'Official Government Use QoE Profile amel PoC User requests the priority treatment of3bE Profile.
If included, the value of the Resource-Priority deaSHALL be equal to the level of priority assigrte the PoC
User, as specified in subclause S®E Profiles;

- 5. MAY include a MIME conference-info+xml body agsexified in [RFC3265] with "minimum-conference-gat
request as defined iI®MA-POC-LPIR if the PoC Client subscribes to Limited Partidipg Information; and,

- 6. SHALL send the SIP SUBSCRIBE request toward$”th€ Server using a new SIP dialog, accordinglesru
and procedures of the SIP/IP Core.

The responses to the SIP SUBSCRIBE request SHALhanelled according to rules and procedures of [RB6Band
[RFC4575], and rules and procedures of the SIPARe @ith the clarifications given in this subclause

Upon receiving a SIP 200 "OK" or a SIP 202 "Acceéptesponse to the SIP SUBSCRIBE request the P@EDCI
- 1. SHALL cache the address of the PoC Server reddivthe Contact header.

Upon receiving an incoming SIP NOTIFY request ikgiart of the same SIP dialog as the previousty S&® SUBSCRIBE
request the PoC Client:
- 1. SHALL handle the request according to rules mattedures of [RFC3265] and [RFC4575]; and,

- 2. MAY display the current state information of theC Session or PoC Group to the PoC User bas#teon
information in the SIP NOTIFY request body.

NOTE: The PoC Client which requested privacy cad faut its Anonymous PoC Address in the XML atttébu
"entity" of the XML element "user" with the XML aibute "yourown" equal to “true" as specified inNI@--
IM-TS_Endorsement]Conference Event Packdge

When needed the PoC Client SHALL terminate the aifiitson and indicate it terminated according tlesuand procedures
of [RFC3265].

The contents of the SIP NOTIFY request body is sigelcin subclause 7.2.1.11"&enerating a SIP NOTIFY request”

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechasis
according to rules and procedures of [3GPP TS 24 28GPP2 X.S0013.4] with the clarifications givim this subclause.

6.1.11 PoC Client canceling a PoC Session

6.1.11.1  Canceling a PoC Session - On-demand Sessio n case

When the PoC User wants to cancel the PoC Sessta@tion, when On-demand Session signaling is @sespecified in
subclause 6.1.3.Fstablishment of an On-demand Sessiand when the PoC Client has not yet receiveda 8tP
response for the SIP INVITE request, the PoC CIBHALL cancel the SIP INVITE request acting as UA€zording to
rules and procedures of [RFC3261].

When the SIP/IP Core corresponds with 3GPP/3GPR, the PoC Client SHALL use 3GPP/3GPP2 IMS mechasis
according to rules and procedures of [3GPP TS 24 28GPP2 X.S0013.4] with the clarifications givim this subclause.
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6.1.12 Simultaneous PoC Session control procedures

The PoC Client MAY use Simultaneous PoC Sessiotraloprocedures if Simultaneous PoC Sessions gmeosted by the
Home PoC Network, if the provisioned parameter SIBIESNS specified in Appendix B'he parameters to be provisioned
for PoC serviceis greater than zero.

6.1.12.1 PoC Client setting PoC Session priority

The PoC Client MAY set a PoC Session priority wiiniliéiating a PoC Session with a SIP INVITE requesat any time
later when a valid PoC Session exists with a SIPAFE or SIP re-INVITE request.

When the PoC User wants to set or change the PssidBepriority the PoC Client:

- 1. SHALL generate an a SIP INVITE request, SIPN®AITE request or SIP UPDATE request as specified in
subclause 6.1.3P70C Session initiatidh subclause 6.1.5P0C Client rejoining a PoC Sessloor subclause 6.1.4
"PoC Client PoC Session modificatipn

NOTE 1: The SIP request generation also includeB 8ffer generation as specified in subclause @.4.8DP offer
generatiot.

- 2. SHALL include the PoC Session parameter "pocs_g®ority" into the SIP request MIME SDP body &ach
offered Media-floor Control Entity according to slduse E.3.1IMedia Burst Control Protocol MIME
registration'; and,

NOTE 2: The value of "poc_sess_priority" is the sdor all the Media-floor Control Entities of the® Session.

- 3. SHALL send the SIP request towards the PoC $acedrding to rules and procedures of the SIPARC
On receipt of the SIP 200 "OK" response the Po@rli

- 1. SHALL take account the parameter "poc_sess itylan the SDP answer; and,
- 2. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"Simultaneous PoC Sessions"

NOTE 3: If a SIP 200 "OK" response is not receitteel PoC Client continues to use the previouslyedsetting.

The PoC Client MAY indicate the PoC Session pryagihd PoC Session locking setting in the same &jBest.

When the SIP/IP Core corresponds to 3GPP/3GPP2tiF0C Client SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [SGPP TS 24 28GPP2 X.S0013.4] with the clarifications givim this subclause.

6.1.12.2 PoC Client handling of PoC Session locking

The PoC Client MAY request to lock itself in a pewtar PoC Session while initiating a PoC Sessigh & SIP INVITE
request or at any time later when a valid PoC 8assxists with a SIP UPDATE or a SIP re-INVITE reqtl

When the PoC User wants to set or change PoC $desking state the PoC Client:

- 1. SHALL generate a SIP INVITE request, SIP re-INEIrequest or SIP UPDATE request as specifiedir36.
"PoC Session initiatidh subclause 6.1.370C Client rejoining a PoC Sessloor subclause 6.1.470C Client PoC
Session modificatidn

NOTE 1: The SIP request generation also includeB 8ffer generation as specified in subclause @.4.8DP offer
generatiofi.

- 2. SHALL include the PoC Session locking param@gtec_lock" into the SIP request MIME SDP body fack
offered Media-floor Control Entity according to silduse E.3.1IMedia Burst Control Protocol MIME
registration'; and,

NOTE 2: The value of "poc_lock" is the same forth# Media-floor Control Entities of the PoC Sessio
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- 3. SHALL send the request towards the PoC Senaarding to rules and procedures of the SIP/IP Core.
On receipt of the SIP 200 "OK" response the Po@rli

- 1. SHALL take account the parameter "poc_lock'hi@ EDP answer; and,
- 2. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"Simultaneous PoC Sessions"

NOTE 3: If a SIP 200 "OK" response is not receitleel PoC Client continues to use the previouslyedjsetting.

NOTE 4: The PoC Session locking is automaticallgased when the PoC Session is ended.

The PoC Client MAY indicate PoC Session priorityldoC Session locking setting in the same SIP stque

NOTE 5: If the PoC Client indicates PoC Sessioorjisi and PoC Session locking setting in the saftfer8quest, PoC
Session locking has precedence over PoC Sessimnityvishen those apply.

When the SIP/IP Core corresponds to 3GPP/3GPP2iiF0C Client SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

6.1.13 PoC Client expels Participant(s) from a PoC Session

Upon receiving a request from the PoC User to eagpelor more Participants from an ongoing PoC 8estlie PoC Client:

- 1. SHALL generate an initial SIP REFER requestmesciied in subclause 6.1.3:General"and according to rules
and procedures of [RFC3515], if the SIP REFER retjudl be sent in a new dialog; otherwise genesafiP
REFER request according to rules and procedurfRFE3515];

- 2. SHALL set the Request-URI of the SIP REFER rstjteethe PoC Session Identity of an ongoing Po3i6e;

- 3. SHALL include an Accept-Contact header with BeeC feature tag '+g.poc.talkburst' along with 'fegjand
‘explicit’ parameters according to rules and pracesl of [RFC3841] if the SIP REFER request willseat in a new
dialog;

NOTE 1: If the ongoing PoC Session is establistedguPre-established Session but it is not cortridily the same PoC
Server, which hosts the Pre-established SessierRalC Session Identity of the on-going PoC Sedsisn
been received in the MBCP Connect message.

- 4. SHALL perform the following actions, if only orRarticipant is expelled, either

NOTE 2: This is either a case when another Paditijs expelled from a PoC Session or the initiafothe release
leaves a PoC Session.

a) if the Participant to be expelled is not an amoous one, then set the Refer-To header of thdeREIFER
request to the PoC Address of the expelled Paatntipccording to rules and procedures of [RFC3515],
otherwise set the Refer-To header of the SIP REfegRest to the Anonymous PoC Address of the exgelle
Participant and skip the next step; or
b) continue to the next step.

- 5. SHALL perform the following actions, if not a&Marticipants are expelled:

a) include a Refer-To header with a content-ID URiinting to an URI-list in a body part containiriget
MIME resource-lists body according to rules andcpaures of [RFC5368];

b) include a MIME resource-lists body with the litthe PoC Users to be expelled according to rahebs
procedures of [RFC5368] if the Participant to bpedbed is anonymous then the Anonymous PoC Address
SHALL be used in the MIME resource-lists; and,

¢) include 'multiple-refer' option tag to the Raguneader according to rules and procedures of fRBE].
- 6. SHALL include the "method" parameter with théuea"'BYE" in the Refer-To header;

- 7. SHALL include the following according to rulescaprocedures of [RFC4488], when more than onedizant is
expelled:
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a) the option tag 'norefersub’ in the Require heaudwl,
b) the value ‘'false' in the Refer-Sub header.

- 8. SHOULD include the following according to rulasd procedures of [RFC4488], when only one Paditijs
expelled:

a) the option tag 'norefersub’ in the Require heaudwl,
b) the value ‘'false' in the Refer-Sub header.

- 9. SHOULD include a Resource-Priority header adogrtb rules and procedures of [RFC4412], if th€R&ient
supports 'Official Government Use' QoE Profile #mel PoC User requests that QoE Profile. If includied value
of the Resource-Priority header SHALL be equahwlevel of priority assigned to the PoC User adicay to their
subscription, as specified in subclause R8E Profile$; the Resource-Priority header is included asabe of
the SIP REFER request as well as a Refer-to uarpeter; and,

- 10. SHALL include value 'id' in a Privacy headec@ding to rules and procedures of [RFC3325], draymity is
requested; and,

NOTE 3: If anonymity is not allowed for the PoC @poindicated with the Request-URI of the SIP REFERuIest
based on rules specified in the [OMA-PoC-Documengii¥] the expelling will be rejected by the PoC Serv
hosting the PoC Group.

- 11. SHALL send the SIP REFER request towards tl& $erver within the existing dialog from which theC
Session Identity of the ongoing PoC Session waaived in the Contact header of the SIP final respafisuch a
dialog exists, otherwise send the SIP REFER requoestrds the PoC Server using a new SIP dialogrdowpto
rules and procedures of the SIP/IP Core.

NOTE 4: If a PoC User wants to expel another Fpditt from the PoC Session, the PoC Client usedJ®Pwhen
sending a SIP request. In that case the expell@y®ient can convert TEL URI to SIP URI accordiog
[RFC3261], if needed.

Upon receiving an incoming SIP NOTIFY request flgitart of the same dialog as the previously s#AtREFER request
the PoC Client:

- 1. SHALL handle the request according to rules gnodtedures of [RFC3515] and [RFC3265]; and,
- 2. MAY display information to the PoC User basedlmminformation in the SIP NOTIFY body.

NOTE 5: The PoC Server does not send any SIP NOT#gYest if the PoC Client inserted the Refer-Seddier with
value 'false' in the SIP REFER request.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechasis
according to rules and procedures of [SGPP TS 24 28GPP2 X.S0013.4] with the clarifications givim this subclause.

6.1.14 PoC Dispatcher transferring the PoC Dispatcher role

Upon receiving a request from the Active PoC Dispat of a Dispatch PoC Session to transfer thedbisigr role to
another PoC User, the PoC Client:

- 1. SHALL, if the SIP REFER request will be senainew dialog, generate an initial SIP REFER reqagst
specified in subclause 6.1.3General"and according to rules and procedures of [RFC35it&Erwise generate a
SIP REFER request according to rules and proceadiféd-C3515];

- 2. SHALL set the Request-URI of the SIP REFER rstjtethe PoC Session Identity of the ongoing Didp&oC
Session;
- 3. SHALL include an Accept-Contact header with BeeC feature tag '+g.poc.talkburst' along with 'fegj@and

‘explicit' parameters according to rules and pracesl of [RFC3841] if the SIP REFER request willseat in a new
dialog;

NOTE 1: If the on-going PoC Session is establighsdg Pre-established Session but it is not cdetidly the same
PoC Server, which hosts the Pre-established SeshimPoC Session Identity of the on-going PoCiSedsas
been received in the MBCP Connect message.
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- 4. SHALL, if the PoC Dispatcher role is to be tri@mged to an individual PoC Dispatcher, set theeR&o header
of the SIP REFER request to the PoC Address ofrtyited PoC User according to rules and procedafes
[RFC3515];

- 5. SHALL, if the PoC Dispatcher role is to be tri@mged to any available PoC Dispatcher of the Didp&oC
Group, set the Refer-To header of the SIP REFERestdo the PoC Group Identity identifying the Risgh PoC
Group, according to rules and procedures of [RFGB51

- 6. SHALL include the following according to rulescaprocedures of [RFC4488]:
a) the option tag 'norefersub’ in the Require headwl,
b) the value 'false' in the Refer-Sub header.

- 7. SHALL include in the Refer-To URI an Answer-Mokleader with the value 'Manual;Require' accordingites
and procedures of [RFC5373];

NOTE 2: If a PoC User wants to use a TEL URI whandferring the PoC Dispatcher role to another Be€r the PoC
Client can convert TEL URI to SIP URI accordingRIFC3261].

- 8. SHALL include in the Refer-To URI an Accept-Cacit header with the PoC Dispatcher feature tag
'+g.poc.dispatcher’ along with 'require’ and 'eiplparameters according to rules and procedurfRFC3841];

NOTE 3: The handling of any other non-PoC spedédature tags in Accept-Contact headers or Rejeotd®b headers
is specified in the subclause 5.13 "Handling of-Ra@rC specific feature tags".

- 9. SHOULD include a Resource-Priority header adogrtb rules and procedures of [RFC4412], if th€R&ient
supports 'Official Government Use' QoE Profile &mel PoC User requests that QoE Profile. If includied value
of the Resource-Priority header SHALL be equahwlevel of priority assigned to the PoC User adicay to their
subscription, as specified in subclause R8E Profile$; the Resource-Priority header is included asaabe of
the SIP REFER request as well as a Refer-to uarpeter; and,

- 10. SHALL send the SIP REFER request towards th& $erver within the existing dialog from which theC
Session Identity of the ongoing PoC Session weaived in the Contact header of the SIP final respafisuch a
dialog exists, otherwise send the SIP REFER requoestrds the PoC Server using a new SIP dialogrdowpto
rules and procedures of the SIP/IP Core.

Upon receiving an incoming SIP NOTIFY request fhgitart of the same dialog as the previously s#AtREFER request
the PoC Client:
- 1. SHALL handle the request according to rules pnodtedures of [RFC3515] and [RFC3265]; and,

- 2. SHALL display transfer success or fail infornoatito the PoC Dispatch User based on the informatidghe SIP
NOTIFY request body.

NOTE 4: After successfully transferring the PoCpaitcher role, the former PoC Dispatcher participatea PoC Fleet
Member in the ongoing Dispatch PoC Session andezare the Dispatch PoC Session without causing the
release of the Dispatch PoC Session.

NOTE 5: After successfully transferring the PoCpaicher role for a Dispatch PoC Session with a &@dpPoC Group,
the PoC Client is supposed automatically to trartsie PoC Dispatcher role to the same PoC Usaalfftine
remaining Dispatch PoC Sessions associated wittDispatch PoC Group.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechasis
according to rules and procedures of [3GPP TS 24 28GPP2 X.S0013.4] with the clarifications givim this subclause.

6.1.15 PoC Client sending a Discrete Media as a SIP MESSAGE

Upon a request from a PoC User to send a Discrettidvand when the SIP MESSAGE request is usedRdleClient:

- 1. SHALL generate a SIP MESSAGE request as spddififOMA_IM_TS_Endorsement]Sending SIP
MESSAGE for Pager Motte
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- 2. SHALL include an Accept-Contact header with BreeC feature tag, '+g.poc.discretemedia’ accordimgles and
procedures of [RFC3841], if to be sent outsideSHe dialog used for the PoC Session; and,

- 3. SHALL send the SIP MESSAGE request towards the Berver according to rules and procedures cStR4P
Core.

NOTE 1: The SIP MESSAGE request is sent insideettigting SIP dialog to Participants of the PoC Bessf SIP
MESSAGE request is to be routed to the PoC Box.

NOTE 2: If a SIP MESSAGE request is sent insideetkisting SIP dialog, it may block for some time tieceiving PoC
Client from receiving SIP signalling in the sam® Slialog e.g. PoC Session modification or PoC $assi
release.

NOTE 3: Responses for the SIP MESSAGE requesteseritbed in [OMA_IM_TS_Endorsement].

When the SIP/IP Core corresponds with 3GPP/3GPR, the PoC Client SHALL use 3GPP/3GPP2 IMS mechais
according to rules and procedures of [3GPP TS 24 2BGPP2 X.S0013.4] with the clarifications givim this subclause.

6.1.16 PoC Client releases a PoC Session

6.1.16.1 Releasing a PoC Session — On-demand Sessio n case

When the Participant wants to release the PoC @etisat has been established using On-demand Besgitaling as
specified in subclause 6.1.3Bstablishment of an On-demand Sessimnas specified in subclause 6.1.50n-demand
Session establishmenthe PoC Client:

- 1. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"PoC Client procedures at PoC Session
releasé;

- 2. SHALL generate a SIP BYE request according kesrand procedures of [RFC3261];

- 3. SHALL set the Request-URI to the PoC Sessiontigeof the PoC Session to leave;

- 4. SHALL include value 'id' in the Privacy headecarding to rules and procedures of [RFC3325]ndraymity is
requested;

- 5. SHOULD include a Resource-Priority header adogrtb rules and procedures of [RFC4412], if th€R&ient
is allowed to use the 'Official Government Use' Qurifile and the PoC User requests that QoE Prdfilecluded,
the value of the Resource-Priority header SHALlehaal to the level of priority assigned to the Réger, as
specified in subclause 5.8bE Profiles; and,

- 6. SHALL send a SIP BYE request towards PoC Seageording to rules and procedures of SIP/IP Core.

Upon receiving a SIP 200 "OK" response to the SYEBequest, the PoC Client SHALL interact with thser Plane as
specified in [OMA-PoC-UPTPoC Client procedures at PoC Session release"

When the SIP/IP Core corresponds to 3GPP/3GPP2tiSF0C Client SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

6.1.16.2 Releasing a PoC Session — Pre-established  Session case

Upon receiving a request from a PoC User to relad®eC Session, the PoC Client:

- 1. SHALL interact with the User Plane as specifirefOMA-PoC-UP]"PoC Client procedures at PoC Session
release'for releasing the granted permission to talk orcfamcelling the queued Talk Burst Request;
2. SHALL generate a SIP REFER request accordimglés and procedures of [RFC3515];

3. SHALL set the Request-URI of the SIP REFER rstjtthe conference URI that identifies the Praddished
Session;

4. SHALL set the Refer-To header of the SIP REF&fRiest to the PoC Session Identity to leave;
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NOTE 1: The PoC Session Identity of the PoC Sedsideave may have been received in the TBCP Cdamessage
or in the SIP NOTIFY request associated with tHeé BEFER request.

- 5. MAY include the following according to rules aptbcedures of [RFC4488]:
a) the option tag 'norefersub’ in the Require headwl,
b) the value 'false' in the Refer-Sub header.
6. SHALL include the "method" parameter with théuwa"BYE" in the Refer-To header;

7. SHALL include value 'id' in the Privacy headecarding to rules and procedures of [RFC3325]ndraymity is
requested;

- 8. SHOULD include a Resource-Priority header adogrtb rules and procedures of [RFC4412], if th€R&ient
is allowed to use the 'Official Government Use' Rrifile and the PoC User requests that QoE Prdfilecluded,
the value of the Resource-Priority header SHALlehaal to the level of priority assigned to the Réger, as
specified in subclause 5.8bE Profiles; the Resource-Priority header is included asadbeof the REFER
request as well as a Refer-to URI parameter; and,

- 9. SHALL send the SIP REFER request towards the $&@er within the existing dialog from which thed®
Session Identity of the ongoing PoC Session waaived in the Contact header of the SIP final respafisuch a
dialog exists, otherwise send the SIP REFER reqoestrds the PoC Server using a new SIP dialogoerding to
rules and procedures of the SIP/IP Core.

Upon receiving a SIP 2xx response to the SIP REFgRest, the PoC Client :

- 1. SHALL handle it according to rules and procedwE[RFC3515] and [RFC3265]; and,

- 2. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"PoC Client procedures at PoC Session
release’

NOTE 2: If the Media Streams of the Pre-estabtisBession were modified by the PoC Session irotiadr a PoC
Session modification, the PoC Client can initidte Pre-established Session modification as spddifie
6.1.4.8 Pre-established Session modificatioa restore the Media Streams used before thecidsm of the
PoC Session with the Pre-established Session.

Upon receiving an incoming SIP NOTIFY request flgitart of the same dialog as the previously s#AtREFER request
the PoC Client:

- 1. SHALL handle the request according to rules pmodtedures of [RFC3515] and [RFC3265]; and,

- 2. MAY display information to the PoC User basedtwminformation in the SIP NOTIFY request body.

When the SIP/IP Core corresponds to 3GPP/3GPP2tiSF0C Client SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 24 2BGPP2 X.S0013.4] with the clarifications givim this subclause.

6.1.17 PoC Client sending an FDCFO Proceed SIP MESSAGE

Upon a request from a PoC User to send an FDCFE@eRdomessage to all Participants in the PoC Sessjgporting
FDCFO Proceed, the PoC Client:

- 1. SHALL generate a SIP MESSAGE request accoraingles and procedures of [RFC3428];

- 2. SHALL include the Privacy header with the valigg if privacy is requested,;

- 3. SHALL include a list of full duplex voice calddresses in the form of Content-Type
application/vnd.poc.fdcfo+xml body as specifiedhr subclause E.1.FDCFO Proceed Documeéhtand,

- 4. SHALL send the SIP MESSAGE request towards the Berver inside the SIP dialog used for the Pos3iSe
according to rules and procedures of the SIP/IReCor

NOTE 1: After the PoC Client receives the SIP 2ralfresponse, the full duplex voice client coll@zhwith the PoC
Client initiates the full duplex voice call to onéthe full duplex voice call addresses.

After receiving the SIP 2xx final response to thie SIESSAGE request, the PoC Client:
- 1. SHOULD release the PoC Session as specifieghidause 6.1.6PoC Client leaving a PoC Sessipor,
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- 2. SHOULD remove the PoC Speech from the PoC Sessigpecified in subclause 6.1.441ing and
disconnecting from Mediaf other Media Types than PoC Speech are uséaeiiPoC Session.

NOTE 2: The timing of the PoC Session release hedPbC Session modification is not specified iridlethe PoC
Session release or the PoC Session modificatiobegostponed until after the full duplex voicesnti
collocated with the PoC Client successfully esdids the full duplex voice call

Upon a request from a PoC User to send an FDCFEeBdomessage to a subset of the Participants iraGeSession
supporting FDCFO Proceed, the PoC Client:

- 1. SHALL generate an initial SIP REFER requestpesiied in subclause 6.1.3'General"and according to rules
and procedures of [RFC3515], if the SIP REFER retjudll be sent in a new dialog; otherwise geneesaiP
REFER request according to rules and procedurfRFRE3515];

- 2. SHALL set the Request-URI of the SIP REFER rstjteethe PoC Session Identity of an ongoing Po3i6a;

NOTE 3: If the ongoing PoC Session is establishedguPre-established Session but is not contrdliethe same PoC
Server, which hosts the Pre-established SessierRalC Session Identity of the on-going PoC Sedsisn
been received in the MBCP Connect message.

- 3. SHALL perform the following actions, if the Pd@ser only wants to send the FDCFO Proceed meseagsyt
one Participant in the PoC Session:

a) set the Refer-To header of the SIP REFER reduiRkbf the target Participant according to ruled a
procedures of [RFC3515];

- 4. SHALL perform the following actions, if the Pdgser wants to send the FDCFO Proceed message &otheor
one Participant (but still not all Participants)ire PoC Session:

a) include a Refer-To header with a content-ID Uiinting to an URI-list in a body part containirget
MIME resource-lists body according to rules andcpaures of [RFC5368];

b) include a MIME resource-lists body with the lidttarget Participant receiving the FDCFO Prociecie
added according to rules and procedures of [RF(5368

c¢) include option tag 'multiple-refer' to the Raguieader according to rules and procedures of 3BE];
d) the option tag 'norefersub’ in the Require heatte,
e) the value ‘'false' in the Refer-Sub header.

NOTE 4: The URI of a target Participant in stegn® 4 above can be the anonymous identity or the Aifess
received in Participant Information.

- 5. MAY include the following according to rules apbcedures of [RFC4488], when only one PoC Usadied:
a) the option tag 'norefersub’ in the Require heaudwl,
b) the value ‘'false' in the Refer-Sub header.

6. SHALL include the "method" parameter with théwea"MESSAGE" in the Refer-To header;

7. SHALL include a list of full duplex voice calddresses in the form of Content-Type
application/vnd.poc.fdcfo+xml body as specifiedhie subclause E.1.FDCFO Proceed Documeht

8. SHALL include value 'id' in a Privacy header@uiing to rules and procedures of [RFC3325], iframoity is
requested;

NOTE 5: If anonymity is not allowed for the PoC @poindicated with the Request-URI of the SIP REFEfRuest
based on rules specified in the [OMA-PoC-Documengtii¥] the PoC Server hosting the PoC Group will not
send the FDCFO Proceed message;

- 9. SHALL send the SIP REFER request towards the $&@er within the existing dialog from which the®
Session Identity of the ongoing PoC Session weaived in the Contact header of the SIP final respafisuch a
dialog exists, otherwise send the SIP REFER redoestrds the PoC Server using a new SIP dialogrdiowpto
rules and procedures of the SIP/IP Core.
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NOTE 6: The SIP REFER request is sent using a néwlialog in case of Pre-established Session iPth@ Session
Identity is different from Pre-established Sessamntity.

Upon receiving an incoming SIP NOTIFY request ikgiart of the same dialog as the previously s€AtREFER request
the PoC Client:

- 1. SHALL handle the request according to rules @matedures of [RFC3515] and [RFC3265]; and,

- 2. MAY display information to the PoC User basedlmminformation in the SIP NOTIFY body.

NOTE 7: The PoC Server does not send any SIP NOTé#gYest if the PoC Client inserted the Refer-Seddler with
value ‘'false' in the SIP REFER request.

When the SIP/IP Core corresponds with 3GPP/3GPR, the PoC Client SHALL use 3GPP/3GPP2 IMS mechais
according to rules and procedures of [TS24.228{zHP2 X.S0013.4] with the clarifications given linstsubclause.

6.1.18 PoC Session Control for Crisis Handling
6.1.18.1 Initiating PoC Session Control for Crisis Handling

Upon a request from a PoC User to initiate PoCiSes3ontrol for Crisis Handling during an ongoing@®Session a PoC
Client supporting PoC Session Control for Crisisélang:

- 1. SHALL generate a SIP INFO request accordingitesrand procedures of [RFC2976];

- 2. SHALL include a Priority header set to "crisieat’ in the request as specified in [RFC3261]; and,

- 3. SHALL send the SIP INFO request according teswnd procedures of SIP/IP Core.

NOTE: The initialization of PoC Session Control forisis Handling at the same time as a PoC Clidtiates, joins or
re-joins a PoC Session is described in the subeléiis3.3.1 PoC Client initiatesan Ad-hoc PoC Group
Session, a 1-1 PoC Sessioh.1.3.3.2 PoC Client initiates a Pre-arranged poC Group Sessir joins a
ChatPoC Group Sessiband in the subclause 6.1.5Qr-demand Session establishrient

When the SIP/IP Core corresponds with 3GPP/3GPR, the PoC Client SHALL use 3GPP/3GPP2 IMS mechasis
according to rules and procedures of [TS24.228{zHP2 X.S0013.4] with the clarifications givenlinstsubclause.

6.1.19 PoC Client sending an EMCS Retrieval SIP MESSAGE

Upon a request from a PoC User to send EMCS Ratrieessage as specified in subclause SEMNSCS Retrievdlto
Participants in a PoC Session supporting EMCS &ettjthe PoC Client:

JH:is it 5.147?

- 1. SHALL generate a SIP MESSAGE request accoraingles and procedures of [RFC3428];
- 2. SHALL set the Request-URI to the PoC Sessiontite
- 2. SHALL include the Privacy header with the valigg if privacy is requested,;

- 3. SHALL include an Accept-Contact header with BeeC feature tag, '+g.poc.discretemedia’ accordimgles and
procedures of [RFC3841]; and,

- 4. SHALL include a MIME body with a Disposition rar with the value "relay” as specified in subctaHs7.1
"Relay Value and EMCS-RF Paraméter

- 5. SHALL include an Accept header with "messageewl-body"; and,
- 6. SHALL send the SIP MESSAGE request towards the Berver inside the SIP dialog used for the Pos3iSe
according to rules and procedures of the SIP/IReCor

After receiving the SIP 2xx final response to thie BIESSAGE request, the PoC Client MAY indicate &oals the PoC
User about a successful result.
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After receiving a SIP final response other thanRaZxx final response, the PoC Client MAY indicadgvards the PoC User
about the unsuccessful result.

When the SIP/IP Core corresponds with 3GPP/3GPR, the PoC Client SHALL use 3GPP/3GPP2 IMS mechasis
according to rules and procedures of [TS24.223{zHP2 X.S0013.4] with the clarifications given linstsubclause.

6.2 PoC Client termination procedures

6.2.1 PoC Client invited to a PoC Session
6.2.1.1 General

NOTE 1: This subclause provides common procedunesther subclauses and is not meant to be appfikxts
referenced.

Upon receiving a SIP re-INVITE request within afesablished Session without associated PoC Sessigpon receiving
an initial SIP INVITE request, the PoC Client:

- 1. MAY reject the SIP INVITE request or the SIPINVITE request within a Pre-established Sessiom it
appropriate reject code as specified in [RFC3264.] e

a) when the PoC Client is occupied in another Pessi®n and can not handle Simultaneous PoC Sessons
specified in 6.2.7 Simultaneous PoC Sessions control procedym@s

b) when the PoC Client is occupied in a CS call; or
¢) when the PoC Client determines that there ienotigh resources to handle the PoC Session; or,
d) any other reason outside the scope of this fpatbn.

NOTE 2: The decision to reject a SIP INVITE requesa PoC Session can e.g. be based on procedtresdn the PoC
Client and the PoC User outside the scope of gesification.

- 2. SHALL reject the initial SIP INVITE request withSIP 403 "Forbidden" response if either of tHo¥ang
conditions are true:

a) the incoming SIP INVITE request contained a fmswer-Mode header with the value 'Auto’ as spedif
in [RFC5373] and the PoC Client does not supporiuabanswer override;

b) the incoming SIP INVITE request contained anwasMode header with the value 'Manual;Require' as
specified in [RFC5373] and the PoC Client doessnpport Manual Answer Mode;

NOTE 3: A SIP re-INVITE request cannot include amsiver-Mode header as specified in [RFC5373] so Mbanu
Answer is implied when a SIP re-INVITE requestaseived within the existing SIP dialog of the Pre-
established Session.

3. SHALL cache the list of supported SIP methodsdkived in the Allow header;

4. SHALL cache as the PoC Session Identity theesurif the Contact header;

- 5. MAY display to the PoC User the PoC Addresshefihiviting PoC User but SHALL NOT display it ifiRacy
header includes value 'id;

- 6. MAY render to the PoC User the identities which indicated to be shown and the total numbenohgmous
PoC Users invited to the Ad-hoc PoC Group Sessionlal PoC Session, if indicated in the MIME resedlists
body in the request;

- 7. MAY display Session Type information to the Pd€er based on the information received in the $asBype
uri-parameter in the Contact header;

- 8. MAY notify the Media Burst Control Scheme to theC User if received the indication of Media Busintrol
Scheme;
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9. MAY check if a Resource-Priority header is ir#d in the incoming SIP INVITE request and can quanf
further actions associated with the SIP/IP Core/rrkss Network outside the scope of this Spedifinao act
upon an included Resource-Priority header, if €4dfiGovernment Use' QoE Profile is supported;

10. SHOULD render the media content received in EIbbdies to the PoC User if Included Media Conieat
request is supported and the Media Type is suppbrtehe PoC Client and if the dispostion typetaf Content-

Disposition header is set to "render", "alert" imoh";

NOTE 4: The disposition type "icon" indicates ttia body part contains an image suitable as andcepresentation

of the Inviting PoC User. The value "alert" indiestthat the MIME body contains information, suclaas
audio clip, that should be rendered by the PoCn€liean attempt to alert the PoC User when rengithe
invitation to the PoC Session.

11. SHOULD cache the media content received in MIdddies if Included Media Content in a requesuigm®rted
and if the associated disposition type of the QurBEsposition header is set to "attachment”; and,

12. SHOULD render the text content in Subject he&léhe PoC User if text is included in the Subjesader and
if Text Content is supported by the PoC Client,

When generating SIP provisional responses othertti&a SIP 100 "Trying" or SIP 2xx final responseshie received initial
SIP request or the SIP re-INVITE request withinre-Bstablished Session the PoC Client:

1. SHALL generate SIP responses according to andsprocedures of [RFC3261];

NOTE 5: The use of the option tag 'preconditioa'specified in [RFC3312], and the option tag '100as specified in

[RFC3262], is not defined for the POC-1 referencimp

2. SHALL include Server header to indicate the OM@C release version of the PoC Client as spedified
subclause E.4.1Release version in User-agent and Server hedders

3. SHALL include the option tag 'timer' in a Reguireader;

4. SHOULD include an Allow header with the SIP nuath supported in this SIP dialog according to raled
procedures of [RFC3261];

5. SHALL include value 'id' in a Privacy header@tling to rules and procedures specified in [RFG332
anonymity is requested by the Invited PoC User;

6. SHALL include the Session-Expires header in3He 200 "OK" response to the initial SIP INVITE tegt or the
SIP re-INVITE request within a Pre-established Besand start the SIP Session timer accordinglesrand
procedures specified in [RFC4028UAS Behavior"The "refresher” parameter in the Session-Expiresiée
SHALL be set to 'uas'.

7. SHALL include the PoC Address of the PoC UsehasAuthenticated Originator's PoC Address asipédn
subclause 5.2Authenticated Originator's PoC Addrés# not provided automatically by SIP/IP Core;

8. SHALL include the PoC feature tag '+g.poc.taligiin the Contact header;

9. SHALL include the PoC feature tag '+g.poc.fdafiche Contact header if the FDCFO Proceed feasure
supported;

10. SHALL include the PoC feature tag '+g.poc.disamedia’ in the Contact header of the SIP 200 "@Kponse,
if Discrete Media is supported and acceptable éod®0C User during the PoC Session;

11. MAY include a Nick Name and, if included, SHAIbe included as specified in subclause Bl&R Naméin
the SIP 200 "OK" response to the initial SIP INVITéfuest;

12. SHALL include an Accept-Language header inSHe 2xx final response to indicate the languadeetased by
the PoC Server for the texts sent to the PoC Clighe PoC Client wishes to get the texts in ajlaage different
than default; and,

13. SHALL include the Moderator feature tag '+g.poaderator’ in the Contact header of the SIP 200" O
response if the PoC Client supports Moderated Rex3i8n Media Burst Control and if the PoC Userdrasbled
this capability and if the SIP INVITE request indkd the Moderator feature tag '+g.poc.moderatatude the
Moderator feature tag '+g.poc.moderator' in thet@cdrheader of the SIP 200 "OK" response.

When NAT traversal is supported by the PoC Cliert when the PoC Client is behind NAT generatio®ibf responses is
done as specified in this subclause and as spe:aifisip-outbound].
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When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechasis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

6.2.1.1a SDP answer generation

When PoC Client receives an initial SDP offer fd?@C Session, the PoC Client SHALL accept or regach Media Stream
according to rules and procedures of [RFC3264].

When PoC Client receives an SDP offer, which rem@/®ledia Stream from the existing PoC SessiorRd Client
SHALL accept each Media Stream removal in the SB¥%var according to rules and procedures of [RFCB286% PoC
Client SHOULD accept PoC Speech, if offered inBlo€C Group Session SDP offer.

NOTE 1: If an offered Media Type is not acceptethie Automatic Answer Mode, the PoC Server perfognthe
Controlling PoC Function can still accept the Me@ige to the Inviting PoC Client which can poteliyia
result in Media loss.

When PoC Client receives an SDP offer, which oféetding new Media Stream in the existing PoC Sassie PoC Client
SHALL accept or reject each new Media Stream adogrth rules and procedures of [RFC3264].

When the PoC Client receives an SDP offer for stieg Media based EMCS Retrieval, the PoC Client SHA

- 1. Extract the RTSP URI from the 'a’ line accordim@\nnex 3.4.2"4’ line SDP for Conveying an RTSP URI to
PoC Clients to which the logically co-resident RTSP Clienttbé PoC Client SHALL originate an RTSP session;

- 2. Extract destination TCP port information thaa thgically co-resident RTSP Client SHALL use faEH/RTSP,
or TCP/TLS/RTSP, if the PoC Server requests thisnfthe 'm' line according to Annex 320" line SDP for
Conveying RTSP-based Transport Protocol to PoCn®igand,

- 3. Select a source TCP port for TCP/RTSP, or TCB/RISP if the PoC Server requests this, to be imsdtie
RTSP connection to the PoC Server that the logicaliresident RTSP Client SHALL use and includhie SDP
answer to the PoC Server.

NOTE 2: The PoC Server uses [RFC4145] to forceéPit@ Client to originate the TCP/RTSP or TCP/TLSERT
connection. An example of the use of [RFC4145] Andex 3.4 SDP can be found Annex F.23. R&{uest
to retrieve Streaming Media from an EMCS duringoagoing PoC Sessitn Such TCP/RTSP establishment
exactly follows TCP/MSRP establishment of this sfetion, as well.

When composing an SDP answer according to ruleperabdures of [RFC3264] and [RFC4566] the PoCrtlie

- 1. SHALL set the IP address of the PoC Client fmrteaccepted Media Stream and for each acceptethedr
Control Entity;

NOTE 3: If the PoC Client is behind NAT the IP aglsl and port can be a different IP address andtgortthe one of
the PoC Client depending on NAT traversal methastiusy SIP/IP Core.

- 2. SHALL include the media-level section for eachepted Media from the SDP offer consisting of:
a) the port number for Media Stream selected asifggkin [OMA-PoC-UP] 'Port numberg

b) the codec(s) and Media Parameters acceptatitee®oC Client for the PoC Service selected fromséhin
the SDP offer contained in the incoming SIP INVIfgguest or the SIP re-INVITE request within a Pre-
established Session;

NOTE 4: The Media Parameters of the Discrete Madtedefined in [OMA_IM_TS_Endorsement].

c) the "a=label" attribute with a unique value pedfied in [RFC4574], if the Media Stream is todmmnected
to a Media-floor Control Entity and except whenyRbC Speech with Talk Burst Control Protocol as
specified in [OMA-POC-1-UP] is accepted;
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NOTE 5:

d) the IP address of the PoC Client and port nurtdobe used for RTCP selected as specified in [ORMS-
UP] "Port number according to rules and procedures of [RFC36i0%he Media Stream uses the RTCP
protocol and other than the default IP addresodrmumber specified by the [RFC3550] is to be used

e) under the media level definition of MSRP, addateaccept-types:" SDP attribute MIME Types
"application/vnd.oma.poc.final-report+xml", "apgiton/vnd.oma.poc.detailed-progress-report+xml" and
"application/vnd.oma.poc.optimized-progress-repariit if included in the received SDP offer and if

supported by the PoC Client;
f) indication of the manner of Simultaneous Mediee&m as specified in E.3DP Extensiorisf supported,;

Includes an "a=sendonly" attribute for edim component if the Media Stream is placed od hslspecified in
6.1.4.2 PoC Client placing media on hdld

g) include the "a=setup:active" attribute and thecbnnection:new" attribute according to rules and
procedures of [RFC4145] if a "a=setup:passive"asrsktup:actpass” attribute was received in the &P
and if the PoC Client will establish a new TCP oaction for this PoC Session, if the PoC Client sufsp
NAT traversal according to [RFC4145] and;

h) include the "a=setup: active" attribute and"#dreconnection:existing" attribute according to suéand
procedures of [RFC4145] if a "a=setup:passive"asrsktup:actpass” attribute was received in the &P
and if the PoC Client will use an existing TCP cection for this PoC Session, if the PoC Client sufsp
NAT traversal according to [RFC4145].

- 3. SHALL include for any Media-floor Control Entjtthat is offered in the SDP offer and acceptetthénSDP
answer, the media-level section of each offeredid#dor Control Entity consisting of:

a) the format list field for the Media-floor Contientity is set to "TBCP";

b) the Media-floor Control Entity parameters sedelcirom those in the SDP offer contained in the SIP
INVITE request or the SIP re-INVITE request witlarPre-established Session, including theTBCP MIME
parameter "multimedia” with the appropriated vadsespecified in E.3SDP Extensiorisf MBCP is used;

c) the port number for Media-floor Control Entitylscted as specified in [OMA-PoC-URdrt numbers
and,

d) the "a=floorid:0 mstrm" attribute with value{gferencing the Media Stream as specified in [REB345
intended to be connected the Media-floor Contrditizexcept when only PoC Speech with Talk Burst
Control Protocol as specified in [OMA-POC-1-UPhiscepted;

- 4. SHALL mark as rejected according to rules aratedures of [RFC3264] the Media-floor Control Bnéind all
the Media Streams bound to the rejected Media-f@mmtrol Entity, if the Media-floor Control Entitig either
rejected or not supported,;

- 5. SHALL mark as rejected according to rules aratpdures of [RFC3264] the Media Streams rejectetwbr
supported;

- 6. SHOULD include a QoE Profile attribute, as sfiediin subclause E.3.ZJoE Profilé' with the following value,
if QOE Profiles are provisioned to the PoC Client:

a) the value of the Local QoE Profile correspondimthe QoS achieved by the PoC Client for the Be€sion
if the SDP answer is used in the modification &fc&C Session.

b) the value of the Local QoE Profile for the Po&sS§on in other case. The chosen Local QoE Profile
SHOULD be equal to the QoE Profile indicated in theeived SDP offer, if allowed according to theEQo
Profiles provisioned to the PoC Client. OtherwisSHOULD be the highest QoE Profile provisionedtte
PoC Client.

When composing an SDP answer, the PoC Client:
- 1. SHALL bind the media-level section that idemtH#iPoC Speech to the corresponding Media-floor rGbRntity
as in the SDP offer, if PoC Speech is accepted;

- 2. SHALL bind the media-level section that idem#iVideo to the corresponding Media-floor Controtify as in
the SDP offer, if Video is accepted;

- 3. SHALL bind the media-level section that idertHiAudio to the corresponding Media-floor Contratify as in
the SDP offer, if Audio is accepted,;
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- 4. SHALL bind the media-level section that idemiDiscrete Media to the corresponding Media-fldontrol
Entity as in the SDP offer, if Discrete Media icegted and bound to the Media-floor Control Entétyg,

- 5. SHALL bind the media-level section that idem#iMedia Streaming Control, i.e., either TCP/RTEP o
TCP/TLS/RTSP, to the corresponding Media-floor CGalnEntity as in the SDP offer, if Media Streami@gntrol is
accepted.

When the SIP/IP Core corresponds to 3GPP/3GPP2 ¢S 0C Client SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [SGPP TS 24 28GPP2 X.S0013.4] with the clarifications givim this subclause.

6.2.1.2 Auto-answer case

Upon receiving an initial SIP INVITE request, the@Client SHALL perform the auto-answer procedutescribed in this
subclause if any of the following conditions angetr

- the incoming SIP INVITE request contained an Ansiede header with the value 'Auto’ as specified in
[RFC5373] and the PoC Client is set to Automaticwar Mode; or

- the incoming SIP INVITE request contained a Privser-Mode header with the value 'Auto’ as specified
[RFC5373], and the PoC Client does not already laawvestablished PoC Session;

otherwise, do not continue with the rest of th@sta this subclause.

The PoC Client:

- 1. SHALL validate that the Media Parameters aridadt one codec offered in the SIP INVITE request a
acceptable to the PoC Client and if not, rejectrérpiest with a SIP 488 "Not Acceptable Here" respo
Otherwise, continue with the rest of the steps;

- 2. SHALL, if the PoC Dispatcher or PoC Fleet Membapability is supported, check for the Dispatclpdyri-

parameter according to subclause E.RBfatch Type uri-parametéin the Contact header. If it is present, the
PoC Client:

a) SHOULD notify information about the type of D&ph PoC Session to the PoC User based on the
information received in the Dispatch Type uri-paeen; and,

b) SHOULD notify about the role to be adopted ia Bispatch PoC Session to the PoC User based on the
presence or absence of an Accept-Contact headethveitPoC Dispatcher feature tag '+g.poc.dispatcher

NOTE: The PoC Client is invited as PoC Fleet Mentbex Dispatch PoC Session when the Dispatch Tyipe u
parameter is received but the PoC Dispatcher feaag is not received in the initial invitation.&RoC Client
is invited as PoC Dispatcher to a Dispatch PoCi&esghen both the Dispatch Type uri-parameter &ed t
PoC Dispatcher feature tag are received in thainitvitation.

3. SHALL accept the request and generate a SIPQBO response as specified in the subclause 6.2Geherat

towards the PoC Server;

- 4. SHALL include in a SIP 200 "OK" response a MIBP body as an SDP answer to the SDP offer in the
incoming SIP INVITE request as specified in thedabse 6.2.1.14DP answer generation"

- 5. SHALL, if the PoC Dispatcher capability is supied, check the presence in the SIP INVITE reqoéan
Accept-Contact header with the PoC Dispatcher featag '+g.poc.dispatcher' along with 'require’ ‘axglicit’
parameters. If it is present, the PoC Client SHAIAd the PoC Dispatcher feature tag '+g.poc.dispédththe
Contact header of the SIP 200 "OK" response.

- 6. SHALL send the SIP 200 "OK" response towardsRtb€ Server according to rules and procedureseoBtR/IP
Core;

- 7. MAY notify the Media Burst Control Scheme to theC User if received the indication of Media Busintrol
Scheme;

- 8. SHALL interact with the User Plane as specifielOMA-PoC-UP] 'PoC Client procedures at PoC Session
initialization"; and,

- 9. SHOULD inform the PoC Server performing the Colting PoC Function, as specified in section 6.4 4User

Plane Adaptatioty of the achieved QoE Profile, if a QoE Profilesneegotiated and if the PoC Client is unable to

obtain that negotiated QoE Profile according toghmmeters provisioned to the PoC Client, as Spddn

subclause 5.8Q0E Profiles.
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When the SIP/IP Core corresponds with 3GPP/3GPR, thke PoC Client SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armedwwes of [3GPP TS 24.229] / [3GPP2 X.S0013.4j thie
clarifications given in this subclause.

6.2.1.3

Manual-answer case

Upon receiving an initial SIP INVITE request, ifyaof the following conditions are true:

the incoming SIP INVITE request contained an Ansiede header with the value 'Manual;Require' asifipd
in [RFC5373];

the PoC Client is set to Manual Answer Mode andrhkeming SIP INVITE request did not contain a Pinswer-
Mode header with the value 'Auto’ as specifiedRRC5373]; or,

the incoming SIP INVITE request contained a Privsier-Mode header with the value 'Auto’ as specified
[RFC5373] and the PoC Client has an already estaddi PoC Session

or upon receiving a SIP re-INVITE request withiR@-established Session without associated PoG@o8etse PoC Client:

1. SHALL validate that the Media Parameters arldagt one codec offered in the SIP INVITE requéBtfs-
INVITE request are acceptable to the PoC Clientifindt, reject the request with a SIP 488 "Not Agtable Here"
response. Otherwise, continue with the rest okthps;

2. SHOULD indicate to the PoC User if maximum antafrSimultaneous PoC Sessions are exceeded vigth th
PoC Session in case Simultaneous PoC Sessiongmrerted. When accepting an incomingPoC Sessiadtation
in case maximum amount of Simultaneous PoC Sesaransxceeded, one of the on-going PoC Sessiond SHA
be released as described in the subclause &d® Client leaving a PoC Sessipn

NOTE 1: How the PoC Client interacts with the Posel)to determine which PoC Session to release is an

implementation issue.

3. SHALL, if the PoC Dispatcher or PoC Fleet Membapability is supported, check for the Dispatcipd wri-
parameter according to subclause E.RBfatch Type uri-parametéin the Contact header. If it is present, the
PoC Client:
a) SHOULD notify information about the type of D&ph PoC Session to the PoC User based on the
information received in the Dispatch Type uri-paeten; and,
b) SHOULD notify about the role to be adopted ie Bispatch PoC Session to the PoC User based on the
presence or absence of an Accept-Contact headetheitPoC Dispatcher feature tag '+g.poc.dispatcher

NOTE 2: The PoC Client is invited as PoC Fleet Mentb a Dispatch PoC Session when the Dispatch Usipe

parameter is received but the PoC Dispatcher feaagy is not received in the initial invitation.&’/RoC Client
is invited as PoC Dispatcher to a Dispatch PoCi&esghen both the Dispatch Type uri-parameter &ed t
PoC Dispatcher feature tag are received in th@initvitation.

4. SHALL generate a SIP 180 "Ringing" responsepasified in the subclause 6.2.1General",

5. SHALL, if the PoC Dispatcher capability is supied, check the presence in the SIP INVITE req&Btfe-
INVITE request of an Accept-Contact header withBto€C Dispatcher feature tag '+g.poc.dispatchengakaith
'require' and 'explicit' parameters. If it is preséhe PoC Client SHALL add the PoC Dispatchetfiatag
'+g.poc.dispatcher’ in the Contact header of tie1BI0 'Ringing' response.

6. SHALL send the SIP 180 'Ringing’ response taRh€ Server;

7. SHALL send a SIP 480 "Temporarily UnavailableSponse towards the PoC Server if the PoC Usendethe
PoC Session invitation or a SIP 408 "Request Tirtfeesponse if the invitation times out and do canitinue with
the rest of the steps;

8. SHALL send a SIP 302 "Moved Temporarily” respotmvards the PoC Server if the PoC User wantsdivect
the invitation to a NW PoC Box and SHALL includesthddress of the NW PoC Box in the Contact header
according to rules and procedures of [RFC3261jeéflW PoC Box address is provisioned in the Po€nthnd if
the NW PoC Box is supported by the PoC Client anodtided there is no Reject-Contact header witHf¢agure
tags 'sip.automata’ and 'sip.actor’ with the vahsg-taker' along with and ‘require’ and 'explisitiot included in
the initial SIP INVITE request. and do not continwi¢h the rest of the steps.
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9. SHALL perform the procedures specified in 8:3JE PoC Box Invited to a PoC Sessipifithe PoC User

decides to have the UE PoC Box accept the PoCdeasd do not continue with the rest of the steps;

- 10. SHALL generate a SIP 200 "OK" response to tiRelSVITE request/SIP re-INVITE request as spedifie the
subclause 6.2.1"General"if the PoC User accepts the PoC Session invitation

- 11. SHALL include in the SIP 200 "OK" response avW SDP body as an SDP answer to the SDP offeran th
incoming SIP INVITE request/SIP re-INVITE requestspecified in the subclause 6.2.1'3®P answer
generation;

- 12. SHALL, if the PoC Dispatcher capability is sopjed, check the presence in the SIP INVITE red8&3tre-
INVITE request of an Accept-Contact header with Btwe Dispatcher feature tag '+g.poc.dispatchengalath
‘require’ and 'explicit' parameters. If it is preséhe PoC Client SHALL add the PoC Dispatchetuieatag
'+g.poc.dispatcher' in the Contact header of tife2BI0 "OK" response;

- 13. SHALL send the SIP 200 "OK" response to the Betver;

- 14. SHALL interact with the User Plane as specifiefOMA-PoC-UP] 'PoC Client procedures at PoC Session
initialization";

- 15. MAY notify the Media Burst Control Scheme t@tRoC User if the PoC User acceptes the PoC Session
invitation and the indication of Media Burst Cort8cheme is received; and,

- 16. SHOULD inform the PoC Server performing the tCalfing Function, as specified in subclause 64.:4ser

Plane Adaptatioty of the achieved QoE Profile, if a QoE Profilesneegotiated and if the PoC Client is unable to

obtain that negotiated QoE Profile according toghmmeters provisioned to the PoC Client, as §pddn

subclause 5.8Q0E Profiles.

NOTE 3: If the PoC User is invited as PoC Fleet Mento a Dispatch PoC Session and the PoC Fleetidem
capability is supported, it is recommended thatRb€ Clients sets the new Dispatch PoC Sessioa theb
Primary PoC Session as specified in subclausez11"RoC Client setting PoC Session priofity

When the SIP/IP Core corresponds with 3GPP/3GPR, thk PoC Client SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armedrwes of [3GPP TS 24.229] / [3GPP2 X.S0013.4j e
clarifications given in this subclause.

6.2.2 PoC Client receiving a PoC Session modification request
6.2.2.1 General

NOTE 1: This subclause provides common procedunesther subclauses and is not meant to be appfikxts
referenced.

A PoC Client can receive a request to modify thisteng PoC Session. The PoC Session modificatiorbeadue to
changing Media Parameters, adding Media StreartigetBoC Session, removing Media Streams from tl@ $ssion or
changing the bindings between Media Streams andavfbr Control Entities.

NOTE 2: The handling of a SIP re-INVITE request Rye-established Session without associated Po§loBds
described in subclause 6.2RoC Client invited to a PoC Session”

Upon receiving a SIP UPDATE request, the PoC CIBHALL perform the actions as specified in subotaé.2.2'PoC
Client receiving a request for User plane adaptatio

Upon receiving a SIP re-INVITE request with a MINBDP body, the PoC Client:

- 1. SHALL perform the actions as specified in subs&6.2.2.2PoC Client receiving a request for User plane
adaptation’ if the offered Media Streams are the same as &8tieams used by the PoC Client in the PoC Session
and if the current Media-floor Control Entity bimgj of each Media used by the PoC Client and offezétle PoC
Client is the same in the received SDP offer; or

- 2. SHALL perform the actions as specified in subs&6.2.2.3PoC Client receiving a request to add and
disconnecMedia”, if the offered Media Streams are not the sandedia Streams used by the PoC Client in the
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PoC Session or if the current Media-floor Controtify binding of a Media used by the PoC Client afféred to
the PoC Client is not the same as in the receiz@ &fer.

When the SIP/IP Core corresponds to 3GPP/3GPP2 ¢S 0C Client SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 24 2BGPP2 X.S0013.4] with the clarifications givim this subclause.

6.2.2.2 PoC Client receiving a request for User pla ne adaptation

Upon receiving a SIP UPDATE request, or a SIP rédiNE request with a MIME SDP body including a ne®RSoffer as
specified by [RFC3264] and [RFC4566], the PoC Glien

- 1. SHALL validate that the Media Parameters aridadt one codec are acceptable to the PoC Clienf aot,
a) select a subset of the received Media Parameters

b) reject the request with a SIP 488 "Not Acceptdiére” response towards the PoC Server accordinges
and procedures of SIP/IP Core. Otherwise, contimitiethe rest of the steps;
2. SHALL interact with the User Plane as specifiefOMA-PoC-UP] 'User Plane adaptatidnfor activating new
Media Parameters;

- 3. SHALL generate a SIP 200 "OK" according to rides procedures of [RFC3261];
- 4. SHALL include the Session-Expires header in3He 200 "OK" response to the SIP UPDATE or SIPNVATE

request and re-start the SIP Session timer acaptdirules and procedures specified in [RFC4023AS
Behavior".The "refresher" parameter in the Session-ExpiresiéieSHALL be set to 'uas'.

- 5. SHALL include the option tag 'timer' in the Réguheader;

- 6. SHALL include the accepted Media ParametersMiME SDP body as the SDP answer to the SDP offf¢hé
SIP UPDATE or SIP re-INVITE request as specifiedhie subclause 6.2.1.18DP answer generation"

- 7. SHALL send the SIP 200 "OK" response towardsRtb€ Server according to rules and procedures of
SIP/IPCore;

- 8. MAY notify the Media Burst Control Scheme to theC User if received the indication of Media Busintrol
Scheme; and,

- 9. SHOULD inform the PoC Server performing the Colting PoC Function, as specified in section 6.4 4ser
Plane Adaptatioty of the achieved QoE Profile, if a QoE Profilesneegotiated and if the PoC Client is unable to
obtain that negotiated QoE Profile according toghmmeters provisioned to the PoC Client, as §pddn
subclause 5.8Q0E Profiles.

When the SIP/IP Core corresponds with 3GPP/3GPR, the PoC Client SHALL use 3GPP/3GPP2 IMS mechasis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

6.2.2.3 PoC Client receiving a request to add and d  isconnect Media Streams

When PoC Client receives a request to add a newa\V&ideam to the existing PoC Session, to remouetly used Media
Stream from the PoC Session, to change the Mealg-€ontrol Entity binding of a used Media in thedPSession or a
combination of these, the PoC Client:

- 1. SHALL validate that the offered Media Streams supported by the PoC Client, and mark the ngyated
Media Streams as rejected in the SDP offer accgridimules and procedures of [RFC3264];

- 2. SHALL, for each offered Media Stream not yetotgd, validate that at least one offered codexfered Media
format is supported by the PoC Client, and if mejgct the particular Media Stream in the SDP ddfsgording to
rules and procedures of [RFC3264];

- 3. SHALL, for each offered Media Stream not yetotgd, validate that the Media Parameters are tatdeffor the
PoC Client and if not, reject the particular Me8taeam in the SDP offer according to rules and gutaces of
[RFC3264];

- 4. SHALL reject the request with a SIP 488 "Not Aptable Here" response towards the PoC Serverdingdo
rules and procedures of SIP/IP Core, if all offekdetlia Stream are rejected. Otherwise, continuk thi¢ rest of
the steps;

- 5. SHALL, for the offered Media Stream, which weia yet rejected and which are not used curremtlj/the
current Media-floor Control Entity binding of a Miadused by the PoC Client and offered to the Pdé€nCls not
the same as in the received SDP offer, either
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a) prompt the request to the PoC User for acceptdimdanual Answer Mode is required by the PoC User
the offered Media Type. If the PoC User decidestoatccept the Media Stream, reject the Media Striea
the SDP offer according to rules and procedur¢dRBC3264];

b) reject the Media Stream in the SDP offer acemydo rules and procedure of [RFC3264]; or,
c) accept the Media Stream.

NOTE: A SIP re-INVITE request cannot include an as-Mode header as specified in [RFC5373] so the Berver
does not indicate whether the PoC Client is to ptctee offered Media automatically or not basedrugie
<allow-auto-answermode> action associated to thitelth PoC User. The PoC Client therefore needs to
determine whether to accept the offered Media aatimally or not based upon the local preferencabef
PoC User stored on the PoC Client.

6. SHALL generate SIP 200 "OK" response accordingites and procedures of [RFC3261];

7. SHALL include in the SIP 200 "OK" response anPSénhswer to the SDP offer as specified in subcléusé.la
"SDP answer generatitn

- 8. SHALL send the SIP 200 "OK" response towardsRtb€ Server according to rules and proceduresrRARSI
Core;

- 9. SHALL interact with User Plane as specified@MA-PoC-UP]"User Plane adaptation'if the SDP answer
contains changes in the Media Parameters, Mediaafiaror codecs compared to the previously agred?®t SD

- 10. SHALL interact with User Plane as specifief@MA-PoC-UP]"PoC Client procedures when disconnecting
from a Media Type'if the SDP answer contains a Media Stream, thatiirently used by the PoC Client, marked
as rejected or if the current Media-floor ControttiEy binding of a Media used by the PoC Client afféred to the
PoC Client is not the same as in the received SdP, and,

- 11. SHALL interact with User Plane as specifiedMA-PoC-UP]"PoC Client procedures when connecting to a
Media Type;'if the SDP answer contains an accepted Mediatwikioot currently used by the PoC Client in the
PoC Session or if the current Media-floor Controtify binding of a Media used by the PoC Client afféred to
the PoC Client is not the same as in the receiz@ &fer.

When NAT traversal is supported by the PoC Clierat when the PoC Client is behind NAT generatio®ibf responses is
done as specified in this subclause and as spebififsip-outbound].

When the SIP/IP Core corresponds to 3GPP/3GPP2tiSF0C Client SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 24 28GPP2 X.S0013.4] with the clarifications givim this subclause.

6.2.3 PoC Client receiving a PoC Session release request

6.2.3.1 PoC Session release request — On-demand Ses sion case

Upon receiving a SIP BYE request, the PoC Client:
- 1. SHALL interact with the User Plane as specifiefOMA-PoC-UP] 'PoC Client procedures at PoC Session
releasé; and,

NOTE 1: Resulting User Plane processing is comglb&fore the next step is performed.

NOTE 2: If the SIP BYE request contains a Reas@uéeaccording to rules and procedures of [RFC }4iid¢ PoC
Client can display a message to the PoC User contgihe text from the Reason header.

- 2. SHALL send SIP 200 "OK" response towards Po@e&eaccording to rules and procedures of the SIEfre.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechasis
according to rules and procedures of [3GPP TS 24 2BGPP2 X.S0013.4] with the clarifications givim this subclause.
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6.2.3.2 PoC Session release request — Pre-establish  ed Session case

Upon receiving a release request on the User Rlaspecified in [OMA-PoC-UPPoC Session control state diagram —
Pre-established Sessigrihe PoC Client SHALL regard the PoC Session withe Pre-established Session as released and
interact with the User Plane as specified in [OM@GPUP]"PoC Client procedures at PoC Session release”

NOTE: If the Media Streams of the Pre-establisBedsion were modified by the PoC Session initiatioa PoC
Session modification, the PoC Client can initidte Pre-established Session modification in 6.1'Rr8-
established Session modificatido restore the Media Streams used before thecidgm of the PoC Session
with the Pre-established Session.

6.2.4  PoC Client receiving an Instant Personal Alert

Upon receiving a SIP MESSAGE request containingXb€ feature tag '+g.poc.talkburst' in the AccepiH@ct header
field, and a non-anonymous Authenticated OrigirnatBoC Address, the PoC Client:

NOTE 1: The value of the content-type is outsidegbope of this specification.

- 1. MAY reject the SIP MESSAGE request with an appiate reject code specified in [RFC3428] and [REET
e.g.
a) when the PoC Client determines that there inotigh resources to handle the SIP MESSAGE request
b) any other reason outside the scope of this fpeaton.

NOTE 2: The decision to reject the SIP MESSAGE exfjean e.g. be based on procedures between th€liRmtand
the PoC User outside the scope of this specifioatio

Otherwise continue with the rest of the steps;

- 2. SHALL generate a SIP 200 "OK" response accortbmgles and procedures of [RFC3428];

- 3. SHALL include the Server header to indicate@MA PoC release version of the PoC Client as sjgetin
subclause E.4.1Release version in User-agent and Server hedders

- 4. SHALL send the SIP 200 "OK" response towardsRb€ Server according to rules and procedureseoBtR/IP
Core; and,

- 5. MAY indicate to the PoC User that an InstantsBeal Alert was received.
The PoC Client MAY use the procedures specifieslibclause 6.1.3.2"P0C Client initiates an Ad-hoc PoC Group

Session and 1-1 PoC Session'ln subclause 6.1.3.3!PoC Client initiates an Ad-hoc PoC Group Sessiad &-1 PoC
Session'to initiate a 1-1 PoC Session with the PoC Usentified in the Authenticated Originator's PoC Adsls.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, thke PoC Client SHALL use 3GPP/3GPP2 IMS mechasis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

6.2.5 PoC Client receiving a Group Advertisement

Upon receiving a SIP MESSAGE request containingegept-Contact header including the PoC featurétggpoc.
groupad' the PoC Client:

- 1. MAY reject the SIP MESSAGE request with an appiaie reject code specified in [RFC3428] and [REE
€.g;
a) when the PoC Client determines that there inotigh resources to handle the SIP MESSAGE request

b) any other reason outside the scope of this Spetdn.

Otherwise, continue with the rest of the steps.

NOTE 1: The decision to reject the SIP MESSAGE exfjean e.g. be based on procedures between th€liRmEtand
the PoC User outside the scope of this specifioatio
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NOTE 2: The case that PoC Client does not supherGroup Advertisement is not needed to cover,ussm this case
the PoC Client has not registered the PoC feasgréry.poc.groupad' to the SIP/IP Core and willnective a
Group Advertisement message.

- 2. SHALL generate a 200 "OK" response accordingikes and procedures of [RFC3428];

- 3. SHALL include the Server header to indicate@MA PoC release version of the PoC Client as sjgetin
subclause E.4.1Release version in User-agent and Server hedders

- 4. SHALL send the SIP 200 "OK" response towardsRtb€ Server according to rules and procedureseoBtR/IP
Core.

- 5. SHOULD act based on the received Group Adveriese (e.g. by showing the advertisement to the Bs€});

- 6. SHOULD render the text content in Subject heaol¢éhe PoC User if text is included in the Subjesader and if
Text Content is supported by the PoC Client;

- 7. SHOULD retrieve and render the referenced meaiitent in the Call-Info header according to raled
procedures of [RFC 3261] if a reference is inclugethe Call-Info header, and if Referenced Medimtent and
referenced Media Type(s) are supported by the RA@EDC

NOTE 3: The PoC User can store information aboeitgfoup received in the Group Advertisement lodallihe PoC
Client or in List XDMS using procedures as spedifie [XDM-Core] "Procedures at the XDM Clighand
using the application usage as specifiefiMA-PoC-Document-Mgmt] Group Usage List

- 8. SHOULD render the media content received in Mibigies to the PoC User if Included Media Conterd i
request is supported and the Media Type is suppbrtehe PoC Client and if the dispostion typeh& Content-

Disposition header is set to "render”, "alert" imoh"; and,

NOTE 4: The disposition type "icon" indicates ttia body part contains an image suitable as andcepresentation
of the Inviting PoC User. The value "alert” indiesthat the MIME body contains information, suclaas
audio clip, that should be rendered by the PoCnCliean attempt to alert the PoC User when rengithe
Group Advertisement.

- 9. SHOULD cache the media content received in MiIht8ies if Included Media Content in a request [gsuted
and if the associated disposition type of the QurBEsposition header is set to "attachment”.

When the SIP/IP Core corresponds with 3GPP/3GPR, the PoC Client SHALL use 3GPP/3GPP2 IMS mechasis
according to rules and procedures of [3GPP TS 24 28GPP2 X.S0013.4] with the clarifications givim this subclause.

6.2.6  PoC Client receiving a PoC Session SIP CANCEL request

6.2.6.1 PoC Session SIP CANCEL request - On-demand  Session case

Upon receiving a SIP CANCEL request, the PoC CI®HALL behave as UAS according to rules and procesiaf
[RFC3261].

When the SIP/IP Core corresponds with 3GPP/3GPR, the PoC Client SHALL use 3GPP/3GPP2 IMS mechais
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

6.2.7  Simultaneous PoC Session control procedures

PoC Client MAY use Simultaneous PoC Session coptiatedures if the PoC Server of the Home PoC Nétswpports
Simultaneous PoC Sessions. The Invited PoC CliehY ldhange the PoC Session priority or PoC Sessickimg or both
during a PoC Session as specified in subclauses2611PoC Client Setting PoC Session Prioritgtid 6.1.12.2PoC Client
handling of PoC Session locking"

NOTE: The PoC Session locking is automaticallyasésl when the PoC Session is ended.
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6.2.8 PoC Client receiving Discrete Media as a SIP MESSAGE

Upon receiving a SIP MESSAGE request not contaiaifiME body of the MIME Type application/vnd.padcfo+xml
either

- 1. outside the SIP dialog used for a PoC Sessiotaitong the PoC feature tag '+g.poc.discreteméuitfe Accept-
Contact header field; or,
- 2.inside the SIP dialog used for the PoC Session;

the PoC Client:
- 1. SHALL perform the actions specified in [OMA_IMSTEndorsement]PoC Client receives SIP MESSAGE"

NOTE: Responses for the SIP MESSAGE request a@ilded in [OMA_IM_TS_EndorsementP6C Client receives
SIP MESSAGE"

When the SIP/IP Core corresponds with 3GPP/3GPR, the PoC Client SHALL use 3GPP/3GPP2 IMS mechais
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

6.2.9 PoC Client receiving an FDCFO Proceed SIP MESSAGE

Upon receiving a SIP MESSAGE request inside thedisidg used for the PoC Session with a MIME boflthe MIME
Type application/vnd.poc.fdcfo+xml, the PoC Client:

- 1. MAY reject the SIP MESSAGE request with an ajppiade response code specified in [RFC3428] and
[RFC3261]
a) when the PoC Client determines that there inotigh resources to handle the SIP MESSAGE request
b) any other reason outside the scope of this peaton.

NOTE 1: The decision to reject the SIP MESSAGE estjcan e.g. be based on procedures between th€lRmtand
the PoC User outside the scope of this specifioatio

Otherwise continue with the rest of the steps;

- 2. SHALL generate a SIP 200 "OK" response accortbngles and procedures of [RFC3428];

- 3. SHALL include the Server header to indicate@MA PoC release version of the PoC Client as sigetif
subclause E.4.1Release version in User-agent and Server hedders

- 4. SHALL send the SIP 200 "OK" response towardsRtb€ Server according to rules and procedureseoBtR/IP
Core; and,

- 5. SHOULD inform the PoC User of arrival of the FEQ@ request;
If the PoC User accepts the switch to full dupleice call, the PoC Client:

a) SHOULD release the PoC Session as specifieghidause 6.1.6PoC Client leaving a PoC Sessipor,

b) SHOULD remove the PoC Speech from the PoC Sessicpecified in subclause 6.1.4481ding and
disconnecting from Mediaf other Media Types than PoC Speech are us¢geiPoC Session.

NOTE 2: If PoC User accepts the switch to the dulblex voice call, the full duplex voice client kmaated with the PoC
Client initiates a full duplex call to one of thdlfduplex voice call addresses.

NOTE 3: The timing of the PoC Session release hadPbC Session modification is not specified imidiethe PoC
Session release or the PoC Session modificatiobegostponed until after the full duplex voiceenti
collocated with the PoC Client successfully estdtas the full duplex voice call

When the SIP/IP Core corresponds with 3GPP/3GPR, thk PoC Client SHALL use 3GPP/3GPP2 IMS mechasis
according to rules and procedures of [TS24.223{zHP2 X.S0013.4] with the clarifications given linstsubclause.
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6.2.10 PoC Client receiving capability query

NOTE 1: Only the terminating side capability quprgcedures are described since any entity cantbensliP
OPTIONS request

Upon receiving a SIP OPTIONS request, the PoC €Clien
- 1. SHALL handle the SIP OPTIONS request as an BNATE request as specified in the subclause 6.2 Auto-
answer caskor in the subclause 6.2.1.B1anual-answer casemodified as follows:

a) any procedure checking the offered Media Typ#ered the Media-floor Control Entities or the erféd
Media-floor Control Entity bindings are executedfas MIME SDP body containing MBCP with bound PoC
Speech was received;

b) the interactions with the User Plane are notopered;
c) the PoC User is not alerted and no informatsorendered, indicated or displayed to the PoC Uiswet;
d) if generating the SIP 200 "OK" response, the Btiént additionally:

i. SHOULD include in the SIP response an Allow rexadith the supported SIP methods according tesrule
and procedures of [RFC3261];

iil. SHOULD include in the SIP response an Accedse with the supported MIME body Media Types
according to rules and procedures of [RFC3261];

iii. SHOULD include in the SIP response an Accept&ding header with the supported encoding formats
according to rules and procedures of [RFC3261];

iv. SHOULD include in the SIP response a Suppotegder with an option tag 'timer' according tosule
and procedures of [RFC3261];

v. SHALL either remove the Contact header from$Hie response or SHALL replace the Contact header
value in the SIP response with the PoC AddreskeoPbC User according to rules and procedures of
[RFC3261];

vi. SHALL include supported feature tags in the @Gahheader if a Contact header was included irStRe
response; and,

vii. SHALL either remove the MIME SDP body from tB#P response or SHALL replace the MIME SDP
body in the SIP response with a MIME SDP body cioittg the Media Types, the Media-floor Control

Entities and the Media-floor Control Entity bindsgupported by the PoC Client according to rules an
procedures of [RFC3261].

NOTE 2: The MIME SDP body included in the SIP 2@K" response to the SIP OPTIONS request is notld S
answer.

When the SIP/IP Core corresponds with 3GPP/3GPR2, tive PoC Client SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armedwwes of [3GPP TS 24.229] / [3GPP2 X.S0013.4j the
clarifications given in this subclause.

6.2.11 PoC Client receiving SIP INFO request

Upon receiving a SIP INFO request containing amyitieader with either the value "crisisevent"eormal” a PoC Client
supporting PoC Session Control for Crisis Handling:

NOTE: Other reasons for receiving the SIP INFO esfiican exists but is out of scope in this spetific.

» SHALL indicate towards the PoC User that PoC SesSiontrol for Crisis Handling is used if the Prigrheader is
set to "crisisevent”; or,

» SHALL indicate towards the PoC User that PoC SesSiontrol for Crisis Handling is no longer used?dC
Session Control for Crisis Handling was used;
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When the SIP/IP Core corresponds with 3GPP/3GPR, thke PoC Client SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armedrwes of [3GPP TS 24.229] / [3GPP2 X.S0013.4j the
clarifications given in this subclause.
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7. Procedures at the PoC Server

7.1 Determination of PoC Server role

This subclause describes how a PoC Server detesritinele when receiving an initial or a standra®IP request.

The behaviour in the PoC Server when receivingr&tfpests within an existing SIP dialog is describeder the respective
PoC Server role.

Once the role is decided the role SHALL be keptltivé SIP dialog is released, or until the statahe transaction is done.

7.1.1  Reception of an initial SIP INVITE request

Upon receiving an initial SIP INVITE request the@P8erver:

- 1. SHALL if it is the Originating PoC Service Poihtigger and

a) if the SIP URI in the Request-URI of the SIP IINIE request corresponds to the Conference-factdry-af
the PoC service in the network served by the Pa@eBbut the SIP INVITE request does not includgri-
list of the PoC Users to be invited the PoC SeBIeALL perform the role of Participating PoC Functiand
continue as specified in subclause 7.3.P*"established Sessiror,

b) otherwise the PoC Server SHALL perform the wfléhe Participating PoC Function as specified.b17.4
"PoC Session establishment or rejoin using On-densasdioh

- 2. SHALL if it is the Terminating PoC Service Poifrigger and

a) if the SIP URI in the Request-URI of the SIP INT# request corresponds to a PoC Group owned by the
PoC Server or if the SIP URI in the Request-URthef SIP INVITE request corresponds to a PoC Session
Identity generated by the PoC Server for which & Bession exists or for which a list of past Paréiots as
specified in subclause 5.1Bdst Participantis cached or if the SIP URI in the Request-URtha SIP
INVITE request corresponds to the Conference-fgetéRl of the PoC service in the network servedhmy t
PoC Server, the PoC Server SHALL continue as spedifi subclause 7.2.1.1BP8C Session setup request
or,

b) if the SIP-URI in the Request-URI of the SIP IN¥ request corresponds to a PoC User served bydfie
Server the PoC Server SHALL perform the role ofiBigating PoC Function and continue as specified i
subclause 7.3.22P0C Session invitation requestt,

c) if the SIP URI in the Request-URI of the SIP IN'¥ request is unknown to the PoC Server the Patebe
SHALL perform the actions specified in subclause Z:Conference URI does not exist"

NOTE: The above bullet also applies if the PoC Bessas already been released and the list offesicipants as
specified in subclause 5.1Rdst Participantsis no longer cached.

- 3. SHALL if it is the unregistered PoC Service Rdirigger and

a) if the PoC Server supports PoC Box functionalitgd the "allow" attribute of the <allow-offlineesage>
element as specifed in [OMA-PoC-Document-Mgmt]aste ‘true’ the PoC Server SHALL determine whether
to route the SIP INVITE request to a PoC Box asi$igel in subclause 7.3.2.2.5.Dé&termination of routing

to a PoC Box upon an incoming invitaticend if it was determined to route the invitatiora NW PoC Box

the PoC Server SHALL route the request to a NW Bog as specified in subclause 7.3.2.2.%8rvard
invitations to a NW PoC B&xand not continue with the rest of the steps;.

b) Otherwise the PoC Server SHALL respond withR &0 "Temporarily Unavailable" response.
7.1.2 Reception of a SIP REFER request

Upon receiving a SIP REFER request outside of &tieg SIP dialog the PoC Server

- 1. SHALL if it is the Originating PoC Service Poifitigger continue as specified in subclause 7.3.3I1B REFER
request receivedor,
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- 2. SHALL if it is the Terminating PoC Service Poifrigger and
a) if the SIP REFER request is received with a R&feheader without a method parameter in the Refer
URI or when the method parameter is set to "INVITiEthe Refer-To URI, then:

i. if the Refer-To URI includes an Accept-Contaetter with the PoC Dispatcher feature tag
‘+g.poc.dispatcher' along with 'require’ and 'eiplparameters, continue as specified in subclduzd.24
"PoC Dispatcher role transfer requést
ii. otherwise, continue as specified in subclaugel78 "Adding Participants to PoC Session reqtiest
or
b) if the method parameter is set to "BYE" in thefé®-To header
i. continue as specified in subclause 7.2.1.8IP'REFER BYE request received when using a Pre-
established Sessidin case of a Pre-established Session; or,
ii. continue as specified in subclause 7.2.1.$¥"REFER BYE request received when using an On-
demand Sessibiin case of an On-demand Session
or,
c) if the method parameter is set to "MESSAGE'hi@ Refer-To header

i. continue as specified in subclause 7.2.1ZBCFO Proceed requésif a MIME
application/vnd.poc.fdcfo+xml body is present ie tBIP REFER request.

7.1.3  Reception of a SIP MESSAGE request

Upon receiving a SIP MESSAGE request containing?b€ feature tag '+g.poc.talkburst' in the Accepti@ct header the
PoC Server:

- 1. SHALL if it is the Originating PoC Service Poihtigger continue as specified in subclause 7.4lhgtant
Personal Alert procedure at originating PoC Seryet,

- 2. SHALL if itis the Terminating PoC Service Pofrigger continue as specified in subclause 7.41h&ant
Personal Alert procedure at terminating PoC Server"

Upon receiving a SIP MESSAGE request containing?b€ feature tag '+g.poc.discretemedia’ in the pie€®ntact header,
but not containing the Accept header with value Ssagje/external-body" and a Content-Dispositionevatelay”, the PoC
Server:

- 1. SHALL if it is the Originating PoC Service Poiftigger continue as specified in subclause 7.8.1Discrete
Media request"or,

- 2. SHALL if the Terminating PoC Service Point Traggand the Request-URI contains a SIP URI corredipgrio
a PoC Group or PoC Session Identity known by the Berver, continue as specified in the subclauzd.23
"Discrete Media request'or,

- 3. SHALL if it is the Terminating PoC Service Poifrigger and the Request-URI contains a SIP-URI
corresponding to a PoC User served by the PoC Seowtinue as specified in subclause 7.3'Ri8crete Media
request”

Upon receiving a SIP MESSAGE request containing?b€ feature tag '+g.poc.fdcfo' in the Accept-Conkeeader the PoC
Server:

- 1. SHALL if it is the Originating PoC Service Poiftigger continue as specified in subclause 7.3.1FDCFO
Proceed request'or,

- 2. SHALL if the Terminating PoC Service Point Traggand the Request-URI contains a SIP URI corredipgrio
a PoC Session Identity known by the PoC Servettjrmom as specified in the subclause 7.2.1FIBCFO Proceed
request; or,

- 3. SHALL if itis the Terminating PoC Service Poiigger and the Request-URI contains a SIP-URI
corresponding to a PoC User served by the PoC Seowtinue as specified in subclause 7.3"EDCFO Proceed
request”

Upon receiving a SIP MESSAGE request containingXb€ feature tag '+g.poc.groupad' in the Acceptt&@zrheader the
PoC Server:
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- 1. SHALL if it is the Originating PoC Service Poifitigger continue as specified in subclause 7.3.1Group
Advertisement requestdr,

- 2. SHALL if the Terminating PoC Service Point Traggand the Request-URI contains a SIP URI corredipgrio
a PoC Group known by the PoC Server, continue esifigd in the subclause 7.2.1.1@roup Advertisement
request; or,

- 3. SHALL if it is the Terminating PoC Service Poifrigger and the Request-URI contains a SIP-URI
corresponding to a PoC User served by the PoC Seowtinue as specified in subclause 7.3'@&ioup
Advertisement request”

Upon receiving a SIP MESSAGE request containingbeept header with value "message/external-bodg"'aContent-
Disposition value "relay", and containing the P@@tfire tag '+g.poc.discretemedia’ in the Acceptt&mmeader, then the
PoC Server:

- 1. SHALL if it is the Originating PoC Service Poiftigger continue as specified in subclause 7.8.1Discrete
Media request"or,

- 2. SHALL if the Terminating PoC Service Point Traggand the Request-URI contains a SIP URI corredipgrio
a PoC Group or PoC Session Identity known by the Berver, continue as specified in the subclauadd . 23A.2"
External Media Content Server (EMCS) Retrievalcfiom"; or,

- 3. SHALL if it is the Terminating PoC Service Poiigger and the Request-URI contains a SIP-URI
corresponding to a PoC User served by the PoC 6¢ineePoC Server SHALL send a SIP 403 "Forbidden"
response.

NOTE 1: The PoC Server performing the Controllifunction never legitimately sends a SIP MESSAGHRiestwith
Content-Disposition value "relay” to a PoC Serverfgrming the Participating Function. This is hesathe
PoC Server performing the Controlling Function alevaerforms EMCS Retrieval, and therefore, a Cdnten
Disposition with value "relay" would never be fomdtad beyond the PoC Server performing the Contiglli
Function. Therefore, the SIP 403 "Forbidden" wloatlise purely as an implementation error.

7.1.4  Reception of a SIP SUBSCRIBE request

Upon receiving a SIP SUBSCRIBE request outsidenafxsting SIP dialog the PoC Server:

- 1. SHALL if it is the Originating PoC Service Poihtigger continue as specified in 7.3.11P SUBSCRIBE
request; or,

- 2. SHALL if itis the Terminating PoC Service Poifrigger continue as specified in subclause 7.2.1PbC
Session Participant Information Request"

7.1.5 Reception of a SIP OPTIONS request

Upon receiving a SIP OPTIONS request containing?h€ feature tag '+g.poc.talkburst' in the Accepii@ct header the
PoC Server:

- 1. SHALL if it is the Originating PoC Service Poiftigger continue as specified in the subclausel718
"Querying for capabilities;"or,

- 2. SHALL if the Terminating PoC Service Point Traggand the Request-URI contains a SIP URI corredipgrio
a PoC Group or PoC Session Identity known by th@é Berver, continue as specified in the subclauaéd.26
"Querying for capabilities;"or,

- 3. SHALL if itis the Terminating PoC Service Poiigger and the Request-URI contains a SIP-URI
corresponding to a PoC User served by the PoC Seowtinue as specified in the subclause 7.3.2lerying for
capabilities".

7.1.6  Reception of a SIP REGISTER request

Upon receiving a SIP REGISTER request the PoC 8erve
- 1. SHALL continue as specified in the subclause27l4Reception of the SIP REGISTER request
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7.2 Controlling PoC Function procedures

7.2.1 Request terminating at the Controlling PoC Function
7.21.1 General

NOTE 1: This subclause provides common procedunesther subclauses and is not meant to be appfikts
referenced.

On receipt of an initial SIP INVITE request the P8€rver

- 1. SHALL cache the supported SIP methods if reckinghe Allow header;
- 2. SHALL cache SIP feature tags, if received in@omtact header, and if the specific feature tagsapported;
- 3. SHALL create and cache the Nick Name as speédifiesubclause 5.ANick Namé&; and,

- 4. SHALL cache the uri-parameter "b2bua”, if theparameter is present in the URI of the PoC Sepesforming
Participating PoC Function in the Contact headerithe uri parameter is used according to loadicy.

When sending SIP provisional responses with thegtan of the SIP 100 "Trying" response to the BIFITE request the
PoC Server

- 1. SHALL generate the SIP provisional response raiag to rules and procedures of [RFC3261];

- 2. SHALL include the Server header with the OMA Re(&ase version of the PoC Server as specifisdlislause
E.4.1 'Release version in User-agent and Server headers

- 3. SHOULD include an Allow header with the SIP noeth supported in this SIP dialog according to raled
procedures of [RFC3261];

- 4. SHALL include Authenticated Originator's PoC Adds as specified in subclause SARthenticated
Originator's PoC Address

a) set to the Conference-factory-URI in case ofAeC Session or Ad-hoc PoC Group Session; or,

b) set to the PoC Group Identity with the SessigpeTuri-parameter "session=prearranged" or "sessluat"
as specified in E.5.1Session Type uri-parameten case of Pre-arranged or Chat PoC Group resedct

- 5. SHALL include in a Contact header the PoC Sesklentity with the feature tag 'isfocus' and tli€€Heature tag
'+g.poc.talkburst' and the Session Type uri-paranisession=1-1", or "session=adhoc", or "sessiozerpanged"”,
or "session=chat" as appropriate for the type efRbC Session as specified in E.55&8sion Type uri-parameter

- 6. SHALL copy into the Contact header the featagst'sip.automata’, 'sip.actor' and 'sip.descriptiith their
corresponding value if any of these are includetthéContact header of the incoming received Stpaese;

NOTE 2: If both UE PoC Box and NW PoC Box taketpathe PoC Session and a provisional respong titlan SIP
100 "Trying" was already sent, the feature tagasipr' has the same value as in the previous giomal
response. If both UE PoC Box and NW PoC Box takéipahe PoC Session and no provisional response
other than SIP 100 "Trying" has been sent yetféhture tag 'sip.actor' value is either 'principamsg-taker'
according to the PoC Server local policy.

- 7. SHALL include the warning text set to '108 mectiatent in INVITE discarded' as specified in salbele 5.6
"Warning header"jf at least one MIME body with media content wasiowed as specified in subclauses 7.2.1.2
"Ad-hoc PoC Group and 1-1 PoC Session setup retjardt7.2.1.3 Pre-arranged PoC Group Session setup
request;

- 8. SHALL include the warning text set to '108 mectiatent in INVITE discarded' as specified in salbele 5.6
"Warning header"jf the text content in the Subject header was rerdp

- 9. SHALL include the warning text set to '108 mectiatent in INVITE discarded' as specified in salbele 5.6
"Warning header"jf the Alert-Info header or the Call-Info headertmth was removed; and,

NOTE 3: The reason for removing the Subject headdrthe reason for removing the Alert-Info headehe Call-Info
header or both may be a local policy in the Po&er
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10. SHALL include Warning header(s) received iniming provisional responses to SIP INVITE requeih the
exception of the SIP 100 "Trying" response.

When sending a SIP 200 "OK" response to the ingl& INVITE request the PoC Server:

1. SHALL generate the SIP 200 "OK" response acogrth rules and procedures of [RFC3261];

2. SHOULD include an Allow header with the SIP noeth supported in this SIP dialog according to raled
procedures of [RFC3261];

3. SHALL include the Session-Expires header wittl start supervising the SIP Session accordinglés rand
procedures of [RFC4028]UAS Behavidl. The "refresher" parameter in the Session-Expiezder SHALL be set
to 'uac’
4. SHALL include the option tag 'timer' in a Reguireader;
5. SHALL include Authenticated Originator's PoC Adds as specified in subclause 5ARthenticated
Originator's PoC Address
a) set to the Conference-factory-URI in case ofAeC Session or Ad-hoc PoC Group Session; or,
b) set to the PoC Group Identity with the Sessigpeluri-parameter "session=prearranged" or "sessluat"
as specified in E.5.1Session Type uri-parameten case of the Pre-arranged or Chat PoC Groygertively.

6. SHALL include in a Contact header the PoC Sesklentity with the feature tag 'isfocus' and tl&Heature tag
'+g.poc.talkburst' and the Session Type uri-paranisession=1-1", or "session=adhoc", or "sessiozerpanged"”,
or "session=chat" as appropriate for the type efRbC Session as specified in E.55&8sion Type uri-parameter

7. SHALL copy into the Contact header the featagst 'sip.automata’, 'sip.actor' and 'sip.desoriptiith their
corresponding value if any of these are includetth@éContact header of the incoming received Stpaese;

NOTE 4: If both UE PoC Box and NW PoC Box taketpathe PoC Session and a provisional respong titlan SIP

100 "Trying" was already sent, the feature tagsastor' and 'sip.description' have the same vadue the
previous provisional response. If both UE PoC Bod BIW PoC Box take part in the PoC Session and no
provisional response other than SIP 100 "Tryings been sent yet, the feature tag 'sip.actor' valagher
‘principal’ or 'msg-taker' according to the PoCvBefocal policy.

8. SHALL include the Server header with the OMA Re@ase version of the PoC Server as specifiedliclause
E.4.1"Release version in User-agent and Server headersit already included in a SIP provisional resge;

9. SHALL include the warning text set to '108 mectiatent in INVITE discarded' as specified in salbsle 5.6
"Warning header"jf at least one MIME body with media content wasioved as specified in subclauses 7.2.1.2
"Ad-hoc PoC Group and 1-1 PoC Session setup retjardt7.2.1.3 Pre-arranged PoC Group Session setup
request;

10. SHALL include the warning text set to '108 nzedontent in INVITE discarded' as specified in $abse 5.6
"Warning header"jf the text content in the Subject header was resdas specified in subclauses 7.2.188-hoc
PoC Group and 1-1 PoC Session setup requaast'7.2.1.3Pre-arranged PoC Group Session setup reduest
11.SHALL include the warning text set to '108 mechatent in INVITE discarded' as specified in salbiske 5.6
"Warning header"jf the Alert-Info header or the Call-Info headertmth was removed as specified in subclauses
7.2.1.2 'Ad-hoc PoC Group and 1-1 PoC Session setup retjardt7.2.1.3 Pre-arranged PoC Group Session
setup request"

12. SHALL include Warning header(s) received inoiming responses to SIP INVITE request;
13. SHALL include the option tag 'norefersub’ iS@pported header according to rules and proceddires
[RFC4488] ; and,

14. SHALL interact with the [OMA-PoC-UPModerated PoC Session Media Burst Coritibit is a Pre-arranged
PoC Group Session and the <allow-moderator> eleasnpecified in [OMA DM] is set to "true” for Pd@ser and
the PoC Client requested to be the Moderator am@tC Server has assigned the role of Moderattet®oC
User.

When sending a SIP 488 "Not Acceptable Here" respom the initial SIP INVITE request, the PoC Serve

1. SHALL generate the SIP 488 "Not Acceptable Heesponse according to rules and procedures of BEQ;
and,
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- 2. SHALL perform one of the following actions:
a) include in the SIP 488 "Not Acceptable Here’presse a MIME SDP body, containing the Media Typles,
Media-floor Control Entities and the Media-floor @ml Entity bindings as currently used in the Pa¢3sion
according to rules and procedures of [RFC3261hefoffered Media Types where none of those cugrent
used in the PoC Session; or,
b) include the warning text set to '107 Not authedito add <Media Type>' as specified in subcl&uBe
"Warning heade, if the offered Media Type is not authorized fbe PoC User.

When sending a SIP 404 "Not Found" in responskeartitial SIP INVITE request that has an EMCS @eatexternal media
reference with Content-Disposition value "relaghd for which the external media content does rist,ghe PoC Server:

- 1. SHALL generate the SIP 404 "Not Found" respawmrding to rules and procedures of [RFC3261]; and

- 2. SHALL including a warning text set to '121 Fuontnot allowed due to <detailed reason>' as sigekih
subclause 5.6Warning header.'

When sending a SIP 415 "Unsupported Media Typegsponse to the initial SIP INVITE request that aa€EMCS feature
external media reference with Content-Dispositiatug "relay”, and the PoC Server does not supperéxternal media
content, the PoC Server:

- 1. SHALL generate the SIP 415 "Not Acceptable Heesponse according to rules and procedures of {RBE];
and,
- 2. SHALL including a warning text set to '121 Fuantnot allowed due to <detailed reason>' as sigekih
subclause 5.6 "Warning header".
When the SIP/IP Core corresponds with 3GPP/3GPR, the PoC Server SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules arzedrwes of [3GPP TS 24.229] / [3GPP2 X.S0013.4j e
clarifications given in this subclause.

7.2.1.1a SDP answer generation

When receiving an SDP offer to initiate a 1-1 P@3s$on, an Ad-hoc PoC Group Session or Pre-arraRg€dGroup
Session and if the PoC Session does not yet éxést,the PoC Server either:

- 1. SHALL accept all the Media with bound Media-ftd@ontrol Entities and the Media not bound to Méefttar
Control Entity from the received SDP offer, whiale allowed by adding Media policy as specifiedubdause
7.2.1.21 Policy for allowing Media Streams in a PoC SesSiovhen Unconfirmed Indication is used; or,

- 2. SHALL accept all the Media with bound Media-ftd@ontrol Entities and the Media not bound to Mefttar
Control Entity from the received SDP offer, whiale allowed by adding Media policy as specifiedubdause
7.2.1.21 Policy for allowing Media Streams in a PoC SesSiovhen the PoC Server has received the SDP
answer(s) from one or more, but not from all théted PoC Clients; or,

- 3. SHALL accept all the Media with bound Media-ftd@ontrol Entities and the Media not bound to a Meftbor
Control Entities from the received SDP offer whale also accepted in at least one of the receildd & swers
from the Invited PoC Clients.

NOTE 1: The conditions for the removal of the Metligoe offered by the Inviting PoC Client, acceplgdthe PoC
Server and not accepted by any Invited PoC Clenti of scope of this specification.

NOTE 2: The PoC Server as a matter of local paleny wait for a number of answers, for amount otton for other
reasons before sending the SDP answer.

NOTE 3: In step 3, the adding Media policy is needed to be checked anymore as it has been alcbadiged when
the SDP offers have been sent towards the termp&bC Clients.

When the Media with bound Media-floor Control Eietst and the Media not bound to Media-floor ConEntity from the
received SDP offer are accepted the PoC Servesreith

- 1. SHALL accept all parameters which indicate trenner to render Simultaneous Media Streams, which a
allowed by Group definition as specified in [XDM-@ps] in case of Pre-arranged PoC Group Sessioif and
Simultaneous Media Streams are supported; or,
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- 2. SHALL accept all parameters which indicate trenner to render Simultaneous Media Streams, which a
allowed according to local policy in case of 1-10P®ession and Ad-hoc PoC Group Session, if Simedtas
Media Streams are supported.

When receiving an SDP offer to initiate a Pre-agehPoC Group Session that already exists or wésgiving an SDP
offer to re-join a PoC Session, the PoC Server:

- 1. SHALL accept all the Media Streams with bounddMeFloor Control Entities in the received SDP otfeat are
currently used in the PoC Session and that aretbtmuthe same Media-Floor Control Entity; and,

- 2. SHALL accept all Discrete Media Streams not libtma Media-Floor Control Entity in the receiveldFsoffer
and which are currently used in the PoC SessiomoattMedia-Floor Control Entity binding.

When receiving an SDP offer to initiate or join BaEPoC Group Session, the PoC Server:

- 1. SHALL accept all the Media Types with bound Meéiioor Control Entities in the received SDP offdrich are
currently used in the PoC Session, if the PoC Sesdready exists, or which are allowed by addirefM policy
as specified in subclause 7.2.1.Pblicy for allowing Media Streams in a PoC SesSiamd,

- 2. SHALL accept the Discrete Media without bounddideFloor Control Entity in the received SDP offehich
are currently used in the PoC Session, if the Peg3iSn already exists, or which are allowed by rgldledia
policy as specified in subclause 7.2.1.Pblicy for allowing Media Streams in a PoC Session

When composing an SDP answer according to rulepeymbdures of [RFC3264] and [RFC4566] the PoC &erv

- 1. SHALL set the IP address of the PoC Server doheaccepted Media Stream from the received SO# affd for
each accepted Media-floor Control Entity from teegived SDP offer;

- 2. SHALL include the media-level section for eachepted Media Stream from the received SDP offasisting
of:

a) the port number for the Media Stream selectegpasified in [OMA-PoC-UP] Port number
b) the codec(s) and Media Parameters selectedeliyd® Server from the list contained in the react&BP
offer; optionally further reduced based on:
i. the SDP answer(s) received in SIP 200 "OK" reseg@s) from the Invited PoC Client(s), if already
received,
ii. the SDP answer(s) received in SIP 200 "OK" oeme(s) from the Participant(s) other than Inviked
Client(s), if already received;
iii. the SDP answer(s) sent in SIP 200 "OK" respgssto the Participant(s), if sent previously; and
iv. the Media Parameters that are currently uselisnPoC Session, if POC Session has already dmten
up.

NOTE 4: The Media Parameters of the Discrete Madiadefined in [OMA_IM_TS_Endorsement].

NOTE 5: If transcoding is supported and codec(d) Media Parameters other than those containeckiretteived SDP
offer have been offered in the SDP of the SIP INFEquest sent to Invited PoC Client(s), the SD&van in
the SIP 200 "OK" response towards the Inviting R3iént can be different from the SDP answer reakive
SIP 200 "OK" response from the Invited PoC Client(s

c) the "a=label" attribute with a unique value psdfied in [RFC4574], if the Media Stream is todmnected
to a Media-floor Control Entity except when only@®8peech with Talk Burst Control Protocol as spediin
[OMA-POC-1-UP] is accepted;

d) the IP address of the PoC Server and port nutodez used for RTCP selected as specified in [OROE-
UP] "Port number according to rules and procedures of [RFC36%He Media Stream uses the RTCP
protocol and other than the default IP addressodrmqumber specified by the [RFC3550] is to be used

e) the "a=upcc:0" attribute as specified in [RFC31 the PoC Server supports the PoC Media Teaffi
Optimisation, the Participant did not put the Pa@3ston on hold, the media-level section offers ati@aous
Media and the 1-many-1 communication method isuset in the PoC Session;

f) under the media level definition of MSRP, addasaccept-types:" SDP attribute MIME Types
"application/vnd.oma.poc.final-report+xml", "apgiton/vnd.oma.poc.detailed-progress-report+xml" and
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optionally "application/vnd.oma.poc.optimized-pregs-report+xml” if any of these were included ia th
received SDP offer and if supported by the PoC &erv

g) indication of the manner of to render Simultame®Media Streams as specified in ESDP Extensiorisf
supported and the value is allowed in case of Remged PoC Group Session by Group definition asifipd
in [XDM-Groups] and if Simultaneous Media Streams supported; and,
h) the indicatesion of the manner of to render &ameous Media Streams as specified in in ERBP
Extensionsif supported and the value is allowed by Groufirdtgon as specified in [XDM-Groups]according
to local policy in case of 1-1 PoC Session and AdAoC Group Session, if Simultaneous Media Streams
supported.
3. SHALL include for any Media-floor Control Entjtthat is offered in the received SDP offer andegbed in the
SDP answer by the PoC Server, the media-levelseofieach offered Media-floor Control Entity costgig of:

a) the format list field for the Media-floor Contientity is set to "TBCP";

b) the Media-floor Control Entity parameters sedelchy the PoC Server from the list contained inrdoeived
SDP offer; optionally reduced based on the SDP ar(syvreceived in SIP 200 "OK" response from thatéual
PoC Client(s), if already received;

NOTE 6: The PoC Server can reduce Media-floor @GbiEntity parameters depending on answers recdioed Invited

PoC Clients, e.qg. if the SDP offer in SIP INVITEtest from the Inviting PoC Client contained a esjuo
use queuing in the PoC Session and a received 884 afrom an Invited PoC Client did not indicatggort
for queuing the PoC Server can return to the IngitPoC Client that queuing is not used in this BeSsion.

c¢) the port number for Media-floor Control Entitylscted as specified in [OMA-PoC-URdrt numbers

d) the "a=floorid:0 mstrm" attribute with value{gferencing the Media Stream as specified in [REB345
intended to be connected the Media-floor Contrditizexcept when only PoC Speech with Talk Burst
Control Protocol as specified in [OMA-POC-1-UPHhiscepted; and,

e) optionally TBCP MIME parameters indication asdfied in E.3 SDP Extensiorisncluding the TBCP
MIME parameter "multimedia" with the appropriateglwe as specified in EXSDP Extensionsif MBCP is
used;
4. SHALL mark as rejected according to rules aratedures of [RFC3264] the Media-floor Control Bnénd all
the Media Stream bound to the rejected Media-f@ontrol Entity, if the Media-floor Control Entitgirejected:
5. SHALL mark the Media Stream as rejected accgrttinrules and procedures of [RFC3264], if the MeSiiream
is rejected; and,
6. SHALL include the QoE Profile assigned for th@CPSession, as specified in subclause EQ@E'Profile, if
QoE Profiles are enabled and if a QoE Profile watuded in the received SDP offer.

When composing an SDP answer, the PoC Server:

1. SHALL bind the media-level section that idem#iPoC Speech to the corresponding Media-floor rGbEhOtity
as in the received SDP offer, if PoC Speech isgtede

2. SHALL bind the media-level section that idertHiVideo to the corresponding Media-floor Controtify as in
the received SDP offer, if Video is accepted;

3. SHALL bind the media-level section that iderti#iAudio to the corresponding Media-floor Contratify as in
the received SDP offer, if Audio is accepted;

4. SHALL bind the media-level section that idemtiDiscrete Media to the corresponding Media-fl@ontrol
Entity as in the received SDP offer, if Discretediéeis accepted and bound to the Media-floor Cofindity; and,

5. SHALL bind the media-level section that idemti#iMedia Streaming Control, i.e., either TCP/RT8EP o
TCP/TLS/RTSP, to the corresponding Media-floor CalnEntity as in the SDP offer, if Media Streami@gntrol is
accepted.

When the SIP/IP Core corresponds with 3GPP/3GPR, the PoC Server SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armedrwes of [3GPP TS 24.229] / [3GPP2 X.S0013.4j thie
clarifications given in this subclause.
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7.2.1.1b  PoC Session setup request

Upon receiving an initial SIP INVITE request wittet SIP URI in the Request-URI corresponding to @ Booup owned by
the PoC Server or corresponding to a PoC Sessantitd generated by the PoC Server and:

- 1. ifthe SIP URI in the Request-URI of the SIP IN'Z request corresponds to the Conference-factdry-f the
PoC service in the network served by the PoC SettvePoC Server SHALL perform the role of ConirglPoC
Function and SHALL continue as specified in substaud.2.1.2 Ad-hoc PoC Group and 1-1 PoC Session setup
request;

- 2. ifthe Session Type uri-parameter is "sessiogapanged"” and,

a) if the SIP URI in the Request-URI of the SIP IIN'# request corresponds to a Pre-arranged PoC Group
owned by the PoC Server, the PoC Server SHALL perfie role of Controlling PoC Function and conénu
as specified in subclause 7.2.188¢-arranged PoC Group Session setup reduiest
or,
b) if the SIP URI in the Request-URI of the SIP INZ request corresponds to a Chat PoC Group owwned b
the PoC Server, the PoC Server SHALL return a 8¥"Mot Found" response with the warning text eet t
'100 Correct Session Type of <Request-URI> is leasshat" as specified in subclause 5/%drning
headef. Otherwise continue with the rest of the steps.
or,

- 3. if the Session type uri-parameter is "sessioat'dnd,
a) if the Accept-Contact header contains the featag ‘automata’ and the feature tag 'actor' Wwithvalue of
'msg-taker’ or 'principal’ and the parameters leitphnd ‘require’ the PoC Server SHALL returniB 804
"Not Found" response with the warning text sefl@9'PoC Box not possible for a Chat PoC Group' as
specified in subclause 5.8Varning header Otherwise continue with next step;
b) if the SIP URI in the Request-URI of the SIP INYZ request corresponds to a Chat PoC Group owped b
the PoC Server, the PoC Server SHALL perform the 06 Controlling PoC Function and continue as
specified in subclause 7.2.1.501ning Chat PoC Group Session reqtiest
or,
c) if the SIP URI in the Request-URI of the SIP IN¥ request corresponds to a Pre-arranged PoC Group
owned by the PoC Server, the PoC Server SHALL neauBIP 404 "Not Found" response with the warning
text set to '101 Correct Session Type of <Requédt-lk "session=prearranged™ as specified in sulsd 5.6
"Warning header Otherwise continue with the rest of the steps.

or,
- 4. if the Session Type uri-parameter is "sessioh=ar "session=adhoc" and,

a) if the SIP URI in the Request-URI of the SIP IN'# request corresponds to a Pre-arranged PoC Group
owned by the PoC Server, the PoC Server SHALL neauBIP 404 "Not Found" response with the warning
text set to '101 Correct Session Type of <Requédt-lk "session=prearranged™ as specified in sulsd 5.6

"Warning header Otherwise continue with the rest of the steps.

b) if the SIP URI in the Request-URI of the SIP INZ request corresponds to a Chat PoC Group owwned b
the PoC Server, the PoC Server SHALL return a 8¥"Mot Found" response with the warning text eet t
'100 Correct Session Type of <Request-URI> is leasshat" as specified in subclause 5/%drning

headef. Otherwise continue with the rest of the steps.

or,

- 5. if a Session Type uri parameter is not incluaed
a) if the SIP URI in the Request-URI of the SIP INIE request corresponds to a Pre-arranged PoC Group
owned by the PoC Server, the PoC Server SHALL perfibe role of Controlling PoC Function and conénu
as specified in subclause 7.2.188¢-arranged PoC Group Session setup reduiest
or,
b) if the SIP URI in the Request-URI of the SIP INYZ request corresponds to a Chat PoC Group owped b
the PoC Server and the Accept-Contact header cantiaé feature tag ‘automata’ with the parametepdicit'
and 'require’ the PoC Server SHALL return a SIP'40gt Found" response with the warning text sef.a®

PoC Box not possible for a Chat PoC Group' as ipddn subclause 5.8Narning headét, Otherwise
continue with the rest of the steps;
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or,

c) if the SIP URI in the Request-URI of the SIP IN'¥ request corresponds to a Chat PoC Group owped b
the PoC Server and the Accept-Contact header dmentain the feature tag ‘automata’ and the fedig
‘actor' with the value of 'msg-taker’ or 'princlaid the parameters 'explicit' and 'require’ Rb€ Server
SHALL perform the role of Controlling PoC Functiand continue as specified in subclause 7.2.Jofhing
Chat PoC Group Session request

- 6. if the SIP-URI in the Request-URI of the SIP IN¥Z request corresponds to a PoC Session Idergitgrgted by
the PoC Server for which a PoC Session existR & Server SHALL perform the role of Controlling@o
Function and continue as specified in subclausé..A.2Rejoining PoC Session requésind,

- 7.ifthe SIP-URI in the Request-URI of the SIP IN'¥ request corresponds to a PoC Session Iderditgmted by
the PoC Server for which a list of past Participaat specified in subclause 5.Rhst Participant$is cached, the
PoC Server SHALL perform the role of Controlling®Bunction and continue as specified in subclaugdd .29
"Rejoining released Ad-hoc PoC Group Session retjuest

7.2.1.2 Ad-hoc PoC Group and 1-1 PoC Session setup  request

Upon receiving of an initial SIP INVITE request tReC Server:

- 1. MAY reject the SIP INVITE request with a SIP 5&ervice Unavailable" response depending on theevaf
the requested QoE Profile if QOE Profiles are esdibind a risk of congestion exists as specifig@MA-PoC-UP]
"Procedures at the PoC Server performing the ColiigplPoC Function"The PoC Server MAY include a Retry-
After header to the 503 "Service Unavailable" remgoas specified in [RFC3261];

NOTE 1: The PoC Client is allowed to re-attemptBo€ Session establishment after the time defigetidoRetry-
After header.

- 2. SHALL check whether the Conference-factory-UBhtained in the Request URI is allocated and perfire
actions specified in subclause 7.5Cbnference-factory URI does not existlt is not allocated. Otherwise,
continue with the rest of the steps;

- 3. SHALL perform actions to verify the Authenticdt®riginator's PoC Address of the Inviting PoC Used
authorize the request according to local policy it is not authorized the PoC Server SHALL mreta SIP 403
"Forbidden" response with the warning text sef &1 'Function not allowed due to <detailed reasas>specified in
subclause 5.6Warning header!" Otherwise, continue with the rest of the steps;

- 4. SHALL validate that the received SDP offer im#g at least one Media Stream for which the Medrameters
and at least one codec or Media format is acceptapthe PoC Server and if not, reject the requéhta SIP 488
"Not Acceptable Here" response generated as spddifithe subclause 7.2.1 Geéneral. Otherwise, continue with
the rest of the steps;

NOTE 2: The establishment of a PoC Session basea &MCS Retrieval request in an initial SIP reqtiest does not
also contain offered media of some kind is prokithit There is always has to be SDP for media iimiéial
SIP establishment request, or the PoC Server gyéct the PoC Session establishment request.

- 5. SHALL check from the MIME resource-lists bodwatithe maximum number of Participants allowed irAdn
hoc PoC Group Session is not exceeded. If exce@uetl Server SHALL return SIP 486 "Busy Here" reggoand
include the warning text set to '102 Too many pagutints' as specified in subclause "W&arning header
Otherwise, continue with the rest of the steps;

NOTE 3: With regards to "MAX-ADHOC-GROUP-SIZE" panater, the initiator of the PoC Session is alsanted as
a Participant.

- 6. SHALL perform the following actions, if Includédedia Content is supported by the PoC Server ftine i
media content is received in one or more MIME bsdie

a) Check if included Media Type is allowed, usinigeal policy, and if at least one Media Type is albowed,
based on a Service Provider Policy either,

i. send a SIP 415 "Unsupported Media Type" respahseSIP 415 "Unsupported Media Type" response
SHALL include:
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1. the Accept header with the acceptable Media-3ypat the PoC Server would accept according to
rules and procedures of [RFC3261]; or,

2. the Accept-Encoding header with the encodingh&ds that the PoC Server would accept according
to rules and procedures of [RFC3261]; or,
3. both.
and do not continue with the rest of the steps; or,
ii. remove the MIME bodies containing the not alemivmedia content.

NOTE 4: One example of a local policy could be thatPoC Server only allows Included Media Conterspecial
traffic scenarios.

b) Check the total size of all MIME bodies contagyimedia content and if the total size exceeds a
configurable max size, based on a Service Proyidkey either,

i. send a SIP 413 "Request Entity Too Large" resp@and do not continue with the rest of the steps;
ii. remove all MIME bodies containing media content
- 7. SHALL check if a Resource-Priority header iduged in the SIP INVITE request according to rudes!

procedures of [RFC4412], if the 'Official Governmélse' QoE Profile is supported. If included the&CPerver
SHALL:

a) check that the QoE Profile attribute contaimethe SDP offer indicates 'Official Government U3eE
Profile, as specified in subclause E.3QE Profile. If the QoE Profile attribute indicates other QBEfile,
the PoC Server SHALL reject the request with a#)B "Forbidden” response with the warning textset
'114 QoE Assignment Error' as specified in subddug"Warning header;'

b) assign 'Official Government Use' QoE Profildtes QoE Profile for the PoC Session; and,

c) apply any preferential treatment to the SIP estjas specified in [RFC4412], skip the next step@roceed
with the rest of the steps.

- 8. SHALL assign the QoE Profile to the PoC Sessimording to the value indicated in the QoE Pradtteibute
included in the received SDP offer, as specifiedubclause E.3.2)oE Profile"if QOE Profiles are enabled,;

NOTE 5: If no QoE Profile attribute is includedthre SDP offer of the SIP INVITE request, it is colesed that '‘Basic'
QoOE Profile is requested.

9. SHALL perform action on receipt of an initial'SINVITE request as described in 7.2.1Geherat;

- 10. SHOULD check whether the "b=AS" attribute islirded in the SDP offer, and if it is, use theibtite as
specified in [OMA-PoC-UP]Media Buffering’

- 11. MAY remove the Subject header;

- 12. MAY remove the Alert-Info or the Call-Info heaxdor both;

NOTE 6: The reason for removing the Alert-Info headr the Call-Info header or both may be a logdicy in the PoC
Server.

- 13. SHALL perform the actions for subscribing torlaynic PoC Group member information for the Ad-ho€P
Group, as specified in the subclause 7.2.2.18ubscription initiated by PoC Serveif Dynamic PoC Groups
functionality is supported by the PoC Server aralMIME body containing Dynamic PoC Group rulespscified
in [draft-cbus-event] is contained in the recei®B INVITE request and not removed by the PoC Sand if no
Priority header or Priority header set to "normalincluded in the SIP request;

NOTE 7: The reason for removing the MIME vnd.cbug#xml body is according to the same local polisydafined
for authorization of other included Media.

- 14. SHALL check if any of the MIME SDP bodies iretBIP INVITE request contains a reference to Mstheed
in an EMCS and the Content-Disposition value "r&lag defined in Annex E.7.Relay Value and EMCS-RF
Parametet, and if that is the case verify that the Mediavailable using procedures agreed between the PoC
Server and the External Media Content Server (bstape of this specification) and if the Mediaat available to
the PoC Server, the PoC Server SHALL remove the EIlMdy containing the Media stored in the EMCS;

[0 2009 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-PoC_ControlPlane-V2_1-20091222-C Page 111 (760)

- 15. SHALL allocate a PoC Session Identity for tl&RSession; and,

- 16. SHALL either
a) invite the PoC Users matching the Dynamic PoQu@rules, as specified in subclause 7.2.2.2 "Pes3ign
invitation requests”, if the SIP INVITE requestézeived for a Dynamic Ad-hoc PoC Group and if ¢hare
members that match the rules and if no Prioritydeear Priority header set to "normal” is includedhe SIP
request; or,
b) invite the PoC Users and Pre-arranged PoC Gi@ipd in the MIME resource-lists body as spedifie
subclause 7.2.2'2P0C Session invitation requestno Priority header or Priority header set tormal” is
included in the SIP request; or,
c¢) perform the actions in the subclause 7.2.1.2BdlC Session Control for Crisis Handlinghd do not
continue with the rest of the steps in this suls#au

NOTE 8: How the multiple URIs of the invited membeare conveyed in the SIP INVITE request is spediin
[RFC5366]. How each URI in the list is anonymizedpecified in [RFC5364].

Upon receiving a SIP 183 "Session Progress"” regpfamghe SIP INVITE request containing a P-Ans\Béate header with
the value "Unconfirmed" as specified in [RFC496ddl as specified in subclause 7.2 22C Session invitation requést

the PoC Server:
1. SHALL generate 200 "OK" response as specifietthénsubclause 7.2.1.G&neral and continue with the rest of

the steps if unconfirmed mode is supported by th@ Berver and the final response is not yet setttetdnviting
PoC Client, otherwise do not proceed with the oéshe steps;

- 2. SHALL include the warning text set to '138 Omaermre Users not invited to Dynamic PoC Group'mecHied in
subclause 5.6Warning header'in the SIP 200 "OK" response, if the incoming S\WITE request was received
for a Dynamic Ad-hoc PoC Group and if not all menshia the list of the MIME resource-lists body wéngited to
the PoC Session because they did not match thenblgriRoC Group rules;

- 3. SHALL include in the SIP 200 "OK" response a MEMSDP body as an SDP answer to the SDP offer in the
incoming SIP INVITE request as specified in thedabse 7.2.1.1&5DP answer generation”

- 4. SHALL include a P-Answer-State header with thkig "Unconfirmed";

- 5. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"Controlling PoC Function procedures at
PoC Session initialization”;

NOTE 9: Resulting User Plane processing is comglbtfore the next step is performed.

- 6. SHALL send the SIP 200 "OK" response towarddtiéing PoC Client according to rules and proaesuof
SIP/IP Core;

NOTE 10:If PoC Server supports Unconfirmed Indarataind generates and sends SIP 200 "OK" responsegds
Inviting PoC Client based on received SIP 183 "B@sBrogress”, then PoC Server needs either tapedpr
transcoding or PoC Session modification. This isdeg in the case if the SDP answer contained ir2G0P
"OK" sent towards Inviting PoC Client is in mismiatwith the SDP answer contained in SIP 200 "OK"
received from the terminating network.

- 7. SHALL generate a notification to the PoC Cliemtkich have subscribed to the conference statet paxkage
that an Inviting PoC User has joined in the PoCuprBession, as specified in subclause 7.2.1'GeRerating a
SIP NOTIFY request'and,

- 8. SHALL send the SIP NOTIFY request to the Po@®@&k according to rules and procedures of the BiCdre.

Upon receiving a SIP 180 "Ringing" response asifipddn subclause 7.2.2"2P0oC Session Invitation Requéand the SIP
final response or a SIP 180 "Ringing" responsenihyet been sent to the Inviting PoC Client, tb€FRServer:

- 1. SHALL generate a SIP 180 "Ringing" responsé&SIP INVITE request as specified in the subclaugel.1
"General"; and,

- 2. SHALL send the SIP 180 "Ringing" response towahe Inviting PoC Client according to rules andgedures
of SIP/IP Core.
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Upon receiving a SIP 200 "OK" response for the IBIPITE request as specified in subclause 7.2'P@C Session
invitation request'and if the SIP final response has not yet beenteghe Inviting PoC Client the PoC Server:

- 1. SHALL generate a SIP 200 "OK" response to tHeISIVITE request as specified in the subclausel712.
"General" before continuing with the rest of the steps;

- 2. SHALL include the warning text set to '138 Omaermre Users not invited to Dynamic PoC Group'@ecHied in
subclause 5.6Warning header'in the SIP 200 "OK" response, if the incoming S\WITE request was received
for a Dynamic Ad-hoc PoC Group and if not all menshia the list of the MIME resource-lists body wéngited to
the PoC Session because they did not match thenbigriRoC Group rules;

- 3. SHALL include in the SIP 200 "OK" response a MEMSDP body as an SDP answer to the SDP offer in the
incoming SIP INVITE request as specified in thedabse 7.2.1.1aSDP answer generation

- 4. SHALL interact with the User Plane as specifiefOMA-PoC-UP] "Controlling PoC Function procedures at
PoC Session initializatidn

NOTE 11:Resulting User Plane processing is coraglbefore the next step is performed.

- 5. SHALL send a SIP 200 "OK" response towards tivtihg PoC Client according to rules and procedwkthe
SIP/IP Core;

- 6. SHALL generate a notification to the PoC Cliemtkich have subscribed to the conference statet paxkage
that an Inviting PoC User has joined in the PoCupr8ession, as specified in subclause 7.2.1'GeRerating a
SIP NOTIFY request"

- 7. SHALL send the SIP NOTIFY request to the Po@@k according to rules and procedures of the Bi€dre;
and,

- 8. SHALL when the SIP request initiating the 1-XCP®ession or the Ad-hoc PoC Session included a Mbidy
with a reference to Discrete Media or a referencgtteaming Media stored and available to the P&x@e8 in an
EMCS with a Content-Disposition parameter "relagti & the PoC Server supports the EMCS featurePtie
Server SHALL follow the procedures described incdabse 7.2.1.23.2Ekternal Media Content Server (EMCS)
Retrieval Functioh

Upon receiving a SIP final response other thandX3xx, that is one of the SIP 4xx, 5xx or 6xx finesponses the PoC
Server:

- 1. SHALL send the SIP final response towards thvitiirg PoC Client, if a SIP final response was reeé from all
the Invited PoC Clients and the SIP 200 "OK" regmois not yet sent. The SIP final response SHAIdLicke the
Status-Code defined by the PoC Server accordifggetd policy e.g. the lowest value received frora thvited PoC
User(s); or,

- 2. SHALL remove Inviting PoC Client from the PoCsSion as specified in subclause 7.2"Rémoval of
Participant from PoC Sessionif a SIP final response other than 2xx or 3xx wexeived from all the Invited PoC
Clients and the SIP 200 "OK" response is already. se

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS medaimanis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.1.3 Pre-arranged PoC Group Session setup reques t

This subclause describes the procedures that tBeSBover follows for the establishment of a Predaged PoC Group
Session.

Subclause 7.2.1.3.1Gkneral is the starting point for the establishment dffak-arranged PoC Group Sessions.

Subclause 7.2.1.3.2Dispatch PoC Session setup request from PoC Dikpétdescribes the specific procedures to be
followed, when indicated from subclause 7.2.1.Gdferal, for the establishment of a Dispatch PoC Sesisibiated by a
PoC Dispatcher

Subclause 7.2.1.3.3Dispatch PoC Session setup request from PoC Fleetldél describes the specific procedures to be
followed, when indicated from subclause 7.2.1.Gdneral, for the establishment of a Dispatch PoC Sesisibiated by a
PoC Fleet Member
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7.2.1.3.1 General

NOTE 1: This subclause provides common procedunesther subclauses and is not meant to be appfikts

referenced.

Upon receiving an initial SIP INVITE request the@8erver:

1. MAY reject the SIP INVITE request with a SIP 5&ervice Unavailable" response depending on theevaf
the requested QoE Profile if QOE Profiles are ezdithe PoC Group does not already have an on-droiy
Session and a risk of congestion exists as spddififOMA-PoC-UP] 'Procedures at the PoC Server performing
the Controlling PoC Functidh The PoC Server MAY include a Retry-After heatiethe 503 "Service
Unavailable" response as specified in [RFC3261],;

NOTE 2: The PoC Client is allowed to re-attemptBo Session establishment after the time defipetid Retry-

After header.

2. SHALL check whether the Accept-Contact headeluites the PoC feature tag '+g.poc.talkburst' fitdsi not
included the PoC Server SHALL return a SIP 403 bkditen” response with the warning text set to 'BR20ting
error in network' as specified in subclause"S\&rning header. Otherwise, continue with the rest of the steps;

3. SHALL perform actions to verify the Authenticdt®riginator's PoC Address of the Inviting PoC Ussed
authorize the request as specified in subclaus&.I£2'PoC Session initiation poli€yand if it is not authorized the
PoC Server SHALL return a SIP 403 "Forbidden" resgowith the warning text set to '121 Functionadlawed
due to <detailed reason>' as specified in subcla&&Varning header! Otherwise, continue with the rest of the
steps;

4. SHALL check if the URI Usage Type uri-paramesgeincluded in the Request-URI and if it is inclddeith a
value different from "uriusage=group"” the PoC Seperforming the Controlling PoC Function SHALL uet a
SIP 403 "Forbidden" response according to the rmebprocedures of [RFC3261] with the warning ssttto '130
Conflicting URI: <URI>' as specified in subclausé BWarning headeér Otherwise, continue with the rest of the
steps;

5. SHALL check the presence of the 'isfocus' feaparameter in the URI of the Contact header aitdsifpresent
then the PoC Server performing the Controlling Fe@ction SHALL return a SIP 403 "Forbidden” respons
according to the rules and procedures of [RFC58a8}aining the list of members of the Pre-arranige@ Group.
Otherwise, continue with the rest of the steps;

NOTE 3: If the sender of the INVITE request is ddrse 1.0 PoC Server, the procedure specified Mtd®OC-1-CP]

is used instead.

6. SHALL check whether privacy is allowed for thatAenticated Originator's PoC Address, when anotyisi
requested with the Privacy header containing theevd'. If not allowed, the PoC Server SHALL resp with a

SIP 403 "Forbidden" response with the warning settto '119 Anonymity not allowed' as specifieduclause 5.6
"Warning header'to the originating network. Allowing privacy forspecific Authenticated Originator's PoC
Address is defined using <allow-anonymity> elemafrthe PoC Group’s authorization rules as specifi@MA-
PoC-Document-Mgmt]. If privacy is allowed, the P8€rver SHALL create and cache an Anonymous PoCesddr
as specified in subclause 5Aribnymous PoC Addré'sand a Nick Name as specified in subclause Hidk'

Namé for the Inviting PoC User. Otherwise, continughwtihe rest of the steps;

NOTE 4: The Anonymous PoC Address is an aliasiferRoC User, and this address appears in Partidifanmation

and the User Plane Taken message. This alias Pdfegslis used when expelling the Participant frioen t
PoC Session.

7. SHALL, if the PoC Dispatcher functionality ispported, check whether any of the PoC Users coedaimthe
<list> element of the Pre-arranged PoC Group doctiiseallowed the action <allow-dispatch> as spedifn
[OMA-PoC-Document-Mgmt]:
a) If it is allowed for at least one group memtilee, PoC Server SHALL check whether the Contact éeafl
the incoming SIP INVITE request includes the PoGaicher feature tag '+g.poc.dispatcher' accotding
rules and procedures of [RFC3840]. If it is prest#rg PoC Server SHALL proceed as specified in lswise
7.2.1.3.2 Dispatch PoC Session setup request from PoC Dikpdtand do not continue with the rest of the
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steps. If it is not present, the PoC Server SHALdcped as specified in subclause 7.2.1.Bi8patch PoC
Session setup request from PoC Fleet Metnded do not continue with the rest of the stepst, a

b) If it is not allowed for any group member, cownig with the rest of the steps.
- 8. SHALL perform action on receipt of an initial’SINVITE request as described in 7.2.1Geheral;
- 9. SHOULD check whether the "b=AS" attribute islimted in the SDP offer, and if it is, use the htite as
specified in [OMA-PoC-UP]Media Buffering’
- 10. if the PoC Group does not have already an dmggeoC Session, the PoC Server:

a) SHALL validate that the received SDP offer irtglg at least one Media Stream allowed as spedaified
subclause 7.2.1.2P0licy for allowing Media Streams in a PoC Ses'ion which the Media Parameters and
at least one codec or Media format is acceptablthfoPoC Server and if not reject the request wi8iP 488
"Not Acceptable Here" response generated as spédéifithe subclause 7.2.1Ge&neral. Otherwise, continue
with the rest of the steps;

NOTE 5: The establishment of a PoC Session basea &MCS Retrieval request in an initial SIP reqtiest does not
also contain offered media of some kind is prokithit There is always has to be SDP for media iimiéial
SIP establishment request, or the PoC Server gyéct the PoC Session establishment request.

b) SHALL check if a Resource-Priority header idlilmed in the SIP INVITE request, according to rudesl
procedures of [RFC4412], if the 'Official Governrhélse' QoE Profile is supported. If included theCPo
Server SHALL:
i. check that the QoE Profile attribute containethie SDP offer indicates 'Official Government USeE
Profile, as specified in subclause E.3QE Profile'. If the QoE Profile attribute indicates other QoE
Profile, the PoC Server SHALL reject the requeshwi SIP 403 "Forbidden" response with the warning
text set to '114 QoE Assignment Error' as specifiezlibclause 5.8Narning header";

ii. assign 'Official Government Use' QoE Profileths QoE Profile for the PoC Session; and,

iii. apply any preferential treatment to the SIBuest as specified in [RFC4412], skip the next sieph
proceed with the rest of the steps.

c). SHALL, if QoE Profiles are enabled,
i. if there is no <goe> element defined in the R&x@Gup document as specified in [OMA-PoC-Document-
Mgmt], assign the QoE Profile indicated in the Q@i6file attribute in the SDP offer as the QoE Reodif
the PoC Session; and,
i if there is a <qoe> element defined in the Po©@p document as specified in [OMA-PoC-Document-
Mgmt], check whether the value of the QoE Proftteilaute in the SDP offer is equal or higher, as
specified in 5.8 QoE Profiles, than the value of the <qoe> element. If it iwéo the PoC Server SHALL
reject the SIP INVITE request with a SIP 403 "Fdd#n" response with the warning text set to '11& Qo
Assignment Error' as specified in subclause"®/@rning header"Otherwise, the PoC Server SHALL
assign the value of the <qoe> element as the Qofild of the PoC Session and SHALL mark it as
"mandatory” and continue with the rest of the steps

NOTE 6: If no QoE Profile attribute is includedthre SDP offer of the SIP INVITE request, it is colesed that '‘Basic'
QoE Profile is requested.

d) SHALL, if Included Media Content is supportedthg PoC Server and if media content is receivezhi
or more MIME bodies,

i. Check if included Media Type is allowed, usinfpeaal policy, and if at least one Media Type i$ no
allowed, the PoC Server SHALL, based on a Serviogiéer Policy either,
1. send a SIP 415 "Unsupported Media Type" respaheeSIP 415 "Unsupported Media Type"
response SHALL include:
a) the Accept header with the acceptable Media-3ypat the PoC Server would accept
according to rules and procedures of [RFC3261]; or,
b) the Accept-Encoding header with the encodingnfds that the PoC Server would accept
according to rules and procedures of [RFC3261]; or,

c) both.
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NOTE 7:

NOTE 8:

NOTE 9:

and do not continue with the rest of the steps; or,
2. remove the MIME bodies containing the media ennthat is not allowed.

One example of a local policy could be thatPoC Server only allows Included Media Conterspecial
traffic scenarios.

ii. Check the total size of all MIME bodies contiaig media content and if the total size exceeds a
configurable max size, based on a Service Proyidkey either,

1. send a SIP 413 "Request Entity Too Large" respamd do not continue with the rest of the steps;
or,

2. remove all MIME bodies containing media content.
e) MAY remove the Subject header;
f) MAY remove the Alert-Info or the Call-Info header both;

The reason for removing the Alert-Info hesadr the Call-Info header or both may be a locdiicy in the PoC
Server.

g) SHALL allocate a PoC Session Identity for th&CPRession;

h) SHALL perform the following, if Dynamic PoC Grps functionality is supported by the PoC Serveriénd
the SIP INVITE request is received for a Dynamie-Brranged PoC Group and if a MIME body containing
Dynamic PoC Group rules or Condition Re-evaluaparameters as specified in [draft-cbus-event] is
contained in the SIP INVITE request and not remdwethe PoC Server and if no Priority header ooy
header set to "normal” is included in the SIP ratjoeif the PoC Group document does not inclu@e th
<crisis-event-entity-address> element as specifig®@MA DM] indicating that the Pre-arranged Po@oGp

is a PoC Group for PoC Session Control for Crisassi¢Hing:

The reason for removing the MIME body camitey Dynamic PoC Group rules is according to thme local
policy as defined for authorization of other incaddViedia.

i. reject the SIP INVITE request received for thgnBmic Pre-arranged PoC Group with a SIP 403
"Forbidden" response with the warning text sel#1'Function not allowed due to <detailed reasas>"
specified in subclause 5.8Varning headet, if the Inviting PoC User is not authorized taadige the
Dynamic PoC Group rules defined for the Pre-arrdrig@C Group as specified in 7.2.1.8lyhamic PoC
Group Session initiation polityOtherwise, continue with the rest of the steps;

ii. reject the SIP INVITE request received for gnamic Pre-arranged PoC Group with a SIP 403
"Forbidden" response with the warning text selL 21 'Function not allowed due to <detailed reasas>"
specified in subclause 5.8Varning headet, if the Inviting PoC User is not authorized taadge the
Condition Re-evaluation parameters defined forRhearranged PoC Group as specified in 7.2.1.31
"Dynamic PoC Group Session initiation policif Condition Re-evaluation parameters as spedifn
[draft-cbus-event] are included in the SIP INVIT&fjuest. Otherwise, continue with the rest of tepst
and,

iii. perform the actions for subscribing to Dynan@coup Member Information for the Pre-arranged PoC
Group with the changes to the Dynamic PoC Grougsrak received in the SIP INVITE request, as
specified in the subclause 7.2.2.10Subscription initiated by PoC Server

i) SHALL perform the actions for subscribing to ymic Group Member Information for the Pre-arranged
PoC Group, as specified in the subclause 7.2.2"Bufiscription initiated by PoC Serveif Dynamic PoC
Groups functionality is supported by the PoC Searet if the SIP INVITE request is received for anBgnic
Pre-arranged PoC Group and if a MIME body contagjridynamic PoC Group rules as specified in [drafiszb
event] is not contained in the received SIP INVIEguest and if no Priority header or Priority hexagket to
"normal” is included in the SIP request or if th@PGroup document does not include the <crisis-egatity-
address> as specified in [OMA DM] element inditgtthat the Pre-arranged PoC Group is a PoC Giaup
PoC Session Control for Crisis Handling;
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j) SHALL check if any of the MIME SDP bodies in ti&P INVITE request contains a reference to Media
stored in an EMCS and the Content-Disposition vatakay", as defined in Annex E.7Rélay Value and
EMCS-RF Paramet®rand if that is the case verify that the Mediavsilable using procedures agreed
between the PoC Server and the External Media @GbBerver (out of scope of this specification) #rtte
Media is not available to the PoC Server, the Pewe3 SHALL remove the MIME body containing the
Media stored in the EMCS;

k) SHALL either

i. invite the members of the Pre-arranged PoC Groajching the Dynamic PoC Group rules, as specified
in subclause 7.2.2.2P6C Session invitation requestg Dynamic PoC Groups functionality is supported
by the PoC Server and if the SIP INVITE requeseteived for a Dynamic Pre-arranged PoC Group fand i
there are members that match the Dynamic PoC Qudap and if no Priority header or Priority headet

to "normal” is included in the SIP request or & thoC Group document does not include the <crigste
entity-address> element indicating that the Prargred PoC Group is a PoC Group for PoC Session
Control for Crisis Handling; or,

ii. invite members of the Pre-arranged PoC Grougpasified in subclauses 7.2.1.RbC Session

initiation policy' and 7.2.2.2 PoC Session invitation requesténo Priority header or Priority header set to
"normal” is included in the SIP request or if tt@PGroup document does not include the <crisistven
entity-address> element indicating that the Praraged PoC Group is a PoC Group for PoC Session
Control for Crisis Handling; or,

iii. perform the actions in the subclause 7.2.11280C Session Control for Crisis Handlinghd do not
continue with the rest of the steps in this sutsgaifithe Priority header set to "crisisevent'hislided in
the SIP request or if the PoC Group document ireduttie <crisis-event-entity-address> element
indicating that the Pre-arranged PoC Group is a 8aslip for PoC Session Control for Crisis Handling;

I) SHALL interact with User Plane as specified @MJA-PoC-UP] 'Controlling PoC Function procedures at
PoC Session initializatidrand do not continue the rest of the steps.

- 11.if the PoC Group has already an Active PoCi8esthe PoC Server:

a) SHALL validate that the received SDP offer imt#g at least one Media Stream used in the PoCoBessi
with the Media-floor Control binding as used in theC Session, for which the Media Parameters alshsit
one codec or Media format is acceptable for the Be@er and if not, reject the request with a 3B Not
Acceptable Here" response generated as specifitd isubclause 7.2.1.G&neral. Otherwise, continue with
the rest of the steps;

b) SHALL check whether the Authenticated OriginadtoC Address of the joining PoC User is allowed t
join by performing the actions specified in subskd.2.1.6 PoC Session joining politylf it is not allowed
to join the PoC Server performing the ControllimgdPFunction SHALL respond with a SIP 403 "Forbidtlen
response with the warning text set to '121 Funatiotnallowed due to <detailed reason>' as spedciffied
subclause 5.8Warning header'to the originating network. Otherwise, continuehatite rest of the steps;

¢) SHALL validate that the Authenticated Origin&dPoC Address of the joining PoC User is allowejbin
the Dynamic PoC Group Session by checking whetteePbC User is included in the list of PoC Users
matching the Dynamic PoC Group rules and cacheth®bynamic PoC Group Session as specified in
subclause 7.2.1.30.Réceiving notification of Dynamic PoC Group memhérmatior!', if the SIP INVITE
request is received for a Dynamic Pre-arranged Ga@p. If the PoC User does not match the rule®t@
Server performing the Controlling PoC Function SHAkject the SIP INVITE request with a SIP 403
"Forbidden" response with the warning text sef#1'Function not allowed due to <detailed reasas>"
specified in subclause 5'@/arning header'to the originating network. Otherwise, continuehitiie rest of
the steps;

d) SHALL check if a Resource-Priority header isiried in the SIP INVITE request, according to rudesl
procedures of [RFC4412], if the 'Official Governné&lse' QoE Profile is supported. If included theCPo
Server SHALL:

i. check that the QoE Profile attribute containethie SDP offer indicates 'Official Government USeE
Profile, as specified in subclause E.3QE Profile'. If the QoE Profile attribute indicates other QoE
Profile, the PoC Server SHALL reject the requeshwi SIP 403 "Forbidden" response with the warning
text set to '114 QoE Assignment Error' as specifieslibclause 5.8Narning header.' Otherwise, continue
with the rest of the steps;
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ii. apply any preferential treatment to the SIPuesj as specified in [RFC4412], skip the next siegh
proceed with the rest of the steps.

e) SHALL check for a QoE Profile attribute contairie the request, if QOE Profiles are enablechéf t
included QoE Profile is lower, as specified in sdi®on 5.8 QoE Profile$ than the QoE Profile assigned to
the Active PoC Session and if the QoE Profile as=igto the Active PoC Session is marked as "mangdato
the PoC Server SHALL reject the request with a#IB "Forbidden" response with the warning textiset
'114 QoE Assignment Error' as specified in sub@dus Warning headér. Otherwise, continue with the rest
of the steps;

f) SHALL check if <max-participant-count> as spéaif in [OMA-PoC-Document-Mgmt] is already reached.

If reached:
i. If the PoC Server supports 'Official Governmbise' QoE Profile, and if the incoming invitatiorguests
an 'Official Government Use' Local QoE Profile with associated PoC Session Precedence that is highe
than the PoC Session Precedence associated totheQoE Profile of at least one of the particiganit
the PoC Session, then according to Service Pro#dkcy the PoC Server MAY release a participant of
lowest Local QoE Profile, as specified in subclatige2.4"Removal of Participant from PoC Sessipn"
and skip the next step;
ii. The PoC Server SHALL return a SIP 486 "Busy élaesponse with the warning text set to '102 Too
many participants' to the originating network ascified in subclause 5.68/arning header Otherwise,
continue with the rest of the steps;

g) SHALL generate a SIP 200 "OK" response as sigekif the 7.2.1.1General;

h) SHALL include in the SIP 200 "OK" response a MENSDP body as an SDP answer to the SDP offer in the
incoming SIP INVITE request as specified in thedabse 7.2.1.1a8SDP answer generation

i) SHALL include in the SIP 200 "OK" response witte warning text set to '116 PoC Session alreabyysex
as specified in subclause 5\Warning header,

NOTE 10:Resulting User Plane processing is coraglbefore the next step is performed

j) SHALL interact with User Plane as specified @MJA-PoC-UP] 'Controlling PoC Function procedures at
PoC Session initialization

k) SHALL send the SIP 200 "OK" response towardsltivieing PoC Client according to rules and proaedu
of the SIP/IP Core;

1) SHALL generate a notification to the PoC Cliemaich have subscribed to the conference stateteve
package that the Inviting PoC User has joined @RbC Group Session, as specified in subclausk. 7122
"Generating a SIP NOTIFY requést

m) SHALL send the SIP NOTIFY request to the Po@&@ according to rules and procedures of the BIP/I
Core;

n) SHALL perform the actions described in subclangel.28.2 PoC Session Control for Crisis handling
requested during an ongoing PoC Sessibthe SIP INVITE request included a Priority lues set to
"crisisevent" and do not continue with the resthef steps; and,

0) SHALL follow the procedures described in subskair.2.1.23A.2External Media Content Server (EMCS)
Retrieval Functiohwhen the incoming SIP request included a MIME Yowdth a reference to Discrete Media
or aiincluded a reference to Streaming Media staretlavailable to the PoC Server in an EMCS with a
Content-Disposition value "relay”, as defined inn&x E.7.1Relay Value and EMCS-RF Paraméteand if

the PoC Server supports EMCS Retrieval.

Upon receiving a SIP 183 "Session Progress" regpfamghe SIP INVITE request containing a P-Ans\Béaite header with
the value "Unconfirmed" as specified in [RFC496d{l as specified in subclause 7.2 22C Session Invitation Requests"
the PoC Server:

- 1. SHALL generate a SIP 200 "OK" response to SIPITE request as specified in the subclause 7.2Geheral”
and continue with the rest of the steps if uncoméid mode is supported by the PoC Server and thé&rgilP
response is not yet sent to the Inviting PoC Clietiterwise do not proceed with the rest of thpste

- 2. SHALL perform either of the following:

[0 2009 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-PoC_ControlPlane-V2_1-20091222-C Page 118 (760)

a) include the warning text set to '103 Too mamugrmembers' as specified in subclause 5.6 "Warning
header" in the SIP 200 "OK" response, if the Praraged PoC Group has more than <max-participanticou
members as specified in [OMA-PoC-Document-Mgmt]; or

b) include the warning text set to '138 One or mdsers not invited to Dynamic PoC Group' as spediiin
subclause 5.6 "Warning header" in the SIP 200 "@§ponse, if the incoming SIP INVITE request was
received for a Dynamic Pre-arranged PoC Group fanat iall members were invited to the PoC Session
because they did not match the Dynamic PoC Groles applied to the Dynamic PoC Group Session.

3. SHALL include in the SIP 200 "OK" response a MEMSDP body as an SDP answer to the SDP offer in the
incoming SIP INVITE request as specified in thedabse 7.2.1.1aSDP answer generation

- 4. SHALL include a P-Answer-State header with thkig "Unconfirmed";

- 5. SHALL, in case the Pre-arranged PoC Group Sessia Dispatch PoC Session, include in the Autbatad
Originator's PoC Address and in the Contact hetleDispatch Type uri-parameter "dispatch=enti@igl' or
"dispatch=sub-group" as appropriate for the typthefDispatch PoC Session, as specified in EBi&iatch Type
uri-parametet;

6. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"Controlling PoC Function procedures at
PoC Session initialization";

NOTE 11:Resulting User Plane processing is coraglbefore the next step is performed

- 7. SHALL send the SIP 200 "OK" response towarddtiéing PoC Client according to rules and proaeguof the
SIP/IP Core;

- 8. SHALL generate a notification to the PoC Cliemthich have subscribed to the conference statet @ackage
that the Inviting PoC User has joined in the Po@GuprSession, as specified in subclause 7.2.1"GefRerating a
SIP NOTIFY request'and

- 9. SHALL send the SIP NOTIFY request to the Po@®@k according to rules and procedures of the BiCdre.

Upon receiving a SIP 180 "Ringing" response asifipddn subclause 7.2.220C Session invitation requestnd the SIP
final response or a SIP 180 "Ringing" responsenitayet been sent to the Inviting PoC Client, to€FServer:

- 1. SHALL generate a SIP 180 "Ringing" to the SIR/INE request response as specified in the subclazsé.1
"General’,

- 2. SHALL, in case the Pre-arranged PoC Group Sessia Dispatch PoC Session, include in the Auibated
Originator's PoC Address and in the Contact hetheDispatch Type uri-parameter "dispatch=enti@igl' or
"dispatch=sub-group" as appropriate for the typthefDispatch PoC Session, as specified in EBi@iatch Type
uri-parametet; and,

- 3. SHALL send the SIP 180 "Ringing" response towahe# Inviting PoC Client according to rules andgedures
of the SIP/IP Core.

Upon receiving a SIP 200 "OK" response for the IBIRITE request as specified in subclause 7.2'P@C Session
invitation requestsand if the SIP final response has not yet beenteghe Inviting PoC Client the PoC Server:

- 1. SHALL generate SIP 200 "OK" response to the ISINITE request as specified in the subclause 712.1.
"General"before continuing with the rest of the steps;

- 2. SHALL perform either of the following:

a) include the warning text set to '103 Too mamugrmembers' as specified in subclause 5.6 "Warning
header" in the SIP 200 "OK" response, if all mersheere not invited because the Pre-arranged PoGpGro
has exceeded the <max-participant-count> membespesfied in [OMA-PoC-Document-Mgmt]; or,

b) include the warning text set to '138 One or mdsers not invited to Dynamic PoC Group' as spediiin
subclause 5.6 "Warning header" in the SIP 200 "@§ponse, if the incoming SIP INVITE request was
received for a Dynamic Pre-arranged PoC Group fandt iall members were invited to the PoC Session
because they did not match the Dynamic PoC Grolas applied to the Dynamic PoC Group Session.

- 3. SHALL, in case the Pre-arranged PoC Group Sessia Dispatch PoC Session, include in the Autbatad
Originator's PoC Address and in the Contact hetleDispatch Type uri-parameter "dispatch=enti@igl' or
"dispatch=sub-group" as appropriate for the typthefDispatch PoC Session, as specified in EBi@iatch Type
uri-parameter.
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- 4. SHALL include in the SIP 200 "OK" response a MENBDP body as an SDP answer to the SDP offer in the
incoming SIP INVITE request as specified in thedabse 7.2.1.1a8SDP answer generatitén

- 5. SHALL interact with the User Plane as specifrefOMA-PoC-UP]"Controlling PoC Function procedures at
PoC Session initialization”

NOTE 12:Resulting User Plane processing is coraglbefore the next step is performed.

- 6. SHALL send a SIP 200 "OK" response to the IngtPoC Client according to rules and procedurébeSIP/IP
Core,;

- 7. SHALL generate a notification to the PoC Cliemthich have subscribed to the conference statet @package
that the Inviting PoC User has joined in the PoGu@rSession, as specified in subclause 7.2.1"GeBerating a
SIP NOTIFY request"

- 8. SHALL send the SIP NOTIFY request to the Po@®@k according to rules and procedures of the BiCdre;
and,

- 9. SHALL when the SIP request initiating the Preanged Group Session included a MIME body withfaresmce
to Discrete Media or a reference to Streaming Mstheed and available to the PoC Server in an EM(Eisa
Content-Disposition value "relay”, as defined inn&x E.7.1Relay Value and EMCS-RF Paramétemnd if the
PoC Server supports EMCS Retrieval, the PoC Séollewv the procedures described in subclause 224.2.
"External Media Content Server (EMCS) Retrieval Fiamt.

Upon receiving a SIP final response other than@x@xx that is one of the SIP 4xx, 5xx or 6xx finesponses the PoC
Server:

- 1. SHALL perform either of the following:

a) send the SIP final response towards the InvRio@ Client, according to rules and procedurebs®f3IP/IP
Core, if a SIP final response was received fronthalinvited PoC Clients and the SIP 200 "OK" resgmis
not yet sent. The SIP final response SHALL incltite Status-Code defined by the PoC Server accotding
local policy e.g. the lowest value received frora thvited PoC User(s); or,

b) remove the Inviting PoC Client from the PoC 8&sss specified in subclause 7.2.2ReMmoval of
Participant from PoC Sessitnf a SIP final response other than 2xx or 3x»sweceived from all the Invited
PoC Clients and the SIP 200 "OK" response is ajrsadt.

- 2. MAY invite an additional member of the Pre-agad PoC Group as specified in subclause 7.2EbZ Session
invitation request'that has not already been invited, if the Preraged PoC Group has more than <max-participant-
count> members as specified in [OMA-PoC-Documentxitjgand all members have not yet been invitediror,
case of a Dynamic Pre-arranged PoC Group, all imgechembers have not yet been invited.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS medaimanis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.1.3.2 Dispatch PoC Session setup request from P oC Dispatcher

Upon receiving an initial SIP INVITE request toasish a Dispatch PoC Session from a PoC Dispatelespecified in
subclause 7.2.1.3.General, the PoC Server:

- 1. SHALL perform actions to verify the Authenticdt®riginator's PoC Address of the Inviting PoC Used
authorize the request as specified in subclausé&.I7£2 Dispatch PoC Session initiation policy for PoC
Dispatchet and if it is not authorized the PoC Server SHAdeturn a SIP 403 "Forbidden" response with the
warning text set to '113 User is not a dispatchette group' as specified in subclause"®arning header'
Otherwise, continue with the rest of the steps;

- 2. SHALL check whether privacy is allowed for thatAenticated Originator's PoC Address, when anotyyisi
requested with the Privacy header containing thgevid'. If not allowed, the PoC Server SHALL resp with a
SIP 403 "Forbidden” response with the warning settto '119 Anonymity not allowed' as specifiedubclause 5.6
"Warning header'to the originating network. Allowing privacy forspecific Authenticated Originator's PoC
Address is defined using <allow-anonymity> elemafithe PoC Group's authorization rules as specifig®@MA-
PoC-Document-Mgmts]. Otherwise, continue with thst 1of the steps;

- 3. SHALL check the presence of the Dispatch Typgarameter in the Request-URI, and
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a) if the Dispatch Type uri-parameter is presentitsvalue is understood, the PoC Server SHAL Lsgber
the received value as the Dispatch Type uri-paranfet the Dispatch PoC Session; or

b) if the Dispatch Type uri-parameter is preseititswalue is unknown, the PoC Server SHALL rejbet SIP
INVITE request with a SIP 404 "Not Found" respoasd do not continue with the rest of the steps.

4. SHALL, if Included Media Content is supportedthg PoC Server and if media content is receivezhaor
more MIME bodies,

a) Check if included Media Type is allowed, usingeal policy, and if at least one Media Type is$ albowed,
the PoC Server SHALL, based on a Service Providécyeither,

i. send a SIP 415 "Unsupported Media Type" respahseSIP 415 "Unsupported Media Type" response
SHALL include:

1. the Accept header with the acceptable Media-3ypat the PoC Server would accept according to
rules and procedures of [RFC3261]; or,

2. the Accept-Encoding header with the encodingh&ds that the PoC Server would accept according
to rules and procedures of [RFC3261]; or,

3. both.
and do not continue with the rest of the steps; or,
ii. remove the MIME bodies containing the mediateon that is not allowed.

NOTE 1: One example of a local policy could be thatPoC Server only allows Included Media Conterspecial

traffic scenarios.

b) Check the total size of all MIME bodies contamimedia content and if the total size exceeds a
configurable max size, based on a Service Proyidkey either,

i. send a SIP 413 "Request Entity Too Large" resp@and do not continue with the rest of the steps;
ii. remove all MIME bodies containing media content

5. SHOULD use the "b=AS" attribute as specifie@@MA-PoC-UP]"Media Buffering",if included in the SDP
offer;

6. MAY remove the Subject header;
7. MAY remove the Alert-Info or the Call-Info head® both;

NOTE 2: The reason for removing the Alert-Info hesadr the Call-Info header or both may be a loddicy in the PoC

Server.

8. If the Dispatch PoC Group does not have alreaxyyon-going Dispatch PoC Session the PoC Server:

a) SHALL validate that the received SDP offer imt#g at least one Media Stream allowed as spedaified
subclause 7.2.1.2P0licy for allowing Media Streams in a PoC Ses'ion which the Media Parameters and
at least one codec or Media format is acceptablthtBdPoC Server and if not reject the request wi8iP 438
"Not Acceptable Here" response generated as spédéifithe subclause 7.2.1Geéneral. Otherwise, continue
with the rest of the steps;
b) SHALL check if a Resource-Priority header idimed in the SIP INVITE request, according to rudesl
procedures of [RFC4412], if the 'Official Governrhélse' QoE Profile is supported. If included theCPo
Server SHALL:
i. check that the QoE Profile attribute containethie SDP offer indicates 'Official Government USeE
Profile, as specified in subclause E.3QE Profile'. If the QoE Profile attribute indicates other QoE
Profile, the PoC Server SHALL reject the requeshwi SIP 403 "Forbidden" response with the warning
text set to '114 QoE Assignment Error' as specifiezlbclause 5.8Narning header";

ii. assign 'Official Government Use' QoE Profileths QoE Profile for the Dispatch PoC Session; and,

iii. apply any preferential treatment to the SIBuest as specified in [RFC4412], skip step ¢ aodgrd
with the rest of the steps.

¢) SHALL, if QoE Profiles are enabled,
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i. if there is no <goe> element defined in the R&x@Gup document as specified in [OMA-PoC-Document-
Mgmt], assign the QoE Profile indicated in the Q@iefile attribute in the SDP offer as the QoE Reofif
the Dispatch PoC Session; and,

ii. if there is a <goe> element defined in the R&X©up document as specified in [OMA-PoC-Document-
Mgmt], check whether the value of the QoE Proftteilaute in the SDP offer is equal or higher, as
specified in 5.8 QoE Profiles, than the value of the <qoe> element. If it iwéo the PoC Server SHALL
reject the SIP INVITE request with a SIP 403 "Fdd#n" response with the warning text set to '11& Qo
Assignment Error' as specified in subclause B/&rhing header. Otherwise, the PoC Server SHALL
assign the value of the <qoe> element as the Qofild of the Dispatch PoC Session and SHALL mark it
as "mandatory" and continue with the rest of tlepst

NOTE 3: If no QoE Profile attribute is includedthre SDP offer of the SIP INVITE request, it is colesed that '‘Basic'
QoE Profile is requested.

d) If the Dispatch Type uri-parameter is "dispatsti=group”, then the PoC Server:

i. SHALL perform the actions for subscribing to @ynic Group Member Information for the sub-group
using the Dynamic PoC Group rules received in tiRelSVITE request, as specified in the subclause
7.2.2.10.1 Subscription initiated by PoC Servgif Dynamic PoC Groups functionality is supportegithe
PoC Server and if the SIP INVITE request is recgifiog a sub-group of a Dispatch PoC Group for which
Dynamic PoC Group rules are defined and if a MIMiglypcontaining Dynamic PoC Group rules as
specified in [draft-cbus-event] is contained in 818 INVITE request and not removed by the PoC &erv

NOTE 4: The reason for removing the MIME body camiteg Dynamic PoC Group rules is according to thme local
policy as defined for authorization of other incaddViedia.

ii. SHALL perform the actions for subscribing to mamic Group Member Information for the sub-group,
as specified in the subclause 7.2.2.1&abscription initiated by PoC Servet and if Dynamic PoC
Groups functionality is supported by the PoC Searat if the SIP INVITE request is received for &su
group of a Dispatch PoC Group for which Dynamic R&x@up rules are defined and if a MIME body
containing Dynamic PoC Group rules as specifigidiaft-cbus-event] is not contained in the SIP INE
request:

iii. SHALL allocate a PoC Session Identity for theC Session; and,
iv. SHALL either

1. invite the PoC Users listed in the MIME resodlists body matching the Dynamic PoC Group rules
as specified in subclauses 7.2.1.1D¥&spatch PoC Session initiation policy for PoC Disghet' and
7.2.2.2 'PoC Session invitation requéstd Dynamic PoC Groups functionality is supportegthe PoC
Server and if the SIP INVITE request is receiveddaub-group of a Dispatch PoC Group for which
Dynamic PoC Group rules are defined and if theeeParC Users listed in the MIME resource-lists body
that match the Dynamic PoC Group rules; or,

2. invite the PoC Users listed in the MIME resodlists body as specified in subclauses 7.2.1.14.2
"Dispatch PoC Session initiation policy for PoC Cisghef’ and 7.2.2.2 PoC Session invitation
requests.

e) If the Dispatch Type uri-parameter is "dispathtire-group”, the PoC Server:

i. SHALL perform the following, if Dynamic PoC Grpa functionality is supported by the PoC Server and
if the SIP INVITE request is received for a DisgafoC Group for which Dynamic PoC Group rules are
defined and if a MIME body containing Dynamic Po@G@p rules as specified in [draft-cbus-event] is
contained in the SIP INVITE request and not remdwethe PoC Server:

NOTE 5: The reason for removing the MIME body camiteg Dynamic PoC Group rules is according to thme local
policy as defined for authorization of other inahadMedia.

1. reject the SIP INVITE request received for thigdatch PoC Group with a SIP 403 "Forbidden”
response with the warning text set to '121 Funatioinallowed due to <detailed reason>" as spedified
subclause 5.6Warning headeé?;, if the Inviting PoC User is not authorized tcadge the Dynamic PoC
Group rules defined for the Dispatch PoC Grouppasified in 7.2.1.31Dynamic PoC Group Session
initiation policy'. Otherwise, continue with the rest of the steps;
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2. reject the SIP INVITE request received for thenBmic Pre-arranged PoC Group with a SIP 403
"Forbidden" response with the warning text sef &1 'Function not allowed due to <detailed reason>'
as specified in subclause 5.6 "Warning headethgifinviting PoC User is not authorized to charige t
Condition Re-evaluation parameters defined forRiepatch PoC Group as specified in 7.2.1.31
"Dynamic PoC Group Session initiation policy", ib@dition Re-evaluation parameters as specified in
[draft-cbus-event] are included in the SIP INVIT&fjuest. Otherwise, continue with the rest of the
steps; and,

3. SHALL perform the actions for subscribing to Rymic Group Member Information for the Dispatch
PoC Group, as specified in the subclause 7.2.2 "Bufiscription initiated by PoC Server".

ii. SHALL perform the actions for subscribing to mamic Group Member Information for the Dispatch
PoC Group, as specified in the subclause 7.2.2"Bufiscription initiated by PoC Serveif Dynamic
PoC Groups functionality is supported by the Po&&eand if the SIP INVITE request is received dor
Dispatch PoC Group for which Dynamic PoC Groupswee defined and if a MIME body containing
Dynamic PoC Group rules as specified in [draft-ebuent] is not contained in the SIP INVITE request;

iii. SHALL allocate a PoC Session Identity for theC Session;
iv. SHALL either

1. invite the members of the Dispatch PoC Grouphiag the Dynamic PoC Group rules as specified
in subclauses 7.2.1.14.2 "Dispatch PoC Sessiaatinit policy for PoC Dispatcher" and 7.2.2.2 "PoC
Session invitation requests”, if Dynamic PoC Grofypgtionality is supported by the PoC Server dnd i
the SIP INVITE request is received for a Dispato@€Rsroup for which Dynamic PoC Group rules are
defined and if there are members that match theaByo PoC Group rules; or,

2. SHALL invite members of the Dispatch PoC Gragspecified in subclauses 7.2.1.1D#spatch
PoC Session initiation policy for PoC Dispatchand 7.2.2.2 Dispatch PoC Session invitation
requests.

- 9. If the Dispatch PoC Group has already one oremargoing Dispatch PoC Session, then the PoC Serve

a) SHALL check whether the inviting PoC User is #kative PoC Dispatcher for the other on-going Dispa
PoC Sessions. If not, the PoC Server SHALL rejeetrequest with as SIP 486 "Busy Here" responde tivé
warning text set to '110 Dispatch group has alreamther active dispatcher' as specified in sulsel&u6
"Warning headér Otherwise, continue with the rest of the steps;

b) If the Dispatch Type uri-parameter is "dispatehis-group”, the PoC Server

i. SHALL check if a Resource-Priority header islirtded in the SIP INVITE request, according to rudesl
procedures of [RFC4412], if the 'Official Governné&lse' QoE Profile is supported. If included theCPo
Server SHALL:

1. check that the QoE Profile attribute contaimethe SDP offer indicates 'Official Government Use'
QoE Profile, as specified in subclause E.Z@E Profile. If the QoE Profile attribute indicates other
QoE Profile, the PoC Server SHALL reject the requeth a SIP 403 "Forbidden" response with the
warning text set to '114 QoE Assignment Error'gectied in subclause 5:8Varning header";

2. assign 'Official Government Use' QoE Profildhes QoE Profile for the Dispatch PoC Session; and,

3. apply any preferential treatment to the SIP estjas specified in [RFC4412], skip step ii and
proceed with the rest of the steps.

ii. SHALL, if QoE Profiles are enabled,

1. if there is no <goe> element defined in the ByGup document as specified in [OMA-PoC-
Document-Mgmt], assign the QoE Profile indicatethiea QoE Profile attribute in the SDP offer as
the QoE Profile of the Dispatch PoC Session; and,

2. if there is a <qoe> element defined in the Pe@u@ document as specified in [OMA-PoC-
Document-Mgmt], check whether the value of the @ué&file attribute in the SDP offer is equal or
higher, as specified in 5.8bE Profiles$, than the value of the <qoe> element. If it iwéo the PoC
Server SHALL reject the SIP INVITE request with @303 "Forbidden" response with the warning
text set to '114 QoE Assignment Error' as specifieslibclause 5.8/Narning header"Otherwise, the
PoC Server SHALL assign the value of the <qoe> elgras the QoE Profile of the Dispatch PoC
Session and SHALL mark it as "mandatory” and cartiwith the rest of the steps.
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NOTE 6: If no QoE Profile attribute is includedthre SDP offer of the SIP INVITE request, it is colesed that '‘Basic'
QOE Profile is requested.

iii. SHALL validate that the received SDP offer indes at least one Media Stream allowed as spédifie
subclause 7.2.1.2P%licy for allowing Media Streams in a PoC SesSiion which the Media Parameters
and at least one codec or Media format is accepfablthe PoC Server and if not reject the requist a
SIP 488 "Not Acceptable Here" response generatsgedsfied in the subclause 7.2.1A€heral.
Otherwise, continue with the rest of the steps;

iv. SHALL perform the actions for subscribing to iamic Group Member Information for the sub-group
using the Dynamic PoC Group rules received in tiRelSVITE request, as specified in the subclause
7.2.2.10.1 Subscription initiated by PoC Serveif Dynamic PoC Groups functionality is supportagthe
PoC Server and if the SIP INVITE request is reagif@ a sub-group of a Dispatch PoC Group for which
Dynamic PoC Group rules are defined and if a MIMiglypcontaining Dynamic PoC Group rules as
specified in [draft-cbus-event] is contained in 818 INVITE request and not removed by the PoC &erv

NOTE 7: The reason for removing the MIME body camiteg Dynamic PoC Group rules is according to thme local
policy as defined for authorization of other inahaddMedia.

v. SHALL perform the actions for subscribing to Rynic Group Member Information for the sub-group
using the Dynamic PoC Group rules defined for tigpBtch PoC Group, as specified in the subclause
7.2.2.10.1 Subscription initiated by PoC Serveif Dynamic PoC Groups functionality is supportagthe
PoC Server and if the SIP INVITE request is reagif@ a sub-group of a Dispatch PoC Group for which
Dynamic PoC Group rules are defined and if a MIMiglypcontaining Dynamic PoC Group rules as
specified in [draft-cbus-event] is not containedha SIP INVITE request:

vi. SHALL allocate a PoC Session Identity for trePSession;
vii. SHALL either

1. invite the PoC Users listed in the MIME resodlists body matching the Dynamic PoC Group rules
as specified in subclauses 7.2.1.1Dpatch PoC Session initiation policy for PoC Gisghet' and
7.2.2.2 'PoC Session invitation requéestd Dynamic PoC Groups functionality is supportegthe PoC
Server and if the SIP INVITE request is receiveddd®ispatch PoC Group for which Dynamic PoC
Group rules are defined and if there are membettsniatch the Dynamic PoC Group rules; or,

2. invite the PoC Users listed in the MIME resodlists body as specified in subclauses 7.2.1.14.2
"Dispatch PoC Session initiation policy for PoC pascher"and 7.2.2.2PoC Session invitation
requests
c) If the Dispatch Type uri-parameter is "dispatehtire-group”, and
i. If any of the already on-going Dispatch PoC 8essis established with the entire Dispatch PoGu@r
the PoC Server SHALL reject the request with as4B®"Busy Here" response. Otherwise continue with
the rest of the steps; and,
ii. SHALL check if a Resource-Priority header isluded in the SIP INVITE request, according to sule
and procedures of [RFC4412], if the 'Official Gaverent Use' QoE Profile is supported. If includesl th
PoC Server SHALL:
1. check that the QoE Profile attribute contaimethe SDP offer indicates 'Official Government Use'
QOE Profile, as specified in subclause E.ZDE Profile'. If the QoE Profile attribute indicates other
QoE Profile, the PoC Server SHALL reject the reqquéth a SIP 403 "Forbidden” response with the
warning text set to '114 QoE Assignment Error'mecdied in subclause 5'8Varning header";
2. assign 'Official Government Use' QoE Profildtes QoE Profile for the Dispatch PoC Session; and,

3. apply any preferential treatment to the SIP estjas specified in [RFC4412], skip step iii and
proceed with the rest of the steps.

iii. SHALL, if QoE Profiles are enabled,
1. if there is no <goe> element defined in the ByGup document as specified in [OMA-PoC-
Document-Mgmt], assign the QoE Profile indicatethie QoE Profile attribute in the SDP offer as
the QoE Profile of the Dispatch PoC Session; and,

2. if there is a <qoe> element defined in the Pe@ud document as specified in [OMA-PoC-
Document-Mgmt], check whether the value of the @ué&file attribute in the SDP offer is equal or
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higher, as specified in 5.8bE Profiles$, than the value of the <qoe> element. If it iwéo the PoC
Server SHALL reject the SIP INVITE request with @303 "Forbidden" response with the warning
text set to '114 QoE Assignment Error' as specifieslibclause 5.8Narning header"Otherwise, the
PoC Server SHALL assign the value of the <qoe> elgras the QoE Profile of the Dispatch PoC
Session and SHALL mark it as "mandatory" and cariwith the rest of the steps.

NOTE 8: If no QoE Profile attribute is includedthre SDP offer of the SIP INVITE request, it is colesed that '‘Basic'
QoE Profile is requested.

NOTE 9: Dispatch PoC Session with the entire Didp&oC Group are only established when the inviioG
Dispatcher indicates the Dispatch Type uri-paranielispatch=entire-group" or no MIME resource-libtsdy
is included in the SIP INVITE request

iv. SHALL validate that the received SDP offer intks at least one Media Stream allowed as spedified
subclause 7.2.1.2P0licy for allowing Media Streams in a PoC SesSiion which the Media Parameters
and at least one codec or Media format is accepfablthe PoC Server and if not reject the requitht a
SIP 488 "Not Acceptable Here" response generatsgedfied in the subclause 7.2.1@€heral.
Otherwise, continue with the rest of the steps; and

v. If none of the already on-going Dispatch PoCs&ess is established with the entire Dispatch PoC
Group, the PoC Server:

1. SHALL perform the following, if Dynamic PoC Grpsi functionality is supported by the PoC
Server and if the SIP INVITE request is receivedd®ispatch PoC Group for which Dynamic PoC
Group rules are defined and if a MIME body contagnDynamic PoC Group rules as specified in
[draft-cbus-event] is contained in the SIP INVITéguest and not removed by the PoC Server:

NOTE 10:The reason for removing the MIME body @dmihg Dynamic PoC Group rules is according todame local
policy as defined for authorization of other incadViedia.

A. reject the SIP INVITE request received for thisgatch PoC Group with a SIP 403
"Forbidden" response with the warning text sel21'Function not allowed due to <detailed
reason>' as specified in subclause S\&rning heade, if the Inviting PoC User is not
authorized to change the Dynamic PoC Group ruléeetkfor the Dispatch PoC Group as
specified in 7.2.1.310ynamic PoC Group Session initiation polic@therwise, continue with
the rest of the steps;

- B.reject the SIP INVITE request received for thenBmic Pre-arranged PoC Group with a SIP
403 "Forbidden" response with the warning textget21 Function not allowed due to <detailed
reason>' as specified in subclause S\M&arning headey, if the Inviting PoC User is not
authorized to change the Condition Re-evaluatioarpaters defined for the Dispatch PoC
Group as specified in 7.2.1.3Dynamic PoC Group Session initiation policif Condition Re-
evaluation parameters as specified in [draft-ctuesg are included in the SIP INVITE request.
Otherwise, continue with the rest of the steps; and

C. SHALL perform the actions for subscribing to Rymic Group Member Information, as
specified in the subclause 7.2.2.10SLbscription initiated by PoC Server

2. SHALL perform the actions for subscribing to Rymic Group Member Information, as specified in
the subclause 7.2.2.10.%ubscription initiated by PoC SerVeif Dynamic PoC Groups functionality
is supported by the PoC Server and if the SIP INVigquest is received for a Dispatch PoC Group
for which Dynamic PoC Group rules are defined dredMIME body containing Dynamic PoC Group
rules as specified in [draft-cbus-event] is notteored in the SIP INVITE request;

3. SHALL allocate a PoC Session Identity for th&CPRession;
4. SHALL either

A. invite the members of the Dispatch PoC Groupchmiag the Dynamic PoC Group rules as
specified in subclauses 7.2.1.14Aspatch PoC Session initiation policy for PoC Cagghef

and 7.2.2.2PoC Session invitation requestg Dynamic PoC Groups functionality is supported
by the PoC Server and if the SIP INVITE requesetived for a Dispatch PoC Group for
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which Dynamic PoC Group rules are defined andeéfétare members that match the Dynamic
PoC Group rules; or,

B. SHALL invite members of the Dispatch PoC Grospspecified in subclauses 7.2.1.14.2
"Dispatch PoC Session initiation policy for PoC Qisghet’ and 7.2.2.2 Dispatch PoC Session
invitation requests

- 10. SHALL interact with User Plane as specifief@MA-PoC-UP] "Controlling PoC Function procedures at PoC
Session initializatioh
Upon receiving a SIP response for the SIP INVITGuest, as specified in subclause 7.2'R@C Session invitation
requests”the PoC Server SHALL proceed as specified in sulsd 7.2.1.3. General.

If the Dispatch PoC Session is established suadésshd the originator is the active PoC Dispatclize PoC Server
SHOULD start monitoring the status of the PoC QGljgerforming the Dispatcher function during the P&€ssion. When the
role of PoC Dispatcher was transferred the PoCe8&3t1OULD start monitoring the status of the nevC Rient

performing the Dispatcher function and stop moiiigpthe PoC Client of the PoC Dispatcher from wttteh role was
transferred.

NOTE 11: The Still-alive function can be used ascified in [OMA-POC-UP] to monitor the status oétRoC Client
performing the Dispatcher function.

When the SIP/IP Core corresponds with 3GPP/3GPR2, tive PoC Server SHALL use 3GPP/3GPP2 IMS meadhmanis
according to rules and procedures of [SGPP TS 24 28GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.1.3.3 Dispatch PoC Session setup request from P oC Fleet Member

Upon receiving an initial SIP INVITE request toasish a Dispatch PoC Session from a PoC Fleet Menals specified in
subclause 7.2.1.3.General, the PoC Server:

- 1. SHALL perform actions to verify the Authenticdt®riginator's PoC Address of the Inviting PoC Used
authorize the request as specified in subclaus&.I74£3 'Dispatch PoC Session initiation policy for PoC Flee
Membetl and if it is not authorized the PoC Server SHAeturn a SIP 403 "Forbidden” response with the imgrn
text set to '121 Function not allowed due to <dethieason>' as specified in subclause"®/@rning header."
Otherwise, continue with the rest of the steps;

- 2. SHALL check whether privacy is allowed for thatAenticated Originator's PoC Address, when anotyisi
requested with the Privacy header containing theevad'. If not allowed, the PoC Server SHALL resg with a
SIP 403 "Forbidden" response with the warning settto '119 Anonymity not allowed' as specifiedubclause 5.6
"Warning header'to the originating network. Allowing privacy forspecific Authenticated Originator's PoC
Address is defined using <allow-anonymity> elemafrthe PoC Group's authorization rules as specifig®MA-
PoC-Document-Mgmt]. Otherwise, continue with thet & the steps;

- 3. SHOULD use the "b=AS" attribute as specifief@MA-PoC-UP]"Media Buffering",if included in the SDP
offer;

- 4. If the Dispatch PoC Group does not have alreaxyyon-going Dispatch PoC Session with the entisp&ich
PoC Group, then the PoC Server:

a) SHALL validate that the received SDP offer irt#g at least one Media Stream allowed as spedaified
subclause 7.2.1.2P%licy for allowing Media Streams in a PoC SesSimn which the Media Parameters and
at least one codec or Media format is acceptablthfoPoC Server and if not reject the request wi8iP 488
"Not Acceptable Here" response generated as spédéifithe subclause 7.2.1 Geéneral. Otherwise, continue
with the rest of the steps;

b) SHALL, if Included Media Content is supportedthg PoC Server and if media content is receivezhi
or more MIME bodies,
i. Check if included Media Type is allowed, usintpeal policy, and if at least one Media Type i$ no
allowed, the PoC Server SHALL, based on a Serviogiéer Policy either,

1. send a SIP 415 "Unsupported Media Type" respaheeSIP 415 "Unsupported Media Type"
response SHALL include:

a) the Accept header with the acceptable Media-3ypat the PoC Server would accept
according to rules and procedures of [RFC3261]; or,
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NOTE 1:

NOTE 2:

NOTE 3:

b) the Accept-Encoding header with the encodingfis that the PoC Server would accept
according to rules and procedures of [RFC3261]; or,
c) both.
and do not continue with the rest of the steps; or,
2. remove the MIME bodies containing the media ennthat is not allowed.

One example of a local policy could be thatPoC Server only allows Included Media Conterspecial
traffic scenarios.

ii. Check the size of all MIME bodies containing adigeand if the total size exceeds a configurablg ma
size, based on a Service Provider policy either,

1. send a SIP 413 "Request Entity Too Large" respamd do not continue with the rest of the steps;
or,

2. remove all MIME bodies containing media content.
¢) MAY remove the Subject header;
d) MAY remove the Alert-Info or the Call-Info heatle

The reason for removing the Alert-Info heladr the Call-Info header or both may be a loddilcy in the PoC
Server.

e) SHALL use the value "dispatch=sub-group" asDfspatch Type uri-parameter for the Dispatch PoC
Session;

f) SHALL check if a Resource-Priority header isluded in the SIP INVITE request, according to rudes
procedures of [RFC4412], if the 'Official Governrhélse' QoE Profile is supported. If included theCPo
Server SHALL:

i. check that the QoE Profile attribute containethie SDP offer indicates 'Official Government U3eE
Profile, as specified in subclause E.3QE Profile'. If the QoE Profile attribute indicates other QoE
Profile, the PoC Server SHALL reject the requeshwi SIP 403 "Forbidden" response with the warning
text set to '114 QoE Assignment Error' as specifiezslibclause 5.8Narning header";

ii. assign 'Official Government Use' QoE Profileths QoE Profile for the Dispatch PoC Session; and,

iii. apply any preferential treatment to the SIBuest as specified in [RFC4412], skip step g andeed
with the rest of the steps.

g) SHALL, if QoE Profiles are enabled,

i. if there is no <goe> element defined in the R&xGup document as specified in [OMA-PoC-Document-
Mgmt], assign the QoE Profile indicated in the Q@@&iefile attribute in the SDP offer as the QoE Reofif
the Dispatch PoC Session; and,

ii. if there is a <goe> element defined in the R&X©up document as specified in [OMA-PoC-Document-
Mgmt], check whether the value of the QoE Profiteilaute in the SDP offer is equal or higher, as
specified in 5.8 QoE Profiles, than the value of the <qoe> element. If it iwvdéw the PoC Server SHALL
reject the SIP INVITE request with a SIP 403 "Fdd#n" response with the warning text set to '11& Qo
Assignment Error' as specified in subclause"®/@rning header"Otherwise, the PoC Server SHALL
assign the value of the <qoe> element as the QofiléPof the Dispatch PoC Session and SHALL mark it
as "mandatory" and continue with the rest of tlepst

If no QoE Profile attribute is includedthne SDP offer of the SIP INVITE request, it is colesed that 'Basic'
QoE Profile is requested.

h) SHALL allocate a PoC Session Identity for the&€CP®ession;

i) SHALL invite one member of the Dispatch PoC Qudhat is allowed the action <allow-dispatch>, as
specified in subclauses 7.2.1.1408spatch PoC Session initiation policy for PoC Rlsgembe" and 7.2.2.2
"PoC Session invitation requestand,

j) SHALL interact with User Plane as specified @MJA-PoC-UP] 'Controlling PoC Function procedures at
PoC Session initializatidrand do not continue the rest of the steps.
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- 5. If the Dispatch PoC Group has already an onggbiispatch PoC Session with the entire Dispatch Bodlip,
the PoC Server:

a) SHALL validate that the received SDP offer irtg#g at least one Media Stream used in the PoCoBessi
with the Media-floor Control binding as used in the@C Session for which the Media Parameters alehst
one codec or Media format is acceptable for the Be@er and if not, reject the request with a 8B “Not
Acceptable Here" response generated as specifitd isubclause 7.2.1.G&neral. Otherwise, continue with
the rest of the steps;

b) SHALL check whether the Authenticated Origina@toC Address of the joining PoC User is allowed t
join by performing the actions specified in subskad.2.1.6 PoC Session joining politylf it is not allowed
to join the PoC Server performing the ControllimgdPFunction SHALL respond with a SIP 403 "Forbidtlen
response with the warning text set to '121 Funatioinallowed due to <detailed reason>' as specified
subclause 5.8Warning header'to the originating network. Otherwise, continuehattte rest of the steps;

¢) SHALL check if <max-participant-count> as spimifin [OMA-PoC-Document-Mgmt] is already reached.
If reached, PoC Server SHALL return a SIP 486 "Bdsye" response with the warning text set to '168 T
many participants' to the originating network asdified in subclause 5.8arning headér. Otherwise,
continue with the rest of the steps;

d) SHALL check if a Resource-Priority header isired in the SIP INVITE request, according to rdesl
procedures of [RFC4412], if the 'Official Governn&lse' QoE Profile is supported. If included theCPo
Server SHALL:

i. check that the QoE Profile attribute containethie SDP offer indicates 'Official Government U3eE
Profile, as specified in subclause E.3QE Profile'. If the QoE Profile attribute indicates other QoE
Profile, the PoC Server SHALL reject the requeshwi SIP 403 "Forbidden" response with the warning
text set to '114 QoE Assignment Error' as specifieslibclause 5.8NVarning header;'and,

ii. apply any preferential treatment to the SIPuesj as specified in [RFC4412], skip the next siegh
proceed with the rest of the steps.

e) SHALL check for a QoE Profile attribute contairie the request, if QOE Profiles are enabledhéf t
included QoE Profile is lower, as specified in sdi®on 5.8 QoE Profile$ than the QoE Profile assigned to
the active Dispatch PoC Session and if the QoElBradsigned to the Active PoC Session is marked as
"mandatory”, the PoC Server SHALL reject the retjuéth a SIP 403 "Forbidden" response with the wagn
text set to '114 QoE Assignment Error' as specifiezsibclause 5.6Warning header Otherwise continue
with the rest of the steps;

f) SHALL use the value "dispatch=entire-group" las Dispatch Type uri-parameter for the Dispatch PoC
Session;

g) SHALL generate a SIP 200 "OK" response as sigekif the 7.2.1.1General;

h) SHALL include in the SIP 200 "OK" response a MENSDP body as an SDP answer to the SDP offer in the
incoming SIP INVITE request as specified in thedabse 7.2.1.1a8SDP answer generation

i) SHALL include in the Authenticated OriginatoP®C Address and in the Contact header of the SIP 20
"OK" response the Dispatch Type uri-parameter 'alisip=entire-group" as specified in E.5[2ispatch Type
uri-parametet;

NOTE 4: Resulting User Plane processing is comgle&fore the next step is performed.

j) SHALL interact with User Plane as specified @MJA-PoC-UP] 'Controlling PoC Function procedures at
PoC Session initializatidn

k) SHALL send the SIP 200 "OK" response towardsltivieing PoC Client according to rules and proaedu
of the SIP/IP Core;

1) SHALL generate a notification to the PoC Cliemaich have subscribed to the conference stateteve
package that the Inviting PoC User has joined @RbC Group Session, as specified in subclausk. 7122
"Generating a SIP NOTIFY requ&sand,

m) SHALL send the SIP NOTIFY request to the Po@@k according to rules and procedures of the BIP/I
Core.

Upon receiving a SIP response for the SIP INVITGuUest, as specified in subclause 7.2'P@C Session invitation
requests”the PoC Server SHALL proceed as specified in susd 7.2.1.3.5eneral.
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When the SIP/IP Core corresponds with 3GPP/3GPR, the PoC Server SHALL use 3GPP/3GPP2 IMS medimanis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7214 Rejoining PoC Session request

Upon receiving a SIP INVITE request that includd3o&C Session Identity of an existing PoC SessidhérRequest-URI
the PoC Server:

- 1. SHALL check whether the Accept-Contact headeluites the PoC feature tag '+g.poc.talkburst' fitdsi not
included the PoC Server SHALL return a SIP 403 bkden” response with the warning text set to 'R20ting
error in network' as specified in subclause"S\&rning header.' Otherwise, continue with the rest of the steps;

- 2. SHALL check the presence of the Session Typgamrameter in the Request-URI and if it is presiwetick
whether it matches with the correct Session Typh®Request-URI and if it does not then the PO®@e3eSHALL
reject the request with a SIP 404 "Not Found" respawith the warning text ‘100 Correct Session Tofpe
<Request-URI> is "session=chat™ or '101 Corresistm Type of <Request-URI> is "session=prearratiged
specified in subclause 5'8arning header. Otherwise, continue with the rest of the steps;

- 3. SHALL check whether the Authenticated Origina®&0oC Address of the joining PoC User is allowepbin by
performing the actions specified in subclause B2RoC Session joining policy'f it is not allowed to join the
PoC Server SHALL respond with a SIP 403 "Forbiddesponse with the warning text set to '121 Funatiot
allowed due to <detailed reason>' as specifiedldtiause 5.6Warning header'to the originating network.
Otherwise, continue with the rest of the steps;

- 4. SHALL validate that the Authenticated OriginaadPoC Address of the joining PoC User is allowefbin the
Dynamic PoC Group Session by checking whether @ Bser is included in the list of PoC Users matgltthe
Dynamic PoC Group rules and cached for the Dyndni€C Group Session as specified in subclause 70221.3
"Receiving notification of Dynamic PoC Group memhbé&rmatior, if the SIP INVITE request is received for a
Dynamic PoC Group Session. If the PoC User doesiatth the rulesthe PoC Server performing the ©bimtg
PoC Function SHALL reject the SIP INVITE requesthma SIP 403 "Forbidden" response with the warbéxg set
to '121 Function not allowed due to <detailed reasas specified in subclause 5\8arning header.' Otherwise,
continue with the rest of the steps;

- 5. SHALL check if a Resource-Priority header iduged in the SIP INVITE request, according to ridesl
procedures of [RFC4412], if the 'Official Governmélse' QoE Profile is supported. If included the&CPerver
SHALL:

a) check that the QoE Profile attribute contaimethe SDP offer indicates 'Official Government U3eE
Profile, as specified in subclause E.3Q0E Profile'. If the QoE Profile attribute indicates other QBEfile,
the PoC Server SHALL reject the request with a#)B "Forbidden” response with the warning textset
'114 QoE Assignment Error' as specified in sub@dus Warning header Otherwise, continue with the rest
of the steps;

b) apply any preferential treatment to the SIP estjas specified in [RFC4412], skip the next step@oceed
with the rest of the steps;

- 6. SHALL check for a QoE Profile attribute contairia the SIP request, if QOE Profiles are enahfetie included
QoE Profile is lower, as specified in subsectidh"®RoE Profile$ than the QoE Profile assigned to the Active PoC
Session, and if the QoE Profile assigned to thévAdoC Session is marked as "mandatory”, the Ro@es
SHALL reject the request with a SIP 403 "Forbiddegsponse with the warning text set to '114 QoHghssent
Error' as specified in subclause 58arning header.' Otherwise continue with the rest of the steps;

- 7. SHALL check whether privacy is allowed for thaetAenticated Originator's PoC Address, when anotyyisi
requested with the Privacy header containing theidalf not allowed, the PoC Server SHALL respawith a SIP
403 "Forbidden" response with the warning textget19 Anonymity not allowed' as specified in dalbise 5.6
"Warning header'to the originating network. Allowing privacy forspecific Authenticated Originator's PoC
Address is defined using <allow-anonymity> elemafithe PoC Group's authorization rules as specifig®@MA-
PoC-Document-Mgmt]. If privacy is allowed, the P8€rver SHALL create and cache an Anonymous PoCesddr
as specified in subclause 5Aribnymous PoC Addré'sand a Nick Name as specified in subclause Hidk'

Namé. Otherwise, continue with the rest of the steps;

NOTE 1: The Anonymous PoC Address is an aliasiferRoC User, and this address appears in Partidiffanmation
and the User Plane Taken message. This alias Pdtegslis used when expelling the PoC Participam fr
the PoC Session.
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8. SHALL validate that the received SDP offer imgg at least one Media Stream used in the PoCdfesih the
Media-floor Control binding as used in the PoC &esfor which the Media Parameters and at leastomidkec or
Media format is acceptable for the PoC Server &ndti reject the request with a SIP 488 "Not Adabfe Here"
response generated as specified in the subcladel7'General. Otherwise, continue with the rest of the steps;

9. SHALL check whether the Contact header of tlwenning SIP INVITE request includes the PoC Dispatch
feature tag '+g.poc.dispatcher’, in case of a DipRoC Session. If it is present and the joinin@ RJser is not the
Active PoC Dispatcher for the Dispatch PoC SesstomPoC Server SHALL reject the request with & 486
"Busy Here" response with the warning text selid'Dispatch group has already another active ttibpd as
specified in subclause 5'8arning header. Otherwise, continue with the rest of the steps;

10. SHALL in the case a Chat or Pre-arranged Paftis6ession check if <max-participant-count> agifipd in
[OMA-PoC-Document-Mgmt] is already reached. If reed,

a) If the PoC Server supports Official Governmese QoE Profile, and if the incoming invitation regts an
'Official Government Use' Local QoE Profile with associated PoC Session Precedence that is higirette
PoC Session Precedence associated to the LocaP@dite of at least one of the participants of BwC
Session, then according to Service Provider PdlieyPoC Server MAY release a patrticipant of loviestal
QoE Profile as specified in subclause 7.2.Réhoval of Participant from PoC Sessicend skip the next
step;

b) PoC Server SHALL return a SIP 486 "Busy Herespanse with the warning text set to '102 Too many

participants' to the originating network as spedfin subclause 5.68arning headét Otherwise, continue
with the rest of the steps;

11. SHALL perform action on receipt of an initidPIINVITE request as described in 7.2.31Geheraf;

12. SHOULD use the "b=AS" attribute as specifiefMA-PoC-UP]"Media Buffering",if included in the SDP
offer;

13. SHALL accept the SIP request and generate 28POK" response to the SIP request as spediiitae
subclause 7.2.1.General",

14. SHALL include a MIME SDP body as an SDP anstwghe SDP offer in the incoming SIP INVITE requast
specificed in the subclause 7.2.1.1S®P answer generatidn

15. SHALL include in the Authenticated Originatd?sC Address and in the Contact header of the G0P'@K"
response the Dispatch Type uri-parameter "dispa&tatire-group”, or "dispatch=sub-group" as apprdprfar the
type of the Dispatch PoC Session, as specified3r2EDispatch Type uri-parametérin case of a Dispatch PoC
Session.

16. SHALL interact with the User Plane as specifieODMA-PoC- UP] ‘Controlling PoC Function procedures at
PoC Session initialization

NOTE 2: Resulting User Plane processing is comglb&fore the next step is performed.

17. SHALL send the SIP 200 "OK" response towarésRhC Client according to rules and proceduredis
Core;

18. SHALL generate a natification to the PoC Clgenthich have subscribed to the conference statet package
that a PoC User has joined in the PoC Group Sesasospecified in subclause 7.2.1.11G2nerating a SIP
NOTIFY request”

19. SHALL send the SIP NOTIFY request to the Po@er@$ according to rules and procedures of thelSI@bre;
20. SHALL perform the actions described in subatan£.1.28.2PoC Session Control for Crisis handling
requested during an ongoing PoC Sessibthe SIP INVITE request included a Priority fiest set to "crisisevent”
and PoC Session Control for Crisis Handling isalmady ongoing and do not continue with the réshe steps;
21. SHOULD offer the Media Types used in the ongdd@C Session but not received in the SIP INVITduest or
the SIP REFER request when the PoC Client rejdiead?bC Session using as specified in the subclagsa5
"PoC Session modificatitynand,

22. SHALL if the SIP INVITE request or the SIP REREequest received from the rejoining PoC Clienttams a
MIME body with a reference to external Media store@n EMCS with the Content-Disposition value teetrelay”,

as defined in Annex E.7.Relay Value and EMCS-RF Paramétemd if Media Streaming Control is allowed by
the adding Media policy as specified in subclaugel21 Policy for allowing Media Streams in a PoC Ses’ion
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and performs the actions in the subclause 7.2.123xternal Media Content Server (EMCS) Retrievalcfiom',
if the PoC Server supports the EMCS Retrieval fiomct

When the SIP/IP Core corresponds with 3GPP/3GPR2, the PoC Server SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armedrwes of [3GPP TS 24.229] / [3GPP2 X.S0013.4j e
clarifications given in this subclause.

7.2.1.5 Joining Chat PoC Group Session request

Upon receiving a SIP INVITE request that includé3og&C Group ldentity, which identifies the Chat Refup in the
request URI that is owned by the PoC Server, the erver:

- 1. MAY reject the SIP INVITE request with a SIP 5@&ervice Unavailable" response depending on theevaf
the requested QoE Profile if QOE Profiles are ezdithe Chat PoC Group Session does not alreadiyand a risk
of congestion exists as specified in [OMA-PoC-UPidcedures at the PoC Server performing the ColimgpPoC
Function". The PoC Server MAY include a Retry-After headeth® 503 "Service Unavailable" response as
specified in [RFC3261];

NOTE 1: The PoC Client is allowed to re-attemptBw Session establishment after the time defipetid Retry-
After header.

2. SHALL check whether the Accept-Contact headeluites the PoC feature tag '+g.poc.talkburst' &itdsi not
included the PoC Server SHALL reject the requesh @iSIP 403 "Forbidden" response with the warbaxg set to
'120 Routing error in network' as specified in dabse 5.6'Warning header.' Otherwise, continue with the rest of
the steps;

- 3. SHALL check the presence of the ‘isfocus' faaparameter in the URI of the Contact header aidsiforesent
then the PoC Server SHALL reject the request wiBiR1403 "Forbidden” response with the warning setto '105
Isfocus already assigned' as specified in subclaus&Varning header:' Otherwise, continue with the rest of the
steps;

- 4. SHALL check whether the Authenticated Origina®&0oC Address of the joining PoC User is allowepbin by
performing the actions specified in subclause B2RoC Session joining policylf it is not allowed to join the
PoC Server SHALL reject the request with a SIP ‘#agbidden" response with the warning text sef &1
Function not allowed due to <detailed reason>pasified in subclause 5.8Varning header'to the originating
network. Otherwise, continue with the rest of theps;

- 5. SHALL check whether privacy is allowed for thaetAenticated Originator's PoC Address, when anotyyisi
requested with the Privacy header containing theida If not allowed, the PoC Server SHALL resdomith a SIP
403 "Forbidden" response with the warning textgét19 Anonymity not allowed' as specified in dalbse 5.6
"Warning header'to the originating network. Allowing privacy forspecific Authenticated Originator's PoC
Address is defined using <allow-anonymity> elemafithe PoC Group's authorization rules as specifig®@MA-
PoC-Document-Mgmt]. If privacy is allowed, the P8€rver SHALL create and cache an Anonymous PoCesddr
as specified in subclause 5Aribonymous PoC Addré'sand a Nick Name as specified in subclause Hidk'

Namé. Otherwise, continue with the rest of the steps;

NOTE 2: The Anonymous PoC Address is an aliasierRoC User, and this address appears in Partidiffanmation
and the User Plane Taken message. This alias Pdfegslin used when expelling the PoC Participamh fr
the PoC Session.

6. SHALL validate that the received SDP offer irgg at least one Media Stream for which the Mediafeters

and at least one codec or Media format is accepfablthe PoC Server and the Media Type is eitBedun the

PoC Session or allowed by adding Media policy &iiged in subclause 7.2.1.2Pdlicy for allowing Media

Streams in a PoC Sessfamnd if not, reject the request with a SIP 488t'Noceptable Here" response generated as
specified in the subclause 7.2.1@¢eheral. Otherwise, continue with the rest of the steps;

- 7. SHALL perform action on receipt of an initial’'SINVITE request as described in 7.2.31Geheral;

- 8. SHOULD use the "b=AS" attribute as specifief@MA-PoC-UP]"Media Buffering",if included in the SDP
offer;

9. If the Chat PoC Group Session does not alrezgidy, ¢he PoC Server:
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a) SHALL check if a Resource-Priority header iduded in the SIP INVITE request, according to rudes
procedures of [RFC4412], if the 'Official Governrhélse' QoE Profile is supported. If included theCPo
Server SHALL:

i. check that the QoE Profile attribute containethie SDP offer indicates 'Official Government U3eE
Profile, as specified in subclause E.3Q0E Profile'. If the QoE Profile attribute indicates other QoE
Profile, the PoC Server SHALL reject the requeshwi SIP 403 "Forbidden" response with the warning
text set to '114 QoE Assignment Error' as specifieslibclause 5.8Narning header:;

ii. assign 'Official Government Use' QoE Profileths QoE Profile for the PoC Session; and,

iii. apply any preferential treatment to the SIBuest as specified in [RFC4412], skip the next staph
proceed with the rest of the steps.

b) If QoE Profiles are enabled, the PoC Server SHAL

i. if there is no <goe> element defined in the R&xGup document as specified in [OMA-PoC-Document-
Mgmt], assign the QoE Profile indicated in the Q@iefile attribute in the SDP offer as the QoE Reodif
the PoC Session.

ii. if there is a <goe> element defined in the R&X©up document as specified in [OMA-PoC-Document-
Mgmt], check whether the value of the QoE Profiteilaute in the SDP offer is equal or higher, as
specified in 5.8 QoE Profile$, than the value of the <qoe> element. If it iwéo the PoC Server SHALL
reject the SIP INVITE request with a SIP 403 "Fdd#n" response with the warning text set to '11& Qo
Assignment Error' as specified in subclause"®/@rning header.' Otherwise, the PoC Server SHALL
assign the value of the <qoe> element as the QofildPof the PoC Session and SHALL mark it as
"mandatory” and continue with the rest of the steps

NOTE 3: If no QoE Profile attribute is includedthre SDP offer of the SIP INVITE request, it is colesed that '‘Basic'
QoE Profile is requested.

c) SHALL reject the SIP INVITE request with a SIB34'Forbidden” response with the warning text set t
'121 Function not allowed due to <detailed reasasspecified in subclause 5\arning headey, if the SIP
INVITE request is received for a Chat PoC Groupwibich Dynamic PoC Group rules are defined and if a
MIME body containing Dynamic PoC Group rules asc#fiped in [draft-cbus-event] is contained in thé>SI
INVITE request and not removed by the PoC Serveandition Re-evaluation parameters as specified in
[draft-cbus-event] are contained in the SIP INVIFEguest. Otherwise, continue with the rest of thps

d) SHALL perform the actions for subscribing to @ymic PoC Group member information, as specifiethén
subclause 7.2.2.10.8Ubscription initiated by PoC Serveif Dynamic PoC Groups functionality is supported
by the PoC Server and if Dynamic PoC Group rulespasified in [draft-cbus-event] are defined fcg tBhat
PoC Group and Dynamic PoC Groups is supported;

e) SHALL create a Chat PoC Group Session and a#ac®0C Session Identity for the PoC Session.
- 10. If the Chat PoC Group Session already exisesPbC Server:

a). SHALL check if a Resource-Priority header idudled in the SIP INVITE request, according to sued
procedures of [RFC4412], if the 'Official Governrhélse' QoE Profile is supported. If included theCPo
Server SHALL:

i. check that the QoE Profile attribute containethie SDP offer indicates 'Official Government USeE
Profile, as specified in subclause E.3QE Profile'. If the QoE Profile attribute indicates other QoE
Profile, the PoC Server SHALL reject the requeshwi SIP 403 "Forbidden" response with the warning
text set to '114 QoE Assignment Error' as specifieslibclause 5.8Narning header;'and,

ii. apply any preferential treatment to the SIPuesj as specified in [RFC4412], skip the next siegh
proceed with the rest of the steps.

b) SHALL check the QoE Profile attribute containedhe request, if QOE Profiles are enabled. [fitteduded
QoE Profile is lower, as specified in subclause"R8E Profiles" than the QoE Profile assigned to the Active
PoC Session and if the QoE Profile assigned téttie PoC Session is marked as "mandatory”, the Po
Server SHALL reject the request with a SIP 403 Hiaaten" response with the warning text set to 'Qb&
Assignment Error' as specified in subclause B/&rhing header Otherwise, continue with the rest of the
steps and,

¢) SHALL check whether the Authenticated Origina®oC Address of the joining PoC User is allowed t
join the Dynamic PoC Group Session according tdighef PoC Users matching the Dynamic PoC Group
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rules and cached for the Dynamic PoC Group Sessi@pecified in subclause 7.2.1.3Rkteiving
notification of Dynamic PoC Group member informatidf the SIP INVITE request is received for a
Dynamic PoC Group Session. If the PoC User doesiatth the rulesthe PoC Server performing the
Controlling PoC Function SHALL reject the SIP IN\ETequest with a SIP 403 "Forbidden" response with
the warning text set to '121 Function not allowee tb <detailed reason>' as specified in subclaite
"Warning header'to the originating network. Otherwise, continuehnttie rest of the steps;

d) SHALL check if <max-participant-count> as spiifin [OMA-PoC-Document-Mgmt] is already reached.
If reached:

i. If the PoC Server supports 'Official Governméise’ QoE Profile, and if the incoming invitatiorgtests
an 'Official Government Use' Local QoE Profile with associated PoC Session Precedence that is highe
than the PoC Session Precedence associated totheQoE Profile of at least one of the particiganit
the PoC Session, then according to Service Profdkcy the PoC Server MAY release a participant of
lowest Local QoE Profile as specified in subclatige2.4"Removal of Participant from PoC Sessipahd
skip the next step; and,

ii. The PoC Server SHALL return SIP 486 "Busy HereSponse with the warning text set to '102 Too
many participants' to the originating network ascified in subclause 5:8Varning header.' Otherwise,
continue with the rest of the steps.

11. SHALL accept the SIP request and generate 2@POK" response to the SIP INVITE request asHieel in
the subclause 7.2.1'General’,

12 SHALL include in the SIP 200 "OK" response a MENMSDP body as an SDP answer to the SDP offer in the
incoming SIP INVITE request as specified in thedabse 7.2.1.1aSDP answer generation

13. SHALL interact with the User Plane as specifirefOMA-PoC-UP] 'Controlling PoC Function procedures at
PoC Session initialization

NOTE 4: Resulting User Plane processing is comgleedore the next step is performed.

14. SHALL send the SIP 200 "OK" response towar@sRbC Client according to rules and procedurediiis
Core;

15. SHOULD start PoC Session modification with BeC Client as specified in subclause 7.2"P&C Session
modification'; if a Media not offered in the received SDP offeused in the PoC Session and if the PoC Session
already existed before;

16. SHOULD start PoC Session maodification with ¢tieer PoC Clients as specified in subclause 7.2R20&

Session modificatidnif there is a Media Type in the received SDRepffrhich was not used in the PoC Session and

which is allowed by adding Media policy as spedfie subclause 7.2.1.2Pblicy for allowing Media Streams in a
PoC Sessidhand which was not offered to the other PoC Cligatt

17. SHALL send a natification to the PoC Clienthieh have subscribed to the conference state @amikiage that
a PoC User has joined in the Chat PoC Group Sesssospecified in subclause 7.2.1.11Geferating a SIP
NOTIFY request

18. SHALL send the SIP NOTIFY request to the Po@r$ according to rules and procedures of thelSI@bre;
19. SHOULD offer the Media Types used in the ChaE Bsroup Session but not received in the SIP INVITE
request or the SIP REFER request when the PoCt@diers an ongoing Chat PoC Group Session usirgpesified
in the subclause 7.2.2.28C Session modificatidif a Chat PoC Group Session is already ongoing; a

20. SHALL if the SIP INVITE request received frohretjoining PoC Client contains a MIME body withederence
to external Media stored in an EMCS with the Cotifisposition value set to "relay”, as defined inn&x
E.7.1'Relay Value and EMCS-RF Paramétemnd if Media Streaming Control is allowed by #uiding Media
policy as specified in subclause 7.2.1.Pblicy for allowing Media Streams in a PoC Sessiamd performs the
actions in subclause 7.2.1.23ARxternal Media Content Server (EMCS) Retrieval fiong, if the PoC Server
supports the EMCS Retrieval Function.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armeduwes of [3GPP TS 24.229] / [3GPP2 X.S0013.4j tie
clarifications given in this subclause.
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7.2.1.6 PoC Session joining policy

The PoC Server performing the Controlling PoC FiuamcEHALL allow only those PoC Users to join in tAd-hoc and 1-1
PoC Session that it hosts who:

- 1. Have been invited in the original invitationdan
- 2. Have been invited during the PoC Session byttreer or by another Participant of the PoC Session.

The PoC Server performing the Controlling PoC FuamcEHALL allow only those PoC Users to join in tAee-arranged or
Chat PoC Group Session that it hosts whose Autteeti Originator's PoC Address is allowed by tteen<handling>

action of the PoC Group's authorization rules, thed<supported-services> element, if present, atdicthe support for PoC
service as specified in [OMA-PoC-Document-Mgmt].

NOTE: A Pre-arranged PoC Group or a Chat PoC Gobiigpe Restricted Group has the additional coadithat the
PoC User is a member of <list> element for allowtimg PoC User to join the PoC Session.

7.2.1.7 PoC Session modification

The PoC Session modification can be made due togéhg codecs and Media Parameters of Media Stregmsging the
Media formats of supported Media Streams, adding Media Streams to a PoC Session, disconnectimg &dledia
Stream, connecting to a Media Stream or changindifjs between Media Streams and Media-floor Cbiintities or
combination of these.

Upon receiving a SIP UPDATE request or a SIP redMNB/request within an existing PoC Session inclgdamew SDP
offer as specified by [RFC3264] and [RFC4566] th€FServer:

- 1. SHALL validate that the received SDP offer irt#g at least one Media Stream for which the Medrafeters
and at least one codec or Media format is acceptapthe PoC Server and if not reject the requébktavSIP 488
"Not Acceptable Here" response generated as spddifithe subclause 7.2.1 Geéneral. Otherwise, continue with
the rest of the steps;

- 2. SHALL check if a Resource-Priority header foffi€al Government Use' QoE Profile is includedtire SIP
UPDATE request or SIP re-INVITE request, if thefl@&l Government Use' QoE Profile is supportednifiuded,
the PoC Server SHALL apply preferential treatmerthie request to modify the PoC Session, as spdadiii
[RFC4412];

- 3. SHALL perform actions to verify the Authenticdt®riginator's PoC Address and authorize the usddéered
Media Streams with the used Media-floor Controligriiinding if not the same as in the received Sffer as
specified in subclause 7.2.1.2Rdlicy for allowing Media Streams in a PoC SesSiamd as specified in 7.2.1.22
"Policy for removing Media from PoC Sessiand if not authorized, the PoC Server SHALL ratarSIP 488 "Not
Acceptable Here" response generated as specifithe isubclause 7.2.1.Géneral. Otherwise continue with the
rest of the steps;

- 4. SHALL perform actions to verify the Authenticdt®riginator's PoC Address and authorize the offédedia
Stream currently not used in the PoC Session, exsfigal in subclause 7.2.1.2Pdlicy for allowing Media Streams
in a PoC Sessidnand if not authorized, the PoC Server SHALL reta SIP 488 "Not Acceptable Here" response
generated as specified in the subclause 7.2Q@ehéral. Otherwise continue with the rest of the steps;

- 5. SHALL mark in the SDP offer the offered Mediaestm as rejected, if the codecs, Media formats edii
Parameters of the offered Media Stream are nofpsaicke for the PoC Server;

- 6. SHALL modify according to the received SDP oftee PoC Session towards other Participants agfiguein
subclause 7.2.2%°0C Session modification”,

a) if the received SDP offer includes a Media Streahich is currently not used in a PoC Session;

b) if the received SDP offer includes a Media Streavhich is used in a PoC Session and which is ethas
rejected and if allowed by the Media Stream rempadicy defined in subclause 7.2.1.2Reémoving Media
from a PoC Session polity

c) if the current Media-floor Control Entity bindjrof a Media Stream used and offered by the orgigd?oC
Client is not the same as in the received SDP jaffer

d) any combination of the previous.
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7. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"Controlling PoC Function procedures
when disconnectinfjom a Media Typefor disconnecting from the Media Stream in the FB#Ssion for the
originating PoC Client, if the Media Stream in tieeeived SDP offer was marked as rejected or itthieent
Media-floor Control Entity binding of a Media Streaised and offered by the originating PoC Cliemtdsthe
same as in the received SDP offer;

- 8. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"Controlling PoC Function procedures
whenadding a Media Type to PoC Sessidhthe offered Media Stream is currently not usethie PoC Session or
if the current Media-floor Control Entity bindind a Media Stream used and offered by the origigafinC Client
is not the same as in the received SDP offer;

- 9. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"Controlling PoC Function procedures
whenconnecting to a Media Typ&3r connecting to the Media Stream in the PoC ®essi the offered Media
Stream is currently used in the PoC Session, butised by the originating PoC Client;

- 10. SHALL interact with the User Plane as specifiefOMA-PoC-UP] 'User Plane adaptatidrfor updating the
User Plane with the new codecs, Media formats adi&Parameters for those Media Stream where tleeauff
Media Parameters, Media formats or codecs chariiged,those earlier accepted by the PoC Client;

- 11. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"10.1 Controlling PoC Function
Moderated PoC Session Media Burst Control procesiUier enable or disabler PoC Moderated PoC Session
Media Burst Control functionality, if the offeredddia Stream are indicated to enable or disableNo@erated
PoC Session Media Burst Control functionality frime PoC Client;

- 12. SHALL generate a SIP 200 "OK" response inclgdirMIME SDP body as an SDP answer as specified in
subclause 7.2.1.7&DP answer generation”

- 13. SHALL send the SIP 200 "OK" response to theIBIEore along the signalling path;

- 14. SHOULD generate a notification as specifiedubclause 7.2.1.11"%enerating a SIP NOTIFY request the
PoC Clients, which have subscribed to the conferaiate event package, if a PoC User has put t@eSegsion on
hold or off hold or if Media Stream used by the P&¢3sion modification initiator have changed amdRbC Server
performing the Controlling PoC Function includes thformation about Media Stream used in the Pog3iSe to
the Participant Information;

- 15. SHOULD send the SIP NOTIFY request to the Pieén® according to rules and procedures of théIBIP
Core; and,

- 16. SHALL release the PoC Session as specified?ii2.4 'Removal of Participant from PoC SesSidrthe criteria
for releasing the PoC Session as specified in L& PoC Session release polidg fulfilled and if a Media Type
or a Media-floor Control entity is removed from theC Session..

NOTE: The PoC Server may determine to update thdidviearameters and codec(s) of the other Partitspan
according to the local policy. The modificatiorsigecified in subclause 7.2.2B0oC Session modification”.

When the SIP/IP Core corresponds with 3GPP/3GPR, the PoC Server SHALL use 3GPP/3GPP2 IMS medamanis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.1.8 Adding Participants to PoC Session request

The procedure is initiated by the PoC Server asdbelt of an action as specified in subclause7Reception of a SIP
REFER request" when adding Participants to an arggPpC Session and subclause 7.3.B&C' Session initiation using
Pre-established Sessibwhen initiating an Ad-hoc PoC Group Session dr BeC Session within a Pre-established Session.

Upon receiving a SIP REFER request that is witlzootethod parameter in the Refer-To header or wiemethod
parameter is set to "INVITE" in the Refer-To headlee PoC Server:

- 1. SHALL perform actions to verify the Authenticdt®riginator's PoC Address of the Inviting PoC Used
authorize the request as specified in subclauges.Z4"PoC Session initiation policydnd 7.2.1.15PoC Session
adding policy"and if it is not authorized the PoC Server SHAELurn a SIP 403 "Forbidden" response with the
warning text set to '121 Function not allowed duedetailed reason>' as specified in subclausé&8a&ning
header" Otherwise, continue with the rest of the steps;
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- 2. SHALL check whether privacy is allowed for thatAenticated Originator's PoC Address, if anonyristy
requested via a Privacy header containing thedaig the SIP REFER request, if adding PoC Usdd(s) Pre-
arranged PoC Group or Chat PoC Group Sessiont Hltowed, the PoC Server SHALL respond with a
"Forbidden" response with the warning text seL1®'Anonymity not allowed' as specified in subctabs
"Warning header'to the originating network. Allowing privacy forspecific Authenticated Originator's PoC
Address is defined using <allow-anonymity> elemafrthe PoC Group's authorization rules as specifig®@MA-
PoC-Document-Mgmt]. If privacy is allowed, the P8€rver SHALL create and cache an Anonymous PoCesddr
as specified in subclause 5Aribnymous PoC Addré'sand a Nick Name as specified in subclause HidK'

Namé. Otherwise, continue with the rest of the steps;

NOTE 1: The Anonymous PoC Address is an aliasHerRoC User, and this address appears in Partidiffanmation
and the User Plane Taken message. This alias Pdfegslin used when expelling the PoC Participamb fr
the PoC Session.

3. SHALL check if a Resource-Priority header foffi€al Government Use' QoE Profile is includedtive SIP
REFER request, if the 'Official Government Use' (Qufile is supported. If included, the PoC SelSEALL
apply preferential treatment to the request toRadicipants to the PoC Session, as specified RCER12];

- 4. SHALL extract the PoC Address(es) of the PoCr(d3érom the SIP REFER request to be invited eithe
a) from the Refer-To header according to rules@ondedures of [RFC3515]; or,
b) from the MIME resource-lists body according tites and procedures of [RFC5368];

- 5. SHALL check whether the PoC User(s) to be adutedddition to those already participating, do exteed the
maximum number of Participants allowed in an Ad-Ra€C Group Session, if adding PoC User(s) to améa-
PoC Group Session. If exceeded, according to ited fwlicy, the PoC Server SHALL return a SIP 4B&3sy
Here" response with the warning text set to ' 16@ many participants' to the originating networlspscified in
subclause 5.8Warning header!" Otherwise, continue with the rest of the steps;

- 6. SHALL check whether the PoC User(s) to be adutedddition to those already participating, do exteed the
maximum number of Participants allowed in the PaGup Session according to the <max-participant-teun
element, which is specified in [OMA-PoC-Document+htd if adding PoC Users to a Chat or Pre-arrarfee@
Group Session. If exceeded, the PoC Server SHAtrmea SIP 486 "Busy Here" response with the wayéxt
set to '102 Too many participants' to the origimatetwork as specified in subclause 'S\Grning header'
Otherwise, continue with the rest of the steps.

- 7. SHALL generate a SIP 2xx final response to thieEFER request according to rules and procedfres
[RFC3515];

- 8. SHALL if the SIP REFER request was an initiaP $&quest received outside of an existing dialogn the PoC
Server SHALL include in the response to the SIP BEFequest a Supported header with the option tag
'norefersub’ according to rules and procedureRB{J4488];

- 9. SHALL check the presence of the Refer-Sub heafftre SIP REFER request and if it is presentighés the
value 'false' then the PoC Server SHALL includéhimresponse to the SIP REFER request a Refer<adeh set
to ‘false’ according to rules and procedures ofJ&RF88];

- 10. SHALL send the SIP 2xx final response to tHeé BEFER request towards the PoC Client accordimglés
and procedures of the SIP/IP Core;

- 11. SHALL perform the actions for subscribing torlaynic Group Member Information for the Ad-hoc Pofo@p,
as specified in the subclause 7.2.2.1@&ubscription initiated by PoC Serveif a MIME body containing Dynamic
PoC Group rules as specified in [draft-cbus-evienitjcluded in the received SIP REFER request atdemoved
by the PoC Server and if the SIP REFER requestisived for the initiation of a Dynamic Ad-hoc PG&Eoup
Session and if Dynamic PoC Groups functionalityupported by the PoC Server;

- 12. SHALL either

- a) perform for the PoC Addresses allowed accorthngj2.1.15 PoC Session adding politthe actions
described in subclause 7.2.2R0C Session invitation reque$or each URI in the list, if the SIP REFER
request is received for adding PoC User(s) to a Beg3ion or is not received for the initiation dynamic
Ad-hoc PoC Group Session; or,

- b) invite the PoC Users matching the Dynamic PoGu@rrules, as specified in subclause 7.2.P@C Session
invitation requests if the SIP REFER request is received for th&ation of a Dynamic Ad-hoc PoC Group
Session and if there are members that match tks.rul
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- 12. SHALL perform for the PoC Addresses allowedoading to 7.2.1.15PoC Session adding policytie actions
described in subclause 7.2.2BbC Session invitation requedtir eachURI in the list; and,

- 13. SHALL generate and send to the PoC Client SIHIRY request(s) as specified in the subclausel 7.2.
"Generating a SIP NOTIFY request to the SIP REFERest based on the progress of each SIP INVITE request
sent to PoC User(s) in accordance with sub-claus@.2"PoC Session invitation requestf the Refer-Sub header
is not present or is set to 'true' in the SIP REF&RIest.

NOTE 2: A SIP REFER request according to rulesfaodedures of [RFC3515] or [RFC5368] is an implicit
subscription to event 'refer' if the Refer-Sub lezas not present or is set to 'true'.

When the SIP REFER request included a MIME bodywiteference to Discrete Media or Streaming Msttieed in an
EMCS with a Content-Disposition value "relay” ,defined in Annex E.7.Relay Value and EMCS-RF Paraméter
included the PoC Server, the PoC Server SHALL folibe procedures described in subclause 7.2.1.23BxX2ernal Media
Content Server (EMCS) Retrieval Function

Upon receiving a SIP 403 "Forbidden" response tithwarning code 399 and the warning text '105cisfaalready
assigned', or a SIP 503 "Service Unavailable" resppor a SIP 486 "Busy Here" response, or a S8P'M6Bt Acceptable
Here" response, or a SIP 417 "Unknown ResourceiBtioesponse, the PoC Server SHALL if the Refeb®eader is not
present or is set to ‘true' in the SIP REFER regjgeserate and send to the PoC Client a SIP NOT#gdest as specified in
the subclause 7.2.1.1Generating a SIP NOTIFY request to the SIP REFERest.

Upon receiving SIP provisional responses or SIRlfiasponses for the SIP INVITE request(s) contgjra P-Answer-State
header with the value "Unconfirmed" as specifiefRRC4964] and as specified in subclause 7.2RdC Session invitation
request“the PoC Server:

- 1. SHALL discard the received SIP responses witfawtarding them.

When the SIP/IP Core corresponds with 3GPP/3GPR, thk PoC Server SHALL use 3GPP/3GPP2 IMS meadimanis
according to rules and procedures of [3GPP TS 24 2BGPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.1.9 Leaving PoC Session request

7.2.1.9.1 SIP BYE request received in a PoC Session

Upon receiving a SIP BYE request the PoC Server:

- 1. SHALL check if a Resource-Priority header foffi€al Government Use' QoE Profile is includedtire SIP
BYE request, if the 'Official Government Use' Qoibfite is supported. If included, the PoC ServerA&H apply
preferential treatment to the request to leavePhi@ Session, as specified in [RFC4412];

- 2. SHALL interact with the User Plane as specifrefOMA-PoC-UP] 'Controlling PoC Function Procedures at
PoC Session releas&r releasing User Plane resource associated hétlStP Session towards the Participating
PoC Function

- 3. SHALL send a SIP 200 "OK" response towards € Elient according to rules and procedures of3t|P
Core;

- 4. SHALL perform the actions described in the sabsk 7.2.1.2.8.3 "Termination of PoC Session CbfardCrisis
Handling" if the SIP BYE request is received frdm PoC Crisis Event Handling Entity

- 5. SHALL check PoC Session release policy as sipedifi the subclause 7.2.1.1BJC Session release policgid
if the applied release policy requires that the B@Ssion is released perform for each ParticipitiisoPoC
Session the procedures as specified in the sulecla@2.4'Removal of Participant from PoC Sessipn"

- 6. SHALL terminate the subscription to the Dynaf@C Group member information and indicate it teated
according to rules and procedures of [RFC3265]éfsubscription is ongoing for the PoC Session i&tide PoC
Session is released according to the applied elealicy and if the SIP BYE request is receivedddynamic
PoC Group Session;

- 7. MAY start PoC Session modification with the gtReC Clients as specified in subclause 7.2.R&C' Session
modification, if there is a Media Type and Media-floor ContEgitity which is used by no more than one PoC
Client and allowed by removing Media policy as sfied in the subclause 7.2.1.2ZRemoving Media Streams
from a PoC Session policy
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8. SHALL generate a natification to the PoC Cliemihich have subscribed to the conference statet package
that a PoC User has left the PoC Group Sessispedfied in subclause 7.2.1.11@enerating a SIP NOTIFY
request”;

9. SHALL send the SIP NOTIFY request to the Po@@B according to rules and procedures of the BI@dre;

10. SHALL update the list of past Participants pecified in subclause 5.1#ast Participanty if the PoC Server
supports the Ad-hoc PoC Group Session re-initidimctionality.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS medaimanis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.1.9.2

SIP REFER BYE request received when using a Pre-established Session

Upon receiving from the PoC Client a SIP REFER esjwhen using a Pre-established Session with #tkatd parameter
set to value "BYE" in the Refer-To header the Pe@/&r:

1. SHOULD check if a Resource-Priority header @ffitial Government Use' QoE Profile is includediire SIP
REFER request, if the 'Official Government Use' Quifile is supported. If included, the PoC SelSEIALL
apply preferential treatment to the request todghe PoC Session, as specified in [RFC4412];

2. SHALL perform actions to verify the Authenticdt®riginator's PoC Address of the PoC Client artti@ire the
request according to local policy and if it is mothorized the PoC Server SHALL return a SIP 408Bklden"
response with the warning text set to '121 Funatiotnallowed due to <detailed reason>' as spedifiedibclause
5.6"Warning header! Otherwise, continue with the rest of the steps;

3. SHALL examine the URI in the Refer-To headethaf SIP REFER request and
a) if the URI is a PoC Address, that identifiesaatigipant in the on-going PoC Session, the Po®@e3er

i. SHALL generate a SIP 2xx final response to tHe BEFER request according to rules and procedhires
[RFC3515];

ii. SHALL include in the response to the SIP REFRERuest a Supported header with the option tag
'norefersub’ according to rules and procedure®Bfj4488], if the SIP REFER request was an initlel S
request received outside of an existing dialog;

iii. SHALL check the presence of the Refer-Sub teeand the SIP REFER request and if it is presedtifin
has the value ‘false' then the PoC Server SHALludein the response to the SIP REFER requesterRef
Sub header set to 'false' according to rules anceplures of [RFC4488];

iv. SHALL send the SIP response to the SIP REFEfRest towards the PoC Client according to rules and
procedures of the SIP/IP Core;

v. SHALL check the PoC Session expulsion policgpecified in 7.2.1.27PoC Session expulsion policy
and according to the applied expulsion policy perfdor the identified Participant the procedurescified
in subclause 7.2.2:Removal of Participant from PoC Sessipn

vi. SHALL check the PoC Session release policy gigekcin subclause 7.2.1.7®0C Session release
policy" and if the applied release policy requires thatRoC Session is released perform for each
identified PoC User the procedures specified irckuse 7.2.2.4Removal of Participant from PoC
Session"

vii. SHALL terminatedlsubscription to the Dynamic PoC Group memberiméiion and indicate it
terminated according to rules and procedures oCfB¥65] if the subscription is ongoing for the PoC
Session and, if the PoC Session is released aogotaithe applied release policy and if the SIP REF
BYE request is received for a Dynamic PoC Grousi®esusing the Pre-established Session;

viii. SHALL generate a notification of the curresiate of the PoC Session to the PoC Client(s), whave
subscribed to the conference state event packagmegified in subclause 7.2.1.11Generating a SIP
NOTIFY request”
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ix. SHALL check the subscription termination poliay specified in subclause 7.2.1.1T8rmination of
subscription“and if the subscription termination policy regsithat subscriptions are to be terminated for
each PoC Client terminate the existing subscriptotihe conference state event package; and,

X. SHALL send the SIP NOTIFY request to the PoGftfs) according to rules and procedures of the
SIP/IP Core.

b) if the URI refers to a URI list, the PoC Server

i. SHALL generate a SIP 2xx final response to tHe BEFER request according to rules and procedifres
[RFC3515];

ii. SHALL include in the response to the SIP RERERuest a Supported header with the option tag
'norefersub’ according to rules and procedureRB{Jj4488], if the SIP REFER request was an initlRl S
request received outside of an existing dialog;

iii. SHALL check the presence of the Refer-Sub feeand the SIP REFER request and if it is presedtiin
has the value 'false' then the PoC Server SHALludein the response to the SIP REFER requesterRef
Sub header set to ‘false’ according to rules ancepiures of [RFC4488];

iv. SHALL send the SIP response to the SIP REFEfRest towards the PoC Client according to rules and
procedures of the SIP/IP Core;

v. SHALL check the PoC Session expulsion policgpecified in 7.2.1.27PoC Session expulsion policy
and according to the applied expulsion policy perféor each identified Participant the procedures
specified in subclause 7.2.2Removal of Participant from PoC Sessip

vi. SHALL check the PoC Session release policy gigekin subclause 7.2.1.1®0C Session release
policy" and if the applied release policy requires thatRoC Session is released perform for each
identified PoC User the procedures specified irckuse 7.2.2.4Removal of Participant from PoC
Session"

vii. SHALL terminatké subscription to the Dynamic PoC Group membe@rimétion and indicate it
terminated according to rules and procedures o€f8#65] if the subscription is ongoing for the PoC
Session and, if the PoC Session is released aogataithe applied release policy and if the SIP REF
BYE request is received for a Dynamic PoC Groupsidesusing the Pre-established Session;

viii. SHALL generate a notification of the currestate of the PoC Session to the PoC Client(s), whave
subscribed to the conference state event packagpegified in subclause 7.2.1.11Generating a SIP
NOTIFY request”

ix. SHALL check the subscription termination poliag specified in subclause 7.2.1.1T8rmination of
subscription"and if the subscription termination policy regsitBat subscriptions are to be terminated for
each PoC Client terminate the existing subscriptbotihe conference state event package; and,

X. SHALL send the SIP NOTIFY request to the PoGftfs) according to rules and procedure of the
SIP/IP Core.

c) if the URI is the PoC Session Identity of thegming PoC Session then the PoC Server :

i. SHALL generate a SIP 2xx final response to tHe BEFER request according to rules and procedhires
[RFC3515];

ii. SHALL include in the response to the SIP RERERuest a Supported header with the option tag
'norefersub’ according to rules and procedureRB{Jj4488], if the SIP REFER request was an initlRl S
request received outside of an existing dialog;

iii. SHALL check the presence of the Refer-Sub teeand the SIP REFER request and if it is presedtifin
has the value ‘false' then the PoC Server SHALludgin the response to the SIP REFER requesterRef
Sub header set to ‘false’ according to rules ancepiures of [RFC4488];
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NOTE:

iv. SHALL send the SIP response to the SIP REFEfRest towards the PoC Client according to rules and
procedures of the SIP/IP Core;

v. SHALL check the PoC Session release policy digeicin subclause 7.2.1.1&6C Session release
policy' and according to the applied release policy perfeither:

A. for each identified PoC User: the procedurexiieel in subclause 7.2.2:®emoval of
Participant from PoC Sessiondr,

B. remove the Participant referred by the Authextéd Originator’'s PoC Address from the PoC
Session by performing the procedures as specifisdliclause 7.2.2.Removal of Participant from
PoC Sessidn

vi. SHALL terminate teabscription to the Dynamic PoC Group member mfiron and indicate it
terminated according to rules and procedures oCfB¥65] if the subscription is ongoing for the PoC
Session and, if the PoC Session is released aogaiaithe applied release policy and if the SIP REF
BYE request is received for a Dynamic PoC Groupsi®esusing the Pre-established Session;

vii. SHALL generate a notification of the curretate of the PoC Session to the PoC Client(s), whiore
subscribed to the conference state event packagmegified in subclause 7.2.1.11Generating a SIP
NOTIFY request";

viii. SHALL check the subscription termination pofias specified in subclause 7.2.1.1T.8rmination of
subscription“and if the subscription termination policy regsithat subscriptions are to be terminated for
each PoC Client terminate the existing subscriptbotihe conference state event package; and,

ix. SHALL send the SIP NOTIFY request to the Po@@i(s) according to rules and procedures of the
SIP/IP Core.

d) if the URI is not a PoC Address and does narrief a URI list and is not the PoC Session |dgofi the
on-going PoC Session, the PoC Server:

i. SHALL return SIP 404 "Not Found" response. Ottise continue with the rest of the steps.

4. SHALL generate and send to the PoC Client SIFIR® request(s) as specified in subclause 7.2.1.17
"Generating a SIP NOTIFY request to the SIP REFERest based on the progress of the SIP BYE requestgif
Refer-Sub header is not present or is set to imutbe SIP REFER request.

A SIP REFER request according to rules amdguiures of [RFC3515] or [RFC5368] is an implicit
subscription to event 'refer' in case the ReferdSeduer is not present in or is set to 'true'.

When the SIP/IP Core corresponds with 3GPP/3GPR, tive PoC Server SHALL use 3GPP/3GPP2 IMS medhmanis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.1.9.3

SIP BYE request received within a Pre-est  ablished Session

Upon receiving a SIP BYE request to a Pre-estatiisbession the PoC Server:

1. SHOULD check if a Resource-Priority header @fficial Government Use' QoE Profile is includedlire SIP
BYE request, if the 'Official Government Use' Qoibfite is supported. If included, the PoC ServerA&H apply
preferential treatment to the request to leavePii@ Session, as specified in [RFC4412];

2. SHALL check the PoC Session release policy asified in subclause 7.2.1.1BoC Session release policghd
perform according to the applied PoC Session relpalicy for every Participant of the PoC Sessixtépt for the
owner of the Pre-established Session) the procedsrepecified in subclause 7.2. R&moval of Participant from
PoC Session"

3. SHALL remove the owner from the PoC Sessiondxrygsming the procedures as specified in subclduz2.6.3
"Leaving a PoC Session when using Pre-establishesi®%

4. SHALL terminate the subscription to the Dynaf@C Group member information and indicate it teated
according to rules and procedures of [RFC32653]efsubscription is ongoing for the PoC Session i&tide PoC
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Session is released according to the applied mleaigcy and if the SIP BYE request is receivedddynamic

PoC Group Session;

5. SHALL generate a notification of the currentstaf the PoC Session to the PoC Client(s), whaketsubscribed
to the conference state event package, as sperifeclause 7.2.1.11.%5&nerating a SIP NOTIFY requést

6. SHALL check the subscription termination polay specified in subclause 7.2.1.1IT&rmination of
subscriptiofi and if the subscription termination policy reaasirthat subscriptions are to be terminated fdPal
Clients terminate the existing subscription to¢baference state event package;

7. SHALL send the SIP NOTIFY request to the Po@®&liaccording to rules and procedures of the SICAfe;
and,

8. SHALL update the list of past Participants ascé#fied in subclause 5.144st Participanty if the PoC Server
supports the Ad-hoc PoC Group Session re-initidfimctionality.

When the SIP/IP Core corresponds with 3GPP/3GPR2, tie PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [3GPP TS 24 2BGPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.1.9.4 SIP REFER BYE request received when using an On-demand Session

Upon receiving from the PoC Client a SIP REFER esfjwvhen using an On-demand Session with the mgti@aeter set
to value "BYE" in the Refer-To header the PoC Serve

1. SHOULD check if a Resource-Priority header @ffitial Government Use' QoE Profile is includediire SIP
REFER request, if the 'Official Government Use' (uifile is supported. If included, the PoC SelSEALL
apply preferential treatment to the request todghe PoC Session, as specified in [RFC4412];

2. SHALL perform the actions to verify the Autheratied Originator's PoC Address of the PoC Cliedtauthorize
the request according to local policy and if nahatized the PoC Server SHALL return a SIP 403 biatden"
response with the warning text set to '121 Funatiotnallowed due to <detailed reason>' as spedifiedibclause
5.6"Warning header! Otherwise, continue with the rest of the steps;

3. SHALL examine the URI in the Refer-To headethef SIP REFER request and
a) if the URI identifies a Participant in the oniggp PoC Session, the PoC Server:

i. SHALL generate a SIP 2xx final response to tHe BEFER request according to rules and procedfres
[RFC3515];

ii. SHALL include in the response to the SIP RERERuest a Supported header with the option tag
'norefersub’ according to rules and procedure®Bfj4488], if the SIP REFER request was an initlel S
request received outside of an existing dialog;

iii. SHALL check the presence of the Refer-Sub teeand the SIP REFER request and if it is presedtifin
has the value 'false' then the PoC Server SHALludein the response to the SIP REFER requesterRef
Sub header set to ‘false’ according to rules ancepiures of [RFC4488];

iv. SHALL send the SIP 2xx response to the SIP REFéguest towards the PoC Client according to rules

and procedures of the SIP/IP Core;

v. SHALL check the PoC Session expulsion policgpecified in 7.2.1.27PoC Session expulsion policy
and according to the applied expulsion policy perfdor the identified Participant the procedures
specified in subclause 7.2.2.Rémoval of Participant from PoC Sessipn"

vi. SHALL check the PoC Session release policy igekin subclause 7.2.1.160C Session release
policy" and if the applied release policy requires thatRbC Session is released perform for each
identified PoC User the procedures specified irckuse 7.2.2.4Removal of Participant from PoC
Session"

vii. SHALL terminate the subscription to the DynanfloC Group member information and indicate it
terminated according to rules and procedures o€[&65] if the subscription is ongoing for the PoC

Session and, if the PoC Session is released aogalihe applied release policy and if the SIP REF
BYE request is received for a Dynamic PoC Grousides
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viii. SHALL generate a notification of the currestate of the PoC Session to the PoC Client(s), whave
subscribed to the conference state event packagpegified in subclause 7.2.1.11Generating a SIP
NOTIFY request

ix. SHALL check the subscription termination poliay specified in subclause 7.2.1.1T8rmination of
subscriptiofi and if the subscription termination policy reagsrthat subscriptions are to be terminated for
each PoC Client terminate the existing subscriptiiotihe conference state event package; and,

x. SHALL send the SIP NOTIFY request to the PoGfifs) according to rules and procedures of the
SIP/IP Core.

b) if the URI refers to a URI list, then the Po(h&e:

i. SHALL generate a SIP 2xx final response to tHe BEFER request according to rules and procedhires
[RFC3515];

ii. SHALL include in the response to the SIP RERERuest a Supported header with the option tag
'norefersub’ according to rules and procedureRB{Jj4488], if the SIP REFER request was an initlRl S
request received outside of an existing dialog;

iii. SHALL check the presence of the Refer-Sub teeand the SIP REFER request and if it is presedtiin
has the value ‘false' then the PoC Server SHALludein the response to the SIP REFER requesterRef
Sub header set to ‘false’ according to rules ancepiures of [RFC4488];

iv. SHALL send the SIP 2xx response to the SIP REFéguest towards the PoC Client according to rules
and procedures of the SIP/IP Core;

v. SHALL check the PoC Session expulsion policgpecified in 7.2.1.27PoC Session expulsion policy
and according to the applied expulsion policy perfdéor each identified Participant the procedures
specified in subclause 7.2.2.Rémoval of Participant from PoC Sessipn"

vi. SHALL check the PoC Session release policy igekin subclause 7.2.1.166C Session release
policy" and if the applied release policy requires thatRbC Session is released perform for each
identified PoC User the procedures specified irckuse 7.2.2.4Removal of Participant from PoC
Session”

vii. SHALL terminate the subscription to the DynanfioC Group member information and indicate it
terminated according to rules and procedures ofB65] if the subscription is ongoing for the PoC

Session and, if the PoC Session is released aogalihe applied release policy and if the SIP REF
BYE request is received for a Dynamic PoC Grousides

viii. SHALL generate a notification of the currestate of the PoC Session to the PoC Client(s), whave
subscribed to the conference state event packagmegified in subclause 7.2.1.11Generating a SIP
NOTIFY request

ix. SHALL check the subscription termination poliay specified in subclause 7.2.1.1TT&rmination of
subscriptiofi and if the subscription termination policy reaasrthat subscriptions are to be terminated for
each PoC Client terminate the existing subscripiiciine conference state event package; and,

X. SHALL send the SIP NOTIFY request to the PoGfl(s) according to rules and procedures of the
SIP/IP Core.

c) if the PoC Address is the PoC Session Idenfith® on-going PoC Session, then the PoC Server:

i. SHALL generate a SIP 2xx final response to tHe BEFER request according to rules and procedhires
[RFC3515];

ii. SHALL include in the response to the SIP RERERuest a Supported header with the option tag
'norefersub’ according to rules and procedureRB{Jj4488], if the SIP REFER request was an initlgl S
request received outside of an existing dialog;
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iii. SHALL check the presence of the Refer-Sub teeand the SIP REFER request and if it is presedtifin
has the value 'false' then the PoC Server SHALludein the response to the SIP REFER requesterRef
Sub header set to ‘false’ according to rules ancepiures of [RFC4488];

iv. SHALL send the SIP 2xx response to the SIP REFéquest towards the PoC Client according to rules
and procedures of the SIP/IP Core;

v. SHALL check the PoC Session release policy digecin subclause 7.2.1.186C Session release
policy' and according to the applied release policy perfeither:

A. for each identified PoC User the proceduresi§ipedn subclause 7.2.2./Removal of
Participant from PoC Sessitror,

B. remove the Participant referred by the Authextéd Originator's PoC Address from the PoC
Session by performing the procedures as specifisdlbclause 7.2.2.KREemoval of Participant from
PoC Sessidn

vi. SHALL terminate the sulkiption to the Dynamic PoC Group member informatéol indicate it
terminated according to rules and procedures o€[&65] if the subscription is ongoing for the PoC
Session and, if the PoC Session is released angaaithe applied release policy and if the SIP REF
BYE request is received for a Dynamic PoC Grousises

vii. SHALL generate a notification of the curremate of the PoC Session to the PoC Client(s), whiore
subscribed to the conference state event packagmegified in subclause 7.2.1.11Geherating a SIP
NOTIFY request

viii. SHALL check the subscription termination pojlias specified in subclause 7.2.1.1I.8rmination of
subscriptiofi and if the subscription termination policy reaasrthat subscriptions are to be terminated for
each PoC Client terminate the existing subscripiiciine conference state event package; and,

ix. SHALL send the SIP NOTIFY request to the Po@fl(s) according to rules and procedures of the
SIP/IP Core.

d) if the URI is not a PoC Address and does narrief a URI list and is not the PoC Session Idgiofi the
on-going PoC Session, the PoC Server:

i. SHALL return SIP 403 "Forbidden" response witle tvarning text set to '121 Function not allowed du
to <detailed reason>' as specified in subclaus&vBa&ning header!" Otherwise continue with the rest of
the steps.

- 4. SHALL generate and send to the PoC Client aNSBDFIFY request(s) as specified in subclause 7.2.1.1
"Generating a SIP NOTIFY request to the SIP REFERest based on the progress of the BYE request, if the
Refer-Sub header is not present or is set to imutbe SIP REFER request.

NOTE: A SIP REFER request according to rules andgaures of [RFC3515] or [RFC5368] is an implicit
subscription to event 'refer' in case the ReferdSeduer is not present in or is set to 'true'.

When the SIP/IP Core corresponds with 3GPP/3GPR, thk PoC Server SHALL use 3GPP/3GPP2 IMS medaimanis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.1.10  Cancel of PoC Session setup request

Upon receiving a SIP CANCEL request, the PoC Server

- 1. SHALL act as UAS according to rules and procedwf [RFC3261]; and,

- 2. SHALL cancel the PoC Session invitations todtteer PoC Clients as specified in subclause 7.2Qabcel of
PoC Session invitation requéstr subclause 7.2.2!4Removal of Participant from PoC Sessialepending whether
the SIP session has not yet or has already beablished in case of Ad-hoc and 1-1 PoC Sessioblegiment and
Pre-arranged PoC Group Session establishment.

When the SIP/IP Core corresponds with 3GPP/3GPR, the PoC Client SHALL use 3GPP/3GPP2 IMS mechasis
according to rules and procedures of [SGPP TS 24 28GPP2 X.S0013.4] with the clarifications givim this subclause.
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7.2.1.11 PoC Session Participant Information reques  t

7.2.1.11.1 Subscribing to Participant Information

Upon receiving a SIP SUBSCRIBE request with therEvreader set to ‘conference’ according to ruldgpamcedures of
[RFC4575] the PoC Server:

- 1. SHOULD check if a Resource-Priority header retjng the priority treatment of the 'Official Gowenent Use'
QoE Profile is included in the SIP SUBSCRIBE reduiéshe 'Official Government Use' QoE Profilesspported.
If included, the PoC Server SHALL apply preferehtiaatment to the SIP SUBSCRIBE request, as spd(dif
[RFC4412];

- 2. SHALL check whether the PoC Session identifigdhe PoC Session Identity in the Request-URI is@ivby
the PoC Server, if the Request-URI contains a Pes3iSn Identity, and perform the actions speciifieslibclause
7.5.2 'Conference URI does not eXiftit is not owned by the PoC Server; Otherwisatinue with the rest of the
steps;

- 3. SHALL check whether the PoC Group identifiedhittie PoC Group Identity in the Request-URI is ogvhg
the PoC Server, if the request-URI contains a PodliIdentity and perform the actions specifiedubclause
7.5.2 'Conference URI does not eXidtit is not owned by the PoC Server. Otherwisatinue with the rest of the
steps;

- 4. SHALL perform the actions to verify the Autheraied Originator's PoC Address and authorize theast as
specified in subclause 7.2.1.18dC Session Participant Information polignd if it is not authorized the PoC
Server SHALL return a SIP 403 "Forbidden" responik the warning text set to '121 Function not aial due to
<detailed reason>" as specified in subclauséW#ning header.’ Otherwise, continue with the rest of the steps;

NOTE: A local policy, e.g. number of simultane@ubscriptions exceeded, may cause the PoC Servaet the
subscription request.

5. SHALL create a subscription to the Participarfibimation of the PoC Session according to rules@ncedures
of [RFC3265] and [RFC4575];

- 6. SHALL generate a SIP 200 "OK" or a SIP 202 "Aated" response to the SIP SUBSCRIBE request acuptdi
rules and procedures of [RFC3265] and [RFC4575];

- 7. SHALL set the Contact header of the SIP resptm#iee address of the PoC Server;

- 8. SHALL include the Authenticated Originator's PA@dress as specified in subclause R@thenticated
Originator's PoC Addressas follows:

a) set to the Conference-factory-URI in case ofAeC Session or Ad-hoc PoC Group Session; or

b) set to the PoC Group Identity of the PoC Groith the Session Type uri-parameter "session=preged!'
or "session=chat" as specified in E.5Sk%sion Type uri-parameten case of a Pre-arranged or Chat PoC
Group respectively.

- 9. SHALL include the option tag 'norefersub’ inwgpBorted header in the SIP response;
- 10. SHALL send the SIP response towards the PogéhtCdiccording to rules and procedures of the SIGdr;

- 11. SHALL generate an initial SIP NOTIFY requesspscified in subclause 7.2.1.11@ehnerating a SIP NOTIFY
request; and,

- 12. SHALL send the SIP NOTIFY request to the Pot@rlaccording to rules and procedures of the BIB/kre.
When a change in the subscribed state occurs,a@ieServer SHOULD generate and send a SIP NOTIFYestcps

specified in subclause 7.2.1.11@énerating a SIP NOTIFY requésind according to rules and procedures of SIPARC
respectively.

When needed the PoC Server SHALL terminate thecsiii®n and indicate it to the PoC Client as diext in the
subclause 7.2.1.11.3&rminating the subscriptién

When the SIP/IP Core corresponds with 3GPP/3GPR2, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

[0 2009 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-PoC_ControlPlane-V2_1-20091222-C Page 144 (760)

7.2.1.11.2 Generating a SIP NOTIFY request

The PoC Server SHALL generate a SIP NOTIFY reqaesbrding to rules and procedures of [RFC3265] thith
clarifications in this subclause.

If status is "on-hold", "alerting" and "dialing-duhe SIP NOTIFY request SHALL NOT be sent if serglLimited
Participating Information only.

The PoC Server MAY support Limited Participant Imfation.

NOTE 1: The PoC Server can receive "minimum-comfegestate” request as defined in [OMA-POC-LPIR&IMIME
conference-info+xml body as specified in SIP SUB&HRrequest.

The PoC Server SHOULD include in the SIP NOTIFYuest a Resource-Priority header, according to auelsprocedures
of [RFC4412], of the same value as the one include¢de SIP SUBSCRIBE request that created thecsigti®n, if that SIP
SUBSCRIBE request included a Resource-Priorityiaitite 'Official Government Use' QoE Profile is gapted.

The PoC Server SHOULD limit the rate of SIP NOTIFquests sent toward a PoC Client.

NOTE 2: How a PoC Server limits the rate of SIP NOTrequests towards the PoC Client is out of sanftlis
specification.

The PoC Server SHOULD avoid sending a SIP NOTIFyuest towards a PoC Client at the same time asdiaMBurst is
sent towards the PoC Client or a Media Burst igikexl from the PoC Client.

When reporting changes in the Participant Infororathe PoC Server SHALL use partial output accaydinrules and
procedures of [RFC4575].

The PoC Server SHALL include a MIME conference-tfml| body according to rules and procedures of [R&15] with
the following limitations:

- 1. The PoC Server SHALL include the PoC Group lithewtf the PoC Group in the "entity" attribute biet
<conference-info> element;

- 2. for each Participant in the PoC Session the 8&@er SHALL include a <user> element. The <uségment:
a) SHALL include the "entity" attribute. The "entitattribute:

i. SHALL for the PoC Client, which initiated, joideor re-joined a PoC Session, include the Authateit
Originator's PoC Address of the initial SIP INVITéquest, if the Participant has not requested pyioa

if the receiver of the SIP NOTIFY request is anotheC Server authorized as specified in subclause

7.2.1.18 PoC Session Participant Information policy

ii. SHALL for an Invited PoC Client include the idity used in the URI-list for the Invited PoC Gligo

an Ad-hoc PoC Group Session or the identity usedeérPoC Group definition in case of a Pre-arranged
PoC Group Session or restricted Chat PoC Groupd®esfthe Participant has not requested privacif o
the receiver of the SIP NOTIFY request is anotheC Berver authorized as specified in subclausé.12.
"PoC Session Participant Information policyr,

iii. SHALL include the Anonymous PoC Address of fharticipant, which has requested privacy unless th
receiver of the SIP NOTIFY request is another Pe6/& authorized as specified in subclause 7.2.1.18
"PoC Session Participant Information policy

b) MAY include the <display-text> element. If inded, the <display-text> element SHALL include akNic
Name of the identity of the "entity" attribute icdied in a) as collected by the PoC Server perfagrttie
Controlling PoC Function according to proceduresudiclause 5.4Nlick Namé,

¢) SHALL include "yourown" attribute with value Ute", if the SIP NOTIFY request is to be sent toFloe
Client of the Participant identified by the "entigttribute of the <user> element, if the Participeequested
privacy;
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NOTE 3: "yourown" attribute is specified in [OMA-HIS_Endorsement]Extensions to Conference Event Package
XML Schemaand indicates to the PoC Client which <user> eehdescribes its Participant.

d) SHALL include the "anonymous-id" attribute sethe Anonymous PoC Address of the Participant in
accordance with subclause E.1BAtticipant Information indicatiorsif the identity in the <user> element is
the PoC Address of the Participant and the Pastittipas requested privacy.

NOTE 4: In order to transfer the Anonymous PoC Addes (e.g. for detailed billing information) te@énymous-id"
attribute is needed to transfer the Anonymous Pd@réss when the Participant has requested privatyte
PoC Server performing the Participant PoC Fundtias requested the full identity of a Participant.

e) SHALL include a single <endpoint> element. Tlemdpoint> element
i. SHALL include the "entity" attribute;

ii. SHALL include the <status> element indicatitg tstatus of the PoC Session. The <status> element
SHOULD have one of the following values:

A.'connected’ , when the Participant is added éd®bC Session; or,

B.'disconnected' , when the Participant has leffRbhC Session or when the Invited PoC Client is
disconnected from the PoC Session before the bh#AteC Client has accepted the invitation and the
"alerting" notification has been sent; or,

C. 'on-hold' , when the Participant has put the Be€sion on hold; or,

D. 'alerting', when the Invited PoC Client hagppmsled by SIP 180 "Ringing", but not yet accephed t
invitation.

iii. The <status> element MAY have the followingwex

A. 'dialing-out', when the PoC Server performing @ontrolling PoC Function receives the SIP 183
"Session Progress" response in case of AutomatsvAnMode and if a Privacy header is included in
the SIP 183 "Session Progress" response.

NOTE 5: The usage of other values of the <statlsment is not defined for PoC.

iv. SHALL include the <media> element as specitigdRFC4575] if more than one Media Stream is
negotiated in the PoC Session and if not receisuttscription to Limited Participating Informatidh.
included, the <media> element SHALL include negetidViedia Types with the following clarification:

A. SHALL include in the <type> element as specifigd RFC4575];

B. SHALL include the <status> element indicating #ending and receiving status of the Media Stream
as specified by [RFC4575].

v. MAY include the "LocalQoE" attribute in accoraamwith subclause E.1.Participant Information
indications if not receiving subscription to Limited Partieifing Information; and,

vi. MAY include the "FDCFOSupported" attribute incardance with subclause E.1PR4atticipant
Information indication$if not receiving subscription to Limited Partieifing Information.

f) MAY include the <roles> element. If includedgetkroles> element SHALL include an <entry> elemeiti
the value 'dispatcher’ when the Participant isAtive PoC Dispatcher in case of a Dispatch PoGiSasf
not receiving subscription to Limited Participatiimjormation.

NOTE 6: The usage of other elements specified FJ&75] is not defined for PoC.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, thk PoC Server SHALL use 3GPP/3GPP2 IMS medmanis
according to rules and procedures of [3GPP TS 24 2BGPP2 X.S0013.4] with the clarifications givim this subclause.
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7.2.1.11.3 Terminating the subscription

The PoC Server

1. SHALL terminate all subscriptions for Particip&mformation for the PoC Session when the PoCiBess
released and not accept any re-subscriptions;

2. MAY terminate the subscription for a PoC Clierten it leaves the PoC Session;
3. for each subscription that shall be terminakedRoC Server:
a) SHALL generate a SIP NOTIFY request accordingutes and procedures specified in [RFC3265];

b) SHALL include a Subscription-State header wiith value of 'terminated' and a reason parameter of
‘noresource’; and,

¢) SHALL send the SIP NOTIFY request to the Po@ftliaccording to rules and procedures of SIP/IReCor

When the SIP/IP Core corresponds with 3GPP/3GPR, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.1.12  Group Advertisement request

Upon receiving a SIP MESSAGE request containingXb€ feature tag '+g.poc.groupad' in the Acceptt&@xrheader the
PoC Server:

1. SHALL reject the SIP MESSAGE request with a 808 "Forbidden" response with the warning textsét21
Function not allowed due to <detailed reason>pasified in subclause 5'&Varning header,"if Group
Advertisement is not supported by the PoC Servirevise continue with next step.
2. SHALL check whether Request-URI contains a Pe@u@ Identity or an Exploder-URI identifying a SIP
MESSAGE URI-list service according to rules andgeaures of [RFC5365] owned by the PoC Server. tf no
owned, perform the actions specified in subclause27Conference URI does not eXigbtherwise, continue with
the rest of the steps;
3. SHALL perform actions to verify the Authenticdt®riginator's PoC Address and authorize the reqses
specified in subclause 7.2.1.28rbup Advertisement polityand if it is not authorized the PoC Server SHALL
return a SIP 403 "Forbidden" response with the imgrtext set to '121 Function not allowed due tetaded
reason>' as specified in subclause"S\¥&rning header. Otherwise, continue with the rest of the steps;
4. SHALL return a SIP 403 "Forbidden" response i warning text set to '119 Anonymity not allowasl
specified in subclause 5"@/arning header,'if anonymity is requested. Otherwise, continuthuie rest of the
steps;
5. SHALL return a SIP 403 "Forbidden" response \lith warning text set to '129 No destinations'pexied in
subclause 5.8Warning header,'if

a) the Request-URI identifies a Chat PoC Grouprdtien restricted Chat PoC Group;

b) the Request-URI identifies a restricted Chat ByGup with empty Group List or a Pre-arranged PoC

Group with empty Group List; or,

c¢) the Request-URI is an Exploder-URI identifyin§i® MESSAGE URI-list service and XML resource list

has no entries.

Otherwise, continue with the rest of the steps;

6. SHALL perform the following actions, if Includédedia Content is supported by the PoC Server it i
media content is received in one or more MIME bsdie
a) Check if included Media Type is allowed, usinigeal policy, and if at least one Media Type is albowed,
based on a Service Provider Policy either,
i. send a SIP 415 "Unsupported Media Type" respottse SIP 415 "Unsupported Media Type" response
SHALL include:
1) the Accept header with the acceptable Media-3ypat the PoC Server would accept according to
rules and procedures of [RFC3261]; or,
2) the Accept-Encoding header with the encoding&is that the PoC Server would accept according
to rules and procedures of [RFC3261]; or,

3) both
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and do not continue with the rest of the steps; or,
ii. remove the MIME bodies containing the not alemivmedia content.

NOTE 1: One example of a local policy could be thatPoC Server only allows Included Media Conterspecial
traffic scenarios.

b) Check the total size of all MIME bodies contamimedia content and if the total size exceeds a
configurable max size, based on a Service ProWdécy either,

i. send a SIP 413 "Request Entity Too Large" resp@nd do not continue with the rest of the steps;
ii. remove all MIME bodies containing media content
- 7. SHALL return a SIP 403 "Forbidden" response wlith warning text set to '122 Function not allowlee to
<detailed reason>' as specified in subclauséWarning header,'if the PoC Server supports Dynamic PoC Groups
and the Request-URI is an Exploder-URI identifyin§IP MESSAGE URI-list service and a MIME body

containing Dynamic PoC Group rules as specifiediiaft-cbus-event] is contained in the received BIPSSAGE
request and not removed. Otherwise, continue \ughrést of the steps;

NOTE 2: The PoC Server ignores Dynamic PoC Grolgsmneceived in a request or pre-defined for th€ Booup, if
the request is received for a Group ldentity orRo€ Server does not support Dynamic PoC Groups.

- 8. SHALL obtain the PoC Addresses to advertise ftbenPoC Addresses of the 'uri' attributes of thetry>
elements in the PoC Group document if the RequédtidéJa PoC Group Identity identifying a restricttat PoC
Group or a Pre-arranged PoC Group or from the Pd@résses of the 'uri' attributes of the <entry»naets in the
XML resource list if the Request-URI is an Explod#RI identifying a SIP MESSAGE URI-list service acding
to rules and procedures of [RFC5365];

- 9. MAY remove the Subject header;
- 10. MAY remove the Call-Info header;

NOTE 2: The reason for removing the Subject headdrthe reason for removing the Call-Info headey bea local
policy in the PoC Server.

- 11. SHALL send the SIP MESSAGE request towards €ah Address as specified in the subclause 7.2.2.6
"Group Advertisement requésand,

- 12. SHALL send a SIP 202 "Accepted" response atbagignalling path towards the initiating PoC 6tie

When the SIP/IP Core corresponds with 3GPP/3GPR, thk PoC Server SHALL use 3GPP/3GPP2 IMS meaimanis
according to rules and procedures of [SGPP TS 24 2BGPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.1.13 SIP Session refresh procedure

On receiving a SIP re-INVITE request or a SIP UPEBAEquest including a Session-Expires header tiieFover:

- 1. SHALL generate a SIP 200 "OK" response to ther8huest according to rules and procedures of fRBd;

- 2. SHALL include the Session-Expires header inR &0 "OK" response and restart the SIP Sessiar tim
according to rules and procedures of [RFC4028AS Behavior'The "refresher" parameter in the Session-Expires
header SHALL be set to 'uac’;

- 3. SHALL include in the SIP re-INVITE response aNiE SDP body as an SDP answer to the SDP offer as
specified in subclause 7.2.1.13DP answer generatitnif SIP re-INVITE request is received; and,

- 4. SHALL send the SIP 200 "OK" response towarddtiéing PoC Client according to rules and proaesuof
SIP/IP Core.

On expiry of the SIP Session timer the PoC Sertkl3. initiate disconnection of the SIP Session pedfied in subclause
7.2.2.4 Removal of Participant from PoC Session

When the SIP/IP Core corresponds with 3GPP/3GPR, tive PoC Server SHALL use 3GPP/3GPP2 IMS sessfoesh
mechanisms according to rules and procedures d?P3TS 24.229] / [3GPP2 X.S0013.4] with the claafions given in
this subclause.
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7.2.1.14 PoC Session initiation policy

NOTE: PoC Session initiation policy is not appliafor Ad-hoc PoC Group Sessions and 1-1 PoC Sgssio

7.2.1.14.1 Pre-arranged PoC Group Session initiatio  n policy

In the case of a Pre-arranged PoC Group the Po&@Seerforming the Controlling PoC Function SHALiditiate the PoC
Session if the Authenticated Originator's PoC Addiis allowed the action <allow-initiate-conferemead the <supported-
services> element, if present, indicates the sugpoPoC service as specified in [OMA-PoC-Documigtgmt].

In the case of a Pre-arranged PoC Group, the Po@iSgerforming the Controlling PoC Function SHALvite members
of the PoC Group contained in the <list> elemerthefPoC Group document as specified in [OMA-PoCiDoent-Mgmt].
If the number of members of the PoC Group exceeasx<participant-count>, the PoC Server performheyControlling
PoC Function SHALL invite only <max-participant-caet members from the list.

NOTE: How the PoC Server performing the ContrgllPoC Function selects the <max-participant-coungmbers to
invite is outside the scope of this specification.

7.2.1.14.2 Dispatch PoC Session initiation policy f  or PoC Dispatcher

If the invitation does not indicate a list of PoGdds, the PoC Server performing the Controlling Pa@ction SHALL
initiate the Dispatch PoC Session if the AuthenédeaOriginator's PoC Address is allowed the actiatiow-initiate-
conference>, and the action <allow-dispatch> &ed<tsupported-services> element, if present, iteléctne support for
PoC service as specified in [OMA-PoC-Document-Mgmt]

When a request to invite the Dispatch PoC Groupade by an authorized PoC User, the PoC Servesrperfg the
Controlling PoC Function SHALL invite all PoC Usarantained in the <list> element of the DispatclCR&roup document
that are not allowed the action <allow-dispatche.PoC Fleet Members), as specified in [OMA-PoGDoent-Mgmt].

The PoC Server performing the Controlling PoC FiuamcMAY also invite other PoC Users contained ia #ist> element
of the Dispatch PoC Group document that are allavedaction <allow-dispatch> (i.e other PoC Dishatccapable PoC
Users).

NOTE 1: The decision to invite other PoC Dispatateggable PoC Users can be based on local pollt¢site out of
the scope of this specification.

If the invitation indicates a list of PoC Userse fRoC Server performing the Controlling PoC Fumc8s1ALL initiate the
Dispatch PoC Session only if the Authenticated i@étpr's PoC Address is allowed the action <alloitidgte-conference>,
and the action <allow-subconf> and the <supporaaglises> element, if present, indicates the supipof®oC service and
the action <allow-dispatch> as specified in [OMA&RDocument-Mgmt].

When a request to invite one or more PoC Userddispatch PoC Session is made by an authorizedU®eg, the PoC
Server performing the Controlling PoC Function SHAdnly invite the PoC Users that are containechim<¢list> element
of the Dispatch PoC Group document, as specifig@MA-PoC-Document-Mgmt]

If the number of members of the PoC Group exceetx<participant-count>, the PoC Server performimg€ontrolling
PoC Function SHALL invite only <max-participant-gdet members to the Dispatch PoC Session.

NOTE 2: How the PoC Server performing the ContngllPoC Function selects the <max-participant-commémbers to
invite is outside the scope of this specification.

7.2.1.14.3 Dispatch PoC Session initiation policy f  or PoC Fleet Member

In the case of a Dispatch PoC Group, the PoC Seeréorming the Controlling PoC Function SHALL iaite the Dispatch
PoC Session if the Authenticated Originator's Paldr&ss is allowed the action <allow-initiate-coefeze> and the
<supported-services> element, if present, indicditesupport for PoC service as specified in [OM#FCFDocument-Mgmt].
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When the request is made by an authorized PoC th&ePoC Server performing the Controlling PoC FiamcSHALL
invite one of the PoC Users that are allowed thi®a&allow-dispatch> as specified in [OMA-PoC-Dooent-Mgmt].

NOTE: How the PoC Sever performing the ControllR@C Function selects the PoC User to be invitediiof scope
for this specification.

7.2.1.15 PoC Session adding policy

The PoC Server SHALL NOT allow a PoC User to beealdh an ongoing PoC Session if one or more Po@80x
participates in the PoC Session.

The PoC Server performing the Controlling PoC FiuamcEHALL invite PoC Users only if the Authenticdt®riginator's
PoC Address of the Participant adding PoC UseasHarticipant of the PoC Session.

When PoC Session Control for Crisis Handling afgodiey PoC User MAY be added to the PoC Session.

Additionally in the case of a Pre-arranged PoC @r@ispatch PoC Group or Chat PoC Group, the Pa@eEperforming
the Controlling PoC Function SHALL invite PoC Usédrthe Authenticated Originator's PoC Addresslieveed by the
<allow-invite-users-dynamically> action as specifia [OMA-PoC-Document-Mgmit]

When a request to add one or more PoC Users te-arRanged PoC Group Session or Dispatch PoC Sdssisade by an
authorized Participant of an ongoing PoC Sessi@PoC Server performing the Controlling PoC Fumc8HALL only
invite PoC Users if the Invited PoC Users are distethe <list> element of the PoC Group documerdgecified in [OMA-
PoC-Document-Mgmt].

When a request to add one or more PoC Users t@aaRC Group Session is made by an authorizedcartit of an
ongoing PoC Session, the PoC Server performin@trerolling PoC Function SHALL only invite PoC Useéf the Invited
PoC Users are allowed to join by the <join-handtimgtion of the PoC Group’s authorization rulespecified in [OMA-
PoC-Document-Mgmt].

NOTE: In case of restricted Chat PoC Group, alloWweited PoC Users are also listed in the <lisengnt of the
PoC Group document.

PoC Server performing the Controlling PoC FunctibdY apply a local policy, when adding PoC Userd.td or Ad-hoc
PoC Group Sessions. The PoC Server local policylmeag.g. that either only the PoC Session initiatany of the
Participants is allowed to add PoC Users.

7.2.1.16 PoC Session release policy
7.2.1.16.1 General

The PoC Server performing the Controlling PoC Fiamct
- 1. SHALL support operator configurable variablespscified in 7.2.1.16.2Z)perator configurable releasing
rules’;
- 2. MAY support PoC Group specific releasing rulespecified in 7.2.1.16.35roup specific releasing rul&sand,
- 3. SHALL support PoC Session Control for Crisis Harg releasing rules if PoC Session Control fosi
Handling is supported.

A PoC Group specific rule SHALL override an operatonfigurable releasing rule when the PoC serupperts PoC
Group specific rules.

The PoC Session Control for Crisis Handling relegsules SHALL override the PoC Group specific raihel the operator
configurable releasing rule when PoC Session CbfardCrisis Handling applies.

The following releasing rules apply independenPo Group specific releasing rules or operatorigandible releasing
rules:
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- 1. The PoC Server performing the Controlling Po@dtion SHALL remove the rest of the Participantarirthe
PoC Session it hosts and release the PoC Session:

a) if the PoC Session is Pre-arranged or Chat P@@QpSSession and the PoC Group is deleted;

b) if the PoC Session is a Dispatch PoC SessiorttenBoC Dispatcher leaves the PoC Session oraie P
Client performing the Dispatcher function is de¢ectinavailable without any notice;

NOTE 1: The Still-alive function can be used ascifjerl in [OMA-POC-UP] to monitor the status of tReC Client
performing the Dispatcher function.

c) if the only Participants in a PoC Session ar€ Boxes; and,

d) if the PoC Session is a Dynamic PoC Group Sesamid there are no PoC Users that match the Dynamic
PoC Group rules and Condition Re-evaluation isapgiied to the PoC Session.

- 2. The PoC Server performing the Controlling Po@dtion SHALL remove a Participant from the PoC 8#%s
a) if the PoC Session is Pre-arranged PoC Grougidseand the Participant is removed from the PoQu@y

b) if the PoC Session is Chat PoC Group SessiortenBarticipant is no longer allowed to join bg &join-
handling> action of the PoC Group’s authorizatioles, as specified in [OMA-PoC-Document-Mgmt] ; and

NOTE 2: If a Participant is no longer member oéstricted Chat PoC Group, the Participant is rerddr@m the PoC
Session.

c) if the Participant has no Media in the PoC Ssgsand,
d) if the Participant no longer matches the DynaRo€ Group rules.

7.2.1.16.2 Operator configurable releasing rules

To enable the PoC Server to remove Participants &d0C Session, the PoC Session release policy.SHépport the
following operator configurable variables togethéth the possible values shown in parenthesis:
- 1. auto-release (true/false)

a) if 'true' the PoC Server SHALL remove rest & Barticipants from Pre-arranged PoC Group Sessidn
release the PoC Session when the originator leaeeBoC Session

b) if 'false' the PoC Server SHALL NOT remove refsthe Participants from Pre-arranged PoC GrougiSes
nor release the PoC Session when the originateesethe PoC Session

NOTE 1: 1-1 and Ad-Hoc PoC Group Sessions are alwelgased when the PoC Session initiator leaveBolC
Session regardless of the value of "auto-rele&dedt PoC Group Sessions are unaffected by autasele

- 2. session-release (true/false)

a) if 'true' the PoC Server SHALL remove rest @& Barticipants from PoC Group Session, when relgdkie
PoC User, who initiated the release request..

b) if 'false’' the PoC Server SHALL NOT remove refthe Participants from PoC Group Session, when
releasing the PoC User, who initiated the releagaest.

NOTE 2: The session release condition is not agplecfor 1-1 PoC Sessions and according to thé podiey can be
applied to Chat PoC Group Sessions.

- 3. session-max-length (seconds)

a) if the PoC Session has lasted the specified athafiseconds the PoC Server SHALL release the PoC
Session
- 4. number-of-remaining-participants (0/1)

a) if a Pre-arranged or Ad-hoc PoC Group Sessisrakanany as or less than specified Participafttdhiz
PoC Server SHALL release the PoC Session. Thelgessilues should be 0 or 1. This does not app(ytat
PoC Group Sessions.
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NOTE 3: 1-1 PoC Sessions are always released whetteare is only one or no Participants left in BweC Session
regardless of the value of "number-of-remainingtipgrants".

- 5. release when PoC Speech is inactive (true/false)

a) If set to true the PoC Session SHALL be releagseh the inactivity timer for the Media-Control tiip
with PoC Speech expires.

b) If set to false the PoC Session SHALL be reldase

i. when the inactivity timer has expired for all Ma-Control Entities and there is no ongoing Disere
Media session not bound to a Media-floor Contrditignor,

ii. when no more Media-Control Entities are coneddb the PoC Session and there is no ongoing @escr
Media session not bound to a Media-floor Contrdiitign

If there is no PoC Speech in the PoC Session theS&over SHALL behave as if the value of 'releakemfoC Speech is
inactive' is set to "false".

NOTE 4: The inactivity timers are defined in [OMAGE-UP]"Timers".

The release policy SHALL include the following:

NOTE 5: Local policies may be defined by the opmrand these local policies may impact the relpatieies defined
here.

- 1. The PoC Server performing the Controlling Po@dtion SHALL remove the rest of the Participantsirthe
PoC Session it hosts and release the PoC Session:

a) if the PoC Session is an Ad-hoc or 1-1 PoC 8esand the originator of the PoC Session leaveP tii2
Session;

b) if the PoC Session is a Pre-arranged PoC Searibithe originator of the PoC Session leaves ¢z P
Session and the auto-release has the value 'true’;

c) if the PoC Session is a 1-1 PoC Session aned teemly one or no Participants in the PoC Session

d) if the PoC Session is a Pre-arranged or Ad-luge Broup Session and there are as many as ohass t
"number-of-remaining-participants” Participantghie PoC Session;

e) if the PoC Session has lasted longer than ts@emax-length variable specifies;
f) if the only Participants in a PoC Session ar€ Boxes; and,
g) if the Participant has no Media in the PoC S®ssi

7.2.1.16.3 PoC Group specific releasing rules
The PoC Group specific releasing rules are spekifigOMA-PoC-Document-Mgmt].

To enable the PoC Server to remove Participants &d0C Session, the PoC Session release policy.SHépport the
following PoC Group specific variables togetherhiatihe possible values shown in parenthesis:
- 1. <auto-release> element (true/false)

a) if 'true' the PoC Server SHALL remove rest @& Barticipants from Pre-arranged PoC Group Sessidn
release the PoC Session when the originator leaheeBoC Session

b) if 'false' the PoC Server SHALL NOT remove refsthe Participants from Pre-arranged PoC GrougiSes
nor release the PoC Session when the originateescsidie PoC Session

- 2. <required-participants> element

a) When one of the Participants listed in the <megliparticipants> element leaves the Pre-arramgz Group
Session the PoC Server SHALL release the PoC Sessio

NOTE 1: The session release can be applied to#@atGroup Sessions according to local policy.

- 3. <max-duration> (seconds)
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a) ifthe PoC Session has lasted the specified anaiisdgconds the PoC Server SHALL release the PoC
Session.

NOTE 2: No value or the value 0 indicates thatehismo time limitation, i.e. the PoC Session camntioue until another
release criterion is fulfilled.

- 4. <min-participant-count>

a) if a Pre-arranged PoC Group Session has less ipartts than the <min-participant-count> element
specifies the PoC Server SHALL release the PoCi@esbhis does not apply to Chat PoC Group
Sessions.

When the <min-participant-count> element is ab&emh the PoC Group document the PoC Server SHAIld the operator
configurable releasing rules.
- 5. <allowed-media-inactivity> (seconds).

a) When the time of no User Plane activity is longdrart the <<allowed-media-inactivity> the PoC Server
SHALL check the <release when PoC Speech is ineetattribute for further instructions.

NOTE 3: The PoC Server starts a supervision tifnexctivity timer) for each Media-floor Control Etyt with the
exception of the Media-floor Control Entity contiaig Continues Media controlled by Media Streaming
Control in another Media-floor Control Entity.

- 6. <release-when-poc-speech-inactive> (true/false)

a) If set to true the PoC Session SHALL be releagieeh the inactivity timer for the Media-Control tiEp
with PoC Speech expires.

b) If set to false the PoC Session SHALL be reldase

i. when the inactivity timer has expired for all Ma-Control Entities and there is no ongoing Digere
Media session not bound to a Media-floor Contrditignor,

ii. when no more Media-Control Entities are coneddb the PoC Session and there is no ongoing @escr
Media session not bound to a Media-floor Contrdiitign

If there is no PoC Speech in the PoC Session tleSeover SHALL behave as if the value of 'releakemPoC Speech is
inactive' is set to "false".

7.2.1.16.4 PoC Session Control for Crisis Handling  releasing rule

During PoC Session Control for Crisis Handling BwC Server:

» SHALL NOT use the operator configurable releasinlg or PoC Group specific releasing rule;

» SHALL release the PoC Session only when no Paaitipare left in the PoC Session (the PoC CrisshEv
Handling Entity is counted as one Participant);,and

» SHALL continue to use the operator configurableasing rule or PoC Group specific releasing rulemMormal
PoC Session Control is used again.

7.2.1.17 Generating a SIP NOTIFY request to the SIP REFER request

When generating a SIP NOTIFY request the PoC Server
- 1. SHALL generate a SIP NOTIFY request accordingites and procedures of [RFC3265], [RFC3515] arhelsr
and procedures of the SIP/IP Core;

- 2. SHALL include in the SIP NOTIFY request a MIMIpfsag body as specified in the [RFC3420], if gextigrg a
SIP NOTIFY request as the result of sending a SNATE request, with:

a) the Status-Line received in the SIP responsg, &P 180 "Ringing" or SIP 200 "OK"), as spedifia
[RFC3261]. In case no SIP response is receive@HRel00 "Trying" SHALL be used;

b) the To header as received in the SIP response;
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c) the Authenticated Originators PoC Address asdéived in the SIP response;

d) the Warning header if it is received in the 8&Bponse;

e) the P-Answer-State header if it is receivechin$IP response from the Invited PoC User; and,
f) the Contact header if it is received in the 8Bponse.

- 3. SHALL include in the SIP NOTIFY request a MIMIpfsag body as specified in the [RFC3420] with Btatus-
Line received in the SIP response, (e.g. SIP 200Y(as specified in [RFC3261], if generating a SIBTIFY
request as the result of sending a SIP BYE reqlresase no SIP response is received the SIP 18ngr
SHALL be used;

- 4. SHALL include a Resource-Priority header, acoaydo rules and procedures of [RFC4412], if th€Berver
supports 'Official Government Use' QoE Profile, #ralResource-Priority header was included inrdezived SIP
REFER request; and,

- 5. SHALL send the SIP NOTIFY request to PoC Clietording to rules and procedures of the SIP/IRCor

The responses to the SIP NOTIFY request SHALL bwlteal in according to rules and procedures of [REG53,
[RFC3515], and rules and procedures of the SIP4rRC

The PoC Server MAY terminate the implicit subsddptcreated by the SIP REFER request and indiba&téermination to
the PoC Client according to rules and procedur¢RB€3265] and [RFC3515].

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS medaimanis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.1.18 PoC Session Participant Information policy

The PoC Server performing the Controlling PoC FuancEHALL only allow the subscription to the Paipiant Information
or Limited Participant Information of the PoC Sesshosted by the PoC Server, to those PoC Usechwhtisfy any of the
following conditions:

- 1. if the PoC Session is Ad-hoc PoC Group SessidrloPoC Session, the Authenticated Originatas€ Rddress
is
a) a PoC Address of a Participant of the PoC Sessio
b) a PoC Address of an Invited PoC User of the Be§sion;

- 2.ifthe PoC Session is Pre-arranged PoC Grougid@esr Chat PoC Group Session, the Authenticatégir@tor's
PoC Address is allowed to subscribe to Participaformation

a) according to the <allow-conference-state> aci®specified in [OMA-PoC-Document-Mgmt].

The PoC Server performing the Controlling PoC FuamcEHALL allow subscription to the Participant dmfmation from
PoC Servers performing the Participant PoC Fundtithre following conditions are fulfilled:

- 1. the PoC Servers performing the Participant Po@fon is in the Media path i.e. the "b2bua" weseived
during the establishment of the PoC Session"; and,

- 2. ifthe PoC Servers performing the Participant FFoinction can be identified according to rules pratedures of
[RFC4538].

7.2.1.19 PoC Session role transfer policy

In the case of a Dispatch PoC Session, the PoG&Spevforming the Controlling PoC Function SHAL litiate the transfer
of the PoC Dispatcher role to the indicated PoCr&Jenly if the indicated PoC User is allowed by #ation <allow-
dispatch> and the Authenticated Originator's Po@rAsis is allowed by the action <allow-dispatch> #medaction <allow-
dispatcher-role-transfer>, as specified in [PoC XSpkcification].

7.2.1.20  Group Advertisement policy

The PoC Server performing the Controlling PoC FiamcSEHALL allow the Authenticated Originator to amtise any PoC
Group to the <list> element if the Request-URI Ba&C Group Identity identifying the restricted CRatC Group or the Pre-
arranged PoC Group and unless the Authenticategifator's PoC Address is blocked by the <block-gradvertisement-
sending> action with value "true" as specified@MA-PoC-Document-Mgmt]
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The PoC Server performing the Controlling PoC FiamcSHALL allow the Authenticated Originator to amtise any PoC
Group to the PoC Address of the 'uri' attributetaf <entry> element in the XML resource list if tRequest-URI is an
Exploder-URI identifying a SIP MESSAGE URI-list sére according to rules and procedures of [RFC5365]

NOTE: Authorization is not applied to the Group A&disement requests advertising any PoC GroupteenPoC
Address identifying a PoC User.

7.2.1.21 Policy for allowing Media Streams in a PoC  Session

The PoC Server performing the Controlling PoC FieamcSHALL allow only those PoC Users to initiateaatd a particular
Media Stream in the Ad-hoc and 1-1 PoC SessiorttieaPoC Server hosts, if following conditions fadélled:

- 1. the PoC User is the PoC Session originator; or

- 2. when allowed by the PoC Server local policy
The PoC Server performing the Controlling PoC FuamcEHALL allow only those PoC Users to initiateastd a particular
Media Stream in the Pre-arranged PoC Group SedBispatch PoC Session or Chat PoC Group Sessiothin®oC Server
hosts, if

- 1. the Media Type is contained in the <group-medikment of

a) the <service> element indicating the PoC enatfltre <supported-services> element of the PoQiror,

b) the <all-services-except> element not indicatiryPoC enabler of the <supported-services> eleofehe
PoC Group; or,
- 2.the PoC User is authorized to initiate or addphrticular Media Type by the <allow-media-hangtiraction of
the PoC Group's authorization rules, as specifig®@MA-PoC-Document-Mgmt].

When the SIP/IP Core corresponds with 3GPP/3GPR, tive PoC Server SHALL use 3GPP/3GPP2 IMS medaimanis
according to rules and procedures of [3GPP TS 24 28GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.1.22 Removing Media Streams from a PoC Session  policy

NOTE: When a PoC User is not authorized to remoparticular Media Stream, the PoC Server perforntiireg
Controlling PoC Function does not remove the M&tr@am from the PoC Session but rather discontieets
PoC Client from the Media Stream.

The PoC Server performing the Controlling PoC FiuamcEHALL allow only those PoC Users to remove gipalar Media
Stream in the Ad-hoc and 1-1 PoC Session thatsitshibfollowing conditions are fulfilled:

- 1. the PoC User is the PoC Session originator; or
- 2. when allowed by the PoC Server local policy
The PoC Server performing the Controlling PoC FiamcEHALL allow only those PoC Users to remove gipalar Media

from the Pre-arranged PoC Group Session, Dispai€hSession and Chat PoC Group Session that it Hidsi®wing
conditions are fulfilled:

- 1. the <remove-media-handling> action associateédeAuthenticated Originator's PoC Address ofrdueived SIP
re-INVITE request or SIP UPDATE request is 'ownd éime Media Type was added to the PoC Session 6yJegsion
initiation or PoC Session modification initiated ttne PoC Client with the Authenticated Originat®&sC Address; or

- 2. the <remove-media-handling> action associatedeuthenticated Originator's PoC Address ofrdeeived SIP
re-INVITE request or SIP UPDATE request is 'any'.

When the SIP/IP Core corresponds with 3GPP/3GPR, thk PoC Server SHALL use 3GPP/3GPP2 IMS meadmanis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.
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7.2.1.23 Discrete Media request
7.2.1.23A Media Distribution Functions
7.2.1.23A.1. Distribution of the Discrete Mediato  Participants in the PoC Session

Upon receiving a SIP MESSAGE request not contaiaifiME body of the MIME Type application/vnd.padcfo+xml
and not containing a reference to external Medth thie Content-Disposition value set to "relay"dafined in Annex
E.7.1'Relay Value and EMCS-RF Paramétezither

- 1. outside the SIP dialog used for a PoC Sessintaitong the PoC feature tag '+g.poc.discreteméuitfe Accept-
Contact header; or,

- 2.inside the SIP dialog used for the PoC Session,
the PoC Server:

- 1. SHALL check the SIP MESSAGE request as specifig®@MA_IM_TS_Endorsement]Receiving SIP
MESSAGE request for group communicdtjon

- 2. SHALL send the SIP MESSAGE request as specifi¢de subclause 7.2.2.Discrete Media requestowards

a) all other Participants or to all Participantsha MIME resource-lists body if the SIP MESSAGHuest
contains a MIME resource-lists body, if the PoCsg&sis not using 1-many-1 communication method, ian
the PoC Clients or PoC Boxes indicated supporbDiecrete Media by including the +g.poc.discreteraedi
feature tag in the Contact header of the SIP INVOFESIP 200 OK response returned when the PoC @essi
was established; or,

b) all Ordinary Participants or PoC Fleet Memb#mey are included in the MIME resource-lists lgafithe
SIP MESSAGE request contains a MIME resource-listdy, if the PoC Session is using the 1-many-1
communication method, and if the PoC Clients ingidasupport for Discrete Media by including the
+g.poc.discretemedia feature tag in the Contaaidreaf the SIP INVITE or SIP 200 OK response redgrn
when the PoC Session was established and the SBSKGEE request is received from the Distinguished
Participant or the PoC Dispatcher; or,

c) the Distinguished Participant or the PoC Dispetdf they are included in the MIME resource-listsly if
the SIP MESSAGE request contains a MIME resousts-body, if the PoC Session is using the 1-many-1
communication method, and if the PoC Client indidegupport for Discrete Media by including the
+g.poc.discretemedia feature tag in the Contaaidreaf the SIP INVITE or SIP 200 OK response reddrn
when the PoC Session was established and the SBSWGE request is received from an Ordinary Paditip
or a PoC Fleet Member.

NOTE: Responses for the SIP MESSAGE request ailed in [OMA_IM_TS_EndorsementReceiving SIP
MESSAGE request for group communicdtion

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS medamanis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.1.23A.2. External Media Content Server (EMCS) R etrieval function
Upon receiving an EMCS Retrieval request as desdrib 5.14 EMCS Retrievd| i.e.::

» a SIP MESSAGE request containing a MIME body witlef@rence to external Media with the Content-Dgsfion
value set to "relay"”, as defined in Annex E.Rélay Value and EMCS-RF Paramétdaut not containing a MIME
body of the MIME Type application/vnd.poc.fdcfo+xmok

* arejoin request as described in the subclausg.Z. Rejoining PoC Session request” containing &&body
with a reference to external Media stored in an BW@th the Content-Disposition value set to "re|as defined
in Annex E.7.1Relay Value and EMCS-RF Paramétear,

e ajoinrequest as described in the subclause .3.21dining Chat PoC Group Session reqlesintaining a MIME
body with a reference to external Media storechiie®MCS with the Content-Disposition value set ®ldy", as
defined in Annex E.7.Relay Value and EMCS-RF Paraméter
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 aSIP 200 "OK" as described in SIP 200 "OK" respdias a SIP INVITE request as described in as $ipedin
subclause 7.2.1.288-hoc PoC Group and 1-1 PoC Session setup requers.2.1.8 Adding Participants to PoC
Session requéstor 7.2.1.3.1 General.

the PoC Server:

- 1. SHALL verify that the Media is available usingppedures agreed between the PoC Server and tamgkt
Media Content Server and if the Media is not atddlahe PoC Server SHALL either

- a) return a SIP 404 "Not Found" witk tharning text set to '121 Function not allowed ttuedetailed
reason>' to the originating network as specifieduhclause 5.6Warning headet, and do not continue with the
rest of the steps.; or,

- b) return a SIP 415 "Unsupported Méldipe" with the warning text set to '121 Function albowed due to
<detailed reason>' to the originating network aec#ed in subclause 5.6Varning headéer, and do not continue
with the rest of the steps.

- 2. SHALL initiate PoC Session Modification towatti® Participants in the PoC Session as describéif.5
"PoC Session modification" using:

a) One Media-floor Control Entity for Media StreamgiControl if Media Streaming Control is requiregd.

b) One or more Media-floor Control Entities, asuieed, for the distribution of Discrete Media and/o
Streaming Media stored in the EMCS to the Partitipén the PoC Session

¢) SDP as specified in Annex 3.8DP for EMCS Retrieval of Streaming Médi&pecifically, the PoC Server
SHALL request the PoC Client to actively originatd CP/RTSP or TCP/TLS/RTSP connection towards the
PoC Server using the 'm' line of Annex 3.4rt"line SDP for Conveying RTSP-based Transportdea to
PoC Clients, and an 'a' line of Annex 3.4.22"line SDP for Conveying an RTSP URI to PoC Gfeto

request the logical RTSP Client of the PoC Clmiginate an RTSP session to the specified RTSP. URI

NOTE 1: The PoC Server uses [RFC4145] to forceéPit@ Client to originate the TCP/RTSP or TCP/TLSERT
connection. An example of the use of [RFC4145] Andex 3.4 SDP can be found Annex F.23.1.1 "Request
to retrieve Streaming Media from an EMCS duringpagoing PoC Session". Such TCP/RTSP establishment
exactly follows TCP/MSRP establishment of this sfiemtion, as well.

The PoC Server SHALL ensure PoC Media and StreaMigdja are consistent with one another, and if tiat,PoC Server
SHALL release the PoC Media and Streaming Medimftloe PoC Session.

NOTE 2: Streaming Media runs over PoC Media aedatore the two must be consistent with one anotfibe PoC
Server may transcode as necessary between Medidli®EMCS and PoC based Streaming Media to PoC
Session Participants. When a Participant needs terboved from the PoC Session, as described i2.Z.2
"Removal of Participant from PoC Session", the EM&Srieval function SHALL release EMCS related
established PoC Media associated with the PoC Chenl ceases to source EMCS media towards the PoC
Client.

NOTE 3: According to Service Provider Policy, thES Retrieval function may terminate media acceifis tlie
EMCS itself, and then release all EMCS RetrievakladPoC media with the Participants, as in subelaus
7.2.2.5 PoC Session modificatitn

When EMCS Retrieval associated PoC Media is remaa&described in subclause 7.2.P5C Session modificatitthe
EMCS Retrieval function SHALL ceases to source EMf&lia content to the associated PoC Client.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS medaimanis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.1.24 PoC Dispatcher role transfer request

Upon receiving a SIP REFER request with a RefetdJRb without a method parameter or with a methodipaater set to
'INVITE' and the Refer-To URI includes an Acceptrtact header with the PoC Dispatcher feature tggo6e.dispatcher'
along with 'require’ and 'explicit' parameters, B Server:
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1. SHALL perform actions to verify the Authenticdt®riginator's PoC Address of the Inviting PoC User
corresponds with the Active PoC Dispatcher forBlgpatch PoC Session and authorize the requegkafisd in
subclauses 7.2.1.1®6C Session role transfer policyf the verification is not correct or the requéesnot
authorized, the PoC Server SHALL return a SIP 40@Bidden" response with the warning text set 1d Wser not
allowed to transfer the dispatcher role' as spatiin subclause 5:8Varning header". Otherwise, continue with
the rest of the steps;

2. SHALL extract from the Refer-To header, accogdim rules and procedures of [RFC3515], the PoCrégklof
the target PoC Dispatcher or the PoC Group Ideafithe Dispatch PoC Group representing any avalBbC
Dispatcher for the Dispatch PoC Group other thanctirrent PoC Dispatcher (i.e., the sender of tREER);

3. SHALL check whether the PoC User to be addedddition to those already participating, doesenaeed the
maximum number of Participants allowed in the PaBGup Session according to the <max-participant-teun
element, which is specified in [OMA-PoC-Document+kltd If exceeded, the PoC Server SHALL return a £3B
"Busy Here" response with the warning text sel@2 'Too many participants' to the originating netnas
specified in subclause 5.8Varning header Otherwise, continue with the rest of the steps;

4. SHALL, for the case of the PoC Group Identitytted Dispatch PoC Group extracted from the Refeh&ader
representing any available PoC Dispatcher, deterithie set of available PoC Users that are allovyetthdo action
<allow-dispatch> in the PoC Group document andodistaan ordered list for inviting them, and skig thext step.

NOTE 1: The procedures to determine the set ofablai PoC Users that are allowed by the actiorowatlispatch> in

the PoC Group are outside the scope of this spatiifin.

NOTE 2: The procedures to establish and orderéeéblisnviting the available PoC Dispatcher aresidg the scope of

this specification.

5. SHALL, for the case of a PoC Address extractethfthe Refer-To header identifying an individuaPUser,
authorize that PoC User according to subclausé&.12:PoC Session role transfer pollcyf it is not authorized,
the PoC Server SHALL return a SIP 403 "Forbiddersponse with the warning text set to '112 Target dst
allowed to receive the dispatcher role' as spetifiesubclause 5.8Narning header Otherwise, continue with the
rest of the steps;

6. SHALL generate a SIP 2xx final response to theREFER request according to rules and procediires
[RFC3515];

7. SHALL, if the SIP REFER request was an initil? equest received outside of an existing dialegude in the
response to the SIP REFER request a Supportedreaidehe option tag 'norefersub’ according tesuand
procedures of [RFC4488];

8. SHALL check the presence of the Refer-Sub heafftre SIP REFER request and if it is presentighés the
value 'false' then the PoC Server SHALL includéhimresponse to the SIP REFER request a Refer<adeh set
to 'false’ according to rules and procedures ofJR4F88];

9. SHALL send the SIP 2xx final response to the BEFER request towards the PoC Client accordinglés and
procedures of the SIP/IP Core;

10. SHALL invite the target PoC User as PoC Dispatdollowing the procedures described in subclauge?.2
"PoC Session invitation requést

11. SHALL, for the case of a URI extracted from Befer-To header representing any available Po@diiber,
invite subsequent possible PoC Dispatcher, asitbescin subclause 7.2.2.P8C Session invitation requéstintil
one accepts the transfer or the ordered list odiptessPoC Dispatchers is exhausted;

NOTE 3: The amount of time that the PoC Server sa¢edvait before inviting another PoC Dispatchentrthe list is

outside the scope of this specification.

12. SHALL remove the Fleet Member from the PoC Besss specified in subclause 7.2.2Rethoval of
Participant from PoC Sessibif a PoC User currently participating in the P8€ssion as PoC Fleet Member
accepts the PoC Dispatcher role; and,

13. SHALL generate and send to the PoC Client aNEIFIFY request(s) as specified in the subclaugel717
"Generating a SIP NOTIFY request to the SIP REFERest based on the progress of each SIP INVITE request
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sent, in accordance with steps 10 and 11 of thislause, to PoC User(s) determined in steps 4obitlis
subclause.

NOTE 4: Once a PoC User accepts the PoC Dispatolegithis PoC User becomes the Active PoC Dispaitcthe PoC
Server considers the previous PoC User who habtbef PoC Dispatcher as a PoC Fleet Member of the
ongoing Dispatch PoC Session.

Upon receiving a SIP 403 "Forbidden" response thithwarning code 399 and the warning text '105cissaalready
assigned', the PoC Server SHALL if the Refer-Sudidiee is not present or is set to 'true' in theFHBFER request, generate
and send to the PoC Client a SIP NOTIFY requespasified in the subclause 7.2.1.13eherating a SIP NOTIFY request
to the SIP REFER requést

Upon receiving SIP provisional responses or SIRBI fiasponses for the SIP INVITE request(s) contgjrd P-Answer-State
header with the value 'Unconfirmed' as specifiefRIRC4964] and as specified in subclause 7.2 R&'Session invitation
request the PoC Server:

- 1. SHALL discard the received SIP responses witfautarding them.

When the SIP/IP Core corresponds with 3GPP/3GPR2, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.1.25 FDCFO Proceed request

Upon receiving a SIP MESSAGE request inside thedsidg used for the PoC Session with a MIME boflthe MIME
Type application/vnd.poc.fdcfo+xml, the PoC Server:

- 1. SHALL return a SIP 403 "Forbidden" response \lign warning text set to '119 Anonymity not allowasl
specified in subclause 5"8Varning header,'if anonymity is not allowed by the PoC Server andnymity is
requested. Otherwise, continue with the rest ofthps;

- 2. SHALL send the SIP MESSAGE request as spedifi¢de subclause 7.2.2:BDCFO Proceed requestowards
each Participant that indicated support for the FD@®roceed feature during the PoC Session estaidish or,

- 3. SHALL return a SIP 480 "Temporarily Unavailabte’sponse if no Participant in the PoC Sessiona@ipthe
FDCFO Proceed feature.

Upon receiving a SIP REFER request with a MIME botlthe MIME Type application/vnd.poc.fdcfo+xmletoC Server:

- 1. SHALL perform actions to verify the Authenticdt®riginator's PoC Address and authorize the recqaeeprding
to local policy if the SIP REFER request was reedioutside the SIP dialog, and, if it is not auitex the PoC
Server SHALL return a SIP 403 "Forbidden" responihb the warning text set to '121 Function not a#a due to
<detailed reason>' as specified in subclauséWdrning header.' Otherwise, continue with the rest of the steps;

- 2. SHALL return a SIP 403 "Forbidden" response g warning text set to '119 Anonymity not allowasl
specified in subclause 5"8Varning header,'if anonymity is not allowed by the PoC Server andnymity is
requested. Otherwise, continue with the rest ofthps;

- 3. SHALL send a SIP MESSAGE request as specifigdersubclause 7.2.2:8DCFO Proceed requestowards
either:

- a) the Participant identified by the URI in the &eTo header if the URI identifies a Participanttie PoC
Session and if the Participant indicated suppartife FDCFO Proceed feature during the PoC Session
establishment; or,

- b) to each Participant identified in the MIME rasce-list body that indicated support for the FDCF@ceed
feature during the PoC Session establishment;

NOTE: A Participant in step 3a and 3b above caitéstified either by the anonymous identity or B@C Address
sent in Participant Information.

- 4. SHALL return a SIP 480 "Temporarily Unavailabte’sponse if none of the URIs (either in the Réfeheader
or in the MIME resource-list body) identified a Beipant in the PoC Session supporting the FDCFa&sd
feature; and,
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- 5. SHALL return a SIP 404 "Not Found" responseh® $IP REFER request if none of the URIs (eithéhén
Refer-To header or in the MIME resource-list boid@ntified a Participant in the PoC Session.

Upon receiving the first SIP 2xx response for thie BIESSAGE requests from one of the ParticipantsénPoC Session
the PoC Server:
- 1. SHALL generate a SIP 200 "OK" response accortbrmgles and procedures of [RFC3428]; and,
- 2. SHALL send the SIP 200 "OK" response towardsftb€ Client according to rules and procedures ef3P/IP
Core.

Upon receiving a SIP final response other than thet, is one of the SIP 3xx, 4xx, 5xx or 6xx finesponses the PoC
Server:

- 1. SHALL generate and send towards the Inviting Bti€nt a SIP final response with the status cayleakto the
status code of the received SIP final response théHowest status code, if a SIP final response neeeived from
all PoC Clients and the SIP 200 "OK" response tsyrbsent.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS medamanis
according to rules and procedures of [TS24.223{zHP2 X.S0013.4] with the clarifications givenlinstsubclause.

7.2.1.26  Querying for capabilities

NOTE 1: Only the terminating side capability quprgcedures are described since any entity cantbenslIP
OPTIONS request

Upon receiving a SIP OPTIONS request, the PoC $erve
- 1. SHALL handle the SIP OPTIONS request as an BSNATE request as specified in the subclause 7.8.1°bC
Session setup requéstnodified as follows:

a) any procedure checking the offered Media Typ#ered the Media-floor Control Entities or the erféd
Media-floor Control Entity bindings are executedfas MIME SDP body containing MBCP with bound PoC
Speech was received;

b) the interactions with the User Plane are ndiopered,;
c) the SIP request does not establish a PoC Semsibdoes not add the PoC Client to the PoC Session

d) a SIP INVITE request to be sent to an Invite€Riient is not sent and is handled as if the SéRAt
INVITE request is responded with SIP 200 "OK" rasg® with MIME body containing all the offered Media
Types and Media-floor Control Entities includingoappriate binding; and,

e) if generating the SIP 200 "OK" response, the Befver additionally:

i. SHOULD include in the SIP response an Allow teradith the supported SIP methods according tasrule
and procedures of [RFC3261];

ii. SHOULD include in the SIP response an Accepdee with the supported MIME body Media Types
according to rules and procedures of [RFC3261];

NOTE 2: For EMCS Retrieval, the Accept header MIMEssage/external-body is returned [RFC4483].

iii. SHOULD include in the SIP response an Accept&ding header with the supported encoding formats
according to rules and procedures of [RFC3261];

iv. SHOULD include in the SIP response an Acceptdlsge header with the supported languages
according to rules and procedures of [RFC3261];

v. SHOULD include in the SIP response a Supportsatihr with an option tags 'timer’, 'multiple-refert
‘norefersub’ according to rules and procedureRB{J3261];

vi. SHALL either remove the Contact headers from $P response or SHALL replace the Contact header
value with the Request-URI value of the SIP OPTIQB@uest according to rules and procedures of
[RFC3261];
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vii. SHOULD include feature tags supported by tli€CFServer in the Contact header and MAY include
feature tags received from other Participants énRbC Session in the Contact header if a Contactengs
included in the SIP response; and,

viii. SHALL either

1. remove the MIME SDP body from the SIP response; or,

2.  SHALL replace the MIME SDP body in the SIP respowith a MIME SDP body containing
the Media Types supported by the PoC Server andietl according to the subclause
7.2.1.21 Policy for allowing Media Streams in a PoC SesSiamd the Media-floor Control
Entities and the Media-floor Control Entity bindesgupported by the PoC Server with port
of each SDP m-line set to 0 according to rules@odedures of [RFC3261].

NOTE 3: If responses to SIP OPTIONS requests frimrdParticipants in the PoC Session are avaitatiiee PoC
Server the PoC Server can decide to include onlgid@ypes or feature tags supported by all or aritgjof
the participants according to the PoC Servers Ipckty.

NOTE 4: The MIME SDP body included in the SIP 2@K" response to the SIP OPTIONS request is notld S
answer.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, thk PoC Server SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules arzedrwes of [3GPP TS 24.229] / [3GPP2 X.S0013.4j e
clarifications given in this subclause.

7.2.1.27 PoC Session expulsion policy

The PoC Server performing the Controlling PoC Fiomct

- SHALL allow only Participants to expel PoC Userf®m the PoC Session;
- SHALL allow the PoC User to expelhimself from thedSession;

- SHALL expel other Participants only if the Autherdied Originator's PoC Address of the expelling R€r is
allowed by the <allow-expelling> action as spedifie [OMA-PoC-Document-Mgmt], in the case of a Rreanged
PoC Group Session, Dispatch PoC Group SessionatrfC Group Session;

- MAY apply a local policy, when expelling other Raippants from a 1-1 PoC Session or an Ad-hoc Po@lfsr
Session; and,

NOTE: The PoC Server local policy can be e.g. dithier only the PoC Session initiator or any of Rtagticipants is
allowed to expel other Participants.

- SHALL expel the PoC Box in case the PoC Box isipigedting in the PoC Session on behalf of the P@@rlénd if
the corresponding PoC User is expected to be edell

7.2.1.28 PoC Session Control for Crisis Handling

PoC Session Control for Crisis Handling can be ested when initiating, joining or rejoining a Po€sSion or during an
Ongoing PoC Session.

The request for PoC Session Control for Crisis Hagdvhen initiating a PoC Session is describethssubclause
7.2.1.28.1 PoC Session Control for Crisis Handling requestdrbminitiating a PoC Sessitin

The request for PoC Session Control for Crisis HHagdvhen when joining or rejoining an already oimgpPoC Session or
when requested by a Participant in the ongoing Bession is described in the subclause 7.2.1. &€ 'Session Control
for Crisis Handling requested during an ongoing P8&ssion"”
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7.2.1.28.1 PoC Session Control for Crisis Handling  requested when initiating a PoC
Session

The PoC Server performing the Controlling PoC Fiamcperforms the actions in this subclause wheanivety a SIP
INVITE request including a Priority header with thelue set to "crisisevent" or when receiving a BNNITE request
initiating a Pre-arranged PoC Group Session aatinig a Chat PoC Group Session and the PoC Groapndent includes a
<crisis-event-entity-address> as specified in [OBIM]. element

The PoC Server supporting PoC Session Control fisisCHandling

- 1. SHALL either use

a) the <crisis-event-entity-address> element in th€ Booup document as the PoC Address to the Po@&Cris
Event Handling Entity if available in the case d?r-arranged PoC Group Session or a Chat PoC Group
Session; or,

b) alocal policy in the PoC Server to determine th€ Rddress of the PoC Crisis Event Handling Erifity
<crisis-event-entity-address> element in the Po@Qu@@rdocument is not available in the case of a Pre-
arranged PoC Group Session or a Chat PoC GroumpBgess

c) alocal policy in the PoC Server to determine th€ Rddress of the PoC Crisis Event Handling Eritity
the case of a 1-1 PoC Session or an Ad-hoc PoGoBess,

d) reject the SIP INVITE request with a SIP 403 "Fdd#n" response with the warning text set to '121
Function not allowed due to <detailed reason>pasified in subclause 5:8Varning header'to the
originating network if no local policy is availabie the PoC Server and do not continue with theatthe
steps.

- 2. SHALL invite the PoC Crisis Event Handling Eptits specified in subclause 7.2.220C Session invitation
request"using the PoC Address obtained in previous steqg, a
- 3. SHALL interact with User Plane as specified@MA-PoC-UP] 'Controlling PoC Function procedures at PoC
Session initializatioh
Upon receiving a SIP 200 "OK" response for the IBIRITE request as specified in subclause 7.2'P@C Session
invitation request'and if the SIP final response has not yet beenteghe Inviting PoC Client the PoC Server:

- 1. SHALL generate a SIP 200 "OK" response to tHeISIVITE request as specified in the subclausel712.
"General" before continuing with the rest of the steps;

- 2. SHALL include in the SIP 200 "OK" response a MENBDP body as an SDP answer to the SDP offer in the
incoming SIP INVITE request as specified in thedabse 7.2.1.1aSDP answer generation

- 3. SHALL interact with the User Plane as specifirefOMA-PoC-UP] 'Controlling PoC Function procedures at
PoC Session initializatidn

NOTE: Resulting User Plane processing is complbeddre the next step is performed.

- 4. SHALL send a SIP 200 "OK" response towards tivisihg PoC Client according to rules and procedwfthe
SIP/IP Core;

- 5. SHALL generate a notification to the PoC Cliemtkich have subscribed to the conference statet paxkage
that an Inviting PoC User has joined in the PoCuprBession, as specified in subclause 7.2.1'QeRerating a
SIP NOTIFY request"

- 6. SHALL send the SIP NOTIFY request to the IngtiroC Client according to rules and procedureh@3IP/IP
Core;

- 7. SHALL perform towards the Inviting PoC Clientthctions described in the subclause 7.2.218farming
about the use of PoC Session Control for Crisisdfiag"; and,

- 8. SHALL apply PoC Session Control for Crisis hamgllprocedures until Normal PoC Session Procedappies

again; and,

9. SHALL, in case of a PoC Dispatcher Session én&iPoC Dispatcher as follows:

a) SHALL use the value "dispatch=sub-group" as thepBlich Type uri-parameter for the Dispatch PoC
Session; and,
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b) invite one member of the Dispatch PoC Group thatlved the action <allow-dispatch>, as specified
subclauses 7.2.1.14.Bispatch PoC Session initiation policy for PoC Rl&embe" and 7.2.2.2 PoC
Session invitation requests case of a PoC Dispatch Group Session.

Upon receiving a SIP final response to the SIP IN\Wtequest other than 2xx or 3xx, that is one ef $P 4xx, 5xx or 6xx
final responses the PoC Server:

- 1. SHALL send the SIP final response towards thvitiirg PoC Client..
When the SIP/IP Core corresponds with 3GPP/3GPR, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [3GPP TS 24 2BGPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.1.28.2 PoC Session Control for Crisis Handling  requested during an ongoing PoC
Session

The PoC Server performs the actions in this sukelathen receiving a SIP INFO request containindtierity header set
to "crisisevent" or when a PoC Client is joiningrejoining an ongoing PoC Session and the SIP INBMi&quest included
the Priority header set to "crisis event" and thgaing PoC Session wasn't already using PoC Se€sintrol for Crisis
Handling.

The PoC Server supporting PoC Session Control fisisCHandling :

- 1. SHALL send a SIP 200 "OK" response to the SIPONequest according to rules and procedures ocCRF6];
- 2. SHALL either use

a. the <Crisis Event handling entity address> elenrettie PoC Group document as the PoC Address to the

PoC Crisis Event Handling Entity if available irethase of a Pre-arranged PoC Group Session orta Cha
PoC Group Session; or,

b. alocal policy in the PoC Server to determine tb€ Rddress of the PoC Crisis Event Handling Erifity
Crisis Event handling entity address> element mRbC Group document is not available in the cse o
Pre-arranged PoC Group Session or a Chat PoC &esgion; or,

c. alocal policy in the PoC Server to determine th€ Rddress of the PoC Crisis Event Handling Eritity
the case of a 1-1 PoC Session or an Ad-hoc PoGoBess,

d. reject the SIP INVITE request with a SIP 403 "Fdd#n" response with the warning text set to '121
Function not allowed due to <detailed reason>pasified in subclause 5.8Varning header'to the
originating network if no local policy is availabie the PoC Server and do not continue with theakthe
steps.

3. SHALL invite the PoC Crisis Event Handling Exptits specified in subclause 7.2.22C Session invitation
request'using the PoC Address obtained in previous steg, a

4. SHALL interact with User Plane as specified@MA-PoC-UP] 'Controlling PoC Function procedures at PoC
Session initializatioh

Upon receiving a SIP 200 "OK" response for the IBIRITE request as specified in subclause 7.2.19iting the PoC
Crisis Event Handling Entitthe PoC Server:
- 1. SHALL if the Priority header was included in BPSNVITE request

a) generate a SIP 200 "OK" response to the SIP TIRVEquest as specified in the subclause 7.2Aeheral"
before continuing with the rest of the steps;

b) SHALL include in the SIP 200 "OK" response a MENSDP body as an SDP answer to the SDP offer in the

incoming SIP INVITE request as specified in thedabse 7.2.1.1a8SDP answer generation

¢) SHALL interact with the User Plane as specifieflOMA-PoC-UP] "Controlling PoC Function procedures
at PoC Sessioimitialization";

NOTE: Resulting User Plane processing is complbeddre the next step is performed.

d) SHALL send a SIP 200 "OK" response towards tivitihg PoC Client according to rules and procedw®
the SIP/IP Core;
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e) SHALL generate a notification to the PoC Cliemtkich have subscribed to the conference stateteve
package that an Inviting PoC User has joined irRb€ Group Session, as specified in subclause. 71221
"Generating a SIP NOTIFY requestind,

f) SHALL send the SIP NOTIFY request to the InvitfiRoC Client according to rules and procedurebef t
SIP/IP Core;
- 7. SHALL perform towards all Participants in the@P8ession the actions described in the subcla@s2 9.1
"Informing about the use of PoC Session Controlligsis Handling; and,

- 8. SHALL apply PoC Session Control for Crisis hamgllprocedures until Normal PoC Session Procedapties
again.

Upon receiving a SIP final response to the SIP IN\Wtequest other than 2xx or 3xx, that is one ef $iP 4xx, 5xx or 6xx
final responses the PoC Server either:

- 1. SHALL send the SIP final response towards th@ Bbient sending the join or rejoin request if Pitipheader
was received in a SIP INVITE request; or,

- 2. SHALL perform the actions described in the sabsk 7.2.2.9.3fforming about the use of Normal PoC Session
Procedure$towards the PoC Client sending the SIP INFO rstue

When the SIP/IP Core corresponds with 3GPP/3GPR2, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause

7.2.1.28.3 Termination of POC Session Control for C  risis Handling

Upon receipt of a SIP BYE request from the PoCi€&vent Handling Entity the PoC Server:

- 1. SHALL perform the actions described in the sabsé 7.2.2.9.3forming about the use Normal PoC Session
Procedure$towards all Participants in the PoC Session;

- 2. SHALL remove all non authorized Participantsrirthe PoC Session as described in the subclause47.2
"Removal of Participant from PoC SessSicend,

- 3. SHALL apply Normal PoC Session Procedures.

NOTE: During PoC Session Control for Crisis Hanglitormal rules does not apply e.g. any Participattie PoC
Session can add any PoC User to a Pre-arrange@GRa Session even if the PoC User is not a mewiber
the Pre-arranged PoC Group.

7.2.1.29 Rejoining released Ad-hoc PoC Group Sessio  n request

Upon receiving a SIP INVITE request that includeshie Request-URI a PoC Session Identity of aradireeleased Ad-hoc
PoC Group Session for which a list of past Paréiotp as specified in subclause 5.P&st Participantsis cached the PoC
Server:

- 1. SHALL check whether the Accept-Contact headeluites the PoC feature tag '+g.poc.talkburst' &itdsi not
included the PoC Server SHALL return a SIP 403 bkditen” response with the warning text set to 'BR20ting
error in network' as specified in subclause"S\&rning header. Otherwise, continue with the rest of the steps;

- 2. SHALL perform actions to verify that the Authieatted Originator's PoC Address of the Inviting Rd€&r is
included in the list of past Participants as spediin subclause 5.14ast Participant$, and if it is not included the
PoC Server SHALL return a SIP 403 "Forbidden" resgowith the warning text set to '121 Functionadlmwed
due to <detailed reason>' as specified in subcla&Varning header! Otherwise, continue with the rest of the
steps;

- 3. SHALL either

a) send the SIP 403 "Forbidden" response with @umivg text set to '132 Session already ende@exsfed
in subclause 5.6 "Warning header", if the PoC Sesupports Dynamic PoC Groups functionality and
Dynamic PoC Group rules have been cached for tiieFtssion as specified in subclause 5.14 "Past
Participants". The PoC Server SHALL include:

i. a Content-Type header with the value "multipaited" as specified in [RFC2046];
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ii. a URI-List body according to the rules and mduares of [RFC5318] containing the cached listastp
Participants as specified in subclause 5.14 "Pasicipants" restricted to those who did not reques
privacy;

iii. a MIME body containing the cached Dynamic PG&up rules as specified in [draft-cbus-event];,and

iv. the cached Condition Re-evaluation parameteispacified in [draft-cbus-event], if Condition-Re
evaluation was applied to the PoC Session as ggebaif subclause 5.14 "Past Participants".

and do not continue with the rest of the steps; or,

NOTE: The PoC Server can based on a local polistyicg the re-initiation of a Dynamic PoG Group §lea to the
originator of the original Dynamic PoG Group Sessio to members that match the Dynamic PoC Group
rules.

b).send the SIP 403 "Forbidden" response with thening text set to '132 Session already ende@esfed
in subclause 5.6 "Warning header" according tadihes and procedures of [RFC5318] with a URI-Listl
containing the cached list of past Participantspeified in subclause 5.14 "Past Participantdticésd to
those who did not request privacy.

When the SIP/IP Core corresponds with 3GPP/3GPR2, the PoC Server SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armedrwes of [3GPP TS 24.229] / [3GPP2 X.S0013.4j e
clarifications given in this subclause.

7.2.1.30 Dynamic PoC Group Member Information

7.2.1.30.1 Receiving notification of Dynamic PoC Gr  oup Member Information

This subclause describes the procedures that @GeSRover follows for reception of Dynamic PoC Gradember
Information when subscribing to Dynamic Group Memlpdormation during a Dynamic PoC Group Sessiosmeified in
subclause 7.2.2.10.BUbscription initiated by PoC SerVefhe PoC Server initiates the subscription dugstablishment
of the Dynamic PoC Group Session. The procedumdrihiate the subscription and hence are initiathe procedure in
this subclause are listed below.

*  Subclause 7.2.1.2248-hoc PoC Group and 1-1 PoC Session setup rejdesta Dynamic Ad-hoc PoC Group.
* Subclause 7.2.1.3.1I5€nerd’, for a Dynamic Pre-arranged PoC Group.

*  Subclause 7.2.1.3.Dispatch PoC Session setup request from PoC Dibpétdor a Dynamic Pre-arranged PoC
Group that is a Dispatch PoC Group.

*  Subclause 7.2.1.9bining Chat PoC Group Session reqtigkir a Dynamic Chat PoC Group.

* Re-subscription to Dynamic Group Member Informati@nspecified in this subclause.

Upon reception of a SIP NOTIFY request that is péthe same SIP dialog as the previously sentSRIBSCRIBE request
from the PoC Server as a result of an action siedif subclause 7.2.2.10.$ubscription initiated by PoC Servethe PoC
Server:

- 1. SHALL generate a SIP 200 OK response to theN&FIFY request according to rules and procedures of
[RFC3261] and [RFC3265];
- 2. SHALL send the SIP 200 "OK" response towardsGB&S Server according to rules and procedureleof t
SIP/IP Core;
- 3. SHALL check the Subscription-State header valube received SIP NOTIFY request as specified in
[RFC3265] and
a) if the Subscription-State is ‘pending' as sjegtiin [RFC3265] and this is the first SIP NOTIF¥quest
received in this state of the SIP dialog, the Pe€/&:
i. SHALL generate a SIP 183 "Session Progress'omspto the SIP INVITE request received for the
Dynamic PoC Group Session as specified in the aubel 7.2.1.1General and include the warning text
set to '135 Authorization of Dynamic PoC Group dngbas specified in subclause S\8arning header;'
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NOTE 1:

NOTE 2:

NOTE 3:

ii. SHALL send a SIP 183 "Session Progress" respoowards the Inviting PoC Client according to sule
and procedures of the SIP/IP Core.

When the PoC Server has initiated a sytitsen on behalf the Inviting PoC Client the PoC\&emwaits for
the subscription being authorized at an informasionrce beyond the CBUS Server’s authorization.

b) if the Subscription-State is '‘pending’ as spetiin [RFC3265] and this is not the first SIP NGYIrequest
received in this state of the SIP dialog, the Pe€/&:

i. SHALL generate a SIP 183 "Session Progress'omspto the SIP INVITE request received for the
Dynamic PoC Group Session as specified in the aubel 7.2.1.1General and include the warning text
set to '135 Authorization of Dynamic PoC Group dngbas specified in subclause SW8arning header;'

ii. SHALL send a SIP 183 "Session Progress" respoowards the Inviting PoC Client according to sule
and procedures of the SIP/IP Core;

c) if the Subscription-State is 'active' as spedifin [RFC3265] and this is the first SIP NOTIFYjuest
received in this state of the SIP dialog, the Pe€/&':

The state can be 'active’' when PoC Sem@rdquested a subscription to CBUS Server wittdifion Re-
evaluation.

i. SHALL perform the following actions, if the néiiation contains a MIME resource-lists body as
specified in [draft-cbus-event] with at least or@CPAddress matching the Dynamic PoC Group rules:

1. cache the PoC Addresses currently matching simaumic PoC Group rules;

2. update the list of past Participants as spetifiesubclause 5.147ast Participant} if the PoC
Server supports the Ad-hoc PoC Group Session tietioh functionality; and,

3. continue according to the subclause 7.2.A®Hoc PoC Group and 1-1 PoC Session setup request
7.2.1.3.1 General, 7.2.1.3.2 Dispatch PoC Session setup request from PoC Dikpdtor 7.2.1.5
"Joining Chat PoC Group Session requesitiating the procedure in this subclause.

ii. SHALL perform the following actions, if the nifitation contains a MIME resource-lists body as

specified in [draft-cbus-event] that does not congany PoC Addresses matching the Dynamic PoC Group

rules:

1. update the list of past Participants as spetifiessubclause 5.14ast Participanty if the PoC
Server supports the Ad-hoc PoC Group Session tietioh functionality;

2. SHALL generate a SIP 200 "OK" response to tHeISIVITE request received for the Dynamic PoC
Group Session as specified in the subclause 7.23efteral and include the warning text set to '136
No matching members found, Condition Re-evaluatiogoing' as specified in subclause 5/8atning
headef;

3. SHALL include in the SIP 200 "OK" response a MENSDP body as an SDP answer to the SDP offer

in the incoming SIP INVITE request as specifiedhia subclause 7.2.1.18DP answer generatitn

4. SHALL interact with the User Plane as specifiefOMA-PoC-UP] 'Controlling PoC Function
procedures at PoC Session initializatipn

Resulting User Plane processing is comglbtfore the next step is performed.

5. SHALL send a SIP 200 "OK" response towards tivitihg PoC Client according to rules and
procedures of the SIP/IP Core;

6. SHALL generate a notification to the PoC Cliemthich have subscribed to the conference state

event package that an Inviting PoC User has joing¢de PoC Group Session, as specified in subclause

7.2.1.11.2 Generating a SIP NOTIFY requést

7. SHALL send the SIP NOTIFY request to the Po@®@k according to rules and procedures of the
SIP/IP Core; and,

8. SHALL continue according to the subclause 72'Ad-hoc PoC Group and 1-1 PoC Session setup
request, 7.2.1.3.1 General, 7.2.1.3.2 Dispatch PoC Session setup request from PoC Dikpétor
7.2.1.5 Joining Chat PoC Group Session requiésttiating the procedures in this subclause.
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d) if the Subscription-State is 'active’ as spediin [RFC3265] and this is not the first SIP NOYlfequest
received in this state of the SIP dialog, the Pe€/&::

i. SHALL perform the following actions, if the néiiation contains a MIME resource-lists body as
specified in [draft-cbus-event] with at least or@CPAddress matching the Dynamic PoC Group rules:

1. cache the PoC Addresses currently matching gimamic PoC Group rules;

2. update the list of past Participants as spetifiesubclause 5.147ast Participant} if the PoC
Server supports the Ad-hoc PoC Group Session tiatioh functionality;

3. invite the PoC Users, as specified in subclauge.2 'PoC Session invitation requesighose PoC
Addresses according to the notification matcheyramic PoC Group rules and have not previously
been invited or expelled,;

4. remove the Participants, as specified in 7.2 Removal of Participant from PoC Sessiarhose
PoC Address according to the notification no longatches the Dynamic PoC Group rules;

5. check the PoC Session release policy as spebaifiubclause 7.2.1.80C Session release policy
and if the applied release policy requires thatRb€ Session is released, the PoC Server MAY parfor
the following:

NOTE 4: When all PoC Users have been invited argdialready once and all Participants have beeovedithe PoC
Session can be released, unless there are Partipé which are not subject to the Dynamic PaGu®
rules.

A. perform for each remaining Participant of theCP®ession the procedures as specified in the
subclause 7.2.2./Removal of Participant from PoC Session

B. generate a notification of the current statéhefPoC Session to the PoC Client(s), which have
subscribed to the conference state event packagpegified in subclause 7.2.1.11.2
"Generating a SIP NOTIFY requést

C. check the subscription termination policy ascéfe in subclause 7.2.1.11.3érmination of
subscriptiofi and if the subscription termination policy reqsrthat subscriptions are to be
terminated for each PoC Client terminate the engssiubscription to the conference state event
package;

D. send the SIP NOTIFY request to the PoC Cliergt¢gprding to rules and procedures of the
SIP/IP Core; and,

E. terminate the subscription to the Dynamic Grblgmber Information of the same SIP
dialogue as the received SIP NOTIFY request anitael it terminated according to rules and
procedures of [RFC3265] and do not continue withrest of the steps.

6. MAY start PoC Session modification with the atReC Clients as specified in subclause 7.2.2.5
"PoC Session modificativnf there is a Media Type and Media-floor ContEgitity which is used by
no more than one PoC Client and allowed accordirrgmoving Media policy as specified in the
subclause 7.2.1.2Removing Media Streams from a PoC Session folicy

ii. SHALL perform the following actions, if the nfitation contains a MIME resource-lists body as
specified in [draft-cbus-event] that does not contany PoC Addresses matching the Dynamic PoC Group
rules:

1. remove the cached PoC Addresses for the DynBocGroup;
2. remove the Participants, as specified in 7.2.Removal of Participant from PoC Sessiorhose
PoC Address according to the notification no longatches the Dynamic PoC Group rules; and,

3. check the PoC Session release policy as spbaifisubclause 7.2.1.0C Session release policy
and if the applied release policy requires thatRb€ Session is released, the PoC Server MAY parfor
the following:

NOTE 5: When all PoC Users have been invited argdialready once and all Participants have beeovedithe PoC
Session can be released, unless there are Parntipé which are not subject to the Dynamic PaGu®
rules.

A. perform for each remaining Participant of theCP®ession the procedures as specified in the
subclause 7.2.2./Removal of Participant from PoC Session

[0 2009 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-PoC_ControlPlane-V2_1-20091222-C Page 167 (760)

B. generate a notification of the current statéhefPoC Session to the PoC Client(s), which have
subscribed to the conference state event packagpeaified in subclause 7.2.1.11.2
"Generating a SIP NOTIFY requést

C. check the subscription termination policy ascéfe in subclause 7.2.1.11.3érmination of
subscriptiofi and if the subscription termination policy reqsthat subscriptions are to be
terminated for each PoC Client terminate the engssiubscription to the conference state event
package;

D. send the SIP NOTIFY request to the PoC Cliergt¢gprding to rules and procedures of the
SIP/IP Core; and,

E. terminate the subscription to the Dynamic Grblgmber Information of the same SIP
dialogue as the received SIP NOTIFY request anitael it terminated according to rules and
procedures of [RFC3265] and do not continue withréfst of the steps.

e) if the Subscription-State is 'terminated’ a<sel in [RFC3265], the PoC Server:

i. SHALL perform the following actions, if ConditioRe-evaluation is not applied to the Dynamic PoC
Group Session for which the SIP NOTIFY requeseteived:

1. reject the SIP INVITE request with a SIP 480t ipmrarily Unavailable" response with the warning
text set to '137 No matching members found' asipeédn subclause 5.8Narning header"f the
request is received for a Dynamic Ad-hoc or Presaged PoC Group aiiftthe notification contains a
MIME resource-lists body as specified in [draft-skavent] that does not contain any PoC Addresses
matching the Dynamic PoC Group rules. Otherwisatinae with the rest of the steps;

2. reject the SIP INVITE request with a SIP 480Mperarily Unavailable" response with the warning
text set to '121 Function not allowed due to <detieason>' as specified in subclause B/arhing
headet, if the request is received for a Dynamic ChaCRaroup and if the notification contains a
MIME resource-lists body as specified in [draft-skevent] that does not contain any PoC Addresses
matching the Dynamic PoC Group rules. Otherwisatinae with the rest of the steps;

3. cache the PoC Addresses matching the Dynamic@to@p rules, if the notification contains a
MIME resource-lists body as specified in [draft-sbavent] with at least one PoC Address matching the
Dynamic PoC Group rules;
4. update the list of past Participants as spetifiesubclause 5.14ast Participanty if the PoC
Server supports the Ad-hoc PoC Group Session tiatinoh functionality; and,
5. continue according to the subclause 7.2.A®Hoc PoC Group and 1-1 PoC Session setup rejuest
7.2.1.3.1 Generat, 7.2.1.3.2 Dispatch PoC Session setup request from PoC Dikpédtor 7.2.1.5
"Joining Chat PoC Group Session requesitiating the procedures in this subclause.
ii. SHALL perform the following actions, if Condith Re-evaluation is applied to the Dynamic PoC @rou
Session for which the SIP NOTIFY request is reagive
1. check "reason" parameter received in the SIP IR®Tequest and if it is not present or if "reason”
parameter is other than 'rejected’, 'giveup’ ae'smurce’ as specified in [RFC3265] the PoC Server
SHOULD proceed according to rules and procedur¢RiB€3265] and re-subscribe to Dynamic Group
Member Information as specified in 7.2.2.10Subscription initiated by PoC Sertemd do not
continue with the rest of the steps;

NOTE 6: After re-subscribing to the Dynamic PoC @ydMember Information as described in this subaahe PoC
Server continues to the perform the Controlling FFa@ction for the Dynamic PoC Group Session asdf t
termination of the subscription never occurred.

2. remove the cached PoC Addresses for the DynBoficGroup; and,
3. remove all Participants, as specified in 7.2'Rdmoval of Participant from PoC Session

When the SIP/IP Core corresponds with 3GPP/3GPR2, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [3GPP TS 24 2BGPP2 X.S0013.4] with the clarifications givim this subclause.
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7.2.1.31 Dynamic PoC Group Session initiation polic vy

The PoC Server performing the Controlling PoC FuamcEHALL only allow additions of Dynamic PoC Grouges to pre-
defined Dynamic PoC Group rules of a Dynamic PoGuprSession hosted by the PoC Server, to thosdJBefs which
satisfy the following:

- 1. the Authenticated Originator's PoC Address#®& Address allowed to change the Dynamic PoC Gralgs of
the Pre-arranged PoC Group according to the <atloanige-conditions> element as specified in [OMA-PoC
Document-Mgmt]; or,

- 2. the Authenticated Originator's PoC Addressi®& Address of a PoC Dispatcher authorized tcabeita
Dispatch PoC Session of a Dispatch PoC Group feclwDynamic PoC Group rules are defined; or,

- 3. the Authenticated Originator's PoC AddressP®& Address of a PoC Dispatcher authorized tcaieita
Dispatch PoC Session of a sub-group of a Disp&efl® Group for which Dynamic PoC Group rules aréngef
or,

- 4. when allowed by the PoC Server local policy.

The PoC Server performing the Controlling PoC FiamcSHALL only allow change of Condition Re-evaliaat parameters
as specified in [draft-cbus-event] pre-defineddddynamic PoC Group of a Dynamic PoC Group Sedsiated by the PoC
Server, to those PoC Users which satisfy the faligw

- 1. the Authenticated Originator's PoC Addressi®& Address allowed to change the Condition Reveiain
parameters of the Pre-arranged PoC Group accomlitig <allow-change-condition-re-evaluation> eletras
specified in [OMA-PoC-Document-Mgmt]; or,

- 2. the Authenticated Originator's PoC Addressi®& Address of a PoC Dispatcher authorized tcabeita
Dispatch PoC Session of a Dispatch PoC Group factwCondition Re-evaluation parameters are defined

- 3. the Authenticated Originator's PoC Addressi®& Address of a PoC Dispatcher authorized tcabeita
Dispatch PoC Session of a sub-group of a Disp&el® Group for which Condition Re-evaluation pararetre
defined; or,

- 4. when allowed by the PoC Server local policy.

If addition to Dynamic PoC Group rules or chang€ohdition Re-evaluation parameters by the Inviff@fC User is not
allowed for the PoC Group the PoC Server SHALLaEfbe incoming SIP request.

In the case of a Dynamic Pre-arranged or Ad-hoc Bodtip Session, the PoC Server performing the Glingy PoC
Function SHALL only invite those members of the Fefoup who matches the Dynamic PoC Group rules.

The following PoC Users SHALL NOT be subject to gmic PoC Group rules when authorizing participatioa Dynamic
PoC Group Session, i.e. Dynamic PoC Group rulesiatrapplicable to:

e Inviting PoC User;

* PoC User added to the PoC Session;

* PoC Dispatcher (active or non-active) in case efdranged PoC Group; and,

* Moderator or a Participant that can assume the evéddr Role in case of Pre-arranged or Chat PoQiro

7.2.2  Request initiated by the Controlling PoC Function
7.2.2a Backward compatibility

When PoC Server performing Controlling PoC Functends a SIP request towards the terminating Pa@dde the PoC
Server SHALL perform the actions according to sabsk 7.2.2Request initiated by the Controlling PoC Functigfthe
PoC Server does not know the version of OMA PoCifipation supported by the terminating PoC Sensethe version
supported is the one specified in this specificatio

When PoC Server performing Controlling PoC Functias learned by means which are out of scope s&tigcification

that the terminating PoC Server supports only i@ P.0 specifications the PoC Server SHOULD perftrenactions
according to [OMA-PoC-1-CPJRequest initiated by the Controlling PoC Functiomhen sending a SIP request towards the
terminating PoC Network.
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When PoC Server performing Controlling PoC Functias learned by means which are out of scope s&tigcification

that the terminating PoC Server supports only &€ P.0 specifications the PoC Server SHOULD perftrenactions
according to [OMA-PoC-2-CPJRequest initiated by the Controlling PoC Functiomhen sending a SIP request towards the
terminating PoC Network.

When sending subsequent SIP requests inside amgx&P dialog the PoC Server performing the Gallitrg PoC

Function SHALL perform actions according to theesuand procedures of [OMA-PoC-1-CRequest initiated by the
Controlling PoC Functiohy if the terminating PoC Server indicated in theetdAgent or Server headers of the previous SIP
transaction that the terminating PoC Server supdashly the PoC 1 specifications.

When sending subsequent SIP requests inside amgx&P dialog the PoC Server performing the Gallitrg PoC

Function SHALL perform actions according to theesuind procedures of [OMA-PoC-2-CIRequest initiated by the
Controlling PoC Functiohy if the terminating PoC Server indicated in theetdAgent or Server headers of the previous SIP
transaction that the terminating PoC Server supdashly the PoC 2.0 specifications.

When the SIP/IP Core corresponds with 3GPP/3GPR, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.2.1 General

NOTE 1: This subclause provides common procedunesther subclauses and is not meant to be appfikts
referenced.

The PoC Server SHALL generate an initial SIP INVIfEguest according to rules and procedures of [RBCB The PoC
Server

- 1. SHALL include the PoC feature tag '+g.poc.ditareedia’ in the Contact header, if it was incluitethe
incoming SIP request;

- 1. SHALL include an Accept-Contact header with BoeC feature tag '+g.poc.talkburst' with 'requirel aexplicit’
parameters according to rules and procedures cEBRE1] in all initial SIP INVITE requests;

- 2. SHALL include the PoC feature tag '+g.poc.dismredia’ in the Contact header, if it was incluitethe
incoming SIPrequest;

- 3. SHALL include in the Accept-Contact header conitey the PoC feature tag '+g.poc.talkburst' treifee tag
'+g.poc.crisishandling' with 'require’ and 'exgliparameters according to rules and procedurfRFEE3841] if the
SIP INVITE request is sent towards a PoC CrisisnEvtandling Entity;

- 4. SHALL include Accept-Contact headers with afieattag 'sip.automata’ and the feature tag 'sgo'auotd the
feature tag 'sip.description’ with the correspogdialue along with 'require’ and 'explicit' accoglio rules and
procedures of [RFC3841] if included in the incomBi§ INVITE request or in the URI of the Refer-Tealler of
the incoming SIP REFER request;

- 5. SHALL include Reject-Contact headers with adeatag 'sip.automata’ and the feature tag 'sigr'autd the
feature tag 'sip.description’ with the correspogdialue along with 'require’ and 'explicit' accoglio rules and
procedures of [RFC3841] if included in the incomBI§ INVITE request or in the URI of the Refer-Teeder of
the incoming SIP REFER request;

NOTE 2: The handling of any other non-PoC spedédature tags in Accept-Contact headers or Rejeat#ob headers
is specified in the subclause 5.13ahdling of non-PoC specific feature tdgs

- 6. SHALL set the Request-URI to the PoC AddreshefPoC User to be invited;

NOTE 3: All uri-parameters included in the URI etMIME resources-list or in the Refer-to headeriacluded by the
PoC Server in case of an Ad-hoc PoC Group Sessiarldl PoC Session.

- 7. SHALL include the User-Agent header to indidéiie OMA PoC release version of the PoC Server asifigd in
subclause E.4.1Release version in User-agent and Server hedders

NOTE 4: The use of the option tag 'preconditios'specified in [RFC3312], is not defined for the@®@ reference
point.
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8. SHALL include an option tag '100rel' in a Sugpdrheader according to rules and procedures c€8262];
9. SHALL include an option tag 'norefersub’ in gfarted header according to rules and procedurgzrs$4488];

10. SHALL include Authenticated Originator's PoCdkéss as specified in subclause RRthenticated
Originator's PoC Address
a) with the URI set to the PoC Address of the IngitPoC Client and the Nick Name to the one defifoed
this PoC User in the incoming SIP request in cddeloPoC Session and Ad-hoc PoC Group Session as
specified in subclause 5.8litk Namé; or,
b) with the URI set to the PoC Group Identity ahe Nick Name to the one defined for this PoC Grioughe
PoC Group definitions with the Session Type urigpaeter "session=prearranged" or "session=chat" as
specified in E.5.18ession Type uri-parametéan case of the Pre-arranged or Chat PoC Groygectively.
11. SHALL include a Referred-By header with the Pafiress and the Nick Name of the Inviting PoC tie
12. SHALL include a MIME message/sipfrag body camitey a User-Agent header with the value of thertse
Agent header of the received SIP request, if thiifrg PoC Client is compliant only to the OMA Pe€rsion 1.0
specification;
13. SHALL include in the Contact header as PoCiSeddentity the contact address of the PoC Sessitinthe
PoC feature tag '+g.poc.talkburst' and the feaageéisfocus' and a Session Type uri-parametesisesl-1", or
"session=adhoc", or "session=prearranged", or ita@sshat" as appropriate for the type of the Po€sm as
specified in E.5.18ession Type uri-parameter
14. SHOULD include the Session-Expires header aigrto rules and procedures of [RFC4028gtherating an
Initial Session Refresh Requesthe refresher parameter SHALL be omitted;

15. SHALL include the Supported header set to ttime

16. SHALL include value 'id" in a Privacy headecaling to rules and procedures of [RFC3325], dramity is
requested with the Privacy header by the Invitio@ EZlient;

17. SHOULD include an Allow header the SIP methsgsported in this SIP dialog according to rules and
procedures of [RFC3261];

18. SHALL include unmodified Answer-Mode headepiiésent in the incoming SIP INVITE request or ia th
Refer-To URI of the incoming SIP REFER request tizatsed the outgoing SIP INVITE request to be geedr

19. SHALL include unmodified Priv-Answer-Mode headfegresent in the incoming SIP INVITE requestimthe
Refer-To URI of the incoming SIP REFER request tizatsed the outgoing SIP INVITE request to be geedr if
manual answer override is supported;

20 SHALL include a Resource-Priority header acaugdo rules and procedures of [RFC4412] set ttiwity
value assigned for the PoC Session, if the QoEIP@dgsigned to the PoC Session is 'Official Gorent Use' and
if the PoC Server supports this QoE Profile; and,

21. SHALL interact with the [OMA-PoC-UPModerated PoC Session Media Burst Coritibit is a Pre-arranged
PoC Group Session and the <allow-moderator> eleasnppecified in [OMA DM] is set to "true" for Pdgser and
the PoC Client accepted to be the Moderator an®@tii2 Server has assigned the role of Moderatdret®bC User.

NOTE 5: The PoC Server will include the Moderatatfire tag '+.g.poc.moderator’ in the SIP INVITguest towards

all the PoC Users in the <Moderator> element offb€ Group document.

On receipt of the SIP 200 "OK" response to thedh@utgoing SIP INVITE request the PoC Server:

1. SHALL start the SIP Session timer accordingules and procedures of [RFC4028];
2. SHALL cache SIP feature tags, if received in@omtact header, and if the specific feature tagsapported;
3. SHALL create and cache the Nick Name, as spekifi subclause 5.Nick Namé&; and,

4. SHALL cache the uri parameter "b2bua", if thieparameter is present in the URI of the PoC Sepeeforming
Participating PoC Function in the Contact headerithe uri parameter is used according to locdicy.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, thke PoC Server SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armeduwes of [3GPP TS 24.229] / [3GPP2 X.S0013.4j thie
clarifications given in this subclause.
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7.2.2.1a SDP offer generation

The SDP offer is generated based on the receivéti@@r. The PoC Server SHALL offer either the sama subset of the
Media Streams and the connected Media-floor Cofintities as included in the received SDP offer.

NOTE 1: PoC Server can reduce the number of offdtedia Streams and Media-floor Control Entitiesdshen local
policy.

When receiving an SDP offer to initiate a Pre-agethPoC Group Session, the PoC Server:

1. SHALL offer to the Invited PoC User all the Medigpes with bound Media-Floor Control Entities offélia the
received SDP offer and allowed as specified irckuse 7.2.1.21Policy for allowing Media Streams in a PoC
Sessiolt and,

2. SHALL offer to the Invited PoC User the Discrete ditewithout bound Media-Floor Control Entity offeren the
received SDP offer and allowed as specified in kuse 7.2.1.21Policy for allowing Media Streams in a PoC
Sessioh

When receiving a SIP request to add a new PoC tdser existing PoC Session, the PoC Server SHAI&r ofie Media
Stream currently used in the PoC Session.

When receiving an SDP offer to modify the existit@C Session by adding a Media Stream to the Po§iddesr removing
a Media Stream from the PoC Session or both, ti:$eyver:

- 1. SHALL offer to other Participants all the Me@#&reams used currently in the PoC Session excel#dia
Stream, which the PoC Session modification origindisconnected from and for which Media Streamaegh
policy allows to be removed as described in sulsdat2.1.22Removing Media Streanfrom a PoC Session
policy’; and,

- 2. SHALL offer to other Participants the new Me8i@eam from the received SDP offer, if allowed hy Media
Stream adding policy as specified in subclausel 22."Policy for allowing Media Streams in a PoC Session

When composing an SDP offer according to rulespandedures of [RFC3264] and [RFC4566] the PoC 3erve
- 1. SHALL set the IP address of the PoC Server dcheffered Media Stream from the list containethenreceived

SDP offer and for each offered Media-floor Contotity from the list contained in the received Saffer;

- 2. SHALL include the media-level section for eaéfered Media Stream from the list contained in theeived
SDP offer consisting of:

a) the port number for the Media Stream selectespasified in [OMA-PoC-UP] Port numberg

b) the codec(s) and Media Parameters selectedeliydlt Server from the list contained in the reackSBP
offer and/or other codec(s), if any, that the P@®/&r is capable of transcoding;

NOTE 2: RTSP related SDP for EMCS Retrieval is #pgtin Annex 3.4 "SDP for EMCS Retrieval of Streaming
Medid'.

NOTE 3: The Media Parameters of the Discrete Madiespecified in [OMA_IM_TS_Endorsement].

NOTE 4: The PoC Server can narrow the selectiaiedia Parameters and codec(s) according to thé patay,
which may be a function of one or more of the fwilog: Inter-operator service level agreement; donedithe
Invited PoC Client; other factors.

c) the "a=label" attribute with a unique value pedfied in [RFC4574], if the Media Stream is todmnnected
to a Media-floor Control Entity except when only@8peech with Talk Burst Control Protocol is offére

d) the "i=" field set to "speech" as specified ibslause 5.10PoC Speechwhen PoC Speech with MBCP is
offered.

NOTE 5: PoC Speech Media exists at most once i offer.
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e) the IP address of the PoC Server and port nutoles used for RTCP at the PoC Server selected as
specified in [OMA-PoC-UP]Port number$ according to rules and procedures of [RFC36D5he Media
Stream uses the RTCP protocol as specified in [ORMIC-1-UP] and other than the default IP addregodr
number specified by the [RFC3550] is to be used;

f) the "a=upcc:0" attribute as specified in [RFC8]L0f the PoC Server supports PoC Media Traffic
Optimisation, the Participant did not put the Pa@3ston on hold, the media-level section offers ati@aous
Media and the 1-many-1 communication method isuset in the PoC Session;

g) under the media level definition of MSRP, adddeaccept-types:" SDP attribute MIME Types
"application/vnd.oma.poc.final-report+xml", "apgiton/vnd.oma.poc.detailed-progress-report+xml" and
optionally "application/vnd.oma.poc.optimized-pregs-report+xml” if any of these were included ia th
received SDP offer and if supported by the PoC &eand,

h) optionally the specific value of "a=label" dbute same as the value offered by Inviting PoCrChehich
indicatesion of the manner ofto render Simultasddedia Streams as specified in in ESDP Extensionisf
supported and received in the offer and allowedmting to local policy in case of 1-1 PoC Sessiod Ad-
hoc PoC Group Session or allowed according to Gdafimition as specified in [XDM-Groups] in caseRife-
arranged PoC Group Session.

3. SHALL include the media-level section of eacfemd Media-floor Control Entity from the list camed in the
received SDP offer, if any Media-floor Control Bwtis offered:

a) the format list field for the Media-floor Contientity set to "TBCP";

b) the Media-floor Control Entity parameters sedelchy the PoC Server from those contained in tbeived
SDP offer;

c) the port number for Media-floor Control Entitylected as specified in [OMA-PoC-URRdrt numberg
d) the "a=floorid:0 mstrm" attribute with valuefgferencing the Media Stream as specified in [REE345

intended to be connected to the Media-floor Cortirttity except when only PoC Speech with Talk Burst
Control Protocol as specified in [OMA-POC-1-UPDifered; and,

e) optionally TBCP MIME parameters as specifie@il "SDP Extensioris TBCP MIME parameter
"multimedia=1" is included, unless only PoC Spewith Talk Burst Control Protocol as specified inNi@-
POC-1-UP] is offered;

NOTE 6: The PoC Server offers the possibility tahe Moderator to each authorized Participant asifipd in E.3

"SDP Extensioris

4. SHALL mark as rejected according to rules aratedures of [RFC3264] the Media-floor Control Bnéind all
the Media Stream bound to the rejected Media-f@ontrol Entity, if the Media-floor Control Entitgirejected:

5. SHALL mark the Media Stream as rejected accarttirules and procedures of [RFC3264], if the MeSliream
is rejected,;

6. SHALL include the QoE Profile assigned for th®eCPSession, as specified in subclause EQ@E'Profile, if
QoOE Profiles are enabled and if a QoE Profiletatte was included in the received SDP offer. If@faE Profile
assigned for the PoC Session is marked as "marntiatioe QoE Profile attribute SHALL include theestigth-tag,
as specified in subclause E.3QdE Profilée'.

When Composing SDP offer, the PoC Server:

1. SHALL bind the media-level section that idem#iPoC Speech to Media-floor Control Entity ashimrteceived
SDP offer, if PoC Speech is offered;

2. SHALL bind the media-level section that idem#iVideo to Media-floor Control Entity as in theeevzed SDP
offer, if Video is offered;

3. SHALL bind the media-level section that idertHiAudio to Media-floor Control Entity as in theeeéved SDP
offer, if Audio is offered; and,

4. SHALL bind the media-level section that idem#iDiscrete Media to Media-floor Control Entityiaghe
received SDP offer, if Discrete Media is offered dround to a Media-floor Control Entity.

When the SIP/IP Core corresponds with 3GPP/3GPR, tive PoC Server SHALL use 3GPP/3GPP2 IMS meadimanis
according to rules and procedures of [SGPP TS 24 2B8GPP2 X.S0013.4] with the clarifications givim this subclause.
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71.2.2.2

PoC Session invitation requests

This subclause describes the procedures for imvéiPoC User to a PoC Session. The procedurdietéu by the PoC
Server as the result of an action specified in lswise 7.2.1Requests terminated at the Controlling PoC Function

The PoC Server:

1. SHALL generate a SIP INVITE request as specifiesubclause 7.2.2.55enerat;

2. SHALL include in the SIP INVITE request a MIMD8 body as an SDP offer based on the SDP offdran t
received SIP INVITE request from the originatingwerk as specified in the subclause 7.2.13BP offer
generatiofi;

3. SHALL include the remaining MIME bodies and asated Content-Disposition headers with media aunte
contained into the incoming SIP INVITE requestni€luded Media Content is supported by the PoC Samd if a
MIME body with media was included and not removedlascribed in 7.2.1.Ad-hoc PoC Group and 1-1 PoC
Session setup requéstr 7.2.1.3 Pre-arranged PoC Group Session setup reduasd if the SIP INVITE request is
the result of an initialization of a PoC Session.

4. MAY proceed the following actions, when estdtilig) an Ad-hoc PoC Group Session and 1-1 PoC Sgssio

a) include in the SIP INVITE request the MIME resmtlists body contained in the incoming SIP INVITE
request according to rules and procedures of [RBE6Hand,

b) set the "copyControl" attribute to 'to' for ti&ls without both the "copyControl" and the "anoriyet
attribute values in the list based on the PoC S$doeal policy. If the URI is to be anonymous det t
"anonymize" attribute to 'true’, according to rudesl procedures of [RFC5364].

5. SHALL, if PoC Session Control for Crisis Handjiis applied, proceed the following actions, if ableady done
in bullet 4 above, when establishing an Ad-hoc ByGup Session and 1-1 PoC Session;

a) include in the SIP INVITE request the MIME resm:lists body contained in the incoming SIP INVITE
request according to rules and procedures of [RBE6Hand,

b) set the "copyControl" attribute to 'to’ for ti&ls without both the "copyControl" and the "anonze’
attribute values in the list based on the PoC Sdoeal policy. If the URI is to be anonymous det t
"anonymize" attribute to 'true’, according to rudesl procedures of [RFC5364].

6. MAY proceed the following actions, when addirgytizipants to a PoC Session as specified in thelause
7.2.1.8"Adding Participants to PoC Session request”

a) include in the SIP INVITE request the MIME resmtlists body contained in the incoming SIP REFER
request according to rules and procedures of [RBE5H3

b) set the "copyControl" attribute to 'to’ for ti&ls without both the "copyControl" and the "anonzet
attribute values in the list based on the PoC S$doeal policy. If the URI is to be anonymous, tet
"anonymize" attribute to 'true’, according to rudesl procedures of [RFC5364]; and,

¢) add to the list the URI(s) of the Invited PoGe@t(s) already participating in the ongoing PoGs$an along
with their "copyControl" and "anonymize" attributalues from the cached information.

7. SHALL include the text content in the Subjecadier contained in the incoming SIP INVITE requesnhdhe
Subject header included in the URI of the Refet&ader of the incoming SIP REFER request, if Textt€nt is
supported by the PoC Server and if text is receinesubject header and not removed and if the SNATE
request is the initialization of a PoC Session;

8. SHALL include the referenced media content i Atert-Info header or the Call-Info header or botimtained in
the incoming SIP INVITE request or in the Subjeeader included in the URI of the Refer-To headehef
incoming SIP REFER request, if Referenced Mediat€uris supported by the PoC Server and if refagémeedia
content is received in Alert-Info header and notoged and if the SIP INVITE request is the initzaliion of a PoC
Session;

9. SHALL, in case of an invitation to a DispatchdP8ession, as specified in subclauses 7.2.1.Bispatch PoC
Session setup request from PoC Dispatthef.1.3. 3 Dispatch PoC Session setup request from PoC Fleet
Membel 7.2.1.24 PoC Dispatcher role transfer requésind subclause 7.2.1.8dding Participants to PoC
Session requéstinclude in the Authenticated Originator's PoCdégss and in the Contact header of the SIP
INVITE request the Dispatch Type uri-parameter fjdish=entire-group™ or "dispatch=sub-group" as appate
for the type of the Dispatch PoC Session, as spddifi E.5.2'Dispatch Type uri-parameter”;
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- 10. SHALL in case the PoC User is invited as Po§pBicher for a Dispatch PoC Session, as specified i
subclauses 7.2.1.3.®ispatch PoC Session setup request from PoC Fleethél and 7.2.1.24PoC Dispatcher
role transfer requestinclude an Accept-Contact header with the Po§pBicher feature tag '+g.poc.dispatcher’
along with 'require’ and 'explicit' parameters adiw to rules and procedures of [RFC3841];

- 11. SHALL include the Priority header set to "@@ient" if PoC Session Control for Crisis Handlisigpplied;
and,

- 12. SHALL send the SIP INVITE request towards tie/& Core according to rules and procedures oftiré|P
Core.

NOTE 1: The PoC Server does not forward Dynamic Bo@p rules towards the SIP/IP Core receivedrymamic
PoC Group Session initiation request.

Upon receiving a SIP 183 "Session Progress" regponstaining a Require header with the option1agrel' and
containing a P-Answer-State header with the vallreconfirmed" in response to the SIP INVITE requéestPoC Server:

- 1. SHALL according to rules and procedures of [RE€H send a SIP PRACK request to the other PoCeBerv
according to rules and procedures of the SIP/IRRCor

- 2. SHALL create and cache an Anonymous PoC Addaegbe Invited PoC User as specified in subclaSe
"Anonymous PoC Addréssf anonymity is requested via a Privacy headwmrtaining the tag 'id' in the SIP response
and Anonymous PoC Address has not been creatddryibe Invited PoC User;

NOTE 2: The Anonymous PoC Address is an aliasierRoC User, and this address appears in Partidiffanmation

and the User Plane Taken message. This alias Pdtegslis used when expelling the PoC Participamnt fr
the PoC Session.

- 3. SHOULD generate a notification in case of thstf6IP 183 "Session Progress" response and MA¥rgéna
notification in case of the second SIP 183 "SesBiagress" response and afterwards to the PoCt§liehich
have subscribed to the conference state event gadkat an Invited PoC User has joined in the Po@li®
Session, as specified in subclause 7.2.1.1Géehérating a SIP NOTIFY requédta Privacy header is included in
the SIP 183 "Session Progress" response; and,

- 4. SHOULD send the SIP NOTIFY request in case effittst SIP 183 "Session Progress" response and S&d
the SIP NOTIFY in case of the second SIP 183 "8ed3rogress” response and afterwards accordinges and
procedures of the SIP/IP Core if a Privacy heaslérdluded in the SIP 183 "Session Progress" respon

Upon receiving a SIP 180 "Ringing" response for$ie INVITE request the PoC Server:

- 1. SHALL create and cache an Anonymous PoC Addaegbe Invited PoC User as specified in subclaSe
"Anonymous PoC Addréssf anonymity is requested via a Privacy headwmrtaining the tag 'id' in the SIP response
and Anonymous PoC Address has not been creatddntbe Invited PoC User;

NOTE 32:The Anonymous PoC Address is an aliashiePoC User, and this address appears in Parttdipi@rmation

and the User Plane Taken message. This alias Pdtegslis used when expelling the PoC Participamnt fr
the PoC Session.

- 2. MAY generate a notification to the PoC Clienthich have subscribed to the conference state @aakiage that
an Invited PoC User is alerted to join to the PaBGup Session, as specified in subclause 7.2.1"GeRerating a
SIP NOTIFY requestand,

- 3. MAY send the SIP NOTIFY request to the PoC Glextording to rules and procedures of the SIPARC
Upon receiving SIP provisional responses for thHe IBIVITE request(s) the PoC Server:

- 1. SHALL cache the list of supported SIP methodgdkived in the Allow header; and
- 2. SHALL cache the contact received in the Corttaeider;

Upon receiving SIP 200 "OK" response for the SIKIINE request the PoC Server:

- 1. SHALL cache the list of supported SIP methodsdkived in the Allow header;
- 2. SHALL cache the contact received in the Corttaetder;
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3. SHALL in the case of an invitation to a Pre-agad PoC Group Session or to a Chat PoC Groupdbessieck
whether the privacy is allowed for this PoC Growhen anonymity is requested with the Privacy headataining
the tag 'id". If not allowed, the PoC Server SHAddcording to local policy either accept the SIPoese ignoring
the privacy request or release the PoC Client fteerPoC Session immediately as specified in 7.2Removal of
Participant from PoC SessitinAllowing privacy in the PoC Group is defined ngi<allow-anonymity> element as
specified in [OMA-PoC-Document-Mgmt]. If acceptemntinue with the rest of the steps;

4. SHALL create and cache an Anonymous PoC Addrespecified in subclause 58rdonymous PoC Addréss
and a Nick Name as specified in subclause HidK' Namé for the Invited PoC User, if anonymity is requestia
a Privacy header containing the tag 'id' in the i@dponse and Anonymous PoC Address has not beatedryet
for the Invited PoC User;

NOTE 4: The Anonymous PoC Address is an aliasifeiRoC User, and this address appears in Partidifanmation

and the User Plane Taken message. This alias Pdtegslis used when expelling the PoC Participamnt fr
the PoC Session.

5. SHALL check if the feature tag 'sip.automatahgl with the feature tag 'sip.actor' with the vadfigmsg-taker' or
'‘principal’ and if the feature tag 'sip.actor' witle value ‘principal’ then also the the featuge sp.description' with
the value "poc recording device", is containechim Contact header and if that is the case the Ro@ESSHALL
either

a) perform actions in subclause 7.2.ReMmoval of Participant from PoC Sessidrmore than one PoC User
was invited without an explicit request to be raute a PoC Box; or,

b) continue with the rest of the steps in case bflaPoC Session or if all PoC Users were invitét ¥he
explicit request to be routed to a PoC Box.

NOTE 5: An Accept-Contact header with the feataig'sip.automata’ and the feature tag 'sip.acitr'thve value of

'msg-taker' or 'principal’ (and in the case offéaure tag 'sip.actor' with the value 'principddo the feature
tag 'sip.description’ with the value "poc recorditayice™) along with parameters ' explicit' andjlriee’ is the
explicit request to route an invitation to a PoGBo

6. SHALL check if the PoC Dispatcher feature tagpoc.dispatcher' is contained in the Contact headease the
outgoing SIP INVITE request contained an Accept{donheader with the PoC Dispatcher feature tag
‘+g.poc.dispatcher' along with 'require’ and 'eciplparameters. If it is not present, the PoC 8eBHALL perform
the actions specified in subclause 7.2.Rérhoval of Participant from PoC Sessiamd do not proceed with the
rest of the steps. Otherwise, the PoC Server SHéaEk the Invited PoC User as the Active PoC Didpatdor the
Dispatch PoC Session and SHOULD start monitoriregstiatus of the PoC Client performing the Dispatche
function during the PoC Session. When the roleaff Pispatcher was transferred the PoC Server SHO&thR
monitoring the status of the new PoC Client perfagrthe Dispatcher function and stop monitoring o Client
of the PoC Dispatcher from which the role was tramed,;

NOTE 6: The Still-alive function can be used ascéfied in [OMA-POC-UP] to monitor the status oétRoC Client

performing the Dispatcher function.

7. SHOULD use the "b=AS" attribute as specifiedMA-PoC-UP]"Media Buffering",if included in the SDP
offer;

8. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"Controlling PoC Function procedures at
PoC Session initialization"

9. SHALL generate a notification to the PoC Cliemthich have subscribed to the conference statet @package
that an Invited PoC User has joined in the PoC @i®ession, as specified in subclause 7.2.1.3ehérating a
SIP NOTIFY requestand,

10. SHALL send the SIP NOTIFY request to the Poter@Zlaccording to rules and procedures of the BIRkre.

NOTE 7: Procedures towards Inviting PoC Clientsew SIP 183 "Session Progress", SIP 180 "Ringirg"280 "OK",

or other SIP final response (4xx, 5xx, 6xx) is reed, are specified subclause 7.2Retjuests Terminated at
the Controlling PoC Functidh
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NOTE 8: If a SIP 4xx response is received due tdianeontent included in a MIME body or in a Subjeeader or in an
Alert-Info header or in a Call-Info header, the P8&ver does not resend the SIP INVITE requestowitthe
MIME bodies or headers or both causing the SIPrégponse.

Upon receiving SIP 403 "Forbidden" response for3he INVITE request with the warning text '105 osfis already
assigned' included in a Warning header, the Po@eBer

NOTE 9: In the case the text part is replaced witbxt in another language as specified in thelaube 5.6 Warning
headet the PoC Server identifies the warning text usimigcode 105.

- 1. SHALL check if the response contains a URI-kistording to rules and procedures of [RFC5318jotf the
PoC Server SHALL behave as specified in the suseldu2.1.2 Ad-hoc PoC Group and 1-1 PoC Session setup
request, when receiving a SIP final response other thand 3xx. Otherwise, continue with the rest of theps;

- 2. SHALL check the MIME resource-lists body that thaximum number of Participants allowed in an Ad-h
PoC Group Session is not exceeded. If exceededhen the local policy prevents further processing ao final
response is yet sent, the first response towardmtliting PoC Client SHALL include the warning teset to '102
Too many participants' or '128 Too many embeddedpg’ as specified in subclause 8Marning header”
Otherwise continue with the rest of the steps;

NOTE 10:With regards to 'MAX-ADHOC-GROUP-SIZE' pameter, the initiator of the PoC Session is alamted as a
Participant.

- 3. SHALL invite the PoC Users and/or Pre-arrange@ Broups listed in the MIME resource-lists bodyha SIP
403 "Forbidden" response, as specified in the suise 7.2.2.2PoC Session invitation requésburing the same
Ad-hoc PoC Group Session initiation the PoC SeBHALL issue only one SIP INVITE request per one PoC
Address and per one PoC Group Identity.

Upon receiving SIP 415 "Unsupported Media Typepogse for the SIP INVITE request and if the onlgegated MIME
type is "application/sdp", the PoC Server SHOULEpegform actions described in this subclause amtjuiding the MIME
bodies indicated in the SIP 415 "Unsupported Mé&gjae" response.

Upon receiving a SIP 408 "Request Timeout", SIP 'A&fnporarily Unavailable", SIP 486 "Busy Here"P03 "Service
Unavailable", SIP 504 "Server Timeout", SIP 600 $@&verywhere" or SIP 603 "Decline" response téRalSVITE
request for a Dispatch PoC Session , the PoC Server

- 1. SHALL create and cache an Anonymous PoC Addaegbe Invited PoC User as specified in subclaSe
"Anonymous PoC Addré'ssf anonymity is requested via a Privacy head®srtaining the tag 'id' in the SIP response
and Anonymous PoC Address has not been creatddryibe Invited PoC User;

NOTE 11:The Anonymous PoC Address is an aliashiePoC User, and this address appears in Parttdipi@rmation
and the User Plane Taken message. This alias Pdtegslis used when expelling the PoC Participamt fr
the PoC Session.

- 2. MAY resend the SIP INVITE request at a laterditowards the SIP/IP Core according to rules andqatures of
the SIP/IP Core, if the Dispatch PoC Session lisostigoing.

NOTE 12:The time that the PoC Server needs tolveddre resending the SIP INVITE request is ouhefscope of this
specification.

Upon receiving other SIP final response to the ISNPITE request, the PoC Server

- 1. SHALL create and cache an Anonymous PoC Addoegbe Invited PoC User as specified in subclauSe
"Anonymous PoC Addré'ssf anonymity is requested via a Privacy head®etaining the tag 'id' in the SIP
response, Anonymous PoC Address has not been dngzttéor the Invited PoC User and the Invited Ralient
already responded with SIP 180 "Ringing" respoasd,

NOTE 13:The Anonymous PoC Address is an aliashiePoC User, and this address appears in Parttdipi@rmation
and the User Plane Taken message. This alias Pdtegslis used when expelling the PoC Participant fr
the PoC Session.
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- 2. SHALL update the list of past Participants asc#fied in subclause 5.144st Participanty if the PoC Server
supports the Ad-hoc PoC Group Session re-initidfimctionality.

Upon timeout due to no received SIP final respdagbe SIP INVITE request, the PoC Server SHALL atiedthe list of
past Participants as specified in subclause F?a4t'Participanty if the PoC Server supports the Ad-hoc PoC Group
Session re-initiation functionality.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS medimanis
according to rules and procedures of [SGPP TS 24 28GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.2.3 Cancel of PoC Session invitation requests

When the PoC Server needs to cancel the PoC Sessitation request and when it has not receiv&iRafinal response,
the PoC Server SHALL cancel the SIP INVITE requesing as UAC according to rules and procedurdRBE€3261];

When the SIP/IP Core corresponds with 3GPP/3GPR, the PoC Server SHALL use 3GPP/3GPP2 IMS meaimanis
according to rules and procedures of [3GPP TS 24 28GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.2.4 Removal of Participant from PoC Session

When a Participant needs to be removed from the&&sSion the PoC Server:

- 1. SHALL interact with User Plane as specified@MA-PoC-UP]"Controlling PoC Function procedures at PoC
Session releasg"

- 2. SHALL generate a SIP BYE request according kesrand procedures of [RFC3261];

- 3. SHOULD include a Reason header with tBxeemption ;cause=1 ; text="UA preemptiongdccording to rules
and procedures of [RFC 4411] if the Participaridgig released due to the arrival of a SIP INVI€guest to the
Controlling PoC Function and the maximum numbePafticipants has already been reached for the ngd@oC
Session. The PoC Server SHOULD choose languadeottson-text in the Reason header dependingeon th
preferred language indicated in Accept-Languageérereceived from the PoC Client in the SIP INVIEguest or
SIP 200 "OK" response to the SIP INVITE requesthé language is supported;

NOTE: The release of a Participant can happen wheaC User wants to join a PoC Session in whichrtieimum
number of Participants has been reached and thiegoPoC User uses 'Official Government Use' Qaodiler

- 4. SHOULD include a Resource-Priority header adogrtb rules and procedures of [RFC4412] set toptiarity
value assigned for the PoC Session, if the QoEIPmdsigned to the PoC Session is 'Official Gorent Use' and
if the PoC Server supports this QoE Profile;

- 5. SHALL send the SIP BYE request towards the Pdé€n€of the Participant according to rules andgedures of
the SIP/IP Core;

- 6. SHALL, if the PoC Client has associated EMCSriReal based Media, perform the actions of 7.2.A.23
"External Media Content Server (EMCS) Retrieval fiamt; and,

- 6. SHALL update the list of past Participants asc#fiied in subclause 5.144st Participanty if the PoC Server
supports the Ad-hoc PoC Group Session re-initidtimationality.

Upon receiving a SIP 200 "OK" for the SIP BYE resi¢he PoC Server:

- 1. SHALL interact with the User Plane as specifieflOMA-PoC-UP]"Controlling PoC Function procedures at
PoC Session releas&r releasing User Plane resources towards theS@@r performing Participating PoC
Function (or towards the PoC Client if there isRasticipating PoC Function on the User Plane path)

- 2. SHALL generate a notification to the PoC Cliemtkich have subscribed to the conference statet paxkage
that a PoC User has left the PoC Group Sessispesfied in subclause 7.2.1.11@éenerating a SIP NOTIFY
request; and,

- 3. SHALL send the SIP NOTIFY request to the Po@@k according to rules and procedures of the Bi€dre.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS medaimanis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

[0 2009 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-PoC_ControlPlane-V2_1-20091222-C Page 178 (760)

7.2.25 PoC Session modification

This subclause describes the procedures for adgdinga Media Stream to the PoC Session, for remaviligdia Stream
from the PoC Session, for the changing the bindbeis/een Media Streams and Media-floor Controltiestiand for
modifying Media Parameters and for combinationtheke for an ongoing PoC Session. The procedure Witiated by
the PoC Server as the result of an action spedifisdbclause 7.2.1Requests terminated at the Controlling PoC Function
or MAY be initiated by the PoC Server e.g. for Pd€dia Traffic Optimisation purposes.

When modifying the PoC Session, the PoC Server:

1. MAY generate a SIP UPDATE request accordingitesrand procedures of [RFC3311], if the PoC Server
supports the SIP UPDATE request and if

a) the PoC Server performing the Participating Fa@ction has indicated support for the SIP UPDATE

method;

b) the offered Media Streams and the offered Média- Control Entities are used in the PoC Sessipthe

terminating PoC Client; and,

c) the offered Media-floor Control Entity binding @ach Media Stream used and offered is the sameeak
and SHALL generate a SIP re-INVITE request accaydanrules and procedures of [RFC3261], if the SIP
UPDATE request is not generated;

2. SHALL include in a SIP request a MIME SDP bodyaan SDP offer as specified in subclause 7.2.5D#"offer
generatiofi;

3. SHALL include a Resource-Priority header acanydd rules and procedures of [RFC4412], if the Qoé&file
assigned to the PoC Session is 'Official Governrbkset and if the PoC Server supports this QoE Rrofi

4. SHALL interact with the User Plane as specifiefOMA-PoC-UP] 'Controlling PoC Function procedures when
disconnecting from a Media Typend,

5. SHALL send the SIP request towards PoC Cliectrting to rules and procedures of SIP/IP Core.

Upon receiving a SIP 200 "OK" response the PoCe&8erv

1. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"Controlling PoC Functiorprocedures
when disconnecting from a Media Typié'bffered Media Stream, which is used in a PoCs&esand is marked
rejected in the received SDP answer or if the ctifedia-floor Control Entity binding of a Mediar8am, that is
currently used in the PoC Session and acceptdwiSDP answer, is not the same as in the recededaBswer;

2. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"Controlling PoC Functiorprocedures
when connecting to a Media Typé'offered Media Stream, which is used in the F8#3sion, but not used by the
terminating PoC Client and it is marked accepteith@received SDP answer or if the current Media+fIControl
Entity binding of a Media Stream, that is currentbed in the PoC Session and accepted in the S&Regns not
the same as in the received SDP answer;

3. SHALL interact with the User Plane as specifiefOMA-PoC-UP] 'User Plane adaptatidnfor updating the
User Plane with the new codecs, Media formats alidBarameters, if offered changes in codecs, Mediaats
or Media Parameters compared to those earlier tetdyy the terminating PoC Client;

4. SHALL interact with the EMCS Retrieval functicas specified in 7.2.1.23A.2EXternal Media Content Server
(EMCS) Retrieval functidn

5. SHOULD use the "b=AS" attribute as specifiedMA-PoC-UP]"Media Buffering",if included in the SDP
offer; and,

6. SHALL release the PoC Session as specified2r2 4 'Removal of Participant from PoC Sessidtrthe criteria
for releasing the PoC Session as specified in L&.PoC Session release polidg fulfilled and if a Media Type
or a Media-floor Control entity is removed from theC Session.

NOTE: If the PoC Session modification offering rerabof a currently used Media Stream fails or is amxepted or

the PoC Session modification offering a currentgdi Media Stream with the Media-floor Control Bntit
binding different than currently used fails or i maccepted, the PoC Server does not transfer dda\bf the
Media Stream to and from the Participant.

The PoC Server SHALL continue to use the currendisi®arameters until it has received a SIP 200 "€sponse.
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When the SIP/IP Core corresponds with 3GPP/3GPR, the PoC Server SHALL use 3GPP/3GPP2 IMS medimanis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.2.6 Group Advertisement request

This subclause describes the procedure that theSeo&r uses when sending a Group Advertisemestpidcedure is
initiated by the PoC Server as the result of amadpecified in subclause 7.2.1.1@rbup Advertisement requést

When sending a Group Advertisment request the Ro@e8

- 1. SHALL generate a SIP MESSAGE request accoraingles and procedures of [RFC3428];

- 2. SHALL include an Accept-Contact header with BoeC feature tag '+g.poc.groupad' along with 'rexjaind
‘explicit' parameters according to rules and pracesl of [RFC3841];

NOTE 1: The handling of any other non-PoC spedédature tags in Accept-Contact headers or Rejeotd®b headers
is specified in the subclause 5.13ahdling of non-PoC specific feature tdgs

- 3. SHALL include the Authenticated Originator's PAQdress as specified in subclause Rdthenticated
Originator's PoC Addresswith the URI set to the PoC Address of the ititig PoC User;

- 4. SHALL include PoC specific content in form ofgdipation/vnd.poc.group-advertisement+xml indicgti@roup
Advertisement. If this procedure has been initidig@ request received from a SIP/IP Core therctiment
SHALL be the same as in the request received framBiP/IP Core;

NOTE 2: The Group Advertisement request is recefvach a SIP/IP Core, when generated by Group XDMS.

- 5. SHALL include the remaining MIME bodies and asated Content-Disposition headers with media aante
contained in the incoming SIP MESSAGE requeshdfuded Media Content is supported by the PoC $emve if
a MIME body with media was included and not remoasdiescribed in 7.2.1.1&foup Advertisement requést

- 6. SHALL include the text content in the Subjecatier contained in the incoming SIP MESSAGE requiesext
Content is supported by the PoC Server and ifisepdceived in Subject header and not removed;

- 7. SHALL include the referenced media content e @all-Info header contained in the incoming SIPS$AGE
request, if Referenced Media Content is supponeithé PoC Server and if referenced media contartisived in
Call-Info header and not removed,;

- 8. SHALL set the Request-URI to the PoC Addresd; an
- 9. SHALL forward the SIP MESSAGE request towards $iP/IP Core according to rules and proceduréiseof
SIP/IP Core.

Upon receiving SIP 415 "Unsupported Media Typepoese for the SIP MESSAGE request and if the ootgpted MIME
type is "vnd.poc.group-advertisement+xml”, the FB#2ver SHOULD re-perform actions described in shisclause only
including the MIME bodies indicated in the SIP 4Umsupported Media Type" response.

When the SIP/IP Core corresponds with 3GPP/3GPR2, tive PoC Server SHALL use 3GPP/3GPP2 IMS meadimanis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.2.7 Discrete Media request

This subclause describes the procedure that theSeog@r uses when sending Discrete Media to Paatits in a PoC
Session. The procedure is initiated by the PoCe3ay the result of an action specified in subéat2.1.23 Discrete
Media request

When sending a Discrete Media request the PoC Berve
- 1. SHALL generate the SIP MESSAGE request as spddii [OMA_IM_TS_Endorsement/8.3.2.1$IP
MESSAGE requests

- 2. SHALL include an Accept-Contact header with BoeC feature tag '+g.poc.discretemedia’ accordimglés and
procedures of [RFC3841], if to be sent outsideSHe dialog used for the PoC Session; and,

- 3. SHALL forward the SIP MESSAGE request towards $P/IP Core according to rules and proceduréiseof
SIP/IP Core as specified in [OMA_IM_TS_Endorsent&it2.1] 'SIP MESSAGE requests
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NOTE 1: Responses for the SIP MESSAGE requesteseribed in [OMA_IM_TS_Endorsemen$IP MESSAGE
request.

NOTE 2: In order to reach a PoC Box, the SIP MESEAE&quest is sent in the SIP dialog of the PoCiSess

When the SIP/IP Core corresponds with 3GPP/3GPR2, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [SGPP TS 24 2BGPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.2.8 FDCFO Proceed request

This procedure is initiated by the PoC Server agdésult of an action specified in subclause 728.1-DCFO Proceed
request.

When sending a FDCFO Proceed request the PoC Server

- 1. SHALL generate the SIP MESSAGE request accorttingles and procedures of [RFC3428];

- 2. SHALL include the MIME application/vnd.poc.fdefeml| body received in the incoming SIP MESSAGE
request;

3. SHALL include the Privacy header with the valit if privacy is requested,;

4. SHALL forward the SIP MESSAGE request towards $tP/IP Core inside the SIP dialog used for thé Po
Session according to rules and procedures of tRAFSCore.

NOTE: Procedures towards the PoC Client sendiadg-IXCFO Proceed request, when a SIP 2xx responethey
SIP final response (4xx, 5xx, 6xx) is received, gpecified in subclause 7.2.1.Z5DCFO Proceed request

When the SIP/IP Core corresponds with 3GPP/3GPR, thk PoC Server SHALL use 3GPP/3GPP2 IMS medaimanis
according to rules and procedures of [TS24.229{FHP2 X.S0013.4] with the clarifications given lirstsubclause.

7.2.2.9 PoC Session Control for Crisis Handling

7.2.2.9.1 Informing about the use of PoC Session Co  ntrol for Crisis Handling

This procedure is initiated by the PoC Server agésult of an action specified in subclauses 2f1728.2 PoC Session
Control for Crisis Handling requested during an ang PoC Sessidn
- 1. SHALL generate a SIP INFO request accordingitesrand procedures of [RFC2976];
- 2. SHALL include the Priority header set to "crasient” in the SIP INFO request;
- 3. SHALL send the SIP INFO request towards all iBints in the PoC Session (with the exceptiothefPoC
Crisis Event Handling Entity) to SIP/IP Core aating to rules and procedures of SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPR, tie PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [TS24.228{zHP2 X.S0013.4] with the clarifications given linstsubclause.

7.2.2.9.2 Informing about the use of Normal PoC Ses  sion Procedures

This procedure is initiated by the PoC Server agdéisult of an action specified in subclauses 2f1728.3 Termination of
PoC Session Control for Crisis Handlihg
- 1. SHALL generate a SIP INFO request accordingikesrand procedures of [RFC2976];
- 2. SHALL include the Priority header set to "norfrialthe SIP INFO request; and,
- 3. SHALL send the SIP INFO request towards all iBigdnts in the PoC Session according to rulespgadedures
of SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPR2, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [TS24.229{FHP2 X.S0013.4] with the clarifications given lirstsubclause.
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7.2.2.10 Subscribing to Dynamic Group Member Inform  ation

This subclause describes the procedures that tBeSBover uses when sending a subscription reqoieByhamic Group
Member Information.

The request for subscription to Dynamic Group Membformation initiated by a PoC Server during Dgnie PoC Group
Session establishment is described in the subclads® 10.1 Subscription initiated by PoC Server

7.2.2.10.1 Subscription initiated by PoC Server

The procedure is initiated by the PoC Server asdbelt of an action specified in subclause 7.R&duest terminating at the
Controlling PoC Functioh

When initiating a subscription request for Dyna@ioup Member Information the PoC Server:

- 1. SHALL generate a SIP SUSCRIBE request accorttimgles and procedures of [RFC3265] and [draftsebu
event];

- 2. SHALL set the Request-URI of the SIP SUBSCRIBguest to the SIP URI identifying the address ef&iIBUS
Server according to local policy;

- 3. SHALL include the Authenticated Originator's PA@Qdress as specified in subclause Rdthenticated
Originator's PoC Addresswith the URI set to

a) the PoC Group ldentity, if the PoC Sessionittaited for a Dynamic Pre-arranged or Chat PoC @rou,

NOTE 1: The PoC Server also includes the PoC Gldeptity in case of a subscription performed foreatire Dispatch
PoC Group for which Dynamic PoC Group rules aréngeff

b) the PoC Address of the initiating PoC Userhd PoC Session is initiated for a Dynamic Ad-ho€Po
Group; or,

c) the PoC Address of the initiating PoC Userh& PoC Session is initiated for a sub-group ofspllich PoC
Group.

4. SHALL include a Referred-By header with the Padtiress of the PoC User initiating the PoC Session;
5. SHALL include a Content-Type header with theuedlmultipart/mixed" as specified in [RFC2046];

6. SHALL include in the SIP SUBSCRIBE request thiVi resource-lists body contained in the incoming S
INVITE request according to rules and procedurdR61C5367] and exclude those PoC Users which dmeetl to
match the Dynamic PoC Group rules as specified2rl 31 Dynamic PoC Group Session initiation policif a
Conference-factory-URI owned by the PoC Server mgasived in the incoming SIP INVITE request;

- 7.SHALL include in the SIP SUBSCRIBE request a NHBN¥esource-lists body according to rules and promsiof
[RFC5367] containing all the members of the Prewaged PoC Group contained in the <list> elemetit®PoC
Group document as specified in [OMA-PoC-DocumentiM]gand exclude those PoC Users which do not need t
match the Dynamic PoC Group rules as specified2ril731 Dynamic PoC Group Session initiation policy

- 8. SHALL include in the SIP SUBSCRIBE request thevi resource-lists body contained in the incoming S
INVITE request according to rules and procedurdR61C5367] and exclude those PoC Users which dmeetl to
match the Dynamic PoC Group rules as specifieddrl 31 'Dynamic PoC Group Session initiation policin
case of a Dispatch PoC Group Session for a sulpgrbthe Dispatch PoC Group;

- 9. SHALL include in the SIP SUBSCRIBE request a NHN¥esource-lists body according to rules and promsiof
[RFC5367] containing the members of the Chat Po@uficontained in the <list> element of the PoC @rou
document as specified in [OMA-PoC-Document-Mgmtjl &xclude those PoC Users which do not need tolmatc
the Dynamic PoC Group rules as specified in 7.2.18/namic PoC Group Session initiation policin case of a
PoC Session for a restricted Chat PoC Group;

NOTE 2: The PoC Server ensures that the MIME resslists body included in the outgoing SIP SUBSCRIBquest
only includes one copy of each URI and that noidapés of the URIs are included.

- 10. SHALL either:

a) include the following in the SIP SUBSCRIBE regi¢ the incoming SIP INVITE request is received &n
Ad-hoc PoC Group or a Dispatch PoC Group with tisp&tch Type uri-parameter "dispatch=sub-group":
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i. the MIME body containing the Dynamic PoC Graujes as specified in [draft-cbus-event]contained i
the incoming SIP INVITE request and not removed tulecal policy in the PoC Server as described in
subclause 7.2.1 "Request terminating at the CdimgdPoC Function”; and,

ii. the Condition Re-evaluation parameters as $jgekcin [draft-cbus-event], if included in the inoing
SIP INVITE request.

or,

b) include the following in the SIP SUBSCRIBE requgif the incoming SIP INVITE request is received
for a Pre-arranged PoC Group or for a Dispatch Baflip with the Dispatch Type uri-parameter
"dispatch=entire-group" or for a Dispatch PoC Gretth no MIME resource-lists body included in the
SIP INVITE request:

i. the MIME body as specified in [draft-cbus-eveothtaining the Dynamic PoC Group rules defined for
the Pre-arranged PoC Group as specified in [OMA-PaCument-Mgmt], if a MIME body containing
Dynamic PoC Group rules as specified in [draft-ebusnt] was not contained in the incoming SIP
INVITE request.

ii. the MIME body containing both the Dynamic Po@o@p rules as specified in [draft-cbus-event]
contained in the incoming SIP INVITE request antineonoved due to local policy in the PoC Server as
described in subclause 7.2.1 "Request terminatitigeaControlling PoC Function" and the Dynamic PoC
Group rules defined for the Pre-arranged or Digp&eC Group as specified in [OMA-PoC-Document-
Mgmt], if the PoC User is authorized to changelBlyaamic PoC Group rules as specified in 7.2.1.31
"Dynamic PoC Group Session initiation policy";

iii. the Condition Re-evaluation parameters as ifjgelcin [draft-cbus-event], if defined for the Pre
arranged or Dispatch PoC Group and if ConditioreRa&uation parameters is not contained in the
incoming SIP INVITE request; and,

iv. the Condition Re-evaluation parameters as §ipéedin [draft-cbus-event] if contained in the imaimg
SIP INVITE request and if the Inviting PoC Usenigthorized to change the Condition Re-evaluation
parameters as specified in 7.2.1.31 "Dynamic Po@lsSession initiation policy".

or,

¢) include the following in the SIP SUBSCRIBE regquié the incoming SIP INVITE request is received &
Chat PoC Group:

i. the MIME body as specified in [draft-cbus-eveobhtaining the Dynamic PoC Group rules defined for
the Chat PoC Group as specified in [OMA-PoC-Docuthdgmt]; and,

ii. the Condition Re-evaluation parameters as sieekin [draft-cbus-event], if defined for the CHzoC
Group as specified in [OMA-PoC-Document-Mgmt].

NOTE 3: The Inviting PoC Client if authorized caveoride the Dynamic PoC Group rules pre-definedafére-
arranged PoC Group by explicitly including ruleghe Dynamic PoC Group Session invitation request.

- 11. SHALL send the SIP SUSCRIBE request towardsStRélP Core according to rules and procedurebef t
SIP/IP Core.

The responses to the SIP SUBSCRIBE request SHALhalnelled according to rules and procedures of [RB6Band
[draft-cbus-event], and rules and procedures of8iiIP Core with the clarifications given in tisisbclause.

Upon receiving a SIP 200 "OK" or a SIP 202 "Accepteesponse to the SIP SUBSCRIBE request the PoiSe
- 1. SHALL cache the address of the CBUS Server vedein the Contact header.

Upon receiving a SIP final response other thanZXkPor 3xx or 404 “Not Found” response to the SUBSCRIBE request
the PoC Server:

- 1. SHALL reject the SIP INVITE or SIP REFER requigstiating the Dynamic PoC Group Session by formiag
the SIP final response towards the initiating Pdiént.

Upon receiving a SIP 404 "Not Found" response ¢S SUBSCRIBE request for a resource includederMIME
resource-lists body the PoC Server MAY according tocal policy either reject the SIP INVITE or SREFER request or
generate and send a request towards the SIP/IPitCorder to request resolution of the resource®€ Rddresses.
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NOTE 4: The procedures for the resolution of treouece’s PoC Addresses when indicated as not foutiek response
to the SIP SUBSCRIBE request are outside scop@Gfdpecifications.

Upon receiving an incoming SIP NOTIFY request ikgiart of the same SIP dialog as the previousty S&° SUBSCRIBE
request the PoC Server:

- 1. SHALL handle the request as specified in sulsgati2.1.30. Receiving notification of Dynamic PoC Group
Member Informatioh

When the SIP/IP Core corresponds with 3GPP/3GPR2, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.3 Participating PoC Function procedures
7.3.1 Requests initiated by the served PoC User
7.3.1a Backward compatibility

When PoC Server performing Participating PoC Famcsiends a SIP request towards the terminatingNRa®ork, the PoC
Server SHALL perform the actions according to sabsk 7.3.1Request initiated by the served PoC Uskéthe PoC
Server does not know the version of OMA PoC spegtiibn supported by the terminating PoC Servehewersion
supported is the one specified in this specificatio

When PoC Server performing Participating PoC Fomncith the originating PoC Network has learned bynsewhich are
out of scope of this specification that the terrtimpPoC Server supports only the PoC 1 specifioatihe PoC Server
SHOULD perform the actions according to [OMA-Po@P] "Requests initiated by the served PoC Us&hen sending a
SIP request towards the terminating PoC Network.

When PoC Server performing Participating PoC Fanci the originating PoC Network has learned bynsewhich are
out of scope of this specification that the terrtimgtPoC Server supports only the PoC 2.0 spetidica the PoC Server
SHOULD perform the actions according to [OMA-Po@P] "Requests initiated by the served PoC Usehen sending a
SIP request towards the terminating PoC Network.

When sending a SIP request on behalf of a serv€d@ient which indicated in the User-Agent headathe SIP PUBLISH
request setting the PoC Service Settings that tii2®ient supports only the PoC 1 specificatiohs,PoC Server
performing the Participating PoC Function SHALL foem actions according to the rules and procedofé®MA-PoC-1-
CP] "Request initiated by the Served PoC User

When sending a SIP request on behalf of a serv€d@ient which indicated in the User-Agent headathe SIP PUBLISH
request setting the PoC Service Settings that tiiz®ient supports only the PoC 2.0 specificatidhs,PoC Server
performing the Participating PoC Function SHALL foem actions according to the rules and procedofé®MA-PoC-2-
CP] "Request initiated by the Served PoC User

When sending subsequent SIP requests inside amgx&P dialog the PoC Server performing the Birditing PoC
Function SHALL perform actions according to theesuand procedures of [OMA-PoC-1-CRequest initiated by the
Served PoC Usegrif the terminating PoC Server indicated in theetdAgent or Server headers of the previous SIP
transaction that the terminating PoC Server supdarhly the PoC 1 specifications.

When sending subsequent SIP requests inside amgx&P dialog the PoC Server performing the Biriting PoC
Function SHALL perform actions according to theesund procedures of [OMA-PoC-2-CIRequest initiated by the
Served PoC Usgrif the terminating PoC Server indicated in theedAgent or Server headers of the previous SIP
transaction that the terminating PoC Server supdarhly the PoC 2.0 specifications.

When the SIP/IP Core corresponds with 3GPP/3GPR, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.
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7.3.1.1

General

NOTE 1: This subclause provides common procedunesther subclauses and is not meant to be appfikds

referenced.

Upon receiving from the served PoC Client an ih&E° INVITE request or SIP REFER request that neguan initial SIP
INVITE request to be sent, the PoC Server:

1. SHALL generate an initial SIP INVITE request axing to rules and procedures of [RFC3261];

2. SHALL include in the SIP INVITE request the Rrdy header unmodified according to rules and pnaeedof
[RFC3325], if the incoming SIP INVITE or SIP REFE&juest contained a Privacy header;

3. SHALL include the Nick Name in the Authenticatedginator's PoC Address as specified in subcl&u$éNick
Namé;

4. SHALL include in the SIP INVITE request all AqteContact header with their feature tags and their
corresponding values along with parameters accgrdimules and procedures of [RFC3841] if includethe
incoming SIP INVITE request;

5. SHALL include in the SIP INVITE request all RefeContact headers with their feature tags and thei
corresponding value along with any parameters @aegito rules and procedures of [RFC3841] if inelddn the
incoming SIP INVITE request;

6. SHALL include a User-Agent header to indicate @MA PoC release version of the PoC Server asfigabmn
subclause E.4.1Release version in User-agent and Server hedders

7. SHALL include in the Contact header the featage'+g.poc.fdcfo', as specified subclause E.RZEACFO
Proceed Feature Tdgif the PoC Server supports the FDCFO Proceetdifeaand the SIP INVITE request from
the PoC Client contains this feature tag;

NOTE 2: The use of the option tag 'preconditios'specified in [RFC3312], is not defined for the@O or POC-2

reference points.

NOTE 3: The use of the option tag '100rel', as ifigecin [RFC3262] is not defined for the POC-1eefnce point.

8. SHOULD include the Session-Expires header adgegttd rules and procedures of [RFC402&eherating an
Initial Session Refresh Requedt'is RECOMMENDED that the refresher parameter istiah. If included, the
refresher parameter SHALL be set to 'uac'.

9. SHALL include the option tag 'timer' in a Supjgorheader ;
10. SHALL cache the allowed SIP methods if receivethe Allow header;

11. SHOULD include an Allow header with the SIP haets supported in this SIP dialog according tosraled
procedures of [RFC3261];

12. SHALL include the Authenticated Originator'sdPAddress received in the incoming SIP INVITE regjue
the outgoing SIP INVITE request;

13. SHALL perform the following actions, if Outg@jrCondition Based PoC Session Barring is supported:

a) evaluate the Outgoing Condition Based PoC Se&aoring conditions defined by the Subscriber stoded
in the Policy XDMS for the PoC User and if any loé tevaluated conditions is satisfied return a 8@ 4
"Temporarily Unavailable" response according tortiles and procedures of [RFC3261] with the warnexg
set to '134 Outgoing invitation conditionally batreas specified in subclause 5Wdarning headérand do not
continue with the rest of the steps; and,

b) evaluate the User defined Outgoing Conditiasd3] PoC Session Barring conditions associatedtiéth
OCSB conditions profile and stored in the PolicyM® for the PoC User, if OCSB conditions profile is
other than “none”and if any of the evaluated cadodi is satisfied return a SIP 480 "Temporarily
Unavailable" response according to the rules andgqutures of [RFC3261] with the warning text seiga
Outgoing invitation conditionally barred ' as sgied in subclause 5.8Narning headérand do not continue
with the rest of the steps. Otherwise continue Withrest of the steps;

NOTE 4: Conditions to be evaluated for Outgoing @iton Based PoC Session Barring if defined forRo& User are:

the Quality of Experience of the PoC Session, tleelisl Types of the PoC Session, the current datéirmed
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the invited Users’ identities, the country or ragio which the invited Users’ home network is |lazhtthe
geographical location of the invited Users, anditivéed Users' presence activity information ascified in
[OMA-PoC-Document-Mgmt]. Additional conditions cae used when they become available.
14. SHALL perform the following actions, if the imming SIP INVITE request contained an Answer-Modader,
or the incoming SIP REFER request contained a RedddRI with an Answer-Mode header:

a) include an Answer-Mode header unmodified ifibeeived value is set to 'Manual;Require’;
b) discard the Answer-Mode header if the receiva@devis set to ‘Auto’ or ‘Manual'; or
c) return a SIP 403 "Forbidden" response with thenimg text set to '121 Function not allowed due to

<detailed reason>' as specified in subclausé\WWaning header'and not continue with the rest of the steps if
the received value is set to 'Auto;Require’;

15. SHALL perform the following actions, if the imming SIP INVITE request contained a Priv-Answerddo
header, or the incoming SIP REFER request contariRefer-To URI with a Priv-Answer-Mode header and
manual answer override is supported:
a) include a Priv-Answer-Mode header unmodifiethé received value is set to 'Auto’;
b) return a SIP 403 "Forbidden" response with thenimg text set to '121 Function not allowed due to
<detailed reason>' as specified in subclausé\Wa#ning header'and not continue with the rest of the steps if
the received value is set to anything other thaidA

16. SHALL include in the Contact header the PoQuiesatag '+g.poc.talkburst’;

176. SHALL include the PoC feature tag '+g.poc.disgmedia’ in the Contact header if it was incluideithe
incoming SIP request;

18. SHALL copy the feature tag '+g.poc.dispatcimethe Contact header to the outgoing SIP INVIT&uest if it
was included in the Contact header of the incorSiligyrequest;

19. SHALL include the feature tag '+g.poc.interwngK if it was included in the Contact header @& thcoming
SIP request, if the PoC Server supports the Pawatrking Service;

20. SHALL, if the incoming SIP INVITE or SIP REFERquest contained a MIME resource-lists body whth t
PoC Address(es) of Invited PoC User(s) , or a MINgplication/resource-lists-bitmap" body, as dedime Annex
E.6.2 'Bit Map MIME!, either
a) include a Content-Type header with multipartkdixas specified in [RFC2046] , and copy the MIME
resource-lists body, according to rules and proe=iaf [draft-URI-list], if the MIME is a resourdist body;

or,
a) Determine the PoC Address(es) from the Bit MdpiEland verify that all set bits are associatechveitPoC
Address.

b) If the Bit Map MIME has one or more bit locat®get for which there is no corresponding configureC
Addresses of a PoC User, then the PoC Server SH#ject the request.with a SIP 404 "Not Found" oase
with a warning text set to "Invalid Bit Map" as sffeed in subclause 5.6 "Warning header" and witWarning
code '139', and do not continue with the rest e$¢hsteps; and,

c¢) Create and copy a MIME resource-list compatitith the rules and procedures of [draft-URI-list].

21. SHALL copy the Accept-Language header, if ideld in the incoming SIP request;

22. SHALL insert the uri-parameter "b2bua" to thRIlf the PoC Server in the Contact header of titeal SIP
request as specified in E.5Bdck to back UA uri-parametgrif the PoC Server performing Participating PoC
Function indicates according to local policy to @entrolling PoC Function, that it acts as a B2Bal#l stays on
the Media path;

23. SHALL NOT include a SIP.instance feature tathimm Contact header of the outgoing SIP INVITE ey

24. SHALL include the Priority header receivedhe incoming SIP request in the outgoing SIP reqifi@ésivas
included in the incoming SIP request and if the Ba@ver supports PoC Session Control for Crisisdtliag;

25. SHALL NOT include a sip.instance feature tathi@ Contact header of the outgoing SIP INVITE exju

26. MAY add or replace Text Content in Subject tegad SIP INVITE request as specified in [RFC3260¢w
Media Content handling in "Allow-Media-Content-Haing" defined by the Subscriber and stored in tbkcy
XDMS;
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27. MAY add or replace a reference to media coritetiie Alert-Info header or in the Call-Info heade both in
SIP INVITE request according to rules and proceslim§RFC3261] and allow Media Content handlingAtiow-
Media-Content-Handling" according to user accedgypdefined by the Subscriber and stored in thicR XDMS;
and

28. MAY include an Accept header with "messagefeeicbody” and MIME body with a reference to thedia
content as specified by [RFC4483] with the Conteisposition value "relay", if the PoC Client hasluded one,
and if the PoC Client is not initiating a Pre-efidied Session or a PoC Session over a Pre-estathlSession;

29. MAY insert one or more "emcs-rf" parameterspasessary, if the PoC Server included a referefitbe
Content-Disposition value "relay”, as defined inn&x E.7.1Relay Value and EMCS-RF Paraméteand,

NOTE 5: If the PoC Client had included an "emcspditameter, as defined in Annex E.7.1"Relay Vah BMCS-RF

Parameter”, the PoC Server removes that parameter.

NOTE 6: EMCS Retrieval does not apply for Pre-dgthbd Session.

30. SHALL include in the outgoing SIP INVITE reqtiéise Condition Re-evaluation parameters as spekifi
[OMA CBUS TS] if Condition Re-evaluation parametamre present in the incoming SIP INVITE request.

When sending SIP provisional responses, othertti@a®IP 100 "Trying" response, to the SIP INVITHuest and if the
PoC Server is acting as a B2BUA, the PoC Server:

1. SHALL generate the SIP provisional response raiag to rules and procedures of [RFC3261];
2. SHALL include a Server header with the OMA Pef@ase version of the PoC Server as specifieddalause
E.4.1 'Release version in User-agent and Server headfehgs not already been sent in a provisiongboese for
this dialog;
3. SHALL include the Authenticated Originator's PA@dress, along with any possible uri-parameteedkived in
the incoming SIP response, in the outgoing SIPiprawal response;
4. SHALL include a SIP URI for the Contact headefalows, if not already sent in a provisionalpesse for this
dialog:
a) constructed such that the PoC Server can asbveeit back to the original SIP URI provided retContact
header of the provisional response by the ConigltoC Function;
b) include the PoC feature tag '+g.poc.talkburst';
c¢) include the feature tag 'isfocus’;
d) copy the feature tag '+g.poc.dispatcher’, ‘sipraata’, 'sip.actor’, 'sip.description’ and '+g.pwderator' to
the Contact header of the outgoing SIP respongethir corresponding value, if any of these aobuited in
the Contact header of the incoming received Slparese; and,
e) include the Session Type uri-parameter and #mr arri-parameter provided in the Contact heafléhe
provisional response received from the ControlfofC Function.

5. SHALL include value 'id' in the Privacy headecarding to rules and procedures of [RFC3325h4f privacy is
requested.

When sending a SIP 200 "OK" response to the SIFITIEVfequest and if the PoC Server is acting asBlBRthe PoC

Server

1. SHALL generate a SIP 200 "OK" response accorthngles and procedures of [RFC3261];

2. SHALL include a Server header to indicate theORbC release version of the PoC Server as spédifie
subclause E.4.1Release version in User-agent and Server heddfenas not already been sent in a provisional
response for this dialog;

3. SHALL include the option tag 'timer' in a Reguireader;

4. SHALL include the Session-Expires header acogrtth rules and procedures of [RFC4028)JA'S Behavior".
The "refresher" parameter in the Session-ExpiresiéeSHALL be set to 'uac’;

5. SHALL start the SIP Session timer accordingiles and procedures of [RFC4028];

6. SHOULD include an Allow header with the SIP noeth supported in this SIP dialog according to raled
procedures of [RFC3261];
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- 7. SHALL include a SIP URI for the Contact headefalows:

a) constructed such that the PoC Server can asbveeit back to the original SIP URI provided retContact
header of the SIP 200 "OK" response by the ComtigplPoC Function;

b) include the PoC feature tag '+g.poc.talkburst’;
c¢) include the feature tag 'isfocus’;

d) copy the feature tag '+g.poc.dispatcher’, ‘sipraata’, 'sip.actor’, 'sip.description’ and '+g.pwderator' to
the Contact header of the outgoing SIP respongethir corresponding value, if any of these aobuitied in
the Contact header of the incoming received Slparese; and,

e) include the Session Type uri-parameter and #mr ari-parameter provided in the Contact heafléhe
SIP 200 "OK" response received from the ControllafC Function.

- 8. SHALL include the Authenticated Originator's PA@dress, along with any possible uri-parametegdkived in
the incoming SIP 200 "OK" response in outgoing 30P "OK" response.

- 9. SHALL include value 'id" in the Privacy headecarding to rules and procedures of [RFC3325héf privacy is
requested; and,

- 10. SHALL include the option tag 'norefersub’ iB@pported header according to rules and procedfires
[RFCA4488].

When the SIP/IP Core corresponds with 3GPP/3GPR, the PoC Server SHALL use 3GPP/3GPP2 IMS Session
mechanisms according to rules and procedures dP3TS 24.229] / [3GPP2 X.S0013.4] with the claafions given in
this subclause.

7.3.1.1a

SDP offer generation in case of On-demand  session

The SDP offer is generated based on the receivéi@fer. The PoC Server SHALL offer the same oulasst of Media
Streams and the connected Media-floor Control Eestis included in the received SDP offer.

When composing the SDP offer according to rules@ndedures of [RFC3264] and [RFC4566] the PoC &erv

- 1. SHALL set the IP address of the PoC Server doheffered Media Stream from the list containethanreceived
SDP offer and for each offered Media-floor Contotity from the list contained in the received Saffer;

- 2. SHALL include the media-level section for eaéfeied Media from the list contained in the recei&DP offer
consisting of:

a) the port number for the Media Stream selectespasified in [OMA-PoC-UP] Port numberg

b) the codec(s) and Media Parameters selectedeliydlt Server from the list contained in the reckSBP
offer and/or, if transcoding is supported by th€Ferver, other codec(s), that the PoC Serverpalia of
transcoding;

NOTE 1: The Media Parameters of the Discrete Madgsspecified in [OMA_IM_TS_Endorsement].

NOTE 2:

RTSP related SDP for EMCS Retrieval is #pggtin Annex 3.4 "SDP for EMCS Retrieval of Streaming
Medid'.

NOTE 3: The PoC Server can narrow the selectidiedia Parameters and codec(s) according to thé poday, which

NOTE 4:

can be a function of one or more of the followihger-operator service level agreement; domairnefitivited
PoC Client; other factors.

c) the "a=label" attribute with a unique value psdfied in [RFC4574], if the Media Stream is todmnected
to a Media-floor Control Entity except when only@®8peech with Talk Burst Control Protocol as spediin
[OMA-POC-1-UP] is offered,;

d) the "i=" field set to "speech" as specified ubslause 5.10PoC Speechwhen PoC Speech with MBCP is
offered;

PoC Speech Media exists at most once iSiie offer.
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e) the IP address of the PoC Server and port nutoles used for RTCP at the PoC Server selected as
specified in [OMA-PoC-UP]Port number$ according to rules and procedures of [RFC36D5he Media
Stream uses the RTCP protocol and other than tlaeltléP address or port number specified by the
[RFC3550] is to be used,;
f) the "a=upcc:0" attribute as specified in [RFC8]L0f the PoC Server supports the PoC Media Teaffi
Optimisation, the Participant did not put the Pa@3ston on hold and the media-level section offers a
Continuous Media;
g) the "a=sendonly" attribute according to ruled procedures of [RFC4566], if the PoC Server suspbe
PoC Media Traffic Optimisation, the Participant digk put the PoC Session on hold, the media-lexetian
offers a Continuous Media, the PoC Server perfogniire Controlling PoC Function indicated the PoClide
Traffic Optimisation support in the SIP Sessiorhaf other Participant and the RTP Session of tReSgission
of the other Participant is selected for the Methasmission between the PoC Server and the PoerSer
performing the Controlling PoC Function; and,
h) indication of the manner to render Simultaneldeslia Streams as received in the incoming offerasd
specified in E.3 SDP Extensiorisf supported and received in the incoming offer.
3. SHALL include the media-level section of eacfemd Media-floor Control Entity from the list camed in the
received SDP offer, if any Media-floor Control Bgtis offered:

a) the format list field for the Media-floor Contientity set to "TBCP";

b) the Media-floor Control Entity parameters sedelchy the PoC Server from those contained in tbeived
SDP offer;

c¢) the port number for Media-floor Control Entitylected as specified in [OMA-PoC-UFRd6rt numberg
d) the "a=floorid:0 mstrm" attribute with value{gferencing the Media Stream as specified in [REB345

intended to be connected to the Media-floor CortErttity except when only PoC Speech with Talk Burst
Control Protocol as specified in [OMA-POC-1-UPbiered; and,

e) optionally TBCP MIME parameters in the recei&idP offer as specified in E.3DP Extensioris TBCP
MIME parameter "multimedia=1" is included, unlesdyoPoC Speech with Talk Burst Control Protocol as
specified in [OMA-POC-1-UP] is offered.
4. SHALL mark as rejected according to rules aratedures of [RFC3264] the Media-floor Control Bnéind all
the Media Stream bound to the rejected Media-f@ontrol Entity, if the Media-floor Control Entitgirejected;
5. SHALL mark the Media Stream as rejected accgrttinrules and procedures of [RFC3264], if the MeSiiream
is rejected; and,

6. SHALL include the received QoE Profile attribagespecified in subclause E.3QJE Profile, if QOE Profiles
are enabled and if a QoE Profile attribute is pnegethe received SDP offer.

When composing an SDP offer, the PoC Server:

1. SHALL bind the media-level section that idem#iPoC Speech to Media-floor Control Entity ashimrteceived
SDP offer, if PoC Speech is offered;

2. SHALL bind the media-level section that ider#iVideo to Media-floor Control Entity as in theeeved SDP
offer, if Video is offered;

3. SHALL bind the media-level section that idertHiAudio to Media-floor Control Entity as in theeeéved SDP
offer, if Audio is offered;

4. SHALL bind the media-level section that idemtiiDiscrete Media to the Media-floor Control Enti/in the
received SDP offer, if Discrete Media is offered &mund to the Media-floor Control Entity; and,

5. SHALL bind the media-level section that idemt#iMedia Streaming Control, i.e., either TCP/RT8P o
TCP/TLS/RTSP, as in the received SDP offer, if MeSireaming Control is offered.

When the SIP/IP Core corresponds with 3GPP/3GPR, thke PoC Server SHALL use 3GPP/3GPP2 IMS

mechanisms according to rules and procedures d?P3TS 24.229] / [3GPP2 X.S0013.4] with the claafions
given in this subclause.

7.3.1.1b  SDP offer generation in case of Pre-establ ished Session

When composing an SDP offer according to rulespandedures of [RFC3264] and [RFC4566] the PoC 3erve
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- 1. SHALL set the IP address of the PoC Server doheffered Media Streams from the SDP negotiateihg the
Pre-established Session establishment as spesifteriause 7.3.1.2Pte-established Sessign

- 2. SHALL set the IP address of the PoC Server doheffered Media-floor Control Entity from the SDPBgotiated
during the Pre-established Session establishmesgesdfied subclause 7.3.1Rré-established Sessign

- 3. SHALL include the media-level section for eaffeed Media Stream from the list contained in §i2P
negotiated during the Pre-established Sessionlesstadent as specified subclause 7.3. P&"established Sessibn
consisting of:

a) the port number for the Media Stream selectexpasified in [OMA-PoC-UP] Port numbes";
b) the codec(s) and Media Parameters as in ther@Détiated during the Pre-established Session

establishment as specified subclause 7.3Rr2-established Sessiband/or, if transcoding is supported by
the PoC Server, other codec(s), that the PoC Sereapable of transcoding;

NOTE 1: The Media Parameters of the Discrete Madiespecified in [OMA_IM_TS_Endorsement].

NOTE 2: RTSP related SDP for EMCS Retrieval is #pgtin Annex 3.4 "SDP for EMCS Retrieval of Streaming
Medid'.

NOTE 3: If the Media Stream is inactive in the S#gjotiated during the Pre-established Sessionlisstadent as
specified subclause 7.3.1.Rré-established Sessibthen the Media Stream in the SDP offer is alsdse
inactive.

c) the "a=label" attribute with a unique value psdfied in [RFC4574], if the Media Stream is todmnected
to a Media-floor Control Entity except when only@®8peech with Talk Burst Control Protocol as spediin
[OMA-POC-1-UP] is offered,;

d) the "i=" field set to "speech" as specified ubslause 5.10PoC Speechwhen PoC Speech with MBCP is
offered;

NOTE 4: PoC Speech Media exists at most once s offer.

e) the IP address of the PoC Server and port nutolies used for RTCP at the PoC Server selected as
specified in [OMA-PoC-UP]Port number$ according to rules and procedures of [RFC36D5he Media
Stream uses the RTCP protocol and other than tlaeltléP address or port number specified by the
[RFC3550] is to be used;

f) the "a=upcc:0" attribute as specified in [RFC8]L0f the PoC Server supports the PoC Media Teaffi
Optimisation, the Participant did not put the Pa&3Sston on hold and the media-level section offers a
Continuous Media;

g) the "a=sendonly" attribute according to ruled procedures of [RFC4566], if the PoC Server suspbe
PoC Media Traffic Optimisation, the Participant digk put the PoC Session on hold, the media-lexetian
offers a Continuous Media, the PoC Server perfogrtiire Controlling PoC Function included in the Sty
of the other Participant SIP Session the "a=upcatBibute for the Media Stream of the same Medjpeland
the RTP Session of the SIP Session of the othéicipant is selected for the Media transmissiowieen the
PoC Server and the PoC Server performing the Clingd®oC Function; and,

h) indication of the manner to render Simultanedeslia Streams as received in the incoming offerasd
specified in E.3 SDP Extensionisf supported and received in the incoming offer.

- 4. SHALL include the media-level section of eacfemd Media-floor Control Entity from the list caied in the
SDP negotiated during the Pre-established Sesstablsshment as specified subclause 7.3.Rr2-established
Sessioh if any Media-floor Control Entity is offered:

a) the format list field for the Media-floor Contientity set to "TBCP";

b) the Media-floor Control Entity parameters ashie SDP negotiated during the Pre-established @essi
establishment as specified subclause 7.3Rr@-established Sessign

¢) the port number for Media-floor Control Entitylscted as specified in [OMA-PoC-URdrt numbers
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d) the "a=floorid:0 mstrm" attribute with value{gferencing the Media Stream as specified in [REB345
intended to be connected to the Media-floor CortErttity except when only PoC Speech with Talk Burst
Control Protocol is offered; and,

e) optionally TBCP MIME parameters in the recei&idP offer as specified in E.3DP Extensioris TBCP
MIME parameter "multimedia=1" is included, unlesdyoPoC Speech with Talk Burst Control Protocol as
specified in [OMA-POC-1-UP] is offered.
- 5. SHALL mark as rejected according to rules armtedures of [RFC3264] the Media-floor Control Bntind all
the Media Streams bound to the rejected Media-f@mmtrol Entity, if the Media-floor Control Entitig rejected,;

- 6. SHALL mark the Media Stream as rejected accgrttirrules and procedures of [RFC3264], if the MeSiiream
is rejected; and,

- 7. SHALL include the QoE Profile attribute correagdong to the negotiated QoE Profile, as specifieduibclause
E.3.2 'QoE Profile, if QOE Profiles are enabled and if a QoE Profites negotiated during the Pre-established
Session establishment or modification, as specifiedibclauses 7.3.1.Ptfe-established Sessiband 7.3.1.3 Pre-
established Session modification”

When composing an SDP offer, the PoC Server:

- 1. SHALL bind the media-level section that idemHiPoC Speech to Media-floor Control Entity asha $DP
negotiated during the Pre-established Sessionlesstatent as specified subclause 7.3.R&"established
Sessioh if POC Speech is offered;

- 2. SHALL bind the media-level section that idem#iVideo to Media-floor Control Entity as in the BDegotiated

during the Pre-established Session establishmesgexified subclause 7.3.1Rré-established Sessibiif Video
is offered;

- 3. SHALL bind the media-level section that idertHiAudio to Media-floor Control Entity as in the BDegotiated
during the Pre-established Session establishmesgeasfied subclause 7.3.1Rré-established Sessigifi Audio is
offered; and,

- 4. SHALL bind the media-level section that idem#fiDiscrete Media to Media-floor Control Entityinghe SDP
negotiated during the Pre-established Sessionlesstatent as specified subclause 7.3.R&"established
Sessioh if Discrete Media is offered and bound to thedidefloor Control Entity.

When the SIP/IP Core corresponds with 3GPP/3GPR, the PoC Server SHALL use 3GPP/3GPP2 IMS medamanis
according to rules and procedures of [3GPP TS 24 2BGPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.1.1c SDP answer generation

When composing an SDP answer according to ruleparmedures of [RFC3264] and [RFC4566] the PoC &erv

- 1. SHALL set the IP address of the PoC Server doheaccepted Media Streams from the list contaiméuke
received SDP offer and for each accepted Media-fGmntrol Entity from the list contained in the edeed SDP
offer;

- 2. SHALL include the media-level section for eackhepted Media Stream from the list contained inrdoeived
SDP offer consisting of:

a) the port number for the Media Stream selectexpasified in [OMA-PoC-UP]Port numberg

b) the codec(s) and Media Parameters selectedeliyd® Server from the list contained in the rece&BP
offer, and those contained in the SDP answer in2ZBP"OK" response from the Controlling PoC Funwtid
already received,

NOTE 1: The Media Parameters of the Discrete Madiadefined in [OMA_IM_TS_Endorsement].

NOTE 2: RTSP related SDP for EMCS Retrieval is ffetin Annex 3.4 "SDP for EMCS Retrieval of Streaming
Medid'".

c) the "a=label" attribute with a unique value psdfied in [RFC4574], if the Media Stream is todmnected
to a Media-floor Control Entity except when only®8peech with Talk Burst Control Protocol as spedifin
[OMA-POC-1-UP] is accepted; and,
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d) the IP address of the PoC Server and port nutodez used for RTCP selected as specified in [OROE-

UP] "Port numbers according to rules and procedures of [RFC36i0%he Media Stream uses the RTCP
protocol and other than the default IP addresodrmumber specified by the [RFC3550] is to be used

- 3. SHALL include for any Media-floor Control Entityhat is offered in the received SDP offer anceated in the
SDP answer by the PoC Server, the media-levelseofieach offered Media-floor Control Entity costgig of:

a) the format list field for the Media-floor Contientity is set to "TBCP";

b) the Media-floor Control Entity parameters sedelcdhy the PoC Server from the list contained inrdoeived
SDP offer;

c) the port number for Media-floor Control Entitylscted as specified in [OMA-PoC-URdrt numbers
d) the "a=floorid:0 mstrm" attribute with valuefgferencing the Media Stream as specified in [REE345
intended to be connected the Media-floor Contrditizexcept when only PoC Speech with Talk Burst
Control Protocol as specified in [OMA-POC-1-UPHhiscepted;
e) optionally TBCP MIME parameters as specifie@i "SDP Extensionisincluding theTBCP MIME
parameter "multimedia” with the appropriated vadsespecified in E.3SDP Extensionsif MBCP is used;
and,
f) indication of the manner to render Simultanebleglia Streams as received in the incoming answetiaan
specified in E.3 SDP Extensionisf supported and received in the incoming answer.
- 4. SHALL mark as rejected according to rules armtedures of [RFC3264] the Media-floor Control Bntind all
the Media Streams bound to the rejected Media-famtrol Entity, if the Media-floor Control Entiig rejected;
- 5. SHALL mark the Media Stream as rejected accarttirrules and procedures of [RFC3264], if the MeSiiream
is rejected,;
- 6. SHALL include the QoE Profile attribute correading to the QoE Profile assigned to the PoC Sessi®

specified in subclause E.3.Q0E Profile¢, if QOE Profiles are enabled and if a QoE Proditeibute was present in
the SDP offer.

NOTE 3: For Pre-established Sessions, the ansvigoédProfile value corresponds to the QoE Profikgmed to the
Pre-established Session; For On-demand Sessi@en@ah Profile assigned to the PoC Session is théron
the received SDP answer.

When composing an SDP answer, the PoC Server:

- 1. SHALL bind the media-level section that idemtHiPoC Speech to the corresponding Media-floor rGbENtity
as in the received SDP offer, if PoC Speech isgtede

- 2. SHALL bind the media-level section that idem#iVideo to the corresponding Media-floor Controtify as in
the received SDP offer, if Video is accepted;

- 3. SHALL bind the media-level section that idem#iAudio to the corresponding Media-floor Contratify as in
the received SDP offer, if Audio is accepted;

- 4. SHALL bind the media-level section that idemiDiscrete Media to the corresponding Media-fldontrol
Entity as in the received SDP offer, if Discretedieis accepted and bound to the Media-floor CoriEntity; and,

- 5. SHALL bind the media-level section that idemt#iMedia Streaming Control, i.e., either TCP/RT8&P o
TCP/TLS/RTSP, to the corresponding Media-floor CalnEntity as in the received SDP offer, if Medi@eaming
Control is accepted.

When the SIP/IP Core corresponds with 3GPP/3GPR2, tive PoC Server SHALL use 3GPP/3GPP2 IMS meadimanis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.1.2 Pre-established Session

Upon receiving an initial SIP INVITE request thatludes a Conference-factory-URI in the Request-blRIno invited
member(s), the PoC Server performing the Participd&oC Function:

- 1. MAY reject the SIP INVITE request with a SIP 5@&ervice Unavailable" response depending on theevaf
the requested QoE Profile if QoE Profiles are ezdibind a risk of congestion exists as specifig®@MA-PoC-UP]
"Procedures at the PoC Server performing the Paréithg PoC Functioh The PoC Server MAY include a Retry-
After header to the 503 "Service Unavailable" remgoas specified in [RFC3261];
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NOTE 1: The PoC Client is allowed to re-attemptBo€ Session establishment after the time defigetido Retry-
After header.

- 2. SHALL return a SIP 403 "Forbidden" response wlith warning text set to '121 Function not allowlee to
<detailed reason>" as specified in subclauséW#ning header,'if the PoC Server does not support Pre-
established Session. Otherwise, continue witheakeaf the steps;

NOTE 2: Pre-established Session is an optionatimmchence, the above condition is for the caseratthe PoC Server
does not support this optional function.

3. SHALL check whether the Conference-factory-UR&llocated and perform the actions specified btkwse
7.5.1 'Conference-factory URI does not eXistit is not allocated. Otherwise, continue witie rest of the steps;

- 4. SHALL perform actions to verify the Authenticdt®riginator's PoC Address of the PoC Client artti@irze the
request according to local policy, and if not auithed, the PoC Server SHALL return a SIP 403 "Fadlein”
response with the warning text set to '121 Funatiotnallowed due to <detailed reason>' as spedifiedibclause
5.6"Warning header!" Otherwise, continue with the rest of the steps;

- 5. SHALL validate that there is at least one Mésliam for which the Media Parameters and at tesstodec
offered in the SIP INVITE request are acceptabléheyPoC Server and if not reject the request aviiP 488 "Not
Acceptable Here" response. Otherwise, continue thighrest of the steps;

- 6. SHALL authorize according to local policy whethiee Served PoC User indicated by the Authentitate
Originator's PoC Address is entitled to requestumbanswer override, if a Priv-Answer-Mode headih the
value 'Auto’ is present in the request and if mwharized or if manual answer override is not sutgzbthe PoC
Server SHALL return a SIP 403 "Forbidden" respongk the warning text set to '121 Function not aial due to
<detailed reason>' as specified in subclause\WW#&ring headéer Otherwise continue with the rest of the steps

- 7. SHALL allocate a URI to be used as a conferésiRéthat identifies the Pre-established Session;

- 8. SHALL cache the Nick Name contained in the Auatfeated Originator's PoC Address as specifiedibtkiuse
5.4 "Nick Namg;

- 9. SHALL check if a Resource-Priority header iduged in the SIP INVITE request according to rudes!
procedures of [RFC4412], if the 'Official Governmeélse' QoE Profile is supported. If included theCPgerver
SHALL:

a) perform actions to authorize the Resource-Ryibeader, as specified in subclause R8E Profiles. If
the Resource-Priority header cannot be authorthed?oC Server SHALL reject the request with a&)B
"Forbidden" response with the warning text seli%'<RequestedQoE> QoE Profile not authorized' as
specified in subclause 5.8Varning heade?;

b) check that the QoE Profile attribute containethie SDP offer indicates 'Official Government U3eE
Profile, as specified in subclause E.3QE Profile. If the QoE Profile attribute indicates other QBEfile,
the PoC Server SHALL reject the request with a#IB "Forbidden” response with the warning textset
'114 QoE Assignment Error' as specified in sub@ddus Warning headéy,

¢) assign and cache 'Official Government Use' a$QbE Profile for the Pre-established Session; and,

d) apply preferential treatment to the SIP requesspecified in [RFC4412], skip the next step prdeed
with the rest of the steps;

- 10. SHALL perform actions to authorize a QoE Peoéittribute included in the received SDP offerspecified in
subclause 5.8Q0E Profiles, if QoE Profiles are enabled and a QoE Profitalaite is included in the received
SDP offer. The PoC Server SHALL:

a) assign and cache the requested QoE Profileea3dk Profile for the Pre-established Sessionef th
requested QoE Profile is authorized,; or,
b) return a SIP 403 "Forbidden" response with thenimg text set to '115 <RequestedQoE> QoE Profite

authorized' as specified in subclause S\@&fning headerif the requested QoE Profile cannot be authorized
Otherwise continue with the rest of steps.

NOTE 3: If QoE Profiles are enabled but no QoE idfttribute is included, it means that Basic ifile is
implicitly requested and therefore is always auittext.
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- 11. SHALL check whether the Contact header incluted?oC Discrete Media feature '+g.poc.discretéanddlit
is present, the PoC Server SHALL cache the preseinte PoC Discrete Media feature tag.

- 12. SHALL check whether the Contact header included?oC Dispatcher feature '+g.poc.dispatchecase the
PoC Dispatcher functionality is supported. If ipiesent, the PoC Server SHALL cache the presefibe #oC
Dispatcher feature tag.

- 13. SHALL generate a SIP 200 "OK" response to tfRelSVITE request as follows:

a) include a Contact header containing the conéeré&fR| that identifies the Pre-established Sessiong
with the PoC feature tag '+g.poc.talkburst' andféiaéure tag 'isfocus'. The PoC Server SHALL atsaduide
the PoC Dispatcher feature tag '+g.poc.dispatghiedC Dispatcher functionality is supported and th
‘+g.poc.moderator’ if PoC Moderated PoC Sessioni&Bdrst Control functionality is supported in the
Contact header, if it was included by the PoC QGliethe Contact header of the initial SIP INVITé&quest.;
b) include an Allow header with the SIP methodspeufed in this SIP dialog according to rules and
procedures of [RFC3261];

¢) include a Server header to indicate the OMA Rel€ase version of the PoC Server as specifiedbnolause
E.4.1 'Release version in User-agent and Server hedders

d) include the option tag 'timer' in a Require hexad

e) include a Session-Expires header accordinglés and procedures of [RFC4028)AS Behavidt. The
"refresher" parameter in the Session-Expires heBH&l L be set to 'uac’;

f) include the Conference-factory-URI in the Autlieated Originator's PoC Address as specified én th
subclause 5.2Authenticated Originator's PoC Addrésand,

g) include a MIME SDP body as an SDP answer asfggeba the subclause 7.3.1.18DP answer
generatiot;

- 14. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"Pre-established Session state diagrams —
basic'";

NOTE 4: Resulting User Plane processing is comglbeedore the next step is performed.

- 15. SHALL send the SIP 200 "OK" response towar@sRhC Client according to the rules and procedoirése
SIP/IP Core; and,

- 16. SHALL start the SIP Session timer using thei@akceived in the Session-Expires header accotdinges and
procedures of [RFC4028].

When the SIP/IP Core corresponds with 3GPP/3GPRZ, thk PoC Server SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armegdrwes of [3GPP TS 24.229] / [3GPP2 X.S0013.4j tie
clarifications given in this subclause.

7.3.1.3 Pre-established Session modification

This subclause describes the procedures for thiipating PoC Server upon receiving a SIP UPDA€guest or a SIP re-
INVITE request that modifies the Pre-establishesis&m without associated PoC Session.

Upon receiving a SIP UPDATE request or a SIP re{lN&/request to modify an existing Pre-establisheds®n without
associated PoC Session, the PoC Server:

- 1. SHALL validate that the received SDP offer irt#g at least one Media Stream for which the Mediareters
and at least one codec or Media format is acceptapthe PoC Server and if not reject the requébktavSIP 488
"Not Acceptable Here" response. Otherwise, continitle the rest of the steps;

- 2. SHALL check whether the Contact header inclutlesPoC Discrete Media feature tag '+g.poc.disoretka’. If
it is present, the PoC Server SHALL cache the pesef the PoC Discrete Media feature tag.

- 3. SHALL check if a Resource-Priority header iduged in the SIP UPDATE or SIP re-INVITE request@cing
to the rules and procedures of [RFC4412], if thifié@al Government Use' QoE Profile is supportddntiuded the
PoC Server SHALL:

a) perform actions to authorize the Resource-Ryibeader, as specified in subclause R8E Profiles. If
the Resource-Priority header cannot be authorthed?oC Server SHALL reject the request with a&)B
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"Forbidden" response with the warning text seli®'<RequestedQoE> QoE Profile not authorized' as
specified in subclause 5.8Varning heade?,

b) check that the QoE Profile attribute containethie SDP offer indicates 'Official Government U3eE
Profile, as specified in subclause E.3Q0E Profile. If the QoE Profile attribute indicates other QBEfile,
the PoC Server SHALL reject the request with a#IB "Forbidden" response with the warning textiset
'114 QoE Assignment Error' as specified in sub@ddus Warning headet,

¢) assign and cache 'Official Government Use' asQbE Profile for the Pre-established Session; and,

d) apply preferential treatment to the SIP requesspecified in [RFC4412], skip the next step pimdeed
with the rest of the steps;

4. SHALL perform actions to authorize a QoE Proéit&ibute included in the PoC Client SDP offerspecified in
subclause 5.8Q0E Profiles, if QoE Profiles are enabled and a QoE Profitalaite is included in the PoC Client
SDP offer. The PoC Server SHALL.:

a) assign and cache the requested QoE Profileea@dk Profile for the Pre-established Sessioreif th
requested QoE Profile is authorized; or,

b) return a SIP 403 "Forbidden" response with themng text set to '115 <RequestedQoE> QoE Profite
authorized' as specified in subclause S\@&fning headerif the requested QoE Profile cannot be authorized
Otherwise continue with the rest of the steps.

- 5. SHALL interact with the User Plane as specifirefOMA-PoC-UP]"Participating PoC Function procedures
when connecting to a Media Typé'the Media Stream, which is marked removechim teceived SDP offer, is
currently used in the Pre-established Session;

- 6. SHALL interact with the User Plane as specifiefOMA-PoC-UP] 'Participating PoC Function procedures
when disconnecting from a Media Typiéthe received SDP offer includes a Media Streafmich is currently not
used in the Pre-established Session,

- 7. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"User Plane adaptation'if the received

SDP offer includes changes in codecs, Media formialMedia Parameters compared to those currendg irsthe

Pre-established Session; and,

8. SHALL generate a SIP 200 "OK" response as fdatow

a) include a MIME SDP body as an SDP answer basebeoreceived SDP offer as specified in the suisela
7.3.1.1c 'SDP answer generatiénand,

b) include a Contact header containing the conferéiRI that identifies the Pre-established Sessimhsend
a SIP 200 "OK" response to the SIP/IP Core alorgstgnalling path.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.1.4 PoC Session establishment or rejoin using O  n-demand Session

Upon receiving an initial SIP INVITE request comiag a Request-URI with a Conference-Factory-URhed/by this PoC
Server and if the Controlling PoC Function is topbevided by this PoC Server in accordance wittviSerProvider
Policies, the PoC Server:

NOTE 1: The procedure as follows applies when a Ebéht initiates an Ad-hoc PoC Group Session dflaPoC
Session towards a Conference-Factory-URI ownedhisyRoC Server and the Controlling PoC Functido is
be provided by this PoC Server in accordance wéttviSe Provider Policies. The PoC Session will aed
by this same PoC Server.

- 1. MAY reject the SIP INVITE request with a SIP 5@&ervice Unavailable" response depending on theevaf
the requested QoE Profile if QOE Profiles are ezdbind a risk of congestion exists as specifig®@MA-PoC-UP]
"Procedures at the PoC Server performing the Paréithg PoC Functioh The PoC Server MAY include a Retry-
After header to the 503 "Service Unavailable" resmoas specified in [RFC3261];

NOTE 2: The PoC Client is allowed to re-attemptBw Session establishment after the time defipetid Retry-
After header.
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2. SHALL authorize according to local policy whetliee Served PoC User indicated by the Authentitate
Originator's PoC Address is entitled to requestumbanswer override, if a Priv-Answer-Mode headih the
value 'Auto’ is present in the incoming SIP INVITdfiuest and if not authorized or if manual answerrde is not
supported the PoC Server SHALL return a SIP 403WiEden" response with the warning text set to 'E@fction
not allowed due to <detailed reason>' as spedifiatibclause 5.8Narning header!' Otherwise continue with the
rest of the steps;
3. SHALL check the total size of text content ie tBubject header, if Included Text Content is sujggoby the
PoC Server and if Subject header is included, ftiitotal size exceeds a configurable max sigexe the text
content;
4. SHALL perform the following actions, if Includeédedia Content is supported by the PoC Server tme:dia
content is included in one or more MIME body:
a) authorize the Media Type of the media contemliMIME bodies using a Service Provider confidulea
setting and if at least one Media Type is not aldwbased on a Service Provider Policy either,

i. send a SIP 415 "Unsupported Media Type", theBI®"Unsupported Media Type" response SHALL
include:

1). the Accept header with the acceptable Mediee$ythat the PoC Server would accept accordinglés ru

and procedures of [RFC3261]; or,

2). the Accept-Encoding header with the encodimméds that the PoC Server would accept according to

rules and procedures of [RFC3261]; or,
3). both
and do not continue with the rest of the steps; or,
ii. remove the MIME bodies containing the not alevmedia content.
b) Check the total size of all MIME bodies contagpyimedia content and if the total size exceeds a
configurable max size, based on a Service ProWRdécy either,
i. send a SIP 413 "Request Entity Too Large" resp@nd do not continue with the rest of the steps;
ii. remove all MIME bodies containing media content
5. SHALL check if a Resource-Priority header iduged in the SIP INVITE request according to rudes!

procedures of [RFC4412], if the 'Official Governmeélse' QoE Profile is supported. If included theCPerver
SHALL:
a) perform actions to authorize the Resource-Ryibeader, as specified in subclause R8E Profiles. If
the Resource-Priority header cannot be authortbed?0oC Server SHALL reject the request with a&IB
"Forbidden" response with the warning text seli®'<RequestedQoE> QoE Profile not authorized' as
specified in subclause 5.8Varning heade?;
b) check that the QoE Profile attribute containethie SDP offer indicates 'Official Government U3eE
Profile, as specified in subclause E.3Q0E Profile'. If the QoE Profile attribute indicates other QBEfile,
the PoC Server SHALL reject the request with a&IB "Forbidden" with the warning text set to '11dK)
Assignment Error' as specified in subclause B/arhing header,
c¢) cache 'Official Government Use' as the Local @o&file assigned to the PoC User; and,

d) apply preferential treatment to the SIP requesspecified in [RFC4412], skip the next step prteed
with the rest of the steps;

6. SHALL perform actions to authorize a QoE Profiteibute included in the PoC Client SDP offerspecified in
subclause 5.8Q0E Profiles, if QoE Profiles are enabled and a QoE Profitalaite is included in the PoC Client
SDP offer. The PoC Server SHALL.:

a) cache the requested QoE Profile as the LocalRyofle assigned to the PoC User if the requeQtef
Profile is authorized and the PoC Server is acding B2BUA; or,

b) return a SIP 403 "Forbidden" response with thenimg text set to '115 <RequestedQoE> QoE Profite

authorized' as specified in subclause S\&tning headerif the requested QoE Profile cannot be authorized

Otherwise continue with the rest of steps.
7. MAY remove the Subject header;
8. MAY remove the Alert-Info or the Call-Info headsr both;
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NOTE 3: The reason for removing the Alert-Info hesadr the Call-Info header may be a local policyhia PoC Server.

9. SHALL check if the number of maximum Simultane@oC Sessions has exceeded as specified in sséclau
7.3.4.2.4 Simultaneous PoC Session Support séttinfjexceeded, the PoC Server SHALL respond &itBlP 486
"Busy Here" response with the warning text sel@ 'Too many Simultaneous PoC Sessions' as sgktifie
subclause 5.6Warning headér Otherwise, continue with the rest of the steps;

- 10. SHALL perform the required actions for Outgoibgndition Based PoC Session Barring as specified i
subclause 7.3.1.1 "General", if Outgoing ConditBased PoC Session Barring is supported; and,

NOTE 4: How the evaluation of Outgoing ConditionsBe PoC Session Barring conditions is done is bstape of
this specification. The PoC Server might utilizadtionality provided by the OMA CBUS Enabler asdfied

in [OMA CBUS TS] and [draft-cbus-event] or it mightilize proprietary solutions.

- 11. SHALL also adapt the role of a Controlling Pe@hction and continue as specified in the subclauad.2 ‘Ad-
hoc PoC Group and 1-1 PoC Session setup retjuest

NOTE 5: The handling of SIP requests and SIP resgmwithin the SIP dialog created by this SIP INKFEquest is
described in the 7.2.1.24-hoc PoC Group and 1-1 PoC Session setup reqjuest

Upon receiving an initial SIP INVITE request thaintains a Request-URI

- not owned by this PoC Server; or,
- with a Conference-Factory-URI owned by this PoCG/8erif the Controlling PoC Function is to be prsil by
other PoC Server in accordance with Service Prowadicies, the PoC Server:

NOTE 6: The following procedure of this subclaupplees when a PoC Client initiates or joins a Prevaged PoC
Group Session, or when a PoC Client rejoins a Pes3i8n, or when a PoC Client joins a Chat PoC Group
Session , or when a PoC Client initiates an Ad¥0o€ Group Session or a 1-1 PoC Session towards a
Conference-Factory-URI owned by other PoC Servevlan a PoC Client initiates an Ad-hoc PoC Group
Session or a 1-1 PoC Session towards a Confereaterlf-URI owned by this PoC Server and the
Controlling PoC Function is to be provided by otReiC Server in accordance with Service Provideiciesl
and in all these cases the PoC Session is ownaddifier PoC Server.

NOTE 7: When serving a PoC Client compliant onlyite OMA PoC version 1.0 specification, the Pgptiting PoC
Function and the Controlling PoC Function of antmt PoC Group Session or of a 1-1 PoC Session are
always in the same PoC Server according to subelaisla Backward compatibility,

either

- 1. MAY reject the SIP INVITE request with a SIP 5&ervice Unavailable" response depending on theevaf
the requested QoE Profile if QoE Profiles are ezdbind a risk of congestion exists as specifig®@MA-PoC-UP]
"Procedures at the PoC Server performing the Paréiting PoC Functioh The PoC Server MAY include a Retry-

After header to the 503 "Service Unavailable" resmoas specified in [RFC3261];

NOTE 8: The PoC Client is allowed to re-attemptBo€ Session establishment after the time defigetidoRetry-
After header.

- 2. SHALL perform actions to verify the Authenticdt®riginator's PoC Address of the Inviting PoC Used

authorize the request according to local policy &imit authorized the PoC Server SHALL return B 803

"Forbidden" response with the warning text sef &1 'Function not allowed due to <detailed reasas>specified in

subclause 5.8Warning header!" Otherwise, continue with the rest of the steps;

3. SHALL validate that the new Media Parametersardast one codec offered in the SIP INVITE restjaee

acceptable by the PoC Server when staying on thdiaMmath and if not reject the request with a 8B “Not

Acceptable Here" response. Otherwise, continue tuithrest of the steps;

- 4. SHALL behave as a B2BUA according to rules armt@dures of [RFC3261] for the duration of the FR&3sion,
when staying on the Media path;
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5. SHALL authorize according to local policy whetliee served PoC User indicated by the Authentitate
Originator's PoC Address is entitled to requestumbanswer override, if a Priv-Answer-Mode headih the
value 'Auto’ is present in the incoming SIP INVITdfjuest and if not authorized or if manual answerrde is not
supported the PoC Server SHALL return a SIP 403WiEden" response with the warning text set to 'E@fction
not allowed due to <detailed reason>' as spedifiatibclause 5.8Narning header!' Otherwise continue with the
rest of the steps;

6. SHALL check if the number of maximum Simultane@oC Sessions has exceeded as specified in ssbclau
7.3.4.2.4 Simultaneous PoC Session Support sdltiexceeded, the PoC Server SHALL respond wigiRA486
"Busy Here" response with the warning text sel@ 'Too many Simultaneous PoC Sessions' as sgktifie
subclause 5.6Warning headér Otherwise, continue with the rest of the steps;

7. SHALL perform the required actions for Outgoidgndition Based PoC Session Barring as specified in
subclause 7.3.1.1 "General", if Outgoing ConditBased PoC Session Barring is supported;

NOTE 9: How the evaluation of Outgoing ConditionsBd PoC Session Barring conditions is done is bstape of

this specification. The PoC Server might utilizadtionality provided by the OMA CBUS Enabler asdfied
in [OMA CBUS TS] and [draft-cbus-event] or it mightilize proprietary solutions.

8. SHALL check the total size of text content ie tBubject header, if Included Text Content is sujggoby the
PoC Server and if Subject header is included, fitebitotal size exceeds a configurable max sizeoxe the text
content;
9. SHALL perform the following actions, if Includeédedia Content is supported by the PoC Server time:dia
content is included in one or more MIME body:
a) authorize the Media Type of the media contemliMIME bodies using a Service Provider confidulea
setting and if at least one Media Type is not aldwbased on a Service Provider Policy either,
i. send a SIP 415 "Unsupported Media Type", the&IP"Unsopprted Media Type" response SHALL
include:
1) the Accept header with the acceptable Media 3ypat the PoC Server would accept according &srul
and procedures of [RFC3261]; or,
2)the Accept-Encoding header with the encoding &asnthat the PoC Server would accept according to
rules and procedures of [RFC3261]; or,
3) both
and do not continue with the rest of the steps.; or
ii. remove the MIME bodies containing ti& allowed media content.

b) Check the total size of all MIME bodies contagyimedia content and if the total size exceeds a
configurable max size, based on a Service Proyidkey either,

i. send a SIP 413 "Request Entity Too Large" resp@nd do not continue with the rest of the steps;
ii. remove all MIME bodies containing media content

10. SHALL check if a Resource-Priority header idilled in the SIP INVITE request according to rudesl
procedures of [RFC4412], if the 'Official Governmeélse' QoE Profile is supported. If included theCPerver
SHALL:

a) perform actions to authorize the Resource-Ryibeader, as specified in subclause R8E Profiles. If
the Resource-Priority header cannot be authortbed?oC Server SHALL reject the request with a&IB
"Forbidden" response with the warning text seli%b'<RequestedQoE> QoE Profile not authorized' as
specified in subclause 5.8Varning headet;

b) check that the QoE Profile attribute containethie SDP offer indicates 'Official Government U3eE
Profile, as specified in subclause E.3Q0E Profile'. If the QoE Profile attribute indicates other QBEfile,
the PoC Server SHALL reject the request with a#)B "Forbidden” response with the warning textset
'114 QoE Assignment Error' as specified in sub@dus Warning header,

c¢) cache 'Official Government Use' as the Local @o&file assigned to the PoC User; and,

d) apply preferential treatment to the SIP requesspecified in [RFC4412], skip the next step prdeed
with the rest of the steps;
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- 11. SHALL perform actions to authorize the QoE Reddttribute included in the PoC Client SDP offaes,specified
in subclause 5.8Q0E Profiles, if QoE Profiles are enabled and a QoE Profitalaite is included in the PoC
Client SDP offer. The PoC Server SHALL:

a) cache the authorized QoE Profile as the Locd#l Rmfile assigned to the PoC User if the requeQte
Profile is authorized; or,
b) return a SIP 403 "Forbidden" response with thenimg text set to '115 <RequestedQoE> QoE Profite
authorized' as specified in subclause S\&tning headerif the requested QoE Profile cannot be authorized
Otherwise continue with the rest of steps.

- 12. MAY remove the Subject header;

- 13. MAY remove the Alert-Info or the Call-Info heaxdor both;

NOTE 10:The reason for removing the Alert-Info thelaor the Call-Info header may be a local politytie PoC Server.

- 14. SHALL generate a SIP INVITE request as spetifiesubclause 7.3.1.Géneral;
- 15. SHALL include as the contents of the Request:UR

a) the Conference-Factory-URI at the PoC Serverigirg the Controlling PoC Function in accordandéhw
Service Provider Policies, when the received SIPITNE request contains a Request-URI owned by tbig P
Server and the Controlling PoC Function is to bevjgled by other PoC Server in accordance with 8ervi
Provider Policies;

b) copy the received Request-URI including the ®esEype uri-parameter and any other uri-parameter
present in the received Request-URI; or,

c) resolve back the received Request-URI to thelSRPreceived in the Contact header from the Po@e3e
performing the Controlling PoC Function within t8&° 200 "OK" response to the initial SIP INVITE texpt
in the case of re-join.

- 16. SHALL include in the SIP INVITE request a MIMEDP body as an SDP offer based on the SDP oftéein
received SIP INVITE request from the PoC Clienspscified in the subclause 7.3.1.8DP offer generation in
case of On-demand sessipn

- 17. MAY remove a Content-Dispostion value "relay defined in Annex E.7.Relay Value and EMCS-RF
Parametet, in the received SIP INVITE request if the PoGv&e does not support EMCS Retrieval or prohibies t
PoC User from invoking EMCS Retrieval.

- 18. MAY insert one or more "emcs-rf" parameterspasessary, if the PoC Client has added a Contispebtion

value "relay" as defined in Annex E.7Rélay Value and EMCS-RF Paramétén the received SIP INVITE
request if the PoC Server does not prohibit EMC8i&el for the PoC User.

NOTE 11: If the PoC Client had included an "em¢sperameter, as defined in Annex E. R&lay Value and EMCS-RF
Parametet, the PoC Server removes this parameter.

- 19. SHALL include the MIME bodies and the assodda@®ntent-Disposition headers in the incoming SIFITE
request into the outgoing SIP INVITE request assigel in [RFC2046], if Included Media Content igpported by
the PoC Server and if media content is includeshia or more MIME body of the incoming SIP INVITEjeest;

- 20. SHALL include in the SIP INVITE request the @dion Re-evaluation parameters as specifie@WA CBUS
TS] if Condition Re-evaluation parameters were presethtarSIP INVITE request from the PoC Client;

- 21. SHALL include a Resource-Priority header act@ydo rules and procedures of [RFC4412] set tostiae
indicated in the Resource-Priority header of the BIVITE request from the PoC Client, if the 'Oféit
Government Use' QoE Profile is supported and iEadRrce-Priority header was present in the SIP T¥equest
from the PoC Client;

- 22. SHALL include the Subject header received mitltoming SIP INVITE request into the outgoing S\WITE
request, if Text Content is supported by the Po@eéend if text content is included in Subject dhera

- 28. SHALL include the Alert-Info header and Calfdrheader received in the incoming SIP INVITE resjuato

the outgoing SIP INVITE request, if Referenced Me@bntent is supported by the PoC Server anddfexence to
media content is included in Alert-Info header atl&nfo header or both;
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or

NOTE 12:The '+g.poc.interworking' is includedairSIP INVITE by the PoC Interworking Agent, behayiike a PoC

Client on behalf of a PoC Remote Access User.

23. SHALL NOT include a sip.instance feature taghie Contact header of the outgoing SIP INVITE exjuand,

24. SHALL send the SIP INVITE request towards tl€Server performing the Controlling PoC Function
according to rules and procedures of the SIP/IReCor

1. SHALL act as a SIP proxy according to rules pratedures of [RFC3261] for the duration of the FR&Ssion,
when not staying in media and Talk Burst Contrahpa

2. SHALL perform the required actions for Outgoidgndition Based PoC Session Barring as specified in
subclause 7.3.1.1 "General", if Outgoing ConditBased PoC Session Barring is supported;

NOTE 13:How the evaluation of Outgoing Conditioased PoC Session Barring conditions is done isfogtope of

this specification. The PoC Server might utilizedtionality provided by the OMA CBUS Enabler asafied
in [OMA CBUS TS] and [draft-cbus-event] or it mightilize proprietary solutions.

3. SHALL check the total size of text content ie tBubject header, if Included Text Content is sujggoby the
PoC Server and if Subject header is included, fiiebitotal size exceeds a configurable max sizeoxe the text
content;

4. SHALL perform the following actions, if Includededia Content, or Text Content ,or Referenced M&bntent
is supported by the PoC Server and if media comgantluded in one or more MIME body:

a) authorize the Media Type of the media contemliMIME bodies,or Subject header, or Alert-Infeader
using a Service Provider configurable setting dirad ieast one Media Type is not allowed based Service
Provider Policy either,

i. send a SIP 415 "Unsupported Media Type". The&IP"Unsupported Media Type" response SHALL
include:

1) the Accept header with the acceptable Media 3ypat the PoC Server would accept according &srul
and procedures of [RFC3261]; or,

2) the Accept-Encoding header with the encodingifids that the PoC Server would accept according to
rules and procedures of [RFC3261]; or,

3) both.
and do not continue with the rest of the steps; or,
ii. remove the MIME bodies containing the not alEtvmedia content.

b) Check the total size of all the MIME bodies @ning media content and if the total size exceeds
configurable max size, based on a Service ProWdécy either,

i. send a SIP 413 "Request Entity Too Large" resp@and do not continue with the rest of the steps;
ii. remove all MIME bodies containing media content

5. SHALL check if a Resource-Priority header iduged in the SIP INVITE request according to rudes!
procedures of [RFC4412], if the 'Official Governmélse' QoE Profile is supported. If included the&CPerver
SHALL:

a) perform actions to authorize the Resource-Ryibeader, as specified in subclause R8E Profiles. If
the Resource-Priority header cannot be authorthed?oC Server SHALL reject the request with a&)B
"Forbidden" response with the warning text seli®'<RequestedQoE> QoE Profile not authorized' as
specified in subclause 5.8Varning header,

b) check that the QoE Profile attribute containethie SDP offer indicates 'Official Government U3eE
Profile, as specified in subclause E.3QE Profile. If the QoE Profile attribute indicates other QBEfile,
the PoC Server SHALL reject the request with a&IB "Forbidden" response with the warning textiset
'115 <RequestedQoE> QoE Profile not authorizedpasified in subclause 5.8Varning header. Otherwise
proceed with the rest of the steps; and,

c) apply preferential treatment to the SIP requesspecified in [RFC4412], skip the next step pidteed
with the rest of the steps.
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6. SHALL perform actions to authorize the QoE Reoéittribute included in the PoC Client SDP oftes,specified
in subclause 5.8Q0E Profiles, if QoE Profiles are enabled and a QoE Profitalaite is included in the PoC
Client SDP offer. The PoC Server SHALL:

a) return a SIP 403 "Forbidden" response with thenimg text set to '115 <RequestedQoE> QoE Profite
authorized' as specified in subclause S\&tning headerif the requested QoE Profile cannot be authorized
Otherwise continue with the rest of steps.

7. SHALL include I n the SIP INVITE request the @ition Re-evaluation parameters as specifiediA CBUS
TS] if Condition Re-evaluation parameters were presethtarSIP INVITE request from the PoC Client;

8. SHALL include a Record-Route header containitgRd identifying its own address;
9. MAY remove a Content-Dispostion value "relaydadined in Annex E.7.Relay Value and EMCS-RF

Parametet, in the received SIP INVITE request if the PoGv@e does not support EMCS Retrieval or prohiljits t
PoC User from invoking EMCS Retrieval.

10. MAY insert one or more "emcs-rf" parametersnasessary, if the PoC Client has added a ContipeBtion
value "relay" as defined in Annex E.7Rélay Value and EMCS-RF Paramétén the received SIP INVITE
request if the PoC Server does not prohibit EMC8i&eal for the PoC User.

NOTE 14: If the PoC Client had included an "em¢speframeter, as defined in Annex E. R&lay Value and EMCS-RF

Parametet, the PoC Server removes this parameter.

11. SHALL forward the SIP INVITE request towarde tRoC Server performing the Controlling PoC Fumctio

Upon receiving a SIP 180 "Ringing" response andnithe PoC Server is acting as a B2BUA, the PoCe3erv

1. SHALL cache the list of supported SIP methodsdkived in the Allow header;
2. SHALL cache the contact if received in the Cohteeader;

3. SHALL generate a SIP 180 "Ringing" responsén&SIP INVITE request as specified in the subclalSel.1
"General;

4. SHALL include Warning header(s) received in imoag SIP 180 "Ringing" response; and,

5. SHALL forward the SIP 180 "Ringing" responsete PoC Client according to rules and procedurdbef
SIP/IP Core.

Upon receiving a SIP 180 "Ringing" response andnithe PoC Server is acting as a SIP proxy the Ra@es SHALL
forward the SIP response towards the initiating Bdi€nt according to rules and procedures of [RF&132

Upon receiving a SIP 200 "OK" response, the Po@e3as acting as a B2BUA, the PoC Server:

1. SHALL cache the list of supported SIP methodsdkived in the Allow header;
2. SHALL cache the contact received in the Cortteetder;
3. SHALL generate a SIP 200 "OK" response as sigeldifi the subclause 7.3.1.Géneral,;

4. SHALL include in the SIP 200 "OK" response a MEMBDP body as an SDP answer as specified in thaaside
7.3.1.1c SDP answer generation

5. SHALL include unmodified a P-Answer-State hedtlarP-Answer-State header was present in theniirog SIP
200 "OK" response;

6. SHALL include Warning header(s) received inithmming SIP 200 "OK" responses.
7. SHALL send the SIP 200 "OK" response to the Rtiént according to rules and procedures of SIE/Pe; and

8. SHALL interact with User Plane as specified@MA-PoC-UP]"Participating PoC Function procedures at PoC
Session initialization”

Upon receiving a SIP 200 "OK" response, when th@ Berver is acting as a SIP proxy

1. SHALL forward the SIP 200 "OK" response towdrd initiating PoC Client according to rules andgedures of
[RFC3261] and SIP/IP Core;

2. SHALL continue to act as a SIP proxy for theation of the PoC Session.

Upon receiving a SIP final response other thanPaZBl0 "OK", the PoC Server SHALL forward the SiRafiresponse along
the signalling path towards the initiating PoC 6lie
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When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechasis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.1.5 PoC Session initiation using Pre-establishe  d Session

7.3.1.5.1 Receiving a SIP REFER request

Upon receiving a SIP REFER request containingé&Rkquest-URI a SIP URI of a Pre-established Sessimed by this
PoC Server and if the "method" parameter in theeRief header is set as "INVITE" or is not presém, PoC Server:

- 1. SHALL check if the number of maximum Simultane@oC Sessions has exceeded as specified in ssbclau
7.3.4.2.4 Simultaneous PoC Session Support séttitiggxceeded, the PoC Server SHALL respond wigiRa 486
"Busy Here" response with the warning text sel@ 'Too many Simultaneous PoC Sessions' as sgktifie
subclause 5.6Warning headér Otherwise, continue with the rest of the steps;

- 2. SHALL check whether the Contact header inclutlesPoC Discrete Media feature tag '+g.poc.disoretka’. If
it is present, and if the Pre-established Sessias dot include the PoC Discrete Media feature tag
'+g.poc.discretemedia’, the PoC Server SHALL reffeetincoming SIP REFER request with a SIP 403 bigalen"
response and not continue with the rest of thesstep

- 3. SHALL authorize according to local policy whetliee Served PoC User indicated by the Authentitate
Originator's PoC Address is entitled to requestumbanswer override, if a Priv-Answer-Mode headith the
value 'Auto’ is present in the incoming SIP REFERuest and if not authorized or if manual answeribde is not
supported the PoC Server SHALL return a SIP 403WiEden" response with the warning text set to 'E@fction
not allowed due to <detailed reason>' as spedifieibclause 5.6Warning header Otherwise continue with the
rest of the steps;

- 4. SHALL perform the required actions for Outgoidgndition Based PoC Session Barring as specified in
subclause 7.3.1.1 "General", if Outgoing ConditBased PoC Session Barring is supported;

NOTE 1: How the evaluation of Outgoing ConditionsBd PoC Session Barring conditions is done is bstape of
this specification. The PoC Server might utilizadtionality provided by the OMA CBUS Enabler asafied
in [OMA CBUS TS] and [draft-cbus-event] or it mightilize proprietary solutions.

5. SHALL check the SIP URI in the Refer-To headtethe SIP URI in the Refer-To header does notudelthe
Session Type uri-parameter "session=adhoc", "sesgiearranged" or "session=chat" the PoC Server:

a) SHALL perform the procedures as specified inIZ&"Adding Participants to PoC Session Requast do
not do anything else in this subclause.

- 6. SHALL behave as a B2BUA according to rules armt@dures of [RFC3261] for the duration of the PoC
Session;

- 7. SHALL generate a final SIP response 2xx accagrttirrules and procedures of [RFC3515];

- 8. SHALL check the presence of the Refer-Sub heafftre SIP REFER request and if it is presentighés the
value 'false' then the PoC Server SHALL includéhimresponse to the SIP REFER request a Refer<adeh set
to 'false' according to rules and procedures ofJ&438];

- 9. SHALL check if a Resource-Priority header iduged in the SIP REFER request according to rubeks a
procedures of [RFC4412], if the 'Official Governmeélse' QoE Profile is supported. If included theCPgerver
SHALL:

a) perform actions to authorize the Resource-Ryibeader, as specified in subclause R8E Profiles. If
the Resource-Priority header cannot be authortbed?oC Server SHALL reject the request with a&IB
"Forbidden" response with the warning text seli%b'<RequestedQoE> QoE Profile not authorized' as
specified in subclause 5.8Varning header,

b) check that the QoE Profile assigned to the Btabtished session is 'Official Government Use' Qodile,
as specified in subclause E.3QdE Profilé'. If the QoE Profile assigned to the Pre-estabklisbession is
other QoE Profile, the PoC Server SHALL reject tbguest with a SIP 403 "Forbidden” response wi¢h th
warning text set to '115 <RequestedQoE> QoE Proéteauthorized' as specified in subclause B/&rhing
headef; and,

c) apply preferential treatment to the SIP requeestgpecified in [RFC4412], and proceed with trst oéthe
steps.

[0 2009 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-PoC_ControlPlane-V2_1-20091222-C Page 202 (760)

- 10. MAY remove the Subject header from the URIh&f Refer-To header;

- 11. MAY remove the Alert-Info or the Call-Info heador both from the URI of the Refer-To header;

- 12. SHALL send the SIP response to the SIP REFERes towards the PoC Client according to rules and
procedures of the SIP/IP Core;

- 13. SHALL generate a SIP INVITE request as spetifiesubclause 7.3.1.5&neral;

- 14. SHALL insert a Request-URI using the URI, andgible Session Type and Dispatch Type uri-parasietet
of the Refer-To in the SIP REFER request;

- 15. SHALL include a Resource-Priority header act@ydo rules and procedures of [RFC4412] set tostiae
negotiated during the Pre-established Sessionless$tatent, if the 'Official Government Use QoE Plesfis
supported and if this is the QoE Profile assigrethé Pre-established Session;

- 16. SHALL include in the SIP INVITE request a MIMEDP body as an SDP offer as specified in the subela
7.3.1.1b SDP offer generation in case of Pre-establishedi8dsbased on the SDP negotiated during the Pre-
established Session establishment as specifiedesigec7.3.1.2Pre-established Sessign

- 17. SHALL include the Subject header into the oing&IP INVITE request, if received in the URI oéfer-To
header of the incoming SIP REFER request and if Texitent is supported by the PoC Server;

- 18. SHALL include the Alert-Info header, Call-Infiader or both into the outgoing SIP INVITE requist
received in the URI of the Refer-To header of timming SIP REFER request and if Referenced Medi#ent is
supported by the PoC Server;

- 19. SHALL include the media content in MIME bodeesd associated Content-Disposition headers into the
outgoing SIP INVITE request, if received media @mttin MIME body of the SIP REFER request and Idelt
Media Content is supported by the PoC Server;

- 20. SHALL include in the outgoing SIP INVITE reqtiéise Condition Re-evaluation parameters as spekifi
[OMA CBUS TS] if Condition Re-evaluation parameters were preseifitsiincoming SIP INVITE request;

- 21. SHALL send the SIP INVITE request towards to€Server performing the Controlling PoC Function
according to rules and procedures of the SIP/IReCand,

NOTE 2: B2BUA do not forward any SIP provisionakfimal responses.

- 22. SHALL generate and send to the PoC Client SIHIRY request(s) as specified in the subclause. 7.2.
"Generating a SIP NOTIFY request to the SIP REFERest based on the progress of the invitation, if trefeR-
Sub header is not present or is set to 'true'drSii® REFER request.

Upon receiving SIP provisional responses for thHe IBIVITE request(s) the PoC Server:

- 1. SHALL cache the list of supported SIP methodsdkived in the Allow header;
- 2. SHALL cache the contact if received in the Cohteeader; and,
- 3. SHALL discard the received SIP responses witfawtarding them.

Upon receiving a SIP 200 "OK" response for the IBI?ITE request the PoC Server:

- 1. SHALL cache the list of supported SIP methodsdkived in the Allow header;
- 2. SHALL cache the contact received in the Corftaeider; and,

- 3. SHALL interact with the User Plane as specifirefOMA-PoC-UP]"Participating PoC Function procedures at
PoC Session initialization'when a PoC Session is initiated;

Upon receiving a SIP 403 "Forbidden" response tithwarning code 399 and the warning text '105cisfaalready
assigned', or a SIP 503 "Service Unavailable", 81486 "Busy Here", or a SIP 488 "Not Acceptaidee”, or a SIP 417
"Unknown Resource Priority", the PoC Server SHAldngrate and send to the PoC Client a SIP NOTIFMa=ttps
specified in the subclause 7.2.1.13¢herating a SIP NOTIFY request to the SIP REFERes!, if the Refer-Sub header is
not present or is set to ‘true’ in the SIP REFERiest.

Upon receiving a SIP final response other than 3xx, or a SIP response other than specificallytioaad above, the PoC
Server:

- 1. SHALL discard the received SIP responses witfawtarding them.

[0 2009 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-PoC_ControlPlane-V2_1-20091222-C Page 203 (760)

When the SIP/IP Core corresponds with 3GPP/3GPR, thk PoC Client SHALL use 3GPP/3GPP2 IMS mechas)is
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.1.5.2 Fast PoC Session establishment request
Upon receiving a fast PoC Session establishmenest@s specified in [OMA-PoC-UPParticipating PoC Function fast
PoC Session establishment on originating 'stie PoC Server:

- 1. SHALL perform the required actions for Outgoiigndition Based PoC Session Barring as specified in
subclause 7.3.1.1 "General", if Outgoing ConditBased PoC Session Barring is supported;

NOTE 1: How the evaluation of Outgoing ConditionsBd PoC Session Barring conditions is done is bstape of
this specification. The PoC Server might utilizedtionality provided by the OMA CBUS Enabler asafied
in [OMA CBUS TS] and [draft-cbus-event] or it mightilize proprietary solutions.

2. SHALL behave as a B2BUA according to rules arat@dures of [RFC3261] for the duration of the PoC
Session;

- 3. SHALL generate a SIP INVITE request as speciiiesubclause 7.3.1.5General;

- 4. SHALL insert a Request-URI using the URI, andgible Session Type and Dispatch Type uri-paramebet of
the Refer-To in the SIP REFER request;

- 5. SHALL include a Resource-Priority header acanydd rules and procedures of [RFC4412] set tosthee
negotiated during the Pre-established Sessionless$taient, if the 'Official Government Use QoE Plesfis
supported and if this is the QoE Profile assigrethé Pre-established Session;

- 6. SHALL include in the SIP INVITE request a MIMB8 body as an SDP offer as specified in the subelau
7.3.1.1b SDP offer generation in case of Pre-establishedi8dsbased on the SDP negotiated during the Pre-
established Session establishment as specifiedasigec7.3.1.2Pre-established Sessign

- 7. SHALL perform the required actions for Alert-tnfCall-Info header and the Subject header as fspean
subclause 7.3.1.XGeneral,

- 8. SHALL include in the outgoing SIP INVITE requéke Condition Re-evaluation parameters as spddifie
[OMA CBUS TS] if Condition Re-evaluation parameters were presetfiteiincoming SIP INVITE request; and,

- 9. SHALL send the SIP INVITE request towards th€RBerver performing the Controlling PoC Function
according to rules and procedures of the SIP/IReCor

NOTE 2: B2BUA do not forward any SIP provisionakfimal responses.

Upon receiving SIP provisional responses for thHe IBIVITE request(s) the PoC Server:

- 1. SHALL cache the list of supported SIP methodsdkived in the Allow header;
- 2. SHALL cache the contact if received in the Conhteeader; and,
- 3. SHALL discard the received SIP responses witfawtarding them.

Upon receiving a SIP 200 "OK" response for the IBI?ITE request the PoC Server:

- 1. SHALL cache the list of supported SIP methodsdkived in the Allow header;

- 2. SHALL cache the contact received in the Contaetder; and,

- 3. SHALL interact with the User Plane as specifirefOMA-PoC-UP]"Participating PoC Function procedures at
PoC Session initializationtwhen a PoC Session is initiated;

Upon receiving a SIP 403 "Forbidden" response thithwarning code 399 and the warning text '105cissaalready
assigned', or a SIP 503 "Service Unavailable", 81486 "Busy Here", or a SIP 488 "Not Acceptaidee”, or a SIP 417
"Unknown Resource Priority", the PoC Server SHAEject the fast setup request as specified in [OMEHRIP]
"Participating procedure at fast PoC Session essdnfierit

Upon receiving a SIP final response other than 3xx, or a SIP response other than specificallytioaad above, the PoC
Server:

- 1. SHALL discard the received SIP responses witfauwtarding them; and,
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- 2. SHALL interact with the User Plane as specifrefOMA-PoC-UP] 'Participating PoC Functiomprocedure at
fast PoC Session establishment

When the SIP/IP Core corresponds with 3GPP/3GPR, the PoC Client SHALL use 3GPP/3GPP2 IMS mechasis
according to rules and procedures of [SGPP TS 24 28GPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.1.6 PoC Session modifications

Upon receiving a SIP UPDATE request or a SIP redMN&/request from the PoC Client during an on-gdtugC Session
including a new SDP offer as specified by [RFC32&4d [RFC4566] a PoC Server acting as a B2BUA:

- 1. SHALL validate that the received SDP offer im#g at least one Media Stream for which the Medrameters
and at least one codec or Media format is acceptalthe PoC Server and if not reject the requéktavSIP 488
"Not Acceptable Here" response. Otherwise contimitle the rest of the steps;

- 2. SHALL check if a Resource-Priority header iduged in the SIP re-INVITE or SIP UPDATE request@cing
to rules and procedures of [RFC4412], if the 'GéfiGovernment Use' QoE Profile is supported. Huded the
PoC Server SHALL:

a) perform actions to authorize the Resource-Ryibeader, as specified in subclause R8E Profiles. If
the Resource-Priority header cannot be authortbed?oC Server SHALL reject the request with a&IB
"Forbidden" response with the warning text seli®'<RequestedQoE> QoE Profile not authorized' as
specified in subclause 5.8Varning header,

b) check that the QoE Profile attribute containethie SDP offer indicates 'Official Government U3eE
Profile, as specified in subclause E.3Q0E Profile'. If the QoE Profile attribute indicates other QBEfile,
the PoC Server SHALL reject the request with a#)B "Forbidden" response with the warning textiset
'114 QoE Assignment Error' as specified in sub@dus Warning headet,

c¢) cache 'Official Government Use' as the Local @o&file assigned to the PoC User; and,

d) apply preferential treatment to the SIP requesspecified in [RFC4412], skip the next step prmdeed
with the rest of the steps.

- 3. SHALL perform actions to authorize a QoE Profiteribute included in the PoC Client SDP offerspscified in
subclause 5.8Q0E Profiles, if QOE Profiles are enabled, a QoE Profile htite is included in the received SDP
offer and the value of the included QoE Profileiktite is different than the Local QoE Profile fbe on-going PoC
Session. The PoC Server SHALL:

a) cache the requested QoE Profile as the LocalRyofle assigned to the PoC User if the requeQtef
Profile is authorized; or,

b) return a SIP 403 "Forbidden" response with thenimg text set to '115 <RequestedQoE> QoE Profite
authorized' as specified in subclause S\&tning headerif the requested QoE Profile cannot be authorized
Otherwise continue with the rest of steps.

- 4. MAY generate a SIP UPDATE request accordingutesrand procedures of [RFC3311] , if the PoC Serve
supports the SIP UPDATE request and if

a) the PoC Server performing the Controlling Po@dtion has indicated support for the SIP UPDATE
method;

b) the offered Media Streams and the offered Média- Control Entities are used in the PoC Sesbipthe
PoC Client; and,

c) the offered Media-floor Control Entity bindindg @ach Media Stream used and offered is the sameeak

and SHALL generate a SIP re-INVITE request accardinrules and procedures of [RFC3261] , if the SIP
UPDATE request is not generated.

- 5. SHALL include in the SIP request a MIME SDP badyan SDP offer as specified in subclause 7.3'5D&
offer generation in case of On-demand session

- 6. SHALL include a Resource-Priority header acangdd the rules and procedures of [RFC4412], sttdoalue
included in the received SIP re-INVITE or SIP UPCRATequest, if the 'Official Government Use' QoEfieads

supported and if an authorized Resource-Priorigdlee was included in the received SIP re-INVITESH?
UPDATE request;

- 7. SHALL NOT include a sip.instance feature taghi@ Contact header of the outgoing SIP request; and
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- 8. SHALL send the SIP request towards the PoC $@erorming the Controlling PoC Function withireth
existing SIP dialog according to rules and procegwf the SIP/IP Core.

Upon receiving a SIP 200 "OK" response the PoCe&Serv

- 1. SHALL generate a SIP 200 "OK" response to tie 3PDATE request and SIP re-INVITE according t@sul
and procedures of [RFC3261];

- 2. SHALL include a MIME SDP body in the SIP 200 "Ot€sponse as the SDP answer according to rules and
procedures of [RFC3264] and [RFC2327] with the hMedia Parameters;

- 3. SHALL interact with the User Plane as specifrefOMA-PoC-UP]"User Plane adaptationfor updating the
User Plane with the newly negotiated codecs andidledrameters from the received SDP answer, iPt@
Server is in the Media path and if the received SD&wer includes changes in codecs or Media forordtéedia
Parameters from those earlier accepted;

- 4. SHALL interact with the User Plane as specifirefOMA-PoC-UP]"Participating PoC Function procedures
whendisconnecting from a Medialf the PoC Server is in the Media path and if edi& Stream previously used in
the PoC Session was marked as rejected in theveet8DP answer or if the current Media-floor CohEotity
binding of a Media, that is currently used in th®CPSession and accepted in the SDP answer, if@sime as in
the received SDP answer;

- 5. SHALL interact with the User Plane as specifieflOMA-PoC-UP]"Participating PoC Function procedures
whenconnecting to a Media'f the PoC Server is in the Media path and if a Megftream not previously used in
the PoC Session was accepted in the received S&Reaor if the current Media-floor Control Entitinding of a
Media, that is currently used in the PoC Sessiahamtepted in the SDP answer, is not the sameths ieceived
SDP answer; and;

- 6. SHALL include the PoC Session Identity in a Gahtheader when the On-demand Session is usedelnde
conference URI which identifies Pre-establishedsi®eswhen the Pre-established Session is used;

- 7. SHALL send a SIP 200 "OK" response towards € Elient according to rules and procedures ofIBIEbre.

NOTE 1: In case the Media Streams, the codecdyithita formats or the Media Parameters have beeegetiated for
the PoC Session established within Pre-establiSesdion, they are valid in the Pre-established@eatso
after the PoC Session is released.

Upon receiving a SIP UPDATE request or a SIP redMNB/request from the PoC Client during an on-gdPafC Session a
PoC Server acting as a SIP proxy SHALL act accarttinrules and procedures of [RFC3261] and [RFCH41

NOTE 2: Per [RFC 4412] a PoC Server acting as &Ry authorizes a Resource-Priority header irexdich a SIP
request, and can reject a SIP request with an hodarnéd Resource-Priority header.

Upon receiving SIP final response other than SIP"ZK" the PoC Server SHALL forward the SIP respotsthe PoC
Client according to rules and procedures of SIEitre.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS Session
mechanisms according to rules and procedures d?3TS 24.229] / [3GPP2 X.S0013.4] with the claafions given in
this subclause.

7.3.1.7 SIP SUBSCRIBE request

Upon receiving a SIP SUBSCRIBE request that costai8IP URI corresponding to a PoC Session ownédi®yoC
Server the PoC Server:

- 1. SHOULD check if a Resource-Priority header @duded in the SIP SUBSCRIBE request according lesrand
procedures of [RFC4412], if the 'Official Governmélse' QoE Profile is supported. If included the&CPerver
SHALL:

a) perform actions to authorize the Resource-Ryibeader, as specified in subclause R8E Profiles. If
the Resource-Priority header cannot be authorthed?oC Server SHALL reject the request with a&B
"Forbidden" response with the warning text seli®'<RequestedQoE> QoE Profile not authorized' as
specified in subclause 5.8Varning header, and,
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b) apply preferential treatment to the SIP requessspecified in [RFC4412], and proceed with ttst oé the
steps;

- 2. SHALL perform the Controlling PoC Function a®sified in subclause 7.2.1.11.%ubscribing to Participant
Informatior!, if the Event header of the SIP SUBSCRIBE reqigeset to ‘conference’ according to rules and
procedures of [RFC4575] and do not continue withrest of the steps;

- 3. SHALL perform the Controlling PoC Function a®sified in subclause 7.2.1.30.%ubscription to Dynamic
Group Member Information requésif the Event header of the SIP SUBSCRIBE reqigset to the value
according to rules and proceduresdft-cbus-event

If the PoC Server receives a SIP SUBSCRIBE reghestcontains a PoC Session Identity or PoC Grdeptlty not owned
by this PoC Server, the PoC Server:

- 1. SHALL insert a Record-Route header containitdR identifying its own address, if the PoC Serwamts to
stay on the signalling path;

- 2. SHALL insert a Request-URI by resolving back tbeeived Request-URI to the SIP URI received exGlontact
header from the PoC Server performing the ContrglRoC Function within the SIP 200 "OK" responstht®
initial SIP INVITE request, if the PoC Server idiag as a B2BUA for the PoC Session;

- 3. SHALL check if a Resource-Priority header iduged in the SIP SUBSCRIBE request according tesraind
procedures of [RFC4412], if the 'Official Governmeélse' QoE Profile is supported. If included theCPerver
SHALL:

a) perform actions to authorize the Resource-Ryibeader, as specified in subclause R8E Profiles. If
the Resource-Priority header cannot be authortbed?oC Server SHALL reject the request with a&IB
"Forbidden" response with the warning text seli%'<RequestedQoE> QoE Profile not authorized' as
specified in subclause 5.8Varning header,

b) include a Resource-Priority header set to theeszalue as the one received in the SIP SUBSCRégEeast
received from the PoC Client; and,

c) apply preferential treatment to the SIP requestgpecified in [RFC4412], and proceed with tist oéthe
steps.

- 4. SHALL NOT include a sip.instance feature taghi@ Contact header of the outgoing SIP SUBSCRIRE th
request; and,

- 5. SHALL forward the SIP SUBSCRIBE request towdtus SIP/IP Core.

Upon receiving a SIP final response PoC Server SHidkward the SIP final response along the sigrapath towards the
initiating PoC Client according to rules and praoes of [RFC3261].

When the SIP/IP Core corresponds with 3GPP/3GPR2, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [3GPP TS 24 28GPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.1.8 SIP REFER request received

Upon receiving a SIP REFER request containingé&Rkquest-URI a conference URI that identifieseadatablished
Session owned by this PoC Server, the PoC Server:

- 1. SHALL perform the procedures specified in subs&a7.3.1.5PoC Session Initiation using Pre-established
Sessioh if the "method" parameter in the Refer-to heddeset as "INVITE" or is not present; or

- 2. SHALL perform the procedures specified in substa7.3.1.10.2SIP REFER BYE request from the PoC Client -
Pre-established Session cséthe "method” parameter in the Refer-to headeset as "BYE"; or,

- 3. SHALL perform the procedures specified in substa7.2.1.25FDCFO Proceed requestif the "method"
parameter in the Refer-to header is set to "MESSA&HE a MIME body with the Content-Type
application/vnd.poc.fdcfo+xml body is present ie BIP REFER Request.

Upon receiving a SIP REFER request containing@&Rbequest-URI a SIP URI of a PoC Session not ovgetis PoC
Server, the PoC Server:

- 1. SHALL insert a Record-Route header containia@itn address, if the PoC Server wants to stahen t
signalling path;

- 2. SHALL remove the sip.instance if included in @entact header of the SIP REFER request; and,
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- 3. SHALL forward the SIP REFER request towardsGoatrolling PoC Function according to rules andceaures
of the SIP/IP Core.

Upon receiving a SIP final response to the SIP REFEuest that the PoC Server forwarded, the Po@68HALL
forward the SIP final response along the signgtiath towards the initiating PoC Client accordingules and procedures of
[RFC3261].

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechasis
according to rules and procedures of [SGPP TS 24 2BGPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.1.9 SIP CANCEL request

Upon receiving a SIP CANCEL request from the Poferit] a PoC Server acting as a B2BUA:

- 1. SHALL act as UAS according to rules and proceduf [RFC3261]; and,
- 2. SHALL cancel the SIP INVITE request towards B®C Server performing the Controlling PoC Functeting
as UAC according to rules and procedures of [RFQCB26

When acting as a SIP proxy the rules and procedsepecified in [RFC3261] SHALL be applied.

When the SIP/IP Core corresponds with 3GPP/3GPR, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [TS24.228{zHP2 X.S0013.4] with the clarifications given linstsubclause.

7.3.1.10  SIP BYE request from PoC Client
7.3.1.10.1 SIP BYE request from PoC Client — On-dem and Session case

Upon receiving a SIP BYE request from the PoC Gliba PoC Server acting as a B2BUA:

- 1. SHOULD check if a Resource-Priority header duded in the SIP BYE request according to rules an
procedures of [RFC4412], if the 'Official Governmélse' QoE Profile is supported. If included the&CPerver
SHALL:

a) perform actions to authorize the Resource-Ryibeader, as specified in subclause R8E Profiles. If
the Resource-Priority header cannot be authorthed?oC Server SHALL skip step b and proceed wi¢h t
rest of the steps; and,

b) apply preferential treatment to the SIP requesspecified in [RFC4412], and proceed with tist oé the
steps.

- 2. SHALL generate a SIP 200 "OK" response and #endvards PoC Client according to rules and procesl of
the SIP/IP Core;

- 3. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"Participating PoC Function procedures at
PoC Session releasé&r releasing User Plane resources associated witBlEh&ession with the PoC Client;

- 4. SHALL generate a SIP BYE request;
- 5. SHALL include a Resource-Priority header, acowdo rules and procedures of [RFC4412] set tcstrae
value as the one received in the SIP BYE requégihe PoC Server supports 'Official Government'\@@eE Profile

and a Resource-Priority header was present in t(h&83BE request received from the PoC Client and if
authorization of the Resource-Priority header wasassful in step 1 a);

- 6. SHALL include a Privacy header, according t@suhnd procedures of [RFC3325], with the valudcstte
received SIP request Privacy header value, if the®&y header is included in the received SIP regjue

- 7. SHALL NOT include a sip.instance feature taghi@a Contact header of the outgoing SIP BYE reqzest;
- 8. SHALL send the SIP BYE request towards the Pewe3 performing the Controlling PoC Function acdiog to
rules and procedures of the SIP/IP Core.

Upon receiving a SIP 200 "OK" response to the SYEBequest the PoC Server SHALL interact with theetJPlane as
specified in [OMA-PoC-UPTParticipating PoC Function procedures at PoC Sesgielease'for releasing User Plane
resources associated with the SIP Session witRdl@eServer performing the Controlling PoC Function

When acting as a SIP proxy the rules and procedgaspecified in [RFC3261] SHALL be applied
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NOTE: Per[RFC 4412] a PoC Server acting as a BIRyiran reject a SIP request with an unauthorizesburce-
Priority header.

When the SIP/IP Core corresponds with 3GPP/3GPR, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.1.10.2 SIP REFER BYE request from PoC Client — Pre-established Session case

Upon receiving from the PoC Client a SIP REFER esqwith the method parameter set to value "BYBhaRefer-To
header the PoC Server:

- 1.in case of a PoC Session is established witRireaestablished Session as specified in subcils22.2 PoC
Client initiates an Ad-hoc PoC Group Session arldAeC Sessidnthe PoC Server

a) SHALL perform the procedures as specified inckause 7.2.1.9.2S1P REFER BYE request received when
using a Pre-established SessioRo not continue the rest of the steps.

- 2.in case of a PoC Session is established wittéreBtablished Session, as specified in subcladse .3 PoC
Client initiates a Pre-arranged PoC Group Sessiofoms a Chat PoC Group Sessfolr by sending a TBCP
message to the PoC Client as specified in [OMA-RE]Participating PoC Function procedures at PoC Sessi
initialization", the PoC Server

a) SHOULD check if a Resource-Priority header @duded in the SIP REFER request according to raek
procedures of [RFC4412], if the 'Official Governn&lse' QoE Profile is supported. If included theCPo
Server SHALL:
i. perform actions to authorize the Resource-Ryidreader, as specified in subclause R8E Profiles. If
the Resource-Priority header cannot be authorthed?0C Server SHALL skip step ii and proceed With
rest of the steps; and,
ii. apply preferential treatment to the SIP requastspecified in [RFC4412], and proceed with st of
the steps;

b) SHALL extract from the Refer-To header the Pa@3ston Identity that the PoC Client wants to leave;

c) SHALL generate a final SIP 2xx response to tHeREFER request according to rules and procecdhfres
[RFC3515];

d) SHALL include in the response to the SIP REFE&uest a Supported header with the option tag
'norefersub’ according to rules and procedure®B{Jj4488], if the SIP REFER request was an initil S
request received outside of an existing dialog;

e) SHALL check the presence of the Refer-Sub heafdttie SIP REFER request and if it is presentithds
the value ‘false’ then the PoC Server SHALL includihe response to the SIP REFER request a Reter-S
header set to ‘false' according to rules and proesdf [RFC4488];

f) SHALL send the SIP response to the SIP REFEResttowards the PoC Client according to rules and
procedures of the SIP/IP Core;

g) SHALL generate a SIP BYE request and set thai®&eJRI to the PoC Session Identity;

h) SHALL include a Resource-Priority header, acotgdo the rules and procedures of [RFC4412] sétdo
same value as the one received if the PoC Serpposts 'Official Government Use' QoE Profile and a
Resource-Priority header was present in the SIPEHRERquest received from the PoC Client and if
authorization of the Resource-Priority header wasassful in step 2 a) i;

i) SHALL include a Privacy header, according tcesibind procedures of [RFC3325], with the valuecstite
received SIP request Privacy header value, if thea€y header is included in the received SIP reqjue

j) SHALL NOT include a sip.instance feature taghie Contact header outgoing SIP BYE request;

k) SHALL send the SIP BYE request towards the Qulliig PoC Function according to rules and procedur
of the SIP/IP Core;

1) SHALL upon receiving a SIP 200 "OK" response tioe SIP BYE request interact with the User Plae a
specified in [OMA-PoC-UP] Participating PoC Function procedures at PoC Sessileasé for releasing
User Plane resources towards the Controlling Pa@tran; and,
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m) SHALL generate and send the PoC Client a SIP IR®OTequest(s) as specified in the subclause 7.2.1.
"Generating a SIP NOTIFY request to the SIP REFEfRest based on the progress of the BYE request, if
the Refer-Sub header is not present or it is sétue' in the SIP REFER request.

NOTE: A SIP REFER request according to rules angguiures of [RFC3515] or [RFC5368] is an implicit
subscription to event "refer" in case the Refer-Beader is not present or is set to 'true’.

When the SIP/IP Core corresponds with 3GPP/3GPR, the PoC Client SHALL use 3GPP/3GPP2 IMS mechais
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.1.10.3 Pre-established Session release request  from PoC Client

Upon receiving a SIP BYE request from the PoC Cheithin a Pre-established Session the PoC Server:

- 1. SHOULD check whether there is a PoC Sessiorgubim Pre-established Session. If there is not, the PoC
Server
a) SHALL check if a Resource-Priority header iduded in the SIP BYE request according to the raled
procedures of [RFC4412], if the 'Official Governné&lse' QoE Profile is supported. If included theCPo
Server SHALL:
i. perform actions to authorize the Resource-Ryidreader, as specified in subclause R8E Profiles. If
the Resource-Priority header cannot be authorthed?oC Server SHALL skip step ii and proceed with
rest of the steps; and,
ii. apply preferential treatment to the SIP requastspecified in [RFC4412], and proceed with st of
the steps;
b) SHALL interact with the User Plane as specifieOMA-PoC-UP] "Participating PoC Function
procedures at PoC Session reléafe disconnecting the User Plane resources tosviird PoC Client; and,
¢) SHALL generate and send a SIP 200 "OK" resptmsiee SIP BYE request according to rules and
procedures of the SIP/IP Core.
- 2. SHALL check whether there is a PoC Session usiadPre-established Session and the PoC Sessiontielled
by this PoC Server. If there is then the PoC Server
a) SHALL remove the owner from the PoC Sessiondrfguming the procedures as specified in subclause
7.2.1.9.3 SIP BYE request received within a Pre-establishestisri; and,
b) SHALL generate and send a SIP 200 "OK" resptms$ee SIP BYE request according to rules and
procedures of the SIP/IP Core;
- 3. SHALL check whether there is a PoC Session kslkaent on-going using the Pre-established Sessidrithe
PoC Session is controlled by this PoC Server.dfdhs, the PoC Server:
a) SHALL cancel the request performing the procedas specified in subclause 7.2.1.C@ricel of PoC
Session setup requést
b) SHALL generate and send a SIP 200 "OK" resptms$ee SIP BYE request according to rules and
procedures of the SIP/IP Core; and,
¢) SHALL release the PoC Session as specifieddrstibclause 7.2.2./Removal of Participant from PoC
Sessioh if a SIP 2xx response for the SIP INVITE requiesteceived from an Invited PoC Client;
- 4. SHALL check whether there is a PoC Session kstahent on-going using the Pre-established Sessidrthe
PoC Session is controlled by another PoC Servénelt is, the PoC Server:
a) SHALL cancel the request performing the procedgas specified in subclause 7.3.5%'CANCEL
request;
b) SHALL generate and send a SIP 200 "OK" resptms$ee SIP BYE request according to rules and
procedures of the SIP/IP Core; and,
c) SHALL release the PoC Session as specifieddrstibclause 7.3.1.10.8IP BYE request from PoC Client
— On-demand Session casiéa SIP 2xx response for the SIP INVITE requesteceived from PoC Server
performing the Controlling PoC Function;

- 5. SHALL check whether there is a PoC Session usiaedPre-established Session, but is not contraleithis PoC
Server. If there is, then the PoC Server
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a) SHALL generate a SIP BYE request and set thei&stegJRI to the PoC Session Identity;

b) SHALL include a Resource-Priority header, acoggdo the rules and procedures of [RFC4412] sétéo
same value if the PoC Server supports 'Official @oment Use' QoE Profile and a Resource-Prioriadbe
was present in the SIP BYE request received fraPhC Client and if authorization of the ResourderRy
header was successful in step 1 a) i;

¢) SHALL include a Privacy header, according tesuhnd procedures of [RFC3325], with the valuacstite
received SIP request Privacy header value, if the€y header is included in the received SIP reqjue

d) SHALL NOT include a sip.instance feature taghie Contact header of the outgoing SIP BYE request;

e) SHALL send the SIP BYE request towards the @iling PoC Function according to the procedurethef
SIP/IP Core.

Upon receiving a SIP 200 "OK" response from thet@iling PoC Function as a response to the SIP Batitiest, the PoC
Server:

- 1. SHALL interact with the User Plane as specifrefOMA-PoC-UP]"Participating PoC Function procedures at
PoC Session releas&r releasing User Plane resources towards the CangdtoC Function;

- 2. SHALL interact with the User Plane as specifirefOMA-PoC-UP]"Participating PoC Function procedures at
PoC Session releasédr releasing User Plane resources towards the@ig@t; and,

- 3. SHALL send a SIP 200 "OK" response to the Po€ntl

When the SIP/IP Core corresponds with 3GPP/3GPR2, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.1.11  Group Advertisement request

Upon receiving a SIP MESSAGE request containingXb€ feature tag '+g.poc.groupad' in the Acceptt&zrheader field
the PoC Server:

- 1. SHALL reject the SIP MESSAGE request with a 8B "Forbidden” response with the warning textgéi21
Function not allowed due to <detailed reason>pasified in subclause 5.6Varning heade, if Group
Advertisement is not supported by the PoC Servidre@vise, continue with the rest of the steps

- 2. SHALL return a SIP 403 "Forbidden" response \lign warning text set to '119 Anonymity not allowasl
specified in subclause 5.8Varning heade, if anonymity is requested. Otherwise, contintthwhe rest of the
steps;

- 3. SHALL perform actions to verify the Authenticdt®riginator's PoC Address of the PoC User andaaizth the
request according to local policy, and if not auited the PoC Server SHALL return a SIP 403 "Failbid'
response with the warning text set to '121 Funatioinallowed due to <detailed reason>' as spedifiedibclause
5.6 "Warning headér Otherwise, continue with the rest of the steps;

- 4. SHALL continue as specified in subclause 7.2 1Group Advertisement requésif the Request-URI contains a
SIP URI corresponding to the Exploder URI knowntly PoC Server. Otherwise, continue with the folfanstep;

- 5. SHALL check the total size of text content ie tBubject header, if Included Text Content is sujgploby the
PoC Server and if Subject header is included, fitebitotal size exceeds a configurable max sizeoxe the text
content;

- 6. SHALL perform the following actions, if Includédedia Content is supported by the PoC Server tmdia
content is included in one or more MIME bodies:

a) authorize the Media Type of the media contemliMIME bodies using a Service Provider conficdulea
setting and if at least one Media Type was nowald, based on a Service Provider Policy either,
i. send a SIP 415 "Unsupported Media Type", theBI®"Unsupported Media Type" response SHALL
include:
1) the Accept header with the acceptable Media 3ypat the PoC Server would accept according to
rules and procedures of [RFC3261]; or,
2) the Accept-Encoding header with the encodingtds that the PoC Server would accept according
to rules and procedures of [RFC3261]; or,

3) both
and do not continue with the rest of the steps; or,
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ii. remove the MIME bodies containing the mediatenn that is not allowed.

b) Check the total size of all MIME bodies contamimedia content and if the total size exceeds a
configurable max size, based on a Service ProRdécy either,

i. send a SIP 413 "Request Entity Too Large" resp@nd do not continue with the rest of the steps;
ii. remove all MIME bodies containing media content

- 7. MAY remove the Subject header;

- 8. MAY remove the Call-Info header; and,

NOTE: The reason for removing the Subject headértla@m reason for removing the Call-Info header tmay local
policy in the PoC Server.

- 9. SHALL forward the SIP MESSAGE request to the/BRCore.

Upon receiving SIP 415 "Unsupported Media Typepoese for the SIP MESSAGE request and if the ootgpted MIME
type is "vnd.poc.group-advertisement+xml”, the FB#Zver SHOULD re-perform actions described in shisclause only
including the MIME bodies indicated in the SIP 4Unsupported Media Type" response.

Upon receiving other SIP final response the Po@eSeSHALL forward the SIP final response accordingules and
procedures of [RFC3261].

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechasis
according to rules and procedures of [3GPP TS 24 28GPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.1.12  Simultaneous PoC Session control procedure s

7.3.1.12.1 General

NOTEL: This subclause provides common procedunestfer subclauses and is not meant to be applikess
referenced.

The support of Simultaneous PoC Sessions is optfonthe PoC Server. The following procedureshiis subclause are
only applicable when the PoC Server supports Sanathus PoC Sessions. In the following subclaudgsSimultaneous
PoC Sessions specific details are described, e atetails are specified in subclauses 7.3 Rr2-established Sessign
7.3.1.3 Pre-established Session modificatigri&3.1.4 PoC Session establishment or rejoin using On-densasdiohand
7.3.1.6 PoC Session modificatichs

NOTE 2: The impact when more than one PoC Cliestt®en registered using the same PoC Addressdsimibin
subclause 7.3.4.2.6fmultaneous PoC Session Support sétting

7.3.1.12.2 PoC Session priority request

Upon receiving a SIP INVITE or SIP UPDATE or SIRINVITE request containing the PoC Session priopigyameter as
specified in E.3.1Media Burst Control Protocol MIME registratiorii the SDP offer the PoC Server:

- 1. SHALL validate that the PoC Session prioritytie SDP offer is acceptable to PoC Server andtifeject the
request with a SIP 488 "Not Acceptable Here" respo@therwise, continue with the rest of the steps;

- 2. SHALL check the PoC Session priority parametencluded in the SDP offer;

a) if the PoC Session priority parameter "poc_g@dsrity” is 0 or no "poc_sess_priority” is inclutland the
local policy allows then the PoC Server SHALL set PoC Session priority to secondary, perform ploces
specified in [OMA-PoC-UP] Simultaneous PoC Session state diagram — per Usar

b) if the PoC Session priority value "poc_sess rjiyibis 1 and the local policy allows then the PS€rver
SHALL set the PoC Session priority to primary andwere that all other PoC Sessions have the segondar
priority, and perform procedures specified in [ONPAC-UP] 'Simultaneous PoC Session state diagram — per
User".

- 3. SHALL remove the PoC Session priority paramitéhe SDP payload when the request is forwarded to
Controlling PoC Function and the PoC Server suppo@ Session priority;
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- 4. SHALL generate a SIP 200 "OK" response contgimimn SDP answer that indicates the selected priorit
parameter according to rules and procedures of fRBT] and [RFC3264]; and,

- 5. SHALL send the SIP 200 "OK" response to the IBIRore along the signalling path.

NOTE 1: The PoC Server performing Participating FFa@ction if not recognizing a parameter will igadtrand pass it
towards PoC Server performing the Controlling Pa@dtion. The PoC Server SHALL set the PoC Session
priority by default to secondary if the PoC Cliglaies not indicate the priority in the request.

NOTE 2: Only one PoC Session can be set a Prima@y$ession at the given time.

When the SIP/IP Core corresponds with 3GPP/3GPR2, tlve PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.1.12.3 PoC Session locking request

Upon receiving a SIP INVITE or SIP UPDATE or SIRINVITE request containing the PoC Session lockpagameter in
the SDP offer as specified in E.3/4édia Burst Control Protocol MIME registrationthe PoC Server:

- 1. SHALL validate that the PoC Session lockinghie EDP offer are acceptable to the PoC Serverfarad reject
the request with a SIP 488 "Not Acceptable Herspoase. Otherwise, continue with the rest of tapsst
- 2. SHALL check the PoC Session locking parametec"dock" if included in the SDP offer;

a) if the PoC Session locking parameter "poc_lagK'then the PoC Server SHALL set the PoC Session
locked and perform procedures as specified in [ORBAC-UP] 'Simultaneous PoC Session state diagram —
per Usef; or,

b) if the PoC Session locking parameter "poc_laskJ or no "poc_lock" parameter is included themBoC
Server SHALL set the PoC Session unlocked and perfsocedures as specified in [OMA-PoC-UP]
"Simultaneous PoC Session state diagram — per'User
- 3. SHALL NOT include a sip.instance feature in @e@ntact header of the SIP request;
- 4. SHALL remove the PoC Session locking paramgiec"lock" in the SDP payload when the SIP request i
forwarded to the PoC Server performing the CoritrglPoC Function and the PoC Server supports PeSi@e
locking.

- 5. SHALL generate a SIP 200 "OK" response contgitliire SDP answer that indicates the selected Igckin
parameter according to rules and procedures of PRBBT] and [RFC3264]; and,

6. SHALL send the SIP 200 "OK" response to the IBIRore along the signaling path.

NOTE 1: The PoC Server performing the Participafa@ Function if not recognizing a parameter vgtiore it and
pass it towards the PoC Server performing the ©timg PoC Function.

NOTE 2: Only one PoC Session can be set lockdueagitzen time.

When the SIP/IP Core corresponds with 3GPP/3GPR, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.1.13 SIP Session timer expiry

On expiry of the SIP Session timer and if the Pe®/&r acts as a B2BUA the PoC Server:
- 1. SHALL interact with the User Plane as specifieflOMA-PoC-UP]"Participating PoC Function procedures at
PoC Session release”;
2. SHALL generate a SIP REFER request accordimglés and procedures of [RFC3515];
3. SHALL set the Request-URI of the SIP REFER rstjteethe PoC Session Identity of an ongoing Po3iBa;

4. SHALL set the Refer-To header of the SIP REF&diest to the PoC Address of the PoC User at tBeCHient,
whose SIP Session timer has expired;

5. SHALL include the "method" parameter with théuwa"BYE" in the Refer-To header;
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6. SHALL include the following according to rulesdaprocedures of [RFC4488]:

a) the option tag 'norefersub’ in the Require heaudwl,

b) the value 'false' in the Refer-Sub header.
7. SHOULD include a Resource-Priority header adogrtb rules and procedures of [RFC4412], if thB Skession
timer expired PoC Client is allowed to use theitdf Government Use' QoE Profile and the 'Offickavernment
Use' QoE Profile was used at the PoC Sessiontioitiaf included, the value of the Resource-Ptiphieader
SHALL be equal to the level of priority used at #h@C Session initiation, as specified in subcl&u8eQoE
Profiles'; the Resource-Priority header is included asabeof the REFER request as well as a Refer-to URI
parameter;
8. SHALL NOT include a sip.instance feature taghi@ Contact header in the outgoing SIP REFER repaed,

9. SHALL send the SIP REFER request towards the $&@er within the existing dialog according tcesibnd
procedures of the SIP/IP Core.

Upon receiving a SIP 2xx response to the SIP REFgRest with the method parameter set to value "BiEhe Refer-To
header from the PoC Server performing Controllio@FFunction the PoC Server SHALL interact with teer Plane as
specified in [OMA-PoC-UP]Participating PoC Function procedures at PoC Sesgielease'for releasing User Plane
resources towards the PoC Server performing ther@bng PoC Function.

When the SIP/IP Core corresponds with 3GPP/3GPR2, the PoC Server SHALL use 3GPP/3GPP2 IMS Session
mechanisms according to rules and procedures d?3TS 24.229] / [3GPP2 X.S0013.4] with the claafions given in
this subclause.

7.3.1.14 PoC Service Setting procedure

Upon receiving a SIP PUBLISH request the PoC Server

1. SHALL check whether the Event header includdsesgoc-settings' and if not included the PoC 8eBHALL
return a SIP 489 "Bad event" response. Otherwimdjrtue with the rest of the steps;

2. SHALL perform actions to verify the Authenticdt®riginator's PoC Address of the PoC Client artti@ire the
request according to local policy, and if not auvithed the PoC Server SHALL return a SIP 403 "Failbid'
response with the warning text set to '121 Funatiotnallowed due to <detailed reason>' as spedifiedibclause
5.6"Warning header!" Otherwise, continue with the rest of the steps;

3. SHALL check if the Authenticated Originator's dxdss is registered by the PoC Client as spedifi¢ie
subclause 5.7APoC Session associatioahd if that is the case continue with the reshefdteps;

4. SHOULD check if a Resource-Priority header @uded in the SIP PUBLISH request according torthes and
procedures of [RFC4412], if the 'Official Governmeélse' QoE Profile is supported. If included theCPerver
SHALL:

a) perform actions to authorize the Resource-Ryibeader, as specified in subclause R8E Profiles. If
the Resource-Priority header cannot be authortbed?0oC Server SHALL reject the request with a &R
"Forbidden" response with the warning text seli%'<RequestedQoE> QoE Profile not authorized' as
specified in subclause 5.8Varning heade?, and,

b) apply preferential treatment to the SIP requessspecified in [RFC4412], and proceed with ttst oé the
steps.

5. SHALL process the SIP PUBLISH request accordingiles and procedures of [RFC3903] and if praogssf
the SIP request was not successful, do not contiithethe rest of the steps;

6. SHALL cache the received PoC Service Setting BoC Service Settings expiration timer is exgies
specified in subclause 5.7/#8C Session associatign"

NOTE: The PoC Service Settings are listed in susea®.1.2 PoC Service Settings procedure

7. SHALL use the following default values for tr@léwing optional PoC Service Settings, if not uéd in the
received SIP PUBLISH request.

a) The default value of Invited Parties Identitjoimation Mode is ‘false’;
b) The default value of Included Media Content iRequest Support is ‘false’;
¢) The default value of Referenced Media Conterat Request Support is 'false’;
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d) The default value of Text Content in a Requegip®rt is 'false’;
e) The default value of PoC Box use setting is IUimg';
f) The default value of Privacy value as specifiefRFC3323] and [RFC3325] is 'none’;
g) The default value of Incoming Condition BaseRsession Barring User setting is'none’;
h) The default value of Outgoing Condition Base€RBession Barring User setting is 'none’;
i) The default value of Incoming Media Content Bagrsetting is 'not active'; and.

- j) The default value of Incoming Media Stream Bagrsetting is 'not active'.

8. SHALL generate a SIP 200 "OK" response accortbngles and procedures of [RFC3261];

9. SHALL include a Server header to indicate theORbC release version of the PoC Server as spédifie
subclause E.4.1Release version in User-agent and Server hedders

- 10. SHALL send SIP 200 "OK" response to the SIP BI3BI request and,
- SHALL cache the PoC Service Settings as specifieibclause 7.3.4.2P0C Service Settings
When the SIP/IP Core corresponds with 3GPP/3GPR, the PoC Server SHALL use 3GPP/3GPP2 IMS session

mechanisms according to rules and procedures d?3TS 24.229] / [3GPP2 X.PS0013.4] with the cleaiiions given in
this subclause.

7.3.1.15 PoC Session release from User Plane

Upon receiving a PoC Session release request fierdser Plane as specified in [OMA-PoC-UREteive MBCP Media
Burst Acknowledgement message (R: MB_"Aak)T15 (Connect message re-transmit) timer fired Negiror "Receive PoC
Session release indication from PoC Client (R: FRESsion release from PoC Clienthe PoC Server:

- 1. SHALL remove the Participant referred by Userrfel from the PoC Session by performing the proesdas
specified in subclause 7.3.2.613aving a PoC Session when using Pre-establishesidt

- 2. SHALL check the PoC Session release policy asied in subclause 7.2.1.1B3C Session release polignd
if the applied release policy requires that the B@Ssion is released perform for each ParticipititsoPoC
Session (except for the owner of the Pre-estaldi§ession) the procedures specified in subcla@s2.Z.'Removal
of Participant from PoC Sessign

- 3. SHALL terminate the subscription to the Dynaf@C Group member information and indicate it teated
according to rules and procedures of [RFC3265]éfsubscription is ongoing for the PoC Session ifitide PoC
Session is released according to the applied melealicy and if the release request is receive@fdynamic PoC
Group Session;

- 4. SHALL generate a notification of the currentstaf the PoC Session to the PoC Client(s), whaketsubscribed
to the conference state event package, as sperifeclause 7.2.1.11"%Benerating a SIP NOTIFY requést

- 5. SHALL check the subscription termination polay specified in subclause 7.2.1.11T&rmination of
subscriptiofi and if the subscription termination policy reasrthat subscriptions are to be terminated for €ax¢h
Client (except the owner of the Pre-establishegiSa}terminate the existing subscription to thefecence state
event package; and,

- 6. SHALL send the SIP NOTIFY request to the Po@®lis) according to rules and procedures of thdSiBore.
When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS meadmanis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.1.16 Discrete Media request

Upon receiving a SIP MESSAGE request not contaiaifiME body of the MIME Type application/vnd.padcfo+xml or
not containing a Content Disposition value "relaither

- 1. outside the SIP dialog used for a PoC Sessintaitong the PoC feature tag '+g.poc.discreteméuitfe Accept-
Contact header field ; or,

- 2.inside the SIP dialog used for the PoC Session,
and the PoC Session Identity in the Request-URbnoted by this PoC Server, the PoC Server actirBRasJA:

- 1. SHALL generate the SIP MESSAGE request as dpddii [OMA_IM_TS_EndorsementReceiving SIP
MESSAGE request for Pager mtde
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- 2. SHALL include in the Accept-Contact header tl€Reature tag '+g.poc.discretemedia’ accordingles and
procedures of [RFC3841], if to be sent outsideSHe dialog used for the PoC Session;

- 3. SHALL send the SIP MESSAGE request to the SIRtHRe as specified in [OMA_IM_TS_Endorsement]
"Receiving SIP MESSAGE request for Pager thode

Upon receiving a SIP MESSAGE request containing?b€ feature tag '+g.poc.discretemedia’ in the pieGontact header
field and the PoC Session Identity in the Requdstibt owned by this PoC Server, the PoC Servéngets proxy:

- 1. SHALL check the SIP MESSAGE request as specifig®@MA_IM_TS_Endorsement]Receiving SIP
MESSAGE request for Pager mbde
- 2. SHALL forward the SIP MESSAGE request accordmgules and procedures of [RFC3261].

NOTE: Responses for the SIP MESSAGE requests a@ided in [OMA_IM_TS_EndorsementiRéceiving SIP
MESSAGE request for Pager mbde

When the SIP/IP Core corresponds with 3GPP/3GPR, the PoC Server SHALL use 3GPP/3GPP2 IMS medaimanis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.1.17 FDCFO Proceed request

Upon receiving a SIP MESSAGE request inside thedsd®g used for the PoC Session with a MIME boflthe MIME
Type application/vnd.poc.fdcfo+xml and an identitythe Request-URI not owned by this PoC Server RbC Server:
- 1. SHALL generate the SIP MESSAGE request accorttingles and procedures of [RFC3428];
- 2. SHALL include the Privacy header with the vali if privacy is requested,;

- 3. SHALL include the MIME application/vnd.poc.fdefeml body received in the incoming SIP MESSAGE
request; and,

- 4. SHALL send the SIP MESSAGE request to the SIEtRe inside the SIP dialog used for the PoC Sessio
according to rules and procedures of SIP/ IP Core.

Upon receiving a SIP final response other thanZxfinal response the PoC Server SHALL forward $te final response
along the signalling path towards the originatimgCFClient according to rules and procedures of [BE&1].

Upon receiving a SIP 2xx final response the Po@eer
- 1. SHALL generate a SIP final response of the sstatels code as the received SIP response accaodintgs and
procedures of [RFC3428]; and,
- 2. SHALL forward the SIP final response along tlgmalling path towards the originating PoC Clieatarding to
rules and procedures of [RFC3261].

When the SIP/IP Core corresponds with 3GPP/3GPR2, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [TS24.229{FHP2 X.S0013.4] with the clarifications given lirstsubclause.

7.3.1.18 Querying for capabilities

Upon receiving a SIP OPTIONS request containinggquest-URI with a Conference-Factory-URI ownedtiy PoC
Server, the PoC Server:

- 1. SHALL handle the SIP OPTIONS request as an BNATE request as specified in the subclause 7.3RoLC
Session establishment or rejoin using On-demansi@€snodified as follows:

a) any procedure checking the offered Media Typ#ered the Media-floor Control Entities or the erféd
Media-floor Control Entity bindings are executedfas MIME SDP body containing MBCP with bound PoC
Speech was received;

b) the interactions with the User Plane are ndiopered,;

c) the SIP OPTIONS request does not establish aS&sSion; and,

d) the subclause 7.2.1.2Q@Uerying for capabilitiesis invoked instead of the subclause 7.2.A8-hoc PoC
Group and 1-1 PoC Session setup request

Upon receiving a SIP OPTIONS request containingquest-URI not owned by this PoC Server, the Pa@eBe
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- 1. SHALL handle the SIP OPTIONS request as an BNATE request as specified in the subclause 7.3RoC
Session establishment or rejoin using On-demansi@g€snodified as follows:

a) any procedure checking the offered Media Typ#ered the Media-floor Control Entities or the erféd
Media-floor Control Entity bindings are executedfas MIME SDP body containing MBCP with bound PoC
Speech was received;

b) the interactions with the User Plane are ndiopered,;
c) the SIP OPTIONS request is sent instead of IRASVITE request;
d) the SIP OPTIONS request does not establish a3&sSion; and,

e) if the SIP 200 "OK" response is generated dritleiPoC Server acts as B2BUA, the PoC Server
additionally:

i. SHOULD include in the SIP response an Allow teradith the supported SIP methods according tasrule
and procedures of [RFC3261];

ii. SHOULD include in the SIP response an Accepdes with the supported MIME body Media Types
according to rules and procedures of [RFC3261];

iii. SHOULD include in the SIP response an Accept@ding header with the supported encoding formats
according to rules and procedures of [RFC3261];

iv. SHOULD copy into the SIP response the Acceptdieage header from the received 200 "OK" SIP
response according to rules and procedures of [REQ3

v. SHOULD copy into the SIP response the Suppdrestier from the received 200 "OK" SIP response
according to rules and procedures of [RFC3261];

vi. SHALL either
1. remove the Contact header from the SIP response; or

2. replace the Contact header value in the SIP regpwitks the Contact header value and
feature tags of the received SIP response accotdindes and procedures of [RFC3261];or,

3. replace a Contact header according to rules armbduwes of [RFC3261] based on the
Contact header of the incoming SIP response ankbtaé policy of the PoC Server.

vii. SHALL either
1. remove the MIME SDP body from the SIP response; or,

2. replace the MIME SDP body in the SIP response thihMIME SDP body of the received
SIP response to rules and procedures of [RFC326,1];

3. replace the MIME SDP body according to rules aratedures of [RFC3261] based on the
content of the MIME SDP body of the received Sigpmnse and the PoC Server's local

policy.

NOTE 1: The PoC Server does not include a sipistdeature tag in the Contact header of the SIPIORS request.

NOTE 2: The MIME SDP body included in the SIP 2QX" response to the SIP OPTIONS request is n@R2R
answer.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, thk PoC Server SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armedrwes of [3GPP TS 24.229] / [3GPP2 X.S0013.4j e
clarifications given in this subclause.

7.3.1.19  SIP INFO request received

Upon receipt of a SIP INFO request during an ongg®nC Session from the PoC Client with a Prioritpdier either set to
“crisisevent" or set to "normal” a PoC Server suppg PoC Session Control for Crisis Handling anting as a B2BUA:

- 1. SHALL generate a SIP INFO request accordingitesrand procedures of [RFC2976];

- 2. SHALL include the Priority header received ie thcoming SIP request in the outgoing SIP request;

- 3. SHALL NOT include a sip.instance feature taghi@ Contact header of the SIP INFO request; and,
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- 4. SHALL send the SIP INFO request to the SIP/IlPeGcording to rules and procedures of SIP/IP Core

NOTE: A PoC Server acting as a proxy will forwahne $SIP INFO request according to rules and proesdof
[RFC2976] independent on if PoC Session ControCliesis Handling is supported or not.

7.3.1.20 EMCS Retrieval request

Upon receiving a SIP MESSAGE request inside a 883isn used for a PoC Session containing a MIMEy laod a
Content Disposition value "relay" as describeduhdause 5.1EMCS Retrievdl| the PoC Server acting as B2BUA:

- 1. SHALL generate the SIP MESSAGE request accorttingles and procedures of [RFC3428];

- 2. SHALL include the MIME body received in the imimg SIP MESSAGE request in the outgoing SIP regues

- 3. SHALL include a Content-Disposition with the wal"relay";

- 4. SHALL include an Accept header with "messagees|-body";

- 5. MAY include the 'emcs-rf' parameter in the GuttDisposition header as specified in the subel&.g.1
"Relay Value and EMCS-RF Paramétetith another reference to the Media if the refieexd Media is not
available from the network and if the PoC Servepsuts the External Media Content Server Retri€uaction;
and,

- 6. SHALL send the SIP MESSAGE request towards thet©lling PoC Function according to rules and
procedures of the SIP/IP Core.

Upon receiving a SIP MESSAGE request inside a 8#3isn used for a PoC Session containing the PatGréetag
'+g.poc.discretemedia’ in the Accept-Contact hefidiel and the PoC Session Identity in the RequHst-not owned by this
PoC Server, the PoC Server acting as proxy:

- 1. SHALL remove the 'emcs-rf' parameter in the @ot¥Disposition header if included in the Conteiggdsition
header;

- 2. MAY include the 'emcs-rf' parameter in the @GmttDisposition header as specified in the subel&.g.1
"Relay Value and EMCS-RF Paramétetith another reference to the Media if the refieexd Media is is not
available in the network of the local PoC Servem®necessary according to local Service Proyidkciesnot
available from the network and if the PoC Servepsuts the External Media Content Server Retri€uaction;
and,

- 3. SHALL forward the SIP MESSAGE request accordmgules and procedures of [RFC3261].

Upon receiving a SIP final response to the SIP M&SE request the SIP final response SHALL be fonedrdccording to
[RFC3261].

When the SIP/IP Core corresponds with 3GPP/3GPR, tlve PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.2 Requests terminated by the served PoC User
7.3.2a Backward compatibility

When PoC Server performing Participating PoC Fancin the terminating PoC Network sends a SIP retqeevards the
terminating PoC Clients, the PoC Server SHALL perfohe actions according to the [OMA-PoC-1-CREfuests
terminated by the served PoC Usef the User-Agent header received from the texating PoC Client, when setting the
PoC Service Settings, indicates the support ontiiedPoC 1.0 specifications.

When PoC Server performing Participating PoC Fancin the terminating PoC Network sends a SIP retquevards the
terminating PoC Clients, the PoC Server SHALL perfohe actions according to the [OMA-PoC-2-CREuests
terminated by the served PoC Usef the User-Agent header received from the texating PoC Client, when setting the
PoC Service Settings, indicates the support ontiiedPoC 2.0 specifications.

The PoC Server performing Participating PoC Fumc86lALL indicate in the Server header the OMA Pefgase version
supported by the Invited PoC Client, when sendiliyr8sponses back to the PoC Server performingr@lng PoC
Function.

[0 2009 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-PoC_ControlPlane-V2_1-20091222-C Page 218 (760)

When the SIP/IP Core corresponds with 3GPP/3GPR, the PoC Server SHALL use 3GPP/3GPP2 IMS medimanis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.2.1 General

NOTE 1: This subclause provides common procedunesther subclauses and is not meant to be appfikts
referenced.

The PoC Server SHALL generate an initial SIP INVIfEguest according to rules and procedures of [RBCBwith the
clarifications in this subclause.

The PoC Server
- 1. SHALL include value 'id" in a Privacy header@cting to rules and procedures of [RFC3325] if gmoity is
requested with the Privacy header containing theidg

- 2. SHALL include in the SIP INVITE request all AgteContact header with their feature tags and their
corresponding values along with any parametersrdompto rules and procedures of [RFC3841] if inled in the
incoming SIP INVITE request;

- 3. SHALL include in the SIP INVITE request all RefeContact headers with their feature tags and thei
corresponding value along with an parameters agugitd rules and procedures of [RFC3841] if incldidie

- 4. SHALL include a User-Agent header to indicate @MA PoC release version of the PoC Server asfiggbmn
subclause E.4.1Release version in User-agent and Server hedders

- 5. SHOULD include the Session-Expires header adugt rules and procedures of [RFC402&eherating an
Initial Session Refresh Requesthe "refresher” parameter SHALL be omitted.

- 6. SHALL include the option tag 'timer' in the Sopyed header;
- 7. SHALL include the option tag 'norefersub’ inugpBorted header;

- 8. SHOULD include the Allow header with the SIP hwats supported in this SIP dialog according tosraled
procedures of [RFC3261];

9. SHALL include a Contact header as follows:

a) a SIP URI constructed such that the PoC Seareatso resolve it back to the original SIP URIvided in
the SIP INVITE request by the Controlling PoC Fimrtt

b) include the PoC feature tag '+g.poc.talkburst';
c¢) include the feature tag 'isfocus’;
d) include the PoC feature tag '+g.poc.discreteaigdlincluded in the incoming SIP request;

e) include the Session Type uri-parameter provideéde SIP INVITE request by the Controlling PoC
Function; and,

f) include any other uri-parameter provided in @antact header of the incoming SIP INVITE requestiz
Controlling PoC Function.

- 10. SHALL include the Authenticated Originator'sdPAddress, along with any possible uri-paramefegdeived
in the incoming SIP INVITE request;

- 11. SHALL include the Nick Name as specified indahse 5.4 Nick Namé&.

NOTE 2: The use of the option tag ‘preconditios'specified in [RFC3312] and the option tag '100&al specified in
[RFC3262] is not defined in the POC-1 referencenpoi

- 12. SHALL include the MIME message/sipfrag bodynfrthe received SIP request, if the MIME messagiésip
body indicating the Inviting PoC Client compliamilpto the OMA PoC version 1.0 specification wagliged in
the received SIP INVITE request and the regiondl @ational regulations require that the InvitingCPdser is
informed about recording before being recordedthadSIP INVITE request is being sent to the NW Bag;

- 13. SHALL include a Reject-Contact header the featags '+g.poc.talkburst', 'sip.automata’ anddstpr' with the
value of 'principal' and 'sip.description' with tvedue "poc recording device" along with 'requéaed 'explicit, if the
MIME message/sipfrag body indicating the Inviting@Client compliant only to the OMA PoC version 1.0
specification was included in the received SIP INKIrequest and the regional and national regulatiequire that

[0 2009 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-PoC_ControlPlane-V2_1-20091222-C Page 219 (760)

the Inviting PoC User is informed about recordimgdoe being recorded and the SIP INVITE requebgeiag sent
to the PoC Client;

NOTE 3: The inclusion of the Reject-Contact heafesures that the Invited PoC Client cannot pasP ¢t Session

invitation to the collocated UE PoC Box.

14. SHALL include MIME bodies and associated Cotieisposition headers specified in subclause 23%4.
"Included Media Content in a Request Support séttihghcluded Media Content is supported by theCPerver;

15. SHALL include the Subject header received asifipd in subclause 7.3.4.2.8ext Content in a Request
Support if Text Content is supported by the PoC Server;

16. SHALL include the Alert-Info header and thel@afo header as specified in subclause 7.3.4.Raférenced
Media Content in a Request Support settiifgReferenced Media Content is support by th€ Berver;

17. SHALL include a Resource-Priority header acogydo rules and procedures of [RFC4412] that éntital to
the one in the incoming SIP INVITE request, if #@C Server supports 'Official Government Use' Qoile and
if a Resource-Priority header is included in theereed SIP INVITE;

18. SHALL include the Priority header receivedhie incoming SIP request if it was included in theoming SIP
request and if the PoC Server supports PoC Se€sintrol for Crisis Handling;

19. MAY add or replace Text Content in Subject legad SIP INVITE request according to rules andceatures in
[RFC3261] and allow Media Content handling in "AdléVledia-Content-Handling" as specified in user asce
policy defined by the Subscriber and stored inRbcy XDMS and as specified in subclause 7.3.4 Zet
Content in a Request Support setting

20. MAY add or replace a reference to media coritetite Alert-Info header or in the Call-Info heade both in
SIP INVITE request according to rules and proceslimndRFC3261] and allow Media Content handlingAtlow-
Media-Content-Handling" as specified inuser acpesdisy defined by the Subscriber and stored inRbkcy
XDMS and as specified in subclause 7.3.4.Re&férenced Media Content in a Request Supporhgettind,

21. SHALL include Reject-Contact headers as spatifi subclause 7.3.Multiple PoC Client$.

When sending a SIP provisional responses otherttieaB8IP 100 "Trying" response to the SIP INVITHuest, the PoC

Server:

1. SHALL generate the SIP provisional response r@ieg to rules and procedures of [RFC3261];

2. SHALL include a Server header with the OMA Pease version of the PoC Server as specifieddolause
E.4.1 'Release version in User-agent and Server hedders

3. SHOULD include the Allow header with the SIP huts supported in this SIP dialog according tosraled
procedures of [RFC3261], if not previously sendiiprovisional response for this dialog;

4. SHALL include a Contact header with a SIP URIntifying this PoC Server and the PoC feature tag
'+g.poc.talkburst' if not previously sent in a gedenal response for this dialog;

5. SHALL include into the Contact header the featiaig '+g.poc.discretemedia’, if included in thet@ot header of
the incoming received SIP response;

6. SHALL copy into the Contact header the featagst+g.poc.dispatcher’, 'sip.automata’, 'sip.actod
'sip.description’ with their corresponding valtiany of these are included in the Contact heaflercoming
received SIP response;

7. SHALL include as the URI in the AuthenticateddgDrator's PoC Address in the outgoing SIP provialo
response either

a) the URI contained in the Authenticated Originat®oC Address received in the incoming SIP prona
response in the case of an On-demand Sessionigistabht; or

b) the URI stored from the Request-URI receivethmincoming SIP INVITE request in the case of e-Pr
established Session establishment.

8. SHALL include the Nick Name as specified in dabse 5.4 Nick Namé;
9. SHALL include a Privacy header as specifiedubclause 7.3.4.2.1®tivacy setting;

NOTE 4: If the Privacy PoC Service Settings is sedtat all, the Privacy header is not includedhindase of Automatic

Answer Mode and an On-demand Session.
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11. SHALL include the warning text set to '108 Medontent in INVITE discarded' as specified in dabse 5.6
"Warning headey, if at least one MIME body containing media conteras removed as specified in subclause
7.3.2.2 'PoC Session invitation requégtnot previously sent in a provisional respoffigethis SIP dialog;

12. SHALL include the warning text set to '108 Medontent in INVITE discarded' as specified in dabse 5.6
"Warning headey, if the Subject header was removed as specifisdliclause 7.3.2.226C Session invitation
request if not previously sent in a provisional respofisethis SIP dialog;

13. SHALL include the warning text set to '108 Medbntent in INVITE discarded' as specified in dabse 5.6
"Warning headey, if the Alert-Info header or Call-Info header wasnoved as specified in subclause 7.3.P@C
Session invitation requésdt not previously sent in a provisional respofigethis SIP dialog; and,

14. SHALL NOT include a sip.instance feature taghi@ outgoing SIP response.

NOTE 5: A maximum of three Warning headers camiskided, one for Included Media Content, one fofeRenced

Media Content and one for Text Content.

When sending a SIP 200 "OK" response to the SIPITEVfequest the PoC Server

1. SHALL generate the SIP 200 "OK" response acogrth rules and procedures of [RFC3261] and [RFQB26

2. SHALL include as the URI in the AuthenticateddDrator's PoC Address in the outgoing SIP 200 "@&ponse
either
a) the URI contained in the Authenticated Originat®oC Address received in the incoming SIP 2000
response in the case of an On-demand Sessionigistabht; or

b) the URI stored from the Request-URI receivethmincoming SIP INVITE request in the case of e-Pr
established Session establishment.

3. SHALL include the Nick Name as specified in dabse 5.4 Nick Namé;

4. SHALL include value 'id" in the Privacy headecarding to rules and procedures of [RFC3325héf privacy is
requested either through a Privacy header witlvéihege 'id' in the incoming SIP final response ia tase of an On-
demand Session establishment, or in the SIP INVfERiest received during the Pre-established Session
establishment for the PoC User in the case of a&Btablished Session;

5. SHALL include the option tag 'timer' in the Réglheader;

6. SHALL include the Session-Expires header in3hHe 200 "OK" before sending the response toware £t
Server performing the Controlling PoC Function adatg to rules and procedures of [RFC4028]A'S Behavidt.
The "refresher” parameter in the Session-Expiresi&eSHALL be set to ‘uas’;

7. SHALL start the SIP Session timer accordingules and procedures of [RFC4028];

8. SHOULD include the Allow header with the SIP hwats supported in this dialog according to rules an
procedures of [RFC3261], if not previously sendiiprovisional response for this dialog;

9. SHALL include the Server header with the OMA Re@ase version of the PoC Server as specifisdliclause
E.4.1"Release version in User-agent and Server headerst previously sent in a provisional responsethis
dialog;

10. SHALL include a Contact header with a SIP UdRintifying this PoC Server and the PoC feature tag
'+g.poc.talkburst';

11. SHALL include into the Contact header the featag '+g.poc.discretemedia’, if included in trentact header
of the incoming received SIP response;

12. SHALL include the Contact header the featugs tag.poc.dispatcher’, 'sip.automata’, 'sip.actad
'sip.description’ with their corresponding valuaiify of these are included in the Contact head#reoincoming
received SIP response;

13. SHALL include the warning text set to '108 Medbntent in INVITE discarded' as specified in dabse 5.6
"Warning header"jf at least one MIME body containing media conteas removed as specified in subclause
7.3.2.2 'PoC Session invitation requést

14. SHALL include the warning text set to '108 Medbntent in INVITE discarded' as specified in dabse 5.6
"Warning header"jf the Subject header was removed as specifisdlitlause 7.3.2.22bC Session invitation
request;
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- 15. SHALL include the warning text set to '108 Meedontent in INVITE discarded' as specified in dabse 5.6
"Warning header"jf the Alert-Info header or Call-Info header wasnoved as specified in subclause 7.3.P@C
Session invitation requést

NOTE 6: A maximum of three Warning headers camistuded, one for Included Media Content, one foieRanced
Media Content and one for Text Content.

- 16. SHALL insert the uri-parameter "b2bua" to thRllf the PoC Server in the Contact header of tRer&sponse
to the initial SIP request as specified in E.Back to back UA uri-parameterlf the PoC Server performing
Participating PoC Function indicates accordingptmal policy to the Controlling PoC Function, thiaaéts as a
B2BUA and stays on the Media path, and,

- 17. SHALL include the Accept-Language header walue received

a) in the received SIP 200 "OK" response, if thed@mand Session is used to initiate the PoC Seasidthe
Accept-Language is included in the received SIP'ZIK" response; or

b) in the SIP INVITE request initiating the Preasished Session, if the Pre-established Sessioseid to
initiate the PoC Session and the Accept-Languageimauded in the SIP INVITE request initiating thee-
established Session;

- 18. SHALL NOT include a sip.instance feature taghi@ outgoing SIP 200 "OK" response.
When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS Session

mechanisms according to rules and procedures d?PF3TS 24.229] / [3GPP2 X.S0013.4] with the claafions given in
this subclause.

7.3.2.1a  SDP offer generation

The SDP offer is generated based on the receivéti@i@r. The PoC Server SHALL offer the same oulasst based on
local policy of the Media Streams and the connetedia-floor Control Entities as included in thee&ved SDP offer.

The SDP offer SHALL be generated based on Accessr@dor Incoming Media Stream Barring associatethe Invited
PoC User, if Incoming Media Stream Barring is supgubby the PoC Server and if Service Settingicoming Media
stream Barring is set to 'active' as specifiesuibclause 7.3.4.2.14ntoming Media Stream Barring settihg

When composing an SDP offer according to rulespaodedures of [RFC3264] and [RFC4566] the PoC Serve
- 1. SHALL set the IP address of the PoC Server &eheffered Media Stream from the list containethmreceived
SDP offer and for each offered Media-floor Conatity from the list contained in the received Saffer;

- 2. SHALL include the media-level section for eafteed Media Stream from the list contained in tbeeived
SDP offer consisting of:
a) the port number for the Media Stream selectexpasified in [OMA-PoC-UP]Port numberg

b) the codec(s) and Media Parameters selectedeliydlt Server from the list contained in the reckSBP
offer; and optionally the codec(s) and Media Patansewhich can be transcoded by the PoC Seneer to
codec contained in the received SDP offer, if tcading is supported by the PoC Server;

NOTE 1: RTSP related SDP for EMCS Retrieval is #jggtin Annex 3.4 "SDP for EMCS Retrieval of Streaming
Medid'.

NOTE 2: The Media Parameters of the Discrete Madgsspecified in [OMA_IM_TS_Endorsement].

c) the "a=label" attribute with a unique value psdfied in [RFC4574], if the Media Stream is todmnected
to a Media-floor Control Entity except when only®8peech with Talk Burst Control Protocol as spedifin
[OMA-POC-1-UP] is offered,;

d) the "i=" field set to "speech" as specified ubslause 5.10PoC Speechwhen PoC Speech with MBCP is
offered;

NOTE 3: PoC Speech Media exists at most once i offer.
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e) the IP address of the PoC Server and port nutoles used for RTCP at the PoC Server selected as
specified in [OMA-PoC-UP]Port number$ according to rules and procedures of [RFC36D5he Media
stream uses the RTCP protocol and other than tlaelld& address or port number specified by the
[RFC3550] is to be used; and,

f) include the "a=setup" attribute with the valwetpass" according to rules and procedures of fREE&] if
the Media Type is "message" if the PoC Server tsuoee if the PoC Client is behind NAT or not.
- 3. SHALL include the media-level section of eacfedd Media-floor Control Entity from the list caimed in the
received SDP offer, if any Media-floor Control Bgtis offered:
a) the format list field for the Media-floor Contientity set to "TBCP";
b) the Media-floor Control Entity parameters sedelchy the PoC Server from the received SDP offer;
c) the port number for Media-floor Control Entitylscted as specified in [OMA-PoC-URdrt numbers
d) the "a=floorid:0 mstrm" attribute with value¢gferencing the Media as specified in [RFC4583oked to
be connected to the Media-floor Control Entity gptoerhen only PoC Speech with Talk Burst Controlt&col
as specified in [OMA-POC-1-UP] is offered,;
e) optionally TBCP MIME parameters in the recei®idP offer as specified in E.3 "SDP Extensions", PBC
MIME parameter "multimedia=1" is included, unlesgyoPoC Speech with Talk Burst Control Protocol as
specified in [OMA-POC-1-UP] is offered; and,
f) indication of the manner to render Simultanebleslia Streams as received in the incoming offerasd
specified in E.3 SDP Extensionisf supported and received in the incoming offer.
- 4. SHALL mark as rejected according to rules aratedures of [RFC3264] the Media-floor Control Bnéind all
the Media Stream bound to the rejected Media-f@ontrol Entity, if the Media-floor Control Entitgirejected;

- 5. SHALL mark the Media Stream as rejected accgrttinrules and procedures of [RFC3264], if the NMeBiiream
is rejected; and,

NOTE 4: Media Streams can have been rejected dieedbpolicy and/or Invited PoC User's Access Coht

- 6. SHALL include the received QoE Profile attribatespecified in subclause E.3QGdE Profile, if QoE Profiles
are enabled and if a QoE Profile attribute is pnegethe received SDP offer.

When composing an SDP offer, the PoC Server:

- 1. SHALL bind the media-level section that idertHiPoC Speech to Media-floor Control Entity ashimreceived
SDP offer, if PoC Speech is offered;

- 2. SHALL bind the media-level section that idem#iVideo to Media-floor Control Entity as in thees/ed SDP
offer, if Video is offered;

- 3. SHALL bind the media-level section that idertHiAudio to Media-floor Control Entity as in theeeéved SDP
offer, if Audio is offered;

- 4. SHALL bind the media-level section that idem#iDiscrete Media to Media-floor Control Entityiageceived
SDP offer, if Discrete Media is offered and bouadhe Media-floor Control Entity; and,

- 5. SHALL bind the media-level section that idem#iMedia Streaming Control, i.e., either TCP/RTEP o
TCP/TLS/RTCP, to the corresponding Media-floor CohEntity as in the SDP offer, if Media Streami@gntrol
is accepted.

When the SIP/IP Core corresponds with 3GPP/3GPR, the PoC Server SHALL use 3GPP/3GPP2 IMS medaimanis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.2.1b  SDP answer generation in case of On-demand  session

When composing an SDP answer according to rulepeymbdures of [RFC3264] and [RFC4566] the PoC Serv

- 1. SHALL set the IP address of the PoC Server doheaccepted Media Stream from the list containgte
received SDP offer and for each accepted Media-fGmmtrol Entity from the list contained in the edeed SDP
offer;

- 2. SHALL include the media-level section for eackepted Media Stream from the list contained inrdoeived
SDP offer consisting of:
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a) the port number for the Media Stream selectexpasified in [OMA-PoC-UP] Port numberg
b) the codec(s) and Media Parameters selectedelliyd® Server from the list contained in the react&BP

offer, optionally reduced based on the SDP anseaived in SIP 200 "OK" response from the Invited€CP
Client;

NOTE 1: The Media Parameters of the Discrete Madiadefined in [OMA_IM_TS_Endorsement].

NOTE 2: If transcoding is supported and codec(d) iedia Parameters other than those containeceireteived SDP
offer have been offered in the SDP of the SIP INFEquest sent to Invited PoC Client(s), the SD&van in
the SIP 200 "OK" response towards Controlling Pa@dtion may be different from the SDP answer resxiv
in SIP 200 "OK" response from the Invited PoC CGijeh

c) the "a=label" attribute with a unique value psdfied in [RFC4574], if the Media Stream is todmnected
to a Media-floor Control Entity except when only®8peech with Talk Burst Control Protocol as spediin
[OMA-POC-1-UP] is accepted;

d) the IP address of the PoC Server and port nutobss used for RTCP selected as specified in [OROE-
UP] "Port number according to rules and procedures of [RFC36i0%he Media Stream uses the RTCP
protocol and other than the default IP addressodrmqumber specified by the [RFC3550] is to be used

e) the "a=upcc:0" attribute as specified by [RFCGH10 the PoC Server supports the PoC Media Teaffi
Optimisation, the Participant did not put the Pa@3ston on hold and the media-level section offers a
Continuous Media; and,

f) the "a=sendonly" attribute according to rules @nocedures of [RFC4566], if the PoC Server sugphe
PoC Media Traffic Optimisation, the Participant digk put the PoC Session on hold, the media-lexetian
offers a Continuous Media, the "a=upcc:0" attribateffered for the Media Stream in the receivedSi¥er
and the RTP Session of the SIP Session of the Btinticipant is selected for the Media transmissietween
the PoC Server and the PoC Server performing tmer@bng PoC Function.

- 3. SHALL include for any Media-floor Control Entjtthat is offered in the SDP offer from the PoCv8ernd
accepted in the SDP answer by PoC Client, the rled@ section of each offered Media-floor Contewitity
consisting of:

a) the format list field for the Media-floor Contientity set to "TBCP";

b) the Media-floor Control Entity parameters sedeichy the PoC Server from those contained in the SD
answer from the Invited PoC Client;

c) the port number for Media-floor Control Entitylected as specified in [OMA-PoC-URRd6rt numberg
d) the "a=floorid:0 mstrm" attribute with valuefgferencing the Media Stream as specified in [REE345

intended to be connected the Media-floor Contrditizexcept when only PoC Speech with Talk Burst
Control Protocol as specified in [OMA-POC-1-UPhiscepted;

e) optionally TBCP MIME parameters in the recei &P answer as specified in ESDP Extensioris
including theTBCP MIME parameter "multimedia" witte appropriated value as specified in ESBP
Extensionsif MBCP is used; and,

f) indication of the manner to render Simultanebleglia Streams as received in the incoming answetiaan
specified in E.3 SDP Extensiorisf supported and received in the incoming answer.

- 4. SHALL mark as rejected according to rules armtedures of [RFC3264] the Media-floor Control Bntind all
the Media Streams bound to the rejected Media-f@mmtrol Entity, if a Media-floor Control Entity i®jected,;

- 5. SHALL mark the Media Stream as rejected accgrttirnrules and procedures of [RFC3264], if the MeSiiream
is rejected; and,

NOTE 3: Media Streams can have beeen rejectedodoedl policy and/or Invited PoC User's Access Caln

- 6. SHALL include the received QoE Profile attribatespecified in subclause E.3QGdE Profile, if QoE Profiles
are enabled and if a QoE Profile attribute is pnegethe received SDP answer.

When composing an SDP answer, the PoC Server:
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1. SHALL bind the media-level section that idem#iPoC Speech to the corresponding Media-floor rGbENOtity
as in the received SDP offer, if PoC Speech isgtede

- 2. SHALL bind the media-level section that idem#iVideo to the corresponding Media-floor Controtify as in
the received SDP offer, if Video is accepted;

- 3. SHALL bind the media-level section that idem#iAudio to the corresponding Media-floor Contratify as in
the received SDP offer, if Audio is accepted;

- 4. SHALL bind the media-level section that idemiDiscrete Media to the corresponding Media-fldontrol
Entity as in the received SDP offer, if Discretedieis accepted and bound to the Media-floor CdrEntity; and,

- 5. SHALL bind the media-level section that idemt#iMedia Streaming Control, i.e., either TCP/RT8&P o
TCP/TLS/RTCP, to the corresponding Media-floor CohEntity as in the SDP offer, if Media Streami@gntrol
is accepted.

When the SIP/IP Core corresponds with 3GPP/3GPR2, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [3GPP TS 24 28GPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.2.1c  SDP answer generation in case of Pre-estab lished Session

When composing an SDP answer according to ruleparmedures of [RFC3264] and [RFC4566] the PoC &erv

- 1. SHALL set the IP address of the PoC Serverdgsheaccepted Media Stream from the list containdte
received SDP offer, which was also negotiated aréatablished Session establishment as specifimdcsise
7.3.1.2 Pre-established Sessign

- 2. SHALL set the IP address of the PoC Server dgsheccepted Media-floor Control Entity from thet Eontained
in the received SDP offer, which was also negdiatePre-established Session establishment asfigoesibclause
7.3.1.2 Pre-established Sessign

- 3. SHALL include the media-level section for eachepted Media Stream from the list contained inrdoeived
SDP offer, which was also negotiated in Pre-esthbll Session establishment as specified subclaBide?7Pre-
established Sessigrconsisting of:

a) the port number for the Media Stream selectexpasified in [OMA-PoC-UP] Port numberg

b) the codec(s) and Media Parameters sel