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1. Scope (Informative) 
The scope of this document is to provide an architecture for the OMA presence service Enabler, which includes a general 
network-agnostic model, for mobile presence using the IETF SIMPLE specifications.   
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3. Terminology and Conventions 
3.1 Conventions 
The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, 
“RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119]. 

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be 
informative. 

3.2 Definitions 
 

Context  Collaboration 
Model 

An extension of the Context Model. It expands on the Context Model by describing the 
interactions (collaborations) between the entities of this architecture and external entities (e.g. 
entities in other architectures). 

Contextual Item A logical entity in an architecture 

Context Model A model that identifies all contextual items relevant to understanding architecture. 

Presence Information Defined in [OMA PRESRD] 

Presence Information 
Element 

Defined in [OMA PRESRD] 

Presence Reference 
Architecure 

Replaced instances of “Presence Reference Architecture” with “Presence Architecture” and delete 
the definition. 

Presence Source Defined in [OMA PRESRD] 

Presentity Defined in [OMA PRESRD] 

Watcher Defined in [OMA PRESRD] 

 

3.3 Abbreviations 
 

3GPP 3rd Generation Partnership Project 

3GPP2 3rd Generation Partnership Project 2 

AD Architecture Document 

BAC Browser and Content (OMA Working Group) 

DM Device Management 

GAA Generic Authentication Architecture 

GS Game Services (OMA Working Group) 

IETF Internet Engineering Task Force 

MWG Messaging Workin Group 

MWS Mobile Web services 

OMA Open Mobile Alliance 
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PoC Push-to-talk over Cellular 

RD Requireemnt Document 

RLS Resource List Server 

SIMPLE SIP Instant Message and Presence Leveraging  Extensions 

SIP Session Initiaion Protocol 

TLS Transport Layer Security 

UE User Equipment 

URI Uniform Resource Identifier 

WG Workin Group 

XCAP XML Configuration Access Protocol 

XDM XML Document Management 

XML Extensible Markup Language 
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4. Introduction (Informative) 
The OMA Presence Enabler is a service that manages the collection and controlled dissemination of presence information 
over mobile networks.Multiple standards fora are working on presence.  This section describes the OMA Presence Service 
and how it relates to similar work of other industry/standards fora. 

The IETF has defined protocols and formats for presence in its SIMPLE (SIP Instant Messaging and Presence Leveraging 
Extentions) activity (see [RFC3856]). The work of OMA and other fora leverages these standards. 

3GPP and 3GPP2 have defined an aligned Presence Service framework in [3GPP TS 23.141] and [3GPP2 X.S0027-001-0]. 
This framework has a defined presence reference architecture both in “network layer” and “application layer” meaning that 
3GPP and 3GPP2 specifications [3GPP TS 24.141] and [3GPP2 X.S0027-003-0] respectively define end-to-end presence 
information flows. The term “network layer” refers to the communication that is required between the Presence Service 
functional elements (e.g. Presence Server) and various network elements as they are defined in the network architectures of 
3GPP and 3GPP2 (e.g. MSC, HLR). The term “application layer” refers to the communication that is required between the 
various Presence Service elements (e.g. Presence Server and Presence Source), which includes the “application layer” 
functional entities. 

Additionally, there are presence services that exist or can be envisaged that do not leverage core network infrastructure as 
defined by 3GPP and 3GPP2.  However, those presence services are still relevant to the mobile domain and thus supported by 
this architecture. 

4.1 Target Audience 
The target audience for this document includes but is not limited to the following: 

• The Working Group(s) that will create specifications based on this subject matter 

• Working Groups that need to understand the architecture of this subject matter 

• Architecture Working Group 

• Interoperability Working Group (e.g. for early analysis of interoperability requirements) 

• Security Working Group 

• Mobile Commerce and Charging Working Group  

4.2 Requirements 
All the requirements as defined in the [OMA PRESRD] are met with this document. 
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5. Context Model (Informative) 
5.1 Collaboration with Service Enablers 
The Presence Enabler provides a variety of services that can be invoked from other Enablers.  Those Enablers can assume 
one or both of the following roles: 

• Presence Source: publishes presence information to the Presence Enabler. 

• Watcher: subscribes to retrieve presence information from the Presence Enabler 

5.2 Collaboration with Device Management 
The Device Management Enabler can be utilised to configure terminals with relevant data.  The Presence Enabler does not 
define interfaces between Device Management Clients and Presence Sources or Watchers. 

5.3 Collaboration with XDM Enabler 
The Presence Server also assumes the role of an XDMC in order to interact with an XDM service. 
The Presence Server has three reference points to XDM related functional blocks (PRS-5, PRS-8, PRS-3). The presence 
specific XDMS box has three connections they are named (PRS-6, PRS-7, PRS-8). The XDM reference points are described 
in section 6.1.3. The PRS-3 reference point description could be found later in this document.  
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6. Architectural Model  (Informative) 
The following figure illustrates the OMA Presence architecture 
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Figure 1-SIMPLE Presence Reference Architecture 

Elements shown in bold are defined in this architecture document.  The remaining elements are external to this specification. 

The reference points shown here are only those that are specified in the Presence Enabler.  Other relevant reference points are 
specified in the XDM Enabler. 

The access network used by the Presence architecture may include any radio or other access as well as the other nodes 
required to support IP connectivity and IP mobility. 

6.1 System and Subsystem Descriptions 
6.1.1 Presence Functional Entities 
This section describes the entities specified as part of the Presence Enabler. 

6.1.1.1  Presence Server 

The Presence Server (PS) supports the following: 
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• Accepts and stores Presence Information published to it. 

• Distributes Presence Information and Watcher Information.   

The PS is able to subscribe to changes to documents stored in the Shared and Presence XDMS.  The PS is able to fetch 
documents from the Shared XDMS and the Presence XDMS. 

6.1.1.2 Presence Source 

The Presence Source is an entity that provides presence information to a Presence Service [RFC2778]. The Presence Source 
can be located in a user’s terminal or within a network entity. 

6.1.1.3 Watcher 

A watcher is an entity that requests presence information about a Presentity, or Watcher Information about a watcher, from 
the Presence Service. 

6.1.1.4 Resource List Server (RLS) 

The Resource List Server (RLS) is the functional entity that accepts and manages subscriptions to presence lists, which 
enables a Watcher application to subscribe to the presence information of multiple presentities using a single subscription 
transaction.   

The RLS is able to subscribe to changes to documents stored in the Shared and RLS XDMS.  The RLS is able to fetch 
documents from the Shared XDMS and the RLS XDMS. 

6.1.1.5 XML Data Management Client (XDMC) 

The XDMC supports the following functions depending on its different instantiations (e.g., PoC XDMC, Presence XDMC, 
Shared XDMC): 

• Manage related XML documents (e.g., Presence authorisation rules) 

• Subscribe to SIP event package for changes to XML documents stored in any XDMS 

The XDMC includes an XCAP client and a SIP User Agent. 

6.1.1.6 Presence XML Document Management Server (XDMS) 

The Presence XDMS is an XCAP server and SIP Notifier as defined in [RFC3265] that supports the following functions: 

• Manages XML documents (e.g. Presence authorization policies) which are specific to the Presence service Enabler. 

• Enables single subscription to changes to multiple documents stored on the Presence XDMS. 
• Notifies subscribers of changes to the Presence-specific documents stored in the network. 

6.1.1.7 Resource List Server XML Document Management Server (RLS XDMS) 

The RLS XDMS is an XCAP server and SIP Notifier as defined in [RFC3265] that supports the following functions: 

• Manages XML documents (e.g. Presence lists), which are specific to the use of a RLS. 

• Notifies subscribers of changes to such documents stored in the network. 

• Enables single subscription to changes to multiple documents stored on the RLS XDMS. 
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6.1.1.8 Content Server 

The Content Server is the functional entity that is capable of managing MIME objects for Presence, allowing the Presence 
Sources or the Presence Server to store MIME objects within, and support retrieval of those objects by Watchers or the 
Presence Server as required for content indirection [CONTENTIND]. 

The Content Server relies on external authentication and authorization done for the Presence Sources and Watchers.  When 
realized with 3GPP IMS or 3gPP2 MMD networks, GAA [3GPP TS 33.222] can be used for that purpose, acting as an 
Authentication Proxy. 

Note: Any usage of the contant server for tasks not related to presence content indirection is outside the scope of this 
document. 

 

6.1.2 External Entities Providing Services to Presence 
This section describes the entities specified by other OMA Enablers or external organizations. 

6.1.2.1 SIP/IP Core network 

The SIP/IP Core is a network of servers, such as proxies and/or registrars, that perform a variety of services in support of the 
Presence Service, such as routing, authentication, compression, etc.  The specific features offered by different types of SIP/IP 
Core networks will depend on the particulars of those networks.   

This release of the Presence Enabler utilises IMS and MMD networks.  Future releases may fully specify how the Presence 
Enabler utilises additional types of SIP/IP Cores.   It is possible that certain future deployments may not have a SIP/IP Core 
at all, which would be an item for further study. 

When the Presence Service is realized using IMS or MMD, the OMA Presence Sources, Watchers, and PS will utilize the 
capabilities of IMS as specified in 3GPP [3GPP TS 23.228] and 3GPP2 [3GPP2 X.S0013-002-A], respectively.   In such 
cases the IMS network performs the following additional functions in support of the Presence Service: 

• Routes the SIP signalling between the Presence Sources, Watchers, and the PS 

• Provides discovery and address resolution services  

• Supports SIP compression 

• Performs authentication and authorization of the Presence Sources, Watchers and PS  

• Maintains the registration state  

• Provides charging information 

6.1.2.2 Shared XML Data Management Server (XDMS) 

The functionality of the Shared XDMS is described in [OMA XDMAD]. 

6.1.2.3 Aggregation Proxy  

The functionality of the Aggregation Proxy is described in [OMA XDMAD]. 

6.1.2.4 Device Management Server 

Device Management supports the following functions that are needed in support of the Presence Service: 

• Initializes and updates all the configuration parameters necessary for the Watcher and Presence Source 
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6.1.3 Description of the Reference Points 
The Reference Points named as PRS are in scope of this Architecture. 

6.1.3.1 Reference Point PRS-1: Presence Source – SIP/IP Core 

The PRS-1 reference point supports the communication between the Presence Source and the SIP/IP Core network. The 
protocol for the PRS-1 reference point is SIP and the traffic is routed to the PS via the SIP/IP Core. 

PRS-1 Is used to publish presence information. 

PRS-1 supports SIP compression/decompression when the Presence Source resides in the terminal. 

6.1.3.2 Reference Point PRS-2: Watcher – SIP/IP Core network 

The PRS-2 reference point supports the communication between the watcher and SIP/IP Core network. The protocol for the 
PRS-2 reference point is SIP and the traffic is routed to the PS via the SIP/IP Core. 

PRS-2 is used to: 

• Subscribe to a Presentity's presence information and receive notifications 

• Subscribe to presence information and receive notifications for presence lists  

• Subscribe to watcher information and receive notifications  

PRS-2 supports SIP compression when the Watcher resides in the terminal. 

6.1.3.3 Reference Point PRS-3: SIP/IP Core – Presence Server 

The PRS-3 reference point supports the communication between the SIP/IP Core network and the PS. The protocol for the 
PRS-3 reference point is SIP. 

PRS-3 is used to route the SIP messages from the SIP/IP Core to (and from) the appropriate PS in order to: 

• Publish presence information  

• Subscribe to presence information and receive notifications  

• Subscribe to watcher information and receive notifications 

• Subscribe to changes to documents stored in the Shared or Presence XDMS 

6.1.3.4 Reference Point PRS-4: SIP/IP Core – Resource List Server 

The PRS-4 reference point supports the communication between the SIP/IP Core network and the Resource List Server. The 
protocol for the PRS-4 reference point is SIP. 

PRS-4 is used to route the SIP messages from the SIP/IP Core to (and from) the appropriate RLS in order to  

• receive a subscription and send notifications for a presence list 

• subscribe to presence information  and to receive notifications for a Presentity in a presence list . 

6.1.3.5 Reference Point PRS-5: Presence Server – Shared XDM Server 

The PRS-5 reference point supports the communication between the Shared XDMS and the Presence Server.   

The PRS-5 reference point supports the following: 

• Transfer of URI Lists to the Presence Server 
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The protocol for the PRS-5 reference point is XCAP. 

6.1.3.6 Reference Point PRS-6: Presence XDM Server – SIP/IP Core 

The PRS-6 reference point supports the communication between the Presence XDMS and the SIP/IP Core.  The protocol for 
the PRS-6 reference point is SIP. 

The PRS-6 reference point provides the following functions: 

• Subscription to the modification of Presence-specific XML documents. 

• Notification of the modification of Presence-specific XML documents. 

6.1.3.7 Reference Point PRS-7: Aggregation Proxy –Presence XDM Server  

The PRS-7 reference point is between the Aggregation Proxy and the Presence XDMS. The protocol for the PRS-7 reference 
point is XCAP.   

The PRS-7 reference point provides the following functions: 

• Presence-specific XML document management (e.g. create, modify, retrieve, delete) 

6.1.3.8 Reference Point PRS-8: Presence Server - Presence XDM Server 

The PRS-8 reference point is between the Presence Server and the Presence XDMS. The protocol for the PRS-8 reference 
point is XCAP.   

The PRS-8 reference point provides the following functions: 

• Presence-specific XML document management (e.g. create, modify, retrieve, delete) 

6.1.3.9 Reference Point PRS-9: Resource List Server – Shared XDM Server 

The PRS-9 reference point supports the communication between the Shared XDMS and the Resource List Server (RLS).   

The PRS-9 reference point supports the following: 

• Transfer of URI Lists to the RLS 

The protocol for the PRS-9 reference point is XCAP. 
 

6.1.3.10 Reference Point PRS-10: Resource List Server – RLS XDM Server 

The PRS-10 reference point supports the communication between the Resource List Server XDMS (RLS XDMS) and the 
Resource List Server (RLS).   

The PRS-10 reference point supports the following: 

• Transfer of RLS-specific documents (e.g., Presence Lists) from the RLS XDMS to the RLS. 

The protocol for the PRS-10 reference point is XCAP. 
 

6.1.3.11 Reference Point PRS-11: RLS XDM Server – SIP/IP Core 

The PRS-11 reference point supports the communication between the RLS XDMS and the SIP/IP Core.  The protocol for the 
PRS-11 reference point is SIP. 

The PRS-11 reference point provides the following functions: 

• Subscription to the modification of RLS-specific XML documents. 
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• Notification of the modification of RLS-specific XML documents. 

6.1.3.12 Reference Point PRS-12: RLS XDM Server – Aggregation Proxy 

The PRS-12 reference point is between the Aggregation Proxy and the RLS XDMS. The protocol for the PRS-12 reference 
point is XCAP.   

The PRS-12 reference point provides the following functions: 

• RLS-specific document management (e.g. create, modify, retrieve, delete) 

6.1.3.13 Reference Point PRS-13: Presence Source – Content Server 

The PRS-13 reference point is between the Presence Source and the Content Server. The protocol for the PRS-13 reference 
point is HTTP.  

The PRS-13 reference point provides the following functions: 

• Presence Sources store MIME objects related to presence publication in the Content Server 

Note: The presence source is responsible to correlate the presence publication with the MIME objects it has stored on the 
Content Server.  

6.1.3.14 Reference Point PRS-14: Watcher – Content Server 

The PRS-14 reference point is between the Watcher and the Content Server. The protocol for the PRS-14 reference point is 
HTTP. 

The PRS-14 reference point provides the following functions: 

• Watchers retrieve MIME objects relating to presence notification from the Content Server 

6.1.3.15 Reference Point PRS-15: Presence Server – Content Server 

The PRS-15 reference point is between the Presence Server and the Content Server. The protocol for the PRS-15 reference 
point is HTTP. 

The PRS-15 reference point provides the following functions: 

• The Presence Server retrieve MIME objects relating to presence from the Content Server 

• The Presence Server store MIME objects related to presence in the Content Server 
 

6.1.3.16 Reference Point XDM-1: XDM Client – SIP/IP Core 

The XDM-1 reference point is described in [OMA XDMAD].  

6.1.3.17 Reference Point XDM-3: XDM Client- Aggregation Proxy 

The XDM-3 reference point is described in [OMA XDMAD]. 

6.1.3.18 Reference Point XDM-2: Shared XDMS – SIP/IP Core 

The XDM-2 reference point is described in [OMA XDMAD]. 

6.1.3.19 Reference Point XDM-4: Shared- Aggregation Proxy 

The XDM-10 reference point is described in [OMA XDMAD]. 
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6.1.3.20 Reference Point IP-1: SIP/IP Core network – External Presence Network 
(based on a SIP/IP Core) 

The IP-1 reference point supports the communication between the SIP/IP Core network and an External Presence Network 
based on a SIP/IP Core network. The protocol for the IP-1 reference point is SIP. 

6.1.3.21 Reference Point DM-1: DM Client – DM Server 

The DM-1 reference point is described in [OMA DM]. The presence Enabler will define the presence configuration object(s). 

6.1.4 Presence Information Format 
The Presence Service uses the Presence Information Data Format (PIDF) [RFC3863] and its extensions as the base format 
through which presence information is represented.  

The OMA Presence Enabler defines the semantics of several presence elements, and allows for those elements to be 
extended.  Those elements are represented in XML using the PIDF format.   

6.1.5 Privacy 
The following sections describe a variety of policies that presentities can define to control the dissemination of their presence 
information. 

6.1.5.1 Subscription Authorisation Rules 

Subscriptions authorization rules determine how incoming subscriptions are handled. 

Subscription authorisation rules determine the watchers who can be allowed to subscribe to the presence information of a 
Presentity and those that cannot. The subscription authorisation rules may include lists that can be stored in the Presence 
XDMS or the Shared XDMS.  

The subscription authorization rules support the following actions: 

• Accept 

• Reject 

• Polite blocking 

• Deferred decision 

For a particular Presentity, more than one these subscription authorization rules may exist. 

6.1.5.2 Presence Content Rules 

Presence Content rules determine which presence information will be disseminated to potential Watchers that have been 
accepted by Subscription Authorization rules.  A Presentity can define content rules that apply for one or more Watchers.   

The documents containing the Presence Content Rules are stored in the Presence XDMS. 

6.1.6 Security 
This section describes the mechanisms required for the secure operation of a Presence service. 

6.1.6.1 SIP Signaling Security 
Mutual authentication between a Presence Server and a Presence Source, can be performed prior to any interaction between 
said Server and Source. Mutual authentication between a Presence Server and a Watcher, can be performed prior to any 
interaction between said Server and Watcher.  For an IMS realization, the PS relies on the security mechanisms provided by 
the SIP/IP Core network, for securing the service environments e.g. authentication of the service usage.  
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6.1.7 Charging 
6.1.7.1 Charging Architecture 

Both online and offline charging are supported. 

6.1.8 Registration 
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the Presence Source and the Watcher implemented by a UE will 
use the 3GPP/3GPP2 IMS registration mechanisms. 

In a non-3GPP/3GPP2 network, this document has no requirement regarding the SIP registration procedures. 

6.1.9 Presence Service Provisioning 
The Presence Service provider can set up the Presence Service configurations remotely in the terminal device by using the 
device management mechanism specified in [OMA PROAD]. The updates of the Presence Service configurations are 
remotely performed in the terminal device by using [OMA DM]. 

A UE running the Presence Watcher and Presence Source functions, compliant with [OMA PROUA] is able to receive the 
contents sent by service provider. The exact syntax and definition of parameters needed for Presence Enabler are specified in 
[OMA PROCONT]. The bootstrap mechanism defined in [OMA PROSEC] and [OMA DM] is used to enhance the security 
of the provisioning. 

 



OMA-AD-Presence_SIMPLE-V1_0-20050415-C Page 20 (21) 

 2005 Open Mobile Alliance Ltd.  All Rights Reserved. 
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document. ]

Appendix A. Change History (Informative) 
A.1 Approved Version History 

Reference Date Description 
n/a n/a No prior version 

A.2 Candidate Version 1.0 History 
Type of  Change Date Section Description 
Class 0   The initial version of this document. 
Draft Versions 
OMA-PAG-SIMPLE-AD-V1_1_0 

16 Mar 2004 All Includes -0024R03 

OMA-PAG-SIMPLE-AD-V1_1_0 03 May 2004 All Includes –0093, -0094, -0098, -0102, -0103, -0110,  
OMA-PAG-SIMPLE-AD-V1_1_0 17 May 2004 9 Includes –133R02, -142 
OMA-PAG-SIMPLE-AD-V1_1_0 21 May 2004 9 Includes –130R01, -131R01, -129R01, -166 
OMA-PAG-SIMPLE-AD-V1_1_0 01 Jun 2004 All Transfer to the new template 
OMA-PAG-SIMPLE-AD-V1_1_0 02 Jun 2004 2, 4, 6 Includes –143R02, -145R02, -144R02, -179R02, -180,    -184, -

186R02, -169R02 
OMA-PAG-SIMPLE-AD-V1_1_0 18 Jun. 2004 6 Includes –213R02, -241 
OMA-PAG-SIMPLE-AD-V1_1_0 30 Jun. 2004 3,6 Includes –282, -250R02, -177R01 
OMA-PAG-SIMPLE-AD-V1_1_0 08 Jul. 2004 2,3,6 Includes –281R01 
OMA-PAG-SIMPLE-AD-V1_1_0 23 Jul. 2004 6 Includes –255R01, -252R01, -256R04 
OMA-PAG-SIMPLE-AD-V1_1_0 02 Aug. 2004 2,3,4,5,6 Includes –254R01, -253R02, -251R02, -257R01,              -258R01, -

113R05, -305R01, -309R02, -317R01,               -319R02, -320, -
321R01, -322R01, -324R01, -325R01,    -326R01, -327R01 

OMA-PAG-SIMPLE-AD-V1_1_0 11 Aug 2004 6 Includes -353 
OMA-PAG-SIMPLE-AD-V1_1_0 12 Aug 2004 6 Includes –323R01 
OMA-PAG-SIMPLE-AD-V1_1_0 12 Aug 2004 3,6 Includes -350R02, -369R01, -370, -371, -372R01, 

-373,374R01, -375R01, -382, -383, -385, -387,-388R01, -332R03, -
393R01, -344R01, -386 

OMA-PAG-SIMPLE-AD-V1_1_0 24 Aug 2004 All Includes –420, -390, -366R03, -295R03 
OMA-PAG-SIMPLE-AD-V1_1_0 27 Aug. 2004 All Includes -430, -432R01, -435R01 
OMA-PAG-SIMPLE-AD-V1_1_0 27 Sept. 2004 All Includes –443, -474R01, -480R01, -484 
OMA-PAG-SIMPLE-AD-V1_1_0 28 Sept. 2004 5 Includes new architecture figure 
OMA-PAG-SIMPLE-AD-V1_1_0 26 Oct. 2004 All Includes resolved comments from Presence ADRR OMA-

ADRR_SIMPLE-AD-V1_0_0-20041019-D, -548 
OMA-PAG-SIMPLE-AD-V1_1_0 30 Oct. 2004 1,3,6 Includes –550R02, –592R01, -593R02, -608R01, -613, -629R01 
OMA-PAG-SIMPLE-AD-V1_1_0 25 Jan. 2005 All Includes contributions OMA-PAG-2005-01R01 

CONRR comments 1-025, 1-026, 1-027, 1-029, 1-030, 1-031, 1-032, 1-
033, 1-034, 1-035 
2-001, 2-002, 2-005, 2-006, 2-007,2-008, 2-009, 2-010, 2-021, 2-026, 
2-027, 2-028, 2-029, 2-030, 2-032, 2-035, 2-036, 2-037, 2-038, 2-040, 
2-041, 2-042, 2-045, 2-049, 2-051, 2-053, 2-054, 2-055, 2-056, 2-057, 
2-061 

OMA-AD-Presence_SIMPLE-V1_0 28 Feb 2005  Includes contributions: 
OMA-PAG-2005-0064-SIMPLE-AD-Content-Server 
OMA-PAG-2005-0099-Presence-AD-Fixes 
OMA-PAG-2005-0144R01-CR_AD_Presence_CONRR-2-44 
Includes CONRR comments: 
2-3, 2-4, 2-47, 2-48, 2-52. 2-54 

OMA-AD-Presence_SIMPLE-V1_0 07 Mar. 2005 All Includes OMA-PAG-2005-041, -249 
OMA-AD-Presence_SIMPLE-V1_0 08 Mar. 2005 2 Includes OMA-PAG-2005-262 
Candidate Versions 
OMA-AD-Presence_SIMPLE-V1_0 

17 Mar 2005  
 

4

Status changed to Candidate by TP:  
OMA ref# OMA-TP-2005-0093R01-Presence-SIMPLE-V1_0-for-
Candidate-approval 
CR TP-2005-0096 implemented 

Candidate Versions 15 Apr 2005 All CR implemented 2005-0288R02 



OMA-AD-Presence_SIMPLE-V1_0-20050415-C Page 21 (21) 

 2005 Open Mobile Alliance Ltd.  All Rights Reserved. 
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document. ]

Type of  Change Date Section Description 
OMA-AD-Presence_SIMPLE-V1_0 


	1. Scope (Informative)
	2. References
	2.1 Informative References

	3. Terminology and Conventions
	3.1 Conventions
	3.2 Definitions
	3.3 Abbreviations

	4. Introduction (Informative)
	4.1 Target Audience
	4.2 Requirements

	5. Context Model (Informative)
	5.1 Collaboration with Service Enablers
	5.2 Collaboration with Device Management
	5.3 Collaboration with XDM Enabler

	6. Architectural Model  (Informative)
	6.1 System and Subsystem Descriptions
	6.1.1 Presence Functional Entities
	6.1.1.1  Presence Server
	6.1.1.2 Presence Source
	6.1.1.3 Watcher
	6.1.1.4 Resource List Server (RLS)
	6.1.1.5 XML Data Management Client (XDMC)
	6.1.1.6 Presence XML Document Management Server (XDMS)
	6.1.1.7 Resource List Server XML Document Management Server (RLS XDMS)
	6.1.1.8 Content Server

	6.1.2 External Entities Providing Services to Presence
	6.1.2.1 SIP/IP Core network
	6.1.2.2 Shared XML Data Management Server (XDMS)
	6.1.2.3 Aggregation Proxy
	6.1.2.4 Device Management Server

	6.1.3 Description of the Reference Points
	6.1.3.1 Reference Point PRS-1: Presence Source – SIP/IP Core
	6.1.3.2 Reference Point PRS-2: Watcher – SIP/IP Core network
	6.1.3.3 Reference Point PRS-3: SIP/IP Core – Presence Server
	6.1.3.4 Reference Point PRS-4: SIP/IP Core – Resource List Server
	6.1.3.5 Reference Point PRS-5: Presence Server – Shared XDM Server
	6.1.3.6 Reference Point PRS-6: Presence XDM Server – SIP/IP Core
	6.1.3.7 Reference Point PRS-7: Aggregation Proxy –Presence XDM Server
	6.1.3.8 Reference Point PRS-8: Presence Server - Presence XDM Server
	6.1.3.9 Reference Point PRS-9: Resource List Server – Shared XDM Server
	6.1.3.10 Reference Point PRS-10: Resource List Server – RLS XDM Server
	6.1.3.11 Reference Point PRS-11: RLS XDM Server – SIP/IP Core
	6.1.3.12 Reference Point PRS-12: RLS XDM Server – Aggregation Proxy
	6.1.3.13 Reference Point PRS-13: Presence Source – Content Server
	6.1.3.14 Reference Point PRS-14: Watcher – Content Server
	6.1.3.15 Reference Point PRS-15: Presence Server – Content Server
	6.1.3.16 Reference Point XDM-1: XDM Client – SIP/IP Core
	6.1.3.17 Reference Point XDM-3: XDM Client- Aggregation Proxy
	6.1.3.18 Reference Point XDM-2: Shared XDMS – SIP/IP Core
	6.1.3.19 Reference Point XDM-4: Shared- Aggregation Proxy
	6.1.3.20 Reference Point IP-1: SIP/IP Core network – External Presence Network (based on a SIP/IP Core)
	6.1.3.21 Reference Point DM-1: DM Client – DM Server

	6.1.4 Presence Information Format
	6.1.5 Privacy
	6.1.5.1 Subscription Authorisation Rules
	6.1.5.2 Presence Content Rules

	6.1.6 Security
	6.1.6.1 SIP Signaling Security

	6.1.7 Charging
	6.1.7.1 Charging Architecture

	6.1.8 Registration
	6.1.9 Presence Service Provisioning



