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Use of this document is subject to all of the teamd conditions of the Use Agreement located at
http://www.openmobilealliance.org/UseAgreement.html

Unless this document is clearly designated as proapd specification, this document is a work iagass, is not an
approved Open Mobile Alliance™ specification, asdubject to revision or removal without notice.

You may use this document or any part of the docurfe internal or educational purposes only, pded you do not
modify, edit or take out of context the informationthis document in any manner. Information cored in this document
may be used, at your sole risk, for any purpod&su may not use this document in any other maniirowt the prior
written permission of the Open Mobile Alliance. eT@pen Mobile Alliance authorizes you to copy thigument, provided
that you retain all copyright and other proprietaofices contained in the original materials on emgies of the materials
and that you comply strictly with these terms. sTéwpyright permission does not constitute an esaoent of the products
or services. The Open Mobile Alliance assumesespansibility for errors or omissions in this do@ann

Each Open Mobile Alliance member has agreed toemssonable endeavors to inform the Open MobileaAdtle in a timely
manner of Essential IPR as it becomes aware thdEskential IPR is related to the prepared or phibd specification.
However, the members do not have an obligatiortalact IPR searches. The declared Essential IPRbikcly available
to members and non-members of the Open Mobile #dkaand may be found on the “OMA IPR Declaratidis"at
http://www.openmobilealliance.org/ipr.htmifhe Open Mobile Alliance has not conducted alependent IPR review of
this document and the information contained heiil, makes no representations or warranties regatiird party IPR,
including without limitation patents, copyrightstoade secret rights. This document may contaiaritions for which you
must obtain licenses from third parties before mgkusing or selling the inventions. Defined teabsve are set forth in
the schedule to the Open Mobile Alliance Applicatfeorm.

NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESK® OMPLIED) ARE MADE BY THE OPEN
MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF
THE IPR'S REPRESENTED ON THE “OMA IPR DECLARATION&IST, INCLUDING, BUT NOT LIMITED TO THE
ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THINFORMATION OR WHETHER OR NOT
SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HERBY DISCLAIMS ANY DIRECT, INDIRECT,
PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EKMPLARY DAMAGES ARISING OUT OF OR IN
CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORATION CONTAINED IN THE DOCUMENTS.

© 2008 Open Mobile Alliance Ltd. All Rights Resed:
Used with the permission of the Open Mobile Alliaridd. under the terms set forth above.
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1. Scope

The Resource List Server XDMS (RLS XDMS) specifatalformats and XCAP application usages are destiibthis
specification.
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3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHAL", “SHALL NOT”, “SHOULD”, “SHOULD NOT",
“RECOMMENDED”, “MAY”, and “OPTIONAL" in this documet are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” antrdbiuction”, are normative, unless they are exijiéghdicated to be
informative.

3.2 Definitions

Application Unique D A unique identifier within the namespace of apglmaunique IDs created by [RFC4825] that
differentiates XCAP resources accessed by oneagtigih from XCAP resources accessed by another.
(Source: [RFC4825])

Global Document A document placed under the XCAP global tree tpaties to all users of that application usage.

Global Tree A URI that represents the parent for all globaluduents for a particular application usage within a
particular XCAP root. (Source: [RFC4825])

XCAP Application Detailed information on the interaction of an apation with an XCAP server. (Source: [RFC4825])

Usage

XCAP Client An HTTP client that understands how to follow tfaming and validation constraints defined in
[RFC4825]. (Source: [RFC4825])

XCAP Server An HTTP server that understands how to follow thenimg and validation constraints defined in

[RFC4825]. (Source: [RFC4825])

3.3 Abbreviations

AUID Application Unique ID

HTTP Hyper Text Transfer Protocol

IETF Internet Engineering Task Force
OMA Open Mobile Alliance

RLS Resource List Server

SIP Session Initiation Protocol

URI Uniform Resource Identifier

XCAP XML Configuration Access Protocol
XDM XML Document Management
XDMS XML Document Management Server
XML Extensible Markup Language
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4. Introduction

The RLS XDMS is the repository for XML documentsitidefine services which are associated with afistsources. An
example of such a service document is a Presestevtiich is used by a RLS (see [PRES_Spec]) tecsilie, on behalf of
a watcher, to the presence status of a list ofetéges.

The protocol used to access and manipulate sualmukrds is based on the XML Configuration Accessdea (XCAP),
and described in [XDM_Spec].

This specification provides the XCAP applicatiomge for one type of RLS-specific XML document, Bresence List.

[0 2008 Open Mobile Alliance Ltd. All Rights Reserved.
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5. RLS XDM Application Usages

5.1 Presence List
51.1 Structure

The Presence List document SHALL conform to thacdtre of the “ris-services” document describefRRC4826] section
4.1, with the following clarifications:

a. Each <service> element SHALL include the <packagsdement.

b. Each <packages> element SHALL specify at leaspthsence event package as defined in [RFC3856].

5.1.2  Application Unique ID

The application unique ID (AUID) of a Presence ldstument SHALL be “rls-services” within the IETieg, as specified
in [RFC4826] section 4.4.1.

5.1.3 Default Namespace

The default namespace SHALL conform to the defaathespace “urn:ietf:params:xml:ns:ris-services'tier “rls-services”
document described in [RFC4826] section 4.4.4.

5.1.4 XML Schema

A Presence List document SHALL conform to the XMlhema described in [RFC4826] section 4.2.

5.1.5 MIME Type

The MIME type of a Presence List document SHALL &gplication/rls-services+xml”, as specified in [RF826] section
4.4.2.

5.1.6 Validation constraints

In addition to the XML schema, the validation coastts on a Presence List document SHALL conforrihtse described
in [RFC4826] section 4.4.5, with the following dfarations:

Each <service> element SHALL include the <packagdsment with a <package> child element with v&presence”. If
the Presence List document does not conform tccthistraint, the RLS XDMS SHALL respond with an HT409
Conflict” response as described in [RFC4825]. Tierecondition SHALL be described by the <constrdailure> error
element. If included, the “phrase” attribute SHOULP set to “Presence event package required”.

The value of the “uri” attribute proposed by the MITlient in the <service> element (i.e. the Senlidel):
e SHALL be avalid SIP URI.

e SHALL conform to the syntax specified by the Seevi¢Rl Template (see [PRES_MOQ]), which is storethsnRLS
XDMS and provisioned to the XDM Client.

» SHALL NOT violate the “uniqueness constraint” defthin [RFC4826] section 4.4.5.

If the Service URI does not conform to the locdigoor the constraints described above, the RLIWESHALL respond
with an HTTP “409 Conflict” response as describe{RFC4825]. The error condition SHALL be descriltcthe
<uniqueness-failure> error element. The RLS XDMSAEH include at least one <alt-value> element in tmiqueness-
failure> error element.

[0 2008 Open Mobile Alliance Ltd. All Rights Reserved.
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NOTE: The syntax of the <alt-value> element is aditw to the syntax stored in the RLS XDMS and siawed to the
XDM Client, but may also be a different syntax aciiiog to local XDMS policy and not yet provisiongemthe
XDM Client.

If the XDM Client repeats the XCAP request, it SHuse a “uri” attribute chosen from one of theued received in the
<alt-value> elements.

5.1.7 Data Semantics

The data semantics of a Presence List document $HAhform to those described in [RFC4826] sectidn 4

5.1.8  Naming conventions
The naming conventions of a Presence List docui@EitL L conform to those described in [RFC4826] sact.4.7.
The document containing the Presence Lists fortcpéar user SHALL be named “index”.

NOTE: Any document in the user’s tree without tizene “index” will not be accessible by the RLSvaes.

519 Global documents

In addition to the Presence List documents thatéxithe XCAP user tree, this application usageds a single global
index document, as described in [RFC4826] sectidr84

5.1.10 Resource interdependencies

The RLS XDMS SHALL conform to the resource interdegencies described in [RFC4826] section 4.4.8.

5.1.11 Authorization policies
The authorization policies SHALL conform to thosesdribed in [XDM_Spec] section 6.4.3.

The RLS XDMS SHALL check that the identity of theguesting XDMC has been granted access rightsrtorpe
requested operations on the global index document

By default, the primary principal of a documenttie users tree has permission to perform retripegations as defined in
[XDM_Spec] section 6.1.1.2 to fetch that part o tiiobal index document that has the same consetiteedocument in the
users tree.

[0 2008 Open Mobile Alliance Ltd. All Rights Reserved.
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Appendix A. Static Conformance Requirements (Normative)
The SCR'’s defined in the following tables includersfor:

* RLS XDM Application Usages
Each SCR table identifies a list of supported fesdias:

Item: Identifier for a feature.
Function: Short description of the feature.
Reference: Section(s) of this specification with more detaih the feature.

Status: Whether support for the feature is mandatorygiromal. MUST use “M” for mandatory support and “€@t
optional support in this column.

Requirement: This column identifies other features requiredHiy feature. If no other features are requirbis, t
column is left empty.

This section describes the dependency grammariotat be used in the Requirement column of the &G@RCCR tables
using ABNF [RFC4234].

TerminalExpression = ScrReference / NOT TerminalExpression / TerminalExpression LogicalOperator
TerminalExpression / “(* TerminalExpression “)”

ScrReference = Scritem / ScrGroup

Scritem = SpecScrName “—* GroupType “—* DeviceType “—* Numericld / SpecScrName “—* DeviceType
“~“ Numericld

ScrGroup = SpecScrName “.” FeatureType / SpecScrName “— “ GroupType “—* DeviceType “~"
FeatureType

SpecScrName = 1*Character;

GroupType = 1*Character;

DeviceType = “C"/ “S”; C — client, S — server

Numericld = Number Number Number

LogicalOperator = “AND” / “OR”; AND has higher precedence than OR and OR is inclusive
FeatureType = “MCF” / “OCF” / “MSF" | “OSF”"; See Section A.1.6

Character = %x41-5A ; A-Z

Number = %x30-39 ; 0-9

A.l RLS XDM Server Application Usages

Item Function Reference Status Requirement
RLS_XDM-AU-S- Presence list structure  5.1.1 M
001
RLS_XDM-AU-S- Application Unique | 5.1.2 M
002 ID in presence list
RLS_XDM-AU-S- XML schema of 5.1.4 M
003 presence list
RLS_XDM-AU-S- MIME type of 5.15 M
004 presence list

[0 2008 Open Mobile Alliance Ltd. All Rights Reserved.
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Item Function Reference Status Requirement
RLS_XDM-AU-S- Validation 5.1.6 M
005 constraints, in

addition to the XML

schema
RLS_XDM-AU-S- RLS XDMS validates| 5.1.6 M
006 that the Service URI

conforms to the

additional constraints

of local policy.
RLS_XDM-AU-S- Data semantics of 5.1.7 M
007 presence list
RLS_XDM-AU-S- Naming conventions | 5.1.8 M
008 for presence list
RLS_XDM-AU-S- RLS conforms to 5.1.10 M
009 resource

interdependencies
RLS_XDM-AU-S- Authorization 5.1.11 M
010 policies
A.2 RLS XDM Client Application Usages

Item Function Reference Status Requirement
RLS_XDM-AU-C- Presence list structure  5.1.1 M
001
RLS_XDM-AU-C- Application Unique | 5.1.2 M
002 ID in presence list
RLS_XDM-AU-C- XML schema of 5.1.4 M
003 presence list
RLS_XDM-AU-C- MIME type of 5.15 M
004 presence list
RLS_XDM-AU-C- Validation 5.1.6 M
005 constraints, in

addition to the XML

schema
RLS_XDM-AU-C- Data semantics of 5.1.7 M
006 presence list
RLS_XDM-AU-C- Naming conventions | 5.1.8 M

007

for presence list

[0 2008 Open Mobile Alliance Ltd. All Rights Reserved.

Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-Presence_SIMPLE_RLS_XDM-V1_1-20080627-A

Page 12 (16)

Item

Function

Reference

Status

Requirement

RLS_XDM-CAU-C-
001

XDM Client handling
of HTTP “409
Conflict” response
from the RLS XDMS

5.1.6

[0 2008 Open Mobile Alliance Ltd. All Rights Reserved.
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Appendix B. Examples (Informative)

B.1 Manipulating Presence Lists

B.1.1 Obtaining Presence Lists

Figure B.1 describes how an XDM client obtains Bnes Lists.

XDM Client Aggregation RLS XDMS
Proxy

1. HTTP GET——p

2.HTTP GET——»

—3. 200 OK

<4—4. 200 OK

Figure B.1- XDM Client obtains Presence Lists

The details of the flows are as follows:

1)

2)
3)

The user “sip:ronald.underwood@example.com” wamtshtain the document describing his Presence. liststhis
purpose the XDMC sends an HTTP GET request to tigrdgation Proxy.

GET /rls-services/users/sip:ronal d. underwod@xanpl e. com i ndex/ HTTP/ 1.1
Host: xcap. exanpl e.com

Based on the AUID the Aggregation Proxy forwards tbquest to RLS XDMS.

After the RLS XDMS has performed the necessaryaightion checks on the request originator, the RDBAS sends
an HTTP “200 OK” response including the requesteclidnent in the body.

HTTP/ 1.1 200 K
Etag: "etuk8"

Content - Type: application/rls-services+xnl; charset="utf-8"

<?xm version="1.0" encodi ng="UTF-8" ?>
<rls-services xmns="urn:ietf:paranms: xm :ns:rls-services"
xm ns:rl="urn:ietf:parans: xm :ns:resource-lists">
<service uri="sip:ronal d. under wod@xanpl e. com pres-1|ist=oma_buddylist">
<resource-list>http://xcap. exanpl e. coni resource-1|ists/users/sip:
ronal d. under wood@xanpl e. conf ~~
/resource-lists/list%B@anme=%22oma_buddyl i st ¥%22%D</ r esour ce-| i st>
<packages>
<package>pr esence</ package>
</ packages>
</ service>
</rls-services>

NOTE: The <resource-list> field represents a favito an external list located on the Shared XDdvi&bler

4)

The Aggregation Proxy routes the response to th¥XIient.

B.1.2 Service URI negotiation
Figure B.2 describes how the RLS XDMS can negotaa®ervice URI.

[0 2008 Open Mobile Alliance Ltd. All Rights Reserved.
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XDM Client Aggregation RLS XDMS
Proxy

1. HTTP PUT—»

2. HTTP PUT—

<¢——3. 409 Conflict

¢—4. 409 Conflict

5. HTTP PUT—»

6. HTTP PUT—»

«——7. 201 Created

4—8. 201 Created

FigureB.2 - RLS XDM S negotiates a Service URI

The details of the flows are as follows:

1) The user “sip:ronald.underwood@example.com” wamtse¢ate a Service URI “sip:wrongname@example.cétor’.

2)
3)

this purpose the XDMC sends an HTTP PUT requettadggregation Proxy.

PUT /rl s-services/users/sip:ronal d. under wod@xanpl e. confi ndex/ ~~/rl s-servi ces/service HTTP/ 1.1
Host: xcap. exanpl e. com

Cont ent-Type: application/xcap-el +xm ; charset="utf-8"
Content-Length: (...)

<service uri="si p: wongnane@xanpl e. cont' >
<resource-list>http://xcap. exanpl e. coniresource-|ists/users/sip:
ronal d. under wood@xanpl e. conf ~~
/resource-lists/list%B@anme=%2|ist-c%2%D</resource-1ist>
<packages>
<package>pr esence</ package>
</ packages>
</ servi ce>

Based on the AUID the Aggregation Proxy forwards tbquest to RLS XDMS.

The RLS XDMS detects that the Service URI doescnaform to the local policy. The RLS XDMS generageglid
Service URI “sip:ronald.underwood@example.com;pisstist-c” and sends an HTTP “409 Conflict” respe
including the generated URI.

HTTP/ 1.1 409 Conflict
Content - Type: application/xcap-error+xnm ; charset="utf-8"

<?xm version="1.0" encodi ng="UTF- 8" ?>
<xcap-error xmns="urn:ietf:parans: xn:ns:xcap-error">
<uni queness-fail ure>
<exists field="service/ @ri">
<al t -val ue>si p: ronal d. under wood@xanpl e. com pres-list=list-c</alt-val ue>
</ exi st s>
</ uni queness-fail ure>
</ xcap-error>

4) The Aggregation Proxy routes the response to thiIX@ient.

5) The XDM Client repeats the XCAP request (sent @p gt) using the received Service URI.

PUT /rl s-services/users/sip:ronal d. under wod@xanpl e. confi ndex/ ~~/rl s-services/service HTTP/ 1.1
Host: xcap. exanpl e. com

Cont ent-Type: application/xcap-el +xm ; charset="utf-8"
Content-Length: (...)

<service uri="sip:ronal d. underwod@xanpl e. com pres-list=list-c">

[0 2008 Open Mobile Alliance Ltd. All Rights Reserved.
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<resource-list>http://xcap. exanpl e. coni resource-1|ists/users/sip:
ronal d. under wood@xanpl e. com ~~
/resource-lists/|isty%B@anme=%22list-c%22%D</resource-|ist>
<packages>
<package>pr esence</ package>
</ packages>
</ servi ce>

6) Based on the AUID the Aggregation Proxy forwards tbquest to RLS XDMS.
7) The RLS XDMS creates the requested Presence Lgstndent and sends an HTTP “201 Created” response.

HTTP/ 1.1 201 Created
Etag: "etu65"

Content-Length: 0

8) The Aggregation Proxy routes the response to th¥XIient.
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Appendix C. Change History (Informative)
C.1 Approved Version History

Reference Date Description
OMA-TS-Presence_SIMPLE_RLS_XDM- 25 Jul 2006 TP approved:
V1_0-20060725-A OMA-TP-2006-0223R04-INP_Presence_SIMPLE_V1_0_fomlfiapproval
OMA-TS-Presence_SIMPLE_RLS_XDM - | 28 Nov 2006 CRs incorporated:
V1 _0_1-20061128-A OMA-PAG-2006-0664

OMA-PAG-2006-0704R02
OMA-PAG-2006-0747R02

OMA-TS-Presence_SIMPLE_RLS_XDM - | 27 Jun 2008 Status changed to Approved by TP
V1 _0_1-20080627-A TP ref# OMA-TP-2008-0250-
INP_Presence_SIMPLE_V1_1 ERP_for_Final_Approval
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