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1 Scope

The scope of the SIP/SIMPLE Instant Messaging document is to define the specification for the IM service enabler.
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3 Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD?”, “SHOULD NOT”,
“RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be

informative.

3.2 Definitions

Access control

Access Policy

Ad-hoc Group Session
Authenticated
Originator's IM Address

Availability for IM

Chat Alias

Conference

Conference-factory-URI

Conference focus

Contact

Controlling IM Function

Controlling IM Server

Conversation

Conversation History

Conversation History
Function

Procedures for controlling incoming or outgoing requests to an entity.
For IM System, the IM Server controls the access according to pre-defined access policy rules.

For the IM User, the User defines/modifies the Access Lists to be enforced by the IM Server for
controlling other user’s access to the served IM user.

Rules defined for the Access Control purposes. E.g., User defined rules for describing who is allowed to
contact him/her using the IM Service.

An IM session for multiple users that does not involve the use of predefined groups. The list of users for
the Ad hoc Group Session is created dynamically and is disbanded after the Ad hoc Group session ends.

The Authenticated Originator's IM Address is the IM Address of the originating IM Client that has been
authenticated by the SIP/IP Core. E.g. the P-Asserted Identity.

Indicates whether the IM User is able to join IM Communication e.g. the user is registered. See [OMA-
Pres-RD]

A name defined by a user to describe his preferred identity in a chat room. A Chat Alias serves as a
temporary, routable identity of an IM User who wants to keep his real identity anonymous from other IM
participants in a chat room, and MUST be unique in a particular chat room. Chat alias consist of two
parts, Display name part and a URL part. The Display Name part may be temporarily modified by the
IM Server to ensure that the Chat Alias is unique within a chat session.

A multi-party conversation with a central point of control, also called a chat session in SIMPLE IM.

A Conference-factory-URI for IM service is a provisioned SIP URI that identifies the Conference Server
in the Home Network.

A central element in the ‘Controlling IM Function’ that maintains direct relationship with each
participant by means of a SIP dialog. Each dialog can belong to a different SIP session i.e. Maintains the
SIP dialogue in the IM conference session.

An address (expressed as a SIP URI) at which a user can be reached. This is generally dynamically
associated with an address-of-record using a SIP REGISTER request. Defined in [RFC3261].

The Controlling IM Function provides centralized IM session handling which includes MSRP Media
distribution between conference participants, participants information, and executes conference control
policies i.e acts as a IM conference server. For pager mode messages (e.g. SIP MESSAGEs), the
controlling IM function acts as a message exploder.

A SIP application server responsible for IM Service functionality in the network side. Function of the
Controlling IM Server relates to group communication, e.g., acting as a conference focus in an IM
Session.

An ordered exchange of immediate messages in the context of a session between users.

A record of a user’s IM communication during all modes of operation (Pager, Large message, and
Session modes). The Conversation History includes both the messages exchanged as well as
supplementary descriptive information (e.g., topics and time of communication).

Conversation History Function provides the capabilities to manage storage, retrieval and manipulation
(e.g., delete, rename) of conversation histories including obtaining descriptive information about
conversations.
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Deferred Message

Event Package

File Transfer

Group

Group Advertisement

(Group) Member
Group Session

History

Home Network

IM Address

IM Client
IM Server
IM Service

IM Session

IM Session Identity
Instant Message (IM)

Invited IM User
Inviting IM Client
Joining IM Client
Large Message Mode

MSRP Switch

Media Parameter

Multimedia Encapsulation

Notification

One-to-One IM Session

If an intended recipient of an IM pager-mode or large mode message communication is not available,
either due to the recipient’s Inbox settings or the recipient being IM offline, the message is stored in the
IM Server for later delivery. L.e. the IM becomes deferred message.

A specification for a set of events to be used with subscription and notification. The event package
defines the semantics of the notification message body and of subscriptions to that event. Event packages
are defined in [RFC3265].

A one-way transfer of data between entities in real-time fashion. The Session ends when the data has
been transferred.

A group is a nested collection of addresses or identifiers such as an address or record called as Group
Members, and other information related to the group. A group is identified by a single address called
Group Identity.

A message advertising a Group to Users. A Group Advertisement typically informs Users about a new
Group and contains information about how to get access to the Group. The IM enabler uses the extended
group advertisement as specified in [Group-XDM-Specification] for group advertisment messages

An entity belonging to a Group according to the group definition.
A session at which two or more users participate.

Stored conversation, which may also be called conversation history. There are two types of data related
to the history: metadata and the actual conversation.

Network comprising of the SIP/IP core and the IM Server of the local IM Client.

An IM Address identifies an IM User. The IM Address can be used by one IM User to request
communication with other IM Users.

An IM Service endpoint.
A network entity that provides messaging service.
The instant message offering presented by a service provider that utilizes the IM Enabler and potentially

other enablers.

Exchange of near real-time messages where the senders and receivers join together for a period of time
(session). The session is established at some moment in time, continues for a finite duration and then is
dissolved. Messages exchanged are associated together in the context of this session.

SIP URI received by the IM Client during the IM Session establishment in the Contact header.

A message delivered to a user in an instant, interactive manner. Generally short, even brief. Instant
Messages are often called IMs. IMs are often exchanged back-and-forth between users in a
conversational fashion. Defined in [RFC2778].

In other words, a type of messaging service by which the sender expects immediate message delivery in
(near) real time fashion.

An IM User receiving invitation or has been invited to an IM Session.
An IM Client either initiating or triggering initiation of the IM Session.
An IM Client joining in a Group Session.

This mode is used to send a single large instant message using MSRP. Since MSRP is used, a SIP
session must be established, but it is torn down after the single message is transmitted.

A media level entity that receives MSRP messages and delivers them to the other conference participants

Data provided in SDP to describe preferred or used media settings for an IM Session and large message
mode.

Also called MIME. A formatting technique for rich messages originally used for email, but now used for
HTTP and many other things. MIME allows serializing one or more message elements into a simple text
stream. The message elements may be text, pictures, and many other types of data, or external
references using a URI to an element actually stored elsewhere such as a web page.

A message, delivered in response to a subscription, which delivers information about an associated event
in the format defined by the relevant event package. Defined in [RFC3265].

One user communicates with a single user. It includes Peer-to-Peer, and Ad hoc Group Session with only
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Originating participating
function

Pager Mode Message

Participant

Participating IM Function

Pre-defined Group

Presence

Presence Server (PS)

(Presence) Tuple

Presentity

Proxy

Public Conference

Registrar

Service Setting

Session based messaging

SIMPLE

SIP Session

Subscription

System

System Message

Terminating participating
function

URI-list

two participants.

The Participating IM function that performs the IM Session handling in the network of the originating
client.

A small size, one-shot message from an IM User to other IM User(s). SIP MESSAGE is used for
carrying the message.

An entity participating in a Group Session.

The Participating IM Function provides IM Session handling and policy enforcement for incoming and
outgoining IM Sessions (i.e.offers IM access and service policies ), and may provide the media convey
function between IM Client and the Controlling IM Function.

A Group whose members are permanently stored in XDMS before the actual group communication
starts. The IM Server creates the IM Group Session according to the definition in the group, e.g., when
the creator of the group definition joins in, the IM Server may invite other users to the IM Group
Session.

Information about the status and reachability of a specific individual, usually a person. See "Presentity".
Defined in [RFC2778].

A node/application server (or set of nodes/application servers, in a clustering environment) that acts as
an intermediate for the user to provide Presence information to other users and other users to subscribe or
get Presence information of a certain user, i.e. Presentity.

A data model element of Presence information containing service specific information; e.g. status and
communications means for a given Presentity.

A distinguished entity or resource for which presence information may be available. A presentity is most
commonly a reference for a person.

A SIP node that forwards messages according to the proxy rules defined in [RFC3261]. SIP requests
made by nodes using SIMPLE are processed by proxies just like any other SIP request would be.

A Pre-defined Group that is uniquely identified by a URI. A Public conference is usually hosted by a
Service Provider which creates, maintains and manipulates the conferencing features.

A SIP server node that receives and responds to SIP REGISTER messages. A registrar is generally
associated with an administrative domain and may be associated with a presence server. The purpose of
the registrar is to store the association of a "contact with presentity". This association may also be called
a "binding". Defined in [RFC3261].

User and/or IM Client provided settings for the IM Service execution. User and/or IM Client may e.g.
activate barring of SIP requests or activate storing of History.

A type of IMS Messaging service by which the sender expects immediate message delivery in (near) real
time fashion. In addition the sender(s) and the receiver(s) have to join to a messaging session e.g. chat
room, before message exchange can take place [3GPP TS 22.340].

A methodology and set of extensions to SIP supporting the Instant Messaging requirements defined by
IETF.

A SIP Session is a SIP dialog. From [RFC 3261], a SIP dialog is defined as follows: A dialog is a peer-
to-peer SIP relationship between two UAs that persists for some time. A dialog is established by SIP
messages, such as a 2xx response to an INVITE request.

A persistent relation between a subscriber and an event source (often a presence server for a presentity)
by which the subscriber requests notifications of a specific even for a set duration. Defined in
[RFC3265].

Assembly of entities comprising a whole with each and every element interacting or related to one
another.

A special type of message sent by the IM Server for different purposes (e.g. advice of charge, service
notifications, advertisements, instructions, etc). System Messages MAY contain a list of possible options
and require actions or response from the user.

The Participating IM function that performs the IM Session handling in the network of the
terminating client.

A list of URIs issued by an IM Client to IM Server for exploding a SIP request to URIs contained in the
list. The IM Client uses a URI-list for either creating an Ad-hoc Group Session or exploding a one-shot
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User

User equipment

message to multiple recipients. The IM Server takes care of sending individual requests to URIs.

A human using the described features through a terminal device.

User equipment is a hardware device (e.g. phone) with IM software used by users.

Service setting, indicating whether the IM User wants to be visible (e.g. presence status shown as
“available for IM”) to other IM users. This allows an IM user to remain invisible to other IM users, even

A node/Application Server that requests presence information for a particular presentity.

User Profile User related data stored in XDMS.
Visibility

when registered to the IM service.
Watcher
Willingness for IM

RD]

3.3 Abbreviations

AD
B2BUA
HTTP
IETF
IM
IMS
1P
MIME
MMD
MSRP
OMA
PoC
PS
RFC
SDP
SIMPLE
SIP
UE
URI
URL
XCAP
XDMS
XML

Architecture Document

Back to Back User Agent

Hyper Text Transfer Protocol
Internet Engineering Task Force
Instant / Immediate Messaging

IP Multimedia Subsystem

Internet Protocol

Multipurpose Internet Mail Extension
Multi Media Domain

Message Session Relay Protocol
Open Mobile Alliance

Push to talk over Cellular

Presence Server

Request for Comments

Session Description Protocol

SIP Instant Message and Presence Leveraging Extensions
Session Initiation Protocol

User Equipment

Uniform Resource Identifier

Uniform Resource Locator
Extensible mark-up language (XML) Configuration Access Protocol
XML Document Management Server

Extensible Mark-up Language

Indicates whether the IM User is currently willing to accept new incoming IM request. See [OMA-Pres-
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4 About Messaging Services

4.1 Introduction

Instant Messaging (IM) is a form of 2-way communications that allows users to exchange information with others in an
interactive nature, i.e., users exchange messages in near real time to engage in conversations. This requires low latency in the
delivery of messages. Typically, text messages are exchanged but this enabler supports content types beyond text.
Communication can be in one-to-one or one-to-many configurations, meaning that the messaging can be between two
individuals or within a group where everyone in the group can see what everyone else is sending. There is no need to
maintain any type of floor control since messages are posted to the individual (or group) in the order they are received, and
can be read as needed.

This specification supports three fundamental modes of IM communication: (1) Pager Mode (2) Large Message Mode and
(3) IM Session Mode. The first is appropriate for brief message exchanges such as announcements with acknowledgements.
The second is for brief message exchanges in which the size of the individual message is large (such as when carrying
multimedia content).The last is similar to a conference hosted by a network where individual users join and leave the group
conversation over time.

This specification allows the IM Service to ride atop a SIP/IP Core Network as a SIP application. One example of such a
network is an [P Multimedia Subsystem (IMS) network but any appropriate SIP network may be used. While the underlying
SIP “infrastructure” is responsible for SIP authentication and routing of SIP messages, all IM specific behaviour is
documented in this specification.

Basic messaging capabilities are augmented with advanced features such as Conversation Storage and Searching. During IM
communication, a record of the users incoming and outgoing messages may be stored as part of a conversation. The IM user
is later able to selectively retrieve messages from within conversations as well as manage their storage. The Search feature in
[XDM-Core] allows users to search through the metadata of stored IM content. Further, the Search feature enables users to
explore the user profiles of others in order to find new people with which to communicate.

Together with companion OMA enablers for Presence Service and XML Document Management, this specification supports
IM services built upon presence and group management to provide a more compelling user experience. In addition, user
group lists may be created that operate across Presence and PoC services as well as IM service.

4.2 Pager Mode and Large Message Mode Messaging
4.2.1 General

These are the modes of IM communication that occur without the establishment of an IM session. Further, these messages
form a uni-directional communication at any given time. Users may respond to a message that is sent. But responses and
subsequent messages occur independently are unrelated to the initial message sent. The IM Server needs to maintain no state
and provide no conferencing capabilities with this simple approach. For Pager Mode messages, the message is carried
directly within the body of the SIP message. Using the SIP MESSAGE method, the message contents is inserted as a MIME
attachment within the body of the message [RFC3428]. The SIP/IP Core provides the routing between the IM Servers and IM
Client without establishing a SIP session.

However, the SIP MESSAGE method message size poses a limitation of the instant message that can be sent. This limitation
is especially acute if the IM contents are multimedia in nature. To allow arbitrarily large pager mode messages, the contents
of the message are not inserted into the SIP message but carried using MSRP [MSRP].Called Large Message Mode, a SIP
session is established between the interested parties (sender and all receivers) with MSRP as the media component. The IM
contents are then transmitted using MSRP using segmentation if necessary. This SIP session should not be confused with an
IM session as no IM session is established. The SIP session is only used to transmit exactly one large message after which the
SIP session is torn down.

Detailed procedures can be found in section 6.1.1.3 “Originating Participating Function/Pager Mode Messaging”, section 8
“IM Pager Mode”, and section 9 “IM Large Message Mode” for Pager Mode and Large Message Mode.
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4.2.2 Group Messages

To send a Pager Mode message to more than one user, the Request-URI field of the SIP MESSAGE may point to an IM
Group identifier. Alternatively, a list of recipients may be carried as a MIME attachment in the body of the SIP message. An
IM Group URI may be part of the recipient list. The IM Server delivers the message to the whole group as described in
Section 8.3.1.1 “Receiving SIP MESSAGE request for group communication” or Section 9.1.1.2 “Establishment of a Large
Message Session”. Multiple copies of the instant message are created in the network and transmitted thereby relieving the
client from transmitting multiple copies.

4.2.3 Deferred Messages

Users may send messages to other users when the recipient is not registered with the IM Service (in an offline state) or
temporarily disconnected from the IM Service (e.g., loss of wireless coverage). In these cases, the messages are received by
the recipient’s IM Service and temporarily stored until the receiver comes back online. These are deferred messages which in
the simple case are all pushed to the receiver automatically when re-connected to the IM Service.

If the size of deferred messages is large or the number of deferred messages high, the IM user may not have all deferred
messages pushed automatically upon re-connection. In this case, the receiver may selectively choose which messages to
retrieve by looking through a message summary. In addition, the receiver may selectively delete some deferred messages
without retrieving them (e.g., based on subject or sender). All of these possibilities are detailed in section 12 “Deferred
Messages”.

4.3 Session Mode Messaging

In contrast with Pager Mode communication or Large Message Mode, Session Mode creates an IM session where the senders
and receivers join together for a period of time. The IM session is established at some moment in time, continues for a finite
duration and then is dissolved. Sometimes such a communication mode is called chat or joining a chat room. Messages
exchanged are associated together in the context of this session.

In an IM session, the contents of the message are carried using MSRP [MSRP]. To achieve this, a SIP session is established
between the interested parties (sender and all receivers) with MSRP as the media component. This is unlike Large Message
Mode communication where there is a SIP session but there is never an IM Session. All communications during IM sessions
are transmitted using MSRP regardless of the size of individual messages. The SIP session is maintained for the duration of
the IM session and not torn down after message transmission is complete. All messages that occur during an IM session are
all related together in the context of the session.

4.3.1 Session Mode Messaging as an IM Conference

This specification uses IM conference to mean an instantiation of an IM session that is uniquely identified by a URI. An IM
conference is hosted by an IM Server which acts as a conference focus to provide a central point of control for the SIP
session as well as the MSRP session. All messages are exchanged over the MSRP session by using the conference focus as an
MSRP switch as defined in [MSRP]. Details of the conference focus can be found in Section 7 “IM Session”. Since IM
conferences usually involve a number of users, IM groups may be used to invite a number of users to join a conference. The
IM group has policy information associated with it that controls the behaviour of the IM conference. One policy element, for
example, is the maximum number of users allowed to join the conference at one time.

If no predefined IM group is used to create a conference, it is called an Ad-hoc IM session. The list of users for the Ad hoc
session is created on-the-fly and disappears after the Ad-hoc session ends. It should be noted that Pager Mode or Large
Message Mode communication do not constitute an Ad hoc session, i.e., an IM session must be created. Ad-hoc session
creation is described in Section 7.1.1.3 “IM Client initiates an Ad-hoc IM Conference”

4.3.2 Peer-to-Peer IM Session

A One-to-one IM session is between exactly two parties. However, a special case of a one-to-one IM session is a peer-to-peer
session. The conference is established through IM Servers as usual but a peer-to-peer MSRP path is established directly
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between the two parties. This allows an efficient mode of communication when only two parties are involved as the message
contents do not traverse IM Service network entities.

If the IM user wishes to extend a peer-to-peer IM session to more than two parties, it must be converted to a regular IM
conference first before additional users are invited to join. See Section 7.1.1.6 “IM Client extends 1-to-1 IM Session to a
conference” for details.
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5 Common Procedures

5.1 Authenticated Originator’s IM Address

The Authenticated Originator's IM Address is the IM Address of the originating IM Client that has been authenticated by the
SIP/IP Core or the Group Identity when the IM Server performing the Controlling IM Function invites users to a Group
Session.

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, then the Authenticated Originator's IM Address is contained in the
P-Asserted-Identity header according to rules and procedures of [3GPP TS 24.229]/ [3GPP2 X.S0013.004]. The IM Client
MAY insert a P-Preferred-Identity header, which contains a client preferred identity, for the SIP/IP Core to be used inside the
P-Asserted-identity header. If privacy is required, the From header SHALL contain an anonymous URI according to [RFC
3323] and optionally an alias or "Anonymous" as the display name, and the Privacy header field values SHALL be set
according to [RFC3323] and [RFC3325].

The From header MAY be used to carry the Authenticated Originator's IM Address, and MAY be supported by the IM

Server. The IM Server MAY be able to support an Authenticated Originator's IM Address in the From header if the IM
Server has transitive trust with the SIP/IP Core, and if the SIP/IP Core is able to perform proxy authentication of the IM
Client.

If the IM Server cannot obtain an Authenticated Originator's IM Address for an initial request, it SHALL reject the request
with a SIP 403 "Forbidden" response. The IM Server SHOULD include a Warning header to explain the reason in a human
readable textual form.

5.2 IM Service Registration

5.2.1 General

The IM Client SHALL register, re-register and de-register to the SIP/IP Core according to rules and procedures of
[RFC3261] with the clarifications in the following sections.

The IM Client:

1. SHALL generate a SIP REGISTER request;
2. SHALL include the IM feature-tag '+g.oma.sip-im' in the Contact header of the SIP REGISTER request;
3. SHALL include a Require header with the option tag “pref” according to rules and procedures of [RFC3840];

4. SHALL include the User-Agent header in the SIP REGISTER request to indicate the IM release version as specified
in Appendix F “Release version in User-agent and Server headers”; and,

- 5. SHALL send the SIP REGISTER request towards the SIP/IP Core according to rules and procedures of the SIP/IP
Core.

5.2.2 IM service registration and re-registration
When the IM Client sends a SIP REGISTER or SIP re-REGISTER request to the SIP/IP Core the IM Client:

1. SHALL generate a SIP REGISTER request as specified in section 5.2.1"General";

2. SHALL insert in the SIP REGISTER request any necessary security parameters (e.g. Digest response) according to
rules and procedures of the SIP/IP Core; and,

Each time the IM Client has successfully performed an initial registration the IM Client SHALL publish the IM service
settings as specified in section 5.2.4 “IM service setting client procedure”.
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NOTE 1: The SIP/IP Core may challenge and authenticate the SIP REGISTER request requiring the resending of the SIP
REGISTER request with authentication credentials.

NOTE 2: Periodical application level re-registration is initiated by the IM Client to refresh an existing registration based
on the re-registration requirements of the SIP/IP Core.

NOTE 3: E.164 type of identity can be registered using implicit registration.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS the IM Client SHALL use 3GPP/3GPP2 IMS registration
mechanisms according to rules and procedures of [3GPP TS 24.229]/[3GPP2 X.S0013.004] with the clarifications given in
this section.

5.2.3 IM service de-registration

When the IM Client deregisters it:

- 1. SHALL generate a SIP REGISTER request as specified in section 5.2.1 "General";

- 2. If the terminal needs to remain SIP/IP Core registered the IM Client SHALL reregister with the SIP/IP Core without
including the IM feature-tag '+g.oma.sip-im';

- 3. If the terminal also needs to deregister from the SIP/IP Core, the IM Client SHALL send a SIP REGISTER request
with an Expires header set to 0, as defined in [3GPP TS 24.229] / [3GPP2 X.S0013.004].

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS the IM Client SHALL use 3GPP/3GPP2 IMS registration
mechanisms according to rules and procedures of [3GPP TS 24.229]/ [3GPP2 X.S0013.004] with the clarifications given in
this section.

5.2.4 IM Service Settings Client procedure

To set, update or refresh the IM Service Settings, the IM Client:

- 1. SHALL generate a SIP PUBLISH request according to rules and procedures of [RFC3903] and [RFC4353];
- 2.SHALL set the Request-URI of the SIP PUBLISH request to the IM Address of the IM User;

- 3. SHALL include the IM Address of the IM User as the Authenticated Originator's IM Address as specified in
subclause 5.1 "Authenticated Originator's IM Address",

- 4.SHALL include an Accept-Contact header with the IM feature tag '+g.oma.sip-im';

- 5. SHALL include a User-Agent header to indicate the IM release version as specified in F.1 "Release version in
User-agent and Server headers";

- 6. SHALL set the Event header to the value 'poc-settings';

- 7. SHALL set IM Service Settings expiration timer in expires header according to rules and procedures of [RFC
3903], in the same range as the registration timer recommended by SIP/IP Core;

- 8. SHALL include the IM Service Settings as follows and as described in Appendix E.2:

a) Incoming IM Session Barring setting;

b) Incoming pager mode and large mode IM barring setting;

¢) IM invisibility setting;

d) Pager mode and large mode message IM offline delivery activation;

e¢) IM conversation storing activation for session mode communication; and,

f) IM conversation storing activation for pager mode and large mode communication.

- 9. SHALL send the SIP PUBLISH request according to rules and procedures of SIP/IP Core.
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If the setting for the offline delivery notification is set to ‘active=false”, the IM Client retrieve the user’s deferred messages
as described in section 12.1.2 “Retrieving Deferred Message metadata”.

On receiving the SIP 200 "OK" response to the STP PUBLISH request the IM Client MAY indicate to the IM User the
successful communication of the IM Service Settings to the IM Server.

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.004] with the clarifications given in this
subclause.

5.3 Getting Information on Client Status
The IM Server SHOULD support receiving 3rd party REGISTER from the SIP/IP core according to [3GPP TS 24.229].

When a 3™ party REGISTER request arrives containing information about the IM user's registration status, the IM Server
SHALL generate a 200 (OK) response or an appropriate failure response. For the success case, the 200 (OK) response shall
contain Expires value equal to the value received in the 31 party REGISTER request.

5.4 IM Server sending System Message

If the IM Server intends to send system message destined to its user, the IM Server:

1. SHALL generate a SIP MESSAGE message per intended recipient according to rules and procedures of [RFC 3428];

2. SHALL include an Accept-Contact header field with the feature-tag set to ‘+g.oma.sip-im.system-message’ to indicate
that the SIP MESSAGE is a System Message;

- 3. If the System Notification needs interaction between the User/Client and the IM system or the system message
payload size is bigger than 1300 bytes, the IM Server SHALL include in the Content-Type header field of the SIP
MESSAGE, a Content-Type: message/external-body according to rules and procedures in [RFC4483]. The external
document would be html document;

- 4. SHALL set the Request-URI(s) to registered IM Address of the intended recipient;

- 5.SHALL include the IM Server Identity in the Authenticated Originator's IM Address as specified in section 5.1
“Authenticated Originator's IM Address”;

- 6. SHALL include the Server header to indicate the IM release version as specified in section “Release version in User-
agent and Server headers”,;

- 7. MAY start the timer if the response to a system message is expected from the IM Client within operator specified time
period; and,

8. SHALL send the SIP MESSAGE request towards the IM Client along the signalling path.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS mechanisms and

procedures according to rules and procedures of [3GPP TS 24.229]/ [3GPP2 X.S0013.004] with the clarifications given in
this section.

5.5 Display name

Using a display name in a conversation serves different purposes. In case anonymous access is requested, it provides the user
with a chat alias. In case no anonymous access is requested, it is used to display a human readable name for the user. Finally,
for a conversation in a predefined group, each participant may be given a group specific display name. This group specific
display name is stored in the Shared Group XDM, as specified in [Group-XDM-Specification].

The IM server and IM client MAY send a display name in SIP requests and SIP responses.

The IM client MAY support the use of a display name.
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The IM server SHOULD support the use of a display name.

The following text describes the procedures in the IM Client and the IM Server when the IM Client and the IM Server
support the use of a display name:

A IM Client MAY provide the inviting IM User’s Alias name (this is a User Input Name) in the "display-name" part of the
Authenticated Originator’s IM Address, i.e. in the P-Preferred-Identity header or, e.g. when the P-Preferred-Identity header is
not included, in the From header of the initial SIP INVITE request or SIP REFER request sent towards the IM Server
performing the Participating IM Function.

NOTE 1: A display-name included in the P-Preferred-Identity header is moved to the P-Asserted-Identity header by the
underlying SIP / IP Core if validation of the IM Address is successful as described in [RFC 3325].

If the P-Preferred-Identity doesn’t correspond to any valid identity known to the proxy for that user, the proxy can add a P-
Asserted-Identity header of its own construction, and the display-name, if included in the P-Preferred-Identity header, is lost.
A display-name in the From header is never lost.

The terminating IM Client MAY provide the invited IM User’s nick name in the "display-name" part of the To header of the
SIP 200 “OK” response to an initial INVITE request sent to SIP / IP Core to the IM Server performing the Participating IM
Function.

The IM Server performing the Controlling IM Function SHALL define the display-name to use, according to the following
priority order:

- 1. In case anonymous access is requested, and the Group definition as specified in [Group-XDM-Specification] allows
anonymous access, the display-name as provided by the IM client shall be used. If no display-name was defined by the
IM client, or the display-name is already in use in the session, the IM server chooses a display-name as defined in 7.2.3.2
“Chat alias in IM Conference”;
- 2. In case no anonymous access is requested;
- The <display-name> child element of the <entry> element for IM Users in IM Group definitions as specified in
[Group-XDM-Specification] if <display-name> is defined; or;
- The display-name received in the “display-name” part of the Authenticated Originator’s IM Address of initial SIP
requests and SIP 200 “OK” responses to the initial SIP requests from Participants; or,

- The display-name received in the “display-name” part of the From header of initial SIP requests or in the “display-
name” part of the To header of the SIP 200 “OK” responses to the initial SIP requests from Participants.

5.6 Warning header
5.6.1 General

The IM Server MAY include a free text string in a SIP response to SIP requests

When the IM Server includes a text string in a response to a SIP INVITE request the text string SHALL be included in a
Warning header as specified in [RFC3261]. The IM Server SHALL include the Warning code set to 399 and MAY include
the host name set to the host name of the IM Server.

The IM Client MAY include the preferred language in Accept-Language header in the SIP INVITE request and SIP 2xx
response.

The IM Server SHOULD choose language of the warning text in the Warning-header depending on the preferred language
indicated in Accept-Language header received from the IM Client in the SIP INVITE request or in the SIP 2xx response. If
the warning text is to be translated, only explanatory text of the free text string SHALL be replaced by the preferred
language.
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5.6.2 Warning texts

The text string included in a Warning header consists of an explanatory text preceded by a 3-digit text code, according to the
following format <xxx> + <explanatory text>, for example '102 Too many participants'.

The warning texts and codes are defined in [OMA-POC-CP].

5.7 Final Delivery Report
5.7.1 General

The IM Client and the IM Server SHALL support the Final Report functionality.

The Final Report is not recommended for messages of small size e.g. chat with text/plain or files of small size.

The IM Client MAY request Final Report functionality from the IM Server performing the Controlling IM Function when
sending messages using MSRP. If the IM User wishes to know whether the message has been delivered to recipient(s)
successfully or not, the IM Client SHALL request for the Final Report from the IM Server performing the Controlling IM
Function.

For the Final-Report functionality this specification defines:

1. The namespace for the definition of new headers in message/cpim bodies to request Final Report. This namespace is
identified by the URN <urn:oma:xml:poc:final-report>;

2. A new header field in message/cpim body. The name of this header is 'Final-Report' and belongs to the above
mentioned namespace. According to the procedures of [RFC 3862], the header field is prefixed by a prefix that is
linked to the mentioned namespace. The 'Final-Report' header field can have a value of 'yes' or 'no'; and,

3. A new MIME body of type "application/vnd.oma.poc.final-report" to identify a Final Report XML document that
carries the Final Report information.

5.7.2 Originating Client procedures

When the IM Client requests for the Final Report, the IM Client includes in the MSRP SEND request a message/cpim body
according to [RFC3862].

The IM Client:

1. SHALL include an NS header in the message/cpim body that links a prefix chosen by the IM Client with the well
known URN of <urn:oma: xml:poc:final-report>;

NOTE 1: Although the IM Client is able to choose any prefix of its choice, it is recommended to use a meaningful prefix,
such as'FR'.

2. SHALL include a 'Final-Report' header in the message/cpim body, prefixed with earlier defined prefix. The value of
the 'Final-Report' header SHALL be set to 'yes'; and,

3. MAY include in the MSRP SEND request a Success-Report header and a Failure-Report header set to value 'yes'.

Upon receiving the MSRP SEND or MSRP REPORT request containing the MIME body of type
"application/vnd.oma.poc.final-report+xml", the IM Client:

1. SHOULD extract the delivery status(es) of Participant(s) from the body; and,

2. MAY provide the information about delivery status to the IM User.
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NOTE 2: The IM Client can receive more than one final report depending on the IM Server aggregation of the final
reports. In this case, in the final report there can be the final delivery status of one or more IM Client(s), but not
the status of all receiving IM Clients.

NOTE 3: The correlation of the messages sent and the final reports received are performed with the Message-ID. It is IM
Client implementation issue how long IM Client maintains the Message-ID stored.

Upon receiving an MSRP failure response for the MSRP SEND request requesting the Final Report, the IM Client MAY
provide the information about delivery status to the IM User.

5.7.3 Controlling Server procedures

The IM Server performing the Controlling IM Function MAY be requested to provide the final report about the delivery of
messages. The IM Server SHOULD preserve an existing Final-Report header present in the message/cpim body of the SEND
request.

If final report is requested, the IM Server performing the Controlling IM Function:

1. SHALL include in MSRP SEND request a Success-Report header and Failure-Report header with value set to 'yes';
and,

2. SHALL send the MSRP SEND request to the terminating IM Client(s) according to rules and procedures of
[MSRP].

When receiving either an MSRP REPORT or an MSRP failure response from the terminating IM Clients, the IM Server:

1. SHALL cache the received delivery status information with information received from the other IM Client(s)
receiving the message.

When composing the final report, the IM Server:

1. SHALL compose the final report XML document that contains the delivery information of one or more Participants.

NOTE 1: The IM Server can either send multiple final reports containing the delivery status of one or more Participants
or it can send one final report at the end, containing the delivery statuses of all Participants.

When sending the final report to the originating IM Client, the IM Server:
1. SHALL in case the IM Client requested MSRP REPORTS,
a. generate a MSRP REPORT request according to rules and procedures of [MSRP];
b. add an MSRP Content-Type header field set to the value "application/vnd.oma.final-report+xml";
c. include a final report XML document as previously indicated; and,

d. send the MSRP REPORT request to the originating IM Client according to rules and procedures of
[MSRP].

or,
2. SHALL, in case the originating IM Client did not request MSRP REPORT,

a. generate an MSRP SEND request according to rules and procedures of [MSRP];

b. add an MSRP Content-Type header field set to the value "application/vnd.oma.final-report+xml";

c. include a final report XML document as previously indicated; and,
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d. send the MSRP REPORT request to the originating IM Client according to rules and procedures of
[MSRP].

When the IM Server performing the Controlling IM Function has been requested a final report, the IM Server SHALL send
one or more final report(s) in a way that the final delivery status of each Participant is reported.

5.7.4 Procedures at the Participating Function

If the IM Server performing the Participating IM Function stays in the media path, the IM Server SHALL transparently pass
the MSRP SEND requests, the MSRP SEND responses and MSRP REPORT requests, if applicable.

5.7.5 Terminating Client Procedures

The IM Client which is receiving the MSRP message can be requested to provide final delivery status to the sender. In this
case the MSRP SEND request received contains a Success-Report header and Failure-Report header set to value 'yes'.

If requested, the IM Client SHALL generate and send the MSRP REPORT requests according to rules and procedures of
[MSRP].

NOTE: The terminating IM Client can respond with 413 MSRP response if the terminating IM Client wishes the IM
Server performing the Controlling IM Function to stop sending the particular message for any reason.
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6 Procedures at the IM Server

6.1 Participating IM Functions procedures

6.1.1 Originating Participating Function

The Participating Function may or may not stay in the media path depending on operator’s settings.The settings may be static
such that the Participating function always stays or does not stay in the media path, or the settings may depend on parameters
such as:

- If the Conversation History function is supported and a user has his history settings active when he receives a session
invitation or a large message.

- If the Participating function needs to do charging

-etc..

6.1.1.1 General
Upon receiving from the served IM Client a SIP Request, the IM Server:

- 1. SHALL check whether the Authenticated Originator's IM Address is of an IM User that is allowed to send the request
and if it is not, the IM Server serving the originating IM Client SHALL respond with a SIP 403 "Forbidden" response to
the IM Client. The IM Server SHOULD include a Warning header with the warning text set to '127 Service not
authorised' as specified in subclause 5.6 "Warning header”. Otherwise, continue with the rest of the steps;

- 2. SHALL check
- whether the Authenticated Originator's IM Address of an IM User has a pending response to an earlier
received System Message;
- and if the operator specified time period has expired or not.

If a required response to a System Message is not received and the timer has expired, the IM Server serving the
originating IM Client SHALL respond with a SIP 403 "Forbidden" response to the IM Client.

The IM Server SHOULD include an Error-Info header to explain the reason. Otherwise, continue with the rest of the
steps;

- 3. Ifthe IM Server requires a specific User Agent version to be supported then the IM Server SHALL check the “User
Agent” header field to determine if the server supports the User Agent version as specified in section Appendix F
“Release version in User-agent and Server headers” and if not, the IM Server SHALL respond with SIP 403
“Forbidden” response to the IM Client. Also the IM Server SHALL include an “Error-Info” header to explain reason.
Otherwise, continue with rest of the steps;

- 4.SHALL apply operator policies on message size and content as follows:

- a.In case of Pager Mode message: SHALL check the content against operator policies specified for the service and
for the IM user. If the content does not conform to the policies, the IM Server SHALL respond with a 415
“Unsupported Media Type” response with the list of supported formats or media types to the originating client.
Otherwise, continue with the rest of the steps;

- b. In case of Large Message mode, IM session or File Transfer: SHALL check the SIP INVITE SDP attributes
against operator policies specified for the service and for the IM user. If the size or content do not conform to the
policies, the IM Server SHALL respond with a SIP 488 “Not Acceptable Here” response to the originating client
containing the size and contents supported by the operator policies. Otherwise, continue with the rest of the steps.

When sending a SIP 200 "OK" response and if the IM Server is acting as a B2BUA the IM Server:

- 1. SHALL generate a SIP 200 "OK" response according to rules and procedures of [RFC3261];

- 2. SHALL include a Server header to indicate the IM release version as specified in Appendix F “Release version in
User-agent and Server headers”;

- 3. SHOULD include an Allow header with all supported SIP methods, when responding to INVITE requests.
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When sending a SIP response (other than the SIP 200 “OK” response) to the SIP request, the IM Server :
- 1. SHALL generate the SIP response according to rules and procedures of [RFC3261];

- 2. SHALL include the Server header with the IM release version as specified in Appendix F "Release version in User-
agent and Server headers" if not previously sent in a response for this dialog.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS Session
mechanisms according to rules and procedures of [3GPP TS 24.229]/ [3GPP2 X.S0013.004] with the clarifications given in
this section.

6.1.1.2 IM Session
6.1.1.2.1 Determintaion of session Handling

Upon receiving from the served IM Client an initial SIP INVITE request , the Participating IM Function:

- 1. SHALL verify if the Feature-tag ‘+g.oma.sip-im.large-message’ is received:
- a. If the ‘+g.oma.sip-im.large-message’ feature-tag is received the Participating Function SHALL proceed according
to 6.1.1.4.1 “Receiving SIP Session request for Large Message Mode”;

- b. Otherwise, the Participating Function SHALL proceed according to 6.1.1.2.2 “Reception of an initial SIP INVITE
request”.

6.1.1.2.2 Reception of an initial SIP INVITE IM Session request

Upon receiving an initial SIP INVITE request the IM Server:

- 1. If the Participating Function stays in the media path, the Participating Function:
- a) SHALL copy the received Request-URI;
- b) SHALL store the list of supported SIP methods if received in the Allow header;
- ¢) SHALL behave as a B2BUA according to rules and procedures of [RFC3261] for the duration of the IM Session;
- d) SHALL generate a SIP INVITE request;
- ¢) SHOULD include an Allow header with all supported SIP methods;

- f). SHALL insert a URI identifying its own address and include the IM feature-tag '+g.oma.sip-im’ in the Contact-
header of the SIP INVITE request;

- g) SHALL include a SDP body as a SDP offer in the SIP INVITE request according to rules and procedures of
[RFC3264], [ RFC4566 ] and [MSRP] and information received in the SDP from the originating client; and,

- h) SHALL send the SIP INVITE request according to rules and procedures of the SIP/IP Core.
- 2. Ifthe Participating IM Function does not stay in the media path, the Participating IM Function

a. SHALL act as a SIP proxy according to rules and procedures of [RFC3261] for the duration of the IM Session;

b. SHALL include a Record-Route header containing a URI identifying its own address; and,
¢. SHALL forward the SIP INVITE according to rules and procedures of [RFC3261] and SIP/IP Core.

Upon receiving a SIP 200 "OK" response, the Participating Function is acting as a B2BUA, the Participating Function:

1. SHALL store the list of supported SIP methods if received in the Allow header;
- 2. SHALL store the contact received in the Contact header;
- 3. SHALL generate a SIP 200 "OK" response;
4

. SHALL include the received SDP body as a SDP answer according to rules and procedures of [RFC3264],
[RFC4566] and [MSRP];

- 5. SHALL include a SIP URI for the Contact header as follows:

- a) constructed such that the IM Server can resolve it back to the original SIP URI provided in the Contact header of
the SIP 200 "OK" response by the Controlling IM Function;

- 6. SHALL send the SIP 200 "OK" response to the IM Client according to rules and procedures of SIP/IP Core; and,
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- 7.The IM Server SHALL check if the IM user’s history setting “his-settings™ i.e. <hist-activation> element is set to
active for the IM User and if set to “active”, it SHALL execute the processing described in 13.2.3 “Storage for History”.

Upon receiving a SIP 200 "OK" response, and when the Participating IM Function is acting as a SIP proxy, the participating
IM Function:

- 1. SHALL forward the SIP 200 "OK" response toward the initiating IM Client according to rules and procedures of
[RFC3261] and SIP/IP Core; and,
- 2.SHALL continue to act as a SIP proxy for the duration of the IM Session.

Upon receiving a SIP final response other than a SIP 200 "OK", the Participating Function SHALL forward the SIP final
response along the signalling path towards the initiating IM Client.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.1.1.2.3 Void

6.1.1.2.4 IM Session modification

Upon receiving a SIP re-INVITE request from the IM Client during an on-going IM Session, an IM Server acting as a
B2BUA:

- 1. SHALL validate that the new Media Parameters are acceptable to the IM Server if the SIP re-INVITE includes a new
SDP offer as specified by [RFC3264] and [RFC4566]. If the new SDP media parameters are not acceptable the IM
Server SHALL reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise continue with the rest of
the steps;

- 2.SHALL generate a SIP re-INVITE request according to rules and procedures of [RFC3261];

- 3.SHALL include a MIME SDP body as a SDP offer in the SIP re-INVITE request according to rules and procedures of
[RFC3264] and [RFC4566] with the new Media Parameters; and,

- 4. SHALL send the SIP re-INVITE request to the session identity populated in the Request URI of the received SIP re-
INVITE request.
On receipt of a SIP 200 "OK" response the IM Server:

- 1. SHALL generate a SIP 200 "OK" response to the SIP re-INVITE according to rules and procedures of [RFC3261];

- 2. SHALL, if the IM Server is in the media path, update the User Plane with the new Media Parameters received in the
MIME SDP body as specified in [MSRP]; and,

- 3.SHALL send a SIP 200 "OK" response towards the IM Client according to rules and procedures of SIP/IP Core.

Upon receiving a SIP re-INVITE request from the IM Client during an on-going IM Session an IM Server acting as a SIP
proxy SHALL act according to rules and procedures of [RFC3261].

Upon receiving SIP final response other than SIP 200 “OK” the IM Server SHALL forward the SIP response to the IM Client
according to rules and procedures of SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS Session
mechanisms according to rules and procedures of [3GPP TS 24.229]/ [3GPP2 X.S0013.004] with the clarifications given in
this section.

6.1.1.2.5 SIP SUBSCRIBE request

If the IM Server receives a SIP SUBSCRIBE request that contains an IM Session Identity or IM Group Identity not owned by
this IM Server, then the IM Server:

NOTE: The case when the IM Session or the IM Group is owned by the IM Server is described in section 7.2.1.12
“Subscribing to Participant Information”.
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- 1. SHALL, if the IM Server wants to stay on the signalling path insert a Record-Route header containing a URI
identifying its own address;

- 2. SHALL, if the IM Server is acting as a B2BUA for the IM Session, insert a Request-URI by resolving back the
received Request-URI to the SIP URI received in the Contact header from the Controlling IM Function within the SIP
200 “OK” response to the initial SIP INVITE request; and,

- 3.SHALL forward the SIP SUBSCRIBE request towards the SIP/IP Core.

Upon receiving a SIP final response, the IM Server SHALL forward the SIP final response along the signaling path towards
the initiating IM Client according to rules and procedures of [RFC3261].

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.004] with the clarifications given in this section.

6.1.1.2.6 SIP REFER request

Upon receiving a SIP REFER request, the IM Server SHALL verify the destination of the REFER request contained in the
Request-URI:

- 1. If the Request-URI is set to the Delete function: Delete@hostname SHALL determine if the request is to delete
History files or Deferred messages:

- a)if'the request is to delete Deferred messages, the IM server SHALL proceed according to 12.2.2.7 “IM Server
Deleting Deferred Messages”; and,
- b) If the request is to delete History files, the IM server SHALL proceed according to 13.2.5.2 “IM Server Deleting
History Files”.
- 2.Ifthe Request-URI is set to the Coversation History function ( History@hostname), the IM server SHALL forward
the SIP REFER request towards the History as described in section 13.2.2.2 “Receiving SIP REFER”;
- 3. Ifthe Request-URI is set to an IM Session Identity, the IM Server:

a) SHALL, if the Method is set to INVITE or there is no method specified, send the REFER request to the
Controlling Function as described in section 7.2.1.7 “Adding Participants to an IM session request”’. If the IM server
acts as a B2BUA, include a dialog id that corresponds to the dialog id in the “Replaces” header of the incoming
REFER; and,

b) SHALL, if the method is set to BYE, send the REFER request to the Controlling Function as described in section
7.2.1.8 “SIP REFER BYE request received when using IM Group session”.

NOTE: Appendix P describes handling of the SIP REFER method.

Upon receiving a SIP final response to a SIP REFER request, the IM Server SHALL forward the SIP final response along the
signaling path towards the initiating IM Client according to rules and procedures of [RFC3261].

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.004] with the clarifications given in this section.

6.1.1.2.7 SIP CANCEL request

Upon receiving a SIP CANCEL request from the IM Client, an IM Server acting as a B2BUA:

- 1. SHALL act as UAS according to rules and procedures of [RFC3261]; and,

- 2. SHALL cancel the SIP INVITE request towards the IM Server performing the Controlling IM Function acting as
UAC according to rules and procedures of [RFC3261].

When acting as a SIP proxy rules and procedures as specified in [RFC3261] SHALL be applied.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.004] with the clarifications given in this section.
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6.1.1.2.8 SIP BYE request from IM Client

Upon receiving a SIP BYE request from the IM Client, an IM Server acting as a B2BUA:
- 1. SHALL generate a SIP 200 "OK" response and send it towards the IM Client according to rules and procedures of the
SIP/IP Core;

- 2. SHALL release User Plane resources associated with the SIP Session with the IM Client, if it had inserted itself in the
transport path for the ongoing session; and,

- 3. SHALL send a SIP BYE request towards the IM Server performing the Controlling IM Function according to rules
and procedures of the SIP/IP Core;

Upon receiving a SIP 200 "OK" response to the SIP BYE request the IM Server SHALL release User Plane resources
associated with the SIP Session with the IM Server performing the Controlling IM Function.

The IM Server SHALL check if the IM user’s history setting “his-settings” i.e. <hist-activation> element is set to active for
the IM User and if set to “active”, it SHALL proceed according to 13.2.7 “End History Recording”.

When acting as a SIP proxy rules and procedures as specified in [RFC3261] SHALL be applied.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.004] with the clarifications given in this section.

6.1.1.2.9 SIP Session timer expiry

On expiry of the SIP Session timer and if the IM Server acts as a B2BUA the IM Server:

- 1. SHALL send a SIP BYE request to the IM Client according to rules and procedures of [RFC3261] and according to
rules and procedures of the SIP/IP Core; and,

- 2.SHALL send a SIP BYE request to the IM Server performing the Controlling IM Function according to rules and
procedures of [RFC3261] and according to rules and procedures of the SIP/IP Core.

On receipt of a SIP 200 "OK" response to the SIP BYE request from the IM Client the IM Server SHALL interact with the
User Plane to release the IM Session resources in the direction towards the IM Client.

On receipt of a SIP 200 "OK" response to the SIP BYE request from the IM Server performing Controlling IM Function the
IM Server SHALL interact with the User Plane to release IM Session resources in the direction towards the IM Server
performing the Controlling IM Function.

The IM Server SHALL check if the IM user’s history setting “his-settings” i.e. <hist-activation> element is set to active for
the IM User and if set to “active”, it SHALL proceed according to 13.2.7 “End History Recording”.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS Session
mechanisms according to rules and procedures of [3GPP TS 24.229]/ [3GPP2 X.S0013.004] with the clarifications given in
this section.

6.1.1.3 Pager Mode Messaging
6.1.1.3.1 Receiving SIP MESSAGE request for Pager mode
Upon receiving from the served IM Client a SIP MESSAGE Request, the IM Server:

- 1. SHALL perform the actions specified in section 6.1.1.1 “General” and continue with rest of the steps;

- 2. SHALL return a SIP 403 “Forbidden” response if the IM Server does not allow anonymity and anonymity is
requested. The IM server SHOULD include an Warning header with the warning text set to '119 Anonymity not
allowed' as specified in subclause 5.6 "Warning header”... Otherwise, continue with the rest of the steps;

- 3. Ifthe “Expires” header is included, SHALL check if the message is still valid,. If not valid, the message is handled as
specified in [RFC3428], otherwise continue with the rest of the steps;

- 4.SHALL forward the SIP MESSAGE request to the SIP/IP Core.

Upon receiving SIP final response the IM Server SHALL forward the SIP final response according to rules and procedures of
[RFC3261].
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The IM Server SHALL check if the IM user’s history setting “his-settings” i.e. <hist-activation> element is set to active for
the IM User and if set to “active”, it SHALL execute the processing described in 13.2.3 “Storage for History ”.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.004] with the clarifications given in this section.

6.1.1.4 Large Message Mode
6.1.1.4.1 Receiving SIP Session request for Large Message Mode

Upon receiving from the served IM Client an initial SIP INVITE request that requires an initial SIP INVITE request to be
sent, the IM Server:
- 1 If the IM Server stays in the media path, the IM Server:

a. SHALL behave as a B2BUA according to rules and procedures of [RFC3261] for the duration of the
Session,;

b. SHALL generate a SIP INVITE request;

c. SHALL insert a URI identifying its own address in the Contact-header of the SIP INVITE request and
include the IM feature-tag '+g.oma.sip-im.large-message';

d. SHALL copy the received Request-URI;
e. SHALL include the MIME SDP body received in the SIP INVITE from the client; and,
f. SHALL send the SIP INVITE request according to rules and procedures of the SIP/IP Core.

- 2.Ifthe IM Server does not stays in the media path the IM Server:

a. SHALL act as a SIP proxy according to rules and procedures of [RFC3261] for the duration of the
Session,;

b. SHALL include a Record-Route header containing a URI identifying its own address; and,
c. SHALL send a SIP INVITE request according to rules and procedures of SIP/IP Core.

Upon receiving a SIP 200 "OK" response, if the IM Server is acting as a B2BUA, the IM Server:

1. SHALL store the list of supported SIP methods if received in the Allow header;
- 2. SHALL store the information received in the Contact header;
3. SHALL include a SIP URI for the Contact header as follows:

a) constructed such that the IM Server can resolve it back to the original SIP URI provided in the Contact header of
the SIP 200 "OK" response by the Controlling IM Function;

- 4. SHALL generate a SIP 200 "OK" response;
- 5. SHALL include a MIME SDP body received in the SIP INVITE from the client;

- 6. SHALL include a Server header to indicate the IM release version as specified in Appendix F “Release version in
User-agent and Server headers” if has not already been sent in a provisional response for this dialog;

- 7 SHOULD include an Allow header with all supported SIP methods,
- 8. SHALL send the SIP 200 "OK" response to the IM Client according to rules and procedures of SIP/IP Core; and,

- 9.SHALL check if the IM user’s history setting “his-settings” i.e. <hist-activation> element is set to active for the IM
User and if set to “active”, it SHALL execute the processing described in 13.2.3 “Storage for History”.

Upon receiving a SIP 200 "OK" response, when the IM Server is acting as a SIP proxy, the IM Server:

- 1. SHALL forward the SIP 200 "OK" response toward the initiating IM Client according to rules and procedures of
[RFC3261] and SIP/IP Core; and,

- 2. SHALL continue to act as a SIP proxy for the duration of the Session.
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Upon receiving a SIP final response other than a SIP 200 "OK", the IM Server SHALL forward the SIP final response along
the signalling path towards the initiating IM Client.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.004] with the clarifications given in this section.

6.1.1.4.2 SIP CANCEL Request

Upon receiving a SIP CANCEL request from the IM Client, an IM Server acting as a B2BUA:

- 1. SHALL act as UAS according to rules and procedures of [RFC3261]; and,

- 2.SHALL cancel the SIP INVITE request towards the IM Sever performing the Controlling IM Function acting as UAC
according to rules and procedures of [RFC 3261].

When acting as a SIP proxy rules and procedures as specified in [RFC3261] SHALL be applied.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.004] with the clarifications given in this section.

6.1.1.4.3 SIP BYE request

Upon receiving a SIP BYE request from the IM Client, an IM Server acting as a B2BUA:

- 1. SHALL generate a SIP 200 "OK" response according to rules and procedures of [RFC3261];

- 2. SHALL release User Plane resource associated with the SIP Session with the IM Client; and,

- 3. SHALL send a SIP BYE request towards the IM Server performing the Controlling IM Function according to rules
and procedures of the SIP/IP Core.

Upon receiving a SIP 200 "OK" response to the SIP BYE request, t